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Section 8

The Congress shall have Power: To promote the Progress of Science and useful Arts, by securing for limited Times to Authors and Inventors the exclusive Right to their respective Writings and Discoveries;
Preface:

Three technologies discovered in the pursuit of helping children save the planet that were created using out-of-the-box thinking and have led to significant advancements in virtual immersive imaging and video content creation.  They were heralded as “holy grail” finds by leading experts in the industry, worth billions, and this is the story of those who became blinded and those that became heroes and the truth of who really invented what.
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None like it, although it will not be the first time that inventors have been frauded by bad promoters and attorneys.  It will be a new twist that the patent attorney’s have frauded the USPTO, the Postal Services, the IRS, the Department of Commerce and several others.  

 

Field of invention 


The present invention relates to how patents that are estimated to be worth billions are stolen for 5 million.  More specifically, how to steal from inventors, investors, the IRS, and the United States Patent and Trademark Office (USPTO) www.uspto.gov . Three inventions with an estimated value in the billions annually, per invention, initially determined by leading engineers from Intel, Lockheed, SGI and many others.  These items were called "holy grail" inventions and it now appears to have blinded a few.  I still believe that these patents are gifts from G-d that come in dreams that oft speak to inventors.

These inventions were created in the pursuit of helping children fix the world we are breaking.  Following is a method for trying to steal a gift from g-d to help children, and if you are capable of that, anything is possible.  Following are the steps used in the preferred embodiment although some will have to remain trade secrets a bit longer until a further investigation into these claims arises.


It is known in the field of patent fraud that the proprietors, so called promoters or patent attorney’s, try to take advantage of innocent inventors and the choice of promoter versus attorney is one of crapshoot versus supposed guaranteed success, if you overcome the prior art.  It is supposed to be tantamount to trust your patent attorneys and the attorney client privileges should be upheld here to the highest ethical standards, especially when you have picked the best lawyers and paid in triplicate and it’s regarding something our forefathers took special note for.  Further, these were not just our attorneys but in some instances shareholders and advisors to the company.  

Once a bad promoter or attorney is identified, it is well known that they will attempt to change title out of the inventors name, try to steal patent ideas by filing with others or themselves or just bury the idea and use it.  It is also well known that your lawyer Kenneth Rubenstein and Christopher Wheeler would recommend a patent attorney out of NY (Raymond Joao) who we think is part of Proskauer originally.  Then we are told Joao is transferring with Rubenstein to Proskauer and then that Rubenstein might not even be with Proskauer.  Anyhoots, we would have to put up some big retainer and start flying this guy out from NY and all this was doing was giving Christopher and Raymond time to file around I View It perhaps.  Had the inventions been able to be designed around I am sure they would have taken that approach (Zeosync) and when that failed to procure a result, the only option left was to steal. 

Why did Proskauer not do the filings?  Why do they make us use this expensive guy way away from us who needs upfront cash, etc, we think originally he works under Ken at Proskauer.  We are a start-up with very little cash and we are already giving Proskauer a great stock deal to boot, Wheeler lies, I think, and said he does not have a department to handle patent filings at the time.  You will see how they keep making us pay up front for Ray’s services trying to delay the filings while Wheeler is billing/gauging us with frivolous legal expenses like corporate restructures of restructures of restructures and trademarks on things like my mother’s maiden name.

All of these initial delays in the filings are caused by Wheeler/Joao delays and while these delays are occurring patents from others, like Joao are being filed.

 

Kenneth Rubenstein and Raymond Joao commit major fraud on US Patent office when they knowingly file patents with missing inventors telling us foreigners could not be listed.  They also lose patent file 5865-2 of Joao’s file folders and Joao claims to have destroyed all I View It notes when he is requested by Foley and Larder to procure these items, and further claims to have done this “to protect I View It”?  The frauds include; leaving out inventors knowingly, not filing patents timely on the Company’s behalf, then losing priority dates for such inventions and finally filing patents with missing parts.  These missing parts later show up in patents filed personally by Raymond Joao.  Other missing parts later show up filed personally at Brian Nutley’s home address with himself as sole inventor.  This appears felonious, furthermore false information was promulgated to the Board and finally they submitted such frauded documents to the USPTO through the US Mail.  

Chris Wheeler and Ken Rubenstein when questioned regarding the missing patents Joao lost, they guaranteed that the 3 patents Ray came to Florida to document and took information on, on his first trip, were filed or merged into one.  Turns out that by the time he files our second set of patents it is 3 months later and when you look at what he filed it is criminal in that it completely fails to describe the inventions (as determined by now 3 other law firms and finally some are abandoned), this is a direct attempt to sabotage our pool.  Chris Wheeler has been scheduling meetings with players like R3D, Hollywood.com, Visual Data, Huizenga (Web Cast) lying to everyone that the video patent is already filed.  Then on the 3 hour drive to R3D, we tried to locate Joao as he was supposed to be scheduled to be available for questions, as this was I View It’s biggest meeting 20 engineers spawning Intel, Silicon Graphics and Lockheed we were sweating, if they had seen it we would pack up and go home. Ray Joao has disappeared and is unavailable for the meeting and Chris guarantees us all for three hours on the way up that we are ok as we enter R3D, mind you we try calling Ray several hundred times.  At the meeting we present, review and disclose the full imaging process provisional patent 5865-1, sure enough at the meeting our biggest fears come true, when they ask us to disclose the video concept and we won’t without checking with Joao for confirmation of filing, Joao’s still MIA.  I refuse to disclose and we decide not to proceed and set a time to reconvene.  Chris later at his office cannot find 5865-2.  After the meeting, Joao becomes available only to tell us that in fact he had never filed a video patent at all.  Eliot one of the inventors, throws a huge rage that it appears to be criminal, what happened, where is 5865-2 are they all merged into one? What is going on, calls ensue for Rubenstein to opine.  Huge panacea follows.  I would check phone records of everyone that day if I had my dithers.  On the other hand, I would look at what happened at R3D with a microscope from that point, sequester all people for testimony and start to follow the technology to the chip and into the camera and into space telescopes and simulators and VR and Cable, TV, etc… and all the other ideas we discussed that magical day.

Chris and Jerry Lewin have already begun displaying technology to people under the false impression that we were covered and we freaked.  Rubenstein is called to opine, he calms everyone down by saying that the date of invention determines the date of our patents, not the date of filing and everything was therefore ok.  Sounds good to us, but we are still confused on 5865-2 and where it went, Chris is holding investigation, some of Proskauer’s employees are confused as to the whereabouts.  Turns out this is assessed as potentially very damaging to the Company and its shareholders, as we lose our video and combo patent filing dates by 70+ days.

 


It is also well known in the prior art of fraud that such proprietors of fraud may have to commit document fraud and file such fraudulent documents with interstate transport through the US Postal systems.  Another fraud well known in the art and part of Brian Utley’s past, is to fraud again the USPTO and I View It shareholders, when our own attorneys file patents with Brian Utley as the sole inventor and no assignment to I View It and sent to his home place of residence without signing as an employee of I View It.  Now take a moment to digest that, most of us most closely involved need a vomit bag

Again our attorney’s, Foley and Lardner, filed these patent for Mr. Utley personally and billed us, although they were holding off sending the bills to be nice as claimed later by Douglas Boehm, (have you ever heard of such a thing a lawyer ((and I have to have a lawyer joke here)) that does not bill when the receptionist puts you on hold), if it looks like a lawyer. .  

More interesting news is that Utley has a past with similar claims against him, which his best friend Mr. Wheeler forgot to disclose when he gave his client I View It Utley’s falsified engineering resume (see attached Exhibit) (by the way Utley did not graduate college).  After doing a background check with Mr. Utley’s prior employer Diamond Turf Lawnmower, we find that Mr. Utley similarly filed patents in his own name, causing the owner to fire Brian and take a large loss closing his operations.  It’s too bad that since Wheeler did the background check personally on Mr. Utley, whom he sits on the Board of FAU with him (watch for infringement here), as well with his ex-employer. 

Other frauds would include filing erroneous patents that lose the initial filing dates and extracting the core components of our inventions, which later end up at Utley’s house.  Further they cover up the constant fraud on I View It and the government by showing inventors one set of patents that they work on and make changes on and then submitting a completely worthless set to the USPTO with US mail services (I think this qualifies for fraud on the USPTO and Postal Fraud by both a law firm and Mr. Utley) as they swear under oath, not sure to which but sure that it was the US Gov and World Organizations.  Sending falsified documents such as Brian as sole inventor Exhibit 1, should set new heights of corporate and legal malpractice for all involved.   .  

When Eliot one of the true inventors becomes aware of several of these accounts and confronts Mr. Ugley during a lunch meeting in California and informs him that he will be the CEO as he has been claiming and must in fact retire, Mr. Utley threatens to tear this company down brick by brick with Chris Wheeler and Michael Reale and leave iviewit bankrupt and that I better watch my step when returning to FL (which I never have again even though my mother has been recovering from lung cancer) and I have since feared for my life, rarely allowing the wife and kids to leave as well.  Eliot notifies many friends of the threats and allegations and Eliot moves into a hotel and several weeks later with no home, flies wife (who packs house by herself scarred for us) and grabs kids to hotel in CA for safety.  She really hates me as I will not even come home for our son’s planned 30 people B-Day party and make her cancel and travel instead. I did not even get to say goodbye to my sick mom, my father, nieces, nephews, friends or employees, this is scarred shitless and with the release of such document I now fear the most for I think they sat rest assured that they had crushed my life to pieces, and yes dear reader, I am obliterated, annihilated, tattered, shattered and battered.  My wife and children too and this is when we should be celebrating the birth of such wonderful concepts and the world’s acceptance of them.  

People think we are a bit nuts when we tell them what is going on, but now that people see that this is really what is going on here, the constant harassment of my life, my family, my companies, they are concerned for us based on the evidence and the power of the people against lil ole us.  They have my company already filed into bankruptcy (the guy’s stealing the patents, perhaps a briefcase of cash, and my attorney his best friend), they are caught at the apex of completing patent theft on a grand scale, they are the only ones filing all this stuff against us, they have fruaded and misrepresented to the United states Patent and Trademark office, I fear but my life is but a bullet away.  I have children too and as I mentioned it appears that they are capable of quit a bit.

Another thing is that since Utley threatened that they would destroy me, they have succeeded, by filing a fraudulent involuntary bk against the company (Utley Reale RYJO and Hersh), I could not afford to fight, because at that moment our secured lender who was running the Company with our management, you guessed it a friend and introduction of Chris Wheeler, Crossbow Vultures (Hank Powell, Steve Warner, and Dr. (not sure where this degree comes from) René P. Eichenberger stop funding the Company after hearing that the technology is on hardware, like camera’s and dvd’s and that 4-6 patents look good, and that digital downloads will use etc.  Remember I am not sure if they Crossbow are acting independently or as a good-guy bad-guy tag team with Proskauer, but they tell me they are putting in place Aidan Foley (Ex-CEO Kodak Cinesite) and Lawrence Modragon of no particular fame, to meet with the AOLTW Venture Fund that we have been working with for @2years, and, just as we land the account and are designing a pre-paid royalty stream with the WB group, after Hank and Maurice meet with Sony & WB who tell them that I View It’s technologies will be the backbone of 5 studios digital download project that Doug Chey of Sony is handling with his ex-employer WB friends; John Calkins, Chris Cookson, Greg Thagard, Chuck Dages & David Colter, et.al. and then pull the plug in deceit and have been trying to kill the company and its relationships ever since.  We are signing deal with WB and moving into licensing negotiations with both Sony, WB, Viacom and MGM, all under NDA’s, when Crossbow decides to pull the plug on the Company by stopping funds for two months of funding after they had told all management it was done, and then they OK’d flying management out to meet with them in Boca on an all first class ticket for mssrs. Aidan Foley and Lawrence Mondragon.   After Aidan met with Crossbow he called and said everything was great and he was on his way to NY to meet with some Crossbow friends and stay in a suite at the Palace.  This all occurs being ok’d by Hank that the money was being transferred.  Aidan, then all kicked back and comfy at the Palace calls to tell me that Crossbow pulled the plug (see exhibit below).  They had just finished collateralizing the asset with secured debt which they told the board which they were a part of that they were to protect us against threatened actions from Utley and Wheeler, which later become realities.  Crossbow while selling the secured loans to the board claim that they would never steal the IP and call my father, on tape mind you, a nut for thinking such. I quote Hank Powell at the Board days before he resigns, “Si, it’s not a Machiavellian plot to steal your technologies.”  And the ink had barely dried before they pulled the plug and are now claiming that they own the patents, since they have sent notice of assignment with the patent office.  I would say this shows clearly a Machiavellian plot to steal the IP.

This tactic, amongst a host of what appear to be a host of other secured lender violations, such as making (without Board approval) moves that may forever negatively impact our patent pool.  Oh, I forgot they made these decisions with I View It’s attorneys who they were working with on the patents and paid them, against the express concerns of management.  They in fact paid our attorney’s directly with no transacted documents for the loan of such amounts and against express demands from the company not to interface with our attorney’s.  Then they added these fees to our loans and had our attorney bill the Company.  I guess you would say that they were arms length in our sphincter.

So now, the plot thickens as you have Chris Wheeler (our advisor, shareholder, lawyer and largest creditor both paid and unpaid, suing all of the I View It Company’s, although his bill is mainly with our operating and servicing Company iviewit.com.  He files a few days after his best friend Utley is fired and files his fraudulent BK on the Company.  Chris (shareholder and all) who loves our technology, now has all of his clients using our processes freely and it hurts to tell my children this.  Further Ken’s MPEG patent pool now uses our processes and finally the revenues have never come from the pre-paid royalties from the patent pool or at least not the companies’ way.  Further Wheeler is telling everyone about all this money we will make from his clients if only we can let Utley start an encoding servicing business.  Yes this is the same Chris that is the first guy suing all of our company’s with his firm and their clients just keep ripping us off, many under NDA.   

Ray Joao and Chris Wheeler, despite what they told the board and shareholders etc. did not file the 2 initial patents and nor were all the inventions filed in the first provisional round,  preserving our filing dates, instead it appears that the date was never changed back on the video and combo as promised to the Board by Chris, Brian & Rubenstein.  Further, it turns out that Ken Rubenstein may have been giving us bad advice when he told us it is “all based on date of invention, no need to get upset,” but this may only apply to the US it turns out, as in foreign domiciles it may be first to file, not first to invent.  This could be horribly catastrophic and unless the video date can be changed back to when Ray took the info we may have a severe problem here and I View It and the US Government may be denied revenue resulting from this process.  According to the patent office, it cannot.  I say that would be a violation of my constitutional rights, section 8 re protecting inventors and must be challenged at a supreme level if necessary.

 


It is also well known in the prior art that such fraud promoters may have to turn friends and family against one another to keep any outsiders from peaking in.  So some preliminary examples; fire Jill Iantoni (my sister) because Brian does not get along with her (she is looking for CEO candidate), fire James F. Armstrong for no true reason other than he corrected bad misrepresented math in the financials submitted to Wachovia bank where Brian presents a spread sheet with no cell formula’s and math errors abound and Jim later corrects Utley (psuedo engineer) and further the Engineers at Foley & Lardner (must have flunked the math part of engineering classes) on their bad math in the patents.  (Armstrong is Eliot’s best friend dating back 30 years and an original founder).  Fires Mitch Welsch (best friend dating back 25 years) as Gruntal his Investment Banking firm that is our broker at the time has worked long and hard an at the time was having an analyst reviewing us to take us IPO, and further screw Mitch out of his founder stock that they played more games with legal bills for another of the countless that never get completed.  Then when Wayne Huizenga sends a patent guy to visit Joao and Rubenstein in NY and comes back saying we had “great technology” but it did not appear in the patents he reviewed, they try to turn Eliot against his father calling my father an “embarrassment” and the reason Huizenga did not invest.  Finally, they try and destroy Eliot’s long relationships with Armstrong Hirsch (Michele Mulrooney and James Jackoway) by lying about paying their bill, their firm does the most work and most introductions for I View It and get paid the least of all law firms.  Fire Guy Iantoni, (brother-in-law), screw Jack Scanlan (Brian made a commission deal with him, without Compensation Committee review, I think, whereby he gave him 10% gross commission on all cases forever, another moronic deal that Jack tried with great effort to help I View It change to more normal amount and Brian consistently pisses off his attorney (Eric Weissman ex head of WB legal).  Brian appears to hate Maurice Buchsbaum and screws him out of warrants and pay even though he is the guy bringing in the money.  Brian further grants Raymond Hersh stock for employment without compensation committee approval Si goes ballistic at amount, grants Mike Reale his friend an employment contract overnight when guys like Jim, Guy, Jack, Kevin, Eliot, Jude and Zakirulirul all have been waiting over a year to get one.  

Inventors broad array of friends may be where the scheme would never work, inventor starts to put all kind of people like other inventors into mix and demands that the inventors must be listed, he is repeatedly assured that such is done, I believe papers were even drafted by Mr. Joao after he had met with Jude and Zakirulirul.  Our attorney’s Rubenstein, Wheeler and Joao get angry at Eliot’s constant pressure to list inventors properly, constantly trying to separate Jude and Zakirulirul from inventions.  

.  Inventor becomes very suspicious of these crimes but is forced in circumstance to go along, with fear.  Inventor is causing too much commotion so they start turning employees against inventor, telling employees not to listen or work on inventor’s clients and projects.

 

Brief summary of the invention


Surround company with your people who are doing nothing for enormous salaries, execute such strategy to bk company after you get patents switched out of inventors hands, mount company with unnecessary debt with other friends against all logical advice and much board disapproval.  Lie and lose patent dates on video (2-3 months) versus imaging.  Wheeler then tries to switch patents with his buddies to his “best friend the engineer from IBM who created the AS400 and trained the elite German Engineers”, perhaps they were in kindergarten at the time.  

It is well known that in invention fraud one must keep the inventors out of the loop and what better way then with a guy who looks so honest running the company; Brian, the inventor of the AS400 and floppy drive, the best imaging and video patent "guru" (Chris’ term for Ken Rubenstein) overseeing the patent pool and finally your friends at R3D & WB validating and studying the technologies.  Then tell all your clients about this technology and see many of them use it now; see camera’s get digital zoom,  see movie downloads begin, see DVD uses, see Internet light up with the video, Ken Rubenstein patent pools utilizing scaling and imaging technologies, probably see them patenting around I View It.

It is well known that ego freaks such as Utley in trying to keep scam hidden can not let CEO candidate ever get placed, single handedly ruins Si’s relationship with Korn Ferry and keeps promising payment for searches and blows them off to the point that this guy at KF get’s pissed and calls Si and I enraged with Utley lies.  Also, Armstrong Hirsh is promised again and again to get paid and he lies to Michele which get’s her in trouble with her committee and starts to infringe on our relationship, they are lying to me as well regarding having made payments, finally Alan Epstein and I call Brian and he bumbles through a lot of uh’ing to finally say he never sent the check he sent.  Ah, the world of lying, most have us have learned by five that it gets to hard to maintain so we give up, other criminal minds feed off the egoistic sensation of feeling that they have gotten away, until one day as the tangled web of deceit comes crashing down upon them.  

Miscellaneous crimes that help fraud promulgators rip off everyone follow.

1. See digital zoom invented by Brian.  

2. See Brian fraud investors with cooked books and lies.  

3. See suitcases full of cash disappear.

4. See Brian encode Celebrity Sluts with a teenager.  

5. See Brian steal equipment and take it to Board member whose loan was made in trust with no documents and not ratified by board.  

6. See diversion of funds and corporate strategy (trying to sell shares of I View It for Distance learning company (no board approval).  

7. See Brian attempt to bribe employees to steal Ip for $'s in suitcase. 

8. See Brian get caught with Grand Theft and we are not even talking about stealing form the US PATENT AND TRADEMARK OFFICE, when employees would not give him the process information he just stole the encoders with all their proprietary information.  

9. See Foley and Lardner switching documents and file numbers and billing IVIEWIT for Utley unassigned patents.  This may cost us on camera there is a risk per Coester from Brian's devilish actions.

10. See Ray Joao leave out the word zoom and pan or anything remotely close and no applet out of imaging patents for I View It

11. See Ken Rubenstein patent pools taking advantage of I View It technologies daily

12. See Proskauer clients and Wheeler associates using product

13. See Hollywood.com using it

14. See WB, MGM, Sony, Viacom, etc. using it under NDA’s

15. See hardware and software adapt the processes

16. See I View It not get revenues it was anticipating from Wheeler clients and instead see many of them doing it with other encoding firms using our process

17. See Greg Thagard and Ken Rubenstein buddies from MIT Multimedia labs and DVD patent pool creators theorize about use for DVD and Downloadable Digital Movies.  See it come out for DVD’s and see Anschutz new project to download movies for theaters. Should check Ken and Greg’s travel schedules but they are claimed to be traveling quite a bit together.

18. See them all shred their documents

 

Background of the invention


In the field of fraud it is well know by one skilled in the art (and will become apparent even to novices) that fraud involves deceit, the current state of affairs and prior art is Enron.  But he we have a more devilish scam here, a scam to perhaps deny the US out if it's inherent royalties on 3 products that are currently in use in almost every form of imaging and video.  Revenues and royalties for these beautiful inventions should be being paid to the companies and our country, instead we stand bankrupt and abused.  

 

Claims

What is claimed

1. Take image and video technologies to Ken Rubenstein and have them analyzed to see if they are novel.  Ken says they are “novel”, a huge buzz follows. Go to R3D and hear they are novel from 20 more engineers, Hassan Miah is also claiming novel and calls it the “holy grail.”  Hassan is responsible for the CAA/Intel multimedia lab and is accredited with turning the Internet into a multimedia model from a text-based medium.  Wheeler tells us Ken will oversee patent pool for I View It and we can get royalties prior to patent approval if he deems them “essential” to the patent pools.  
a. 2-23-99
process doc. Forwarded to Ken R. 
b. 4-28-99 
Ken R. meeting re: potential Pres. and CEO (attachments scrambled) NOTE ALL CHRIS MESSAGES ARE MYSTERIOUSLY SCRAMBLED, FROM THE SELF PROCLAIMED TECHNO GEEK, actual insult to geeks) 
c. 4-28-99
Xing Technologies- Hassan Miah phone mtg. 
d. 5-22-99
Hassan meeting scheduled at Proskauer 
e. 5-24-99
Hassan meeting in Florida in Proskauer offices 
f. 5-26-99
Hassan states enormous potential would like to discuss with Kevin Healy 
g. 5-28-99
Schedule mtg. For Ken R. and Joao to discuss patents 
h. 5-30-99
Hassan states impressed with Ken R. can he call and ask patent questions 
i. 6-7-99 

Hassan and Tech are coming to review patent 
j. 6-9-99 

Xing mtg. Confirmed 6-12 
k. 6-18-99
letter from Hassan Miah re: evaluation 
l. 6-21-99
comments to Hassan letter 
m. 9-16-99
Hassan Miah and Xing form 8-k For real networks filed on 8-23-99 
n. 9-25-99
Hassan brings Eric Camriand from Cinax red flag to watch him 
o. 9-25-99
links to Cinax, Cinax products software/hardware now all scale
2. Wheeler hears that techs are "cool" (becomes Wheelers buzz word for technologies) and “bleeding edge” Chris discovers this when his “friend” comes to Boca from R3D in Orlando.  Gerry Stanley comes to Boca, Chris tries to have me tell him everything in his offices and I won't without an NDA that Chris first says he thinks he has and then when asked to get it comes back with a blank for signature.  Won't tell him the process after showing it to him without signature, me and Stanley basically getting in shouting match over it, although it ends friendly when he finally signs NDA.  Then we show him, and Chris asks us to tell him the video processes and I won't because we are unsure of the patent pool status on video filings with Joao (rumor has it that they are lost), although Wheeler assures us that it is filed with 1st imaging patent or part of it.  We schedule meeting in Orlando at his offices, Stanley is upset that he had to sign and then could not figure it out after seeing them, Si and Chris very joyous because as Chris says, “if he hasn’t seen it, nobody has” as he is supposed to be leading imaging and video guru in the country.  Where is Stanley's NDA, not sure if it is in file?  Stanley is blown away but skeptical he has seen video scams before and he is blown away by imaging, amazed that a JPEG can have such zoom, makes me show him file extensions etc. 
a. 4-11-99
Chris Intro to real 3D 
b. 4-22-99
Gerry Stanely received Conf. Agrmt. From Wheeler 
c. 4-30-99
Gerry Stanley meeting with Wheeler 
d. 5-4-99

Gerry Stanley and Wheeler confirm 5-10-99 meeting 
e. 5-12-99
Tony Palmieri at Silicon Graphics cancels meeting 
f. 5-17-99
Meeting in Orlando- Stanley, Rosalie Bibona 
g. 5-17-99
Lockheed to be global 3D Graphics leader by Vaguo Muradian ref: by Jeff 
h. 5-18-99
Thank you letter to Stanley 
i. 5-25-99
Rosalie Bibona meeting 
j. 5-26-99
Passwords to Rosalie 
k. 5-26-99
Phone meeting with Real 3D re: video process 

l. 5-27-99
Real 3d mtg. Scheduled at Proskauer 
m. 5-31-99
confirmed mtg. For 6-2 or 6-3 
n. 6-3-99 

Real 3D for Video Disclosure - Roslaie and Techs 
o. 6-5-99 

Rosalie Deal Structure? 
p. 6-8-99 

Eric Camirand wants mtg. W/ Stanley 
q. 6-21-99
Task request to Rosalie 
r. 6-22-99
Rosalie Meeting 
s. 6-25-99 
Real 3D deal in Word perfect 
t. 6-26-99 
Real 3D strategic relationship proposal and strategy meeting to schedule 
u. 6-27-99 
Real 3D letter of intent  in text format 
v. 6-29-99 
meeting to discuss letter of intent Chris in Utah 
w. 7-6-99 

discuss deal 
x. 7-8-99 

Epstein to discuss term sheet 
y. 7-10-99 
Meeting at Proskauer to discuss deal 
z. 7-12-99 
Huizenga and Real 3D to discuss technology 
aa. 7-12-99 
Epstein with changes to Real 3d deal 
ab. 7-13-99 
Steve Cochran meeting at Proskauer 
ac. 7-14-99 
meeting to build cd roms for real 3D 
ad. 7-15-99 
meeting at Proskauer to discuss technology 
ae. 7-29-99 
EIB to offer a fair piece of company 

af. 8-13-99 
Revision of agreement for meeting8-16-99 
ag. 9-7-99 

Tim Connolly conf. To Utley and confirm. Ryjo signed prior to briefing with Richard Getner 
ah. 1-17-00 
letter for Stanley re: technical applications of our image/video tech for upcoming patent filings 
  

3. This comes earlier.  Have Ray Joao who comes disguised as Ken Rubenstein assistant come to get info for image and video patents.  Find out he is with other firm, Si asks Chris if liability insurance is big, Chris assures Si and everyone that we would have 2 firms to sue instead of one if anything happens, since Ken is the “point man” on the patent pool for I View It.  Further tells us that Rubenstein is moving from Joao's firm and that Proskauer doesn't have resource to file for us at time, so Joao is fine and will be transferring.  Did Proskauer have capability, if they did this raises questions. 
a. 3-9-99 

meeting to discuss legal contract for patents 
b. 3-12-99 
intro to Joao 
c. 4-14-99 
Kevin Healy to discuss trademark and copyright issues 
d. 4-21-99 
Meeting to showcase technology Chris to schedule time 
e. 5-11-99 
Joao sends unauthorized copy of patent letter regular mail vs. mentioned UPS this is the date of the stamp on envelope 
f. 5-24-99 
Mara and Kevin to discuss legal jargon for site 
g. 5-27-99 
Joao scheduled mtg. Re: patent strength 
h. 6-1-99 

confirm mtg. For 6-2 - Ken R. not available 6.2 or 6.3 
i. 6-2-99 

Intellectual Property issues with Arthur Andersen 
j. 6-2-099 
Ray itinerary 6.10-6.15 
k. 6-9-99 

confirm Joao to Proskauer 6-10 
l. 6-10-99 
Joao cancels mtg. And dinner with Hassan Miah 
m. 6-14-99 
phone joao re Florida trip 
n. 7-1-99 

Meeting to discuss Intellectual Property issues 
o. 1-6-00 

letter to Joao re: new biz plan for videos need paragraphs on status and scope of our patent pool 
4. Ray comes to get patent info, I start with imaging and Jude & Zakirul are on the way.  Ray does not know Jude and Zakirul are on the way.  Zakirul arrives and we are complete on both processes, show him all steps, all software and hardware, he takes diligent and thorough notes and when Zakirul arrives Ray wants to throw him out, tells me not to have him add anything, becomes very panicked and says foreigners may not be able to be inventors and we should not say anything until he opines with Wheeler.  Asks all these questions about Zakirul and Jude and if they work for us etc, I explain that we are mainly working on a dinosaur story to warn children of the dangers of their often greedy parents using all their resources, a recurring dream I have had since walking out of a coma, a broken neck, shattered face, and complete internal organ meltdown after hitting a car carrier and have 3 Cadillacs fall upon my head, in which I had some very strange dreams to say the least.  Raymond Joao takes all patent ideas and splits back to NY in faster than a NY minute.  Tells me to leave no copies anywhere and give Chris everything to hold, I do likewise.  I later call Chris to confirm and he says he is checking on it with Joao and that we may have to get Zakirul and Jude in country first, he has a guy to get them in, and not to worry they can fix the filings later.  

a. 6-8-99

meeting with immigration specialist 
b. 6-14-99
meeting with immigration 
c. 11-10-99
Brian to Ron Storettte re: hiring Zakirul 
5. Now 2 patents should be filed but because of this, the video appears not only not filed but missing and now they think we will need to have Ray come back (very expensive) and do it again with Zakirul and Jude, this is because I go to USPTO site and read that basically if you were a murderer you need to be listed as an inventor on a patent to make them valid and I start to cause concern.  Board is calmed by Wheeler that no dates will be lost we begin asking for Joaos filings and we are now missing 5865-2.  Wheeler begins telling people I am nuts with Brian.  We never find it again, Wheeler is checking into it, I am sure his report and investigatory notes will be in his "accurate files" that’s off a great tape. 
6. Go to Real 3D with a whole group (Eliot, Si, Lewin, Wheeler, Zakirul (they tell us not to bring him but I think we do) and Armstrong.  On the way there Wheeler is questioned about patents and assures everyone that Joao has us covered, we try calling on the drive up 3 hours, but I have not had confirmation and I think 5865-2 is gone. 
7. Arrive at R3D where they take all our cases etc, except our display in big suitcase with pillows and flat screen, very strange but cool.  About 10-20 engineers are brought in the room from all walks, Lockheed, Intel and SGI.  We are asked to present so we start with imaging and after they see, Stanley asks everyone to guess, no one is close.  Stanley asks me to tell them how it is done and Si gets concerned that we don't have NDA's on everyone, Chris assures Si that they are under Stanley's and Si insists that we need one for everyone and we get copies and everyone signs and Chris takes a list of all names.  (Chris had changed Joao's NDA suggestions that we tape everything and also confirm in writing all correspondence and materials and ideas discussed) he later says he did this because it could put us in a liability position if we failed to write such letter. After the meeting Wheeler says he will follow Joao’s advice on this meeting and this is why he needs to keep all NDA's to send out such notices.  We presume with meeting and I tell them blow up image to size of empire state building and frame it in small frame, viola.  They claim "10,000 engineers in a room for 10,000 years would have never gone about it this way.  This is huge moment. 
8. We start video presentation and we show them.  Then they tell us we must present on their system off our website, so we set up a "special line" and our computers are put outside, we go to site and they are blown away.  Again, Stanley asks everyone, no one is even remotely close.  He asks me to tell them, I ask my group to step outside for a sidebar.  I ask Wheeler if we can tell them, he assures that NDA covers us, but I ask about not having patent filed, again I think we try to get Joao but he is MIA, and Si say's no way, after conferring with Lewin, Armstrong, Si, Eliot and Wheeler we decide to reschedule.  We go back in the meeting and decide to adjourn until we can reschedule a discussion on how video works.  Wheeler says we might not have patents filed yet and we all look a bit cross-eyed at him. 
9. Gerry Stanley turns to Rosalie Bibona his right hand top engineer and asks what the market value of the products would be.  She starts with the imaging and we discuss that it would apply to deals that they are doing with camera manufactures, chips, simulators, telescopes, microscopes, software and about everything that uses images and estimates several hundred million dollars a year.  She say's that if after she reviews patents etc. and determines if video is real (although it had just played from my website in Boca to their site on their stuff, I suspect she knew and they might have done this test to copy our files etc. didn't think that until later) that the market would be billions that it would "revolutionize" video in low bandwidth environments and may have applications across the board on hardware and software.  And if we could develop, perhaps together the combination of the two ideas zoomvideo it could be priceless, and we decide that Chris will draft immediately a JV and R&D deal. He also has us agree to let R3D to use the inventions at the upcoming SIGGRAPH convention and we agree to let them under Chris’s assurances that he is one of his close friends and would never ever screw him or us, he is of the “highest honor” and then sells us his military background as evidence.  He is also in charge of writing everyone to Joao's specs for an NDA, even though he convinces us at lunch that we would be more at risk having to write everyone if we fail.  Joao later argues that you can make it either way.  
10. Finish meeting we are jumping up and down, rich men.  Chris says we must make sure video stuff is done ASAP and he will confirm with Joao, says we must get someone to do R&D, thinks he has someone, it hit him the other day that his best friend is an old IBM engineer responsible no less for things like the as400 etc and that he thinks he is not working currently and also sits on FAU board with him, enter Mr. Brian Nutley.  Chris will check but he claims this would be perfect because he has many patents and he could work with Rubenstein and Joao and the 3D engineers on the testing phase of the concept.  He tells us of his stellar community achievements and sits on the Board of FAU with him and his past employer a gentleman and scholar Mr. Monte Friedkin.  I think you need to call Monte for the Full Monte on Utley.  

a. 7-22-99 
Brian Utley Meeting 
11. Dinner at Erika Lewin's for her B-Day.  Our house is broken into while we are out and the patent files are missing, the computers have all been opened, the alarm is on, the patio door is broken open.  We freak.  We call Wheeler he tells us he will notify police he knows chief or something and he can get us PI but it will cost, and that we should give him everything from now on and he will keep it safe it in his offices, we deliver volume of stuff to his offices.  Sliding glass door remains forever broken.  Candice and I are scarred shitless. 
12. We think it may be Lewin or R3D, we are unsure.  Everybody becomes suspect, you almost want to call it inventor paranoia but this stuff is all real, maybe they thought no one would ever believe it.  So Joao's patents start disappearing, he is supposed to send them to us overnight and then about 4 days late after multiple calls to find him, it arrives with missing patents and opened to our condominium.  This is remarkable, we call Wheeler and he tells me to wrap it in plastic and bring it in for fingerprinting he expresses great concern, Joao claims his secretary Nicole had mistakenly sent it USP not UPS, funny when we called about it she never said anything.  Call Ken Rubenstein, he opines, that it would be best if it was opened by an engineering school because he goes on to explain that patents are public documents and that we have marked our place in history upon invention and that now even if gets out we will be able to monetize all these avenues with our patents.  Seems very weird, so Chris says that we have no worries, all is OK, and not to be "paranoid anymore".  I joke with everyone that I will be anti-paranoid now that I understand this better and that we are OK, I can stop eating the patents and not to be "paranoid anymore".  I joke with everyone that I will be anti-paranoid now that I understand this better and that we are OK, but I ask Wheeler were 5865-2 in package is and it is gone from package and replaced with another number. 
13. Zakirul, Eliot and Jude (to come later) go to Proskauer to do conference to go over video information in a taped interview with Joao now he claims he needs to get the information from the other inventors after “Eliot’s astute catch at the USPTO (maybe I will get an honorary legal degree with my honorary math degree for the inventions, no skip the legal).  Shocked and allegations are arising that Joao is not filing when he says he is and that a long gap may have developed in the video filings.  Chris & Brian to calm board.  We tape this call and this tape is submitted to Gloria Burfield for very safekeeping at Proskauer, with others.  When we show up at Chris Wheeler's Jerry Lewid is there unexpectedly and he follows us into conference room and when we call Ray we ask him to leave, he laughs and asks why and I tell him that he does not need to be in the meeting.  He steps outside and Chris was not there either I think, but anyway we start talking to Ray and explaining and suddenly Jerry's coat begins to whisper, Jerry "we can't hear, we can't hear" and Zakirul and I look all around for the source of this weird noise and it is in Jerry's coat pocket. 
14. We run out of office into the hall very afraid and get Gloria, we decide until Wheeler deals with this we can't go back in.  So Wheeler or someone else perhaps, Rocky Thompson accosts us in the hall and asks us what's going on, after telling him he tells us to wait while he confers with Wheeler about what to do.

15. Rocky gets us a new conference room, not sure how safe, me and Zakirul freaking, tell Jude later and we are afraid of Lewin and his intents, Joao and his intents, but Wheeler is investigating it and assures us that any impropriety will be resolved to the fullest extent of the law.

16. Wayne Huizenga (of Blockbuster, Waste Management, Dolphins, Autonation fame and friend of Lewin and Wheeler) meetings are happening and Wayne Jr. is  blown away they have another internet company called Webcasts they claim has nothing even close.  To boot they have many clients and companies that could use it and they can get us into Blockbuster (who later tries a broadband movie down-load with Enron that Brian tells us he has ties into) and Wayne Jr. and I dream of the endless applications.  Also main tech guy for Huizenga cannot figure it out for the life of him and when asked how it was done he gave the a far off guess and when we told him everyone laughed and Wheeler recounted the R3d meeting to him to make him feel better.  Later Huizenga intro’s us to guys at webcast before we disclose to them under NDA's from Wheeler, they too have no idea.  Huizenga at a meeting in Wheeler’s offices gives us a check with no documents they love the technologies so much (later Utley will secure funds without documents, although he fails to get Board approval for such transaction). Now Wheeler again tries to introduce us first to a group of Huizenga guys who don't want to sign NDA's but end up signing them Barney and ?.  They turn out to not be from Huizenga’s companies as Chris has represented but from other mystery companies, Si very uncomfortable although Chris assured us they were under Huizenga’s NDA.  OOPS, it appears they are not and Chris again has to get NDA's, I still don’t disclose, I am very uncomfortable with these guys and so is Si. 
17. Wheeler basically says no Huizenga money without Brian at helm, the Board again rejects, Brian to stay president, everyone wants CEO except Chris who wants Brian as CEO and basically threatens me (although prior he had only recommended him for an engineering study for R3D and Hassan) that if Brian is not elected Huizenga will pull out and that my father is wild hare that must be retired from the Company and that I should replace him, they later demote him to Chairman Emeritus, these kind of things really hurt Si who is emotional and kind and furthermore the most trustworthy person I know, I true believer in integrity .  Then Wheeler tells the board against all other advice that we have to put the patents in IVIEWIT or else Huizenga will not invest.  Everyone else had said to leave them in the inventor's names and license out to company.  Chris claims he can maintain through his corporate "wizardry" and Arthur Anderson, Si, Epstein, Kane, Lewin are very concerned that patents could be at risk and Si repeatedly asks Chris for a letter outlining what would happen under his new structure if bk.  Everybody is very confused and saying we will have to open all kinds of entities and the patents could be exposed to liabilities.  Wheeler tells us he can handle it for nothing and since we are doing the stock deal with their firm and all, he will just need to open a separate company anyway for his stock and a few others, it would be completed without much cost.  I feel as if another Cadillac fell out of the sky on my head.  Wheeler discounts Joao's advice here as well and says Ken Rubenstein and Arthur Andersen guys agree that he is right and it can be accomplished and otherwise Huizenga says no go. 
a. 9-15-99 
Don Kane added to advisory board 
b. 5-9-99 

Phone meeting with Chris Brandon 
c. 5-21-99
Chris Brandon @ Huizenga scheduled 5-21-99 
d. 5-27-99 
Jerry Lewin to coordinate meeting in Ft . Lauderdale 
e. 6-1-99 

letters to Huizenga 
f. 6-21-99 
Huizenga meeting 

g. 6-21-99 
Utley meeting 
h. 7-1-99 

Huizenga meeting 
i.   
j. 7-31-99 
meeting set for 8-3-99 
k. 8-2-99 

intro to webcast 
l. 8-5-99 

Presentation meeting to webcast 
m. 8-20-99 
Scott Klososky at webcast "hopes to work something out together" 
n. 8-30-99 
Chris and Brian to Huizenga alone 
o. 9-19-99 
forward Chris Brandon Bond and Breast cancer links 
p. 9-23-99 
Stephen Filipek attorney for Huizenga on Patents 
q. 10-02-99 
Simon to Brian not to talk to Chris Brandon until issues resolved the deal outlined is not acceptable 
18. We are scheduled to have meetings with Joao and we are getting notified that Zakirul and Jude will be on patents as inventors with me.  Ray tells us everything is being cleaned up and filed correctly.  

19. Need to check on date but Joao is finally filing video patent.  We are all confused as to date being so much later than other one.  Wheeler consults with Ken and tells us that patents are based on date of invention so thank god we are safe again.  

20. Time fly's we are being introduced to all Wheeler friends, Hollywood via AHJTW and now Chris and Brian tell everyone that we should start a servicing operation and validate the technology with some accounts since patents are filed, this will validate technology and perhaps make us the McDonalds of encoding and imaging 3d worlds with Chris’ world class introductions and Brian’s IBM connections (never met one, “how very very strange”).  The Board has quashed this idea of a service company once at the beginning and why we set up the company as an LLC for licensing opportunities and small a R&D force.  Chris is telling everyone that his clients who are looking at the technologies alone and Huizenga's company's and R3D company's etc. we should open this and be profitable almost instantly, he assures us that Utley will be meeting with Jim Armstrong all of his premiere contacts and his University, blah–blah-blah-blah.  Most board members are unsure of how we will finance this with Huizenga's money and Chris says they will probably fund more.  We go to Huizenga but he wants the patent review and so he sends patent guy out to Joao and I think Rubenstein.  He comes back claiming patents fail to capture invention, again all hell breaks loose and Ken is consulted and then they tell everyone everything is ok and we have another meeting scheduled with Huizenga and Chris and Brian ask me not to attend.  I had been hanging out with Wayne Jr. and all their senior guys and now everyone does not want me to attend, he tells me between Brian, Jerry and himself, they have already scored the 1.5 Million and therefore no need that I attend, my inventing job done, they had already confirmed the deal with Cris Brandon.  This meeting between our group was at Wheeler's office and Si, Jerry, Utley and I were there.  I think Jerry might have gone to meeting not sure, but somehow Si goes and when they come back it is disastrous, they tell me Huizenga is not investing because of my father and that he has got to go, they call him an embarrassment and that he ruined the investment.  I believe they are full of shit but I must try and find out what happened, Si is hurt and defensive of the accusations they say he must be out of the way according to Huizenga.  Might this have been an attempt to cover up Cris Brandon's results of the patent pool review? 

a. 6-21-99 
Ubid - proskauer presentation 

b. 6-22-99 
Getty Museum conf. call 

c. 8-13-99 
MGM interested IVIEWIT encodes James Bond Trailer 

d. 8-19-99 
Showcase demos to MGM and Den after confid. 

e. 8-26-99 
Acronym established ZAPI files 8-29-99 Wheeler to trademark 

f. 8-26-99 
Meetings set with Disney, Chris Pula for 9-8-99 

g. 8-28-99 
Doc Mcgee confidentiality 

h. 9-10-99 
Epstein forwards deal with MGM for Bond 

i. 9-13-99 
MGM needs letter, Disney sending Toy Story 2, Calpac virtual city, Versifiy wants license 

j. 9-14-99 
Valerie Swift at Versify states great technology hopes to include iviewit in versify offering 

k. 9-15-99 
thank you letter to David Neuman at Disney 

l. 11-11-99 
Pixelon Launch Party 

m. 12-23-99 
letter from consultant Danny Sokolof re: Pixelon 

n. 12-24-99 
Epstein states meeting with Microsoft too soon 

o. 12-29-99 
Microsoft meeting officially held off 

p. 1-16-00 
intro to Picture 3D 

q. 1-19-00 
intro to Play Inc. by Jeff F. 

r. 1-24-00 
draft proposal for Nomad - Danny Sokolof 

21. Visual Data meetings happen and we find out that one of Lewin’s clients HotelView, the first one he introduces us to is using our video on a medical site and we go screaming to Wheeler who watches the video and is also convinced it is our technology that we had disclosed to these guy's in his offices under his NDA and he say's he will start investigation and call Lewin, this is delicate but everyone who see's it feels it is necessary even though he is Si's neighbor.  Lewin is asked his involvement he says he hardly knows them, it was someone he knew awhile back that he thought would be interested.  Someone then sends evidence of his involvement with these guys up to the level that his firm had prepared audits for them up until they went public.  Lewin is re-questioned and he has foggy memory but it clears up when we hand him document in Wheeler office stating he did their books and new them well.  Wheeler again is launching investigation and going to have a letter drafted for Jerry and his employees, everybody is really concerned Wheeler again is launching investigation and going to have a letter drafted for Jerry and his employees, everybody is really concerned, Wheeler again clears the air to the board and Jerry assures the Board that no information will flow to Visual Data from them anymore and any use of our video was strictly on a testing new site basis.  May be that Proskauer also had involvement with these guys and Chris may have failed to mention this to board and to get his employees to do same if true.  Not sure but we should check his involvement with these guys.  
a. 6-3-99 

Lewin becomes Board Member 

b. 6-19-99 
Intro to Boca Research 

c. 6-21-99 
intro to Visual Data 

22. Not sure but I would look closely at other Lewin/Wheeler dealers like Hollywood.com where Jerry calls from his home to have us do a demo for Mitch Rubenstein and his wife who own hollywood.com.  Jerry tells us it's ok he has nda, no sweat he will give it to Chris, later Chris confirms he has it, then when we feel they are infringing he can't find it, etc....  Sportsline.com, FAU medical, Florida Atlantic through Lewin again, all same story, tell them through Lewin/Wheeler NDA's etc. and next they are all using it without authorization as well.  Wheeler keeps telling us that we will collect soon, etc. and he will investigate and talk to his friends.  Utley lets his gliding club demo the technologies etc.  Utley also tells us he is gliding buddy with Jim Clark and like best friends with head of Akamai that he is getting us into and head of AT&T he is working on all these in private but is close on all.  

23. Crossbow 

a. 8-8-99 

Business Plan to Hank Powell 

b. 8-13-99 
Hank Powell , David Salim and Phillips Point meeting 

c. 9-29-99 
Boca office opens all meetings prior conducted at Proskauer 

d. 9-29-99 
iviewit board meeting game plan 

e. 12-30-99 
Utley and Epstein to convert iviewit to corporation 

f. 1-4-00 

private offering consultants love technology one thinks the co. is worth over 500M going to board to discuss possibilities 

24. A Year has passed almost, and provisional filings expire and Ray Joao is suddenly in the limelight again, as Brian starts claiming he has somehow missed the invention in his filings.  He says may be minor but he will replace Joao with Bill Dick the guy who handled the entire Asian patent pool for IBM, he will be able to get us big blue, etc.  He is at Foley, we are sick of Joao but with filing date coming soon, we fly him again out to Boca , I think third time we need to confer with his records.  He comes out but he gets wind of Foley and he is very weird about the patent and he keeps going into lab and we have people in lab and working on patents outside of conference room and at Wheelers.  We get suspicious and Zakirul and I get a copy for a final review and go downstairs, we note many changes and go to Ray with them, he again disappears and tells us all changes have been made, we ask for a copy of everything he has worked on he gets kin of defensive but says he has to go to Wheelers to print doc.  Comes back and me and Zakirul go outside to review, all changes have been made, we seal the document in the fed'x and go upstairs.  Ray in a snide comment tells me that "documents can be switched” (he had just found out from Brian that he was being canned) and I am like what, did you just say that, he says he was only kidding but with all that has gone on, I decide not to let him fly back to NY to file but that we must hijack the patents and get them to the US Post office ourselves. Erika, Jen and I hijack patents from Ray, cut check from the register and go running for the post office.  Erika keeps receipts and notes check in book, (get bill to get the actual check and register entries.  By the by, it is interesting that we all start questioning why Brian who had been handling the patents with Ray and Ken was unaware of these flaws earlier.  Brain said he was very concerned that Ray might be up to something but says Foley will start investigation, tells everyone, board, not to panic that we must wait for Bill’s Dick evaluation.  Well the evaluation is that Joao's work is bad, might have missed the zoom and pan and scaling of video, they are not sure, Ray is sending them incomplete files, possibly missing documents, etc. 

25. Well now we have great cause for concern, Buchsbaum is freaking out says Crossbow must know, Brian is trying to tell him to hold off until the investigation is over.  They come back to tell us that we should and might and may be able to fix all Ray's work, and should not miss any priority dates, they are concerned that it might be to far but they feel comfortable that we do not need to launch full scale congressional investigation that they think they can resurrect everything and make sure all the dates cover us back to priority.  They are not happy with the filing date of the video being incorrect and are not sure that Rubenstein's earlier advice about it claiming back to invention date is correct.  Part of their due-diligence will be to check it out.  

26. Foley comes out and meets with Zakirul, Jude Brian and I and several others and we go through whole thing with them and they claim when they finally understand what it is we do that we have invented new math, (similar statement to Bibona of R3D and Huizenga’s guy Robert J. Henninger who tells my father I may get an honorary math degree some day and this statement might have been one of my father’s proudest moments).  Further that this math applies to every form of video and imaging etc.  They are hiring Chris Taylor to study if 320 is better than 640 and 160, call it the "sweet spot".  We go through whole process, show them process in lab etc. 

27. Brian hands me a bunch of patents to sign and says we only have a few hours to file them.  I tell him I can't sign blank forms for things I have not read.  He gets very angry and says we don't even have time to photocopy and have me read.  We call Foley they say it is due tomorrow, and Jim Armstrong, Jennifer Kluge and I, start copying late in the afternoon.  Brian is furious, he has a murderous look to his face and tells me just to sign the blank signature forms and give our review later.  Jim Armstrong and I get the patents and head over to a restaurant were we work until closing and then after at my house, correcting all the mistakes we find.  It appears that these patents are missing almost everything we told Foely about and have all this new math and it's all wrong.  We are perplexed and tell Si, who tells us to call a taped meeting with everyone including Wheeler.  We do so.  The meeting and all that was said is on most the tapes I sent over.  We find them blaming Ray again, he has told Foley that he had destroyed all notes, etc. on his files.  We find that the math and wording are all wrong and they have missed all the pertinent verbiage we have discussed.  Wheeler tries to defend Joao's work and says that the word zoom did not have to be in, the word enhanced was enough, etc.  We start asking why engineers are making math mistakes, why inventors are not being called on long before 1 day and why they are still missing things like we don't need to be on a network, etc.  We also hear that their are other things that Brian has in his possession that are not in the company’s possession and we ask Brian what and he and the Foely guy’s mumble about spreadsheets but it is very suspicious, Buchsbaum and I have sidebar and can not believe what we are hearing.  It sounded like they were referring to Brian's other patents but we thought we were nuts.  So we correct with them for several hours their math and I think we do it over 2 days and then they go to file at midnight they assure everyone corrections have been made.  We ask for copies of filings and we get back wrong math again this time filed with swapped signatures and now on file with patent office.  Doug says he called for verbal approval, must have been sleep waking, for those of you who know me it must have been the one moment I slept that year.  We call everyone together again on this bizarre turn of events could they have knowingly filed wrong math, what would be the intent???  And they try to explain but it is very weak, they assure us minimal risk, small window, only if someone is writing around us could these minor math errors and the likes affect us, they claim some square roots got eaten by hungry computers and that I should have caught it earlier, hard when you never have seen them until now.  Somehow be a problem only if some of the correct math is in Utley’s name at his house, that they had prepared for him.  We want full explanation from Foley in writing about the potential liability the company could suffer after what we find out, in all these taped conversations, that the next day they filed the wrong application with my signature.  Where did they get my signature if Doug in his letter says he got verbal confirmation from Brian and I to file?  Sig switchers, I just hate it when that happens.  I would never had signed until Jim and I reviewed, he waited by his phone all night too.   Again, Wheeler pops in saying it will all be fine and he will begin to have conference and investigation into matter, Brian appears shocked and confused at Foley's incompetence but he also starts sweating profusely.  He tells us Bill’s Dick will get this resolved, we will be at no risk, he is not to blame, (although he is too blame for all this nonsense), and they say they have told Brian that his math is wrong.    I think there may have been an earlier call with Foley in which they covered up their math mistakes and assured us all that we were going to get everything in order, mistakes would be corrected and all would be fine, doubts dates could have major impact.  Assures Si their liability coverage is paid.  Si and Chris want letter of what is going on. Boehm they tell us is fired for his incompetence and that he is going back to college to finish up his mathematics!  As if this rectifies the situation 

28. Where is 120,121,122,122,123 at this time????  What happens to 101 or how to drop the first number of a spreadsheet to add or subtract at the end or in the middle, a trick learned by the great frauder Raymond Joka.

29. At about this time Utley lies in a meeting with no less than Universal/Vivendi and the most knowledgeable Jerry Pierce presses on Brian for where he got his engineering degree, very embarrassing when we find no engineer but instead find Utley the janitor of IBM Germany basically.  Epstein leaves meeting saying he will not take IVIEWIT to any more meetings with Brian in the picture, most embarrassing meeting of his life, after meeting he pulls Buchsbaum & I aside from Brian, Buchsbaum is amazed.  We decide we need to start to take serious actions to get rid of this fake.

30. Maurice notifies Crossbow – again why no actions against those stealing from us?  This poses serious questions about intent.   

31. All studios are notified after Universal, in fact before leave the Universal lot David Colter is calling saying what happened Greg just got off a call from Pierce and says Utley is liar and fool and does not understand our product or basic math.  We are all concerned that our engineer Brian is a fraud as Chris had sold us on his capabilities, as something he is not and never was.  David Colter told us Greg Thagard explained our technology to Pierce and all was cool but that we should stay out of studios until we clear Utley  matter up and get rid of Utley, in fact he calls Utley from London telling him to not contact ANY WB employees.  When Greg explained to Jerry, Jerry told him that it was unbelievable that Greg needs to explain our processes for our company and that Utley can't add and doesn't understand basic math.  

32. We are to meet referral from Thagard (DES – Digital Entertainment Studios) were Thagard is on the board of a very large and prestigious encoding house in LA and Hassan Miah (from way back in story) is also on the board.  We go and Utley instead of trying to make outsourcing deal of our encoding business with a license royalty back from DES, which was the intent of meeting, Utley instead tells this top of the line encoding company that we will service their Florida business if they give us some California business, another deal kill and embarrassment to the Company. (and we should run through the deals he killed and how, when we get a long minute but the list is all Goldman Sachs client referrals and AHJTW (Armstrong Hirsh Jackoway and Tyerman for those of you not in the know) clients aka the finest entertainment lawyers on the planet earth. And this may come to pass that their antics have ruined one of my best friends and the strongest client I ever had.  Again Utley tries to turn my friends against me, time will tell, as I believe once the truth is told AHJTW will handle the book follies etc, the modern day Quixote. 

33. Utley and I go to lunch, I tell him news that Wachovia, Board and studios all will not vote him CEO.  He gets enraged at me and tells me if he cannot be CEO and Aidan Foley is, he claims he will tear the company down brick by brick with Mike and Chris, and bankrupt us if he has his way.  He tells me I better watch my step when I return and I don't know who I am messing with, tells me he can kill the company like he built it and me.  I try to tell him that it is the whole board's decision and I am not a sole decision maker, I tell him we can make him emeritus president and hang plaque, he went nuts.  
34. I freak, he didn’t just say he sprayed it.  I notify just about everybody from here to there that I am threatened and that this guy means business.  David Colter and I talk at great length he fears for me too and he offers me to stay at his house for a while while things settle down and maybe not go back to FL for a few days.  I decide that I am safer in a hotel and never leave, I call my wife; tell her I am not coming home, very scarred for my life, her life and the kids lives.  Tell her she may have to pack up whole house by herself (try that one on your wife one-day and if she doesn’t kill you you have found true and unconditional love, no more Depach) and come to CA and join me in hotel with kids.  She cancels Jake’s 2nd B-day party and splits with kids and we live in hotel 3 months, thanks to friends with good rates.  Causes great anger and hurt for parents, remember if I have not told you that I had moved back to FL from California to be with them because of their health conditions.  Aidan Foley's girlfriend works at hotel, how quaint.  Our friend also works at St. Regis chain and helps us because she fears for her best friends life, a most brave Mollie DeKold. 

35. It is almost surreal at this moment in time. 

36. Oh by the by, Wheelers emails have been getting returned and corrupted and he always is proclaiming himself a geek.  Old ones are getting corrupt, we get worried and we ask him to print them all out when he assures us of his accurate record keeping, etc,.  Sends us pages and pages of crap. Anyway, money is supposed to be coming into the LA office to help us get equipment as WB wants us to take over their encoding operation, we have moved into the Warner Brothers building, they are bringing in tapes, we are inventing ideas together, things are great on my end.  Brian and Ray on the other hand are telling the world a whole different story and they say they have not received money yet from Crossbow who came out and agreed to fund the LA office after meeting the entire WB group and staff and committing the Company to accept the business and take over their operations.  I call Hank and ask were money is for equip is he is making us look like morons and we have tacky 3rd generation furniture and crates that Mike Reale said would do fine.  Hank says Brian said he sent 100k to me already and that further I was spending money like a maniac according to Brian and that he had paid me another 50k or so in expenses to stay at this 5 star hotel that I was living it up in.  The Presidential Floor mind you, and dear reader, it is oh so the joy of life to have friends who help a friend in need when one is scarred for ones family, anyway Utley tells Hank it is where Reagan stay’s for 5k a night, little does he know that it's a whopping $69 a night.  Oh the pain of getting caught in your lies, remember back to your childhood when this was the greatest sin, not lying, but getting caught.  Brian and Ray and Hank and Maurice all want copies of bill as if I had lied to them.  Brian had a quote for $225 for me at Beverly Hilton but everyone decided this was cheaper and better for my family until we found living space here.  I abandon my home in FL, Si gets stuck with much expense and hates me for taking the g-kids away from them, yet they too are afraid and cannot believe this is really happening.  The company gets hosed having to relocate at enormous expense, all my stuff gets delayed in delivery as Raymond Hersh for several months fail to pay the bill for an entire shipment of valuables and office files.  They keep telling me out of money in Boca, little did I know they were actually flying teams of people around the country staying in fine hotels for a new venture to turn the Company into a distance learning company with some guy in NJ, they have Proskauer start filing new companies and drafting mergers with NO board approval or even mention.  I tell Hank that they have sent me no money and in fact Maurice confirms such to them and that my reimbursements aren't paid and this loan of 80K they stole earlier from me (another story another month, my f’n hand is falling off).  Hank was basically calling me a liar and a thief.  I told him to get his ass on a plane and make the trip to LA and find my hidden Rolls.  Hank and Buchsbaum tell me Brian is telling people that studios are dead and we are bullshitting Crossbow (because the shit is hitting the fan over what happened at Universal & WB with Brian’s lies (and mind you dear reader that LA is a really small town, Utley’s name spread like AIDS and this hurt the Company in many facets).  Utley holds private meeting, again no board approval with Crossbow, no invitations accept to his thieving goons, and tells Crossbow distance learning is way to go and that they want to change the company and have begun to do so.  From these private meetings with Crossbow regarding the new plan, Hank is even confused as to what is going on and Hank fly's out to touch and feel everything and check for my hidden Rolls Royce.   . 

37. Hank now comes and meets with studios and finds out our technology will be backbone to MovieFly (5 studio project), on DVD's, in camera's, etc.  Hank and Ravi promise to get things turned around, I tell them that when we restructured their holdings they had promised to help find and back the management team and would bring new capital if I could get WB and Sony to start working with us. I came through on my end and brought in MGM, Universal and Fox all under NDA to boot.  Hank brings sidekick to CA a very polite Ravi Ugale and they meet with Doug Chey and David Colter and they are ecstatic that not only are we in MovieFly but many other applications for Sony and WB, such as camera’s, Tivo’s, etc.  Hank too is embarrassed by I View It’s offices that Mike and Brian had claimed were lavish, we quip that it is 100k worth of third hand junk and he promises to take care of everything, We decide it best to meet clients outside the office.  Maurice has been hammering away that we are missing massive opportunity to start encoding and that WB is dropping off tapes.  We have no equip to encode.  We go to dinner at magic castle with Epstein, Maurice?, Hank, Jack Scanlan, Colter and we determine that Brian is mad as cow and needs to go to pasture.  I get sick and these guys have long conversations about how to get Utley out.  

38. Hank assures David, Doug, Epstein et.al. that even in the face of what’s going down that the company is strong and they are backing all the way, all will be cool and rest assured they will stand and fund the company as David and Doug gets ready to take us to AOLTW Venture fund, Heidi Kraull, Raduchel, Leonsis, etc. We are on our way to Virginia and have passed all validation markers and are now encoding for WB, meeting with some of their partners like TeraNex (who are more NDA infringers intro’d by Wheeler friend), we need new management and to get rid of operations completely and get prepared for license opportunity and business model.  Talks of J-V with CVC aspire, etc.  Hank and Ravi like Aidan and Hank has several private meetings with him, and he says to sign him up. 

39. Meanwhile Brian is on a rampant plan to bk the company padding bills with his friends and billing our attorney's without authorization, certainly over his 5k board limit, he files for new corporations, etc. Allegations abound and evidence spews of impropriety in almost every transaction Mr. Utley and Why?  If you are Brian you must try and hide the cat from getting fully out of the bag, do everything to destroy company and evidence with your friends, and kill the shareholders, and then top it off with trying to steal core elements of the patents to your home, unassigned (why doesn’t Crossbow NOT take aim at him all this time for any of this nonsense?? Or ???????????  As you can imagine and you do not even need really a leap of faith to get there at this point, its getting out of control, Utley must force the company into bk and steal  the assets through secured loans with his friends and Wheeler would stand to gain on the BK with his over and over and over and over again inflated billings.  Get’s WB to dump us in scandal they don’t want to deal with bk company, Utley starts firing office correspondences in a smear campaign to clients and others without consent or discussion with the board, when asked he stated wheeler advised him to do this but we ask why not send to everyone why wb and select few and none of his friends etc. 

40. Hank starts requesting that David Colter let him talk with Heidi Kraull privately without him to feel out the deal for us, he knows her from other Crossbow deals with AOLTW.  David is against this, says it will move things too quickly, I View It not ready until management etc.  Hank presses David who calls me very concerned, Hank now is blowing her off and making a complete fool out him and our company, David feels that we should wait to complete the steps outlined by John Calkins (the best hair and angelic smile) review.  Change management, change business model to no service, all license and R&D and get technical white papers completed are his demands, WB starts reviewing our candidates with Crossbow.  David fears that Hank will cause trouble by messing up his plan of movement for the company within WB and AOLTW.  Hank will not take no and keeps pushing for this meeting with Heidi and him to take place but always finds a way to fail her on promised things and finally embarrass us as we invite the top brass of AOLTW to a Nascar race guests of I View It’s advisor George DeBidart who owns a few teams.  We leave because of Crossbow all these people standing in the cold with no tickets or anything promised, this went over very well.  Finally, David gives Hank the OK to call Heidi and get her the information. I do not, nor does David, I think, know if this occurs. 

41. David and Greg Thagard are invited by Crossbow (Hank asks me not to come) to West Palm Beach to meet Zeostink and come back telling me that with some FAU professors (raise flag here) and the leading mathematicians of the world they have discovered a technology that will render IVIEWIT useless.  Strange why Hank would do this to I View It.  Prior to the meeting I did not know Zeosync and it is strange Hank would bring it to our leading client that would be destroyed by this tech, not that if they had what they claimed they should not be entitled to their royalties.  David tells me trip was 70% Zeosync and 30% I View It.  Zeosync after I start to investigate with friends, smells like a way to describe scaling using math formulas, no, breaking math laws or ripping them off or frauding them, and I get Jeff and others to investigate.  We investigate math guys who are listed on their site including Nobel guys, and suddenly no one is saying that they know these guys.  Zeo launches press report a few months later and is hailed as a scam, no mathematicians they said were on their board are, and further they remove all names off their site that were touting their breakthrough.  Look to Chris and Brian and FAU is very suspicious here.  Suspicious in that how is FAU and Florida State (not sure what name of 2nd school is) are they now doing whole distance learning stuff on their site using scaled video when they met with I View It they had no comparable product and dreamed of it's importance to their DL objectives, medical, blah-you know.  FAU according to Chris and Brian was always going to be the first client with all this encoding for the school.  I would look in depth at FAU and their growing multimedia department and their use and any patents from any professors in these areas.  Zeostink is a pointer to the past. 

42. About this time Aidan is negotiating his employment contract with Crossbow directly and I call Steve Warner to assure him that Aidan is worth the staggering amounts he is requesting, Aidan had asked me to put in the call from the office.  Steve tells me he already spoke with Aidan and they are near agreement, they will shore things up in FL that everything looks great and we will be in Virginia soon to negotiate with AOLTW with both Aidan and Larry handling for them.   Aidan tells me to take a fully company paid vacation and relax.

43. Aidan works with Thagard and Sony to assess license revenue on the inventions and Thagard later brags on a jet with Epstein and Colter that Aidan should do very well with Crossbow, with the revenue numbers from their studio alone.  

44. Crossbow appears good guys, working with Aidan and Larry weekly on strategy and negotiating salaries and such with them, Aidan, Larry and Crossbow working on the next set of patents, appears things are going to be resolved with new Counsel Blakely.  We are back on track, or so it appears, on our way to Virginia to meet AOL troops.  Aidan at helm, Larry at side (or inside), Crossbow assures Colter that they are continuing funding, assures everyone.  Then Aidan comes to our office for one of the few visits in many moons, before the trip to Crossbow to present his and Larry plan to me.  Plan is pre-pack pre-backed fudge packed bk????  They show me and tell me Colter is in on it, when I call Colter and ask him he says they told him we were re-organizing and putting in new management and a new license business model according to Thagards numbers etc..  Never mentioned bk.  I write poem to him Insipid Little Cockroaches (see attached poem) to him before we have chance to iron out the truth, and it appears he is betraying our friendship etc.  The poem is later re-directed to appropriate scumbags; Larry, Aidan, Wheeler, Utley.  Should send copy to Crossbow now that they are part of stealing scheme.  

45. Larry calls to tell me I am an idiot, that Crossbow intends to have their own bk, wash away shareholders and debt and re-organize with him and Aidan most likely, they have worked this out with our bk counsel in FL.  Has cocky attitude as if this was planned with Crossbow, he informs me that it will probably be something like 65% Crossbow, 25% new management and 10% for creditors like Brian and Wheeler and the remainder to us, if any.  I must say I was blown away by this call, which prompts reply to Crossbow. (See Exhibit)

46. Get worried, Aidan and Larry have been interfacing against us, wonder what they have done to patent pool.  Send a letter reminding them that in no way should they make ip decisions without board approval, they go ahead with Crossbow and make major decisions on pool all without any board actions, all against the direction of management.  Wonder why Hank is interfacing on patent decisions that should be made by Company and board.  Hank is in a rush, I am not, I call Blakely and tell them no patent decisions or funding without Hank paying his past bill with them which they are harping on me about and they should return any checks that are not sent by the Company other than his payments.  I tell Hank until he clears up 2 months of financing, no foreign patents can the Company afford, he pays Blakely without our knowledge.  Tell him I want to see him suffer 21 years over lost world revenue and since he is trying to kill us it will be just reward, “since I don’t care too much for money” and you know the rest of that tune, “money can’t buy me love”.  We call Tom Coester, Hank and I, and he agrees to pay entire past bill of @12k, plus he is checking on getting the 2 months + of past funding and then pay for certain countries to be decided on by the Company, he goes against what the company thinks is right here and makes his own decision on countries and patents to pursue.  I freak on everybody when I hear that we are losing initial priority date and that Brian's camera patent exposes us to risk somehow and that losing initial date may hurt us although Tom thinks it through and thinks it poses no risk.  While we are supposed to be checking with board etc. Hank sends check direct to our lawyers and makes final decision himself, no loan agreements are signed or anything.  Appears to me that Crossbow has own objectives, maybe we should check Swiss counterparts for patent pools in this arena.  We have always been concerned about this.  Also considered about instances with Hank’s son (see attached)

47. We are stiffed for the 2 months that Crossbow was late and had promised to everyone, in fact as Aidan was leaving to Florida, 1st class tickets, he assured us that the money was being transferred into his new account.  Bill begins to tell everyone checks are being cut. 

48. Now obviously if you are attempting to hurt the company, this is perfect.  We are forced out of the WB building, we cannot continue to earn revenue, we are being shut off on all fronts, impossible to raise capital with Brian and Chris legal issues, WB very concerned over bk (or so it appears).  Hank it appears is making decisions with Aidan and Larry to change course of patent pool. 

49. Brian, Mike, Hersh, Reale and Wheeler are in charge of transferring the Company documents to I View It in CA per Board taped calls and what they send is; Incomplete patent files (Utley’s stuff missing), Incomplete Corporate Documents, Erased databases, hosed computers, no records of loans etc, no minutes for most Board meetings, etc.  To imagine this was before Enron, it set precedence.  Remember blinded reader as surely your eyes must be filled with tears, these are your trusted advisors, your lawyers, your accountants, all working to steal from you.  Violating all ethical consideration, violating their oath, I guess as I look it the only way to prevent this in the future, from others not so strong as myself, is off with their f’n heads.  Same concept would have worked well for Anderson and Enron had anybody the decency to pull out the guillotine and start whacking, we would have had some heads roll but the firms and the establishments of honor and trust would have been restored.  All in favor of the guillotine, send me an email. 

50. They must silence this we must counter The National Intellectual Property Law Enforcement Coordination
 

 

 

 

Exhibit 1 – Case of inventor fraud perpetrated with I View It Counsel and Brian Utley 
Utley’s name as an individual not President of Iviewit, the patents sent to his home address, having no assignments filed for I View It.  Or how to commit fraud on the USPTO, your investors, the Company.  This hurts to much to write a synopsis on and that’s pretty bad for a poet.
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Excerpt from Blakely Sokoloff Investigation after finding Utley patents, these were not forwarded with the Corporate Documents.
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Document to change Utley patents back to I View It
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Now as Foley resigns from counsel months later and files to remove themselves from the patents they still never mention Brian’s patents.  Very confusing which ones they chose.
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April 18, 2001

Mr. Brian G. Utley

President & COO

Iviewit.com, Inc.

One Boca Place

2255 Glades Road. Suite 337 West
Boca Raton, Florida 33431

Re:  Notification of Renouncement of Power of Attorney
For All Pending International PCT Applications
Dear Mr. Utley:

Enclosed for your records is a copy of the Notifications of Renouncement of
Power of Attorney, which were filed with the Untied States Patent Office on April 12, 2001 in
connection with the following international PCT applications:

International Application No. PCT/US00/07772
Apparatus and Method for Producing Enhanced Digital Images
Our Ref.: 57103/110:

International Application No. PCT/US00/15408
System and Method for Streaming an Enhanced Digital Video File
Our Ref.: 57103/111:

International Application No. PCT/US00/154035
System and Method for Providing an Enhanced Digital Video File
Our Ref.: 57103/112;

International Application No. PCT/US00/15406
System and Method for Plaving a Digital Video File

Our Ref.: 57103/113; 7 3
.

{nternational Application No. PCT/US00/15602
System and Method for Video Playbuack over a Network
Our Ret.: 57103°118: and
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Mr. Brian G. Utley
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International Application No. PCT/US00/21211
System and Method for Providing and Enbhanced Digital Image File

Our Ref.: 57103/120.

As stated in previous correspondence, we have taken steps to withdraw as your
counsel in these matters because of your large and long-standing unpaid bill

Sincerely. /

Enclosure(s) {






Exhibit 2 – How to claim others ideas as your own

Attached are inventions done by the I View It group far prior to Brian even arriving on the scene. These show more intent of him trying to claim inventorship to our products and perhaps walk away with it.  Were these ever filed as provisional?  If so, who filed?  Also, looks a bit like remote control video application that Foley may have abandoned?  Also, looks a bit like what Joao is trying to get in auto patent and healthcare with remote control video and associated interlaced data and controls.  These ideas were implemented in demo fashion far before Brian was employed, the fact that he claims inventorship are absurd.
[image: image8.png]Invention of Controllable Image Presentation with
Audio and/or text Accompaniment

Object: To control a presentation image by a program within the computer or
remotely over a network such that when the program is initiated it will
control the presentation image by selecting panaromic and/or zoom
parameters in order to focus the attention of the viewer on particular

elements of the image. The program may also control an audio track or
text box to explain to the viewer details of the image.

The program may be initiated by the viewer or automatically upon
selection of the image.
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[image: image9.png]Invention of Image Overlay Over the Web
To Facilitate Expanded Presentation Facilities

Object: To create an image overlay for the purpose of further defining the image,
superimposing graphics and superimposing text. The overlay is controlled
by software on the computer hosting the display device or over a network.
The software may be initiated by the operator/viewer or automatically
upon selection of the first level image.

This invention also contemplates multiple layers of overlay for complex
Ppresentation purposes.

Witness { Inventdr ; [
Date: 2/ 8/ Date: 3 Y





Exhibit 3 – Timeline of Incidents and allegations, hints and innuendo’s
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Exhibit 4 – Utley Resume as submitted by Christopher Wheeler to I View It and Board

Wherein he is touted as an Engineer, they also change my resume to who I am not and I get very upset and in fact joke in many meetings that I hand it out that it must be my alter ego.  See how Brian goes from no degree to a degree he later claims in biography submitted under oath to Wachovia Bank for the Investment thing they were doing.
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Personal Resume

Professional Histors:

Freiden, Disrond Tuf Eqipune o ul, 1995 3l 1999
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Here, Utley suddenly becomes graduate of San Francisco college in resume submitted for Wachovia bank OM

Brian G. Utley, President (67) - For over 30 years, Mr. Utley was responsible for the development and world-wide management of many of IBM’s most successful products such as the AS400 and the PC.  Entering IBM’s executive ranks in the early 1980s, Mr. Utley’s impact was felt in all areas of IBM’s advanced technology product development, including Biomedical Systems, European Operations, and most importantly, IBM’s launch of the Personal Computer.  Following the introduction of the PC in the United States, Mr. Utley moved to Europe where he was responsible for a number of IBM's overseas activities including managing the launch of the PC across Europe and the Middle East.  His career with IBM culminated with his responsibility as Vice President and General Manager of IBM Boca Raton with a work force of over 6,000 professionals.  He is a graduate of San Francisco City College.  WHAT IS DEGREE??
Here Utley has no school in earlier than Wachovia BP bio

Brian Utley, President and Chief Operating Officer - Mr. Utley has been involved in the computer industry since 1955, 37 years of which were with IBM. He has been in senior management and executive positions since 1965 culminating in his responsibility as Vice President and General Manager of IBM Boca Raton with a population of over 6,000 professionals.  During his career he has been responsible for advanced technology product development on many fronts. In addition he was responsible for a number of IBM's overseas activities including product development, product management and market development. The most notable of which was the introduction of the IBM PC to Europe. Mr. Utley is well known for his technical expertise as well as for his focus on quality, team building, organizational skills and commitment to results.

[image: image13.wmf]
oh by the by; he is caught lying in meeting with Universal studio when he bumbles on basic math to a top engineering dude at Vivendi Universal who asks where he got degree and Brian admits no degree.  Alan Epstein abhorred after the meeting says his firm AHJTW cannot introduce iviewit to any more clients for our product until this liar and frauder is thrown out.  SVP of Advance Technologies - Jerry Pierce calls Greg Thagard at WB and asks if he is nuts and knows if this guy Brian is a fraud.  David Colter immediately calls me and I tell him it was perhaps the most embarrassing moment of any meeting I had ever been in and WB also makes the position known to Brian himself that he cannot be CEO.  This is when Brian threatens Eliot with BK and his life and things unravel here on Brian, we find that is writing patents into his name, may be stealing money from the company and IP and proprietary equipment.

Exhibit 5 – Stealing Intellectual Property Equipment

Correspondences regarding theft and embezzlement of I View It IP to Distance Learning Company owned by I View It board member and investor Bruce Prolow and Tiedemann/Prolow Investment Company. This will become more apparent when combined with the following police report

This will become more apparent when combined with the following police report

-----Original Message-----
From: Eliot I. Bernstein [mailto:res0bf4a@verizon.net]
Sent: Wednesday, June 13, 2001 9:21 PM
To: Ross Miller (E-mail); Ross Miller (E-mail 2); William R. Kasser (E-mail); William R. Kasser (E-mail 2); Simon L. Bernstein (E-mail)
Subject: Missing Boca Equipment
Please read this email from Matt Mink it clearly indicates that Mike and Brian have iviewit equipment.
-----Original Message-----
From: Minkvideo@aol.com [mailto:Minkvideo@aol.com]
Sent: Wednesday, June 13, 2001 4:50 AM
To: tyrexden@yahoo.com
Subject: Re: 
Tony, 

Everything is good.  I finally have my computer back and I am editing again.   
I am trying a little marketing right now.  I have an ad going into a local 
vendors magazine and I have been meeting and contacting other video companies 
in my field to let them know that I am available to shoot and edit.  I met 
with Zakirul one day at his school and everything seems to be going well with him 
too.  Mike Reale has contacted me twice too.  I guess he has the bomber and 
the computer I worked on and there is an administration password he can't get 
by.  I couldn't help him there.  I guess Tammy won't help him out. 

When my computer went down I lost Dreamweaver, Fireworks and my encoders.  I 
didn't have any backups for them.  I know better this time.   I am backing up 
everything. 

Take care and I'll talk to you soon. 

Matt 

-----Original Message-----

From: Minkvideo@aol.com [mailto:Minkvideo@aol.com]

Sent: Wednesday, May 01, 2002 5:15 PM

To: t.rex3@verizon.net

Subject: Re: from Tony!

speaking of New Jersey....Mike Reale called me after i was let go....could

have been a few weeks to a month about passcodes to computers and if I

wanted

to go to New Jersey to help set up their new operation with the distance

learning because I knew the iviewit processes.  If you mean stuff like that

let me know

Matthew

5 Continued - More Brave Employee’s Testimony 
March 28, 2002.

This is my recollection of the events last year which took place after the Iviewit staff was informed that the company would soon be closing, and we were all losing our jobs:

Shortly after a conference room meeting with people who Scott Murphy brought in, a video tape is brought into the lab. It is made clear that the tape belongs to Scott Murphy's associates, and I am instructed to give the utmost care and attention to encoding this tape, which is of pornographic nature.  The number $7 million is repeatedly mentioned as possible revenue should Iviewit get this pornography account.  The tape is initially previewed in the lab when Mike Reale plays it in a VCR. I am present, along with Tammy Raymond, Network Administrator, and Courtney Jurcak, a teenage female technician.  I believe Matthew Mink was also there.  The tape is played using zero discretion. I am instructed to do my best in encoding this material, because as it was put to me, the deal could possibly serve in saving the company and everyone's job.   To make clear, this episode all happened after a conference room meeting, in which Brian Utley announced to all Iviewit employees that the company was closing, effective immediately.  After this announcement, and before the porno tape came in, my self-given job responsibilities included make closure to the Iviewit Boca Raton lab by packing away equipment for West Coast shipment, and informing our current clients that we would be doing no more work for them. I ran a very generalized encoding session over the porno tape. I remember meeting one of the main slimeball porno guys during this general time. He pointed at my computer screen and told me he needed the videos to look better than they did so he could offer something on his porno sites that no one else had.   I didn't bother to use any special proprietary processes on the video because I was not personally motivated to do a good job on the tape. Approximately, the next day, I am summoned to the conference room where sits Brian Utley and Raymond Hersh. There is a large TV web monitor at the end of the conference table connected to the Internet, and I am instructed to use it to play the porno video which I encoded, and was now streaming live from our streaming server.  I play the video, they watch. Comment on various visualities from the encode. They ask me questions. I am slightly embarrassed and want no part of it, and made a decision to myself that had they asked me to do further work for this client, I would decline.  I was very shocked at the casual demeanor of these two men during this conference room porno review.  Up to that point, and since the day I began at the company, I was informed that Iviewit would never have anything to do with adult content. The technology simply would not be used for those avenues, and I was made aware that stockholders and board members specifically stipulated these points.   During this general time, (but a bit later, because I remember some of the other technicians had already worked their last day), Mike Reale brings in a gray suitcase into the lab.  The suitcase is constructed of a very durable nature and locking mechanisms. He opens it in front of me, and it's the most money I've ever seen in my life.  Tammy Raymond was there, and later claimed that she thought it was fake because there was so much of it, but I was inches from it, and it looked like perfectly real stacks and stacks of one hundred dollar bills, and neatly arranged like in the movies. I asked Reale where this came from.  I don't remember whom he said, but it was a name familiar to me as someone who didn't work in our office but had direct investment relations with Iviewit. 

I swear the above to be true and complete, to the best of my recollection.

Anthony Frenden

841 Manhattan Avenue #9

Hermosa Beach CA 90254

-----Original Message-----
From: Tony Frenden [mailto:tyrex.den@verizon.net]
Sent: Thursday, July 19, 2001 1:39 AM
To: 'Bill Kasser'
Subject: RE: Encoding Machines
Bill, 
Both machines were accessed, and used during the time they weren't in our hands.  On the Bomber, i didn't find any streaming media files, but it was indicated that the encoding software (to create streaming files) had been used frequently.   On the Nitro, i have not yet searched for streaming files, but i did find many images that pertain to the InternetTrane product.  These images were to appear as pages within InternetTrane's software.  These files were created by someone using the Nitro in early June. 
 

It was shown that both machines were part of a network environment together, while in our absence.  The drives of each computer was 'shared' or accessible to the other computer.  Bomber's drive was called 'Production', while the Nitro was named "Video".   Furthermore, the Bomber recieved an upgrade of its 'operating system' (from Windows NT to Windows 2000) to facillitate its network environment.  I don't believe the Windows 2000 upgrade to be legitimate.
 

A side note reveals that both computers had pirated software installed on them in June or July, and files resulting from them were created as late as July 11, 2001.
 

If you require further details, let me know.

Tony Frenden
-----Original Message-----
From: Bill Kasser [mailto:bill@iviewit.com]
Sent: Tuesday, July 17, 2001 8:55 AM
To: Tony Frenden
Subject: Encoding Machines
How are the Bomber & Nitro? Did Brian do any damage? Did he leave a record of what he did?

 

Bill

 

Exhibit 6 – Utley/Reale Police Report

Frightening but true, Brian and Mike steal highly proprietary equipment worth a fortune in proprietary software and confidential iviewit processes.  After lying about what they were taking and lying to the police they are confronted to return the machines which they have taken to a distance learning part owned by our investor Tiedeman/Prolow’s distance learning company.  Bruce Prolow is a board member for iviewit, not sure about Internet Train but he is an investor of some magnitude
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Exhibit 7 – Case of Switching Inventors

This I call "the case of the lost inventor" and the ensuing confusion of inventors and finally Utley replacing Jude in filed docs.  Call me for a walk through.  You can see that Brian drops Jude as an inventor and later files himself as an one of three applicants.  Also, I do not think they fax well but the original pages contain a white out through most of 57103-111 even on filed docs.  If you would like I will send you scanned color docs which clearly indicate the marks.  Notice the note to Brian on the June 2 fax from Foley and Lardner which calls attention to the names of inventors and puts it (Eliot & Zakirul) and you (you referring to Utley).  Then Utley signs as one of the 3 applicants on the submissions that follow.  Do we have all filed patent documents for the breadth of iviewit yet from the patent office (we need to pick up every stitch, is there anything we have to do?)

 

I think paired with the Utley patent in his name as sole inventor and his past behavior at prior job we start to piece together the larger picture.  The act that these documents were filed and that Rubenstein and Joao are claimed to have missed the inventions, has already cost the company considerable legal expenses and perhaps far more to again try and resolve issues.  The fact that filing dates have been missed and are non-correctable is a major disclosure issue.  Now that I have heard this directly from your review and the patent director I am now aware and must act accordingly.  Foley folly’s have cost us dearly and these issues all must be raised on an ethics level.  These frauds have aided in bk'ing the company, interfering with my constitutional rights as an inventor and preventing the Company from raising investment from many of the potential investors who looked at this garbage.  Ray filing patents that are similar in nature to I View It pursuits that he learned from us is criminal and perhaps already costing us lost revenues that he himself may be making.  I must disclose this stuff to all legal bodies, I am open to suggestion or feel free to help, and to the current shareholders and investors.  How to cope?
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This may help you understand why things were not getting communicated properly

-----Original Message-----

From: Brian G. Utley [mailto:brian@iviewit.com]On Behalf Of Brian G.

Utley

Sent: Sunday, May 28, 2000 1:45 PM

To: 'Becker, Steven C.'

Subject: RE: Patent Application

Eliot's data is correct.  Will have the Zack andd Jude data on Tuesday.

Brian

-----Original Message-----

From: Becker, Steven C. [mailto:SBecker@foleylaw.com]

Sent: Friday, May 26, 2000 8:48 PM

To: Brian G. Utley (E-mail)

Cc: Boehm, Douglas A.

Subject: Patent Application

Brian:

Please provide a full name with middle initial, home address, and

citizenship information for Zach and Jude.  Also, please confirm the

following for Eliot:


Eliot I. Bernstein


500 S.E. Mizner Boulevard


Boca Raton, FL  33432-6080


Citizenship: U.S.

Thanks,

Steve

NOTE:  The information transmitted in this correspondence is intended only

for the person or entity to which it is addressed and may contain

confidential and/or privileged material.  Any review, retransmission,

dissemination or other use of, or taking any action in reliance upon, this

information by persons or entities other than the intended recipient is

prohibited.  If you receive this correspondence in error, please contact the

sender and delete the material from any computer.

And then we see

Your message did not reach some or all of the intended recipients.

      Subject:
RE: Patent Application

      Sent:
5/30/2000 5:55 AM

The following recipient(s) could not be reached:

      SBecker@foleylaw.com on 5/30/2000 5:56 AM

            The address specified does not exist.  Please check the address and try again.

dns;FLINETMAIL.HAL2000.iviewit.com failed 5.1.0 

EXHIBIT 8 – The case of the patent attorney who files patents similar to ideas he learns from his clients
This is also the same attorney who loses our first patent and many attorney’s have now confirmed that he has “missed the boat” on our filings, costing the company a fortune to try and repair and we now find some of it can never be repaired.  He loses our video patent in January or so and he is filing own
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From: b [eiot bermstein@verzon net]
Toi  CorolneProchotska Rogers (E-mai)
o P Stephen Loment (Emai 2)
Subject: Ful: Cortacting Ray Joan

Sent: FriSf17/2002 1:33 PM

-origial Message- =t
Boshm, Douglas A. [malkodsboshn@foleylaw.cor]

Tuesday, June 13, 2000 3:02 P

“Bran Lty (Iviewt)

FW: Contacting Ray Joa0

Bochm, Dougias A,
Tuesiay, dune 13,2000 501 P
Elot Bernstein (viswt)
Cortacting Ray Joso

(After reconsidering what we discussed |ast Wednesday, | think it would be better for you to contact Ray Joao directly to find out if he is stil interested in pursuing some kind
of a business arrangement wherein sorme of the hiewit technology would be used with the subject matter of sorme of his patent applications. | would only be quessing at what
was discussed between you two in the past, what kind of a business deal you would be willing to consider in the future, and what type of things would be in his patent
applications. Of course, It be happy to handle the legal side of structuring the deal, ance the business side is somewhat more defined

Ray's telephone number is 516/663-6543
Ray's email address is "i_benefitme@yahoo.com”

I you don't have the time to call Ray, perhaps you should ask your business people to follow up on this. Otherwise, let me know if you stil want me to do it

Thanks

-Doug

Douglas A. Boetin L |
Foley & Lardner

777 East Wisconsin Avene

Milwaukee, Wisconsin 53202

Tel (4142975718

Fax (4142974900

Emait Aabnshmiiaetaw com
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After you read Ray’s original work, look at these excerpts from our Business Plans
BP 1998

Sound a bit like Joao ads patent

Custom Web page & Advertisement Creation - iviewit's team of ad consultants will make it easy for your company to have a first-class, top quality virtual reality web page. In addition, through our "email-to sale one click system, buyers can contact you directly from your advertisement or product via live web video teleconference.

20.  SERVICE BUSINESS ANALYSIS

The ad business consists of thousands of smaller ad agencies and individuals, for every one of the few dozen well-known companies. 

Advertising participants range from major international name-brand clientele to millions of individual PC users. One of iviewit's challenges will be establishing itself as a global advertising virtual community, positioned as a relatively risk-free, value added, corporate or individual purchase.

Note that this can be used for political services as well!!

Benefits of iviewit for Personnel Services - including employment, modeling and casting searches.

· Global screening of qualified candidates from an increased pool

· Videotaped candidate resumes further aid the selection process
· Live video conferencing of candidates to maximize selection process

Well we can’t get to the future of this with Joao’s patent around us!!

15.  FUTURE SERVICES

In the future, iviewit will broaden its scope of business to Europe, Japan and emerging markets.  After establishing the core business markets discussed earlier, iviewit intends to expand into any market iviewit technology will benefit, i.e. the medical imaging industry.

iviewit's initial core businesses will be:

· 3-D sales & resale's of real-estate

· 3-D sales & resale's of high end luxury items

· Interactive Employment Services

· Employer Search

· Modeling Agency

· Casting Agency

· 3-D on line booking of hotel and resorts and related travel services

· Online live dating & personal ads

· Design, setup, implementation and management of 3-D sites

· Corporate advertising

· Banner Advertising

· Corporate Internet Alliances

PROACTIVE email marketing packages

iviewit represents a pivotal transition in global E-commerce.  Current E-commerce occurs across a one-dimensional plane, websites are simply brochures posted to the web.  Products are bought and sold using flat lifeless pictures and text.  iviewit technology is remarkably different in that the product comes alive, offering the user the capability to inspect all dimensions of the product being advertised, integrated with full voice overlay's, and a live videoconference feature whereby buyer and seller can have live interfacing.  iviewit's technology can be applied to an unlimited number of product lines.  

And some stuff from the sites Ray and Ken were seeing as early as 11/98

	
ID #000000621



Objective:
Seeking an opportunity in the television and advertising industry, where I can enhance my modeling and advertisement opportunities.
Skills:
Attended NY Baby Modeling school and became certified at age 6 months.
Professional Experience:
1998 to Present 
Kraft Foods Baby Model 

· Modeling and advertising for Kraft Cheese & Macaroni TV and Advertisement ads.
· Participated and won BABY of the year contest.
· Attended many shoots for both TV and Advertisements.
· Professional training on the job and with independent agents


ID# 000000721
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Click here for bigger view



 HYPERLINK "http://www.real.com" 
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Objective:
Seeking a permanent position within a professional organization
as an Executive Assistant, where I can utilize my skills and add value

Education:
University of Miami
B.A. Advertising

Skills:
Microsoft Word, Excel and PowerPoint, Lotus, ACT, 75 WPM, Fluent in Spanish

Professional Experience:
· 1987 to Winslow Hall Advertising, Inc.
Present Executive Assistant/Office Administrator

· Executive Assistant to President.
Responsible for coordinating office events, company meetings on and off site.

· Handle company budget, utilizing Excel.  Create spreadsheets on Excel for several officers expense reports.

· Negotiate all vendor contracts, such as phone, office equipment, etc...

· Work with clients as contact person on Presidents behalf.

· Work with agents to help promote and market strategies to current and prospective clientele.

· Was promoted twice within the organization.

· Supervise several administrative staff members

· Coordinate all appointments, travel arrangements and hotel accommodations.
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THE iviewit VIRTUAL MALL
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The virtual mall offers unlimited possibilities as it is under perpetual construction and expansion. The mall is designed to accommodate an infinite array of products.  Each floor is dedicated to the fulfillment of a consumer's needs in a specific industry or product cluster.
 
 
Floor 1 is dedicated to Real Estate.  Available on this floor are storefronts offering residential real estate, commercial real estate, mortgages, insurance, moving  & shipping services, relocation services, furniture rental, career center, city guides/local info, credit center, auto center, temporary housing, travel services, rentals, self storage.  
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May 22, 2000

CONFIDENTIAL
ATTORNEY-CLIENT PRIVILEGED

M. Brian G. Uiley

President

Iviewit.com, Inc

One Boca Place

2255 Glades Road, Suite 337 West
Boca Raton, Florida 33431

Re:  Ryjo Web Sie Development Agreement
Qur Ref.: 57103/101

Dear Brian!

T have now had the oppostunity to review the draft of the Web Site
Developmen: Agresment between Iviewit.com, Ine. (“Custemer™) and Ryjo, Inc.
(“Developer™) dated April 18, 2000, tha: was prepared by the Proskauver Rose law firm. I
Rave attached s hand marked-up copy of the draft agreement to ihis letter, which contains
several comments in the margins. 1 will limit my discussion in the body of this leter to the
substantive marers of the Agreemenr. Please refer to the attached agreemeni for additicnal
cemments regarding stylistic and forrual matters.

Since I was not iavolve: iu the initial negotiaticns with Ryjo, and since I don't
have detailed information about the services o be provided, 1 can cily pose questions
regarding those parts of the agreement taat I don’t understand. i apologize if these questions
are not selevant w the development oz if they have alrsady been dealt with in other
communicaions

Sectiog 1. _Ipitial Services

The draft agresment states that "Developer shall provide ... the Sitz ,..”. Since
I suspect that Iviewls already owas the Sita (as stared in first whereas clause), [ don’t
vaderstand way “tie Site” Is se: forth bere as being provided by the Dzv2loper  Furthermore,




 
To sample iviewit's real estate view 
 
 
Floor 2 is dedicated to Personnel.  Available on this floor are storefronts offering resume posting, job postings, iviewit assisted placements, modeling, casting, career center, moving & shipping services, and relocation services.
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To sample iviewit's PERSONNEL VIEW 
 
Floor 3 is dedicated to Luxury Items.  Available on this floor are storefronts offering, boats, yachts, ships, airplanes, helicopters, automobiles, credit center, insurance, art, antiques and furniture.
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To sample iviewit's LUXURY ITEMS VIEW 
 
Floor 4 is dedicated to Travel and Travel Related Services.  Available on this floor are storefronts offering, booking services, airlines, hotels, time share, vacation destinations, rental cars, insurance, limousine services, restaurants and events.
[image: image68.wmf] 


 
 
 
To sample iviewit's TRAVEL VIEW 
 
· Unique iviewit website features and benefits common to all floors:
·  Virtual world websites versus current websites designed with static, flat pictures and text
·  Global marketing and database of properties, items and personnel
·  Live onsite interaction between buyer and seller via iviewit's powerful "click-and-connect" videoconferencing.  
·  iviewit allows the user to control his viewing environment by zooming in and zooming out with up to 1700x distortion-free magnification in a virtual 360(( panorama. 
·  Users are empowered with the ability to view an unlimited number of related products resulting in tremendous time and travel savings to potential buyers and sellers.
 
Specific benefits to the Personnel Floor:
·  Global screening of qualified candidates from an increasing pool
·  Videotaped candidate resumes further aid the selection process
·  Live video conferencing of candidates to maximize selection process
 
Products & Services
iviewit's product is it's Patent Pending process for creating enhanced digital images.  
Existing website product display technologies have been limited by speed and size  causing frustration to the end user and limiting a website's ability to adequately depict products. iviewit's technology has been applied in the world's first virtual-reality mall in which all objects will be seen as close to realism as possible.    iviewit's revolutionary process is a quantum leap akin to the change from black and white television to color, iviewit HAS RAISED THE BAR!  
 
Management Summary
iviewit has assembled a collection of talent with outstanding sales, management and technical backgrounds well networked into target markets.
·  Simon L. Bernstein - Chairman of the Board
·  Eliot Bernstein, President
·  James Osterling, West Coast Regional Co-Director
·  James Armstrong Northeast Regional Director
·  Guy Iantoni, Midwest Regional Co-Director
·  Jill Iantoni, Midwest Regional Co-Director
·  Andy Dietz, West Coast Regional Director
·  Judy Rosario, Head of IT Management & Audio/Video Production
·  Zakirul Shirajee, Website Engineer
·  Patricia Daniels, Head of Photography
 The following video files were a revolution.  They were scaled down and played back in full screen frames from 37Kbps they looked perfect, just like you see them here when played back full screen, on these just right click on it and go full screen and it will in fact play better than full screen encodes which don’t play at all.  At this time Ray and Chris were telling everyone to keep the video hush hush until we had all the provisional applications done. We had developed this far earlier than what is originally disclosed to the public on the video.  It was a download, captured and encoded with a different intent than prior art, the art of human psychological perception and a bit of magic.  These and then our streaming versions fooled the best of the best engineers from all walks, up until after we taught them what was going on.  

Management Team
Simon L. Bernstein


Mr. Bernstein has pioneered the development of proprietary life insurance products and has formed two companies to facilitate the sales of these products. Mr. Bernstein, in 1972, founded S.B. Lexington, Inc. to facilitate the sales and marketing of his unique and copyrighted VEBA 501 (C) (9) trust.  In 1983, Mr. Bernstein invented the Copyrighted Arbitrage Life Payment System, which is a unique leveraged single premium life insurance product for high net worth individuals.  From the ground floor up, Mr. Bernstein developed for both companies a national sales and marketing network, which now account for over $800 million in life premium sales. 
 
In order to bring these products to market, Mr. Bernstein needed to establish relationships at the client level, as well as the life carrier level.  Due to the nature of the Arbitrage program, and the need to secure premium financing, Mr. Bernstein has also developed strong relationship with domestic and international lending institutions.  These products have led to relationships with such prominent corporations as; Lincoln Benefit Life/Allstate, First Transamerica Life, Allianz, ABN-AMRO, Bank of America, Chase, & Norwest.  
 
Mr. Bernstein's career in the life insurance industry began in 1965 when he became the top producer for Aetna Life and Casualty Company.  He has remained in the top 5% of life insurance sales agencies since that time.  Mr. Bernstein is currently a qualifying and life member of the Million Dollar Round Table.  He has appeared before the House Ways and Means Committee and has been a guest speaker at the New York University Institution on Federal Taxation.
 
Eliot I. Bernstein


Eliot Bernstein has owned and operated SB Lexington, SW Insurance Agency since 1983. The Company  was formed while attending the University of Wisconsin, Madison where Mr. Bernstein holds a Bachelor of Science in Psychology & Astronomy.  Since 1981, he has been one of Arbitrage Life's top producing national sales executives, with over $150 million of life premium sold.  Mr. Bernstein's California clients include: The Irvine Company, Marvin Davis Companies, Irvine Sensors Corporation NASDAQ (IRSN), Showpower NASDAQ (SHO) and other high net worth clients and corporations.  Mr. Bernstein was also a pioneer of the "No-Load" life insurance concept.
 
Mr. Bernstein is responsible for the creation and implementation of a computer based, fully consumer integrated, multi media, website & CD-ROM for sales and marketing of the Arbitrage Life Payment System (ALPS).  In addition, he created the corporate office computing systems for STP and SB Lexington. These systems include all back office tracking and database management systems, currently handling over $800 million of accounts.  From his experience developing the ALPS website, Mr. Bernstein developed the technology to allow virtual product representation on the Internet.  He is the founder of iviewit and is the Patent Pending holder of the iviewit technologies.  Mr. Bernstein's vision is to create a new platform for Internet E-Commerce to transact along, that makes the makes the Internet a more useful commerce tool.
 
Gerald R. Lewin, C.P.A.


Gerald Lewin has been a certified public accountant since 1973 and is licensed to practice in the states of Florida and Michigan. 
 
Mr. Lewin received a Bachelor of Science degree from Wayne State University in 1970.  After his association with a medium-size accounting firm in Detroit for two years, he went on to become a partner and remain with the firm until he left Michigan.  In 1981, Mr.  Lewin relocated to Florida and joined with Donald Goldstein to form Goldstein Lewin & Co.  Currently the firm has approximately 30 accountants.  As  one of the founding partners, he specializes in business consulting and is highly knowledgeable in many aspects of accounting, tax and financial planning.
 
Mr. Lewin is a member of both the American Institute of Certified Public Accountants and the Florida Institute of Certified Public Accountants.
 
 
James A. Osterling
James Osterling is a managing director of the Saybrook Residential fund.  Prior to joining Saybrook, Mr. Osterling served as the Chief Financial Officer and Senior Vice President for California Pacific Homes (Cal Pac), a major California homebuilding and master planned community developer affiliated with the Irvine Company.  Cal Pac has annual home and lot sale volume of 1200 units and annual revenues of $250,000,000.  Before joining Cal Pac in 1994, Mr. Osterling served as the Chief Financial Officer for Shea Homes, a nationally ranked homebuilder and master planned community developer with operations in the west, southwest and southeast regions of the U.S. and annual revenues of $450,000,000.
 
Mr. Osterling has dedicated his career to financial management and capital market transactions in the real estate industry, commencing with his employment at Arthur Andersen & Co. as senior tax consultant specializing in real estate and tax shelter partnerships.  He has over twelve years of experience as Chief Financial Officer in the real estate industry.  As CFO, Mr. Osterling has structured, negotiated, and administered corporate borrowings in excess of $500,000,000 and sourced and closed project level debt and equity financing with a combined transaction value exceeding $400,000,000.  Mr. Osterling has acquired and obtained financing for portfolios of distressed properties purchased from lenders, regulatory agencies, and from debtors in possession in bankruptcy court with a transaction value in excess of $200,000,000.
 
Mr. Osterling received a BS degree in Business Administration from Iowa State University in 1979, and an MBA from the Kellogg Graduate School of management at Northwestern University in 1986.  He has also completed post-graduate work at the University of Southern California.  Mr. Osterling is a member of the Building Industry Association, Urban land Institute, American Institute of Certified Public Accountants, California Society of Certified Public Accountants, Financial Executives Institute (board member), and the University of Southern California Real Estate Alumni (board member and past president).
 
James F. Armstrong


Jim Armstrong has owned and operated The Armstrong Group, Ltd. since 1982. The Armstrong Group is a financial planning and insurance consulting and sales firm targeting the corporate executive and high net-worth markets.  Jim has demonstrated success in virtually all areas of sales, administration, sales management and business management and is accustomed to delivering results in all phases of sales growth and expansion.  He has demonstrated success in the development of long-term business relationships directly with clients and with financial intermediaries and is accomplished in the use of high-end, sophisticated computers for developing sales aids, presentations, tracking portfolios and general automation and efficiency.
 
While operating The Armstrong Group Jim worked with Prudential Securities as a specialist in Retirement and Financial planning serving a ten state region and over 800 securities brokers.  He was responsible for the marketing, promotion and development of Qualified Plan business and Investment Management Services business (money managers).His success in this regional role led to his appointment as the National Sales Manager for Prudential Securities' Primary Client Services division.  In this role he was responsible for directing the sales effort for the firm's retirement products, financial planning capabilities and central asset account.  Jim was then appointed as the National Sales Manager for the Prudential Securities Life Agency.  He was responsible for building the infrastructure for this start-up venture.  He developed marketing materials, formulated policies and procedures and recruited and supervised a national network of planning specialists.
 
Jim is a graduate of Northwestern University with a bachelor degree in economics and business.
 
Jill B. Iantoni, CPC


Mrs. Iantoni is currently a Senior Consultant at the Whitney-Carlyle Group.  Her focus is in executive search within the real estate industry and has been a staffing consultant since 1994.  Prior to the Whitney-Carlyle Group, Mrs. Iantoni was a senior level recruiter with a Chicago based AccuStaff Company.  She was the highest national producing recruiter in the firm�fs history.  Mrs. Iantoni began her career in the insurance industry with Cambridge Associates and Northwestern Mutual as a Sales Executive.
 
Mrs. Iantoni will leverage her staffing, consulting, and recruiting expertise to direct the personnel division for iviewit, inc.  She has extensive experience networking within the staffing industry via direct marketing and Internet channels.
 
Mrs. Iantoni holds a Bachelor of Business Administration Degree from University of Miami and is currently eligible for admission to the Pinnacle Group, an organization for the nation�fs top producing recruiters.
 
Guy Iantoni


Mr. Iantoni is currently a Senior Financial Representative with Fidelity Investments.  Through his years of experience at Fidelity Investments and Morgan Stanley Dean Witter, Mr. Iantoni has served as an Investment Management Consultant to high net worth individuals.  Before this, Mr. Iantoni spent four years with Eli Lilly & Company creating and implementing direct marketing and sales campaigns within the healthcare industry.  He has developed and leveraged computer databases to effectively market to target segments in both investments and healthcare.
 
Mr. Iantoni�fs expertise in sales and marketing initiatives will lead iviewit's Midwest region.  He will be responsible for securing new contracts and overseeing management of all divisions.  Mr. Iantoni has worked in conjunction with Eliot Bernstein to formulate the iviewit business plan and his development skills were a key component to the formation of iviewit's marketing strategy.
 
Mr. Iantoni graduated from the University of Wisconsin, Madison with an advanced Degree in Pharmacy.  He is currently a registered investment adviser holding series 7, 63, 65, 31 and insurance licenses.
 
ANDREW R. DIETZ
 
Andy Dietz
Executive Vice President, Hotels & Resorts
 
Mr. Dietz is currently an executive in a licensed travel agency providing all travel related services to the entertainment industry (commercial airline ticketing, hotel and resort reservations and ground transportation). His clients include: concert touring artists, celebrities, wealthy individuals and executives.   Mr. Dietz has also been a principal in an aircraft charter brokerage business arranging private aircraft to individuals and groups within the entertainment industry.  
 
Mr. Dietz brings to iviewit a high level of expertise and start-up skills within the travel and entertainment industries.   Since 1980, Mr. Dietz has been developing and maintaining strong relationships with key target iviewit customers.  He will responsible for coordinating and overseeing the national hotel and resort division for the company.
 
Mr. Dietz was formerly an auditor with Arthur Andersen, and is a graduate, summa cum laude, of Pennsylvania State University.
 
 
Andrew Dietz, age 42, has been involved in the transportation industry specializing in the movement of high value, time sensitive equipment primarily focusing on entertainment industry ranging from film and television productions to concert touring productions for 15

years.  In addition, Mr. Dietz has been an Principal/Executive in a licensed travel agency since 1980, providing all travel services,(commercial air ticketing, reservations for air, hotel, train and auto services) to concert touring artists, entertainment industry executives, celebrities and other wealthy individuals who require a very high level of service and personal attention.  Mr. Dietz has also been a principal in an aircraft charter brokerage business since 1980, a business which arranges private aircraft for charters to individuals or groups in the entertainment industry ranging from Lear jets to 737's.

 

Mr. Dietz was formerly an auditor with Arthur Andersen & Co., and is a graduate, summa cum laude, of Pennsylvania State University.
 
 
Jude R. Rosario


Mr. Rosario is currently the Information System Administrator and Video Production Manager for St. Andrews Country Club.  Prior to joining St. Andrews Country Club, Mr. Rosario held several positions involving software and web development.  He brings expertise in the design and production of Internet based visual media creation.  He also has in depth knowledge of configuring computer networks and systems data management.
 
Mr. Rosario, in conjunction with Mr. Shirajee, have developed the technical systems to bring iviewit technology to a functional working website.  Mr. Rosario�fs information technology experience will be leveraged to oversee all website technology initiatives.
 

Mr. Rosario holds a Masters Degree in Sociology Computer Architecture and Database Management.  He holds expertise in Novell Netware Administration and Microsoft NT Administration.
 
Zakirul Shirajee


Mr. Shirajee currently works as a computer programmer for the Florida Atlantic University.  He is skilled in the areas of website development creating sites such as, www.getarb.com and www.cyberfyds.com.  Mr. Shirajee is well versed in both Unix and Windows operating systems with extensive knowledge of programming languages such as:  C, C++, Pascal and html.
 
Mr. Shirajee has been involved with the creation of iviewit web design and infrastructure.  He will serve as Chief Website Engineer and work in conjunction with Jude Rosario to implement and support the iviewit website.
 
Patty Daniels


Patty Daniels is currently one of South Florida�fs most sought after independent photographers.  Patty has 15 years of professional experience in photography, and her work can be seen at Joanne Hoinig Interior Design in Boca Raton.
 
Patty will head iviewit's photography department bringing several distinct advantages to iviewit photography.  Her expertise in the areas of panoramic interior photography and  lighting will ensure superior quality for iviewit's Internet images.    Patty has photographed multi-million dollar homes for Premiere Estate Properties, a publication of Sotheby�fs International Realty.  Ms. Daniels will coordinate both photography and video responsibilities with web engineering and development staff.  
 
 
Capital Requirements
iviewit will seek to forge strategic alliances and partnerships.  Simultaneously, iviewit is seeking a Venture Capital partner.
 
Investor Exit Strategy
1. It is the Company's intent, in due time, to offer the shares to the public market.
2.

The Company may entertain offers from public or private companies for acquisition or merger.
3. It is the Company's intent to pay profits out of the Company to the investors and principals in proportion to their respective shares.  The Board of Directors will determine the amount of distribution to it's investors.
 
Litigation and Potential Liability
The Company is not currently involved in any litigation nor does it have any knowledge or information regarding any pending litigation or claims that may adversely affect the Company.
 

HERE JOAO HAS 50 PATENTS, VERY BUSY SINCE MEETING US

DOING BUSINESS WITH LAW FIRMS - FROM ELDERLY TO INTERNET: LAW'S NEW DOMAINS - FIVE PEOPLE TO WATCH
Publication: Newsday 
Date: Monday, Mar 13, 2000 
Author: Manny Topol 
Featuring: James M. Wicks 

As Society is changing, so is the business of law. On one hand, there is a growing interest in elder law, because of the “graying” of Long Island, and on the other, a need to help companies deal with the new world of high-tech. 

More and more law firms are adding technology litigation departments to deal with such things as intellectual property, patents, Web sites and domain names – involving legal concerns that did not exist a few years ago. 

The Mineola law firm of Meltzer, Lippe, Goldstein, & Schlissel, for example, last year expanded and restructured its intellectual property division by bringing in attorney Raymond A. Joao, an expert in patent law, to head the division and Frank Martinez, a specialist in trademark and copyright law. Martinez was a former design patent examiner for the U.S. Patent and Trademark Office in Washington, D.C. They are on the cups of future law. 

“We’re seeing a lot of more high-tech cases than ever before involving patents, patent infringment, domain disputes, trademarks and copyrights. It’s an explosive sector of law right now,” Joao said. Also, the patent office is amenable to business method patents and software patents. “The fact that you can improve on pre-existing patents can allow [more people] to get patents.” 

The use of businesses and executives using personal computers has meant that the volume of cases has increased dramatically in his field, he added. 

It’s an industry that people are trying to get in,” he said. “If you have a computer, you can do it. This area is explosive.” Joao is also an electrical engineer and inventor who has been awarded about 10 patents and has about another 40 to 50 patent-pending inventions. He also has an MBA from City University. 

HERE JOAO HAS 80 PATENTS

Raymond A. Joao 

Raymond A. Joao joined Dreier & Baritz LLP in 2001 as Of Counsel to the Firm's intellectual property department. Mr. Joao brings to the Firm an extensive legal, business and engineering background encompassing virtually all aspects of intellectual property, including prosecution of patent applications; reexaminations; preparation of patent opinions; litigation; and counseling clients in the development, management and exploitation of their intellectual property assets. 

Mr. Joao is also currently an intellectual property management consultant for various start-up software, telecommunication, Internet and e-commerce companies. He regularly directs new business and intellectual property development efforts; negotiates contracts; drafts license agreements; performs due diligence in mergers and acquisitions; assists in the preparation of business plans, executive summaries and other corporate documents; conducts competitive analysis studies; aids in the formulation of litigation strategies; and assists in capital raising efforts. 

Notably, Mr. Joao is the inventor of 10 issued U.S. patents and has over 80 patent pending technologies. Mr. Joao was also a founder of Electroship (N.Y.), Inc. which was formed to exploit certain patent pending technologies of which Mr. Joao was a co-inventor. Electroship (N.Y.), Inc. was acquired by a public company within six months of its formation. Mr. Joao headed Electroship's intellectual property and corporate efforts, as well as the merger and acquisition deal leading up to the merger. 

Prior to joining Dreier & Baritz, Mr. Joao was head of the Intellectual Property Department at Meltzer, Lippe, Goldstein & Schlissel, P.C. in Mineola, New York. He was also formerly a partner at Anderson Kill & Olick, P.C. in New York in the Intellectual Property Group. Prior to the commencement of his legal career, Mr. Joao was an electrical engineer with Loral Corporation in the Systems Engineering Group, and prior to that was an engineer with Sperry Corporation. 

Mr. Joao obtained a Bachelor of Science in Electrical Engineering in 1982 and a Master of Science in Electrical Engineering in 1984 from Columbia University School of Engineering and Applied Science. He received his law degree in 1990 from St. John's University School of Law. Most recently, in 1999, he obtained a Masters in Business Administration in Finance from Baruch College/City University. 

Mr. Joao is admitted to practice before the United States Patent and Trademark Office, the U.S. District Courts for the Southern and Eastern Districts of New York, and the New York State and Connecticut Bars. 

e-mail: rjoao@dreierbaritz.com 
EXHIBIT 9 – More on the Case of Walking Patents out of I View It and to your home

In the attached documents you will find that Brian submits to Foley and then Foley to USPTO General Appointment of Agents.  On one he signs as he should as President of I View it, although not sure why he is on these patents, and on the second he submits himself, with his home address, with no I View It title.  Later Foley folly's end up with patent 122&123 going to his home, with no signature as officer of I View It, no other inventors and finally no assignments filed on behalf of I View It.  Remember the entrusted overseer of our patent pool is Brian's friend Bill Dick of Foley & Larders.  You make the call.
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Exhibit 10 – Case of the Mismatched File Numbers on filed patent documents aka the cover-up

Note that the filed document has smudges that pick up better on scan on the application number 57103-111, not so bad in and of itself, it is just weird how on the bottom it references 57103-114 and US is written above. Under forensic scan what we have looks bad but we should get this along with all documents, as filed at the office as a comparison. Scanned originals would be best for forensic comparison at no less than 600 dpi color. Remember it is 57103-111 that has Jude disappearing to be replaced by Utley. 

The files that were transferred by Brian has smudges and cross outs abundantly throughout his transition from Jude to him as applicant. This looks very scammy.


[image: image83.wmf]Exhibit 11 – Case of the changing patent title
Here we have evidence that on 6/1/2000 a day before filing to the USPTO a copy of what appears to be my hand notes prior to filing and you again clearly see Jude and Zakirul were the intended inventors.  What else this shows is that on June 2, 2000 the name of the application changes to Streaming vs. Providing, a major difference completely against all we had talked about and perhaps limiting us.  Who changes the title?
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Exhibit 12 – Smudges & Fudges on 57013-112 and how to add your name to inventions that were invented without you

Note the smudges on the filing number 
[image: image89.wmf]

Exhibit 13 – Case of the very fake fax and the fraud on patent 5865-2 begins

This is a critical piece of evidence in showing how we lose 5865-2 and the fax although it looks so innocent reeks of disaster.  First the header is all cut up on the copy from Ray and look at the font used in 01 and 02.  Notice the lack of cover page information, I threw in a 3rd and 4th page of this exhibit that is not related but for use as comparison methodology.  There is no footer on this cover but there is an incomplete reference number on the lower right side, which typically is not on their fax covers.  Note that it is page 1 of a 1 page fax according to the cover, yet the cover asks one to refer to the attached, which would of course make this a 2 page fax which is why we have pages 001 and then 002.  But to one skilled in the art the 002 page number at the top is a different font than 001, in fact it is italic type and thus the 0 stands out vs. 0.  Not a copy error a font error.  Page 1 and 2 have different reference numbers 156067.1 and 199193.1.  

This is a critical fraud error as it explains the Case of Missing patent 5865-2.

HERE WE HAVE A BIG PLURAL  REGARDING THE APPLICATIONS
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HERE WE HAVE A BIG PLURAL  REGARDING THE APPLICATIONS
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Taken from page 1
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Taken from page 2
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Taken from page 2 of comparison
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Those are perfectly scanned and even

Exhibit 14 – Case of changing fonts again
The type font from the original copy and the following copy’s typeset is different, which is quite odd for copies, whose handwriting is this??
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These are close-ups on the two supposed copies but copies normally do not have different fonts, nor for that matter do similar documents.
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mind you this is supposed to be COPY!
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Happens on other applications in this evidence folder and may indicate 2 separate sets of documents were in existence for these patents in 2 different type fonts

Case 15 – What was and what is not
Following is a case study in patent document fraud.  This document was taken from Joao in the midst of him changing the filings in our back lab and us catching him.  What follows is excerpts on part of we gave him and authorized him to file and what he actually ended up filing.

What was

SUMMARY OF THE INVENTION
The present invention provides an apparatus and a method for producing digital images which overcomes the shortcomings of the prior art.  The apparatus includes a camera, which can be a conventional print film camera, digital camera and/or digital developing device, which can be any device or collection of devices for developing the image taken by the camera, into an enlarged print film image or a digital image, and an enlarging device, for enlarging the image.  A digital camera can also be utilized to obtain the image.  If the image is taken with a digital camera, a print image may be obtained from the digital image.  The image can then be enlarged.  The image may be enlarged without the need for a print set. 

The apparatus also includes a computer and associated peripheral devices for performing the various processing routines of the method of the present invention.  The apparatus also includes a scanning device, for scanning the print film image or photograph in order to obtain a digital image representation of same.  

The print or digital film image, which is obtained by the camera, can be developed by the developing device, and enlarged by the enlarger.  The image print may then be scanned by the scanner in order to generate a digital file or other high quality image extension file.  A plurality of these digital files can then be stitched together thereby creating a panoramic scene or image.

The computer may be utilized in order to perform touch-up operations on the obtained image or image collection in order to make refinements and/or enhancements thereto.  The image can then be converted from a high resolution image compression extension file to a low resolution graphic or video image extension file.  

The resulting file may then be processed so that the image represented therein can be displayed and/or posted for display to a host computer or other suitable device.

The above process can be repeated using different photo depths for any of the obtained images, or portions thereof, in order to create areas of higher resolution for closer inspections of these areas at different image depths.  

Accordingly, it is an object of the present invention to provide an apparatus and a method for providing enhanced digital images from print or digital images.  

It is another object of the present invention to provide an apparatus and a method for producing digital images, from images, which have improved and enhanced resolution.

It is still another object of the present invention to provide an apparatus and a method for producing digital images, from print film images, which are suitable for display and/or downloading to a digital computer, a television, a telecommunications environment, and/or any other communications environment.

It is still another object of the present invention to provide an apparatus and a method for providing a digital image which is characterized by effective image compression subsequent to a stitching operation, thereby avoiding any dramatic loss in image quality.  

It is another object of the present invention to provide an apparatus and a method for providing a digital image which disperses with the need to compress the image data.

It is yet another object of the present invention to provide an apparatus and a method for producing digital images which are characterized by high definition resolution, and which are suitable for high definition television, Web television and large, full screen, panoramic internet applications, without loss of resolution upon image magnification or reduction.  

It is another object of the present invention to provide an apparatus and a method for producing and transmitting digital images in a network environment which dispenses with the need for plug-in software.

It is still another object of the present invention to provide an apparatus and a method for producing digital images which facilitates high speed file transfer in a network environment and/or in a computer environment.  

Other objects and advantages of the present invention will be apparent to those skilled in the art upon a review of the Description of the Preferred Embodiment taken in conjunction with the Drawings which follow.

WHAT IS
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Exhibit 16 – Case of bad math from an “engineer” and two certified engineers at Foley and Lardner, this is hours before filing, and the inventors have never seen these documents

Now after being corrected on math they file with the USPTO the wrong math again
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Now after being corrected on math they file with the USPTO the wrong math again
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…and then the correspondences
First follows his response for our requesting that investors needed to be notified and that we wanted in writing a risk assessment of any potential liabilities and costs to remedy.  But the façade was crumbling, rumors were abounding that these were not the only patents we had but others that these guys might have been writing into a Utley’s home.  If you understand the moment, caught with their bad math and with missing claims and claims that they to missed the boat and forgot the image applet like they accused Ray first of doing and the camera.  So, when we hire them they tell us none of that is in the patents and then they not only miss the boat, they park it in Brian Utley’s backyard and title it to him, so as you read this smear campaign understand fully the situation he was in.  
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very many people that would have done that for a client. Now you get
all bent out of shape over a few minor math mistakes -- which are
readily correctable.

Third, during the Friday teleconference, you accused us of changed
strategies, filing delays, and huge mistakes. If there were any

strategy changes, they were partly your fault -- because you don't
understand what's happening on the IP side of your business, even though
we have tried to explain it all to you many times. But that’s fine if

you trust your people. You have excellent people working with you, but
you simply don't listen to us. Instead, you make wild accusations and
inflammatory statements about things you know nothing about. The delays
and the mistakes were also, to a large extent, your fault. Had you

gotten Jim involved earlier, had you worked closer with Brian to
understand the math, had you spent more time reviewing the application
drafts, then perhaps none of this would have happened. You can't just

sit back now and blame us. Sorry, but I won't put up with it.

Fourth, you have strained our working relationship. We now have to tape
each others’ telephone conversations so we can point fingers and

threaten to sue each other? What kind of a working relationship is

that? I figured out from day one that you were a wildcard, but I didn't
mind that, because I can relate to wildcards. A lot of brilliant

inventors are wildcards. I have even been accused of being a wildcard
myself. But just because you’re a wildcard doesn't mean you have the
right to make unfounded accusations and cut people off at the knees.

I’m afraid this latest episode is going to cost you. Steve Becker won't
work on any Iviewit matters any longer for me. That's going to cost you
an additional $40.00 per hour in legal fees, now that I have to do the
work myself. Since you seem to have a predisposition to sue your patent
lawyers, I now have to religiously follow all of our firms practices and
procedures for documenting everything I say and do with you. That's
going to take me extra time and cost you extra money. Foley & Lardner
raises its billing rates on September 1st, and I was previously
considering discounting our rates for Iviewit as I have done in the

past. After all of your accusations, I don't have any inclination to do

so. I've also been dragging my feet on providing you with our bills, as

a favor to you and Brian, since I knew you were cash-strapped. No more.
I'm sending your bills as soon as I can. I have somehow lost my
motivation to get into hot water with my firm for such an unappreciative
client.

The way I see it, you owe us an apology. Steve worked many long,
frustrating hours trying to pull an invention out of your head and get

it down on paper. Apparently Ray Joao had the same problem. You owe
Steve an apology for blaming him, without proof, of cutting and pasting
the mathematical formulas into the wrong document, and for accusing him
of not copying you on the patent correspondence, and for getting angry
and using profanity at the meeting. No lawyer should have to put up
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with that kind of abuse from a client -- let alone a bright young
associate like Steve. Fortunately for him, Foley & Lardner has enough
work that he doesn't need to work for me on Iviewit patent applications
for billable hours -- so he's not going to anymore.

I think you owe me an apology too, and I consider myself pretty
thick-skinned when it comes to these kinds of things. I have spent
numerous nights and weekends working on your agreements and patent
applications in order to satisfy your unreasonably short deadlines.

Then you accused me in front of everybody -- but behind my back -- of
changing the math without your knowledge, altering numbers, missing a
priority date, not filing the changes everybody agreed to, missing
diagrams from final patent documents, changing filing strategies, and
generally providing you with inferior work product. As you can see from
my letter explaining the so-called errors, you blew everything out of
proportion, and without even talking to Brian or me. You got everybody
all excited, including your Father, and you’re also talking about
notifying the stockholders. Notifying them of what? Your unfounded
accusations?

In order for me to continue working with you, you need to change. You
need to promise me that you will act in a civil and professional manner
from here on out. If you don't like the way I'm doing something, call
me on it -- don't hold a meeting about it without me. If you don't
understand a particular patent strategy, just ask me --instead of
accusing me of changing the strategy. If a problem occurs on a team of
which you’re a member, try to resolve it as a team effort -- don't
distance yourself and blame it on somebody else when you are partly at
fault.

You first had problems with Ray Joao, so you came to Foley & Lardner.
Now you have problems with us, and Steve bailed out. Are you still
going to have problems with me and my work product? Well, you can
either work with me to resolve your problems in a civil and professional
manner, or you can find another patent law firm that will put up with
your unreasonable manner and abuse.

Eliot, by spending time on holding meetings to blame your lawyers, you
are missing the bigger issues with your technology. Corrections to the
math of that last patent application are relatively meaningless. You've
got much bigger things you should be worrying about. We have told you
about them before, but I’m not sure you’re listening.

First, you don't seem to have a good feel whether or not your technology
is patentable. You don't personally have the background to tell whether
your technology is new. You don't appreciate that this technology is in

a very crowded and fast-paced field, and will be difficult to obtain

broad patent coverage. You have not performed any technical searches to
determine what the state of the art was at the time of your invention.

You don't know how to help us describe your invention or distinguish it
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from the prior art that we do know about. You just seem to be assuming
that everything you did is patentable or can be made so. And if not?
Oh, that’s easy. Then blame the lawyers.

Second, you essentially argued to Wachovia that it doesn't matter if
your competitors are currently using the same or similar technology as
Iviewit, because you were the first one to do it. Don’t you realize

that this argument doesn't fly if you don't have granted patents? When
our PCT applications publish within the next six months, most if not all
of your trade secrets will be lost. So then you want to go license the
technology and know-how? Ana Iviewit is a newcomer in the industry?
This could be tough. Even if the patents do issue, but a competitor
refuses to accept your technology license, do you have a spare million
dollars or two to sue them for patent infringement? Have yon thought
about any of this?

Third, I doubt if you have never checked to see if your competitors have
patents covering your technology. You may find out, rather abruptly 'm
afraid, that the people you’re going to attempt to license may have a
better patent portfolio then you do. All of a sudden you’ll end up

being the licensee. Or what's worse, you may have to shut down and
re-engineer your business to avoid a multimillion dollar patent
infringement lawsuit. This is a real risk -- much more of a risk than
losing a priority date because a square root sign was missing from a
math formula of an example in one of your patent applications. You
should keep things in perspective.

During the Friday teleconference, you say that you don't know why we
came up with a potential bar date of September 1, 2000, yet when Brian
tried to explain it to you, you refused to listen. Now you

independently decide that everything must be done by August 10th. That
cannot realistically be accomplished. Furthermore, I don't think it is
necessary. Based on our understanding when we were there in May, and
based on Brian's comments on Friday, it does not appear that 8/10/99
started the one-year clock. According to both you and Brian, there was
no public disclosure of the invention on that date, and there was no

offer for sale of the invention. If you know of contrary facts, please
provide them. But I refuse to jump through hoops that you arbitrarily
set up just because you don't understand the law, or just because you

get a kick out of seeing lawyers jump through hoops.

I realize that it is not commonplace for outside counsel to be so blunt
and upset with a client, so I apologize for sending this e-mail.

However, I felt that you needed to be told these things now, and in a
straightforward manner, and in writing, in order to salvage our
relationship. We cannot go on working like this. If you don't like the
quality of our services or work product, then please fire us and go find
yourself another group of lawyers who will put up with you. Otherwise,
if you value our working relationship, yow’ll simply have to change the
way you deal with people,
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Please let me know what you decide.

--Doug

>Douglas A. Boehim

>Foley & Lardner

>777 East Wisconsin Avenue

>Milwaukee, Wisconsin 53202

>Tel: (414)297-5718

>Fax:(414)297-4900

>Email: daboehm @foleylaw.com

>

>NOTE: The information transmitted in and/or attached to this message
>is intended only for the person or entity te which it is addressed and
>may contain confidential and/or privileged material. Any review,
>retransmission, dissemination, or other use of, or taking any action in
>reliance upon, this information by persons or entities other than the
>intended recipient is prohibited. If you received this information in
>error, please contact the sender and delete the material from any
>computer,

>

>Best regards,

Elist
Eliot I. Bernstein
Founder & Chief Technology Officer

iviewit.com
email: eliot @iviewit.com

2255 Glades Road
Suite 337 West

Boca Raton, FL 33431
Voice: 561.999.8899
Fax: 561.999.8810

Toll Free: 877.484.8444
Cellular: 561.212.9254
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Brian G. Utley

From: Eliot |. Bemstein [alps1@ bellsouth.net]
Sent: Wednesday, August 09, 2000 11:10 AM

To:  Douglas Boehm (E-mail); James F Armstrong (E-mail); Simon L. Bernstein (E-mail);
brian@iviewit.com

www.iviewit.com

Doug - As you can imagine I am a bit upset myself with last Friday’s conversations but for
different reasons. I have made not one single unfounded accusation. My remarks were based
on facts. If you read the transcript what initiated that call was that when we received the
patent that was filed, many of our changes were not incorporated. Most of the changes in the
math that we spent the entire day with you laboring over were not incorporated in the patent.
The math had fundamental errors still such as missing square roots etc. Also, if you listen to
the tapes you will find that Brian was also upset that the math that he had sent several days
earlier was also not included. Therefore, we seem to see wild accusations as separate items.

1 would have liked to have more time to review the patent myself but you and Steve were
working with Brian and I did not really have time to review until the week prior to filing when
I first received the first draft. This gave me very little time to review prior to filing, so I am
unclear as to how I could have done things any faster as you said in your letter. I figured we
had established most of the meat of the invention when you came to our offices several months
ago and that the final patent would have been well thought out, and that the math would be
correct and tested. When I received the first draft of the filing, again, we had failed to cover
zoom without pixelation. When I saw the complexity of the math, I asked my friend to explain
it to me. What Jim found were huge errors that we spent our entire day reviewing with you.
‘We agreed to those changes and we trusted that they would be incorporated in our filing. They
were not. You now refer to these as minor changes but while we first reviewed them you called
them very significant.

As you articulately pointed out, I am neither a patent attorney nor an engineer nor a
mathematician, so I have hired people I do trust. What was shocking to me as naive as I may
be was that these were items that were discussed to full understanding and yet they remained
wrong. You cannot argue that there is much wrong with my anger since it remains founded in
facts. Anger is an associated with fear, and this seemed to put me and my partners in danger
because of the errors. Thus, I re-acted to these facts by asking Steve what liabilities we would
now encumber and this is of major concern to my shareholders etc. if there were liabilities that
arose.

Regarding the patents Ray filed, it was you and Steve that pointed out that there could be
problems in Ray’s filings. Again, I re-acted in fear. How can the people we are entrusting to
our inventions fail to serve us well? Thus, I alerted those involved and you presented your
position on Ray Joao since you were the one who made the accusations in the first place. After
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listening to you we had decided to go back and amend Rays application to claim priority of all
matter to that initial date. When we talked with Steve it was unclear if we were still on that
same path and that was because of the bar date. We revisited the bar date issue and it became
unclear as to whether it was September or August based on Centrack. When we noticed that
the math and illustrations were not based on the stuff Brian had sent you we asked Steve to
explain, he had no answer as to why it had been filed without it. Then, if you listen to the tapes,
you will see that Brian was very upset that these changes had not been entered. He was
shocked and so expresses his emotions on the tape. Have you written him an angry letter,
calling him a wildcard that has unfounded accusations.

As to holding the meeting without you, we were very concerned about the mistakes in the filing
and we did try several times to call you, Per Steve and your secretary it was determined that

you were totally unreachable by any communication methods. We did not know that this was a
foul and had Steve felt uncomfortable he should have passed on the call or brought Bill Dick in.

I have not gone behind your back and made accusations, I am simply trying to understand why
the filing was missing the corrections we had worked on, and why Brian’s math he had sent
days earlier was not included and what this would expose us to. If the math mistakes were
critical, it would have been I who would have had to explain to our board why their
investments may have not been adequately protected. How would you feel in that position?

Since these items that will be corrected are in fact mistakes and not accusations of mistakes, I
fail to understand why your retort appears so hostile. Why you feel the need to attack my
personality etc. The point of Friday's conversation was to make changes where change is due
and move forward, together. We asked for a clear and concise letter addressing these and
other issues that would help clear up the mistakes etc.

I do understand why you want to seek wrath against me or my company for founded factual
mistakes, made on your part. I was expecting an apology from you as to why this occurred in
the first place, not a letter accusing me of any wrong doings. Idid nothing wrong. I feel that
the bill for that filing should instead be reduced for the time and effort that was wasted and
will be further wasted fixing the errors.

Iam a little confused by the statement; "Since you seem to have a predisposition to sue your
patent lawyers, I now have to religiously follow all of our firms practices and procedures for
documenting everything I say and do with you." Why were we not doing this all along, as it
seems a practice of the firm to protect your clients and why would this subject me to additional
rates?

I'am also puzzled as to why you chose to write me directly and not include the other people
involved in this matter. First, Brian was also very upset and puzzled by this. Brian, unlike me,
has good knowledge in this arena; he has been hired to handle the intellectual property of the
firm. If anyone has failed to understand any of the things you have mentioned, you must
confront him. Brian has been working with you to develop and cultivate the property; if we are
in the dark you must confront him. I am naive in this world and this is why I have entrusted
both him and you to protect the company. Also, my father was on the phone and Jim
Armstrong and neither have felt that I did anything wrong or unjust. Thus, I feel obligated to
Iet them respond to your letter as well.

Iam sorry for your feeling that I have accused you of wrong doings. I was just upset with the

8/9/2000





[image: image115.png]Page 3 of 7

facts of the matter and may have seemed scared and afraid. I like both Steve and yourself and
do appreciate all you have done. It does not negate the problems though. I am unsure of how
you want to proceed with the firm but X think this need to be handled by all involved parties.

Best regards,

Eliot

From: Boehm, Douglas A.

To: Eliot Bernstein (Iviewit)

Sent: 8/9/00 2:46 AM

Subject: PERSONAL AND CONFIDENTIAL

PERSONAL AND CONFIDENTIAL
ATTORNEY-CLIENT PRIVILEGED

Eliot--

Eneed to discuss something personally with you that is very important
to our working relationship. I am sending this via e-mail and only to
you, without copying Brian or anybody else, so whether you share it or
not is entirely up to you. Please take the time to read and consider

the following.

T am very upset with the way you handled the situation at last Friday's
teleconference with Steve Becker regarding the latest patent application
filing, and I am particularly offended by your exaggerations,
accusations, and criticisms of our work. 1listened to the tape of the
teleconference, and I was shocked.

First, you know that [ am the Foley & Lardner partner respensible for
Iviewit work, and Steve Becker is the associate who reports to me. I
can't believe that you decided to hold that teleconference Friday with
Steve without me being present. That was really low. If you want to
fly off the handle and jump to conclusions without talking to Brian
first, that's your business. But when it comes to making accusations
about the quality of my work product to my associate, that’s my
business.

Second, Steve and I have consistently put 110% effort into everything we
have done for you. Last week, I put in 200% effort, flying down to
Florida on short notice so you can hold a meeting to figure out if you
were going to sue your former patent attorney, having me spending all
the next day with your investment bankers, and then spending the night
in the O’Hare airport and coming directly to work the very next day to
revise and file a patent application for you by midnight. I don't know
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OK now Jim Armstrong’s Reply and after this you should listen to the tapes of Foley’s Folly’s.

Jim’s comments in red.

 
-----Original Message-----
From: Jim Armstrong [mailto:jarmstrong1@comcast.net]
Sent: Sunday, April 28, 2002 8:44 AM
To: Eliot.bernstein@verizon.net; Caroline@cprogers.com
Subject: Boehm redlined doc
Importance: High
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Mr. Eliot I. Bernstein

Founder and CTO

Iviewit.com, Inc.

One Boca Place

2255 Glades Road, Suite 337 West

Boca Raton, Florida 33431

Re: Correspondence and Issues regarding

PCT International Patent Application entitled

“System and Method for Providing an Enhanced Digital Image File”

Filed: August 2, 2000

Inventors: Bernstein, et al.

Our Reference: 57103/120

Dear Eliot:

Pursuant to your e-mail instructions sent Friday, August 4, 2000, I forwarded a

notebook to you containing a copy of all correspondence relating to the above-referenced

patent filing. Furthermore, pursuant to your request during the telephone conference of

Friday morning with Steve Becker, the following describes what occurred during the

preparation of this application, any errors made in the application, how they were made, what

risks are involved, and how the errors can be corrected.

Overview

Before discussing the details, I would like to put things into perspective and

comment on the magnitude of the errors and the extent of their repercussions. I believe that

the errors in the filed specification are of a very minor, technical nature, which can be readily

corrected in the various patent offices in due course, and which will have no negative impact

whatsoever. The errors in the math will not affect our priority claim back to the August 2,

1999, provisional application, because the math examples were not originally in there. As

Steve explained during the Friday teleconference, the worst thing that could happen is that we

could lose the benefit of priority for the mathematical examples for a short period of time,

i.e., from the August 2

nd

filing date to the filing date of a continuation-in-part application

which could be prepared and filed this month, if we decide to do so. In my opinion, the entire

CONFIDENTIAL

ATTORNEY-CLIENT PRIVILEGED
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situation surrounding these errors has been overstated, and your concerns expressed during the

Friday teleconference are unwarranted.

Correspondence

In order to explain exactly what happened, the following paragraphs set forth a

brief description of the enclosed correspondence surrounding the preparation and filling of the

PCT application, and points out where and why the errors occurred. The numbers below

correspond to the tabs in the correspondence notebook.

1. July 21, 2000, Letter from Steve Becker to Brian Utley

This letter encloses the “Zoom and Pan” invention materials on which the

above-referenced PCT application is based.

2. July 24, 2000, 4:44 p.m., E-mail from Steve to You and Brian

This e-mail summarizes the recent conversation regarding the zoom and pan

invention, and sets forth our strategy for preparing and filing the application.

3. July 24, 2000, 5:02 p.m., E-mail from Steve to You

This E-mail attached a copy of the previous letter Steve sent to Brian on

July 21, and asked you for any additional comments you may have.

4. July 25, 2000, 7:35 p.m., E-mail from Steve to You and Me

This e-mail just confirms the time for the next teleconference for discussing the

patent application.

5. July 26, 2000, 3:01 p.m. and 3:06 p.m., Letter from Steve to You and Brian

This letter encloses the first draft of the PCT patent application and the inventor

information sheet. The letter says that Steve will call both you and Brian at 5:00 p.m. Eastern

Time that day.

Note that this first draft includes several blank spaces, question marks, and

comments indicating where Steve thought that additional support was needed.

6. July 27, 2000, 11:43 a.m., Fax from Brian to Steve

This fax, sent from Kinko’s in Ogden, Utah, when Brian was on vacation,

encloses the first examples of the mathematical formulas and a single Example that will be

added to the first draft of the application. Note that Brian originally defined the source image

aspect ratio (siar) as the height over the width.
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7. July 27, 2000, 2:07-3:45 p.m., Fax from Steve to You and Brian

This fax includes only the nine pages of the application that were revised,

including the background section and claims.

8. July 28, 2000, 4:56 p.m., Letter from Steve to You

This letter encloses the second draft of the patent application, which includes

additional disclosure received from Brian. Since Brian was still on vacation, Steve asked you

to make a copy of this letter and draft for Brian’s review.

Note that in this second draft, that Steve’s comment on page 13 points to an

inconsistency between the math formulas and examples provided in this draft versus Brian’s

macro Excel spreadsheet output.

9. July 31, 2000, 8:43 a.m., 9:27 a.m., and 1:45 p.m., E-mails from Brian to

Steve

Here, Brian sent Steve three different versions of the imaging math formulas

and examples. Note that the aspect ratio is still being defined as height over width.

10. July 31, 2000, 3:58 p.m., E-mail from Steve to Brian and You

This e-mail acknowledges receipt of Brian’s three versions of the imaging math

formulas and asks whether the latest e-mail is inclusive of all prior changes. Steve states that

he will now amend the specification of the PCT application based on this latest mathematical

formulas and examples.

11. July 31, 2000, 7:09 p.m., Fax from Steve to You and Brian

Steve faxed you the third draft of the patent application. Steve asked for

comments as soon as possible, but in no event later than 10:00 a.m., Wednesday, August 2,

which is the day that the application had to be filed.

12. August 1, 2000, 7:38 a.m., E-mail from Brian to Steve

This e-mail confirms that the last e-mail included all the changes to the imaging

mathematics.

13. August 1, 2000, 7:42 a.m., E-mail from Brian to Doug

In this e-mail, Brian forwarded the July 31 e-mail to me, including the latest

imaging mathematics.
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14. August 1, 2000, 8:30 a.m., Copy of Brian’s Comments

This document shows Brian’s comments on the second draft of the application.

Brian gave this marked-up version to me when I was at your offices that morning.

15. August 2, 2000, 9:06 a.m., Fax from You to Steve and Me

This document sets forth the changes made to the third draft of the application

by the Iviewit reviewing team, which now included Jim Armstrong. This document was the

basis of our telephone conference from 10:00 a.m. to 3:30 p.m. that day. Note that this is the

first time Jim provided his comments to us. Also note the extent of the comments, which, at

this late stage in the process when the application had to be filed that same day, caused me

some concern. During our teleconference, it became clear that we were revisiting old topics

and decisions we previously made with you and Brian in the previous drafts of the application.

Particularly note the extent of the mark-ups on the imaging mathematics beginning at page 11.

A significant amount of time was spent discussing the particulars of the math formulas

between Brian and Jim, and we all agreed that Brian would modify the math and examples and

send them to me. Note that when the call ended, the source image aspect ratio was still being

defined as height over width (see page 11).

16. August 2, 2000, 5:49 p.m., E-mail from Brian to Me

This e-mail attached the latest modifications to the mathematics and examples

that Brian said he would send me. Note that this is the first time the aspect ratio is defined as

width over height, since, in response to my pointing out the inconsistency between

photography versus computer display aspect ratio conventions, Brian determined that it would

be more consistent to express the math in the patent application in accordance with the

computer display convention. This version of the imaging mathematics is what I used as the

basis for the final draft of the patent application that was filed that night.

17. August 2, 2000, 9:39 p.m., E-mail from Me to Brian (at home) and You

This e-mail contained two versions of the same document, which represent

where I was in the editing process at that time. The first document was in Word version

6.0/95 for Brian to be able to read at home. The second version was in Word 97 as usual.

Note that my e-mail told you and Brian that you could send a copy to Jim if you want.

As you can see, I was fighting the clock since the application had to be on file

before midnight that night, and I had to allow sufficient time to drive to the airport post office

to obtain the filing date. Note that, beginning on page 13 (of the second version), and through

to page 18, the imaging process mathematics and examples are set forth substantially in

accordance with Brian’s latest revisions. However, the digital example, beginning on page 22,

had not yet been edited to pick up the change in aspect ratio convention. Also note in this
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draft that independent claim 1 has not yet been changed to make the user interface element a

dependent claim.

After additional discussions with both you and Brian that night, you both gave

me the verbal “okay” to file the application. We obviously did not have time to let all three of

you review it again before it was filed. At that time, it was all I could do to finish making the

changes you requested throughout the day. I did that. I then briefly checked over the final

documents, worked with my foreign filing coordinator to prepare the formal filing papers, and

drove to the airport post office. The PCT and corresponding U.S. patent applications were

properly filed that night.

18. August 3, 2000, 11:55 a.m., E-mail from Me to Brian, You, and Steve

This e-mail simply confirms that the applications were filed last night, and that

copies would be forthcoming.

19. August 3, 2000, 1:35 p.m., E-mail from Brian to Me

This e-mail from Brian, thanking me for the “supreme effort to get the job

done,” was appreciated.

20. August 3, 2000, 2:47 p.m., E-mail from Me to You and Brian

After being informed that you wanted a copy of the application right away, I

sent this e-mail attaching the Word document for the PCT application as filed. The e-mail

clearly says that the drawings didn’t change, which meant that you already had copies of the

drawings from the previous drafts. I could not e-mail the drawings, and I thought since you

already had a fax copy, this would suffice. I also said I would send full copies next week.

This Word document does exactly represent what was filed in the PCT that night.

21. August 4, 2000, 11:34 a.m., Fax from Jim Armstrong to Me, copying You and

Steve

This facsimile contains eight pages from the filed PCT application, which have

been marked up to show what Jim believes are either typographical errors or improper formula

expression. This fax was apparently the basis of the telephone call between you, Brian, Sy,

Jim, and Steve on Friday. Each one of these purported “errors” will be discussed in detail

below.

Friday Teleconference

In your extended teleconference with Steve Becker on Friday, of which I was

not a participant, you made several inaccurate statements, accusations, and remarks regarding

the errors in the application and, in general, the proficiency of Foley & Lardner’s services.

Foley & Lardner

Mr. Eliot I. Bernstein

August 9, 2000

Page 6

001.834676.2

Now that I have had the opportunity to review the tapes of the Friday teleconference, the

patent application, and the application correspondence set forth above, I would like to explain

exactly what errors were made, how they were made, why they were not caught, and what

issues they raise. Although Steve did a masterful job of trying to educate you on the

fundamentals of patent law in an attempt to put the errors in perspective, Steve was not

involved in the preparation of the final draft of the application and so could not be expected to

know how these errors arose.

Discussion of Changes

Please refer to the August 4, 2000, 11:34 a.m., facsimile from Jim Armstrong,

which can be found at tab 21 of the correspondence notebook.

(1) Page 12, line 27

Although this is not an error, and Jim did not mark it as such, I want to point

out that the formula “tiw=squareroot (tia*sir)” uses the word “squareroot” instead of the

square root symbol. Either way, this formula is correct, and provides sufficient basis, in my

opinion, to correct subsequent errors in this formula, particularly where they don’t make

sense.

I do recall Brian mentioning, late Wednesday night, that a square root symbol

was missing. I understood his comment to mean that I used the word “squareroot” instead of

the square root symbol in this line of the application. I might have told Brian I would fix this

in the final draft, but I probably ran out of time. Nevertheless, this is not an error. In fact, I

am thankful that I did not remove the word “squareroot” intending to insert a square root

symbol which may have been forgotten in the rush.

(2) Page 13, line 7

The minimum scan density (msd) is defined here as “msd = tih/sih” (target

image height over source image height). This is mathematically equivalent to “tiw/siw”

(target image width over source image width), which is apparently what Jim and Brian want it

to be for consistency with the last-minute change in aspect ratio convention. I agree. This

formula can easily be changed to read “msd = tiw/siw = tih/sih,” particularly because of the

equivalency. It is my opinion that this is a very minor technical change, it should not be

considered an error in any sense of the word, and I don’t believe we will encounter any

problems changing it in both the United States Patent and Trademark Office (USPTO) and the

World Intellectual Property Office (WIPO) where the PCT (Patent Cooperation Treaty)

International applications are filed, searched, and, optionally, examined. Recall that the same

patent application was filed as both a PCT and US application Wednesday.

Note that this is the first time anybody pointed out a problem with this equation. (note:  This equation was expressed correctly in the draft that was reviewed because the aspect ratio was expressed at height over width.  This equation became erroneous when the aspect ratio convention changed and a corresponding change to this equation was not also made)

The same equation appears in the previous drafts which you reviewed, and no reference to
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correcting this equation appears in Brian’s latest imaging process mathematical spreadsheet.

Therefore, your accusation that Brian made this change with me, and it’s still wrong in the

patent, is, itself, wrong.

The best-case scenario, which I predict will occur, is that the USPTO and

WIPO will permit me to make a preliminary amendment to the specification to make this

change. In the worst-case scenario, the USPTO or WIPO will consider the change to be

impermissible new matter, and the equation will have to remain as it was filed. In that case,

there is an extremely remote chance that someone, someday, could argue that the

inconsistency could cause the patent to be invalid for lack of enablement, i.e., that the

specification does not “contain a written description of the invention, and of the manner and

process of making and using it, in such full, clear, concise, and exact terms as to enable any

person skilled in the art to which it pertains, or which it is most nearly connected, to make and

use the same, and shall set forth the best mode contemplated by the inventor of carrying out

his invention.” (35 U.S.C. § 112, ¶ 1.) However, I highly doubt that such a minor

inconsistency could warrant such a drastic effect, especially since the mathematics itself isn’t

claimed.

(3) Page 13, line 19

For consistency’s sake, “viw=vwh*1.25” should be changed to

“viw=vih*1.25”, even though the previous line states that “vih” and “vwh” are equal to each

other. Again, I would consider this a minor technical modification to a mathematical example

that is not necessary for validity of the patent. Nevertheless, I think that we will be able to

make this minor correction in both the USPTO and WIPO without any problem or

repercussions. Not only is it simply a more preferred way of stating the same mathematical

value, it is supported in the terminology of Examples 2 and 3. It is also an obvious

inconsistency which would be known to those skilled in the art.

Note that this inconsistency appears in the latest version of Brian’s mathematical

formula spreadsheet under Example 1, which was essentially cut and pasted from his

spreadsheet into the patent application shortly before it was filed. I did not have time that

night to double-check all of the mathematical formulas.

(4) Page 13, line 23

The square root symbol is missing over the expression “2,560,000/0.8”. This

is an oversight on my part. The square root symbol does appear in Brian’s Excel spreadsheet.

I simply cut and pasted the text from Brian’s Excel spreadsheet into a Microsoft Word

document. Apparently, when this occurs, the square root symbol disappears. I simply did not

have sufficient time to double-check all of the math.
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As mentioned above, I do recall Brian mentioning, late Wednesday night, that a

square root symbol was missing. However, I thought he was referring to the word

“squareroot” on Page 12, line 27, and not here.

I now see that Jim also discovered this error on page 14 of his marked-up third

draft. I did not see it at the time, because I did not go through, line-by-line, all of Jim’s

changes to the math since Brian was going to revise it anyway. Furthermore, I could not rely

on all of Jim’s mark-ups as the basis of the changes, since they appeared to me to essentially

be the mathematical scratchpad he used in trying to understand the invention. It would have

made no sense to follow all of his changes. (Note:  There should have been no need to decipher my notes since all changes were thoroughly reviewed during our 5 hour conference call.  To say that you did not go through everything line by line completely ignores the fact that a complete review of the mathematically omissions was performed during our conference call.) Furthermore, Jim missed other changes that Brian

and I caught later that night. (Note:  This is a cheap shot.  Everyone on the conference call agreed that the changes that I made should be made – in fact, Doug even praised me by saying “Good Catch” when referring to some of the corrections to the improperly expressed math.  Any changes that I “missed” were no doubt attributable to the last minute change in the way aspect ratio is defined.  It is disturbing to me that a fundamental change in the way our mathematical implementation of our invention is expressed is made in the 11th hour – why?)

Once again, I do not believe that this “missing square root symbol” error is of a

major concern. I believe that it would be considered a typographical error in the math, which

can easily be corrected in the USPTO and WIPO by a preliminary amendment. Support for

such a preliminary amendment is found at page 12, line 27, where the same formula appears

correctly stated using the word “squareroot.” Furthermore, any person skilled in the art

would realize that 2,560,000 divided by 0.8 does not equal 1789 as set forth in the description,

but that the square root of such a quantity would make the equation correct.

Again, let me discuss a worst-case scenario. If, on the remote chance that the

USPTO or WIPO determines that the addition of a square root symbol is not a simple

typographical error but instead constitutes new subject matter that cannot be added to the

specification, we would have to determine at that time the proper course of action. First, such

a determination can be appealed if we believe it is warranted. Second, the entire Example 1

can be stricken from the application if we feel that the remainder of the specification provides

sufficient enablement for the claimed invention, and that leaving Example 1 in the

specification without the square root symbol somehow takes away from enablement. Third,

we can file another patent application in both the USPTO and WIPO, with the corrected

formula. This would ensure that we would only lose priority from August 2 to the date of the

filing of the corrected application. Since this mathematical example isn’t in the original

priority documents, it cannot be said that we would lose any benefit of priority from the

original provisional applications.

I do not agree with Jim’s argument that the missing square root symbol makes

the entire patent application so difficult to understand that correction would be needed to apply

the math to create the image. (Note:  The comment that the omission of the squareroot symbol made the patent difficult to understand was made in reference to the digital image process where the formula on p.18, L.28 does not include reference to a squareroot.  P.18 is a discussion of the digital image process; the formula on P.12, which includes the squareroot, refers to the analog process.  Since there are definite differences in the overall math between digital and analog, it cannot be assumed that the formula on P.12 can be substituted.  As a first time reader of this patent, I thought that the absense of the squareroot in the formula on P.18 was a fundamental difference in the approach – this confused me until I was able to identify the omission as an error in the formula, not an intentional deviation from the analog process.)Steve’s counter-argument is directly on point: if correct math

was required to create the image, then the August 2, 1999, provisional filing would be

essentially worthless for lack of enablement, because it has no math. I simply do not believe

that perfectly correct math is required for enablement.

It is my opinion that there is no need to file a corrected application as a

continuation-in-part to remedy the situation. I plan to file a preliminary amendment in the
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USPTO and WIPO to correct the formula, which I believe will be accepted without an

argument. I have successfully made changes of similar scope by preliminary amendment in

both the USPTO and WIPO without encountering any problems. If I am proved wrong, and

we decide not to appeal, I still think there is little downside risk in leaving the application as it

is. In fact, I believe that there is more risk involved in filing a continuation-in-part application

to correct such minor errors, since it could be argued that such a new filing constitutes an

admission against us that the addition of the square root symbol is new subject matter.

(5) Page 13, lines 23-25

Since the aspect ratio convention was changed at the last minute, these three

formulas should have been changed to precisely correspond to that convention. However,

with the addition of the square root symbol in the formula in line 23, the three lines are

actually correct as set forth in the patent application, but somewhat inconsistent with the new

convention. (in other words, these formulas were wrong and inconsistent since the squareroot symbol was omitted) Moreover, the final number result is identical to that which would be obtained by

reversing the formulas as now requested. Once again, I believe that both the USPTO and

WIPO will permit us to change these formulas to make them consistent and easier to read.

Note that, with the exception of the square root symbol disappearing as

discussed above, these formulas were cut and pasted from Brian’s latest Excel spreadsheet (so the absence of the squareroot symbol was Doug’s oversight and the inconsistency in the formulas was Brian’s mistake),

and appeared as set forth here in the 9:39 p.m. application draft sent to you and Brian.

(6) Page 13, line 29

The viewing window stated as “320 x 240 pixels” should read “480 x 320

pixels” as set forth on line 14 of the same page. This was simply an oversight by all of us.

Neither you nor Brian caught the mistake in the second draft sent July 28th (at page 13) or the

third draft sent July 31st (at page 14), and Jim also missed it in his August 2nd mark-up. I

missed it also during my final edits. (Nevertheless, Jim was still the only one who caught this error – why isn’t anyone else reviewing every line of the patent with the same critical eye?)

Once again, I believe that this would be considered a minor typographical or

technical error, which can readily be corrected in both patent offices with a preliminary

amendment. It is clearly supported at lines 14 and 15 on the same page of the patent

application. The reader would know that this is an obvious typographical error, and

correcting it does not constitute new matter. On the other hand, if somehow it does not get

corrected, I do not believe that this error would render the patent invalid for lack of

enablement.

(7) Page 14, line 6

I agree with Jim’s suggestion that the width and height be stated here, as was

done in Examples 1 and 3. Again, I do not believe this is a major concern, and I think we will

be able to add the width and height labels with a preliminary amendment. It is clearly

supported elsewhere in the specification. Note that this oversight could have been caught by
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you or Brian (or Doug) before filing, since it appears the same way on page 16 of the 9:39 p.m. draft. (Note that this was caught by Jim as evidenced by his notes on the draft – it was also mentioned during the conference call – yet still not changed in the final submisson.)

Nevertheless, this is a very minor point, which will have no affect whatsoever.

(8) Page 14, line 17

Again, the square root symbol is missing, but this time the formula itself does

not need to be changed other than adding the square root symbol. See my previous comments

regarding addition of the square root symbol.

(9) Page 14, line 27

Here, “400w by 360w” should read “400w by 360h”. This is an extremely

minor typographical error,(why are errors tolerable at all?) which can readily be corrected by preliminary amendment. This

particular error should have been caught by all of us a long time before the filing date, since it

also appears in the third draft.(IT WAS!  Jim caught it in his review of the 3rd draft and it was discussed on the conference call!)

(10) Page 15, line 6

Once again, the square root symbol is missing, but the underlying equation is

otherwise correct. Refer to my previous comments regarding addition of the square root

symbol.

(11) Page 18, line 28

Again, the square root symbol is missing. This example provides even a

stronger argument that omission of the square root symbol is a typographical error, since the

exact same formula is stated correctly on page 12 at line 27 using the word “squareroot”.

Again, refer to my previous comments regarding the omission of the square root symbol.(Again, one cannot assume that the process of handling a digital file is the same as for an analog file especially in light of the fact that there are distinct differences in the process and the math.  These differences are evidenced by L.30, P.18 where the result of the formulas on lines 28 and 29 can be overridden.)

(12) Page 19, lines 2, 3, and 23

According to the Friday discussion between Jim and Brian, the question arose

whether the minimum scan density should be stricken from these lines (since it doesn’t add

anything and could possibly confuse the reader), or whether it should be left in there, but with

the addition of a new sentence that states that minimum scan density is not required since we

are dealing with a digital image. Brian and Jim agreed on the latter.

This time, however, I don’t agree and I recommend that we do not make such a

change by adding a sentence. There is much higher likelihood that the addition of such a

sentence would trigger a new matter rejection. Furthermore, it may contravene any argument

we have that all of the changes to the specification are simply typographical errors in very

technical formulas and do not constitute new matter. The addition of such a sentence in this

example could be a red flag. The only way I would recommend adding such a statement

would be if you could show me that it was clearly supported elsewhere in the specification.
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Otherwise, I think that the statement “minimum scan density equals N/A” on line 23 says the

same thing, and is actually an important part of the teaching of this example to instruct the

reader that scan density is not a concern with a digital image.

If you don’t agree that leaving the language in is the appropriate thing to do,

then I would be willing to try to amend the specification by striking the minimum scan density

language in this example. At least there is a harder argument that the patent offices would

have to make if they were to hold that removal of this text represents new matter or renders

the specification non-enabling.

No matter what we decide to do on this point, it is also minor concern.

(13) Page 19, line 10

Changing “0.75=0.75” to “1.33=1.33” (where did this error originate? Was this cut and pasted from Brian’s final math document?) should not be a problem, since it is

fully supported in the previous lines of that example. The mistake is obvious, and we would

not be adding new matter to make the change. I believe that this can also be done by a

preliminary amendment in the USPTO and WIPO.

(14) Page 19, line 15

Again, the square root symbol is missing, but the equation is otherwise correct.

Refer to my previous comments regarding the square root symbol.

Summary

As you can now appreciate, the application as filed was not “completely wrong”

as you first thought. True, Brian and I changed the math at the last moment to improve the

readability, which I believe was successfully accomplished. Even if I had time, I could not

have entered all of Jim’s last-minute comments and corrections myself, because they were also

wrong.(I don’t appreciate being made the defacto scapegoat with this statement.  None of my changes were wrong.  Quite the opposite – all of my changes corrected previously incorrect items in the filing which up until that point had been either authored or reviewed by Doug, Eliot or Brian.  Any one of these people may be wrong, but my changes were not wrong!) We mutually agreed to let Brian take another pass and correct the math. He did. I

took his work and pasted it into the specification. Unfortunately, the computer “ate” the

square root symbol, and I didn’t catch it. You had an opportunity to review it, and you didn’t

catch it. Brian had an opportunity to review it, and, if he did catch it and mention it to me,

then I must have misunderstood him. Both you and Brian gave me the verbal OK to file it.

Looking back, I think Brian did an outstanding job of changing the aspect ratio conventions at

the last minute. I think we ended up with a much-improved patent application than we had

with the third draft.

No matter how these “errors” arose, I believe that they are all of a minor

technical and typographical nature, and that corrections can readily be made by preliminary

amendment in both the USPTO and WIPO. Regarding the timing for making the preliminary

amendments, I do not believe there is any rush. Even if there was, we would have a problem
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in making such amendments now without filing an entirely new patent application in both the

USPTO and WIPO.

In the USPTO, for example, it is not standard practice to file any amendments

before we have received the filing receipt and application number. Otherwise, there is a very

good chance the amendment will be lost in the Patent Office. Furthermore, there is essentially

no rush to file the amendment, so long as it does not include new matter. We can also wait

until after the first office action. Furthermore, we will not know whether our preliminary

amendment will be accepted until the Examiner reviews the amendment during examination,

which may not occur until a year from now.

Similarly, in WIPO, the PCT rules do not even allow us to file a preliminary

amendment to amend the specification until the PCT Chapter 2 demand is filed at the

19-month point (seven months from now). Again, even then, we won’t know whether the

PCT Examiner accepts the amendment until months after that.

Conclusion

As I stated above, I believe that the “errors” are of a very minor, technical

nature, that they can be readily corrected in the various patent offices in due course, and that

they will have no negative repercussions whatsoever. I think there is very little risk in waiting

a few weeks to file (How do we file an amendment in a “few weeks” if a preliminary amendment in WIPO is not permitted until “seven months from now”.  Furthermore, the fact that “we will not know whether our preliminary

amendment will be accepted until the Examiner reviews the amendment during examination,

which may not occur until a year from now” is precisely the reason why we are upset that there is a need for an amendment at all!)
a preliminary amendment, and very little advantage in filing all new

applications to make these corrections. Since the math was not in the original provisional

patent applications filed by Ray Joao, there can be no loss of priority claim for that subject

matter.

I hope you can now appreciate why I think that your fears about these “errors”

are exaggerated, your accusations that we didn’t follow your directions  (directions given during the 5 hour conference call were not followed in their entirety) are unfounded, and

your criticism of Foley & Lardner work product is unwarranted.(Perhaps the approach Eliot took was harsh, but the fact remains that there were errors and as such, our criticism of your work is warranted)

Of course, if you have any questions or comments on any of the above, please

do not hesitate to contact me.

Very truly yours,

Douglas A. Boehm

cc: Brian G. Utley

Simon L. Bernstein

James F. Armstrong

William J. Dick

Steven C. Becker

After this letter Brian moved to fire Jim Armstrong and they had to try and destroy the company in order to cover this foul play up and they have not given up since.  Including Doug’s smear campaign, Brian launches a destruction play he tells me Chris and Mike will help him with and this is in fact the nature of every single act since.  

Exhibit 17 – Crossbow Disgust letter

Sat 10/20/2001 4:21 PM

 

Bruce T. Prolow (E-mail); 'Donald G. Kane II (E-mail)'; 'Eliot Bernstein (E-mail)'; 'Gerald R. Lewin (E-mail)'; 'Kenneth Anderson (E-mail)'; 'Simon Bernstein (E-mail)'; Alan J. Epstein (E-mail); Alan Young (E-mail 2); Alan Young (E-mail); 'Alanis Morrisette on behal of Allen Shapiro'; Albert W. Gortz (E-mail); Andrew R. Dietz (E-mail 2); Andrew R. Dietz (E-mail); 'Bettie Stanger on behalf of Ginger Stanger'; Brian G. Utley (E-mail 2); Brian G. Utley (E-mail); 'Brian Utley on behalf of Christopher Wheeler'; David J. Colter (E-mail 2); David J. Colter (E-mail); Donna Dietz (E-mail); 'Ellen Degeneres - On behalf of Tidal 4'; Gerald R. Lewin (E-mail 2); Gerald R. Lewin (E-mail 3); Guy T. Iantoni (E-mail 2); Guy T. Iantoni (E-mail 3); Guy T. Iantoni (E-mail); H. Hickman "Hank" Powell (E-mail 2); H. Hickman "Hank" Powell (E-mail); H. Wayne Huizenga Jr. (E-mail); 'Happy Feet Living Trust on behalf of Lisa Hendricks'; Jack P. Scanlan (E-mail 2); Jack P. Scanlan (E-mail); James A. Osterling (E-mail); James F. Armstrong (E-mail); James R. Jackoway (E-mail); Jeffrey Friedstein (E-mail 2); Jeffrey Friedstein (E-mail); Jill Iantoni (E-mail); Jude Rosario (E-mail 2); Kenneth Rubenstein (E-mail); Kevin J. Lockwood (E-mail 2); Kevin J. Lockwood (E-mail); 'Lauren Lyod Living Trust on behalf of Allen Shapiro and Lisa Hendricks'; Lisa Sue Friedstein (E-mail); Mara Lerner Robbins (E-mail); 'Maurice'; Maurice R. Buchsbaum (E-mail); Michael A. Reale (E-mail 2); Michael A. Reale (E-mail); Michele M. Mulrooney (E-mail); Mitchell Welsch (E-mail 2); Mitchell Welsch (E-mail); Mitchell Welsch (E-mail); Patty  & Lester Daniels (E-mail); Ravi M. Ugale (E-mail); Raymond T. Hersh (E-mail 2); Raymond T. Hersh (E-mail); René P. Eichenberger (E-mail); Ross Miller (E-mail 2); Ross Miller (E-mail); Stephen J. Warner (E-mail 2); Stephen J. Warner (E-mail); Steve L. Sklar (E-mail 2); Steve L. Sklar (E-mail 3); Steve L. Sklar (E-mail); William E. Schott (E-mail); Zakirulirul Shirajee (E-mail 2); Zakirulirul Shirajee (E-mail 3); Zakirulirul Shirajee (E-mail)

 

H. Hickman "Hank" Powell, René P. Eichenberger, Bruce W. Shewmaker, Stephen J. Warner, Ravi M. Ugale
Croobow Investments
One North Clematis Street, Suite 510
West Palm Beach, FL 33401
 
Gentlemen,
 
I am very confused by the recent turn of events for I View It.  I am unclear of why you have you pulled the plug on the company you had promised to finance throughout this re-organization and move into licensing agreements with AOLTW, Sony and others.  You have been made aware by Aidan that through his discussions with Greg Thagard of AOLTW, that royalties could be paid in advance and that AOLTW was willing to look at making an investment in I View It's technologies.  The revenue streams projected by Aidan from his discussions with the studios becoming enormous in just a few weeks, when we get the patents approved.  This seems a strange time to pull the plug, any explanations? 
 
It appears that after you received Zafman's opinion letter regarding the patents strengths, knew you had a Fortune 100 Management team in place for the AOLTW, Sony meetings, had AOLTW as an account, had technical validation of the patents from the AOLTW advanced technical team that you met with in W. Palm, you saw the light at the end of the tunnel and through a BK or whatever you are forcing us into, have stacked your cards with Securitized notes with friends of yours like Ross & Maurice who were running the company for you.  It appears you are trying to heist the jewels.   
 
You have led both me and the folks at AOLTW to believe that you were going to get the company positioned for these licensing and investment meetings.  Instead, I find from the new guy Larry Mondragon that you brought on, that it looks like instead of this pre-packed, half baked BK, that you guys concocted to wipe out the shareholders, you in fact would come out stealing the company from all those who built it.  After speaking with Larry Thursday, he informed me that he really did not represent me, that he represented Crossbow since they "ran and controlled the company and made the decisions for the company."  He said that his plan he developed with you and presented to you in Florida was to wipe/wash people out of their holdings so that he and new management and Crossbow would have a clean slate free of people like the shareholders.  
 
I was dumbfounded and still cannot believe that you, my trusted investors would have conspired in this fashion.  But it appears to look true and since Aidan and Larry have been working exclusively with you and your team to develop this business plan, I was horrified and stunned last week when I saw the fruits of your efforts, a BK with you and cohorts on top.  Force the company into BK and steal the assets, that's what you had management prepare.  I trusted you when we restructured your holdings a few months ago so that you would have a big percent, but you promised me I did not have to go out and seek more investment since you would finance the operation from that point, put in new management, raise any additional funds, and that we would be OK through the AOLTW, Sony, Movie Fly negotiations and the patent approval process.
 
Well your true colors showed when you promised the employees and your new management team that the money was in the mail for our payrolls, insurance, etc. and then cancelled out the financing, leaving everything in a drastic state of 2 months behind on your payments, employees unpaid, insurance cancelled on people at the hospital without notice.   You told Aidan to fly out to West Palm and New York when you knew since you control the accounts with management that we were over $100k negative.  
 
This seems criminal to say the least, and then Larry told me Thursday, that it was a "perfect plan" for Crossbow since you had securitized your loans it would be like stealing candy from a baby.  He also informed me that the only people who would come out ok in the new company were you and your friends; Chris Wheeler my attorney and your old friend who introduced us (and is now the largest single creditor), Brian Utley who Chris brought in as trusted management, Mike Reale Brian's IBM friend, Foley and Lardner Brian's friend, Maurice Buchsbaum your ex-employee, Ray Hersh Maurice's best friend, Aidan and Larry.  It appears that all my advisors, who I believe have fiduciary responsibility, are the ones that are trying to force us into bankruptcy to come out with the assets on the other side.  All the people who built this would be wiped out.  I am not a lawyer but all this smells funny, especially running the company and management into the ground with this surprise at the end.  
 
I am unsure of our recourse at this point as shareholders since your management team is no longer employed because you have refused to pay them and finance the company at this point.  I am confused why you do not return a call as to your position with respect to the AOLTW meeting yesterday and what Crossbow would be willing to do to induce investment.   I sure hope this was not the only business plan you have been working with Aidan, Larry and Ross on.  What happened to the business model of going to AOLTW with a restructured plan that offered the shareholders something?  
 
I went to AOLTW on behalf of the company yesterday to appeal for some help from them.  I did not have any answer from either Hank or Steve as to what I could represent from your side.  They have offered to have an investment decision in 4-6 weeks understanding the current strain you are placing the company in.  I also, was unable to respond to our ability to maintain our accounts with them, but did inform them that the company run by your new management, had not paid rent in over two months, which was promised by your management to the building management as being paid and checks were cut.  I believe that we have our accounts with Aidan who you have been depositing money into his new account but I have no powers over this so I am unclear as to balances and bouncing checks, etc.  I also told them the patent work we did that they may invest in was now at risk due to the failure of Crossbow to provide the promised capital and several decisions they (the Crossbow management team) have made with Crossbow.  
 

AOLTW and Sony have made you aware on several occasions (your trips here and theirs to you) that the technology is good and in use and that it would have great potential in many markets.  I think they too feel that you have led us all down a road one way and in this disgusting move to leave the company high and dry and pull your loans as we default on the interest, that this looks and smells like a rat and you are trying to steal away the assets.
 
I am unsure why you would pull this at this moment other than to fail to pay the interest on your secured notes, force the company into BK and steal the assets with the creditors, your friends, to come out ok on the other end.  Seems strange that you have securitized the notes, and switched fence on secured credit from unsecured and right now only a few weeks away from patent approval and validated revenue streams which could amount over 20 years to billions, you are strangling the company with your friends and ex-employees.  

 

Best regards,
Eliot
Eliot I. Bernstein
Founder & Vice Chairman
eliot@iviewit.com

I-View-It Technologies, Inc.
505 North Brand Boulevard
Suite 1420
Glendale, CA 91203-2308

Voice:                    818.545.1444
Fax:                        818.545.1440
Cell:                      310.600.4645 
Home\Work:       310.265.1730 
www.iviewit.com
Blessed are the geek: for they shall inherit the earth! Gatthew 5:5
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Exhibit 18 – How to have your son claim someone else’s son’s ideas when you are an investor in that Company, and by the by, is I View It confidential information Hank’s normal diner critter chatter under strict NDA

Note that the kid is very clever in designing the name of his viewer the VIEWIT viewer.

and more to boot with this little son of a son of a *(*&^*&#*^&
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From: Zachary Powell [sapro@assimilation.org] Sent: Sun 7/8/2001 3:57 PM
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Subject:_Imaging technology.

Eliot,

Einicand ore discusshosyouimaghatecindony s, slamopn anthe ghowad e somasexamilssion i o

are very similar to a image viewer | made last spring using Macromedia Flash
ﬂg b agmghyte org/zoorm). From what | can see they utilize the same pinciple, though mine lacks a few features that | never got around to implermenting. Could

u
you explain the advantages of your system? From what | can see they produce comparable results (though trying to compare diflerent images is obviously highly
Subjective)

Thanks, Zach.
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and more to boot with this little son of a son of a *(*&^*&#*^&

Zak, please call me when you have a moment to discuss these issues 310.265.1730 or 310.600.4645. 

Eliot 

-----Original Message-----
From: Zachary Powell [mailto:sapro@assimilation.org]
Sent: Monday, July 09, 2001 10:00 AM
To: Eliot I. Bernstein
Subject: Re: Imaging technology

The link I enclosed was related to the SightSound (http://www.mp3.com/news/162.html, sorry I had the wrong link). From the press I have seen, they don't appear to be making much headway ... 

In regard to the gentleman who invented stickits, the difference that may arise is whether the invention is nonobvious or not. This is a rather subjective stage of the patent process which is very hard to evaluate. I would of course call the stickit nonobvious (even though it is now a household item for a good number of years), but given that I've been zooming in and out of images with graphics programs for a little over half my life I would not call an this image viewing technique nonobvious. The trouble is, I am not the average computer user (strange as I doubt the Adobe engineers are either). 

I agree that overscaling images may not have been previously used on websites, but my interest in the previous message was how this related to print material. As I said, if one were to open a 150-300dpi acrobat document that was embedded into a webpage then much the same result would be created: an oversize image that may be viewed at multiple zoom levels. The only difference I can see here, is that the original intention was not to trick the viewer but to provide a document that would print out and full resolution. The zoom is merely a additional feature that is useful for viewing the document on screen before you print. As your patent is intended to be applied across software/hardware platforms, were I to add a print feature to the imageviewer I showed you earlier I would essentially have a different concept. It's primary intention would be an imageprinter that shows a preview image on screen which happens to have a zoom feature (to make sure you had opened the right document). It would still be possible for the "french drop" to occur at this stage, the only reason one could not conceive of it happening with acrobat is that it is not packaged as a trick (one expects the resolution as it is for print material). 

So hypothetically, were a real estate company to offer high resolution pictures of rooms to print that had a zoom feature, would it be violating the patent? 

Also, could you explain the proprietary nature of your video encoding process. Again, as far as I can see it is no different from the way I've been encoding to Realmedia formats since they related either encoder so it is hard to see how it is independent from the way others are encoding. When it was first explained to me last year I was under the impression that included some form of pre-filtering similar to the way redundant data in mpeg2 is removed for dvd, but I can see no sign of this in the patents which merely outline a basic method of Play, Capture, Edit, Encode, and Post (allowing for all possible combinations of hardware, software, and settings). Doesn't this put a patent on encoding video full stop, and if so, how would it be nonobvious given that all of the technology used is designed (at least partially) for that specific purpose. Also, if this is in fact what has been patented, how does it produce better quality video than all of those other encoding companies that are violating the patent. 

Sorry for taking up so much of your time with these minor points, but Hank places a lot of faith in my judgement and I don't want to constantly be the source of the negative view point if I am merely missing part of the process. 

Zach. 

----- Original Message ----- 

From: Eliot I. Bernstein To: 'Zachary Powell' Sent: Monday, July 09, 2001 11:48 AM Subject: RE: Imaging technology 

Zachary, 

The idea could have been implemented years ago, the plain fact seems that no-one ever thought of this idea. Simple it is once you learn what is happening, but without that knowledge it appears that no-one had ever thought of this combination of elements to achieve this result for 2D images projected on any screen i.e. camera's, TV's or computer screens. Parts that we did not claim to invent were zooming, applets or scanning, but it the order and combination of the elements to achieve the desired result that we patented, not the individual parts, this is the fundamentals behind a process patent. If it was inevitable why had it never occurred? The reason I believe it never occurred was that fundamentally the critical path for embedding images into frames was to size and create the virtual image at an equal size to the viewing window, I believe this practice would have gone on for infinitum had I not blown up an image to oversize. I was unable to follow the link you enclosed, but I can reference that downloading a file is probably patented by one or more groups, but if you download it using our scaling technique, I do not think anyone had ever thought of that and again that is what we have patented. 

Again, on intellectual property issues the argument is similar to sticky pads. You would assume that the gentleman who invented these had no rights to his idea. He did not invent paper, he did not invent glue and he certainly did not invent stacking. Yet when you combine those elements, you get a result that if copied pay royalties to the one who thought of combining the elements to create a process that yields a result. We are not claiming to have invented the zoom element embodied in programs of the past, and I nor any of the hundreds of engineers who were shown this process, had ever seen anything like it on a screen before, all of them had been working in imaging programs such as adobe for 20-30 years and were fascinated by the invention, including guys like your father who had been looking in computer screens for years. It's like a magic trick, you are fooled until you know the answer than you are never fooled again, and the "French drop" becomes obvious, for the whole affect is changed because you understand the elements that compose the trick and the process to get the result. 
Another example is the InterVu patents. Simply the concept of redistributing files to the closest server. Again, here we have a guy who invented nothing other than a process for moving files around to servers closer to the user. This patent was awarded and Akamai paid 2.7 billion on day two. Another example SightsSound which simply has the patent on downloading movies for pay across a communication environment. Take a look at the deals they are collecting on and who their partners are fast becoming. Let me ask a final question, if it was so easy, and everybody like adobe had already had it, why was nobody using it to achieve this result in their virtual touring software, adobe software packages or any other imaging program?? 

As for licensing of the processes we have developed it appears that all hardware and software applications that utilize imaging or video may have applications. 

Eliot 

-----Original Message-----
From: Zachary Powell [mailto:sapro@assimilation.org]
Sent: Monday, July 09, 2001 6:03 AM
To: Eliot I. Bernstein
Subject: Re: Imaging technology

So it is the concept of the oversized image that is the primary factor, showing an image high resolution in a low resolution environment to create the effect of higher quality. How does this differ from print material? There are many sites such as JStor.org that offer highresolution scans of periodicals in acrobat format that allow digital zooming - basically digital microfiche archives. They are set up in much the same was as this because acrobat opens the document to fit the screen by default and so one has to zoom into the image to read the text. In some sense this is of course happening in reverse, they had a high resolution image and zooming was a necessary by product of that due to screen resolution, but it seems that in a transition from print to digital culture this is an inevitable development. 

I mention this because I am reminded of the case a year or two ago of the company that patented "selling downloadable media" (http://search.mp3.com/bin/search/?hpcgi2) and tried to get royalties from a number of sites that were doing this (as well as some, like mp3.com that weren't). I believe the company still exists, but I doubt it will ever be able to enforce the patent (which many people believe merely exists due to the patent office's inability to keep up with the times). What is your argument to enforcing intellectual property rights on this technique, if people make a case around similar highresolution viewing programs such as Acrobat that have been enlarging images since the early 1990s. 

Zach. 

----- Original Message ----- From: Eliot I. Bernstein To: 'Zachary Powell' Sent: Sunday, July 08, 2001 9:39 PM Subject: RE: Imaging technology 

It appears on first inspection that in fact you have found that the same oversized image in the viewer will result in "digital zoom" no matter the program or viewer, be it a camera or TV or computer screen. The concept may be the exact same, the program or the applet utilized may be different. I am unclear as to what to compare? 

Eliot 

-----Original Message-----
From: Zachary Powell [mailto:sapro@assimilation.org]
Sent: Sunday, July 08, 2001 3:57 PM
To: eliot@iviewit.com
Subject: Imaging technology

Eliot, 

Hank and I were discussing your imaging technology this afternoon and he showed me some examples on this page http://www.iviewit.com/TechnologyShowcase/DigitalImaging/hotels.asp which are very similar to a image viewer I made last spring using Macromedia Flash (http://www.saprophyte.org/zoom). From what I can see they utilize the same principle, though mine lacks a few features that I never got around to implementing. Could you explain the advantages of your system? From what I can see they produce comparable results (though trying to compare different images is obviously highly subjective). 

Thanks, Zach.
Exhibit 19 – How to steal an applet, first act, Brian invention at home is 2nd attempt after this is foiled
Proskauer, Brian, Mike and Ryan RYJO (under contract from R3D introduced by Chris Wheeler and under NDA plot to trademark and steal the applet from I View It.  RYJO trademarks the name Phokus Image Applet and then they want I View It to license his applet.  Talk about a joke.  Proskauer drafts a joke of a deal and when I see it I freak, Reale and Utley tell me that it is his and I call Wheeler.  Big investigation into his own firms work assures everyone intent was for iviewit to own it.  We send the Proskauer deal to Foley they shred it.  Now there is a large waste of legal bills and an attempt to steal.  When questioned at first everyone, including Wheeler could not find a copy of Ryan’s NDA which after Wheeler , Brian, Mike and Martha were questioned regarding they denied knowing such existed.  Thank the lord that one happened to be in my  briefcase.  Reale claims prior to knowing I have one, that he spoke with Ryan and Ryan swore he never signed one and that he was going to kill that *&(*^*&.  Made me worry about what was going on tremendously.  Brian write Connolly at 3D to confirm that he was under contract.  “The best laid plans of mice and men.” Note how the fax is sent to his home, notice that Proskauer draft tries to lose their letterhead on this, for shame!
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Now the document provided by Proskauer to Foley, mysteriously with no heading on the stationary, when this was presented to me I flipped, it appeared to say that we somehow had joint ownership of the applet.  This appeared to be stealing by a subcontractor using our own attorney??[image: image127.png]™
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DRAFT — FOR DISCUSSION PURPOSES ONLY
WEB SITE DEVELOFMENT AGREEMENT

This Web Site Development Agreement (the “Agreement”), made and entered into as of
the ___ day of , 2000 (the “Bifective Date™ by and between iviewit.com, Inc.,
2 Delaware corporation with offices at 2255 Glades Road. Suits 337 West, Boca Raton, Florida
33431, {"Customer”) and Ryjo. Inc., & corporation w:th offices at
__ {"Developer”),

BACKGROUND

WHEREAS, Customer currsntly owns a Web Site at the URL www iviewit.com (the “Site™);

WHEREAS, Developer is in the business of providing Web site design, development and
related services and wishes to further design for Customsr the Site and Customer wishes to retain
Developer to provide such services, all subject to the terms and conditions set forth in this
Agrecmant

NOW, THEREFORE, in consiceration of the foregoing premises and the mutual promises
szt forth herein, and for other good and valuable consideration, the receipt and adequacy of which
are hereby acknowledged. Cusiomer and Developer hereby agree as follows:

1. Services »

<2
1.1 Initial Services Developer shal[m o Customer the servid
deliverables sct forth on Exhibit A, all in acSordahce with Tl
50 set forth on Exhibit A hereto {the “Initial Services™),

d the other
delivery schedule

1.2 Addinonal Services. If Customer so requasts, Developer shall perform services in
addition o te Initial Services. Developer and Castomer agree that any services in addition 10 the
Initial Services to be provided by Developer to Customer shall be (i) described in antachments which
are executed from time to time by both parties and annexed to and made s part of this Agreement
(the “Attachments); and (ii) provided in accordance with the provisions of this Agreement
(the "Additional Services™), Each Atiachment shall contain a description of the Additional Services

dejiveratles to be provided by Deveioper, cateria and warranties for the Additional Services.

@iﬁcm‘onx functicnality, fees and charges and additional terms and conditions a5 the parties may

vish to include. The Initial Services 2nd Additional Services shell be collect:vely referred to herein

2s the “Services™ and the deliverables 1 be provided by Developer pussuant to Iritial Services or
Additional Services shzl] be collectively referred 10 herein as the “Delrverables.”

1.3 Subeontractors. Dsveloper shall not use any subcontractors unless expressly authorized
by Cusiomer in advance and in writing. In the event Customer avthorizes Developer’s use of 2
sudcontractoer, prior to the time such subcentractor commences wark on the Servicss, Develaper
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shall ensure that each such subcontractor executes such documents as Customer may reasonanly
request in order to further the purposes of this Agreement.

2. Compensation

2.1 initial Fegs. Customer shall pay Developer fees for the Initial Services, in the amount
and at such time as set forth on Exhibit B hereto. Developer acknowledges and agrees that Customer
has already paid Developer 3 ) for Initial Services rendered
piorto _________ 2000. [WILL THERE BE STAGGERED PAYMENTS, WITH
PAYMENTS BASED ON MEETING PARTICULAR DEVELOPMENT MILESTONES OR /
WILL THE PAYMENTS BE BASED UPON HOURLY CHARGES? THIS SHOULD BE
SET FORTH IN EXHIBIT B.]

22 Fees for Additional Services. In the event Customer requests any Additional Services,
Customer shall pay to Developer fees based o@e appiicable hourly r@i set forth f Exhibit C.
oM

2.3 Expgnses. Developar will not be reimbursed by Customer for any expenses incurred in
connection with the pesformance of the Services, unless those expenses ate approved in advance and
in writing by Customer.

-]

24 Third Party Software. ARY, ghird é(my sofrwmjm Customer will require for the
oOpesation of the Site is set forth on Exhibil A of the appiicable Attachment. Customer shail not be
responsible for reimbursing Developer for the cost of any third party software and all licenses for
third party software shall be purchased by Customer directly (with the rsasonable assistance of

Developer), unless otherwise agreed in writing.

25 ivoicjng. Developer shall inveice Customer monthly for fees for Additional Servises,
as well as any approved expenses accrued dusing the prior month, Customer shall pay undisputed
fees and expenses within thizty (30} days of receipt of each invoice.

26 Eurther Revenues, Attdbution. Except as otherwise provided in Section 4.3 below,
Developer shall have no right to any royalties, revenues, fees or other payments in connection with,
or s a resclt of, the Site, or with respect 1o products or services promoted on or by the Site.

3. Development, Deliverables end Acceptance

3.1 Deve t Developer shall develop cech Delverable in accordance with the
applisab’ﬁ épedﬁcmgi. All development work will be performed by Developer or its employees.
Each weeRToTlowing execution of thie Agreement during which any development and/or testing
hereunder remains uncor wed, and wheneyar else Customer shall reasonably request, Developer
shall contast, or mest withf{Eliot I. Bernsiejf] dr another tepresentative designated by Customer, and
report al tasks complete untered relating to development and testing of the Site.
During each such digéussion or mestfe, Developer shall advise Customer in detail of any

4708/40017-031 BRUIE1/281704 v1 2 04.18/90 11:34 AM {11168;
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recommended changes with cespect to remaining phases of dcvelopmcn!.,pcv:lnpcr shall contact #
Customer’s representative pronptly by telephone and in writing upon discovery of asy event or
problem that aught materially delay development work, Al interim, versions of the Customer Site

and Deliverables shall be made available to Customer at all times, upon request of Customer.

32 Delivery and Acceptance. Developer shall deliver sach Deliverabic to Customer on or
prior to the delivery date set fortk in the delivery schedule in the applicable Exhibit or Attachment
Each delivery shall be i1 2 format or medium acceptable to both parties or as specified in the
applicable Exhibit or Attachment. Deliverables shall conform in all material respects to the
Specifications and shall be subject to acceptance by Customer in Customer’s sole but reasor.able
diggetion Upon gegeip: of each Delverable (including the final Site), Custorper shall have a peniod
O@H Q O_)tg‘ag@nhin which 1o test the Deliverable (the “Acceptance Period”) and to notify
Do veloper Tirs‘xe€eptance or rejection based on its test results with respect thereto. If Customer
<& has not given notice of rejection within ths Acceptance Persod, the Deliverable will be deemed to
have been accepted. ki the event that any Deliverable or eny portion thereof is not acceptable to
Customer. Custoraer shall give Developer natice thereof. Developer shall, at no cost to Custorer,
within five (5) days of receipt of such written rejection notice, correct any deficiencies identified by
Customer and the delivery/acceptance/rejection/correction provizians above shall be reapplied untit
the Deliverabie is accepted by Customer. If the Deiiverabie is not acceplable to Custorner after
Developer has fad two opgortunites to ca:rect any idemtified deficiencies, Customer shall have the
sight to iramediately “erminate this Agreement withou: any further obligatioa or liability of any kind \ 2
end Devsloper shall immediately zeimburse Customer for any amounts paid hereznder / ‘
set fwth
33 Transfer of Site. Upon acceppdnce of the Site, Developer shall transfer and implement
the Site and any comresponding Delivefables to and on the host Intemet server 2ad supporting
“nvirenment at the location specified in writing by Customer (collectively, the “Host Server 'y in ) »
coaformance with the delivery schediejon Exhibit A. The Site will be hosted on the Host Server '
or as otherwise specified by Customer {the “Hosting Service Provider”). Developer shall work in
conjunction with the Hosting Service Provider in cannsction with the ransfer of the Customer Site
to the Host Sesver, provided that Developer shall have ultimate responsinility for effecuny the
trans’er of the Site to the Host Server. Deveioper shail proraptly inform Customer of any known 3
failure by the Hosting Service Provider 10 assist Developer in effecting such transfer. [THIS Y
ASSUMES DEVELOPER WILL NOT BE PROVIDING HOSTING SERVICES. PLEASE /5~
LET ME KNOW IF THIS IS NOT THE CASE.) sl

4. Proprigiary Rights

-
4.1 Cuztomer Materials, Except s provided in Sec:iua\’él.’l and 4.3 below, all Specifications
set forth on ibit A or in other Attachments, Deliverables (including, but not lirited te, the Site)
aad any inventions, trade secrets, and other materiais developed or prepared for Customer by % 7
Developer hereur:der and any trademarks, wade names, logos, characters, content and other materials #
provided by Customer (“Customer Conlent”), and the look and fee) of the Site, including, without
iimitation, all patent rights, copyrights, trademacks, wade names and other proprictary r.ghts inherent

4708/400° 7-007 3RLIB/Z81704 v! 3 04/ B/0C 11:34 AM (111E8)





[image: image130.png]o
o
i3

ciala= IR S TE ) FIFD FLOCK KRt

DRAFT - FOR DISCUSSION PURPOSES ONLY

thersin or appurtenant thezeto (colleciively, the "Customer Materials”) are the pruperty of Custemer,
All Cusiumer Mazertals that are Gopyright Sxhall be deemed to be works mads for hire to the

extent permissible under the federa] COFyApnT jews. To the extent that any such copyright work may
rot be considered works made for hire, and generally in relation to alt other Customer Matscials,
Developer agrees to and hereby does irevocably assign, convey and otherwise transter to Customer,
and its respecive successors and assigns, all rights, tifle and interests worldwide in and to the
Deliverebles and other rmazerials developed or prepared hereunder and all copyrights, trade secrets,
rpatents, tredemnarks and other intellectual property rights and all contract and l:censing rights, end J

?

! claims end causes of action of any kind with respect to any of the foregoing, whether now known
or hereafter te beiome jmown. Developer agress to give Customer and any persons designated by,
Customer reasonable asastance required to perfect the nghts defined in this Seotion 4. Any
nment of copyright hereunder includes all rights of inegrity, disclosure and |
withdrawa’ and any other rights that may be known as or referred 1o as “moral rights” (collectively
“Moral Rights™). To the extent such Moral Rights cannot be assigned under applicable law and to
the extent he following is allowed by the laws in the various countries where Moral Rights easst,
Developer heraby waives such Mora! Rights. Developer shall confirm any such waivers and
consents froxm time to time as requested by Customer.

42 Ketained Rights. ?

SN §

(2) The parties acknowledge that the Site to be@w’io Customer by Developer
hereunder will be & compilation of various components, which may include, withcut limitation,
graphics, diagrams, irnages, tables, sounds, videc, computer programs, algorithms, cookies or applets
that were created or licensed by Developer pror to the Effective Date (collectively “Developer
Software™.  Subject 1o the lcense granted undez{{B] Below and subject t Section 4.3 below,
Developer retains all right, title and interest to Developer Software.

Section 4i26)

(b) Developer hereby granis 1o Customer a royalty-free, worldwide, perpetual, 7
irrevocable, nor-exclusive Yicense with full rights to sublicense, to usc, reproduce, distribute, modify, & «
publicly perferm, and pubiicly display the Developer Sof:ware or: the Site or any Web site operated
by or for Customer, ~

43 Joint Qwnership of Java Applet. The parties acknowledge tha Developu@nd
developed, on behalf of Customer, a Java applet which allows for the zooming and panning of JPEG :
smages (the “Java Applet”). The parties acknowledge that the Java Applet was created by Developer | ' t [
specifically for use in connection with its services hereunder. ‘The parties agree that Customer shall e
not be responsible for reimbussing Developer for the cost of creating such Java Applet or otherwise.

The parties further agree that the Java Applet ig'tWned Jointly by S Tacies. anc each of the
Customer and the Developer own one-half of al! rights, ttie and injerest in and to the Java Applet.
Any and ai! 'ﬁva@%, royaities, revenues, trade secrets, s%':mwa, tade names, logos, patent
rights, copFTIEREIAd all other proprietary rights inherent i, th8 Tava Applet or appurtenan: thereto
shall be oWiid one-half by Customer and one-half by Developer, J

47CB/40017-001 BRLIBI/IETTOL s 4 04/13/00 1732 AM 11168}
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4.4 Domain Name The Customer Site shal] have its URL uncer Customer’s domain name.
which domain name 15 and shall remain the sole property of Castomer (the “Domain Name"). To
the extent that titls to the Domain Name does rot vest in Customer by operation of law, Develcper
heceby assigns all rights, title and interest to Customer which Developer has, may have, or may
hereafter have, if any, in and o the Domain Namey/ Developer shall promptly, upon Customer’s
Tequest, execute any documents and sudmit an§ documents to Natwork Solutions. Inc. andfor
another agency W are necessary 1 give full force and effect to the foregoing assignment.

4.5 Data. Any and all data gensrared in connection with the testing or operation of the Site
shal be solely owned by Customer. Devzloper shall have na sights to access, vse or analyze such
data, either individually or in aggregated form.

5. Confidentiaiizy

51 Confidential Information. Tne existence and terms of this Agreement, Qg geliverableE)
dnc any inventiens. trade secrets, and other materials developec or prepared for Cusiomer by
Developer herennder and any techmical and marketing plans of Customer or an y of its affiliates,
including without Limitation, jviewit Holdings, Inc. (“Holdings") and iviewit Technologies, Inc
(“Tecknologies™) (Holdings, Technologies and any other affiliate of Castomer, an “Affilate” and
collectively the “affiliates” or any other business information of Customer or any Affiliate, 3
including 2ll materials containing said information, whick are supplied by Customer to Developer &7 *
is the confidentiz] infommation (“Confidential Information”} of Customer ar any of the Affiliates, as

applicable. Disclosure

52 Restiofi eveloper agrees 46 use Jhe Confidential Infermation only in
furtherance of its obly 5 under this Agreement 2L except as authorized in writing by
Cusiomer: (i) Developer will preserve and protect the confidentiality of all Confidentia! Information;
(ii) Developer wiil not disciose to any third party, the existence, source, content or substance of the

/C,Onﬂdential Information @c Copies of the Confidential Liformatio, (iii) Develope: will not

{deTiveiorfidential Information to any third party, or parmit the Confidential Information to be
removed from Develope:’s pramises; (iv) Developer will not @h: Cunfidential Information in any
way other than to develop the Site as provided an this Agreement; (v) Developer will not discl 2 N
dgse of copy any third party information or malerials received in confidence by Developer foy Thevel
purposes of work performed under this Agrsement; and (vi) Deveoper shall requize that each of its~,
employses &nd approved contractors who work on or have access to the Confidenual Information 3 ‘M)
sign 2 confidentiality and assignment agreement acceptable 1o Customer and be advised of the g
confidentielity and other applicable provisions of this Agreement.

53 Limitations. Information shall not be consicered to be Con‘idential Information if

Developer can demronstrate that it: (1) is already ot otherwise becomes publicly known tkrough no 7
ac: of Developer; (i) is lawfully received from third patties subject to no restriction of i
confidertialivy; (iii) can be shown by Developer to have been independently developed oy it without

470814007 7:CC1 BALIB1.281704 v7 5 04/18/00 11734 AM (11168}
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use of tne Conficential Information; or {iv} is authorized in writing by Customer to be disciosed ’('
copied o used,

54 Retm of Customer Materials. Upon Customer's acceptance of the final Delivarable, or
upon Customer’s earlier request, Developer shall provide Customer with nll@mof
Customer Materials, Developer's work papers and work in progress as well as any other matesizls
provided t_‘,: Developer, or created by Developer under this Agreement.

b
\* ement and for a period
Dars thereafter, for any reasom directly or indirectly, do dny of the following: (i)

SeSHETTASVEISP Or provide services in connection with Msite that Customenbelizves 18 competitive
with the Site or which incorporates the following aspects or functionality also found :n the Site:
. O (1) solicit *he trade or patronage, conspire with any individual,
Parnessuip, company, employer, or business entity with which Customer is actively mvolved in 2
way which causes harm (o the Customer and its objectives.

{DOES THE COMPANY WANT 4 NON-COMPETE PROVISION?]
Spectica, foing

hetithe Deliferables and the
ship in ali material

7. Warrandies, Covenants and Indemnification ( )
7,

The Pefivevasles omsd Th ST
7;}/)7 Devel6per Warranly. Deveioperfarrantslangrepresentd

the and other
hall not infringe upan ¢ /_:é l>
ird party tight. Deve;op;>.>
% its own expense any failure of any Deliverable or the Site to meet the foregoing
varrantyy [ no cost 10 Customner, Develoy qall Ty cogneratdwith Customer and any Hosting
Service Pfovi I & Seryices under this Agreement, including, but not lim d to,
implementing the Site on the Host Server and identfying and correcting any errors in the 3i \e_/ )

ot

S

ol 7.2 Custormer Warranty. Customer shal} be@or Customer Content provided by
Customer and for complying with laws appiicable to Customer’s business. Customer shall be ?

responsible for payx@laﬁng 10 the Site and related slectronic commerce.
.

73 Developer's Indemnity. Developer agress to defend, indemnify, and hold harmless
Customer and its directors, officers, employees and agents from and against all claims, defense costs
(including rezsonable atiorneys' fees), judgments and other expenses arising out of or in conaection | 7
with (i) & breach by Developer of its covenants and warranties in this Agreement oz (ii) any claim | ‘
or threat by a third pasty thet the Delivetabies or the Site infringeé upon or misappropriate any /
copyrighr, rademark, patent, trads secret oz other third party right.

4708/40017-001 BRL.81/281704 v* 6 04/18/00 11:34 AM 111768
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74 Qoligations Relating 10 Devel oper [ndequnity. Developer’s obligation to indemnify

requires that Customer notify Developer promptly cf any claim as 1o which indemnification wiil be

sought and provide Developer with the 1 {0 solely detend and settledsuch claim, with the
S et U )

7'; ?f Qnabie 2 e oL,

1_6 7. -2 7.7 DISCLAIMER, THE WARRANTIES EXPRESSLY SET FORTH IN THIS
AGREEMENT ARE LIMITED WARRANTIES AND ARE THE ONLY WARRANTIES MADE
BY THE PARTIES. THE PARTIES EXPRESSLY DISCLAIM, AND HEREBY EXPRESSLY
WAIVE, ALL OTHER WARRANTIES, EXPRESS OR IMPLIED, INCLUDING, WITHOUT
LDMITATION, WARRANTIES OF MERCHANTABILITY AND FITNESS FOR A PARTICULAR

PURPOSE.

78 SXCLUSION. NEITHER PARTY SHALL BE LIABLE TO THE OTHER PARTY FOR
ANY INCIDENTAL OR CONSEQUENTIAL DAMAGES, EVEN IF IT HAS BEEN ADVISED
OF THE POSSIBILITY OF SUCH DAMAGES.

v

8. yTermination 6‘( I)"NCS) Eil = Tern

e ,8/( veni
Agreement ugbn {twenty (20)] da
——

7.3 A2 Termination for Non-Perfonance or Delay. In addition to Custorer’s rights to terminate
this Agreement for cause pursuant to Section 3.2, Customer shall have the Tight to terminaze this
Agreement effective immediately if & Dehvemblﬁj[—‘_' or days late, {PLEASE
ADVISE AS TO APPROPRIATE TIME PERIODA-._. -

. Customer shail have the right at any timne to terminate this
‘ice by giving written notice of termination to Developer.

€M A5 Actomatic Terminglion This Agreement will Se terminated automaricaily, without
notce, (1) upon the institution by or against Developer of insolvency, receivership, or bankrupicy
proceedings or any other proceedings for the settlement of Developer’s debts; (ii) upon Developer
making ap essignment for the benefit of creditors; or (iii) upon Developer’s dissolution.

¢ § A4 Effect of Tegrination, In the event of termination of this Agreement for any reason,
Developer shall irumediately cease al} work hereunder. Custorer will have ro further obligations
or liabilities unaer this Agreement other then to pay Developer for fees accrued up to the time of
termunation. Customer will have the right, in addition to all of its other rights, 10 require Developer
w deliver to Customer all of Developer's work in progress, inciuding all originals and copies thereof,

as well s any Customer Materials and other materials provided to Customer or third
perties, or created by Developer under this Agxecm:@ Uding the Java Applst® Developer may
keep any payiments which have beex paid or are due, and SCER Paymeiits shall be deemed payment

in full for all obligations of Customer under this Agreeruent, including full paymens for all source
code, object code, Jocumnentation, notes, graphics and all other mategals and work relating to the

portion of theSitesand the assignment or licenses of rights relating to tfe Site Which has been
grm L
completed as 6f e time of temunauon/Bevei i W
— d‘)@l e bles ,
47C8/40017-001 BRLIR' /281704 v1 f b 04/18/00 11-34 AM {11168}
CusTorner ,MO\ eFit





[image: image134.png]DRAFT - FOR DISCUSSION PURPOSES ONLY

for-the-contmued-nri-tnintermupted ) #d. Upon termination or expiration of this

Agreement, Developer shall, at no cost o Customer, provide reasonable assistance to Customer and
any third parties avthorized by Customer in zssuming performance of those Services necessary for
the cortinued and uninterrupted operation of the Customer Site

\
9. Miscellaneous €~ (/TWC-S)

9.1 Independent Contactors. The parties agree that their relationship is strictly and solely
that of independent contractors, and that neither Developer nor any of its employees, agents or
representaiives is or shall be construed as an employee of Cus'emer, or otherwise entitled to any
benefits or insurance provided by Customer, including any unemployment or disability benefits.

92 Assigament. Neither party may assign this Agreement or any of its rights or obligations
hereunder without the prior written consent of the other party. This Agreement shall be binding
upen the parties’ respective successors and permitted assigns.

93 Notices. Any notices or cormunication under this Agreement shall be in writing and
shall be hand delivered or sen: by registersd mail return receipt requested or by confirmed facsimile
ransmission to the party receiving such communication at the address specified above or such other
eddress as sither party may m the future specify o the other party, Notices shall be deemed to be
effective upon corfirmazion of delivery.

94 Amendments. No modification, amendrmert, supplement to or waiver of this Agreement,
Exhibu. Schedule or Anachment, or any of their provisions shail be binding upon the parties unless
made in writing and duly signed by both parties. A failure of either party 1o exercise any right
provided for herein, shall not be deemed to be a waiver of any right hereunder.

9.5 Entire Agreement. This Agreement, Exhibits, Schedules and any Attachments set forth
the entire understanding of the parties as 1o the subject matter theyein and may not be modified
exceptin & writing executed by both parties. In the event of 4 conflict between the terms of this
Agreement and the terms of an Exhibit. Schedule or Atiachments, the terms of this Agreement shall
contzol, In the event any one or more of the provisions of this Agreement, Exhibit, Schedule or
Attachments is 1nvalid or otherwise unenforceable, the enforceability of the remaining provisions
shall remai unimnpaired and in full foroe and sffect.

9.6 Publicity. Developer agrees that it shall not, without prior wrirten conseént of Customer
in cach ingtance, refer to the existence of this Agreement on its Web site, in press relesses,

zdvenim@x_mxmmmg ospective clenyS;Yvithout the prior written consent of
Custome? \h{ch consent shall not be unreasonably wi >
T ——— 3

9.7 GoverningLaw. This Agreement shall be governed by the laws of the State of Florida,
withour giving effect 1o conflicts of laws principles.

4709/40017-001 BRLIB' /1281704 w1 8 041800 T1:34 AM [11168)
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9.8 Survivel. Sections 4, 5/6}ynd 7 of this Agreement shall survive the expiration or

termination of this Agreemsnt.

IN WITNESS WHEREOF, the parties hereto have executed this Agreement as of the day anc
year first above written.

CUSTOMER:

tviewst.com, [ne,

By:

Title:,

DEVELOPER:

Ryjo, Inc.

By

Title:.

708001700 T BRLIB1,261704 .1 12 ©4/18/00 1134 AM {111 58;
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EXHIBIT A
INITIAL SERVICES
Services
Deliverables
Delivery Scheduje
Specifications

Applizable third party software
Plans 1o rransfer Site to Host Provider
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EXHIBIT B

INITIAL FEES
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EXHIBIT C

HOURLY RATES FOR ADDITIONAL SERVICES





More frightening is that Ryjo, a subcontractor under Real3D/Intel/SGI/Lockheed has already trademarked the applett under his own name as if he owned it.[image: image139.png]Phokus

Project Outline prepared 12/8/99

1. Overview
1.1 Summary

Phokus™ is a Java appiet for specialized viewing of 360° surround-images within
an Internet web page. It features a customizable interface that allows for logo
placements, advertising displays, navigation controls, status bars, and online help.
Users may use a mouse or keyboard to smoothly pan and zoom through the virtual
environment.

When a user opens a web page that contains the Phokus™ applet for the first
time it may take a few extra seconds for the Java code to be downioaded; after that it
will be able to start very quickly. As the applet starts the first thing visible will be a
logo image, followed by one or more advertisiment images which can be displayed
for variable lengths of time. While the ad(s) is showing an optional progress bar will
also be displayed indicating the status of the downloading main image. When the
download is complete the ads will be replaced by the surround-image and the
navigation controls will become visible and active.

The navigation controls aliow the user to pan left, right, up, and down as well as
zoom in or out. Motion is smooth and responsive to enable easy viewing of an
image.

2. User’s Guide
2.1 Requirements

Phokus™ is a Java applet meant to be displayed within the framework of a web
browser, and as such requires the browser to have Java support enabled. It will work
equally well with recent (4.0 or higher) Netscape or Microsoft internet browsers.

2.2 Operational Stages
As the Phokus™ applet is ioaded and initialized there is a timeline of events that

controls what is being displayed at any given moment and how users can interact at
that time.

Stage 1. The first thing the applet does is to display a text string (supplied by a
Parameter) in the center of the drawing area. The initial logo begins downloading.

Stage 2. When the initial logo has completed downloading it is displayed in place
of the text string. The progress bar is now displayed. The first ad begins
doanloading. The main image begins downloading. The advertising image
delay/duration clock is started.

Stage 3. All advertising images are displayed (concurrently or sequentially)
according to their delay/duration settings. Progress bar is updated.





[image: image140.png]Stage 4. Main image is displayed in place of ads. Progress bar is gone.

Embossed logo is displayed. Navigation icons are displayed. User interactivity is now
enabled.

2.3 Display Elements
The applet and its user interface are made up of several discrete elements which
are described below:

InitalLogo. This is the first image that appears. 1t should be very small and fast
loading (<3K). it only lasts untit the first ad has downioaded.

ProgressBar. This contro bar stretches along the pottom horizontal border of
the applet and displays the progress of the main image loading process. When itis
complete, the bar will sink smoothly into the bottom of the screen and disappear.

Advertising. Advertising images will be centered on the applet display screen
and can be any size. If the delay/duration schedule has more than one ad showing at
any given time, then they will be spaced evenly on the screen.

Mainimage. The main image begins loading at the same time as the first ad, but
will not be displayed until the ad display cycle has completed. A significant amount of
processing will occur just after the image is downloaded, but the user will never se€
the image until it is 100% ready for viewing.

EmbossedLogo. An embossed logo may be placed in the lower right comer of
the screen. it should be a 16-level gray scale image, with white being highest.

Navigationlcons. On-screen navigation icons show the status of user
interactions and can be clicked on as buttons themselves. They include: pan left,
fight, up, down, 200m in or out, and help.

HelpScreen. The main image can be temporarily replaced by a single help page
with useful tips for getting around in Phokus.

2.4 Applet API

Control of the Phokus™ environment i through standard *parameter” tags,
which can be embedded in the parent HTML document or retrieved through an active
database connection. Here is alist:

imageURL: The URL of the main image to be viewed. Image should be in jpg
format, and 360 images need to be seemiessly wrappable.

HorzDegrees: Span of the image, in degrees. ifitis a full wrapparound image
then the horizontal degrees would be 360.

VertDegrees:. Height of the image, in degrees. If itis covers an area from straight
up to straight down then the degrees would be 180.

HorzView: The default viewing direction in degrees, measured from left side of
image.






Exhibit 20 – Cleaning up the mess of Utley Folly’s with Foley

Billing Company for applications to Brian and to his home as sole inventor, what were the dates we end up throwing away because we write them into other applications with Blakely.  Have to pay Blakely to redo what Foley did, which should have been in company’s patents from Joao, fails to make it in (applet and camera app) to Foley apps, end up in Brian’s name billed late to Company.
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Exhibit 21 – Cleaning up Joao’s mess with Foley

One year after knowing us Brian is criticizing the work on patents he has done with Ray, Ray after this still misses the boat on applet and zoom and pan in filing.  Fails to say what happens after posting to website.  How do we know work is incompetent?  We end up filing 5865-1 still missing boat and then 5865-10 is filed wrong.  And finally Blakely recommends further abandoning the application all together, although it holds priority date to imaging.  They abandon without company or board approval and with Crossbow check directly to them.  This is at Tom Coester advice.  Now tell me that is not a liability and that we have not wasted a lot of money.  Also, Ken Rubenstein was opining that these patents covered our inventions and here Brian is crying foul when he was the one working these with Ray?  Ray is switching patents again.
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From: Eliot I. Bernstein [eliot.bernstein@verizon.net]
Sent: Friday, June 01, 2001 2:16 PM
To: ‘simon@adelphia.net’

Subject: FW: iviewit legal
Importance: High
Sensitivity: Private
Contacts:  Ross Miller

From: Eliot I. Bernstein [mailto:eliot.bernstein@verizon.net]
Sent: Friday, June 01, 2001 2:01 PM

To! 'ross@iviewit.com’; 'rmillers67@earthlink.net’

Subject: iviewit legal

Importance: High

Sensitivity: Private

&

Ross,

e

8,

Per our conversation with Foley, I would like a legal explanation of how the zoom & pan
technology that was to be covered in the original 57103_110 application filed by Meltzer, Lippe
and overseen by Proskauer Rose (referred by Chris Wheeler). We need to fully understand
their strategies in moving forward with all of our upcoming filings. I am sure their may be

adequate explanation we just need to have it put forth in writing,

Also, 1 will recommend that the Foley & Lardner file be turned over in it's entirety to our next

law firm. either the WB firm or Aidan's suggestions.

Best regards,

Elist

Eliot I, Bernstein

Founder & Vice Chairman
email: eliot@iviewit.com
palm:  jviewit@palm.net

Cell: 310.600.4645
Workin for the five day weekend!

iviewit Technologies, Inc,
California

505 North Brand Boulevard
Suite 1420

Glendale, CA 91203-2308
Voice: 818.545.1444

Fax: 818.545,1440
Web: Wwww.iviewit.com

5/20/2002
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“rom: Becker, Steven C.
ent: Monday, July 24, 2000 4:44 PM
To: Eliot I. Bernstein (E-mail); Brian G. Utiey (E-mail)
Ce: Boehm, Douglas A.
Subject: PCT Patent Application for "Zoom and Pan" Imaging

Re: iPCT Patent Application for System and Method for Providing an
iEnhanced Digital image File
JInventor: Bernstein |
‘Our Ref. Nc.: 57103/120

Brian:
Buring our brief telephone conversation today, you provided a few comments in response to my letter to you dated July 21,
2000. These comments were based on your review of the prior provisional applications, and are summarized below.

1. The step of "enlarging” is not essential for all embodiments of the invention.
| i

2. The aspects of zooming and panning, and the function of the applet must be described in greater detail
I i

3. The disclosure relating to acquiring a photograph of a film video should be removed. However, the disciosure relating
to processing one frame of a ‘rvideo according to the process steps of the invention should be retained.

4. In :hé provisional patent abplication having our reference number 57103/108, the flowchart in FIG. 2A does not match
the corr‘esponding description in the specification. Correction is needed.
|
5. Agax?, in the application for 57103/108, the claims in their current form may not be of the proper scope and should be
: y ¢

revlsed.‘ (1R ég/bﬁi;t/i;& ,
R A G
2. You commented that the prior-filed PCT applications relating je-efihanced video files did not specifically menti
oStential applications in radiographic images, X-rays, MRIs, etc.‘Reyardléss of whether these specific applications are 14+ I,'>7

supported, additional subject;matter cannot be introduced to the prior-filed PCT applications uniess additional patent

applications are filed. Please advise if woyld like us to file patent applications directed to these specific applications.
Oppet £ G SIS e (o TR BRI anpiete

We discussed the possibility that the provisional applications currel on file' may not provide sufficient disclosure to

support all of the claims we may eventually want to file in the PCT patent application we are curr ly preparing, and,
therefore, the sale of images mmsa?ﬁ%‘gytarva ental h some foreign countries. %\
~.instructed us to proceed with|the PCT filing to preserve whichever foreigr} filing rights are available. i >

Accordingly, comments 1-5 will be incorporated in the above-referenced PCT patent application. If y;:u have any further
questions or comments, plea‘se do not hesitate to contact me.

Steve BLcker ! /f@l’&r ;G"A:\a a/J/;N
Foley &|Lardner ) ﬁ&“f”

(414)207-5571 : &

NOTE: The information transmitted in this correspondence is intended only for the person or entity to which it is addressed and
may contain confidential and/or privileged material. Any review, reiransmission, dissemination or other use of, or taking any
action in reliance upon, this information by persons or entities other than the intended recipient is prohibited. If you receive this
correspondence in error, p]ease; contact the sender and delete the material from any computer.





NOT SURE WHERE THIS GOES, CAN YOU TELL FROM THE DATE 
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(ev- 895 PROVISIONAL APPLICATION

o o0 UNITED STATES DEFARTMENT OF COMMERCE
f‘ ‘gy\ Pstent and Trademark Office
FILNG RECEPT b - | ASSISTANT SECRETARY AND COMMISSIONER
LN @ /| OF PATENTS AND TRADEMARKS
“aren o Washington, D.C. 20231

[APPLICATION NUMBERI FILING DATE ] FIL FEE RECD ]ATTORNEY DOCKET NO{ DRWGS

60/137,297 06/03/99 $75.00 5865-3 0
o RECEIVED
M2

APPE, GOLDSTEIN
IER.L PPE, e

Recaipt Is acknowledged of this Provisional Application. This Provisional Application wil not be exatbined for BAIENLDEPAR provde

the PROVISIONAL APPLICATION NUMBER, FILING DATE, NAME OF APPLICANT. snd TILE Ov TION when Inquidng about thiz spplication,

Fese tranamitiod by check or draft are subject to colection. Plaane vacty the accuracy of the Geta prosented on thie recelpt, f an amor
the

I-mmon»hmnmdm.m--mmthWAmmmmaw. Please provide & copy of
Fng Receipt with the changes noted therson. This Provisional Application wHl sutomecally be abandaria twelve (12) months

A
4tter io fing date and will not be eublect to revival o restors it to pending atatus beyond & dato whiah o sfior werr 112) months from its fiing date.
Applicant{s) ELIOT BERNSTEIN, BOCA RATON » FL.

RAYMOND A JOAO
MELTZER LIPPE GOLDSTEIN & SCHLISSEL PC

190 WILLIS AVENUE
MINEOLA NY 11501

IF REQUIRED, FOREIGN FILING LICENSE GRANTED 06/22/99 ** SMALL ENTITY *#

TITLE
APPARATUS AND METHOD FOR PRODUCING ENHANCED VIDEQ IMAGES

DATA ENTRY BY: SMALL, DONNA TEAM: 05 DATE: 06/22/99
DB 00 00 00 000  A 0 OR.0800 0 OO ORL

{see reverse)
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| of 2

file:/lfe:/ APPS/preexam/comrespondence/| htr

UNITED STATES DEPARTMENT OF COMMERCE

FILING RECEIPT N | Patontana Trademark e
%ﬂggﬂgmumnmm 0 , A ﬁﬁ%i&?gﬁi‘%ﬁmmamm@

APPLICATION NUMRER FIuNG DATE | GrRPARTUNIT | FiLFEE RECD | ATIY.DOCKET.NG | DRAWINGS CITAT‘E IND CLAIMS

09/522,721 03/10/2000 2722 354 5865-1 4 21 3

Raymond A Joan Esq

Meltzer Lippe Goldstein & Schiissel PC
The Chancery

180 Willis Avente

Mineofa, NY 11501

Date Mailed: 05/10/2000

Rehcﬁeizl s ackmnowledged of this nanprovisional Patent Application, it will be considerad in ifs order and you will be
notified as to inati i

NAME OF APPLICANT, and TITLE OF INVENTION when inquiring about this application. Fees transmitted by
Center. Please Provide a copy of this Flling Recelpt with the changes noted therson, If you recelved a
"Notlce to Flle Missing Parts™ for this application, please submit any corrections to this Filing Recaipt

with your reply to the Notice. When the PTO progesses the feply to the Notics, the PTO will generate
another Flling Recalpt incorporating the requested correctlons (if appropriate).

.. . . i
Applicant(s) '
Etiot | Bernstein, Boca Raton, FL ;

Continuing Data as Claimed by Applicant
THIS APPLN CLAIMS BENEF!T OF 60/125,824 03/24/1999

Forelgn Applications

I Requirad, Foreign Fillng Licenso Granted 05/09/2000
** SMALL ENTITY *

Title |
Apparatus and method for Producing enhanced digital Images

Preliminary Class
358

Data entry by : KING. DORIS Team : OIPE Date: 05/10/2000
llllllWWMIIMWIMIWIWIWIMWMMIMIWWIWMMMWIII

5/9/00 6:48 PM
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CHicAGO
DENVER
JACKSONVILLE.
LOS ANGELES
MADISON
MILWALKEE.
ORLANDO

EMAIL ADDRESS
CABGEHM@FOLEYLAW.COM

33RD FLOOR

FOLEY & LARDNER

ATTORNEYS AT Law

PRSTAR CENTER
777 EAST WISCONSIN AVENUE
MILWAUKEE, WISCONSIN B3202:5357
TELEPHONE (4 | 4) 271-2400
FACSIMILE 4 | 4) E97-4800

Via FACSIMILE
April 28, 2000

Mr, Lewis S. Meltzer
Meltzer, Lippe, Goldstsin & Schlissel, P.C,

190 Willis Avenue

Mineola, New York 11501

Re:
Dear Mr. Meltzer:
As you are aware, Mr. Brian Utley,
requested in a previous letter that all Intellectual Pr

transferred from Meltzer, Lippe to Foley & Lardn,
the above address 25 soon as possible, Upon rec

Transfer of IP files for IVIEWIT.COM

Lardner will be responsible for taking action in these matters,

These Intsllectual Prop
mmatters listed on the attached sheet,
be missing from this list, Furthermo
copies on disk of the electronic word
applications won't have to be retyped

Of course,

me. I thank you in advance for Yyour cooperation,

Attachment

NO. 320

Very truly yours,

Drgfls G Bl

Douglas A, Bochm

¢¢:  Ms. Nicole Pinou, Meltzer, Lippe
Mr. Brian Utley, IVIEWIT.COM

P.5/8

SACRAMENTS

SAN DIEGO

SAN FRANGISCO
TALLAMASSES
TAMPA
WASHINGTON, D,C,
WEST PALM DEACH

WRITER'S DIREST LINE
414 2075718

President of IVIEWIT.COM, LLC, has
aperty files for IVIEWIT.COM be

cr. Please have the files forwarded to me at
cipt of the IVIEWIT.COM files, Foley &

erty files include the eight provisional Ppatent application
as well as any other Intellectual Property maters that may
e, I would sincerely appreciate it if you could include
processing files for these matters, so the eight patent

+ Any electronic word processor format will suffice,

if any questions or problems arise, please do not hesitate to contact
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Docket Ng,
58651

7 5865:3

7 5865-4

7 5865-4,1

1 5865-5

7 sasss

758657

v 5865-8

33RD FLOOR

Serial No.
60/125,824

60/137,297

60/137,291

60/141,440

60/149,737

60,146,726

60/155,404

60/169,559

4710/40017-001 BRLIB1/250834 v2

EXHIBIT A

Patent Applications

Title
Apparatuz and method
for producing

eahanced digital
images

Apparatus and method
for Producing
enhanced videg
images

Apparatus and method
far playing video files
actoss the-Internet

Apparans and method
for praviding and/or
for vansmitting video
datg and/or
information in 8
communicaijon
network

Apparstus and method
for praducing
enhanced digital
images and/or digital
video files

Apparatus and method
for Producing
enhanced digital
images

Apparatus and methog
for Pproducing
¢enhanced video
images and/or video
files

Apparatss and method
for preducing
enhanced video
images and/or video
files

NO. 929 P.6/8

Date Filed Date Assigned
March 24, 1999 August 5, 1999

June 3, 1999 August §, 1999

June 7, 1999 August 5, 1999
June 29, 1999 Not Filed
August 19, 1999 Not Flled
August 2, 1999 Not Filed
September 22, Not Filed

1999

December 8, 1999 Not Filed

12/28/99 10:55 AM {11188
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This next bill from Meltzer is notable in that these are for legal services previously rendered but not billed.  Ray is trying to lose his billing records as he later destroys his notes.  Not sure other than Foley about these firms that forget billings or just don’t bill because they are doing us a favor.  We had to call Lewin who was calling Joao because all the billings suddenly were missing and Jerry claimed not to have them, this is what he got.

[image: image162.png]N3/31/00 FRI 18:21 FAX

LAW OFFICES
MELTZER, LIPPE, GOLDSTEIN & SCHLISSEL, PC.

150 WILLIS AVENUE. MINEOLA. NY risos
TELEPNONE: (816) 747.0300

WCHARD a. LiBRE. SICoNEN 1 BROITSTONT FACSIMILE: (5161 47 883

INTERNET: wwee g aom

Oavib | 9Cmnrren JONATHAN 1 HOFFMAN
BICKARD SABRIELE AN © EDERE
GTEPHEN W SCMLIBSEL  GRUCE 4. 2ABARAUSKAS

cavwesy
OEANARD TANNENBAUN  MADELYY SPATT SHuLMAN
GABRIEL 6. KON RAYMOND & J0AD~®
ALCHARD REICHLEH ITERCLL o LCvITIN
ACRBCAT W, SOLOMON PG GARY 4 MELTIER
GEAALD P WALBERN - ALLAN € GINGER

BARRY ) FISMER FRanx 4, MaaTiner

'ARQELLS  GEEG PUCACR,
NoeL G sanL CAUREN W GARY
JEFFREV A FLEISCHUAN® DEGRA A CLENENT
HARCT FNER

A80 abwiTTER N,

March 31, 2000

s i
e "
I ver RBEGBTERED PATENT ATTY

VIA TELEPAX 561-999-8810
Ms. Erica Lewin
iviewit.com LLC

2255 Gladea Road

Suite 337 West

Boca Raton, FL 33431-7360

Re: PCT Patent Application

MICHAEL 1. MASR! U

@oo2

whTEa'S oimect exr

ents

Applicant B Eliot I. Bernstein

Title : APPARATUS AND METHOD FOR PRODUCING
ENMANCED DIGITAL IMAGES

Filing Date : March 23, 2000

Qur Ref. No. : 5865-10

Dear Ms. Lewin:

Please find attached herewith a gstatement for the above-
identified matter.

If you should have any questions or comments, please do not

hesitate to contact me.

Raymghd A. Joao

RAJ :nep
Enclosures

207613.1

Dngrina AIow0 f)
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IVIEWIT.Com LLC

One Boca Place

2255 Glades Road

Suite 337 West

Boca Raton, FL 33431-7360

05865

For legal services rendered
through the month of March

2000 and not previously billed:

Provigional Patent Application
Disbursementa

LESS PREVIOUS CREDIT BALANCE
REMAINING CREDIT BALANCE

SEE ATTACHED DETAIL
RAT

@oo3

March 31, 2000

$4,712.50

$2,129.75 $6,842.25
($10,000.00}

($3,157.75)
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MELTZEI LIPPE, GOLDSTEIN & SCHLISSE P

150 Willis Avenue
Mineola, Ny 11501

March 3

@ooa

.C.

1, 2000

Bill Number 00001
Client. Number 05865-0100

IVIEWIT.Com LLC

One Boca Place

2255 Glades Road

Suite 337 West

Boca Raton, FL 33431-7360

Through March 31, 2000

Matter: - PCT Patent Application
Client Number 05865100
Date Description Time
Raymond A. Joao
03/16/00 Preparing PCT application, review of 1.50
application.
03/20/00 5865-10 MOVE TIME WHEN OPEN 1.50
Prepared PCT application.
03/21/00 5865-10 MOVE TIME WHEN OPEN 2.00
Prepared PCT drawings and documents.
03/22/00 5865-10 MOVE TIME OVER WHEN OPEN 7.00
Prepared PCT application and documents.
03/23/00 5865-10 MOVE TIME WHEN OPEN 2.50
Reviewed PCT application and supporting
documents.
ATTORNEY TOTAL 24.50
LEGAL SERVICES SUMMARY
Raymond A. Joao 14.50 Hrs $4,712.5
14.50 Hrs $4,712.5
DISBURSEMENTS
EXPRESS MAIL
02/26/00 ACCT 115533 1

Page 1

Value
Hrs $487.50
Hrs $487.50
Hrs $650.00
Hre $2,275.00

Hre $812.50

Hrs $4,712.50
$4,712.50
0
0
1.75
$11.78
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IVIEWIT.Com LLC

Matter: Provisional Patent Application

Client Number 05865-0100

PTO FEES

03/22/00 Commissioner of Patents & Trademarks 2,118.00
$2,118.00

TOTAL DISBURSEMENTS $2,129.75

Page 2
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IVIEWIT.Com LLC

@oos

e
TOTAL FEES 4,712.50 TOTAL DISBURSEMENTS 2,129.75
LESS RETAINER 4,712.50 LESS RETAINER 2,129.758
BALANCE DUE BALANCE DUE
TOTAL FEES AND DISBURSEMENTS 6,842 .25
** MATTER SUMMARY *%*
MATTER HOURS VALUE DISBURSEMENTS
00100 PCT Patent Application 14.50 4,712.50 2,129.75
14.50 4,712.50 2,129.75
** ATTORNEY/LEGAL ASSISTANT SUMMARY *+
ATTORNEY/LEGAL ASSISTANT HOURS VALUE
Raymond A. Joao 14.50 4,712.50
14.50 4,712.50
e

Page 3





[image: image167.png]iviewit.com, inc.

osi05100 Vendor Balance Detail
All Transactions

Type Date Num Account Amount Balance
Meizer, Lippe, Goidstein & Schiisssi, P.C
Bill 1/26/2000 2000 - Accounts Pay... 13,24465 13,244.65
8 211072000 2000 - Accounts Pay. 2,268.65 15513.30
Bill Pmt -Check 3/1/2000 1432 2000 - Accounts Pay. -13,244.65 2,288.65
Bill Pmt -Check 3/1/2000 1446 2000 - Accounts Pay... -2,268.65 0.00
Total Meizer, Lippe, Goldstein & Schiissel, P.C 0.00 0.00
TOTAL 0.00 0.00

Page 1





Exhibit 22 –  Another case of adding oneself to inventions one did not invent

From this you can see the clear intent of inventorship should have been Eliot & Jeff, I argued many times that Zakirul and Jude should be on since it encompasses using our other process of scaled video combined with remote control user interface great for medical and monitoring of patients in similar Joao patents.  But most surprising is how Brian ends up in the filing as an inventor.
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Exhibit 23 – Utley Employment Agreement and Non-Compete Excerpts

For a good laugh 
[image: image176.wmf]
Excerpts – Full doc available
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UTLEY IS NOT, WAS NEVER CEO THIS EMPLOYMENT CONTRACT APPEARS A FAKE, THE SIGNATURE PAGE OF THIS DOCUMENT APPEARS FAKE AS THERE IS NO DATE AND THIS DOCUMENT WAS PROCURED FOR A PRICE FROM MR. WHEELER!
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What follows here is a very suspicious signature page with Brian in all caps, Eliot in lowers and no dates, witnesses, etc.  Note no title either.  Even refers to date above but it is missing.  Since no corporate documents were transferred to the Company with completed signatures, and since Chris Wheeler persists on not forwarding us any of our missing documents, until his nitrous inflated bill is paid, for documents on fundings and things we don’t have copies of, all because of his fine management choice his friend Brian Utley, has destroyed all corporate transactions.  


[image: image184.wmf]

EXCERPT’S FROM UTLEY NON-COMPETE, HERE WE HAVE ANOTHER PROSKAUER DOCUMENT FOR BRIAN AND NOTE THE DIFFERENCE AT SIGNATURE TIME, THIS IS WHY WE ARE TRYING TO GET THE PROSKAUER SET OF DOCUMENTS THAT THEY REFUSE AGAIN AND AGAIN TO TURN OVER
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GUYS SIGNATURE LINE LOOKS VERY STRANGE HERE, NOTE THE DIFFERENCE IN SIGNATURE PAGES FOR THIS AND HIS EMP AGREEMENT


[image: image194.wmf]
Exhibit 24 – Case of the lost patent 5865-2 and how this becomes a general file, remember Ray must lose a patent regarding video dated much earlier when he is filing patents similar, and now this is what he creates in his infinite wisdom to put in the folder.  Other references reference 5865 as the general folder earlier and then say it was not opened until June 3, when 5865-1 was already created.  This starts a synchronization error that carries forward in his spreadsheets that can’t count for our patent portfolio.

The excerpts that follow mainly come from the folder that was supposed to be 5865-2 from Ray, I will let you judge the contents 1 by 1.  Not sure how the company ever got his original files??

Case 1 - In the next example you see how Ray completely loses his fax etiquette as this piece is a masterpiece in insanity.  Look carefully and you will see 1/99 on the date with no other fax information other than the number 561.999.8810 which cannot exist in January of 99 because we have not moved in to that office with that number.  So he will want you to think this date was supposed to be 1/2000.  The difference is major and this document tries to deny that their were patents pending prior to 6/99 when we finally get a video patent.  The difference in his fax cover to other fax covers is so vast that I am not sure what he will claim.  He loses his bills for this period and then there is barely a whisper of communication left before he magically files on 3/99.  This fax would tie him to multiple patents prior and so this appears to be a document he threw in with wrong dates, etc. to sell his story.  On the fax header you will see 1/13 as in 1/13/00 and the fax is 1/12/1999, maybe the fax and computer were having a y2k problem???


[image: image195.wmf]
[image: image196.png]To: Eliot Bernstein

From: Ray Joao

Date: January 12, 1999

Fax No.: 1-561-999-8810

No. Pages: 4 (including cover)

Eliot:

Please find attached a draft description in response to

your request. Please note that any subsequent assignment
of the patent applications from Iviewit Holdings, Inc. to
yourself would require that we change the description to
reflect Iviewit's interests. For, example, if you grant
Iviewit an exclusive license with right to sublicense the

technology, such a new relationship would have to be
included.

Please don't hesitate to contact me if you have any
questions.

Ray Joao

&V L
giN 1l
2. 40





Case 2 - Here Jill Zamas and I are both confused here, so is Jill Iantoni as to where the document that we just finished reviewing has disappeared, we are referencing the loss of 2 and the replacement with these other patents 4 and 4.1.  We are being told at the time 5865-2 exists and then it forever disappears only for Ray to turn it into a general folder.  Jill clearly has reviewed it here.  Suddenly, we are all confused if the application is missing, large cover-up follows, Chris is saying it all might be in one, etc.  The crap that follows was stuffed into his folder.


[image: image197.wmf]
Case 3 - THIS ILLUSTRATES THAT THEIR GENERAL FILE WAS 5865 (NOT 5865-2)


[image: image198.wmf] 


Case 4 - Now call me strange but this next Fed’x letter makes no sense.  It is supposed to be a Fed’x of all the provisional applications.  Now it would stand out that on this correspondence Ray claims to have dictated but not reviewed the attached letter.  Normally, we would find the letter to Gayle starting on page 1, not page 2.  Further to be picky, Ray claims that the Fed’x is RE: Provisional Patent Applications.  

Now in page 2, in the letter to Gayle, he states “transmitted herewith”, which is fax lingo versus “enclosed” which is fed’x lingo but the letter addresses the assignments not the applications.  Under encl: at the end of the document we find that instead of referencing the enclosures, which would be the patents and the assignments, we have, and I quote “dictated but not reviewed.” Seems like a logical enclosure.

I believe we should dig deep deep here for more, this document and the many that will follow all show that the documents look altered, it looks like they are trying to erase knowing me in the 11-98 through 3/24/99 period and they are doctoring the documents. 

[image: image199.png]LAW OFFICES
MELTZER, LIPPE, GOLDSTEIN & SCHLISSEL, BC.

190 WILLIS AVENUE, MINEOLA, NY Li5OI
TELERHONE: (516) 747.0300

RICHARD A, LPPE STERHEN M. BREITSTONE FACSIMILE: (518} 747-0653

SHELDON #. GOLDSTEIN® THOMAS 4. MCOOWAN

T i, Sop NS 3 o INTERNET: www.mig.com WAITER'S BIRECT £XT:
CHARLES A BILIGH KEITH 0, MERRIWETHER, 11T

AUAN L. MITTMAN ELENA KARABATOS

BRIAN 5. CONNEELY LORETTA 1. GASTWIRTH

JOSERN KATZ RONALD F. POEPPLEIN

DAVID ). SCHAFFER JONATHAN M. HOFFMAN

RCARD GADMIE  Aean G oben 4191 2955
STEPHEN W. SCHUSSEL  BRUCE .. ZABARAUSKAS 15

counseL

BERNARD TANNENBAUM  MADELYN SPATT SHULMAN
GABRIEL S, KOHN RAYMOND A JOAO"

RICHARD REICHLER MITCHELL W. LEVITIN
HERBEAT W. SOLOMON, P.C. GARY M. MELTZER.
GERALD P HALPERN  ALLAN . BINDER
BARRY U FISHER FRANK 5, MARTINEZ

MICHAEL J. SCHAFFER | MICHAEL H. MASRI
JONATHAN O FARRELL®  GREG ZUCKER.
HOEL . BONILLA LAUREN 4_GRAY

STFFREY A, FLEISCHMAN® DEBRA A CLEMENT December 22, 1999
~7

MARC T. FINER

ALSO ADMITTED
i i 2
TNeer SREisTencD parenT AT

VIA FEDERAL EXPRESS 8(0

Ms. Gayle Coleman iv

Proskauer Rose LLP

2255 Glades Road

Suite 340 West

Boca Raton, FL 33431-7360

Re: Provisional Patent Applications

Entitled H APPARATUS AND METHOD FORPRODUCING
. ENHANCED DIGITAL IMAGES

Our Ref. No. H 5865-1

Entitled H APPARATUS AND METHOD FORPRODUCING
ENHANCED VIDEO IMAGES

Our Ref. No. H 5865-3

Entitled : APPARATUS AND METHOD FOR PLAYING
VIDEOQ FILES ACROSS THE INTERNET

Our Ref. No. : 5865~-4

Entitled : APPARATUS AND METHOD FOR PROVIDING

AND/OR FOR TRANSMITTING VIDEO DATA
AND/OR INFORMATION IN A

COMMUNICATION NETWORK

Our Ref. No. : 5865-4.1

Entitled H APPARATUS AND METHOD FORPRODUCING
ENHANCED DIGITAL IMAGES
AND/OR DIGITAL VIDEO FILES

Our Ref. No. : 5865-5

196937.1





[image: image200.png]MELTZER, LIPPE, GOLDSTEIN & SCHLISSEL, PC.
Ms. Gayle Coleman
Proskauer Rose LLP
December 22, 1999

Page 2
Entitled H APPARATUS AND METHOD FOR PRODUCING
ENHANCED VIDEO IMAGES
Our Ref. No. : 5865-6
Entitled : APPARATUS AND METHOD FOR PRODUCING
ENHANCED VIDEO IMAGES AND/OR VIDEO
FILES
Our Ref. No. : 5865-7
Entitled H APPARATUS AND METHOD FOR PRODUCING
ENHANCED VIDEO IMAGES AND/OR VIDEQ
FILES
Our Ref. No. : 5865-8
Dear Gayle:

Please find transmitted herewith the Assignment papers for the
iviewit patent applications. Please note that the 5865-1, 5865-3,
5865-4 applications, which were previously assigned to iviewit LLC,
will now be assigned to iviewit Holdings, Inc. and, accordingly, the
Assignments must be signed by Brian Utley. The other applications
will be assigned from Eliot Bernstein directly to iviewit Holdings,
Inc. and, accordingly, the respective Assignments require Eliot’s
“signature.

Please also have the Assignments notarized. Once we receilve the
executed Assignments, we will record them with the U.S. Patent and
Trademark Office.

If you have any questions, please do not hesitate to contact

me.

Sincerely yours,

—— )
D / 7(
ay: _SNLy iy \ e &
Ra d A. Joao B/

a0/ frof !
Encs.

(Dictated but not reviewed)

196937.1





Case 5 - ..and then finally a year later 5865-2 shows up as an assignment folder for assignments that are numbered per patent as part of those folders.[image: image201.png]LAW QFFICES
MELTZER, LIPPE, GOLDSTEIN & SCHLISSEL, PC.

190 WILLIS AVENUE, MINEOLA, NY 11501
TELEPHONE! (516) 747-0300

RICHARD A LIPPE STEPHEN M. BREITSTONE FACSIMILE: (518) 747-0653

SHELOON . GOLDSTEIN® THOMAS J. McGOWAN .

LEWIS 5. MELTZER ARNOLD 5. KLEIN § INTERNET: www.mig.com WRITER'S DIRECT EXT:
CHARLES A BILICH KEITH M. MERRIWETHER, 11}

ALAN L MITTIAN ELENA KARABATOS

BRUN 5. CONNEELY LORETTA M. GASTWIRTH

JOSEPH KATZ RONALD F. POEPPLEIN

DAVID 1. SCHAFFER JONATHAN M. HOFFMAN

RICHARD GABRIELE. ALAN C.EDERER
STEPHENW. SCHUISSEL  BRUCE J. ZABARAUSKAS

counsrL

BERNARD TANNENBAUM  MADELYN SPATT SHuLMaK

GABRIEL 5. KOMN RAYMGND A. 10AO"
RICHARD REICHLER MITCHELL H LEVITIN
WERBERT W. SOLOMON, P.C. GARY M, MELTZER
GERALD P. HALPERN ALLAN E. BINDER
BARRY ). FISHER FRANK L. MARTINEZ

MICHAEL 3. SCHAFFER | MICHAEL H, MASRI
JONATMAN D. FARRELL®  GREG ZUCKER,
NOEL €. BONILLA LAUREN M. GRAY

JEFFREY A FLEISCHMAN® DEBRA A, CLEMENT December 30, 1999
ARG T. FINER

ALSO AOMITTED in;
cun set

Ny seL
et “REGISTERED PATENT ATTY

{u Ao
VIA FACSIMILE ”
MS. Martha Mantecon 2;(” T
iviewit Holdings, Inc.
2255 Glades Road Ben) v
Suite 337 West
Raton, Florida 33431

Re: Assignment of iviewit Patent Applications
OQur Reference Nos. : 5865-1, 3, 4, 4.1, 5, 6, 7, 8

Dear Martha:

Pursuant to our conversation, please forward to our office a
check in the amount of $320.00 for Patent Office disbursements in

connection with the filing assignments for eight (8) patent
applications.

Sincerely yours,

MELTZER, LIPPE, GOLDSTEIN,
WOLF, & SCHLISSEL, P.C.

S
By: .'22;77-/\// /(Z*/ -

Rafmond A. mao

RAJ/mb

197726.1





[image: image202.png]LAW OFFICES
MULTZER, LIPPE, GOLDSTEIN & SCHLISSEL, BC.

190 WILLIS AVENUE, MINEOLA, NY 1150/
TELERHONE: (S16) 747.0300

RICHARD A LIPPE STEPHEN M. BREITSTONE FACSIMILE: (516) 747-0653
SHELDON M. GOLDSTEIN® THOMAS 5 MeGOWAN
LEWS 5, MELTZER ARNOLD & KLEIN S INTERNET: www.mig.com WRITER'S BIRECT Ex
CHARLES A BILICH KEFTH M. MERRIWETHER. 1r1
ALAN L MTTMAN ELENA KARABATOS
BRIAN 5. CONNEELY LORETTA M. GASTWIATH
JOSEPH KATZ RONALO F. POEPPLEIN
DAVID _ SCHAFFER JONATHAN M. HOFFMAN
RICHARD GABRIELE. ALAN C. eDERER
STEPHEN W. SCHLISSEL  BRUCE . ZAGARAUSKAS
counseL
SERNARD TANNENBAUM  MADELYN SPATT SHULMAN
GABRIEL 5. KON RATMOND A, JOAQ*
RICHARD REICHLER MITCHELL . LéviTin
HERGERT W, SOLOMON, P.C. GARY M, MELTZER
GERALD P.HALPERN ALLANE. BiNDER
BARRY . FiSHER FRANK J. MARTINEZ

MICHALL J. ECMAFFER | MICHAEL M. MASRI
JONATHAN D. FARRELL®  GREG ZUCKER

NORLC. BoniLie Calmen - Ay
JEFFREY A FLEISCHMAN ® DEGRA A CLERENT January 13, 2000
AR . FHER

ALSO ADMITTED I,

M wver
TNecr L —————
=
[glﬂ 2
(‘, N
VIA TELEFAX 561-999-8810 Q .
9 s
Mr. Brian Utley §I/
One Boca Place

2255 Glades Road
Suite 337 West
Boca Raton, Florida 33431

Re: iviewit Patent Application Assignments
Qur Reference No, i 5865-2

Dear Brian:

Pursunant to our conversation earlier today, we will await your
instructions as to who the new Assignee of the iviewit patent
applications will be. Once we receive your instructions, we will

promptly prepare eight (8) Assignments and forward them to you for
execution.

Sincerely yours,
MELTZER, LIPPE, GOLDSTEIN,
WOLF, -&.SCHLISSEL, P.C.

) /,
sy: _ N\l 4“»((‘1 , /{}1&’“‘)

R ond A. Joag |
RAJ/mb \ %\)jm J

199193.1






Case 6 = Here is a sampling of the fax covers or fax cover-ups of the documents in 5865-2 folder in chronological order, what you will note is that the cover page format is in a constant state of matching the fax or is filled with new transmission report headers and that the numbering of the faxs and these will be dated in order, are not chronological or logical.  None of it makes sense other than as a cover-up file.

Fax 1 – Note that the transmission header from Eliot is on 2 of the 3 pages, page 1 of Ray’s fax is missing, yet it has part of his header under my supposed header.  My header is normally only on the first page, and the time is blotted out but it says that I have received it at ?:20PM, yet it is being transmitted at 12:51pm, that would indicate that a 3 page fax took 29 minutes at the least to transmit? , my fax header clearly indicates that the transmission only took 1min11sec? 


[image: image203.wmf] 



[image: image204.png]Raceiv\..’d Event (Event Succeeded)

Date: = 3/15m0 | Time: (220 PM
" Pages: 3 Duration: 1 min 11 sec
Sender: Company:
Fax Number: Subject:
Type: Fax
FROM ¢ 1999.@3-15 12151 #4573 P.ozses

MeLTZER, Liere. GoLpsTerN, Worr & ScHLIssEL, E C.
Mr. Eliot Bernstein
IVIEWIT
Page 2

Our fee for preparing a Provisional Application will be
$3,000, the Official filing fee will be either $150 or $7s
depending on your f£iling status, and postage fass, copying charges
and phone charges will be additional.” Our efforts in Preparing the
Provisional Patent Application will be limited to drafting the

the application.

Our $3,000 fee will include 10 hours of work, including time
spent to date, at an hourly rate of $300/hour. Raymond A. Joao
will prepare the application for you. This estimate has been
arrived at after reviewing information received from you to date.
If, however, the supplied disclosure ia drastically different from
that originally supplied, we reserve the right to renegotiate our
fee before commencing work.

If this agreement isg Batisfactory to you, please sign at the
appropriate location and return same £o ug along with the invention
disclosure, and a check in the amount of $3,200 which includes
Dayment for the above along with a $50 retainer for postage, Qopy
charges and phone charges. Upon receiving all of the above, we
will commence work on these matters.

If you wish to wire funds to our Fimm, please follow the
directions below:

H Please wire U.S8. dollars to :
EUROPEAN AMERTCAN BANK
MELTZER, LIFPE, QOLDSTEIN, WOLF AND S8CHLIESBEL
OPERATING ACCOUNT

. ACCOUNT NUMBER: 064-07111-1
BANK A.B.A. NUMBER: 021-001486

CONTACT PERSON: FRANK MARK OR DEBORAR ANTONUCCT

THIS ENGAGEMEN' AGR_EEMWP
ENTE]

1s
oy s IS
. 1899

MELTZER, LIPPE, GOLDSTEIN,
WOLF & SCHLISSEL, P.C.

By:

Raymond A. Joao

PabesE\Bernsti\provapp <at





Fax 2 – This is a fax that is supposed to be on 6/7/99 regarding a retainer Agreement that is supposed to be the following 2 page letter and then the retainer agreement of 4 pages.   Page 4 starts with a new document than the cover page indicates and an Engagement Agreement is printed at top and then the letter references a provisional application in the RE spot for 5865-4.

The fax transmission has 2 transmission report headers.  The top transmission is clocked at 16:34, the middle tx report box states 16:33, not major but watch for how the times will slowly grow vary apart.  It does not add on pages transmitted either 05/05 (which seems odd too) 7 are transmitted and no other pages have fax header info.
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Waer Fmn

June 7, 1999

VIA TELEFAX 561-417-4470
Mr. Eliot Bermstein
IVIEWTT

500 S.E. Mizner Road
Suite 102

Boca Raton, Florida 33432

Dear Eliot:

It was nice speaking with yow this afterncon.

Transmitted herewith ia the Retainer Agreement letter. We
need to have this letter signed by you and returned to us via
facsimile prior to Ray’s visit with you this week.

Also, Ray will need to speak with Jerry Lewin about receiving
: 3

’
B e A
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June 7, 1999 ;v I!

VIA TELEFAX 561-417-4470 36"’,

Mr.

Eliot Bernstein 6,7
IVIEWIT

500 S.E. Mizner Road
Suite 102
Boca Raton, Florida 33432

Dear Eliot:

It was nice speaking with you this afternoon.

Transmitted herewith is the Retainer Agreement letter. We

need to have this letter signed by you and returned to us via
facsimile prior to Ray’s visit with you this week.

Also, Ray will need to speak with Jerry Lewin about receiving

additional funds which will be applied toward Ray’'s visit to your
offices. Since Ray’s hourly rate is $300 and he will be spending
at least four full days with you, and given your credit limit of
$3,000 our senior partner has requested that a sum of $7,500 be
forwarded to our firm, preferably via wire to our bank, and also
prior to Ray’s visit to your offices.

Our wire information is as follows:

European American Bank

Meltzer, Lippe, Goldstein and Schlissel
Operating Account

Bank A.B.A. Number 021-001486

Contact Person: Frank Mark or Deborah Antonucci
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Mr. Eliot Bernstein
June 7, 1999
Page 2

If you have any questions regarding the above, please do not
hesitate to contact Ray or myself.
Sincerely yours,

MELTZER, LIPPE, GOLDSTEIN
& SCHLISSEL, P.C. N

Aol € e T

Nicole Eliseo-Pinou

nep
Attachment

PAPUBLIC\PATENT\BERNSTENS865-\RETAINER, LET
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JEFEREY A FLEISCHMAN ® BRILLIP . CAMPISI, JR.
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ALSO AGMITTED N

MICHAEL 1. WASRI JENNIFER 5. ROSENKRANTZ I‘
LAURA & SRANDT EITAN TABAK

gre
Fr e smae

Weer
! June 7, 1999
VIA TELEFAX 561-417-4470 COPY VIA TELEFAYX 561-487-3924
Mr. Eliot Bernstein to Mr. Simon Bernstein
IVIEWIT
500 S.E. Mizner Road
Suite 102
Boca Raton, Florida 33432
Re: Provisional Patent Application
* of : Eliot I. Bernstein
Entitled H APPARATUS AND METHOD FOR
PLAYING VIDEO FILES ACROSS THE
INTERNET
Our Ref. No. : 5865-4

Dear Mr. Bernstein:

You have requested that Meltzer, Lippe, Goldstein & Schlissel,
P.C. represent you in general patent and intellectual property
matters. Our patent and intellectual property fees will be based
on an hourly rate of $300.00 per hour and will be handled by
Raymond A. Joao. The above legal fees do not include disbursements
and expenges.

You are asked to pay us an initial retainer of $3,000. Our
firm has an intake committee which must approve the terms of your
engagement of us. If the Committee does not accept the terms of
the engagement and we are unable to agree upon revised terms, the
initial retainer will be returned to you.
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You agree that our invoices will be paid by you within twenty
(20) days of the billing date stated on each invoice and that any
past due amounts will accrue late charges (the rate is 1%% per

month and is subject to change by us), calculated from the original
invoice date.

You and the firm are agreeing to a Credit Limit for your
matters. The credit limit is $3,000. If at any time, the
aggregate of (i) all outstanding bills rendered to you which are
unpaid and (ii) the value of all unbilled time for services
rendered by the Firm and the amount of all unbilled disbursements
incurred in connection therewith, exceeds the Credit Limit you will
be promptly notified that your account has exceeded the credit
limit. When you have exceeded the Credit Limit, we will call you
and ask for an immediate payment. You agree to make an immediate
payment to bring your account well under the Credit Limit.

In the event that any bills rendered by the Firm are not paid
when due, you hereby give your consent to our (i) immediately
ceasing any and all work being performed by us for your account
and/or (ii) our withdrawal from any further representation of you.

In the event of any dispute arising out of or relating to this
agreement and/or the legal services rendered hereunder, the same
shall be determined by binding arbitration in Nassau County, Long
Island, New York, by an arbitrator chosen by the President of the
Nassau County Bar Association who has significant experience in the
field in which the legal services were rendered.

The Miscellaneous Rules attached hereto form a part of this
* Agreement.

We loock forward to serving your legal needs and thank you for
retaining our Firm.

THIS ENGAGEMENT AGREEMENT IS
ENTERED INTO THIS DAY
OF ., 199

MELTZER, LIPPE, GOLDSTEIN,

WOLF é: SCHLISSEL, P.C.
By: dfz;zy__

7 ” /

Credit Limit §,20°0 [ (client initials)

I, , do hereby guaranty unconditionally
the payment obligations of IVIEWIT pursuant to the aforementioned
Engagement Agreement.
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MISCELLANEOUS RULES

1. If, at any time, either (i) you elect to terminate
the engagement of the Firm or (ii) the Firm elects to withdraw from
the engagement, any excess of the initial retainer over the charges
incurred by the Firm prior to the termination of the engagement
will be refunded to you.

2. The hourly rates are exclusive of disbursements and
charges incurred by the Firm on your behalf for such items as
photocopies, word processing, computerized legal research,

telecopying, messenger or overnight delivery service, long distance
telephone charges, travel and, if applicable, filing fees and court
costs, such as transcripts, index fees, etc. You will be billed
separately for such disbursements.

Third-party disbursements are billed at 1.2 times
actual cost. If you do not wish to pay 1.2 times for third-party
disbursements, you may choose one of the following alternatives
(please initial your selection):

I hereby elect to deposit with you $
to be held in a separate account out of which
you will pay third-party disbursements.

I request that you notify me each time a
third-party disbursement must be paid and

I will send you the appropriate check promptly
upon receipt of your request. I understand
that my selection of this procedure is likely
to cause delays in the handling of my matter
and such delay may adversely impact my matter.
I relieve you of any responsibility for such
delay.

3. The Firm will generally submit bills to you on a
monthly basis, at which time you will also be provided with a
summary of the work performed In addition, we maintain at our
office computer time and disbursement records, which will be
available for your inspection.

4. If the Firm is successful in any proceeding to
recover any sum due to the Firm, you hereby agree that you shall be
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responsible for the payment of reascnable attorney’s fees and costs
and disbursements incurred in connection therewith.

5. The arbitration of any dispute will be conducted in
accordance with the procedures in this Agreement and the American
Arbitration Association Rules as in effect on the date of the
Engagement . In the event of a conflict, the provisions of this
Agreement will control.

Any issue concerning the extent to which any dispute
is subject to arbitration, or concerning the applicability,
interpretation, or enforceability of these procedures, including
any contention that all or part of these procedures are invalid or
unenforceable, shall be governed by the Federal Arbitration Act and
resolved by the arbitrator. No potential arbitrator may serve
unless he or she has agreed in writing to abide and be bound by
these procedures.

The arbitrator shall have no power to award punitive
damages or any other damages not measured by the prevailing party’s
actual damages, and the parties expressly waive their right to
obtain such damages in arbitration or in any other forum. In no
event, even if any other portion of these provisions is held to be
invalid or unenforceable, shall the arbitrator have power to make
an award or impose a remedy that could not be made or imposed by a
court deciding the matter in the same jurisdiction.

No discovery will be permitted in comnection with
the arbitration unless it is expressly authorized by the arbitrator
upon a showing of substantial need by the party seeking discovery.

All aspects of the arbitration shall be treated as
confidential. Neither the parties nor the arbitrator may disclose
the existence, content or results of the arbitration, except as
necessary to comply with legal or regulatory requirements. Before
making any such disclosure, a party shall give written notice to
all other parties and shall afford such parties a reasonable
opportunity to protect their interests.

The result of the arbitration will be binding on the
parties, and judgment on the arbitrator’s award may be entered in
any court having jurisdiction.

PAPUBLIC\PATENT\BERNSTENS865-4%





Fax 3 – This fax is unbelievable as well, transmitted to Lewin on the same day.  Here we gain some real confusion with time stamps.  The top time stamp is 14:14, the middle header states 14:12 and the document was printed on the same day 2:48pm.  Somehow that time frame does not work with the document being transmitted before it is conceived.  Now to add some folly (not Foley) the top tx report states 05/05 pages and the header letter states 7 on the same page.  The remote station that this is transmitted too is my home fax number, yet the fax is headed to Gerry Lewin at Lewin & Rubenstein (note this is not the name of his firm Goldstein Lewin LLP is) and maybe this was a fax to his bud Rubenstein.  7 or 5 pages should be attached, we have 2.
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LAW OFFICES
MELTZER, LIPPE, GOLDSTEIN & SCHLISSEL, P.C. v 1{,
INTELLECTUAL PROPERTY DEPARTMENT 6
THE CHANCERY
190 WILLIS AVENUE 7_&’
MINEOLA, NEW YORK 11501 6 /
(516) 747-0300 :

DATE: June 8, 1999 TIME: 2:48pm
Telecopier Message From: Raymond A. Joao, Esq.
of Meltzer, Lippe, Goldstein & Schlissel, P.C.
Please deliver the following pages to:

TO:

Gerry Lewin

COMPANY: Lewin & Rubenstein

FAX NUMBER: 561-417-4470

NUMBER OF PAGES, INCLUDING THIS COVER PAGE: 7

COMMENTS/INSTRUCTIONS:

Please sc the attached lemter which was sent via telefax to Eliot Bernstein
yesterday.

Also attached herewith is a bill for legal services rendered from March 29 1o June
7, 1999. As you can see, the check in the amount of $3,000 which was recently
submitted way applied against Iegal fees incurred during that time period. If you
wish, a copy of this bill will be sent o Eliot for his records as well.

If you have any questions regarding the above, please do not hesitate to contact
me.

Transmitting

from u Panafix 723 Digital Facsimite Transceiver. The FAX nurmber fs (S16) 747-363. 1Y you do not receive 4l of die pugen, please call us back as soon

35 posildle st (516) 47-0300, exension 2647,

THIS MESSAGE IN INTENTIER FOR THIE 11SF (35 THE INRIVIRG 141 A8 Exrere mm sumsrrs om on e ——— v s s
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(516) 747-0300
R

DATE: June 8, 1999 TIME: 2:48pm 3
Telecopier Message From: Raymond A. Joao, Esq. q
of Meltzer, Lippe, Goldstein & Schlissel, P.C. b
Please deliver the following pages to:
TO: Gerry Lewin
COMPANY: Lewin & Rubenstein
FAX NUMBER: 561-417-4470
NUMBER OF PAGES, INCLUDING THIS COVER PAGE: 7_
COMMENTS/INSTRUCTIONS:

Please see the attached letter which was sent via telefax to Eliot Bernstein
yesterday.

Also attached herewith is a bill for legal services rendered from March 29 to June
7, 1999. As you can see, the check in the amount of $3,000 which was recently
submitted was applied against legal fees incurred during that time period. If you
wish, a copy of this bill will be sent to Eliot for his records as well.

If you have any questions regarding the above, please do not hesitate to contact
me.

Transmiting
from a Panafax 733 Digital Facsimile Teansceiver. The FAX number is (516) 147-9363. If you do not receive all of the pages, please calt us back as soon
as possible at (516} 747-0300, extension 247.

THIS MESSAGE IN INTENDED FOR THE USE OF THE INDIVIDUAL OR ENTITY TO WHICH IT IS ADDRESSED AND MAY CONTAIN
INFORMATION THAT IS PRIVILEGED, CONFIDENTIAL AND EXEMPT FROM DISCLOSURE UNDER APPLICABLE LAW. IF THE READER
OF THIS MESSAGE IS NOT THE INTENDED RECIPIENT, OR THE EMPLOYEE OR AGENT RESPONSIBLE FOR DELIVERING THE MESSAGE
TO THE INTENDED RECIPIENT, YOU ARE HEREBY NOTIFIED THAT ANY DISSEMINATION OR COPYING OF THIS COMMUNICATION IS
STRICTLY PROHIBITED. IF YOU HAVE RECEIVED THIS COMMUNICATION IN ERROR, PLEASE NOTIFY US IMMEDIATELY BY
TELEPHONE AND RETURN THE ORIGINAL MESSAGE TO US AT THE ABOVE ADDRESS V1A U.S. POSTAL SERVICE. THANK YOU.
THIS MESSAGE IN INTENDED FOR THE USE OF THE INDIVIDUAL OR ENTITY TO WHICH IT (S ADDRESSED AND MAY CONTAIN
INFORMATION THAT IS PRIVILEGED, CONFIDENTIAL AND EXEMPT FROM DISCLOSURE UNDER APPLICABLE LAW. IF THE READER
OF THIS MESSAGE IS NOT THE INTENDED RECIPIENT. OR THE EMPLOYEE OR AGENT RESPONSIBLE FOR DELIVERING THE MESSAGE
TO THE INTENDED RECIPIENT, YOU ARE HEREBY NOTIFIED THAT ANY DISSEMINATION OR COPYING OF THIS COMMUNICATION IS
STRICTLY PROHIBITED. F YOU HAVE RECEIVED THIS COMMUNICATION IN ERROR, PLEASE NOTIFY US IMMEDIATELY BY
TELEPHONE AND RETURN THE ORIGINAL MESSAGE TO US AT THE ABOVE ADDRESS VIA U.S. POSTAL SERVICE. THANK YOU.

PAPUBLIC\PATENT\BERNSTEIRLEWIN.FAX





Fax 3 Part 2 – Now stuffed into another folder we found the following fax which appears to be the fax you just saw with all the pages.  But once again nothing adds up.  Note no transmission TX report.

Page 1

Top TX Time = 14:12 and a new header that has a blank from line, a transmission stamp of 608 and this time, for the first time we find page numbers on all the transmitted pages, something you will not see again in his faxes.


Note the differences in the fax TX header here and in the last example, these should be carbon copies but what you note is that they are not!!!!


Note how he cuts and pastes pieces of the header on the 2 documents including the account number.


Middle TX – MISSING


Cover Page TX = 2:48p, again document stamped at 2:48 and sent at 2:12, note that “do not” is spelled correctly here not donot.


Note that the TX states 01/05 pages, we will not see this again, normally 05/05 even on page 1, YET the cover page says 7 pages including cover.  The transmission completes with page 05/05 and then two unidentified pages are attached that have no stamp to try and make it look like 7.


Note that the bill attached to this part versus part 1 is 

complete.
[image: image214.png]FRa
LAW OFFICES
MELTZER, LIPPE, GOLDSTEIN & SCHLISSEL, F.C.
INTELLECTUAL PROPERTY DEPARTMENT
THE CHANCERY
190 WILLIS AVENUE
MINEOLA, NEW YORK 11501
(516) 747-0360

DATE: June 8, 1999 TIME: 2:48pm
Telecopier Message From: Raymond A. Joao, Esq.
of Meltzer, Lippe, Goldstein & Schlissel, P.C.
Please deliver the following pages to:

TO: Gerry Lewin I
COMPANY: Lewin & Rubenstein

FAX NUMBER: 561-417-4470

NUMBER OF PAGES, INCLUDING THIS COVER PAGE
COMMENTS/INSTRUCTIONS:

Please see the antached letter which was sent via telefax to Eliot Bernstein
yesterday.

Also attached herewith is a bill for legal services rendered from March 29 10 June
7,1999. As you can see, the check in the amount of $3,000 which was recently

submitted was applicd against Jegal fees incurred during that time period. If you

wish, a copy of this bill will be sent to Eliot for his records as wall.

If you have any questions regarding the above, please do not hesitate to contact
me.

Transming
from 1 Parafux 733 Diguat facsimle Trensceiver. The FAX number I (S16) 7472363, 1€ yow do nos reccive all of e peger, please calt us boc as 4000
3¢ possibie at (5163 7470001, caremsion 267,

THIS MBSSAGE LN INTENDED FOR THE USE OF THE INDIVIDUAL OR ENTITY TO WHICH IT Is AODRESSED AND MAY CONTAIN
SNFORMATION THAT IS PKIVILEGED. CONFIDENTIAL AND EXEMPT FROM DISCLOSURE UNDER APPLICABLE LAW, IF THE READER
OF THIS MESSAGE IS NOT THE INTENDED RECIPLENT, OR THE EMPLOYEE OR ACENT RESPONSIELE FOR DELIVERING THE MESSAGE
TO THE INTENDED RECIPTENT. YOU ARE HERERY NOTIF(ED THAT ANY DISSEMINATION OR COPYING OF THIS COMMUNICATION 15
STRICTLY PROHIBITED. IF YOU HAVE RECEIVEQ THIS COMMUNICATION IN BRROR. PLEASE NOTIFY 115 iMMEDIATELY BY
TELEPHONE AND RETURN THE ORICINAL MESSADE TO US AT THE ABOVE ADDRESS VA LS. MOSTAL SERVICE. THANK YOU.
THIS MBSSAGE IN NTENDED FOR THE USE OF THE INDIVIDUAL OR ENTITY TO WHICH i1 1§ ADDRESSED AND M3Y CONTATN
INPORMATION THAT IS PRIVILEGED. CONFIDENTIAL AND EXEMPT FROM DISCLOSURE UNDER APPLICABLE LAW. IF TRE READER
OF THIS MESSAGE 15 NOT THE INTENDED RECIPIENT. OR THE EMPLOYEE OR AGENT RESPONSIBLE FOR DELIVERING THE MESSAGE
TO THE INTENDED RECIPIENT, YOU AKE HEREBY NOTIFIED THAT ANY DISSEMINATION OR COPYING GF THIS COMMUNICATION 15
STRICTLY PROHIBITED. IF YOU HAVE RECEIVED THIS COMMUNICATION IN ERROR, PLEASE NOTIFY US IMMEDIATELY BY
TELEPHONE AND RETURN THE ORIGINAL MESSAGE TO US AT THE ABOVE ADDRESS VIA 1.5, POSTAL SERVICE. TRANK YOU

PAPUBLICIPATENTBERNSTENLEWIN FAX
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June 7, 1999

VIA TELEFAX 561-417-4470
Mr. Eliot Zernstein
IVIEWIT

500 S.E. Mizner Road
Suite 102
Boca Raton,

lorida 33432

Dear Eliot:

It was nice speaking with you this afternoon.

Transmitted herewith is the Retainer Agreement lezter. We
need to have this letter ned by vyou and returned o us via
facsimile prior to Ray's visit with you this wesk.

Also, Ray will need to speak with Jerry Lewin abou: receiving
additional funds which will be applied toward Ray’s visit to your
offices. Since Ray’'s hourly rate is 5300 and re will be spending
at least four full days with you, and given your credit limit of
$3,000 our senior partner has reguested that 2 sum oI 37,500 be
forwarded to our firm, preferably via wire to our bank, and alsc
prior to Ray‘s visit to your offices.

Cur wire information is as follows:

European American Bank

Meltzer, Lippe, Goldstein and Schlissel
Operating Account

Bank A.B.A. Number 021-0014B&

Contact Person: Frank Mark or Deberah Antonucci






[image: image216.png]MELTZER, LIPPE, GOLDSTEIN & SCHLISSEL, PO
Mr. Eliot Bernstein
June 7, 13292
Page 2

If you have any questions regarding the above, please do not
hesitate to contact Ray or myself.
Sincerely yours
ELTZER, LI -’PE,
& SCHLISSEL, P.
T -~
N ot E i

Nicole EZlisec-Pinou

nep
Attachment

PiPUBLICIPATENTIBERNS TERSB85-4 RETAINER LET
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June 7, 193%

Mr. Elict Bernstein

IVIEWIT

500 S.E. Mizner Road

Suite 102

Boca Raton, FL 33432

Attn: Eliot Bernstein
05865

For legal services rendered
through the month of June
1999 and not previously billed:

Operatus & Mesthod f/Providing Erhanced Dig:atal $2,500.00

Imagary from a Film Image

Disbursements $36.40 $3,696.40
LESS PREVIOUS CREDIT 3ALANCE [ $3,000.00
TOTAL THIS INVQICE $696.40

SEE ATTACHED DETAIL
RAJ
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June

Bill Nunbex 000
Cilient Number

zliot Bernstean

IVIEWIT

500 $.E. Mizner Road
suite 102

Boca Raton, FL 33432
Attn: Eliot Bexmstein

Through June 7, 1339

Matter: Operatus & Method £/Providing Enhanced Digital
Imagary from a

m Image

Client Number 05865-0001C

Date

Raymond A.

03729/93
04/05/99
04/07/32
04/22/99
05/11/99
05/12/99
06/01/99

06/02/99
06/03/99

Description

Joao
Conferences with
follow-up work re
Application.

iQT Bernstelin re:
provisional Patent

Conference with Eliot Beranstsin TIe:
follow-up work re: Provisional Patent
Application.

Reviewed IVIEWIT CD ROM to identify
intellectual property and related
isgues.

©r Z. Rernstein and Chris
scope oi zatent protection.
Conference with E. Bernslc .
Conference with J. Lewin and E.
Bernstein; reviewed Non-Disclesure
agreement and conferences with C.
Whesler of Proskauer Rose et al re
non-disclosure agreement.

Conference with IVIEWIT group and
Proskauer; reviewed patent application
and draft of new invention.

Conference with E. Bernsteln re: new
invention and reviewed disclosure.
Reviewed and revised summary description

Page 1
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$240
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Note  how on this next page the reference number is 5865-10 which is not even created until 2000 according to Ray and has a patent in it.  6/7/99 5865-10 could not be existing since that is the PCT filing of 5865-1.  This 5865-10 folder is very suspicious here!!!
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Matter: Operatus & Me
Imagary Ircm
Client Number (5865-0001C
Date Descriptiocn Time Value
Raymond &. Joao
of invention and prepared dieclosure for
provisional patent application; prepared
5nd filed Provisional Patent
Applicacion.
06/04/99 Reviewed non-disclosure agrecment and 1.50 3280.00
conference with Chris Whegler; attended
co plans for trip to Florida to meet
with B. Bernstein & C. Whaeler.
ATTORNEY TOTAL 12.00 $3,800.00
$3,500.00
LEGAL SERVICES SUMMARY
Raymond A. Joao 12.00 Hrs
12.00 Hrs
DISBURSEMENTS
FILING FEES
06/03/99 COMMISSIONER CF 2TO 90.20
$30.00
PHOTOCOPIES
05/31/93 Photocopies 6.40
$6.40
TOTAL DISBURSEMENTS $36.40
%’7» 48
12,
,:);)Ji,)
' Y
<)
Ay
I
Page 2
Mz, Eliot Bernstein
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LAW OFFICES
MELTZER, LIPPE, GOLDSTEIN & SCHLISSEL, P.C.
INTELLECTUAL PROPERTY DEPARTMENT

THE CHANCERY
190 WILLIS AVENUE 4u3)
MINEGLA, NEW YORK 11501 21\%
(516) 747-0300 NIES
DATE: June 8, 1999 TIME: 2:48pm (%

Telecopier Message From: Raymond A. Joao, Esq.
of Meltzer, Lippe, Goldstein & Schlissel, P.C.
Please deliver the following pages to:

TO: Gerry Lewin

COMPANY: Lewin & Rubenstein

FAX NUMBER: 561-417-4470

NUMBER OF PAGES, INCLUDING THIS COVER PAGE: 71
COMMENTS/INSTRUCTIONS:

Please sec the antached letter which was sent via telefax to Eliot Bernstein
yesterday.

Also attached herewith is a bill for legal services rendered from March 29 10 June
7, 1999 As you can see, the check in the amount of $3,000 which was recently
submitted was upplicd against legal fees incurred during that time period. If you
wish, a copy of this bill will be sent to Eliot for his records as well.

If you have any questions regarding the above, please do not hesitate to contact
me.

Tranmining
from 4 Panafux 713 Digitat Facsimule Transceiver. The FAX number i {516) 747-0363. 1 you do not reccive 3l of e puges., please <all us back 13 soon
6 Possible ax {S16) 7471, exrension 247,

THIS MESSAGE LN INTENDED FOR THE USE OF THE INDIVIDUAL OR BNTETY TO WHICH IT 15 ADDRESSED AND MAY CONTAN
INPORMATION THAT 1 (-IVILEGED. CONFIDENTIAL AND BXEMPT £ROM DISCLOSURE UNDER APPLICABLE LAW. If THE READER
OF THIS MESSAGE IS NOT THE INTENDED RECIPIENT, OR THE EMPLOYEE OR AGENT RESPONSIBLE FOR DELIVERING THE MESSAGE
7O THE INTENDED RECIMENT, YOU ARE HEREBY NOTIFIED THAT ANY DISSEMINATION OR COPYING OF THIS COMMUNICATION 15
STRICTLY PROMIBITED. IF YOU HAVE RECEIVED THIS COMMUNICATION IN BRROR, PLEASE NOTIFY 11§ (MMEDIATELY BY
TELEPHONE AND RBTURN THE ORIGINAL MESSAGE TO US AT THS ABOVE ADDRESS V1A LLS. PUSTAL SERVICE. THANK YOU.
THIS MESSAGE IN INTENDED FOR THE USE OF THE INDIVIDUAL OR ENTITY TO WHICH {1 15 ADDRESSED AND MAY CONTATN
INPORMATION THAT IS PRIVILEGED. CONFIBENTIAL AND EXEMPT FROM DISCLOSURE UNDER APPLICABLE LAW. IF THE READER
OF THIS MESSAGE 1S NOT THE INTENDED RECIPIENT, OR THE EMPLOYEE OR AGENT RESPONSIBLE FOR DELIVERING THE MESSAGE
TO THE INTENDED RECIPIENT. YOU ARE HEREBY NOTIFIED THAT ANY DISSEMINATION OR COPYING OF THIS COMMUNICATION 1S
STRICTLY PROHIBITED. |F YOU HAVE RECEIVED THIS COMMUNICATION (N ERROR, PLEASE NOTIFY US IMMEDIATELY BY
TELEPHONE AND RETURN THE ORIGINAL MESSAGE TO US AT THE ABOVE ADDRESS VIA U.S. POSTAL SERVICE. THANK YOU.

PAPUBLICIPATENTWBERNSTERLEWIN.FAX
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LAW OFFICES
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MELTZER, LIPPE, GOLDSTEIN, WOLF & SCHLISSEL, PC.

150 WILLIS AVENUE, MINEOLA, NY 11501
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June 7, 1999

VIA TELEFAX 661-417-4470

Mr.

Eliot Bernstein

IVIEWIT

500

S.E. Mizner Road

Suite 102
Boca Raton, Florida 33432

Dear Eliot:

need to have this letter signed by you and

It was nice speaking with you this afterncon.

BLEARE AEPLY 10 WINEOLA

£an AT aom STREET
TeLERMEne 212) 81asaza

1
‘. %’]ﬁq

6\7"1 "3

Transmitted herewith 1s the Retainer Agreement letter. We

facsimile prier to Ray‘s visait with you this week.

offices.
at least four full days with you,

returned to us via

Also, Ray will need to speak with Jerry Lewin about receiving
additional funds which will be applied toward Ray’'s visit to your

Since Ray’s hourly rate is $300 and he will be spending
and given your credit limit of

$3,000 our senior partner has requested that a sum of 57,500 be

forwarded to our firm,
prior to Ray’s visit to your offices.

Qur wire information is as follows:

European American Bank

Meltzer, Lippe, Goldstein and Schlissel
Operating Account

Bank A.B.A. Number 021-0014E6

Contact Peraon: Frank Mark or Deborah Antonucci

preferably via wire to our bank, and also
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MELTZER, LIPPE, GOLDSTEIN & SCHLISSEL, EG.

Mr. Eliot Bernstein
June 7, 1989
Page 2

1993. 05-08 14:13  fses F.0Z

1f you have any questions regarding the above, please do not

hesitate to contact Ray or myself.

nep
Attachment

PAPUBLIC\PATENT\BERNSTEISBAS-RETAINER LET

Sincerely youxs,
MELTZER, LIPPE, GOLDSTEIN
& SCHLISSEL, P.C. f

A7 bk (‘j// VIS ~ /ul\

Nicole Eliseo-Pinou

27

A
BIN]3
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Note no letterhead on the item
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June 7, 1935

Mr. Eliot Bernstein \

IVIEWIT ,))

500 S.E. Miznexr Road

Suite 102 n_)’\'\\P\'l)

Boca Raton, FL 33432 A 4

Attn: Eliot Bermstein e)\
05865

For legal services rendered
through the month of June
1999 and not previously billed:

Operatus & Method f/Providing Enhanced Digital $3,600.00

Imagary from a Film Image

Disbursements $96.40 $3,696.40

LESS PREVIOUS CREDIT BALANCE $3,000.00

TOTAL THIS INVOICE $696.40
—_—

SEE ATTACHED DETAIL
RAJ
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MELTZER, LIPPE, GOLDSTEIN & SCHLISSEL, P.C.
190 Willis Avenue
Mineola, NY 11501

June 7, 1939

Bill Number 00001
Client Number 05865-00010

Mr. Eliot Bexnstein

IVIEWIT
500 S.E. Mizner Road 7
Suite 102 74{)
Boca Raton, FL 33432 %; *
Attn: Eliot Bernstein JiN \3
1
&
Through June 7, 1899 i‘j 3’2
Matter: Operatus & Method £/Providing Enhanced Digital .
Imagary from a Film Image
Client Number 05865-00010
Date Deacription Time Value

Raymond A. Joao

03/29/99 Conferences with Eliot Bernstein re: 0.80 Hrs $240.00
follow-up work re: Provisional Patent
Application.

04/05/99 Conference with Eliot Bernstein re: 1.40 Hrs $420.00
follow-up work re: Provisional Patent
application.

04/07/99 Reviewed IVIEWIT CD ROM to identify 1.00 Hrs $300.00
intellectual property and related
lssues.

04/22/99 Conferc with E. Bernstein and Chris 0.70 Hrs $210.0¢
Wheeler : scope of patent protection.

05/11/99 Conference with E. Bernstcln. 0.40 Hrs $120.00

05/12/99 Conference with J. Lewin and E. 1.40 Hrs $420.00

Bernstein; reviewed Non-Digclosure
agreement and conferences with C.
wheeler of Proskauer Rose et al re
non-disclosure agreement.

06/01/99 Conference with IVIEWIT group and 1.60 Hrs $450.20
Proskauer; reviewed patent application
and draft of new invention.

06/02/99 Conference with E. Bernstein re: new 1.00 Hrs $300.00
invention and reviewed disclosure.

06/03/99 Reviewed and revised summary description 2.10 Hrs $630.00

Page 1
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Matter: Operatus & Method f£/Providing Enhanced Digital
Imagary from a Film Image
Client Number 05865-00010

Date Description Time value

Raymond A. Joao
of invention and prepared disclosure for
provigsional patent application; prepared
and filed Provisional Patent
Application.
06/04/99 Reviewed non-disclosure agrecment and 1.60 Hrs $480.00
conference with Chris Wheeler; attended
to plans for trip to Florida to meet
with E. Bernstein & C. Wheeler.

ATTORNEY TOTAL 12.00 Hrs $3,600.00
$3,600.00
LEGAL SERVICES SUMMARY
Raymond A. Joao 12.00 Hrs $3,600.00
12.00 Hrs $3.£50.00
DISBURSEMENTS
FILING FEES
06/03/99 COMMISSIONER OF PTO 90.00
$90.00
PHO'TOCOPIES
05/31/99 Photocopies 6.40
$6.40
TOTAL DISBURSEMENTS $96.40

I8
%l/}
gvﬁ

Page 2

Mr. Eliot Bernstein






[image: image226.png]TOTAL FEES 3,600.00 TOTAL DISBURSEMENTS 96.40
LESS RETAINER 2,903.60 LESS RETAINER 96.40

BALANCE DUE 696.40 BALANCE DUL

TOTAL FEES AND DISBURSEMENTS 3,696.40

% MATTER SUMMARY **

MATTER HOURS VALUE DISBURSEMENTS
00010 Operatus & Method f/Providing EBn 12.00 3,600.00 26.40
12.00 3,600.00 86.40

+%* ATTORNEY/LEGAL ASSISTANT SUMMARY ++*

ATTORNEY/LEGAL ASSISTANT HOURS VALUE
Raymond A, Joao 12.00 3,600.00

12.00 3.600.00

Page 3





Fax 4 - Now this fax tx is brand new from the prior and a different machine and account altogether.  So the header states a time of transmission at 15:27 on 7/1 and the cover letter states that it was printed at 3:35pm on 7/1, again we have transmission prior to conception by 7 minutes, wait it get’s worse.  The tx states 5 pages sent ok and the cover document indicates 5 pages including cover.  Yet 6 pages are attached, either the tx report can not count or the cover page can’t.  We will see in the following docs, lots of this wrong numbering.
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TX/RX NO 1275

CONNECTION TEL 15614174470

SUBADDRESS

CONNECTION 1D

ST. TIME 07/01 15:27

USAGE T 01°45

PGS. 5

RESULT OK
LAW OFFICES -

MELTZER, LIPPE, GOLDSTEIN & SCHLISSEL, P.C. 4\:‘ +C
THE CHANCERY o

190 WILLYS AVENUE /g/ MoT

MINEOLA, NEW YORK 11501

(516) 747-0300 ‘9&.3(7
DATE: July 1, 1899 TIME: 3:35pm

Telecopier Message From:
Nicole Eliseo-Pinou/Raymond A. Joao

of Meltzer, Lippe, Goldstein & Schlissel, P.C.

Please deliver the following pages to:

NAME : MR. ELIOT BERNSTEIN

FAX NUMBER: 561-417-4470
NUMBER OF PAGES, INCLUDING THIS COVER PAGE: 5

COMMENTS/INSTRUCTIONS:

Attached herewith please find a Retainer Lettex for
General Intellectual Property matters. FPlease note that
a copy has been sent via telefax to Stuart Kapp, Bsg., of
Proskauer, and also to Simon Bermstein.

If you have any questions regarding the above, please
donot hesitate to contact us.

Transmiging from a Panafax 733 Digitsl Faceimile Transceiver. The FAX number s (S16) 747-9363. If you 4o not reccive sl of the pages, please call us
back a1 foom ax possible at (518) 747-0300, cxtension 247.

THIS MESSAGE (N INTENDED FOR THE USE OF THE INDIVIDUAL OR ENTITY TO WHICH IT IS ADDRESSED AND MAY CONTAIN
INFORMATION THAT 1S PRIVILEGED, CONFIDENTIAL AND BXEMPT FROM DISCLOSURE UNDER APPLICABLE LAW. Il THE READER
OF THIS MESSAGE 1S NOT THE INTENDED RECIPIENT, OR THE EMPLOYEE OR AGENT RESPONSIBLE FOR DELIVERING THE MESSAGE

S A U e it €N TUAT ANV BISCEMINATIAN OF COPYING OF THIS COMMUNICATION 1S
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MELTZER, LIPPE, GOLDSTEIN & SCHLISSEL, P.C.
THE CHANCERY
190 WILLIS AVENUE
MINEOLA, NEW YORK 11501 [l J
(516) 747-0300

DATE: July 1, 1999 TIME: 3:35pm }ij Q

Telecopier Message From: u'3'
Nicole Eliseo-Pinou/Raymond A. Joao ?

of Meltzer, Lippe, Goldstein & Schlissel, P.C.

Please deliver the following pages to:

NAME : MR. ELIOT BERNSTEIN

FAX NUMBER: 561-417-4470

NUMBER OF PAGES, INCLUDING THIS COVER PAGE: 5

COMMENTS/INSTRUCTIONS :

Attached herewith please find a Retainer Letter for
General Intellectual Property matters. Please note that
a copy has been sent via telefax to Stuart Kapp, Esq., of
Proskauer, and also to Simon Bernstein.

If you have any questions regarding the above, please
donot hesitate to contact us.

‘Transmiting from a Panafax 733 Digital Facsimile Transceiver. The FAX mumber is (516) 747-9363. If you do ot receive all of the pages, please call us
back s soon 23 possible ai (516) 747-0300, extension 247.

THIS MESSAGE IN INTENDED FOR THE USE OF THE INDIVIDUAL OR ENTITY TO WHICH IT IS ADDRESSED AND MAY CONTAIN
(NFORMATION THAT [S PRIVILEGED, CONFIDENTIAL AND EXEMPT FROM DISCLOSURE UNDER APPLICABLE LAW. IF THE READER
OF THIS MESSAGE IS NOT THE INTENDED RECIPIENT, OR THE EMPLOYEE OR AGENT RESPONSIBLE FOR DELIVERING THE MESSAGE
TO THE INTENDED RECIPIENT, YOU ARE HEREBY NOTIFIED THAT ANY DISSEMINATION OR COPYING OF THIS COMMUNICATION 1§
STRICTLY PROHIBITED. IF YOU HAVE RECEIVED THIS COMMUNICATION IN ERROR, PLEASE NOTIFY US IMMEDIATELY BY
TELEPHONE AND RETURN THE ORIGINAL MESSAGE TO US AT THE ABOVE ADDRESS VIA U.S. POSTAL SERVICE. THANK YOU.
THIS MESSAGE IN INTENDED FOR THE USE OF THE INDIVIDUAL OR ENTITY TO WHICH IT IS ADDRESSED AND MAY CONTAIN
[NFORMATION THAT IS PRIVILEGED, CONFIDENTIAL AND EXEMPT FROM DISCLOSURE UNDER APPLICABLE LAW. IF THE READER
OF THIS MESSAGE [S NOT THE INTENDED RECIPIENT, OR THE EMPLOYEE OR AGENT RESPONSIBLE FOR DELIVERING THE MESSAGE
TO THE INTENDED RECIPIENT, YOU ARE HEREBY NOTIFIED THAT ANY DISSEMINATION OR COPYING OF THIS COMMUNICATION IS
STRICTLY PROHIBITED. IF YOU HAVE RECEIVED THIS COMMUNICATION IN ERROR, PLEASE NOTIFY US IMMEDIATELY BY
TELEPHONE AND RETURN THE ORIGINAL MESSAGE TO US AT THE ABOVE ADDRESS VIA U.S. POSTAL SERVICE. THANK YOU.

PAPUBLIC\PATENT\BERNSTEI
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MELTZER, LIPPE, GOLDSTEIN & SCHLISSEL, PG.

190 WILLIS AVENUE, MINEOLA, NY 11501
TELEPHONE: (516! 747-0300
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e G [ENGAGEMENT AGREEMENT]

BARRY J. FiSHER FRANK S MARTINEZ

MADELYN SPATT SHULMAN

JONATHAN D. FARRELL® | GREG 2UCKER
JEFFREY A, FLEISCHMAN © PHILLIP 2. CAMPIS), JR.

MARC T, FNER JENNIFER S, RGSENRRANTZ
MICHAEL H. Wasm) EITAN TABAK
. ALSDAD»:IH:D\N July 1, 1999
o 7 e smace
TReer XSRS paveny arre
VIA TELEPAX 561-417-4470 COPY VIA TELEFAX 561-241-7145
Mr. Eliot Bernstein to Stuart Kapp, Esq.
IVIEWIT Proskauexr Rose, LLP
500 S.E. Mizner Road
Suite 102 COPY VIA TELEFAX 561-487-3924
Boca Raton, Florida 33432 Mr. Simon Bernstein
Re: General Intellectual Property Matters,

including but not limited to counsel, drafting,
preparation and filing of Patent Applications

Dear Mr. Bernstein:

IVIEWIT has requested that Meltzer, Lippe, Goldstein &
Schlissel, P.C. represent IVIEWIT in general patent and
intellectual property matters. Our patent and intellectual
property fees will be based on an hourly rate of $300.00 per hour
and will be handled by Raymond A. Joao. The above legal fees do
not include disbursements and expenses.

IVIEWIT is to pay us an initial retainer of $3,000, in
addition to satisfying all outstanding balances to date. Our firm
has an intake committee which must approve the terms of IVIEWIT's
engagement of us. If the Committee does not accept the terms of
the engagement and we are unable to agree upon revised terms, any
unuged funds will be returned to IVIEWIT.

IVIEWIT agrees that our invoices will be paid within twenty
(20) days of the billing date stated on each invoice and that any
past due amounts will accrue late charges (the rate is 1%% per
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month and is subject to change by us), calculated from the original
invoice date.

IVIEWIT and the firm are agreeing to a Credit Limit for
IVIEWIT's matters. The credit limit is $3,000. If at any time,
the aggregate of (i) all outstanding bills rendered to IVIEWIT
which are unpaid and (ii) the value of all unbilled time for
services rendered by the Firm and the amount of all unbilled
disbursements incurred in connection therewith, exceeds the Credit
Limit IVIEWIT will be promptly notified that IVIEWIT's account has
exceeded the credit limit. When IVIEWIT has exceeded the Credit
Limit, we will call IVIEWIT and ask for an immediate payment .
IVIEWIT agrees to make an immediate payment to bring IVIEWIT's
account well under the Credit Limit.

In the event that any bills rendered by the Firm are not paid
when due, IVIEWIT hereby consents to our (i) immediately ceasing
any and all work being performed by us for IVIEWIT's account and/or
(ii) our withdrawal from any further representation of IVIEWIT.

In the event of any dispute arising out of or relating to this
agreement and/or the legal services rendered hereunder, the same
shall be determined by binding arbitration in Nassau County, Long
Island, New York, by an arbitrator chosen by the President of the
Nassau County Bar Association who has significant experience in the
field in which the legal services were rendered.

The Miscellaneous Rules attached hereto form a part of this
Agreement .

We look forward to serving IVIEWIT's legal needs and thank you
for retaining our Firm.

THIS ENGAGEMENT AGREEMENT 1§

ENTERED INTO THIS DAY

OF ., 199

IVIEWIT MELTZER, LIPPE, GOLDSTEIN,
WOLF & SCHLISSEL, P.C.

By: By:

Print Name

Title:

Date:

Credit Limit $3,000.00 (client initials
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MISCELLANEOUS RULES

1. If, at any time, either (i) IVIEWIT elects to
terminate the engagement of the Firm or (ii) the Firm elects to
withdraw from the engagement, any excess funds remaining over the
charges incurred by the Firm prior to the termination of the
engagement will be refunded to IVIEWIT.

2. The hourly rates are exclusive of disbursements and
charges incurred by the Firm on IVIEWIT's behalf for such items as
photocopies, word processing, computerized legal research,

telecopying, messenger or overnight delivery service, long distance
telephone charges, travel and, if applicable, filing fees and court
costs, such as transcripts, index fees, etc. IVIEWIT will be
billed separately for such disbursements.

Third-party disbursements are billed at 1.2 times
actual cost. If IVIEWIT does not wish to pay 1.2 times for third-
party disbursements, IVIEWIT may choose one of the following
alternatives (please initial your selection):

— I hereby elect to deposit with you $
to be held in a separate account out of which
you will pay third-party disbursements.

I request that you notify me each time a

third-party disbursement must be paid and

IVIEWIT will send you the appropriate check
promptly upon receipt of your request. IVIEWIT
understands that IVIEWIT’s selection of this
procedure is likely to cause delays in the
handling of my matter and such delay may
adversely impact my matter. IVIEWIT relieves
the Firm of any responsibility for such delay.

3. The Firm will generally submit bills to IVIEWIT on
a monthly basis, at which time IVIEWIT will also be provided with
a summary of the work performed. 1In addition, we maintain at our
office computer time and disbursement records, which will be
available for IVIEWIT's inspection.

4. If the Firm is successful in any proceeding to
recover any sum due to the Firm, IVIEWIT hereby agrees that IVIEWIT
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shall be responsible for the payment of reasonable attorney’s fees
and costs and disbursements incurred in connection therewith.

Engagement . In the event of a conflict, the provisions of this
Agreement will control.

Any issue concerning the extent to which any dispute
is subject to arbitration, or concerning the applicability,
interpretation, or enforceability of these procedures, including
any contention that all or part of these procedures are invalid or
unenforceable, shall be governed by the Federal Arbitration Act and
resolved by the arbitrator. No potential arbitrator may serve
unless he or she has agreed in writing to abide and be bound by
these procedures.

The arbitrator shall have no power to award punitive
damages or any other damages not measured by the prevailing party’s
actual damages, and the parties expressly waive their right to
obtain such damages in arbitration or in any other forum. In no
event, even if any other portion of these provisions is held to be
invalid or unenforceable, shall the arbitrator have power to make
an award or impose a remedy that could not be made or imposed by a
court deciding the matter in the same jurisdiction.

No discovery will be permitted in connection with
the arbitration unless it is expressly authorized by the arbitrator
upon a showing of substantial need by the party seeking discovery.

All aspects of the arbitration shall be treated as
confidential. Neither the parties nor the arbitrator may disclose
the existence, content or results of the arbitration, except as
necessary to comply with legal or regulatory requirements. Before
making any such disclosure, a party shall give written notice to
all other parties and shall afford such parties a reasonable
opportunity to protect their interests.

The result of the arbitration will be binding on the

parties, and judgment on the arbitrator’s award may be entered in
any court having jurisdiction.

PAPUBLICYPATENT\BERNSTENIVIEWRET. FRM





Fax 5 - On this next 7/1/99 fax to Stuart Kapp we have the new TX header is timed at 15:29 and the document is printed in the future at 3:37, 2 pages are attached.
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TRANSMISSION OK

TX/RX NoO 1278
CONNECTION TEL
SUBADDRESS 15612417145
CONNECTION 1D
ST. TIME 07/01 15:
USAGE T 0148 129
PGS, 5
RESULT 0K
LAW OFFICES

MELTZER, LIPPE, GOLDSTEIN & SCHLISSEL, P.C-
THE CHANCERY
190 WILLIS AVENUE
MINEOLA, NEW YORK 11501
(516) 747-0300

DATE: July 1, 1999 TIME: 3:37pm

Telecopier Message From:
Nicole Eliseo-Pinou/Raymond A. Joao

of Meltzer, Lippe., Goldstein & Schlissel, P.C.

please deliver the following pages to:

NAME : BTUART KAFPP, ESQ.
OF : PROSKAUER ROSE, LLP
FAX NUMBER: 561-241-7145

NUMBER OF PAGES, INCLUDING THIS COVER PAGE: 5

COMMENTS / INSTRUCTIONS :
Please see attached.

If you have any questioens regarding the above, please
donot hesitate to contact us.

Trangeining from a Panafix 733 Diglsal Facslmile Transosiver. The FAX numbet i (S16) 747-9262, 1f you do pot pescive all of the pages, Plesse call us
‘ack a5 0on as possible af (S16) T47-0300, entension 247.

THIS MESSAGE N INTENDED FOR THE USE OF THE INDIVIDUAL OR ENTITY PO WHICK [T 15 ADDRESSED AND MAY CONTAIN
INFORMATION THAT IS PRIVILEGED, CONFIDENTIAL AND EXEMPT FROM DISCLOSURE UNDER APPLICABLE LAW, IF THE READER
OF THIS MESSAGE 15 NOT THE [NTENDED RECIPIENT, OR THE EMPLOYEE OR AGENT RESPONSIBLE FOR DELIVERING THE MESSAGE
O e INTENDED RECIPIENT, YOU ARE HEREBY NOTIFIED THAT ANY DISSEMINATION OR COPYING OP THIS COMMU NICATION 1S

=rrea =t et ) BORAR P1LEASE NOTIFY US IMMEDIATELY BY






[image: image234.png]LAW OFFICES
MELTZER, LIPPE, GOLDSTEIN & SCHLISSEL, P.C.
THE CHANCERY
180 WILLIS AVENUE
MINEOLA, NEW YORK 11501
(516) 747-0300

DATE: July 1, 1999 TIME: 3:37pm

Telecopier Message From:
Nicole Eliseo-Pinou/Raymond A. Joao

of Meltzer, Lippe, Goldstein & Schlissel, P.C.

Please deliver the following pages to:

NAME : STUART KAPP, ESQ.
OF : PROSKAUER ROSE, LLP
FAX NUMBER: 561-241-7145

NUMBER OF PAGES, INCLUDING THIS COVER PAGE: 5

COMMENTS/INSTRUCTIONS:
Please see attached.

If you have any questions regarding the above, please
donot hesitate to contact us.

Transmitting from a Panafax 733 Digiial Facsinile Transceiver. The FAX number is (516) 747-9363. If you da not receive all of the pages, please call us
back as soon as possible at (S16) 747-0300, extension 247,

THIS MESSAGE IN INTENDED FOR THE USE OF THE INDIVIDUAL OR ENTITY TO WHICH IT IS ADDRESSED AND MAY CONTAIN
INFORMATION THAT IS PRIVILEGED, CONFIDENTIAL AND EXEMPT FROM DISCLOSURE UNDER APPLICABLE LAW. IF THE READER
OF THIS MESSAGE IS NOT THE INTENDED RECIPIENT, OR THE EMPLOYEE OR AGENT RESPONSIBLE FOR DELIVERING THE MESSAGE.
TO THE INTENDED RECIPIENT, YOU ARE HEREBY NOTIFIED THAT ANY DISSEMINATION OR COPYING OF THIS COMMUNICATION 1S
STRICTLY PROHIBITED. IF YOU HAVE RECEIVED THIS COMMUNICATION IN ERROR, PLEASE NOTIFY US IMMEDIATELY BY
TELEPHONE AND RETURN THE ORIGINAL MESSAGE TO US AT THE ABOVE ADDRESS VIA U.S. POSTAL SERVICE, THANK YOU.
THIS MESSAGE IN INTENDED FOR THE USE OF THE INDIVIDUAL OR ENTITY TO WHICH [T IS ADDRESSED AND MAY CONTAIN
INFORMATION THAT IS PRIVILEGED, CONFIDENTIAL AND EXEMPT FROM DISCLOSURE UNDER APPLICABLE LAW. [F THE READER
OF THIS MESSAGE IS NOT THE INTENDED RECIPIENT, OR THE EMPLOYEE OR AGENT RESPONSIBLE FOR DELIVERING THE MESSAGE
O THE INTENDED RECIPIENT, YOU ARE HEREBY NOTIFIED THAT ANY DISSEMINATION OR COPYING OF THIS COMMUNICATION IS
STRICTLY PROHIBITED. IF YOU HAVE RECEIVED THIS COMMUNICATION IN ERROR, PLEASE NOTIFY US IMMEDIATELY BY
TELEPHONE AND RETURN THE ORIGINAL MESSAGE TO US AT THE ABOVE ADDRESS VIA U.S. POSTAL SERVICE. THANK YOU.





Fax 6 – We are faxing the same document as the last 3 documents but this time to Simon Bernstein, the consistency appears (and be cautious here) in the message of the similar faxes in the spelling mistake donot instead of do not.  But the TX header is now going to change again, again we get 3 time stamps.

Top TX – 15:05

Middle TX – 15:03, different than others

Document printed at 3:36pm, again this raises ?’s.  05/05 pages are listed as transmitted, 2 are attached.  


[image: image235.png]TRANSMIT REPORT
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LAW OFFICES

MELTZER, LIPPE, GOLDSTEIN & SCHLISSEL, p.C.
THE CHANCERY
190 WILLIS AVENUE
MINEOLA, NEW YORK 11501
(516) 747-0300

DATE: July 1, 1999 TIME: 3;:36pm

Telecopier Message From:
Nicole Blisao-Pincu/Raymund A. Joao

of Meltzer, Lippe, Goldstein & Schlissel, P.C.

Please deliver the following pages to:

NAME: MR. SIMON BERNSTEIN

FAX NUMBER: 561-4B7-3924

NUMBER OF PAGES, INCLUDING THIS COVER PAGE: 5

COMMENTS/. INSTRUCTIONS:
Please see attached.

If you have any questions regarding the above, please

donot hesitate to contact ue.

Teasitiug from & Panafex 733 Digiat Pecsimle Tramsetver, Th FAX mamber s (16) 787-9363. 1f you do ot reveive all of the pogey, plesae call s

back 2% s00a &3 potsible at (516) 747-0%00, cxrension 247,






[image: image236.png]LAW OFFICES
MELTZER, LIPPE, GOLDSTEIN & SCHLISSEL, P.C.
THE CHANCERY
190 WILLIS AVENUE -
MINEOLA, NEW YORK 11501 ot
(516) 747-0300

DATE: July 1, 1999 TIME: 3:36pm

Teleccpier Message From:
Nicole Eliseo-Pinou/Raymond A. Joao

of Meltzer, Lippe, Goldstein & Schlissel, P.C.

Please deliver the following pages to:

NAME : MR. SIMON BERNSTEIN
FAX NUMBER: 561-487-3924

NUMBER OF PAGES, INCLUDING THIS COVER PAGE: 5

COMMENTS/INSTRUCTIONS :
Please see attached.

If you have any questions regarding the above, please
donot hesitate to contact us.

Transiting from a Panafax 733 Digital Facsimile Transceiver. The FAX nuinber is (S16) 747-9363. 1f you do not receive all o the pages, please call us
back as soon as possible at (516) 747-0300, extension 247.

THIS MESSAGE IN INTENDED FOR THE USE OF THE INDIVIDUAL OR ENTITY TO WHICH IT IS ADDRESSED AND MAY CONTAIN
INEORMATION THAT IS PRIVILEGED, CONFIDENTIAL AND EXEMPT FROM DISCLOSURE UNDER APPLICABLE LAW. IF THE READER
OF THIS MESSAGE 1S NOT THE NTENDED RECIPIENT, OR THE EMPLOYEE OR AGENT RESPONSIBLE FOR DELIVERING THE MESSAGE
O THE INTENDED RECIPIENT, YOU ARE HEREBY NOTIFIED THAT ANY DISSEMINATION OR COPYING OF THIS COMMUNICATION IS
STRICTLY PROHIBITED. IF YOU HAVE RECEIVED THIS COMMUNICATION [N ERROR, PLEASE NOTIFY US IMMEDIATELY BY
TELEPHONE AND RETURN THE ORIGINAL MESSAGE TO US AT THE ABOVE ADDRESS VIA U.S. POSTAL SERVICE. THANK YOU.
THIS MESSAGE [N INTENDED FOR THE USE OF THE INDIVIDUAL OR ENTITY TO WHICH IT IS ADDRESSED AND MAY CONTAIN
INFORMATION THAT IS PRIVILEGED, CONFIDENTIAL AND EXEMPT FROM DISCLOSURE UNDER APPLICABLE LAW. IF THE READER
OF THIS MESSAGE IS NOT THE INTENDED RECIPIENT, OR THE EMPLOYEE OR AGENT RESPONSIBLE FOR DELIVERING THE MESSAGE
TO THE INTENDED RECIPIENT, YOU ARE HEREBY NOTIFIED THAT ANY DISSEMINATION OR COPYING OF THIS COMMUNICATION 1S
STRICTLY PROHIBITED. IF YOU HAVE RECEIVED THIS COMMUNICATION IN ERROR, PLEASE NOTIFY US IMMEDIATELY BY

TELEPHONE AND RETURN THE ORIGINAL MESSAGE TO US AT THE ABOVE ADDRESS VIA U.S. POSTAL SERVICE. THANK YOU.





Fax 7 - Next in this folder is a fax with 3 times stamps

Top TX stamp 12:05

Middle TX 12:03

Letter is time stamped 12:36, how does this occur that you print it at 12:36 and transmit at 12:05, we are now 31 minutes apart.  

The TX report states 05/05 pages and the cover page indicates 5 including cover, yet 6 are transmitted.  The Engagement agreement that is attached has no Meltzer Lippe letterhead on it as the others have????

Now what is really bizarre is that the fax is dated 8/2/99 and yet the spelling mistake donot carries over in the message on the cover page, and yet again on the 8/4/99 fax.  A month has gone by and he either consistently can’t spell or he will say that it was a mistake in a template and that will not work for other reasons to one skilled in the art.
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LAW OFFICES

MELTZER, LIPPE, GOLDSTEIN & SCHLISSEL, P.C.

THE CHANCERY
190 WILLIS AVENUE
MINEOLA, NEW YORK 11501
(516) 747-0300

DATE: August 2, 1959 TIME: 12:36pm

Telecopier Megsage From:
Nicole Eligec-Pinou/Raymond A. Joao

of Meltzer, Lippe, Goldstein & Schlissel, P.C.

Please deliver the following pages to:

NAME :

STUART KAPF, ESQ.

OF :

PROSKAUER ROSE, LLFP

FAX NUMBER:

561-241-7145

NUMBER OF PAGES, INCLUDING THIS COVER PAGE: 5

COMMENTS/INSTRUCTIONS :
Please see attached.

1f you have any questions regarding the above, pledsze
donot hesitate to contact us,

Transmitting from  Penafax 733 Digital Eacsinile Tiansociver. The FAX uumber it (S16) 747-9363. 1f you do noc recelve a4 of the pages, plecse call us

buck us 5000 & possible x (516) 717-0300, emenslon 247.

THIS MESSAGE IN INTENDED FGR THE USB OF THE INDIVIDUAL OR ENTITY TO WHICH IT IS ADDRESSED AND MAY CONTAIN
INFORMATION THAT IS PRIVILEGED, CONFIDENTIAL AND EXEMPT FROM DISCLOSURE UNDER APPLICABLE LAW. IF THE READER
OF THIS MESSAGE J5 NOT THE INTENDED RECTPIENT, OR THE £MPLOYEE OR AGENT RESPONSIBLE FOR DELIVERING THE MESSAGE.

TO THE INTENDED RECIPTENT,

YOU ARE HEREBY NOTIFTED THAT ANY DISSEMINATION OR COPYING OF THIS COMMUNICATION IS

STRICTLY PROHIBITED. IF YOU HAVE RECEIVED THIS COMMUNICATION TN ERROR, PLEASE NOTLFY US IMMEDIATELY BY
TELEPHONE AND RETURN THE ORIGINAL MESSAGE TO US AT THE ABOVE ADDRESS VIA U.S. POSTAL SRRVICE. THANK YOU.






[image: image238.png]LAW OFFICES
MELTZER, LIPPE, GOLDSTEIN & SCHLISSEL, P.C.
THE CHANCERY
190 WILLIS AVENUE
MINEOLA, NEW YORK 11501
(516) 747-0300

DATE: August 2, 1999 TIME: 12:36pm

Telecopier Message From:
Nicole Eliseo-Pinou/Raymond A. Joao

of Meltzer, Lippe, Goldstein & Schlissel, P.C

Please deliver the following pages to:

NAME : STUART KAPP, ESQ.
OF : PROSKAUER ROSE, LLP
FAX NUMBER: 561-241-7145

NUMBER OF PAGES, INCLUDING THIS COVER PAGE: 5

COMMENTS/INSTRUCTIONS :
Please see attached.

If you have any questions regarding the above, please
donot hesitate to contact us.

Transmiting from a Panafax 733 Digital Facsimile Transceiver. The FAX number is (516) 747-9363. If you do not receive all of the pages, please call us
back as soon as possible at (516) 747-0300, extension 247.

THLS MESSAGE IN INTENDED FOR THE USE OF THE INDIVIDUAL OR ENTITY TO WHICH [T IS ADDRESSED AND MAY CONTAIN
INFORMATION THAT [S PRIVILEGED., CONFIDENTIAL AND EXEMPT FROM DISCLOSURE UNDER APPLICABLE LAW. IF THE READER
OF THIS MESSAGE IS NOT THE INTENDED RECIPIENT, OR THE EMPLOYEE OR AGENT RESPONSIBLE FOR DELIVERING THE MESSAGE
TO THE INTENDED RECIPIENT, YOU ARE HEREBY NOTIFIED THAT ANY DISSEMINATION OR COPYING OF THIS COMMUNICATION IS
STRICTLY PROHIBITED. IF YOU HAVE RECEIVED THS COMMUNICATION IN ERROR, PLEASE NOTIFY US IMMEDIATELY BY
TELEPHONE AND RETURN THE ORIGINAL MESSAGE TO US AT THE ABOVE ADDRESS VIA U.S. POSTAL SERVICE. THANK YOU.
THIS MESSAGE [N INTENDED FOR THE USE OF THE INDIVIDUAL OR ENTITY TO WHICH IT IS ADDRESSED AND MAY CONTAIN
[NFORMATION THAT 1S PRIVILEGED, CONFIDENTIAL AND EXEMPT FROM DISCLOSURE UNDER APPLICABLE LAW. IF THE READER
OF THIS MESSAGE 1S NOT THE INTENDED RECIPIENT, OR THE EMPLOYEE OR AGENT RESPONSIBLE FOR DELIVERING THE MESSAGE
TO THE INTENDED RECIPIENT, YOU ARE HEREBY NOTIFIED THAT ANY DISSEMINATION OR COPYING OF THIS COMMUNICATION IS
STRICTLY PROHIBITED. [F YOU HAVE RECEIVED THIS COMMUNICATION IN ERROR, PLEASE NOTIFY US IMMEDIATELY BY
TELEPHONE AND RETURN THE ORIGINAL MESSAGE TO US AT THE ABOVE ADDRESS VIA U.S. POSTAL SERVICE. THANK YOU.






[image: image239.png][ENGAGEMENT AGREEMENT]

August 2, 1999

VIA TELEFAX 561-417-4470 COPY VIA TELEFAX 561-241-7145
Mr. Eliot Bernstein to Stuart Kapp, Esq.
IVIEWIT Proskauer Rose, LLP
500 S.E. Mizner Road
Suite 102 COPY VIA TELEFAX 561-487-3924
Boca Raton, Florida 33432 Mr. Simon Bernstein

Re: General Intellectual Property Matters,

including but not limited to counsel, drafting,
preparation and filing of Patent Applications

Dear Mr. Bernstein:

IVIEWIT has requested that Meltzer, Lippe, Goldstein &
Schlissel, P.C. represent IVIEWIT in general patent and
intellectual property matters. Our patent and intellectual
property fees will be based on an hourly rate of $300.00 per hour
and will be handled by Raymond A. Joao. The above legal fees do
not include disbursements and expenses.

IVIEWIT is to pay us an initial retainer of $3,000, in
addition to satisfying all outstanding balances to date. Our firm
has an intake committee which must approve the terms of IVIEWIT's
engagement of us. If the Committee does not accept the terms of
the engagement and we are unable to agree upon revised terms, any
unused funds will be returned to IVIEWIT.

IVIEWIT agrees that our invoices will be paid within twenty
{20) days of the billing date stated on each invoice and that any
past due amounts will accrue late charges (the rate is 143 per






[image: image240.png]month and is subject to change by us), calculated from the original
invoice date.

IVIEWIT and the firm are agreeing to a Credit Limit for
IVIEWIT's matters. The credit limit is $3,000. If at any time,
the aggregate of (i) all outstanding bills rendered to IVIEWIT
which are unpaid and (ii) the value of all unbilled time for
services rendered by the Firm and the amount of all unbilled
disbursements incurred in connection therewith, exceeds the Credit
Limit IVIEWIT will be promptly notified that IVIEWIT’'s account has
exceeded the credit limit. When IVIEWIT has exceeded the Credit
Limit, we will call IVIEWIT and ask for an immediate payment
IVIEWIT agrees to make an immediate payment to bring IVIEWIT's
account well under the Credit Limit.

In the event that any bills rendered by the Firm are not paid
when due, IVIEWIT hereby consents to our (i) immediately ceasing
any and all work being performed by us for IVIEWIT's account and/or
(ii) our withdrawal from any further representation of IVIEWIT.

In the event of any dispute arising out of or relating to this
agreement and/or the legal services rendered hereunder, the same
shall be determined by binding arbitration in Nassau County, Long
Island, New York, by an arbitrator chosen by the President of the
Nassau County Bar Association who has significant experience in the
field in which the legal services were rendered.

The Miscellaneous Rules attached hereto form a part of this
Agreement .

We look forward to serving IVIEWIT's legal needs and thank you
for retaining our Firm.

THIS ENGAGEMENT AGREEMENT IS
ENTERED INTO THIS DAY

CF . 199

IVIEWIT MELTZER, LIPPE, GOLDSTEIN,
WOLF & SCHLISSEL, P.C.

By: By:

Print Name

Title:

Date:

Credit Limit $3,000.00 {client initials)






[image: image241.png]MISCELLANEOUS RULES

1. If, at any time, either (i) IVIEWIT elects to
terminate the engagement of the Firm or (ii) the Firm elects to
withdraw from the engagement, any excess funds remaining over the
charges incurred by the Firm prior to the termination of the
engagement will be refunded to IVIEWIT.

2. The hourly rates are exclusive of disbursements and
charges incurred by the Firm on IVIEWIT's behalf for such items as
photocopies, word processing, computerized legal research,

telecopying, messenger or overnight delivery service, long distance
telephone charges, travel and, if applicable, filing fees and court
costs, such as transcripts, index fees, etc. IVIEWIT will be
billed separately for such disbursements.

Third-party disbursements are billed at 1.2 times
actual cost. If IVIEWIT does not wish to pay 1.2 times for third-
party disbursements, IVIEWIT may choose one of the following
alternatives (please initial your selection) :

I hereby elect to deposit with you $
to be held in a separate account out of which
you will pay third-party disbursements.

I request that you notify me each time a
third-party disbursement must be paid and
IVIEWIT will send you the appropriate check
promptly upon receipt of your request. IVIEWIT
understands that IVIEWIT's selection of this
procedure is likely to cause delays in the
handling of my matter and such delay may
adversely impact my matter. IVIEWIT relieves
the Firm of any responsibility for such delay.

3. The Firm will generally submit bills to IVIEWIT on
a monthly basis, at which time IVIEWIT will alsoc be provided with
a summary of the work performed. In addition, we maintain at our
office computer time and disbursement records, which will be
available for IVIEWIT's inspection.

4. If the Firm is successful in any proceeding to
recover any sum due to the Firm, IVIEWIT hereby agrees that IVIEWIT






[image: image242.png]shall be responsible for the payment of reasonable attorney’s fees
and costs and disbursements incurred in connection therewith.

5. The arbitration of any dispute will be conducted in
accordance with the procedures in this Agreement and the American
Arbitration Association Rules as in effect on the date of the
Engagement. In the event of a conflict, the provisions of this
Agreement will control.

Any issue concerning the extent to which any dispute
is subject to arbitration, or concerning the applicability,
intexpretation, or enforceability of these procedures, including
any contention that all or part of these procedures are invalid or
unenforceable, shall be governed by the Federal Arbitration Act and
resolved by the arbitrator. No potential arbitrator may serve
unless he or she has agreed in writing to abide and be bound by
these procedures.

The arbitrator shall have no power to award punitive
damages or any other damages not measured by the prevailing party’s
actual damages, and the parties expressly waive their right to
obtain such damages in arbitration or in any other forum. ~In no
event, even if any other portion of these provisions is held to be
invalid or unenforceable, shall the arbitrator have power to make
an award or impose a remedy that could not be made or imposed by a
court deciding the matter in the same jurisdiction.

No discovery will be permitted in connection with
the arbitration unless it is expressly authorized by the arbitrator
upon a showing of substantial need by the party seeking discovery.

All aspects of the arbitration shall be treated as
confidential. Neither the parties nor the arbitrator may disclose
the existence, content or results of the arbitration, except as
necessary to comply with legal or regulatory requirements. Before
making any such disclosure, a party shall give written notice to
all other parties and shall afford such parties a reasonable
opportunity to protect their interests.

The result of the arbitration will be binding on the
parties, and judgment on the arbitrator’s award may be entered in
any court having jurisdiction.

P:APUBLIC\PATENT\BERNSTENIVIEWRET FRM





Fax 8 - OK this next one is another masterpiece.  Sent 8/4/99.  We have a completely new TX style at the top which indicates a date, time, and page number 001.  This is 2 days after the last fax from Ray to Stuart.

Top TX – 16:42

Middle TX – 16:41

Cover page time 4:53, again this seems problematic.

On page 3 of the fax we get some more headers and footers at the top and bottom

top it states a day 8/10/99 (strange how this could be transmitted on 8/4/99 at 05:02p with my name and number and page 3

2nd new top is Proskauer stamp of 8/10/99, again in the future and page 04/07

on the bottom of 3 we have a new footer dated 8/4/99 at 16:55 page 02

Finally on page 5 it appears that no-less a new header is covered over under Proskauers

Note none of the page numbers for any of these match up or make any sense or end or start on the right numbers.

Most strikingly we have a tx on both the TX page and Cover page that claim 5 pages attached and this time we have 5 not 6 pages attached.

My signature is attached to the fax as well and dated the 10th.

Again, the donot spelling mistake stays with us.
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TX/RX NO 1937
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USAGE T 01'47

PGS. 5

RESULT OK

LAW OFFICES
MELTZER, LIPPE, GOLDSTEIN & SCHLISSEL, P.C.
THE CHANCERY
190 WILLIS AVENUE
MINEOLA, NEW YORK 11501
(516) 747-0300 -

DATE: August 4, 199% TIME: 4:53pm

Telecopier Message From:
Nicole Eliseo-Pinou/Raymond A. Joao

of Meltzer, Lippe, Goldstein & Schlissel, P.C.

Please deliver the following pages to:

NAME : STUART KAPP, ESQ.
OF : PROSKAUER ROSE, LLP
FAX NUMBER: 561-241-7145

NUMBER OF PAGES, INCLUDING THIS COVER PAGE: 5

COMMENTS/INSTRUCTIONS:
Please see attached.

If the attached is agreeable to you, please forward a
copy to Eliot Bernstein for his review, and have him
return the copy to ue.

If you have any questions regarding the above, please
donot hesitate to contact us.

Tranamiting from 2 Panafax 733 Dlghal Facsimile Trunsceiver. The FAX number is (S16) T47:9363. 1F you do nol receive wl of the pages, please call s
back as §oon a5 gassible at {S16) 747-0300, extension 247,






[image: image244.png]LAW OFFICES
MELTZER, LIPPE, GOLDSTEIN & SCHLISSEL, P.C.
THE CHANCERY
150 WILLIS AVENUE
MINECLA, NEW YORK 11501
(516) 747-0300

DATE: August 4, 1999 TIME: 4:53pm

Telecopier Message From:
Nicole Eliseo-Pinou/Raymond A. Joao

of Meltzer, Lippe, Goldstein & Schlissel, P.C.

Please deliver the following pages to:

NAME ; STUART KAPP, ESQ.
OF : PROSKAUER ROSE, LLP
FAX NUMBER: 561-241-7145

NUMBER OF PAGES, INCLUDING THIS COVER PAGE: 5

COMMENTS/INSTRUCTIONS :
Please see attached.

If the attached is agreeable to you, please forward a
copy to Eliot Bernstein for his review, and have him
return the copy to us.

If you have any questions regarding the above, please
donot hesitate to contact us.

Transmiting from a Panafax 733 Digital Facsimile Transceiver. The FAX number is (516) 747-9363. 1f you do not reccive all of the pages, please call us
back as soon as possible at (516) 747-0300, extension 247.

THIS MESSAGE IN INTENDED FOR THE USE OF THE INDIVIDUAL OR ENTITY TO WHICH IT 1S ADDRESSED AND MAY CONTAIN
INFORMATION THAT IS PRIVILEGED, CONFIDENTIAL AND EXEMPT FROM DISCLOSURE UNDER APPLICABLE LAW. [F THE READER
OF THIS MESSAGE IS NOT THE INTENDED RECIPIENT, OR THE EMPLOYEE OR AGENT RESPONSIBLE FOR DELIVERING THE MESSAGE
TO THE INTENDED RECIPIENT, YOU ARE HEREBY NOTIFIED THAT ANY DISSEMINATION OR COPYING OF THIS COMMUNICATION 1S
STRICTLY PROHIBITED. IF YOU HAVE RECEIVED THIS COMMUNICATION IN ERROR, PLEASE NOTIFY US IMMEDIATELY BY
TELEPHONE AND RETURN THE ORIGINAL MESSAGE TO US AT THE ABOVE ADDRESS VIA U.S. POSTAL SERVICE. THANK YOU.
THIS MESSAGE IN INTENDED FOR THE USE OF THE INDIVIDUAL OR ENTITY TO WHICH IT IS ADDRESSED AND MAY CONTAIN
INFORMATION THAT [S PRIVILEGED, CONFIDENTIAL AND EXEMPT FROM DISCLOSURE UNDER APPLICARLE LAW. IF THE READER
OF THIS MESSAGE 1S NOT THE INTENDED RECIPIENT, OR THE EMPLOYEE OR AGENT RESPONSIBLE FOR DELIVERING THE MESSAGE
TO THE INTENDED RECIPIENT. YOU ARE HEREBY NOTIFIED THAT ANY DISSEMINATION OR COPYING OF THIS COMMUNICATION 15
STRICTLY PROHIBITED. [F YOU HAVE RECEIVED THIS COMMUNICATION IN ERROR, PLEASE NOTIFY US IMMEDIATELY BY
TELEPHONE AND RETURN THE ORIGINAL MESSAGE TO US AT THE ABOVE ADDRESS VIA U.S. POSTAI. SERVICE. THANK YOU
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LAW OFFICES
MELTZER, LIPPE, GOLDSTEIN & SCHLISSEL, BC,

196 WILLIS AVENUE. MINEOLA, NY (1901
TELEPHANE: (318) 7478200
N FACOmILE: 1319) 2a7.08n3 LeasE aee 16 meOLA

el (ENGAGEMENT AGREEMENT]
-

August 4, 1959

-241-7148
Stuart Xapp, Esq.
Proskauer Rose, LLP
2255 Olades Road
Boca Ratom, FL 33431-7360

Ra: General Intellectual Property Matters,
including but not limived to counsel, drafting,
preparation and filing of Patent Applications

Dear Mr. Bermstein:

iviewit LLC has requested that Meltzer, Lippa, Goldstein &
Schlissel, P.C. represent 4iviewit LLC in general patent and
intellectual property matcers. Our patent and intellectual
pProparty fees will be based on an hourly rate of $360.00 per hour
and will be handled by Raymond A. Jomo. The above legal fees do
not include disbursemants and expenses.

iviewit LLC is to pay us an additional retainer of $3,000, in
addition to satiefying all cuctstanding balances to date, which, as
of August 4, 1999 is #8,548.04. Our firm hag an intake committee
which muet approve the terms of iviewit LLC's engagement of us., If
the Committee does not accept the terms of the engagement and we
are unable to agree upon revised terms. anv unused funds will be
returned to iviewit LLC.

iviewit LLC agrees that our invoices will be paid within
twenty (20) days of the billing date gtated on each invoice and

84 1333 16:55 PRGE. 02
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MerLT2ER, LIPPE, GOLDSIROY & ScmLissti, BC.
that any past due amounts will accrue late charges {the rate is 1¥%

per month and is subject to change by us}, calculated Erom the
original invoice date.

iviewit LLC and the firm are agreeing to a Credit Limit for
iviewit LLC's matters. The credit limit is $3,000. If at any
time, the aggregate of (i) all outstanding bills rendered to
iviewit LLC which are unmpaid and (ii) the valus of all unbilled
time for services rendered by the Firm and the amount of all
unbilled digsburgements inecurred in connection therewith, exceeds
the Credit Limit iviewit LLC will be promptly notified that iviewit
LLC's account has exceeded the credit limit. When iviewit LLC has
exceeded the Credit Limit, we will ¢all iviewit LLC and agk for an
immediate payment. iviewit LLC agrees to make an immediate payment
to bring iviewit LLC‘s account well under the Credit Limit.

In the event that any bills rendered by the Firm are not paid
when due, iviewit LLC hereby conments te our (i) immediately
Ceasing any and all work being performed by us for iviewit LLC'g
account and/or (ii) ouxr withdrawal from any further representation
of iviewit LLC.

In the event of any dispute arising our of or relating to this
2greement and/oxr the legal services rendered hereunder, the came
shall he determined by binding arbitration in Nasgau County, Long
Island, New York, by an arhitrator chosen by the President of the
Naesau County Bax Association who has significant experience in the
£101d in which the 1egal services were vendered,

The Miscellaneous Rules attached hercto form a part of this
Agreement.

We look forward to serving iviewit LLC's legal needs and thank
you for retaining our Firm.

THIS ENGAGEMENT AGREEMENT 1§
ENTERED INTO THIS ___ DAY

OF . 185 .

iviewit MELTZER, LIPPE, GOLDSTEIN,
WOLF & SCHLISSEL, P.C.

8y: . By:

Pxiré é{jﬁ&r hee N
Title: %
Date: ?,// 2/ 9G »A

Credit Limit $3.000.00 'Z/‘(é (¢client initials)

AUG B4 1999 16:55 PRGE. @3
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MISCELLANEOUS RULES
1. If, at any time, either (i) iviewit LLC elects to

terminate the engagement of the Firm or (ii) the Firm elects to
withdraw from the engagemant, any excess funds remaining over the
charges incurred by the Firm prior to the termination of the
engagement will be refunded to iviewit LLC.

2. The hourly rates are exclusive of disbursements and
charges incurred by the Firm on iviewit LLC'S behalf for such items
as photocopies, word proceesing, computerized legal research,
telecopying, messanger or overnight delivery service, long distance
telephone charges, travel and, if applicable, filing fees and court
cogta, much as transcripts, index fees, etc. iviewit LLC will be
billed separately for such disbursements.

Third-party disbursements are billed at 1.2 times
actual cost. If iviewit LLC does not wish to pay 1.2 times for
third-party disburaements., iviewit LLC may choose one of the
following alternatives {please initial your selection):

1 hereby elect to deposit with you§__
to be held in a separate account out of which
you will pay third-party disburgements.

1 request that you notify me each time a
third-party disbursement must be paid and
iviewit LLC will aend you the appropriate eheck
promptly upon receipt of your request., iviewit
LLC understands that iviewit LLC's selection of
thie procedure is likely to cause delays in
the handling of my matter and such delay
may adversely impact my matter. iviewit
LLC Telieves the Firm of any
responsibility for such delay.

3. The Firm will generally submit bills to iviewit LLC
on a monthly basie, at which time iviewit LLC will also be provided
with a summary of the woxk performed. In addition, we maintain az
our office computer time and digbursemsnt records, which will be
available for iviewit LLC’s ingspection.

4. If the Firm is successful in any procecding to
recover any sum due to the Firm, iviewit LLC hereby agrees that

AUG 24 1999 16:55 PAGE. 24






Fax 8 part 2 -  has behind it the engagement agreement which could explain if switch the cover pages of the last with the agreement a more logical connection but the headers and number of pages again will make no sense.

But you now have 6 pages transmitted and not 5.  
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LAW OFFICES
MELTZER, LIPPE, GOLDSTEIN & SCHLISSEL, P.C.
THE CHANCERY
150 WILLIS AVENUE
MINEOLA, NEW YORK 11501
(516) 747-0300

DATE: Augugt 4, 1935 TIME: 4:53pm

Telecopier Message From:
Nicole Eliseo-Pinou/Raymond A. Joao

of Meltzer, Lippe, Goldstein & Schlissel, B.C.

Please deliver the following pages to:

NAME : STUART KAPP, ESQ.
OF : PROSKAUER ROSE. LLP
FAX NUMBER: 561-241-7145

NUMBER OF PAGES, INCLUDING THIS COVER PAGE: 5

COMMENTS/INSTRUCTIONS :

Please see attached.

If the attached is agreeable to you, please forward a
copy to Eliot Bernstein for his review, and have him
return the copy to us.

If you have any questions regarding the above, please
donot hesitate to contact us.

Tranmitting (fom > Panafx 733 Digleal Facsimilc Transceiver. The FAX nuiber is (S16) 747:9363. 1F you do not veceive il of the pages. please call us

back as §0on 5 possihle at {516) 747-0300, extension 247,





[image: image249.png]LAW OFFICES
MELTZER, LIPPE, GOLDSTEIN & SCHLISSEL, P.C.
THE CHANCERY
190 WILLIS AVENUE
MINECLA, NEW YORK 11501
(516) 747-0300

DATE: August 4, 1999 TIME: 4:53pm

Telecopier Message From:
Nicole Eliseo-Pinou/Raymond A, Joao

of Meltzer, Lippe, Goldstein & Schlissel, P.C.

Please deliver the following pages to:

NAME : STUART KAPP, ESQ.
OF : PROSKAUER ROSE, LLP
FAX NUMBER: 561-241-7145

NUMBER OF PAGES, INCLUDING THIS COVER PAGE: 5

COMMENTS /INSTRUCTIONS :
Please see attached.

If the attached is agreeable to you, please forward a
copy to Eliot Bermstein for his review, and have him
return the copy to us.

If you have any questions regarding the above, please
donot hesitate to contact us.

Teansmiting from a Panafox 733 Digital Facsimile Transceiver. The FAX number is (516) 747-9363. 1f you do nol receive all of the pages, please call us
back as soon 2 possible at (516) 747-0300, extension 247.

THIS MESSAGE IN INTENDED FOR THE USE OF THE INDIVIDUAL OR ENTITY TO WHICH IT IS ADDRESSED AND MAY CONTAIN
INFORMATION THAT IS PRIVILEGED, CONFIDENTIAL AND EXEMPT FROM DISCLOSURE UNDER APPLICABLE LAW. IF THE READER
OF THIS MESSAGE IS NOT THE INTENDED RECIPIENT, OR THE EMPLOYEE OR AGENT RESPONSIBLE FOR DELIVERING THE MESSAGE
TO THE INTENDED RECIPIENT, YOU ARE HEREBY NOTIFIED THAT ANY DISSEMINATION OR COPYING OF THIS COMMUNICATION 1S
STRICTLY PROHIBITED. [F YOU HAVE RECEIVED THIS COMMUNICATION [N ERROR, PLEASE NOTIFY US IMMEDIATELY BY
TELEPHONE AND RETURN THE ORIGINAL MESSAGE TO US AT THE ABOVE ADDRESS VIA U.S. POSTAL SERVICE. THANK YOU,
THIS MESSAGE IN INTENDED FOR THE USE OF THE INDIVIDUAL OR ENTITY TO WHICH IT IS ADDRESSED AND MAY CONTAIN
INFORMATION THAT IS PRIVILEGED, CONFIDENTIAL AND EXEMPT FROM DISCLOSURE UNDER APPLICABLE LAW. IF THE READER
OF THIS MESSAGE 1S NOT THE INTENDED RECIPIENT, OR THE EMPLOYEE OR AGENT RESPONSIBLE FOR DELIVERING THE MESSAGE
TO THE INTENDED RECIPIENT, YOU ARE HEREBY NOTIFIED THAT ANY DISSEMINATION OR COPYING OF THIS COMMUNICATION IS
STRICTLY PROHIBITED. [F YOU HAVE RECEIVED THIS COMMUNICATION IN ERROR, PLEASE NOTIFY US IMMEDIATELY BY
TELEPHONE AND RETURN THE ORIGINAL MESSAGE TO US AT THE ABOVE ADDRESS VIA U.S. POSTAL SERVICE. THANK YOU.
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thleer REGISTERED PATENT ATTY

VIA TELEFAX 561-241-7145 .
Stuart Kapp, Esq.

Proskauer Rose, LLP

2255 Glades Road

Boca Raton, FL 33431-7360

Re: General Intellectual Property Matters,
including but not limited to counsel, drafting,
preparation and filing of Patent Applications

Dear Mr. Bernstein:

iviewit LLC has requested that Meltzer, Lippe, Goldstein &
Schlissel, P.C. represent iviewit LLC in general patent and
intellectual property matters. Our patent and intellectual
property fees will be based on an hourly rate of $300.00 per hour
and will be handled by Raymond A. Joao. The above legal fees do
not include disbursements and expenses.

iviewit LLC is to pay us an additional retainer of $3,000, in
addition to satisfying all outstanding balances to date, which, as
of August 4, 1999 is $8,548.04. Our firm has an intake committee
which must approve the terms of iviewit LLC’'s engagement of us. If
the Committee does not accept the terms of the engagement and we
are unable to agree upon revised terms, any unused funds will be
returned to iviewit LLC.

iviewit LLC agrees that our invoices will be paid within
twenty (20) days of the billing date stated on each invoice and
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that any past due amounts will accrue late charges (the rate is 1%%
per month and is subject to change by us), calculated from the
original invoice date.

iviewit LLC and the firm are agreeing to a Credit Limit for
iviewit LLC's matters. The credit limit is $3,000. If at any
time, the aggregate of (i) all outstanding bills rendered to
iviewit LLC which are unpaid and (ii} the value of all unbilled
time for services rendered by the Firm and the amount of all
unbilled disbursements incurred in connection therewith, exceeds
the Credit Limit iviewit LLC will be promptly notified that iviewit
LLC’s account has exceeded the credit limit. When iviewit LLC has
exceeded the Credit Limit, we will call iviewit LLC and ask for an
immediate payment. iviewit LLC agrees to make an immediate payment
to bring iviewit LLC’s account well under the Credit Limit.

In the event that any bills rendered by the Firm are not paid
when due, iviewit LLC hereby consents to our (1) immediately
ceasing any and all work being performed by us for iviewit LLC's
account and/or (ii) our withdrawal from any further representation
of iviewit LLC.

In the event of any dispute arising out of or relating to this
agreement and/or the legal services rendered hereunder, the same
shall be determined by binding arbitration in Nassau County, Long
Island, New York, by an arbitrator chosen by the President of the
Nassau County Bar Association who has significant experience in the
field in which the legal services were rendered.

The Miscellaneous Rules attached hereto form a part of this
Agreement.

We look forward to serving iviewit LLC's legal needs and thank
you for retaining our Firm.

THIS ENGAGEMENT AGREEMENT IS

ENTERED INTO THIS DAY

oF , 199

iviewit LLC MELTZER, LIPPE, GOLDSTEIN,
WOLF & SCHLISSEL, P.C.

By: By:

Print Name

Title:

Date:

Credit Limit $3,000.00 {client initials)
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MISCELLANEQUS RULES

1. If, at any time, either (i) iviewit LLC elects to
terminate the engagement of the Firm or (i1) the Firm elects to
withdraw from the engagement, any excess funds remaining over the
charges incurred by the Firm prior to the termination of the
engagement will be refunded to iviewit LLC.

2. The hourly rates are exclusive of disbursements and
charges incurred by the Firm on iviewit LLC’s behalf for such items
as photocopies, word processing, computerized legal research,
telecopying, messenger or overnight delivery service, long distance
telephone charges, travel and, if applicable, filing fees and court
costs, such as transcripts, index fees, etc. iviewit LLC will be
billed separately for such disbursements.

Third-party disbursements are billed at 1.2 times
actual cost. If iviewit LLC does not wish to pay 1.2 times for
third-party disbursements, iviewit LLC may choose one of the
following alternatives (please initial your selection):

I hereby elect to deposit with you §
to be held in a separate account out of which
you will pay third-party disbursements.

I request that you notify me each time a
third-party disbursement must be paid and
iviewit LLC will send you the appropriate check
promptly upon receipt of your request. iviewit
LLC understands that iviewit LLC's selection of
this procedure is likely to cause delays in
the handling of my matter and such delay
may adversely impact my matter. iviewit
LLC relieves the Firm of any
responsibility for such delay.

3. The Firm will generally submit bills to iviewit LLC
on a monthly basis, at which time iviewit LLC will also be provided
with a summary of the work performed. In addition, we maintain at
our office computer time and disbursement records, which will be
available for iviewit LLC's inspection

4. If the Firm is successful in any proceeding to
recover any sum due to the Firm, iviewit LLC hereby agrees that
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iviewit LLC shall be responsible for the payment of reasonable
attorney’'s fees and costs and disbursements incurred in connection
therewith.

5. The arbitration of any dispute will be conducted in
accordance with the procedures in this Agreement and the American
Arbitration Association Rules as in effect on the date of the
Engagement . In the event of a conflict, the provisions of this
Agreement will control.

Any issue concerning the extent to which any dispute
is subject to arbitration, or concerning the applicability,
interpretation, or enforceability of these procedures, including
any contention that all or part of these procedures are invalid or
unenforceable, shall be governed by the Federal Arbitration Act angd
resolved by the arbitrator. No potential arbitrator may serve
unless he or she has agreed in writing to abide and be bound by
these procedures.

The arbitrator shall have no power to award punitive
damages or any other damages not measured by the prevailing party’s
actual damages, and the parties expressly waive their right to
obtain such damages in arbitration or in any other forum. In no
event, even if any other portion of these provisions is held to be
invalid or unenforceable, shall the arbitrator have power to make
an award or impose a remedy that could not be made or imposed by a
court deciding the matter in the same jurisdiction.

No discovery will be permitted in connection with
the arbitration unless it is expressly authorized by the arbitrator
upon a showing of substantial need by the party seeking discovery.

All aspects of the arbitration shall be treated as
confidential. Neither the parties nor the arbitrator may disclose
the existence, content or results of the arbitration, except as
necessary to comply with legal or regulatory requirements. Before
making any such disclosure, a party shall give written notice to
all other parties and shall afford such parties a reasonable
opportunity to protect their interests.

The result of the arbitration will be binding on the

parties, and judgment on the arbitrator’'s award may be entered in
any court having jurisdiction.

PAPUBLIC\PATENTMVIEWIT\VIEWRET. FRM





Fax 9 – We have a fax from Ray to Lewin that is very interesting to note in that it is 4 pages that is supposed to be attached, what is attached is two of the missing pages from Fax 8 but not the signed pages which are supposed to be attached per the cover page. 

Top TX time stamp = 11:31 and has page 001 stamped on it

Middle TX stamp = 11:30

Cover Page 12:41, very difficult to explain still

4 pages are attached and duly noted on both the TX and Cover page but no sig page 

On page 3 we pick up a header from 8/10/99 at 5:02p pg1

On page 4 we pick up a top stamp of mine pg2

And a new Proskauer stamp dated 8.10.99 16:40 pg 02/07

And a bottom footer with 8/5/99 11:13am
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LAW OFFICES
MELTZER, LIPPE, GOLDSTEIN & SCHLISSEL, P.cC.
THE CHANCERY
150 WILLIS AVENUE
MINEQLA, NEW YORK 11501
{516) 747-0300
DATE:  August 18, 1999 TIME: 12:41pm -
Telecopier Message From:
Nicole Eliseo-Pinou
of Meltzer, Lippe, Goldstein & Schlisgel, P.C.
Please deliver the following pages to:
NAME ; MR. GERALD LEWIN
FAX NUMBER: 561-241-0071

NUMBER OF PAGES, INCLUDING THIS COVER PAGE: 4

COMMENTS / INSTRUCTIONS :

As per your request, attached herewith please find the a

copy of the recently signed retainer agreement between
iviewit and Meltzer, Lippe, Goldstein.

If you have any questicns regarding the above.

please do
not hesitate te contact us.

P.8. - When sending faxes to us, Please use the foll

owing
fax number - 516-747-9363. Thanks!

Teansmitting from & Pansfas 733 Digital Facaimile Transceiver. The FAX mumber is

THIS MESSAGE IN INTENDED FOR THE USE OF THE INDIVIDU:
INFORMATION THAT IS PRIVILEGED, CONFIDENTIAL

(516) 7479363, 1f you do ot reacive all of the puges, please call us
back 15 §oon a2 possible at ($16) 74740300, cxicngion 247
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MELTZER, LIPPE, GOLDSTEIN & SCHLISSEL, P.C.
THE CHANCERY
190 WILLIS AVENUE
MINEOLA, NEW YORK 11501
(516) 747-0300
DATE: August 18, 1999 TIME: 12:41pm
Telecopier Message From:
Nicole Eliseo-Pinou
of Meltzer, Lippe, Goldstein & Schlissel, P.C.

Please deliver the following pages to:

NAME : MR. GERALD LEWIN
FAX NUMBER: 561-241-0071

NUMBER OF PAGES, INCLUDING THIS COVER PAGE: 4
COMMENTS/INSTRUCTIONS :

AB per your request, attached herewith please find the a
copy of the recently signed retainer agreement between
iviewit and Meltzer, Lippe, Goldstein.

If you have any questions regarding the above, please do
not hesitate to contact us.

P.S. - When sending faxes to us, please use the following
fax numbexr - 516-747-9363. Thanks!

Transmiting from a Panafax 733 Digial Facsimite Transceiver. The FAX nuber is (516) 747-9363. If you do not receive ail of the pages, please call us
back as soon a5 possible at {S16) 47-0300, extension 247.

THIS MESSAGE IN INTENDED FOR THE USE OF THE INDIVIDUAL OR ENTITY TO WHICH IT IS ADDRESSED AND MAY CONTAIN
INFORMATION THAT IS PRIVILEGED, CONFIDENTIAL AND EXEMPT FROM DISCLOSURE UNDER APPLICABLE LAW. IF THE READER
OF THIS MESSAGE IS NOT THE INTENDED RECIPIENT, OR THE EMPLOYEE OR AGENT RESPONSIBLE FOR DELIVERING THE MESSAGE
TO THE INTENDED RECIPIENT, YOU ARE HEREBY NOTIFIED THAT ANY DISSEMINATION OR COPYING OF THIS COMMUNICATION 1§
STRICTLY PROHIBITED. IF YOU HAVE RECEIVED THIS COMMUNICATION IN ERROR, PLEASE NOTIFY US IMMEDIATELY BY
TELEPHONE AND RETURN THE ORIGINAL MESSAGE TO US AT THE ABOVE ADDRESS VIA U.S. POSTAL SERVICE. THANK YOU.
THIS MESSAGE IN INTENDED FOR THE USE OF THE INDIVIDUAL OR ENTITY TO WHICH IT [S ADDRESSED AND MAY CONTAIN
[NFORMATION THAT IS PRIVILEGED, CONFIDENTIAL AND EXEMPT FROM DISCLOSURE UNDER APPLICABLE LAW. IF THE READER
OF THIS MESSAGE IS NOT THE INTENDED RECIPIENT, OR THE EMPLOYEE OR AGENT RESPONSIBLE FOR DELIVERING THE MESSAGE
TO THE INTENDED RECIPIENT, YOU ARE HEREBY NOTIFIED THAT ANY DISSEMINATION OR COPYING OF THIS COMMUNICATION IS
STRICTLY PROHIBITED. IF YOU HAVE RECEIVED THIS COMMUNICATION N ERROR, PLEASE NOTIFY US IMMEDIATELY BY
TELEPHONE AND RETURN THE ORIGINAL MESSAGE TO US AT THE ABOVE ADDRESS ViA U.S. POSTAL SERVICE. THANK YOU.
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ONFIDENTIAL

To the exclusive attention of:

E)} "™t Hernstein

5F*-417-4470

Sent By: Eliot Bernstein
Recipient: Mr. Raymond Joao Company: i-view-it.com
Company: Meltzer Fax Number: 561-417-4470
Voice Number: Voice Number: 561.417.8980
Fax Number: 15167479363 Date: 8/10/99
Time:  5:01:47 PM
Total No. Pages: 1
Subject:
Message:
Ray, — — —

Retainer agreement.

Eliot ;

[
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2255 Glades Road
Suite 340 West
Boca Raton, FL 13431-7360

Telephone 3612417400 uew YORK
Eltawhere n Florida gt wistts
. 8004327146
PROSKAUER ROSE LLP Fax 561241 T14S i
Stuart 1. Kapp
Atomey Al Law

Diroct Diad 561.995.4730
skapp@proskauer.com

August 5, 1999

Mr. Eliot 1. Bernstein
iviewit, Inc.

500 SE Mizner Boulevard
Suite 102

Boca Raton, Florida 33432

Re:  Meltzer, Lippe Engagement Agreement

Dear Elior:

Enclosed pieasc find the revised Engagement Agreement on behalf of ivewit, LLC. As you will
sec, yott are no longer personally guarantesing the fees to the Meltzer, Lippe law firm. However,
please note that upon execution of this Engagement Agreement the firm is requesting a retainer
of $3,000 as well s payment for all outstanding balances which arc $8,548.04 as of August 4,
1999, . '

Should you have any questions with respect to the foregoing, please call me.

7

rt T. Kapp

Best regards.

dially,

Enclosures
STK/Ag

cc:  Christopher C, Wheeler, Esq. (w/enclosure)

0408/a0037-007 BRLIA1/237616 v1 08/05/93 11:13 AM 116143}





Fax 9 Part 2 – So to get the fax to have the correct paging and the signature page the cover refers to, you have to go back in time to 8/4/99 and grab the pieces in fax 8 part 1 that make no sense and add them here.  But if you proceed with this logical step, the TX report and cover page will be markedly different.  Then 7 pages would be transmitted instead as follows.  Remember it is not together like this in the file.

Also, on page 3 you will see what appears to be my (Eliot) cover page, with this cover page we see what should be a pg 1 of 1 fax, also it has a stamp of my header at the top that shows it was sent to me by me on 8/10 at 5:02, even though the time on the cover is 5:01:47.  Also there is some faint message to Nicole on it.  Now what’s amazing is that there is not only a next page but 4 more all numbered as if it were sent to myself from myself.

On page 4 we have a 8/5/99 letter from Stuart Kapp at Proskauer and we pick up a new time stamp from Proskauer at the top and bottom

Top 8/10/99 16:40  pg 02/07 and at the bottom we have 8/5/99 11:13am

Page 5 we have a 8/4/99 letter from Ray to Stuart and now the Proskauer stamp skips a page and is labeled 04/07.  Also we pick up a new time stamp

Bottom new stamp is 8/4/99 16:55 with Page 02 listed

Page 6 - Also, if you go to the signature page I have signed it 8/10/99 but failed to fill in the date above, which seems weird why two dates.  Also, it is being sent to Jerry by Ray as signed, yet he has not signed it and I have.?  

Proskauer now at pages 05/07

Page 7 – Has a blacked out time stamp under Proskauers, you can see part.  Proskauer is now on pg 06/07 and we are at the end of this fax.
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LAW OFFICES
MELTZER, LIPPE, GOLDSTEIN & SCHLISSEL, P.C.
THE CHANCERY
190 WILLIS AVENUE
MINEQLA, NEW YORK 11501
(516) 747-0300
DATE: August 18, 1999 TINME:
Telecopier Message From:
Nicole Eliseo-Pinou
of Meltzer, Lippe, Goldstein & Schlisgel, P.C.

12:41pm -

Please deliver the following pagea to:

NAME ; MR. GERALD LEWIN
FAX NUMBER: 561-241-0071

NUMBER OF PAGES, INCLUDING THIS COVER PAGE: 4
COMMENTS / INSTRUCTIONS :

As per your request, attached herewith please find the a

copy of the recently signed retainer agreemont between
iviewit and Meltzer, Lippe, Goldstein.

If you have any questions regarding the abdve,

please do
not hesitate to contact us.

P.8. - When sending faxes to us, rleage use the follo

wing
fax number - 516-747-9363. Thanks!

Toansmittng from x Panafax 733 Digital Facaimile Transeeiver. The FAX number is (516) 747-9363, 1 ¥9u do et reecive all of the pages,

Pleasc call us
back as soan 13 possible at ($16) 7a7-0300, cxiension 247.

THIS MESSAGE IN INTENDED FOR THE USE OF THE INDIVIDU:
INFORMATION THAT IS PRIVILEGED, CONFIDENTI,

OF THIS MESSAGE 1S NOT THE INTENDED RECIPIENT,
TO THE INTENDED RECIPIENT, YOU

OR THE EMPLOYEE OR AGENT RESPONSIBLE FOR DELIVERING THE MESSAGE
THAT ANY DISSEMINATION OR COPYING OF THIS COMMUNICATION 1S
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MELTZER, LIPPE, GOLDSTEIN & SCHLISSEL, P.C.
THE CHANCERY
190 WILLIS AVENUE
MINEOLA, NEW YORK 11501
(516) 747-0300
DATE: August 18, 1999 TIME: 12:41pm
Telecopier Message From:
Nicole Eliseo-Pinou
of Meltzer, Lippe, Goldstein & Schlissel, P.C.

Please deliver the following pages to:

NAME : MR. GERALD LEWIN
FAX NUMBER: 561-241-0071

NUMBER OF PAGES, INCLUDING THIS COVER PAGE: 4
COMMENTS/INSTRUCTIONS :

As per your request, attached herewith please find the a

copy of the recently signed retainer agreement between
iviewit and Meltzer, Lippe, Goldstein.

If you have any questions regarding the above, please do
not hesitate to contact us.

P.S. - When sending faxes to us, please use the following
fax number - 516-747-9363. Thanks!

‘Transmicing from a Panafax 733 Digital Facsimile Transceiver. The FAX mumber is (516) 747-9363. 1f you do not receive ail of the pages, please call us
back as soon as possible at (516) 747-0300, extension 247.

THIS MESSAGE IN INTENDED FOR THE USE OF THE INDIVIDUAL OR ENTITY TO WHICH IT IS ADDRESSED AND MAY CONTAIN
INFORMATION THAT IS PRIVILEGED, CONFIDENTIAL AND EXEMPT FROM DISCLOSURE UNDER APPLICABLE LAW. IF THE READER.
OF THIS MESSAGE IS NOT THE INTENDED RECIPIENT, OR THE EMPLOYEE OR AGENT RESPONSIBLE FOR DELIVERING THE MESSAGE
TO THE INTENDED RECIPIENT, YOU ARE HEREBY NOTIFIED THAT ANY DISSEMINATION OR COPYING OF THIS COMMUNICATION 1S
STRICTLY PROHIBITED. IF YOU HAVE RECEIVED THIS COMMUNICATION IN ERROR, PLEASE NOTIEY US IMMEDIATELY BY
TELEPHONE AND RETURN THE ORIGINAL MESSAGE TO US AT THE ABOVE ADDRESS VIA U.S. POSTAL SERVICE. THANK YOU.
THIS MESSAGE IN INTENDED FOR THE USE OF THE INDIVIDUAL OR ENTITY TO WHICH IT IS ADDRESSED AND MAY CONTAIN
[NFORMATION THAT IS PRIVILEGED, CONFIDENTIAL AND EXEMPT FROM DISCLOSURE UNDER APPLICABLE LAW. IF THE READER.
OF THIS MESSAGE IS NOT THE INTENDED RECIPIENT, OR THE EMPLOYEE OR AGENT RESPONSIBLE FOR DELIVERING THE MESSAGE
TO THE [NTENDED RECIPIENT, YOU ARE HEREBY NOTIFIED THAT ANY DISSEMINATION OR COPYING OF THIS COMMUNICATION 1S
STRICTLY PROHIBITED. [F YOU HAVE RECEIVED THIS COMMUNICATION IN ERROR, PLEASE NOTIFY US IMMEDIATELY BY
TELEPRONE AND RETURN THE ORIGINAL MESSAGE TO US AT THE ABOVE ADDRESS VIA U.S. POSTAL SERVICE. THANK YOU.
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ONFIDENTIR

To the exclusive attention of:

E} ™t Bernstein

5¢%-417-4470

Sent By: Eliot Bernstein
Recipient: Mr. Raymond Joao Company: i-view-it.com
Company: Meltzer Fax Number: 561-417-4470
Voice Number: Voice Number; 561.417.8980
Fax Number: 15167479363 Date: 8/10/99
Time:  5:01:47 PM
Total No. Pages: 1
Subject:
Message:
Ray, o

Retainer agreement.

Eliot i

L
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2255 Gtades Road

Surte 340 Wesl

Baca Raton, FL 13431-7360

Talaphone 551.241.7400 NEW YORK
Elsewhare In Florida s
8004327746 prasis

PROSKAUER ROSE LLP ' Fax 561,241 7S A

Steart Y. Kapp
Anorney At Law

Dirsct Diad 561.995.4730
skapp@proskauer.com

August 5, 1999

Mr. Eliot 1. Bernstein
iviewit, Inc.

500 SE Mizner Boulevard
Suite 102

Boca Raton, Florida 33432

Re:  Meltzer, Lippe Engagement Agreement

Dear Eliot:

Enclosed please find the revised Engagemeny Agreement on behalf of ivewit, LLC. As you will
see, you are no longer personally guarantecing the fees to the Meltzer, Lippe law firm. However,
please note that upon execution of this Engagement Agreement the fitm is requesting a retainer

of $3,000 as well as payment for ail outstanding balances which are $8,548.04 as of August 4,
1999, . '

Should you have any questions with respect to the foregoing, please call me,

7

rt T. Kapp

Best regards.

diglly,

Enclosures
STK/g

cc.  Christopher C. Wheeler, Esq. (W/enclosure)

0408/30017-001 BRLIB1/237616 v) 0B/06/99 T1:13 AM 118143}
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LAW OFFICES
MELTZER, LIPPE, GOLDSTEIN & SCHLISSEL, PC.

190 WILLIE AVENUE. MNEOLA, NY 1801
TILEPHONE; (316) 7420200
FACHIILE: 12101 Tav.0ens LAz aCaLY 10 mukOLL

IMTEANET: wmmip.oem e rome
Va3 st aem gyALCY
e Yo, 7 10l
eurou —enre

T oinger an

praactTirel (ENGAGEMENT AGREEMENT)
" AR MaATING

ey S, - e,

e s P .

e, s o
fomt

#L60nomvER . August 4, 1999

"
iz -
Hee B o ame

-241-7248
Stuart Kapp, Esq.
Progkauer Rose, LLP
2255 Olades Road
Boca Raton, FL 33431-7360

Re: General Intellectual Property Matters,
ineluding but not limited to counsel, drafting,
preparation and filing of Patent Applications

Dear Mr. Bernetein:

iviewit LLC has regueated that Meltzer, Lippe, Goldstein &
Schlissel, P.C. represent 4iviewit LLC in genaral patent and
intellectual property mattera. Our patent and intellectual
property fees will be based on an hourly rate of $300.00 per hour
and will be handled by Raymond A. Joao. The above legal fees do
not include disbursements and expenses.

dviewit LLC {s to pay us ap additional retainer of 53,000, in
addition to satisfying all cutstanding balances to date, which, as
of August 4, 1999 is $8,548.04. Our firm has an intake committee
which must approve the terme of iviewit LLC's engagement of us. If
the Committee does not accept the terms of the engagement and we
are unable to agree upon reviced terms, any unused funds will be
returned to iviewit LLC.

iviewit LLC agrees that our invoices will be paid within
twenty (20} days of the billing date gtated on each imvoice and

AUG 24 1999 16:55 PRGE . D2
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MerT2eR, LePE, GoLpsTRN & Scrusszi, BPCL

that any past due amounce will accrue late charges (the rate is 1yt
per month and is subject to change by us), calculated from the
original invoice dste.

iviewit LLC and the firm are agreeing to a2 Credit Limit for
iviewit LLC‘s makters. The credit limit ig $3,000. If at any
time, the aggregate of (i) all outstanding bills rendered to
iviewit LLC which are unpaid and (ii) the value of all unbilled
time for services rendered by the Firm and the amount of all
unbilled disbursements incurred in connection therewith, exceeds
the Credit Limit iviewit LLC will be promptly notified that iviewit
LLC's account has exceeded the credit limit. When iviewit LLC has
exceeded the Credit Limit, we will call iviewit LLC and ask for an
immediate payment. iviewit LLC agreas to make an immediate payment
to bring iviewit LLC's account well under the Credit Limit.

In the event that any bills rendered by the Firm are not paid
when due, dviswit LLC hereby consents to our (i) immediately
ceasing nﬁ and 211 work being performed by us for iviewit LLC'g
aceount and/or {ii) our withdrawal from any further representation
of iviewit LLC.

in the event of any dispute arising out of or relating to this
agreement and/or the legal services rendered hereunder, the same
shall be determined by binding arhitration in Nassau County, Long
Island, New York, by an arbitrator chosen by the President of the
Naesau County Bar Association who has significant experience in the
f1eld in which the legal services were rendered.

The Miscellaneous Rules attached hereto form a part of this
Agreement.

We look forward to sexving iviewit LLC's legal needs and thank
you for retaining our Firm.

THIS ENGAGEMENT AGREEMENT I§
ENTERED INTO THIS ___ DAY

OF ETLN

iviewit MELTZER, LIPPE, GOLDSTEIN,
WOLF & SCHLISSEL, P.C.

B8y: ' By:

reids fare Shot '
Title: %
Data: ?I// 2 /GG » a2

Credit Limit $3,000.00 %__‘ (client initials)

AUG B4 1999 16:55 PAGE. @3
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NISCELLANEOHS RULES

1. IE, at any time, either (i} iviewit LLC elects to
terminate the engagement of the Firm or (ii) the Firm elects to
withdraw from the engagement, any excess funds remaining over the
charges incurred by the Firm prior to the termination of the
engagement will be refunded to iviewit LLC.

2. The hourly rates are exclugive of disbursements and
Gharges incurred by the Firm on iviewit LLC's behalf for such items
as photocopies, word proceesing. romputerized legal rasearch,
telecopying, messanger or overnight delivery service, long distance
telephone charges, travel and, if applicable, filing fees and court
costa, auch am kranscripts, index fees, etc. iviewit LLC will be
billed separately for such disbuxsements.

Third-party disbursements are billed at 1.2 times
actual cost. Tf iviewit LLC does not wish to pay 1.2 times for
third-party disburaements, iviewit LLC may choose one of the
following alternatives (please inicial your selection):

I hereby elect to deposit with you §.
to be held in a separate account out of which
you will pay third-party disbursements.

1 request that you motify me each time a
third-party disbursement must be paid and
iviewit LLC will sand you the appropriate eheck
promptly upon xecaipt of your request. iviewit
LLc understands that iviewit LLC‘s selection of
this procedurs ig likely to cause delays in
the handling of my matter and such delay
may adversely impact my matter. iviewit
LLC relieves the Firm of any
responsibility for such delay-

3. The Firm will generally submit bills to iviewit LLC
on a monthly basis, at which time dviewit LLC will also be pravided
with 2 summary of the work performed. In addition, we maintain at
our office computer time and disbursement records, which will be
available for iviewit LLC’g inspection.

3. I1f the Firm s successful in any proceeding to
recover any sum due to the Fiym, iviewit LLC hereby agrees that

AUG 24 1899 16:58 PAGE. B4





EMAIL - The next item is not a fax but a very strange email printout with no dates or email headers, highly unlikely.  Also, my name is indented here which means I am replying inside the body of another message.   But there is no way this could occur without revealing the other message.   This message occurs way before regarding the 3CCD chip but he is obviously trying to say this happened later to match when he might have added it to a patent.

[image: image265.png]Page 1 of 2

i&] VigW = it.com

[Eliot] Ray the following needs to be added to the statements regarding capture

of the video onto the actual first generation tape. Please add this statement

ASAP to all video patents. Good luck in your meetings!

Ray, Can you please enter into video patents the need for capturing motion
using 3CCD chips.

Thanks - Eliot

Eliot

i™ view ™ it.com
500 SE Mizner Boulevard
Suite 102
Boca Raton, FL 33432
561.417.8980
800.519.0234
www.iviewit.com

viewmaster@iviewit.com

““Internet Emall Confidentiality Footer«*
Privileged/Confidential Information may be contained in this message. If you
are not the addressee indicated In this message {or responsible for delivery of
the message to such person), you may not open, copy or deliver this message and/or any attachments o anyone.
In sach case, you should destroy this message and kindly uotify the sender (vlewmaster@iviewit.com) by
reply email. Please advise immediately if you or your employer does not consent
to Internet email for messages of this kind. Opinions, conclusions and other

informatlon in this message that do not relate to the afficial business of my

file://CAWINDOWS\TEMP\ATT00014.html

9/22/99
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firm shall be understoa as neither given nor endarsei by if, If you have any questions or need additiona) information please

contact us at 800.519.0234,

file://CA\WINDOWS\TEMP\ATT00014.html 9/22/99






Fax 10 – This fax dated 12/20/99 is a whole new twist on cover pages, etc.

Top Header – 10:02 page 001

Middle Header – 12/20 at 16:02

Cover Page – 12/20/99 MISSING TIME STAMP

Also the Meltzer letterhead is missing disclosure, time stamp, message box, totally different.  Ok 3 pages including the cover but 2 pages are not following the cover???
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TRANSMISSION OK

TX/RX NO 4745
CONNECTION TEL 15612417145
SUBADDRESS
CONNECTION ID
ST. TIME 12/20 16:02
USAGE T 00748
PGS. 3
RESULT OK
Law Offices

MELTZER, LIPPE, GOLDSTEIN & SCHLISSEL, P.C.
190 WILLIS AVENUE, MINEOLA, NY 11501
(516) 747-0300
Facsimile (516) 747-9363

DATE: December 20, 1999

’ll;e(l:ecopier Message From Raymond A. Joae, Esq. of Meltzer, Lippe, Goldstein & Schlissel,

PLEASE DELIVER THE FOLLOWING PAGES TO:

NAME: Gayle Coleman

FAX NUMBER: (561) 241-7145

NUMBER OF PAGES INCLUDING THIS COVER PAGE: 3

MESSAGE:
Pursuant to our conversation of today, enclosed please find the information you requested.
Please let me know if you need any additional information.

Rav
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MELTZER, LIPPE, GOLDSTEIN & SCHLISSEL, P.C.
190 WILLIS AVENUE, MINEOLA, NY 11501
(516) 747-0300
Facsimile (516) 747-9363

DATE: December 20, 1999

geéecopier Message From Raymond A. Joao, Esq. of Meltzer, Lippe, Goldstein & Schlissel,
PLEASE DELIVER THE FOLLOWING PAGES TO:
NAME: Gayle Coleman
FAX NUMBER: (561) 241-7145
NUMBER OF PAGES INCLUDING THIS COVER PAGE: 3
MESSAGE:
Pursuant to our conversation of today, enclosed please find the information you requested.
Please let me know if you need any additional information.
Ray

Transmitting from a Xerox 7021 Telecopler. The fax number is (516) 747-9363. If you do not receive all of the pages, please call us hack as soon ns
possible at (S16) 7470300 ext. 248.

‘THIS MESSAGE IS INTENDED FOR THE USE OF THE INDIVIDUAL TO WHICH IT IS ADDRESSED AND MAY CONTAIN INFORMATION THAT
IS PRIVILEGED, CONFIDENTIAL AND EXEMPT FROM DISCLOSURE UNDER APPLICABLE LAW. 1F THE READER OF THIS MESSAGE IS NOT
THE INTENDED RECIPIENT, OR THE EMPLOYEEOR AGENTRESPONSIBLE FOR DELIVERING THE MESSAGE TO THE INTENDED RECIPFIENT,
YOU ARE HEREBY NOTIFIED THAT ANY DISSEMINATION, DISTRIBUTION OR COPYING OF THIS COMMUNICATION IS STRICTLY
PROHIBITED. IF YOU HAVE RECEIVED THIS COMMUNICATION IN ERROR, PLEASE NOTIFY US IMMEDIATELY BY TELEPHONE AND
RETURN THE ORIGINAL MESSAGE TO US AT THE ABOVE ADDRESS VIA U.S. POSTAL SERVICE. THANK YOU.

1960911
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PROPRIETARY TECHNOLOGY AND PATENTS PENDING

Iviewit.com has an extensive portfolio of proprietary
technologies in the fields of image and video data processing as
well as proprietary technology for network delivery systems for
delivering its proprietary image and video data and information
from a network-based computer platform.

To date, Iviewit.com, through its founder Eliot Bernstein,
currently holds eight patents pending in the fields of image and
video processing, image and video file transmission over a
communication network, and video data processing and
transmission in a communication network. Tviewit.com will
aggressively seek to procure patent protection in the United
States and abroad for its patent pending technologies.

Iviewit.com has adopted a two-prong approach to building an
extensive patent portfolio. The Company plans to aggressively
develop and seek patent protection for its own proprietary
technologies. The Company will further seek to improve upon
existing technologies as these technologies come to the market.
While patent pending status does not, in itself, guarantee that
a patent will ultimately issue, or that an issued patent will
not face a judicial challenge in the Courts or an administrative
challenge in the U.S. Patent & Trademark Office, the Company
believes that the pending claims in its patent applications are
well supported and will provide the Company with broad patent
protection. The Company further believes that its proprietary
technologies, and related trade secrets, provide it with a
substantial competitive advantage.





Fax 11 – Here we have what follows fax 10 and is two days later but there is no cover page for this date or anything and we have only page 02 and 10

Yet we have on the first page a new header for Joao from yet another fax machine with his name on it this time and from a new number (we should check records for this number 914-969-2992).

Remember the first page letter to Gayle Coleman I think this is used elsewhere at the time of 5865-2 fed’x letter that makes no sense.

The second page 10 is an assignment form for 5865-8 (60/169,559)
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.

Dear Gayle:

Please find transmitted herewith the Asgignment papers
for the Iviewit patent applications. Please note that the
5865~1, 5865-3 and 5865-4 applications, which were
previously assigned to Iviewit LLC, will now be assigned to
Iviewit Holdings, Inc, and, according, the Assignments must
be signed by Brian Utley. The other applications will be
assigned from Eliot Bernstein directly to Iviewit Holdings,
Inc. and, accordingly, the respective Assgignments require

Eliot's signature. -

Please also have the assignments notarized. Once we
receive the executed Assignments, we will record them with

the U.S. Patent & Trademark Office.

If you have any questions, please don’t hesitate to

contact me.
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Attorney Docket No. $865-8
ASSIGNMENT OF DPATENT APPLICATION
For value recetved, the undep

& corporation organized unger the )f
and having a place of business at;

thagli(s), assign(s) and tra
iewit Holdings, Inc,

One Boh Place
2255 Glades Road
Suite 337'q

Boca Raton, Florida 33431

and to Assignze's successors, assigns and legal representatives or nominees as it tay designate (collectively,
bereinafter, "Assignes"), the entire right, title and interest, for:

Tho United States of America and Its X Al countries throughout
Territories and Commonwealth and Possessions the world

in and to all inventions and mprovements disclosed in an application for United States Patem entitled:
APPARATUS AND METHOD FOR PRODUCING ENHANCED VIDEO IMAGES AND/OR VIDEO FILES
The nbove-entitled United States Provisional Patent application was:

- execited by the undersigned on;

P.q fited in the United States Patent and Trademark Office on:_Decergber 8, 1999
and assigned serial number: 60/169,559

filed as PCT Intcrnational Application No.:

o

Theundersigned assign(s) the rights for all patents, divisions, seissues, reexamination certificates, continuing
applications and extensions thereof, together with the right of- ‘priority of any carlier corresponding patent application
Hiled by the undersigned in the United States or elsewhere,

The undersigned covenant(s) that the rights and Property conveyed by this Assignment are free and clear of
any encambrance, and that the undersigned hav?ﬂms) full right to convey the rights and property as expresaed herein.

The undersigned authorize(s) and request(s) that any and all patents on the aforesaid inventions be issued to
Assignes.

The undersigned agree(s), when requested, without Aurther charge to Assignee but at its expense, to
commutieate i Assignice or its representatives ell facts known to the undersigned regarding the aforesaid inventions
and improvements, testify in any legal proceeding, sign all papers, make all rightful caths or declarations, execute all
divisional, continning, re-examination and reissue applicationsand, generally performall acts, which maybe necessary,
desirable or convernient, 10 aid Aszignee in securing, maintaining and enforcing patents for the aforesaid inventions and
improvements in the aforesaid countries, and for vesting title thereto in Assignee.

Date; . By:

~ENorRerEm—- .
ARTEA L

196A30.1

ia






Fed’x Letter - Now the letter to Gayle that was page 02 of 10? of the last fax with no cover, appears on the next letter that goes fed’x but it is a letter regarding the provisional patents not the assignments and the provisional applications are not enclosed as the letter indicates but the assignments are which are part of the fax from two days earlier??

There is also a new stamp on the letter from Meltzer 4191 2955 0915, never have seen this?
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SErene  PLERCHMAN® DESRR s ELraRE December 22, 1999
T e ~7

ALSO ADMITTED I
o 860 Zt"q
Hoer Sagsisrenc patent arry

VIA FEDERAL EXPRESS

Ms. Gayle Coleman €V 9(0

Proskauer Rose LLP

2255 Glades Road

Suite 340 West

Boca Raton, FL 33431-7360

Re: Provisional Patent Applications

Entitled : APPARATUS ANDMETHOD FORPRODUCIN
- ENHANCED DIGITAL IMAGES

Qur Ref. No. : 5865-1 !

Entitled : APPARATUS AND METHOD FOR PRODUCING
ENHANCED VIDEQ IMAGES i

Our Ref. No. : 5865-3 ;

|

Entitled H APPARATUS AND METHOD FOR PLAYING
VIDEO FILES ACROSS THE INTERNET

Our Ref. No. : 5865-4

Entitled H APPARATUS AND METHOD FORPROVH)IN{;

AND/OR FOR TRANSMITTING VIDEO DATA
AND/OR INFORMATION IN A

COMMUNICATION NETWORK H
Our Ref. No. : 5865-4.1 i
|
Entitled H APPARATUS AND METHOD FORPRODUCING
ENHANCED DIGITAL IMAGES
AND/OR DIGITAL VIDEQ FILES
Our Ref. No. : 5865-5

196937.1






[image: image273.png]MELTZER, LPPE, GOLDSTEIN & SCGHLISSEL, PC.
Ms. Gayle Coleman
Proskauer Rose LLP
December 22, 1999

Page 2
Entitled H APPARATUS AND METHOD FOR PRODUCING.
ENHANCED VIDEO IMAGES
Our Ref. No. H 5865-6
Entitled : APPARATUS AND METHOD FOR l’RODUClNGi
ENHANCED VIDEO IMAGES AND/OR VIDEQ|
FILES i
Our Ref. No. H 5865-7
Entitled H APPARATUS AND METHOD FOR PRODUCING|
ENHANCED VIDEO IMAGES AND/OR VIDEO|
FILES
Our Ref. No. : 5865-8
Dear Gayle: '

Please find transmitted herewith the Assignment papers for the
iviewit patent applications. Please note that the 5865-1, 5865-3,
5865-4 applications, which were previously assigned to iviewit LLC,
will now be assigned to iviewit Holdings, Inc. and, accordingly, the
Assignments must be signed by Brian Utley. The other applications
will be assigned from Eliot Bernstein directly to iviewit Holdings,|

Inc. and, accordingly, the respective Assignments require Eliot’s
“signature.

i

Please also have the Assignments notarized. Once we receive the

executed Assignments, we will record them with the U.S. Patent and|
Trademark Office.

If you have any questions, please do not hesitate to contact

me.
Sincerely yours,
\\\ ;
~end (|
Byt \CU—/UV{/”(C A d
Ra%moﬁd A. Joao
RAJ/mb !
Encs.

(Dictated but not reviewed)

1969371
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ASSIGNMENT OF PATENT APPLICATION

For vatue received, the undersigned sell(s), assign(s) and transfer(s) to:
iviewit Holdings, Inc.

a corporation organized under the laws of H
and having a place of business at: One Boca Place

2255 Glades Road

Suite 337 West

Boca Raton, Florida 33431
and to Assignee’s successors, assigns and legal representatives or nominees as it may designate (collectively,
hereinafier, "Assignee"), the entire right, title and interest, for:

_ The United States of America and Its X All countries throughout
Territories and Commonwealth and Possessions the world

in and to all inventions and improvements disclosed in an application for United States Patent entitled: |
APPARATUS AND METHOD FOR PRODUCING ENHANCED DIGITAL IMAGES
The above-entitled United States Provisional Patent applicatior: was:

_ exceuted by the undersigned on:

X filed in the United States Patent and Trademark Office on: March 24, 1999
and assigned serial number: 60/125.824
filed as PCT International Application No.:
on:

The undersigned assign(s) the rights for ail patents, divisions, reissues, reexamination certificates, conn'numg
applications and extensions thereof, together with the right of priority of any earlier correspondin g patent application
filed by the undersigned in the United States or elsewherc !
i
The undersigned covenant(s) that the rights and Ppropesty conveyed by this Assignment are free and clear of
any encumbrance, and that the undersigned have (has) full i ight to convey the rights and property as expressed herein|

i
The undersigned authorize(s) and request(s) that any and all patents on the aforesaid inventions be issued 14
Assignee.

The undersigned agree(s), when requested, without further charge to Assignee but at its expense, IJ
communicate to Assignee or its representatives all facts known to the undersigned regarding the aforesaid inventions
and improvements, testify in any legal proceeding, sign all papers, make all rightful oaths or declarations, execute all
divisional, continuing, re-examination and reissue applications and gencrally perform all acts, which may be necessary;
desirable or convenient, to aid Assignee in securing, maintaining and enforcing patents for the aforesaid inventions and
improvements in the aforesaid countries, and for vesting title thereto in Assignee.

Iviewit LLC

Date: By

Brian Utley

Title:

1968191






[image: image275.png]Attorney Docket No. 5865-3
ASSIGNMENT OF PATENT APPLICATION

For valie received, the undersigned sell(s), assign(s) and transfer(s) to:
iviewit Holdings, Inc.
a corporation organized under the laws of :
and having a place of business at: One Boca Place
2255 Glades Road
Suite 337 West
Boca Raton, Florida 33431
and to Assignee's successors, assigns and legal representatives or nominees as it may designate (collectively,
hereinafter, "Assignee"), the entire right, title and interest, for:

_ The United States of America and Its X All countries throughout

Territories and Commonwealth and Possessions the world
in and to all inventions and improvements disclosed in an application for United States Patent entitled:
APPARATUS AND METHOD FOR PRODUCING ENHANCED VIDEO IMAGES
The above-entitled United States Provisional Patent application was:

- executed by the undersigned on;,

X filed in the United States Patent and Trademark Office on: June 3. 1999
and assigned serial number: 60/137.297
filed as PCT International Application No.
on:

The undersigned assign(s) the rights for ali patents, divisions, reissues, reexamination certificates, continuin,
applications and extensions thereof, together with the tight of priority of any earlier corresponding patent applicatios
filed by the undersigned in the United States or elsewhere.

The undersigned covenant(s) that the rights and property conveyed by this Assignment arc free and clear of
any encumbrance, and that the undersigned have (has) full right to convey the rights and property as expressed herein]

‘The undersigned authorize(s) and request(s) that any and all patents on the aforesaid inventions be issued 14
Assignee.

The undersigned agree(s), when requested, without further charge to Assignee but at its expense, to
communicate to Assignee or its representatives all facts known to the undersigned regarding the aforesaid inventions
and improvements, testify in any legal proceeding, sign all papers, make all rightful caths or declarations, execute aIT
divisional, continuing, re-examination and reissue applications and generally perform all acts, which may be necessary|
desirable or convenient, to aid Assignee in securing, maintaining and. enforcing patents for the aforesaid inventions an
improvements in the aforesaid countries, and for vesting title thereto in Assignee.

Iviewit LL.C

Date: Bv:

Brian Utley

Title;

1968251
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ASSIGNMENT QF PATENT APPLICATION

For value received, the undersigned sell(s), assign(s) and transfer(s) to:
iviewit Holdings, Inc.

4 corporation organized under the laws of :
and having a place of business at: One Boca Place

2255 Glades Road

Suite 337 West

Boca Raton, Florida 33431
and to Assignee's successors, assigns and legal representatives or nominees as it may designate (coliectively,
hereinafter, "Assignee"), the entire right, title and interest, for:

- The United States of America and Its X All countries throughout
Territories and Commonwealth and Possessions the world

in and to all inventions and improvements disclosed in an application for United States Patent entitled:
APPARATUS AND METHOD FOR PLAYING VIDEO FILES ACROSS THE INTERNET
The above-entitled United States Provisional Patent application was:

_ executed by the undersigned on:

X filed in the United States Patent and Trademark Office on: June 7, 1999
and assigned serial number: 60/137,921
filed as PCT International Application No.:
on:

The undersigned assign(s) the rights for all patents, divisions, reissues, reexamination certificates, conlinumﬁ
applications and extensions thereof, together with the right of priority of any earlier corresponding patent applicatio
filed by the undersigned in the United States or elsewhere.

The undersigned covenant(s) that the rights and property conveyed by this Assignment are free and clear df
any encumbrance, and that the undersigned have (has) full right to convey the rights and property as expressed herein.

The undersigned authorize(s) and request(s) that any and all patents on the aforesaid inventions be issued 1%
Assignee.

The undersigned agree(s), when requested, without further charge to Assignee but at its expense, tp
communicate to Assignee or its representatives all facts known to the undersigned regarding the aforesaid inventions
and improvements, testify in any legal proceeding, sign all papers, make all rightful oaths or declarations, execnte alll
divisional, continuing, re-examination and reissue applications and generally perform all acts, which may be necessaryt,
desirable or convenient, toaid Assignee in securing, maintaining and enforcing patenis for the aforesaid inventions and
improvements in the aforesaid countries, and for vesting title thereto in Assignee.

Tviewit LLC

Date: Bv:

Brian Utley

Title:

196832.1
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ASSIGNMENT OF PATENT APPLICATION

For value received, the undersigned sell(s), assign(s) and transfer(s) to:
iviewit Holdings, Inc.
4 corporation organized under the laws of H
and having a place of business at: One Boca Place
2255 Glades Road
Suite 337 West
Boca Raton, Florida 33431
and to Assignee’s successors, assigns and legal representatives or nominees as it may designate (collectively,
hereinafter, "Assignee", the entire right, title and interest, for:

The United States of America and Its X Al countries throughout
Territories and Commonwealth and Possessions the world

in and to all inventions and improvements disclosed in an application for United States Patent entitled:

APPARATUS AND METHOD FOR PROVIDING AND/OR FOR TRANSMITTING VIDEOQ DATA
AND/OR INFORMATION IN A COMMUNICATION NETWORK

The above-entitled United States Provisional Patent application was:

_ executed by the undersigned on;, !

X filed in the United States Patent and Trademark Office on:_June 29, 1999
and assigned serial number: 60/141,440
fited as PCT International Application No.:
on: N

i

The undersigned assign(s) the rights forall patents, divisions, reissues, reexamination. certificates, continuing|

applications and extensions thereof, together with the right of priority of any carlier corresponding patent application|
filed by the undersigned in the United States or clsewhere.

The undersigned covenant(s) that the tights and property conveyed by this Assignment are free and clear of! 1
any encumbrance, and that the undersigned have (has} full right to convey the rights and property as expressed herein. !

The undersigned authorize(s) and Tequest(s) that any and all patents on the aforesaid inventions be issued to
Assignee.

The undersigned agree(s), when Tequested, without further charge to Assignee but at its expense, 10!
communicate to Assignee or its representatives all facts kniown to the undersigned regarding the aforesaid inventions '
and improvements, testify in any legal proceeding, sign all papers, make all rightful oaths or declarations, execute atl
divisional, continuing, re-examination and reissne applications and generally perform all acts, which may be necessary,
desirable or convenient, to aid Assignee in securing, maintaining and enforcing patents for the aforesaid inventions and
improvements in the aforesaid countries, and for vesting title thereto in Assignee.

Date: By

Eliot Bernstein

196837.1
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ASSIGNMENT OF PATENT APPLICATION

For value received, the undersigned sell(s), assign(s) and transfer(s) to:
iviewit Holdings, Inc.
4 corporation organized under the laws of H
and having a place of business at: One Boca Place
2255 Glades Road i
Suite 337 West
Boca Raton, Florida 33431 '
and to Assignee's successors, assigns and legal representatives or nominees as it may designate (collectively,
hereinafter, "Assignee"), the entire right, title and interest, for:

- The United States of America and [ts X All countrics throughout
Territories and Commonwealth and Possessions the world

in and to all inventions and improvements disclosed in an application for United States Patent entitled:

APPARATUS AND METHOD FOR PRODUCING ENHANCED DIGITAL IMAGES
AND/OR DIGITAL VIDEO FILES

The above-entitled United States Provisional Patent application was:

_ executed by the undersigned on:

X filed in the United States Patent and Trademark Office on: August 19, 1999
and assigned serial mumber: 60/149.737
filed as PCT International Application No.:
on:

The undersigned assign(s) the rights for all patents, divisions, reissues, reexamination certificates, continuing|
applications and extensions thereof, together with the right of ‘priority of any earlier corresponding patent application|
filed by the undersigned in the United States or elsewhere.

‘The undersigned covenant(s) that the rights and property conveyed by this Assignment are free and clear of|
any encumbrance, and that the undersigned have (has) full right to convey the rights and property as expressed herein.

The undersigned authorize(s) and request(s) that any and all patents on the aforesaid inventions be issued to!
Assignee.

The undersigned agree(s), when requested, without further charge to Assignee but at its expense, to
communicate to Assignez or its representatives all facts known to the undersigned regarding the aforesaid inventions
and improvements, testify in any legal proceeding, sign all papers, make atl rightful oaths or declarations, execute ail
divistonal, contimuing, re-examination and reissue applications and generally performall acts, which may be necessary, |
desirable or convenient, to aid Assigneein securing, maintaining and enforcing patents for the aforesaid inventions and !
improvements in the aforesaid countries, and for vesting title thereto in Assignee.

Date: By:

Eliot [. Bernstein

196840.1
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ASSIGNMENT OF PATENT APPLICATION

For value received, the undersigned seli(s), assign(s) and transfer(s) to:

iviewit Holdings, Inc.
a corporation organized under the laws of :
and having a place of business at: One Boca Place
2255 Glades Road
Suite 337 West

Boca Raton, Florida 33431
and to Assignee's successors, assigns and legal representatives or nominees as it may designate (collectively,
hereinafier, "Assignee"), the entire right, title and interest, for:

— The United States of America and fts X All countries throughout
Territories and Commonwealth and Possessions the world

in and to all inventions and improvements disclosed in an application for United States Patent entitled:
APPARATUS AND METHOD FOR PRODUCING ENHANCED VIDEO IMAGES
The above-entitled United States Provisional Patent application was:

_ executed by the undersigned on;

P filed jn the United States Patent and Trademark Office on: August 2, 1999
and assigned serial number: 60/146,726
filed as PCT International Application No.:
on:

The undersigned assign(s) the rights for all patents, divisions, reissues, reexamination certificates, continuing
applications and extensions thereof, together with the right of priority of any earlier cortesponding patent application|
filed by the undersigned in the United States or elsewhere,

The undersigned covenant(s) that the rights and property conveyed by this Assignment are free and clear of
any encumbrance, and that the undersigned have (has) full right to convey the rights and property as expressed herein |

The undersigned authorize(s) and request(s) that any and afl patents on the aforesaid inventions be issued 1o
Assignee,

The undersigned agree(s), when requested, without further charge to Assignee but at its expense, 1o
communicate to Assignee or its Tepresentatives all facts known to the undersigned regarding the aforesaid inventions|
and improvements, testify in any legal proceeding, sign all papers, make all rightful caths or declarations, execute all
divisional, continuing, re-examination and reissue: applications and generally perform all acts, which may be necessary,
desirable or convenient, to aid. Assignee in securing, maintaining and enforcing patents for the aforesaid inventions and
improvements in the aforesaid countries, and for vesting title thereto in Assignee

Date:

Eliot I. Bernstein

196846.1
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ASSIGNMENT OF PATENT APPLICATION

For value received, the undersigned sell(s), assign(s) and transfer(s) to:
iviewit Holdings, Inc.

a corporation organized under the laws of :
and having a place of business at: One Boca Place

2255 Glades Road

Suite 337 West

Boca Raton, Florida 33431
and to Assignee's successors, assigns and legal representatives or nominees as it may designate (collectively,
hereinafter, " Assignee”), the entire Tight, title and interest, for:

— The United States of America and Tts X All countries throughout

Territories and Commonwealth and Possessions the world
in and to all inventions and improvements disclosed ir an application for United States Patent entitled:
APPARATUS AND METHOD FOR PRODUCING ENHANCED VIDEO IMAGES AND/OR VIDEOQ FILES
The above-entitled United States Provisional Patent application was:

executed by the undersigned o,

X filed in the United States Patent and Trademark Office on; September 22, 1999
and assigned serial number: 60/155,404
filed as PCT International Application No.:
on:

The undersigned assign(s) the rights for all ‘patents, divisions, reissues, reexamination certificates, cominuinﬁ
applications and extensions thereof, together with the right of priority of any earlier corresponding patent applicatioj
filed by the undersigned in the United States or elsewhere.

The undersigned covenant(s) that the rights and property conveyed by this Assignment are free and clear jf
any encumbrance, and that the undersigned have (has) full right to convey the rights and property as expressed herein.

The undersigned authorize(s) and request(s) that any and all patents on the aforesaid inventions be issned to
Assignee,

The undersigned agree(s), when Tequested, without finther charge to Assignee but at its expense, to
communicate to Assignee or its representatives all facts known to the undersigned regarding the aforesaid inventions
and improvements, testify in any legal proceeding, sign all papers, make all rightful oaths or declarations, execute al]
divisional, continuing, re-cxamination and reissue. applications and generally performall acts, which. may be necessary,
desirable ot convenient, toaid Assigneein securing, maintaining and enforcing patents for the aforesaid inventions and
improvements in the aforesaid countries, and for vesting title thereto in Assignee.

Date: By:

Eliot I. Bernstein

196848.1
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ASSIGNMENT OF PATENT APPLICATION

For value received, the undersigned sell(s), assign(s) and transfer(s) 1o:
iviewit Holdings, Inc.

a corporation organized under the laws of N
and having a place of business at: One Boca Place

2255 Glades Road

Suite 337 West

Boca Raton, Florida 33431
and to Assignee's successors, assigns and legal represcntatives or nominees as it may designate (collectively,
hereinafter, " Assignec"), the entire right, titte and interest, for:

_ The United States of America and Its X All countries throughout
Territories and Commonwealth and Possessions the world

in and to all inventions and improvements disclosed in an application for United States Patent entitled:
APPARATUS AND METHOD FOR PRODUCING ENHANCED VIDEO IMAGES AND/OR VIDEO FILE#
The above-entitled United States Provisional Patent application was:

executed by the undersigned on:

ps filed in the United States Patent and Trademark Office on: December 8. 1999
and assigned serial number: 60/169,559
filed as PCT International Application No.:
om:

The undersigned assign(s) the rights for all patents, divisions, reissues, recxamination certificates, continuing
applications and extensions thereof, together with the right of priority of any earlier corresponding patent application
filed by the undersigned in the United States or elsewhere.

The undersigned covenant(s) that the rights and property conveyed by this Assignment are free and clear of
any encurnbrance, and that the undersigned have (has) full right to convey the rights and property as expressed herein,

The undersigned authorize(s) and request(s) that any and ail patents on the aforesaid inventions be issued to
Assignee,

The undersigned agree(s), when requested, without further charge to Assignee but at its expense, 19
communicate to Assignee or its representatives all facts known to the undersigned regarding the aforesaid inventions
and improvements, testify in any legal proceeding, sign all papers, make all rightful caths or declarations, execute alt
divisional, continuing, re-examination and reissue applications and generally perform all acts, which may be necessary,
desirable or convenient, to aid Assignee in securing, maintaining and enforcing patents for the aforesaid inventions and
improvements in the aforesaid countries, and for vesting title thereto in Assignee.

Date: By:

Eliot [. Bernstein

196850.1





Fax 12 - Next what follows is a masterpiece of concoction.  It a message to Martha of 2 pages regarding see attached.

PAGE 1

The top TX is MISSING

The middle TX is 10:12

Cover page, is at 10:03

What you could note and it will become more prominent is that we have added a new line under the box that says Comments/Instructions, that is left blank?  In the Comments/Instructions box it says “See Attached” but the only thing attached is the cover page? 

Also the time stamp returns and the disclaimer.

Page 2

The cover page, there is a reference number that does not exist with a matching document. This number, 156068.1 is on the cover sheet, WHY don’t all cover sheets have this reference number on them???? 

Page 3


What is interesting to note here is that on 12/30/99 we have supposedly the assignments transferred to Martha, Brain’s secretary, and they are complete.  Yet in the very fake fax to Brian on 1/13/00, the letter states that once we know who the assignments will be too, he will draft 8 assignments.  Note that on the 12/22/99 fax he has also sent them to someone and on 12/22/99 they were already sent to Gayle Coleman.  Why on 1/13/00 then would he be drafting them??????  This is where he is trying to move the timeline to act like he did not know us in 99.


Also, on this page that is supposed to deal with assignments it never references general file 5865-2, instead the assignments are each assigned to their respective folder numbers, not lumped as he tries to claim in 5865-2.  This document has a MLGS # of 197726.1


[image: image282.png]FEFIIISTEISILILLIRAEE
#xx  TX REPORT  z#%
FEEETERRRETERITATESLS

TRANSMISSION OK

TX/RX NO 4913

CONNECTION TEL 15619998810
SUBADDRESS

CONNECTION ID

ST. TIME 12730 10:12

USAGE T 00’38

PGS, 2

RESULT 0K

LAW OFFICES
MELTZER, LIPPE, GOLDSTEIN & SCHLISSEL, P.C.
THE CHANCERY
190 WILLIS AVENUE
MINEOLA, NEW YORK 1is01
(516) 747-0300
DATE: December 30, 1999 TIME: 10:03ANM
Telecopier Message From:
Raymond aA. Joao
of Meltzer, Lippe, Goldgtein & Schlissel, p.C.

Please deliver the following pages to:

NAME: Ms. Martha Mantecon
FAX NUMBER: 561-593-8810

NUMBER OF PAGES, INCLUDING THIS COVER PAGE: 2
COMMENTS/INSTRUCTIONS :

See attached
e

Tranemitting from a Panstax 733 Digltal Paceinile Transemiver. The FAX mmber ls (516) 747-3363. If yoy do
nok rRcaive 4Ll of the pages, plense call s back ta sesn ou ponmible at (516) 747-0300, extension 247,

LS MESSAGE TN INTENDED FOR THE USE OF THE INDIVIDUAL OR ENITTY To WHICH IT Is ADURESSED AND MAY CONTAIN
INFORMATION THAT IS PRIVILEGED, CONFIOENILAL AND EXEMPT Do DISCLOSURE UNDER: APPLICABLE LAW. IF THE HEADER
Onioas MESSAGE IS NOT THE INTENDED RECTPIENT, OR THE EMPLOYEE OR Atmie RESPONSIBLE TOR DZLIVERING THT

NESSAGE T THE INTENDED RECIPIENT, YOU ARE HEKEMY NOTIFIED THAT Ay PISSEMINATION OR CORYING OF IHIs
COMMINICATION 1S STRICTLY PROHISTTED. 1€ YOU WAVE RECEIVeD THie CHMUNICATION TN TRROK, PLUASE NOTIFY g
DMEDIATELY BY YELEPRONE AND KETURN THF GRIGINAL MESSAGE TO U3 Ne THE AROVE ADDKESS VIA U.S. pOSTAL SERVIGE.

THANK YOU.





                                                                                        
[image: image283.png]LAW OFFICES
MELTZER, LIPPE, GOLDSTEIN & SCHLISSEL, P.C.
THE CHANCERY
190 WILLIS AVENUE
MINEOLA, NEW YORK 11501
(516) 747-0300
DATE: December 30, 1999 TIME: 10:03AM
Telecopier Message From:
Raymond A. Joao
of Meltzer, Lippe, Goldstein & Schlissel, P.C.

Please deliver the following pages to:

NAME : Ms. Martha Mantecon

FAX NUMBER: 561-999-8810

NUMBER OF PAGES, INCLUDING THIS COVER PAGE: 2

COMMENTS/INSTRUCTIONS :

See attached.

Transmitting from a Panafax 733 Digital Facsinile Transceiver. The FAX number is (51¢) 747-2363. It yon do
mot receive all of tha pages, plase call us back ax soon as possible at (518) 747-0300, sxtersion 547,

THIS MESSAGE [N INTENDED FGR THE OF THE INDIVIDUAL OR ENTITY TO WHICK IT I3 ADDRESSED AND MAY CONTAIN
TNFORMATION THAT IS PRIVILEGED, CONFIDENTIAL AND EXEMPT FROM DISCLUSURE UNDER APPLICASLE LAW. IF THE READER
OF THIS MESSAGE IS NOT THE INTENDED RECTPTENT, OR THE MPLOYEE OR AGENT RESPCNS'ALE FOR DELIVERING THE
MESSAGE T0 THE INTENDED RECIPIENT, YOU ARE HEKERY NOTIFIED THAT ANY DISSEMINATION OR COPYING OF THIS
COMMUNICATION 1S STRICTLY PROMIBITED. IF YOU MAVE RECEIVED THLS COMMUNICATION IN ERROK, FLEASE NOTIFY US
IMMEDIATELY BY TELEPHONE AND RETURN THE ORIGINAL MESSAGE TC US AT THE ABOVE AUDRESS VIA U.S. POSTAL SERVICE.

THANK You.

156068.1
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MELTZER, LIPPE, GOLDSTEIN & SCHLISSEL, PC.

190 WILLIS AVENUE, MINEOLA, NY 150!
TELERHONE: (516) 7470300

RICHARD A, LipPE STEPHEN 1. BREITSTONE FACSIMILE: (316) 747-0633

'SHELDON 3. GOLDSTEIN® THOMAS J. McGOWAN. "

LEWIS S MELTZER ARNOLD 5. KLEIN S INTERNET: wiww.mig.com wRITER'S oimECT ExXY
CHARLES A BILICH KEITH M. MERRMWETHER, 11}

ALAN L. WITTiAN ELENA KARABATOS

BRIAN 5. CONNEELY  LORETTA M. GASTWIRTH

JaSERPM KATZ FONALD ¥ PGEPPLEIN

DAVIO 1. SCMARFER JONATHAN M. HGFFMAN

RICHARD GABRIELE ALAN C. EQERER
STEPMEN W. SCHUISSEL  BRUCE J. ZABARAUSKAS

BERNARD TANNENBAUM  MADELYN SPATT SHULMAN
GABRIEL S, KON RAYMOND A. JOAC®

RICAARD REICHLER MITCHELL W LEwiTiN
MERBERT W. SOLOMGN. P.C. GARY M. MELTZER
GERALD F_HALPERN ALLAN E. BINDER
BARRY . FISHER FRANK . MARTINEZ

MICHAEL .1 SCHAFFER | MICHAEL M. MASRI
JONATHAN O, FARRELL®  GREG 2UCKER,
NOEL C. BONILLA \UREW M. aRAY

JEREREY &, FLESCHMAN® DESmA A LEWENT December 30, 1999

MARCT PR

ALSG AOMITTED IN

“na et

H
thicer REGISTERED PATENT ATTY

Zu Mo
VIA FACSIMILE

MS. Martha Mantecon 9(” ' 7
iviewit Holdings, Inc.

2255 Glades Road 6IM (/’
Suite 337 West

Raton, Florida 33431

Re: Assignment of iviewit Patent Applications
Our Reference Nos. : 5865-1, 3, 4, 4.1, 5, 6, 7, 8

Dear Martha:

Pursuant to our conversation, please forward to our office a
check in the amount of $320.00 for Patent Office disbursements in
connection with the filing assignments for eight (8) patent
applications.

Sincerely yours,

MELTZER, LIPPE, GOLDSTEIN,
WOLF, & SCHLISSEL, P.C.

P
By: ‘7‘”77‘”//%2‘/'

Rafmond A. %ao

RAJ/mb

197726.1




33

Fax 13 - NOW THIS IS A DATE 1/13/00 or 1/12/99 IN INFAMY AND THE FAXES THAT FOLLOW WILL LEAVE YOU WONDERING IF YOU REALLY ARE IN THIS WORLD.

The first fax which follows, is from Ray to Eliot but this wins in frauded docs (other than Utley to his house) in that we have a TX report dated 1/13/00 and a letter dated 1/12/99.  At first glance this appears innocent maybe he got all screwed up on dates and missed by a year and a day.  

On the following fax we have a whole new creative design for a cover page, no Meltzer letterhead or anything.

Top TX report is 1/13/00 at 10:37 page 001

Middle TX rReport at 1/13/ at 10:36

Cover page – MISSING TIME AND DATE AND LETTERHEAD!!!!

No disclaimers!

Says 4 pages are transmitted and only 1 is here.


[image: image285.png]01/13/00 THU 10:37 FAX @oo1
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TRANSMISSION OK

TX/RX NG 0186

CONNECTION TEL 15619998810
SUBADDRESS

CONNECTION ID

ST. TIME 01713 10:36

USAGE T 01’10

PGS, 4

RESULT OK

To: Eliot Bernstein
(&2
From: Ray Joao 4‘1 1

By 3
Date: Januaxry 12, 1999 v

2 :

Fax No,: 1-561-399-8810
No. Pages: 4 (including cover)

Eliot:

Please find attached a draft description in response to
your request. Please note that any subsequent agsignment
of the patent applications from Iviewit Holdings, Inc, to
yourself would require that we change the description to
reflect Iviewit's interests. For, example, if you grant
Iviewit an exclusive license with right to sublicense the
technclogy, such a new relationship would have to be
included.

Please don't hesitate to contact me if you have any
guestions.

Ray Joao





Fax 14 – Now comes a bit of the culmination of all this nonsense as he tries to justify on January 13 2000 what happened to the patents he lost in January 12, 1999.

So from the top,

Top TX = 1/13/00 14:33 page 001

Middle TX = 1/13 14:32 pages 2

Cover page = 1/13/00 2:21 # of pages including cover = 1 ( Very difficult to imagine 3 total pages will be sent here.

Now on Page 1 we have a blank COMMENTS/INSTRUCTION section 

And the new line added below the COMMENTS/INSTRUCTIONS that was added in the last fax to Martha, previously never there, now has “See Attached” in it, to Martha in the last fax it was in the comments section “See Attached” and why would see attached be on a cover sheer that claims 1 page including cover.  

Note that the Disclaimer and everything is missing at the bottom of the TX.  It will be also missing on the following cover sheet which will make it impossible to argue that it was not scanned on the TX report page.  VERY STRANGE INDEED.  

Page 2 – IS the cover page to this 1 page fax that is supposed to be 1 0f 1 pages.


Note no disclaimer on the page and a number at the bottom 156067.1  

Page 3 – OF a two page fax according to the TX and 1 page according to cover sheet.  This is a letter claiming that it is in reference to 5865-2 IVIEWIT PATENT APPLICATION ASSIGNMENTS and for the first time 5865-2 has a reference other than as a claimed general folder.


The letter claims to be waiting to find out who the assignee’s will be before preparing and forwarding them to us.  WHAT IS WEIRD IS THAT ON 12/22 HE TRIES TO CLAIM THAT HE HAS ALREADY SENT THEM TO GAYLE COLEMAN VIA FAX AND FED’X


On this page it is stamped 199.193.1 on the bottom
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TRANSMISSION OK

TX/RX NO 0211
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SUBADDRESS
CONNECTION ID
ST. TIME 01/13 14:32
USAGE T 00'32
PGS, 2
RESULT oK
LAW OFFICES

MELTZER, LIPPE, GOLDSTEIN & SCHLISSEL, P.C.
THE CHANCERY
150 WILLIS AVENUE
MINEOLA, NEW YORK 11501
{516) 747-0300
DATE: January 13, 2000 TIME: 2:21PM
Telecopier Message From:
Raymond A. Joao
of Meltzer, Lippe, Goldstein & Schlissel, P.C.

Please deliver the following pages to:

NAME : MR. Brian Utley

FAX NUMBER: 561-999-8810

NUMBER OF PAGES, INCLUDING THIS COVER PAGE: 1

COMMENTS/ INSTRUCTIONS :

See attached.
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MELTZER, LIPPE, GOLDSTEIN & SCHLISSEL, P.C.
THE CHANCERY
190 WILLIS AVENUE
MINEOLA, NEW YORK 11501
(516) 747-0300

DATE: January 13, 2000 TIME: 2:21PM
Telecopier Message From:
< Raymond A. Joao

of Meltzer, Lippe, Goldstein & Schlissel, P.C.

Please deliver the following pages to:

NAME : MR. Brian Utley

FAX NUMBER : 561-999-8810

NUMBER OF PAGES, INCLUDING THIS COVER PAGE: 1
COMMENTS/ INSTRUCTIONS :

See attached.

156067.1
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LAW OFFICES
MELTZER, LIPPE, GOLDSTEIN & SCHLISSEL, BC.

190 WILLIS AVENUE, MINEGLA, NY 11501
TELEPHONE: (516) 747-0300

ALSO ADMITTED IN:

i
e
ﬁm 7

[ (524
VIA TELEFAX 561-999-8310 g

ab
Mr. Brian Utley §I/
One Boca Place

2255 Glades Road

Suite 337 West

Boca Raton, Florida 33431

Re: iviewit Patent Application Assignments
Qur Reference No. :  5865-2

Dear Brian:

Pursuant to our conversation earlier today, we will await yo
instructions as to who the new Assignee of the iviewit pate
applications will be. Once we receive your instructions, we wi

promptly prepare eight (8) Assignments and forward them to you fi
execution.

Sincerely yours,
MELTZER, LIPPE, GOLDSTEIN,
WOLF, & SCHLISSEL, P.C.

e exr

ur

\( o
sy N lygy X,,«.«f . /m#d

\Rq)dmond A. Joag
RAJ/mb A !

199193.1





Fax 15 – Another winner in confusion.  We have a fax from Ray to Erika Lewin.

Page 1

Top TX = 11:07 page 001

Middle TX = 11:06 pages 3

Cover Page Time = MISSING

Cover Page PAGES is hand written to be 3

Disclaimer and bottom of TX cut off

Page 2


We find a new fax number (and records should be got from here) of 516.747.0653.  Differs from Martha fax where it is 516.747-9363 and different from the 954 one???


This page has a number on the bottom ref of 200476.1

Page 3


A letter to Erika Lewin with a ref # 5865????????


The letter states that a bill is enclosed for services rendered to date so presumably from 3-99(according to Ray records) to 1/26/00 and what follows is 1 page with a bill from 3/99 to 4/99 on page 4 of the 3 page fax.  


This document has two meltzer numbers at the middle and bottom



Middle = p\public\patent\bernstei\5865.1.cl2



Bottom = o\public\patent\bernstei\5865.1.CL2 

Yet again another marvel in cover page design with no Time and no boxes.

You make the call here?

By the way, in this folder you will see that he claims to have received the CD on March 8 but he does not get around to looking at it until a month later.  

Note that the last page states that enclosed, which it is not, is the Provisional Patent Filing receipt???]
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TX/RX NO 0436

CONNECTION TEL 15612998810

SUBADDRESS

CONNECTION ID

ST. TIME 01726 11:06

USAGE T 00'48

PGS. 3

RESULT 0K
Law Offices

MELTZER, LIPPE, GOLDSTEIN & SCHLISSEL, P.C.

The Chancery

190 Willis Avenue, Mineola, NY 11501
(516) 747-0300 -
Facsimile: (516) 747-0653

DATE: January 26, 2000

TELECOPIER MESSAGE FROM:

Rayinond A. Joag OF MELTZER, LIPPE, GOLDSTEIN & SCHLISSEL, P.C.

PLEASE DELIVER THE FOLLOWING PAGES TO:

NAME: Ms. Erica Lewin

OF: iviewit.com, LLC

FAX NUMBER: (561) 999-8810

TOTAL NUMBER OF PAGES INCLUDING THIS INFORMATION SHEET: ?)
TRANSMITTING FROM A XEROX TELECOFPIER 7021

IF YOU DO NOT RECEIVE ALL OF THE PAGES, PLEASE CALL US BACK AS SOON AS POSSIBLE AT (516)






[image: image290.png]Law Offices
MELTZER, LIPPE, GOLDSTEIN & SCHLISSEL, P.C.
The Chancery
190 Willis Avenue, Mineola, NY 11501
{516) 747-0300
Facsimile: (516) 747-0653

DATE: January 26, 2000
TELECOPIER MESSAGE FROM:
90
Raymond A. Joao OF MELTZER, LIPPE, GOLDSTEIN & SCHLISSEL, P.C. 6 ks o
2
v
PLEASE DELIVER THE FOLLOWING PAGES TO:
NAME: Ms. Erica Lewin
OF: iviewit.com, LLC

FAX NUMBER: (561) 999-8810

TOTAL NUMBER OF PAGES INCLUDING THIS INFORMATION SHEET: W

TRANSMITTING FROM A XEROX TELECOPIER 7021

1IF YOU DO NOT RECEIVE ALL OF THE PAGES, PLEASE CALL US BACK AS SOON AS POSSIBLE AT (516)

747-0300, ext. 240.

THIS MESSAGE IS INTENDED ONLY FOR THE USE OF THE INDIVIDUAL OR ENTITY TO WHICH IT IS ADDRESSED AND MAY
CONTAIN INFORMATION THAT IS PRIVILEGED, CONFIDENTIAL AND EXEMPT FROM DISCLOSURE UNDER APPLICABLE LAW.
IF THE READER OF THIS MESSAGE IS NOT THE INTENDED RECIPIENT, OR THE EMPLOYEE OR AGENT RESPONSIBLE FOR
DELIVERING THE MESSAGE 70 THE INTENDED RECIPIENT, YOU ARE HEREBY NOTIFIED THAT ANY DISSEMINATION,
DISTRIBUTION OR COPYING OF THIS COMMUNICATION 1S STRICTLY PROHIBITED. IF YOU HAVE RECEIVED THIS
COMMUNICATION IN ERROR, PLEASE NOTIFY US IMMEDIATELY BY TELEPHONE AND RETURN THE ORIGINAL MESSAGE

TO US AT THE ABOVE ADDRESS VIA THE U.S. POSTAL SERVICE. THANK YOU.

PP ORLICESTATE AW O PATESPORNDDS

200476.1
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ALSO ADMITTED
ocr January 26, 2000

s
4REsISTERED PATENT ATTY

VIA FACSIMILE AND FIRST CLASS MATL .‘(4)
Ms. Erica Lewin c;i) /
iviewit.com, LLC

One Boca Place ,6"‘/‘9
2255 Glades Road

Suite 337 West o
Boca Raton, FL 33431-7360

Re: Debit Note
Our Reference No, : 5865

Dear Ms. Lewin;

Enclosed herewith please find our bill for legal services
rendered to date.

Please do not hesitate to contact me if you have any
questions.

Sincerely yours,
MELTZER, LIPPE, GOLDSTEIN
& SCHLISZEL, P.C.

By: 4;7”‘/(/{7““/

Ré/ymond Z. Joao

RAJ/mb
Enc.

200278.1

WRITER'S DIREGT ExT.
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MeLTZER, LIPPE, GoLDSTEIN, WoLF & ScHLISSEL, P. C.

DATE DESCRIPTION OF SERVICE HOURS
3/29/99 Conferences with Eliot Bernstein re: c.8
follow-up work re: Provisional Patent
Application
4/5/99 Conferences with Eliot Bernstein re: 1.4
follow-up work re: Provisional Patent
Application
4/7/99 Reviewed IVIEWIT CD ROM to identify 1.0
intellectual property and related
igsues
TOTAL HOURS | 3.2
Attorney billing rate - $250 per hour
TOTAL AMOUNT DUE 1 $800.00

Please do not hesitate to contact me if you have any
questions.
S Sincerely yours,
- MELTZER, LIPPE, GOLDSTEIN,
' WOLF, & SCHLISSEL, P.C.

By:: &uﬁ(ﬂ/ AJM /@

. Raymdnd A. Joao !

RAJ:nep

Enclosures: Provisional Patent Application
Filing Receipt N

P:\public\patent\bernstei\5a65-1.clz Z

™ 1

Y 10D

76,31

>

0:\PUBLIC\PATENT\BERNSTEI\5865-1.CL2






Also in this folder are the following miscellaneous docs, not sure how they fit in yet.

3/8/99 – CD Letter I believe this stuff is all dummied up.  For  all of you who know I View It from it’s beginning, this CD contained; imaging and video demonstrations.  The business plan was interactive and had guys like Lewin in 320*240 converted to full-screen when you clicked on his picture bio in the Board section.  This CD was given to Ray, Chris Rubenstein, Lewin in November or December 98, perhaps a bit earlier and thus Ray was in possession of video technology way early and so was Ken at time that we lose video patent for months.  Loss of priority date.  Major!  Of course it fits with him having to lose these records relating to us as he is out filing patents for himself at the time.
[image: image293.png]M@W\ﬁ inc.

Wour third eye to the world"

March 8, 1999

Raymond A. Joao

Of Counsel

Meltzer, Lippe, Goldstein, Wolf & Schlissel, P.C.
190 Willis Avenue

Mineola, NY 11501

Dear Ray,

Per our conversation, enclosed you will find the CD ROM. Cail me for
instructions. Ilook forward to working with you.

Bernstein
President

500 SE Mizner Boulevard
Suite 102
Boca Raton, FL 33432-6080
Voice: 561.417.8980
Toll: 800.519.0234
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"Your third eye to the world"

March 8, 1999

Raymond A. Joao

Of Counsel

Meltzer, Lippe, Goldstein, Wolf & Schlissel, P.C.
190 Willis Avenue

Mineola, NY 11501

Dear Ray,

Per our conversation, enclosed you will find the CD ROM. Call me for
instructions. 1look forward to working with you.

i6t i/ Bernstein
President

500 SE Mizner Boulevard
Suite 102
Boca Raton, FL 33432-6080
Voice: 561.417.8980
Toll: 800.519.0234
E-mail: alps@netline.net

Website: www.iviewit.com
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Folder Creation Document – Not sure why it’s here or how we got original documents of Rays since they transferred directly to Foley and Lardner and then to Blakely, unless Brian was getting them and altering them with Ray???  Weird that we have some of this original stuff.
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O company name:_LVLEW L 7
COMPANY ADDRESS: 500 S. £, Mizner Road , Suite 102

arv: Boca Pafon STATE: Florida. zp. 33432,
ATIN. M E (st Bornstei FED. ID #:

BUSINESS PHONE: (5%0!)_4£/ 7 - §9 80 BUSINESS FAX: (5% é/) Z/ 74470
NATURE OF CLIENT'S BUSINESS (nformative but concise): L/LEes et Seriry ces

QO NaME SOC. SEC. #

HOME ADDRESS;

cIry; STATE; zIP;

HOME PHONE: () DATE WORK COMMENCED:

ORIGINATING ATTORNEY:_K, 4. T-40 BANK INFO,

MATTER NAME: (42 4 f MSM 2NN
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1. 4. 7. 10.
2. 5, 8 11,
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Next in this Folder are several faxes from Proskauer I will insert them 1 by 1, not sure of meaning , if any on the rest of this stuff in this folder, but maybe you can spot why it is thrown in.  It seems that 5865-2 went from a patent which enters the garbage to a general folder that tries to show evidence that he does not know us.

Fax 1 – Proskauer – 5 page R3D letter.

 [image: image298.png]MAY 12 1993 11:54 FR FROSKAUER ROSE

PROSKAUER ROSE LLP

2255 Glades Road

Suity 340 Weat

Boca Raton, FL 33431-7250
Telephane 561.241.7400
Elsswhere In Florida
800.432.7748

Fax 561.241.7145

Date May 12,1999 Gliont-Matter 0894/40017/001
Total Pages (Including Gover) 5

From Christopher C. Wheeler
Sender’s Voice Number 561.995.4702

S61 241 5280 TO ABP4H4PALTEDINAS P.B1-85

HEW YORK

10S ANGELES
WASHINGTON fC
SUFTON NI
PARIS

w

Sendor's Room Number

Maln Fax Oparator

561.241.7400

To Raymond Joao
Company

FaxNo.  516.747.5638

Voice No.

Message

Please call me.

Confidentiality Note: This messaga is confidential and intended only for the use of the addressee(s) named above. It may contain fegally

privilaged material. Dissemination, distribution of copying of this message,

other than by such addressee(s), is strictly prohibited. If you

have received this message in error, please immediately notify us by telephone and return the originial to U8 at the address abave. We will

reimburse you for the cost of the t_aleol_\one calt and postage. Thank you.

05/12/99 11:47 AM (2743}
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Real 3D, Inc.
and

iviewit, Inc.

This Agreement (hereinafter referred to as the "AGREEMENT”}/made and dated this
day of May, 1988, by and between Real 3D, Inc. (hereinafter referred to as “REAL 3D”) having a
place of business at 2803 Discovery Drive, Suite 100, Orlando Fi 32826 and {yiewit, Inc.
(hereinafter referred to as “iviewit”), having its place of business at 500 S.E. Mizner Boulevard,
Suite, 102 Boca Raton, Florida 33432-8080 each or both of which shall also hereinafter be referred
the “Party” or *Parties,” respectively.

WHE! iviewit represents that it possesses or may in the future possess certain

WHEREAS, REAL 3D represents that it possesses or may in the future possess certain
technical, business, financial and other information which REAL 3D considers proprietary to it and
which relates to 2D and/or 3D Graphics, and Video Technology, hereinafter called
"PROPRIETARY" or “PROPRIETARY INFORMATION®; and

WHEREAS, it is recognized that, in order to consider various business opportunities that
may be of interest to the Parties in connection with any current or future contractual relationship
between the Parties, it may be both necessary and desirable that the Parties exchange the above-
described PROPRIETARY INFORMATION.

NOW, THEREFORE, for the sole purpose of permitting the parties hereto to explore a
possible future business arrangement betwoen-the parties relating to 20 and/or 3D Graphics and
Video Techriology, and in consideration of these premises, and of the mutual promises and

covenants contained herein, the Parties hereto agree as follows:

1. That this AGREEMENT shall not be construed as a Iemr:_?éJomt Venture or other such
arrangement; rather, the Parties hereto expressly agree that this AGREEMENT is -intended for the
protection of PROPRIETARY INFORMATION only.

2. That neither Party has an obligation to sdpply PROPRIETARY INFORMATIO
hereunder,

0894/40017-001 BALIA1/228999 v1 05/11/99 10:08 AM (2743)
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Page 2

3. That nothing in this AGREEMENT shall be deeamed to grant a license directiy or by
implication, estoppel or otherwise under any patent or patent application, or to any PROPRIETARY
INFORMATION disclosed pursuant to this AGREEMENT.

4. That during the term of this AGREEMENT, the Parties hereto, to the extent of their right
to do so, may exchange technical information and other data which is considered by the disclosing
Party to be PROPRIETARY. In order for such information and data to be considered
PROPRIETARY and subject to this AGREEMENT, It shall bs identified in writing at the time of the
disciosure by an appropriate legend, marking, stamp or positive written identification on the face
thereof to be PROPRIETARY. Any PROPRIETARY INFORMATION which is exchanged between
the Parties orally or visually, in order to be subject to this AGREEMENT, shall be identified to the
receiving Party orally at the time of disclosure and in writing within thirty (30) days after such oral
or visual disclosure. The exclusive points of contact (designations) for the Parties with respect to
the exchange of the PROPRIETARY INFORMATION are as follows:

REAL 3D: REAL 3D, INC.
2603 Discovery Drive, Suite 100
Orlando FL 32826
Attention:  Gerry Stanley
Phone: (407) 5155150 .~

viewit: 500 $.E. Mizner Boulevard, Suite 102
Boca Raton, Florida 33432-6080
Attention: Eliot | Bernstein
Phone: /

Each Party may change its designation by written notice to the other.

5. That for a period D%Wom the first date of receipt of the disclosing Party's
PROPRIETARY INFORMATION ich has been or will be exchanged relative to this
AGREEMENT, the receiving Party shall take reasonable steps to preserve in confidence such
PROPRIETARY INFORMATION and prevent disclosure thereof fo third parties. The receiving
Party shall further restrict disclosure of such PROPRIETARY INFORMATION to only those
employees who have a need to know and who have been advised of the restrictions on disclosure
and use.

6. That such PROPRIETARY INFORMATION delivered by the disclosing Party to the
receiving Party shall be used only for the sole purpose set forth above. No other use of the said
PROPRIETARY INFORMATION is granted without the-written consent of the disclosing Party. in
the event the disclosing Party gives its approval for the receiving Party to disclose such
PROPRIETARY INFORMATION to the U.S. Government, the receiving Party shall ensure that all
such disclosures bear all appropriate legends required under Government regulations that are
necessary to preserve the proprietary nature of such information.

0894/40017-001 BRLIB1/228999 v1 ©05/11/89 10:08 AM {2743)
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Page 3

7. That the obligations with respect to disclosing and using such PROPRIETARY
INFORMATION, as set forth in paragraphs 5 and & of this AGREEMENT, are not applicable to any
such technical information or other data if the same is:

(a) in the public domain at the time of receipt or comes into the
public domain thereafter through no act of the receiving Party in
breach of any agreement with the di?919§lng Party, or

R

disclosing Party, or g
(c) disclosed with the prior written approval of the disclosing

Party, or
(d)  independently developed by the receiving Party, or g’u y2

(e) lawfully disclosed to the receiving Party by a third party under conditions /SUJ ’ 3
permitting such disclosure; or 9@ “3"

[{] disclosed by the originating party to others on an unrestricted
basis.

8. All transfers of information and data under the terms of this AGREEMENT shall at all
times be subject to the export control and other applicable laws and regulations of the govemment
of the United States of America and any amendments thereof. Such laws and regulations include,
but are not limited to, the Arms Export Control Act of 1876 and the International Traffic in Arms
Regulations (22CFR). Each party agrees that it shall not make any disposition, by way of trans-
shipment, re-export, diversion or otherwise, except as said laws and regulations may expressly
permit, of goods or data shipped from one party to another, other than in and to the country
declared as the ultimate destination on the export license issued by the government of country of
origin.

9. This AGREEMENT shall (unless extended by mutual agreement) automatically terminate
on December 31 1999, but may be terminated earlier by either party giving (30) days natice in
writing to the other Party of its intention to terminate. Termination shall not, however, affect the
rights and obligations contalned herein with respect to PROPRIETARY INFORMATION supplied
hereunder prior to termination. Zn 74 iy, wbl acey oA J(«y‘ L sl Kok

10. This AGREEMENT shall be governed by and interpreted in accordal ithrthie Taw of
the State of Florida exclusive of its conflict of law rules.

@) e arsaen Q"
G o e ol
E / POt

0894/40017-001 BALIS1/228998 v1 06/11/99 10:08 AM {2743]
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14. This AGREEMENT contains the entire understanding befween the Parties relative to
the protection of PROPRIETARY INFORMATION and supersedes all prior and collateral
communications, reports, and understandings between the Parties in respect thereto; except that
nothing in this AGREEMENT shall supersede or in any way modify any of the terms and conditions,
or the rights and obligations of the Parties, included in any purchase agreement between the
Parties unless said purchase agreement so stipulates. No change, modification, alteration, or
addition to any provision hereof shall be binding unless in writing and signed by authorized
representatives of both Parties.

This AGREEMENT shall apply in lisu of and notwithstanding any specific legend or
statement associated with any particular information or data exchanged, and the duties of the
Parties shall be determinad exclusively by the aforementioned terms and conditions.

tviewit, Inc. Real 3D, Inc.
By: By.
Typed Name: Typed Name: David A. Bolton
Title Title: Assistant General Counsel
Date: Date:
0894/40017-001 BALIB1/228999 v1 D5/11/96 10:08 AM (2743)
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Fax 2- Proskauer – Only 3 pages of 7
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2295 Glades Road
Suite 340 Wast

Boca Raton, FL 33431-7360
Telsphons 561.241.7400 NEW YORX
Elsewhere In Florida AL
800432.7748 CFTON 1y
PROSKAUER ROSE LLP Fax 561.241.7145 Fadis

PERSONAL AND CONFIDENTIAL

Date June 3, 1999 Ctint-Matter 0894/40017/001

Total Pages (Including Cover) 7

From Christopher C. Wheeler Sender's Room Number

Sendet's Valce Number 561.995.4702 Main Fax Operator 561.241.7400
To Ray Joao FaxNo.  516.747.9363

Company Meltzer, Lippe Volce No,  516.747.0300.x240
Mezsage

Canfidentiatity Note: This message is confidential and intended only for the use of the addressee() namad above. it may contain legally
privileged material, Dissemination, distribution or copying of this message, other than by such addressees), is strictly prohibited. if you
hava received this message in error, please immediately nafify us by telephane and retum the ariginal to us at the address above. We will

reimburse you for the cost of the telephone call and postage, Thank you,

0894/40017-001 BRLIB1/231287 v1 06/01/98 01:07 PM {2743}
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CONFIDENTIALITY AGREEMENT

The undersigned acknowledges and agrees that any and all “PragfFietary Information” provided by or on
behalf of iviewit, Inc. (together with its direct and indirect subsidiagies and affifiates, the *“Company”), Simon L.
Bemstein, Eliot §. Bernstein, or any officer, direstor, employes,Agent or representative of the Cotmpany to the
undersigned, or to which the undersigned otherwise gains acces€ to, shall be subject to the terms and conditions of
this Agreement. “Proprietary Information™ means all matgfials and information (regardless of the form of such
information, including without limitation, in writing, e}¢ctronic, computerizeq or other recorded form, oral or
visual) that tha undersigned may receive or Jearn of noy or in the future concerning, or related in any way to, the
Company or its business, including without limitation: {1) the contents of any Business Plan, projections or financial
or credit information or data relating to the Company; (ii) the contents of any manuals or written materials of the
Company; (iii) the names and records of actual of prospective clients, customers, suppliers, lenders, financing
sources, or related persons; (iv) the terms of varigls agreéments between the Company and third parties; (v) any
data or database, or other information compiled of developed by the Company; (vi) any computer programs and
listings, source codes and/or object codes, fille stlictures, trademarks, trade secrets, patents, patont designs, patent
applications, copyrights, forms, procedures, pfocesses, training methods, developments, technical information,
marketing activities and procedures and methods of operation, together with any other information, data, know-how
or knowledge of a confidential or propristary pature; and (vii) any information of = type described above derived
or obtained from the intemet or any website offthe Company, including without limitation, the file structure relating
to such website or the content of such website.} Notwithstanding the foregoing, the term "Proprietary Information”
does not include information which (i) is alrtady known to the undersigned or in the undersigned’s possession
(other than that which was furnished to the undersigned by or on behalf of the Company prior to the date of this
Agreement), (if) is or becomes generally available to the public other than as a result of a disclosure by the
undersigned, or (iii} becomes available to the undersigned on a non-confidential basis from a source other than
the Company or its representatives, provided that such source is not known, after inquiry, to be bound by &
confidentiality agreement with, or other obligation of secrecy to, the Company.

The undersigned acknowledges that the Proprietary Information constitutes valuable, special and unique
assets of the Company. The undersigned agrees (a) to receive in trust, and treat as confidential, the Proprietary
Information; (b) not to use any of the Proprietary Information for any purpose without the prior written consent of
Simon L. Bemstein or Eliot Bernstein; () not to disclose any of the Proprietary Information to anyone (other than
to such of the undersigned’s advisors who have a need to know such Information for the sole purpose of assisting
the undersigned in evaluating such Information; provided that the undersigned shall be liable for any breach of
confidentiality or use by such advisors) without the prior written consent of Simon L. Bemstein or Eliot Bernstein;
and (d) not to reproduce, fax, distribute, store, reverse engineer or copy any Proprietary Information in any form
without the prior written consent of Simon L. Bernstein or Eliot Bemstein, The undersigned understands that aft
Proprietary Information is confidential and that all rights, title and interest in the Proprietary Information is and
shall remain the exclusive property of the Company, end no license or other rights arc being granted to the
undersigned by the Company. . '

The undersigned further agrees that the Company shail be entitled to equitable relief, including injunction,
in the event of any breach of this Confidentiality Agreement, that the granting of such relief will not be opposed
and that such relicf shall not be the exclusive remedy for such breach. Furthermore, the undersigned agrees to
defend and hold harmiess the Company from any loss, cost, expense (including attorney's fees and litigation
expenses), claim, liability, or damage arising from or related to a breach of this Confidentiality Agreement.

0894/40017-001 _BRUB1/227061 v3 05/26/99 08:49 PM (2743)
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The undersigned has executed this Confidentiality Agreement as of the date set forth below.

iviewit, Inc. IF AN INDIVIDUAL:
Attention: Eliot I. Bernstein

500 5.E. Mizner Boulevard, Suite 102
Boca Raton, Florida 33432-6080

800.519.0234 (Signature)

(Nams - please print)

IF A COMPANY:

(Name of Company)
By:

(Signature)

(Name - please print}

Date;,

0834/40017-001 BALIB1/227061 v3 . 05/28/98 08:49 PM {2743}






Fax 3 – Proskauer Rose heading Ray’s weird fax of 8/18/00 that we saw earlier
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2255 Glades Road

Suite 340 West

Boca Raton, FL 13631-7360 -

Telephone 551.241.7400 NEW YORK

Eisawhere In Florida 185 by

, 004327746 fices

PROSKAUER ROSE LLP Far 561241 7148 s

Stuart 1. Kapp

Atomey At Law

Direet Dial 561.995.4730
skapp@proskauer.com

August 5, 1999

Mr. Eliot I, Bernstein
iviewit, Inc.

500 SE Mizner Boulevard
Suite 102

Boca Raton, Florida 33432

Re:  Meltzer, Lippe Engagement Agreement

Dear Eliot:

Enclosed please find the revised Engagement Agreement on behalf of ivewit, LLC. As you will
see, you are no longer personally guaranteeing the fees to the Meltzer, Lippe law firm. However,
please note that upon execution of this Engagement Agreement the firm is requesting a retainer
of $3,000 as well as payment for all cuistanding balances which arc $8,548.04 as of August 4,
1999. . '

Should you have any questions with respect to the foregoing, please call me.

Best regards.

diglly,
4
T. Kapp
Enclosures
STK/g

cc: Christopher C, Wheeler, Esq. (W/enclosure)

0408/30017-001 BRLIB1/237616 V1 DB/0B/99 11:13 AM {18143}
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LAW OFFICES
MELTZER, LIPPE, GOLDSTEIN & ScHLISSEL, RC.

190 WILLIS AVENUE, MINEOLA, NY o
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VIA TELEFAX 561-241-714%
Stuart Kapp, Esq.
Proskauer Rose, LLP

2255 Glades Road

Boca Raton, FL 33431-7360

Re: General Intellectual Property Matters,
including but not limited to coumsel, drafting,
preparation and filing of Patent Applieations

Dear Mr. Bernstein:

iviewit LLC has requeasted that Meltzer, Lippe, Goldstein &
Schlissel, P.C. represent Aiviewit LLC in general patent and
intellectual property mactcera. Our patent and intellectual
proparty fees will be based on an hourly rate of $300.00 per hour
and will be handled by Raymond A. Joao. The above legal fees do
not include disbursements and expensea.

iviewit LLC {s to pay us an additicnal retainer of $3,000, in
addition to satisfying all outstanding balances to date, which, as
of Rugust 4, 1999 is §9,548.04. Our firm has an intake committee
which must approve the terms of iviewit LLC's engagement of us. If
the Committee does not accept the terms of the engagement and we
are unable to agree upon revised terms. any unused funds will be
returned to iviewit LLC.

iviewit LLC agrees that our invoices will be paid within
twenty (20) days of the biliing date gtated on each invoice and

AUG 24 19938 16:55 PRGE . B2
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MerLT2eR, LePE, GoLpSI2N 8 ScmuissEn, PC.

that any past due amounts will accrue late charges {the rate is 1¥%
per month and is subject to change by us), calculated from the
original invoice date.

iviewit LLC and the firm are agreeing to a Credit Limit for
iviewit LLC's matters. The credit limit is $3,000. If at any
time, the aggregate of (i) all ocucstanding bills rendered to
iviewit LLC which are unpaid and (ii) the value of all unbilled
time for services rendered by the Firm and the ameunt of all
undbilled disbursements incurred in connection therewith, exceeds
the Credit Limit iviewit LLC will be promptly notified that iviewit
LLC’'s account has exceeded the credit limit. When iviewit LLC has
exceeded the Credit Limit, we will call iviewit LLC and ask for an
immediate payment. iviewit LLC agreas co make an immediate payment
to bring iviawit LLC's account well under the Credit Limit.

In the event that any bills renderad by the Firm are not paid
when due, iviewit LLC hereby consents to our (i) immediately
ceasing any and all work being performed by us for iviewit LLC's
aceount and/or (i1) our withdrawal from any further representation
of iviewit LLC.

in the event of any dispute arising out of or relating to this
agreement and/or the legal services rendered hereunder, the same
shall be determined by binding arbitration in Nasgau County, Long
Island, New York, by an arbitrator chosen by the President of the
Nasesau County Bar Association who has significant experience in the
f1eld in which the legal serxvices were rendered.

The Miscellanecus Rules attached hereto form a part of this
Agreement.

We look forward to sexving iviewit LLC's legal needs and thank
you for retaining our Firm.

THIS ENGAGEMENT AGREEMENT 1§
ENTERED INTO THIS DAY
OF . 188
iviewit MELTZER, LIPPE, GOLDSTEIN,
WOLF & S8CHLISSEL, P.C.

By: , By:

Print Name gﬁ%{ruﬁ‘e:\.m

Title:  oSecredem
Date: ?//a 9¢ »,.

Credit Limit $3 000.00 )/#—_{_ (client initials)

AUG @4 1999 16:S5 PAGE. @3
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1. If, at any time, either (i) iviewit LLC elects to
terminate the engagasment of the Firm or (ii) the Firm elects to
withdraw from the engagement, any excess funds remaining cover the
chargea incurred by the Firm prior to the termination of the
engagement will be refunded to iviawit LLC.

2. The hourly rates are exclusive of disbursements and
charges incurred by the Firm on iviewit LLC's behalf for such items
as photocopies, word processing, computerized legal research,
telecopying, messangar or overnight delivery service, long distance
telephone charges, travel and, if applicable, filing fees and court
costs, such am transcripts, index fees, etc, iviewit LLC will be
billed separately for such disbursements.

Third-party diebursements are billed at 1.2 times
actual cost. If iviewit LLC does not wish to pay 1.2 times for
third-party disburmements, iviewit LLC may choose one of the
following alternatives (please initial youx selection):

1 hereby elect to deposit with you §
to be held in a separate account out of which
you will pay third-party disburgements.

1 request that you notify me each time a
third-party disbursement must be paid and
iviewit LLC will send you the appropriate check
promptly upen recaipt of your Xequent,, iviewit
LLC understands that iviewit LLC’'s selection of
this procedure is likely to cause delays in
the handling of my matter and such delay
may adversely impact my matter. iviewit
LLC relieves the Firm of any
responsibility for such delay.

3. The Firm will generally submit bille to iviewit LLC
on a monthly basie, at which time iviewit LLC will also be provided
with 2 summary of the woxk pezformed. In addition, we maintain at
our office computer time and digbursemsnt records, which will be
available for iviewit LLC‘s inepection.

4. If the Pirm is successful in any proceceding to
recover any sum due to the Firm, iviewit LLC hereby agrees that

AUG 24 1999 16:55 PAGE. 24






Raymond Hand Notes in folder 5865-2 very weird, like he is trying to build story around the truth to match his story, very clever inventor Mr. Joao is.
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Now we are complete on Folder 5865-2 Ray Originals, how we got this needs to be explained.  We now move to another folder of Joao folly and a whole new scheme of documents unfolds in this folder of nonsense.

In chronological order are the following folder documents

Fax 1 – a 2 of 2 page fax from Ray, note that the header for this fax is on all pages, compare with 5865-2 faxes which we donot find it.


Top Header = A header from Eliot I. Bernstein to Eliot I. Bernstein – 3-24-99 12:37:12pm page 2of2


2nd Header = From: Blank 3/24/99
at 13:04 fax #697 p 02/02


Page 1 = MISSING


[image: image318.png]From; Eliot Bemstein To: Faxf4174472 Date: 3/24/99 Time: 12:37:12 PM

FROM &

Pape20f2

1999, a3-24 13194 HEIT P.O2/G2

/
Y
Application of: Eliot I. Bernsicin 3/{
Seriat No.:‘ Please assign.
Filed on: March 24, 1999
Title: a::akﬁ?ﬂ)s AND METHOD FOR PRODUCING ENHANCED DIGITAL

T heredy appoint the following artorney(s) and/or lgen((s)mpmsu:n:lhulppliulmmdmmm:ﬂ
business in the Patent and Trademark Office comected therewith:

RAYMOND A. JOAO, Reg. No. 38,507

-
Address all telephone calls 10 Raymond A. Joao at telephone number: (516) 747-0300
Address all correspondence: (0 Meltzer, Lippe, Goldstein, Walf and Schlissel, P.C.
190 Willis Avenue
Mineola, New York 11501

1 hereby declare that all staiements made herein of my own knowledge are wue and that all statements made on
information and belief are belicved 10 be tme; and further that these statements were made with the knowledge
that wilifl false statements and the like so wade are punishable by finc or impriseament, or both, -under
Semmlmlor‘nxleISofmeUnmdSmuCodemdmnnnhwxufnlﬂzmmummepndmm
wvalidity of the application or any patent issued thereon. .

27

N ‘b\
Q0

anf!hemkmvmht Famity name):
ELIOT 1. BERNSTEIN

Inventor's signature: >’7§//7\

Residence: 500 .. Mizner Houtevard
Saite 102
Boca Raton, FL. 33432.6080

Post Office Address: SAME AS ABOVE






Fax 2 – Letter from Ray on 6/2/99 labeled disclosure for video technology

Page 1 Header

Top TX = From: ____ 6/2/99 at 14:36 fax #487 p.01/02 

Middle TX = MISSING

Cover Page = Missing

Page 2 Header

Top TX = From:_____ 6/3/99 at 13:06 fax #624 p. 02/02

Middle TX = Missing

Cover Page = Missing
Page 1 – Note that this letter has page 1 and 2 listed with headers but the dates and numbers and everything are different???

Page 1 references an attached disclosure and what is attached is a small entity status with different headers etc.

Page 2 – other than it cannot be page 2 of this fax I am not sure what it represents yet.
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VIA TELEFAX 561-417-4470
Mr. Eliot Berustein
IVIEWIT

500 §.E. Mizner Road
Suite 102

Boca Raton, Florida 33432

Re: Disclosure for Video Technology

Dear Eliot:

Please find attached a copy of the your disclosure with my
inserts.

Please review and edit the disclosure, and if it is acceptable
to you, please instruct me by return facsimile to file it as a
provisional patent application with the U.S. Patent and Trademark
office.

Please do not hesitate to contact me if you have any
questions.

Sincerely yours,
MELTZER, LIPPE, GOLDSTEIN,
WOLF, & SCHLISSEL, P.C.

RAJ:nep
Enclosures: Provisional Patent Application
Pipublichpasenbermeni$865-1.c11

XAPUBLIC\EAFILE
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Prtert and Trademark Office; ‘\F. OEPARTMENT OF COMMERCE

w“mmumm,mmnmnwmdmum s . iaplaya 3 VB0 OMB contol mmter
STATEMENT CLAIMING SMALL ENTITY STATUS Docket Number (Optionsl)
(37CFR1.9() & 1.27(b))-INDEPENDENT INVENTOR 58653
Appiicant, Ptentss, oridentifier: Tiiot Bexmarein
Applicaionor PatentNo.:
Fiied orlssued: Concurrentl:

Thie __ADPARATTIS AND METHOD FOR PRODICTNG FNHANCED YIDEQ. TMACE

As a below named inventor, | hereby state that | qualify as an indspendent inventor as defined in 37 CFR 1.9(¢)
for purpases of paying reduced fees 1o the Patent and Trademark Office described in:

the specification filed herewith with title as fisted above.

[0 theapplication identified above.

[ the patent identified above.
¥have notassigned, granted, conveyed, of licensed, and am under no obligation under gontract or law to assign,
grant, convey, orlicense, any rights inthe Invention to any person Wwho would notqualify as enindependentinventor

o 27 PR 1 8(c) fthat person had made the Invention, o 1o any concer which would not quaiity &s 3 small
B s aacarn under 37 GFR 1.9(<) ora nonproft organization under 37 CFR 1.9(e).

Each persan, concem, of organization to which Lhave assigned, granted, conveysd, or licensed of am under an
obligation under contract of Taw to assign, grant, convey, ar license any rights in the invention is fisted below:

[] Nosuch persan, concem, or arganization exists.

[] Each such person, conoern, or organization i iste below.

Separate statements a2 required from each named parson, corcern, orarganization havingrights tothe invention
stating their status as small entities. (37 CFR 1.27}

| acknowiedge the duty 1o fl, in this applisation or patent, notifisation of any change 1t status resulting infoss of
e omant o smatt snflty Status pricr to paying. of ot (e time of paying, the earliest of o Jueud fee or any
airtanance foe due after the date on which status as @ smal endly is no lenger 25 propriate. (37 CFR ©.28(B))

Elim:/Bemscein
W INVENFOR NAME OF INVENTOR 'NAME OF INVENTOR

[ -
Signaare of irvantor Signature of invenior
139t
Do Bete Date
Brrden Hour e form & o ko 02 Do pon s, needn of e ickvktust cass.
Doemimrts on e amount of e,

rs to Time wilt vary jpon
myounmquluhmmmmmnmmtomwuwmmr.PmmYum-mm,
s ADDRESS. BEND TO: Asaistant Commiéslone? for Poterts, Washioglon.






Fax 3 – Yet another masterpiece in deception follows

Page 1 - Header

Top TX = From: _____  6/7/99 12:43 #581 p.01/01

Middle TX – MISSING

Cover page = 2:15pm and states 3 pages not 1 

Page 2 – Header 

Top TX - From: 6/7/99 13:00  #584  p.01/02 

Middle TX – MISSING 

Cover Page – 6/7/99 2:15pm

Page 1

New cover page format again

Box is missing line under comments – cover page has no number at bottom

Please deliver to: Blank here, not normally in this cover sheet

Page 2

Page 2 Cover page is supposed to be copy of previous page yet numbers are handwritten and crossed out and things are hand written in????  References 3 pages in cover which is crossed out and fax says p/01/02 of different fax # than 1st page??????
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LAW OFFICES
MELTZER, LIPPE, GOLDSTEIN & SCHLISSEL, P.C.
THE CHANCERY
190 WILLIS AVENUE
MINEOLA, NEW YORK 11501
(516) 747-0300

-:} 7 DATE: June 7, 1999 TIME: 2:1Spm
(3‘ N Telecopier Message From:
/sﬁl { Raymond A. Joao

of Meltzer, Lippe, Goldstein & Schlissel, P.C

Please deliver the following pages to:

NAME: MR. ELIOT BERNSTEIN ’
FAX NUMBER:  561-417-4470
NUMBER OF PAGES, INCLUDING THIS COVER PAGE: E}

COMMENTS/INSTRUCTIONS:
RE: PROVISIONAL PATENT APPLICATION ENTITLED

APPARATUS AND METHOD FOR PLAYING VIDEO FILES
ACROSS THE INTERNET

Attached herewith please find a Power of Attorney and a Swmall Entity
Statement. We will send you an Retainer Agreement lefter in connection with
this matter later thi§( afternoon.

Please sign and datf/ihe Power of Attorney 2 Small Entity Statement where
indicated and returfi it to me via facsimile (516-747-9363) as soon as possible,
so that we may file the application in the U.S. Paten Trademark Office
today. h

1If you have any questions regarding the above, please do not hesitate to
contact me.s
-RAYMOND A. JOAO

Transmuning from & Paokfax 733 Digital Facaimiile Trunceiver. The FAX pumber is (516) 747-0363. 1f you do eoc receive all of the puges, plesse call us
back 23 800 1 possibic at (S16) 747-0300, exiention 247.

THIS MESSAGE IN INTENDED FOR THE USE OF THE INDIVIDUAL, OR ENTITY TO WHICH IT IS ADDRESSED AND MAY CONTAIN
INFORMATION THAT I PRIVILEGED. CONFIDENTIAL AND EXEMPT FROM DISCLOSURE UNDER APPLICABLE LAW. IF THE READER
OF 'THI$ MESSAGE 15 NOT THE INTENDED RECIPTENT, OR THE EMFLOYEE OR AGENT RESPONSIBLE FOR DELIVERING THE MESSAGE
‘TO THE INTENDED RECIPIENT, YOU ARE HERSBY NOTIFIED THAT ANY DISSEMINATION OR COPYING OF THIS COMMUNICATION IS
STRICTLY PROHIBITED. IF YOU HAVE RECEIVED THIS COMMUNICATION 1N ERROR, PLEASE NOTIFY US IMMEDIATELY BY
TELEPHONE AND RETURN THE ORIGINAL MBSSAGE TO US AT THE ABOVE ADDRESS VIA U.S5. POSTAL SERVICE. THANK YOU.
THIS MESSAGE IN INTENDED FOR THE USE OF THE INDIVIDUAL OR ENTITY TO WHICH IT IS ADDRESSED AND MAY CONTAIN
INFORMATION THAT i5 PRIVILEGED. CONFIDENTIAL AND EXEMPT FROM DISCLUSURE UNDER APPLICABLE LAW. IF THE READER
OF THiS MESSAGE 1S NOT THE INTENDED RECIPIENT, OR THE EMPLOYEE OR AGENT RESPONSIBLE FOR DELIVERING THE MESSAGE
TO TKE INTENDED RECIPIENT. YOU ARE REREBY NOTIFIED THAT ANY DISSEMINATION OR COPYING OF THIS COMMUNICATION 15
STRICTLY PROWIBITED. IF YOU HAVE RECEIVED THIS COMMUNICATION IN ERROR. PLEASE NOTIFY US IMMEDIATELY BY






[image: image322.png]FROM 1359, 06-07 15:00  #584 P.B1LT2

LAW OFFICES
MELTZER, LIPPE, GOLDSTEIN & SCHLISSEL, P.C.
THE CHANCERY
100 WILLIS AVENUE
MINEOLA, NEW YORK 11501 :
(516) 747-0300 @V 3

DATE: June 7, 1999 TIME: 2:15pm 3’]‘\\

Telecopier Message From: %A \\

Raymond A. Joao

of Meltzer, Lippe, Goldstein & Schtissel. P.C.

Please deliver the following pages to:

NAME: MR. ELIOT BERNSTEIN
FAX NUMBER:  561-417-4470
NUMBER OF PAGES, INCLUDING THIS COVER PAGE: & l /M

COMMENTS/INSTRUCTIONS:
RE: PROVISIONAL PATENT APPLICATION ENTITLED

APPARATUS AND METHOD FOR PLAYING VIDEO FILES

ACROSS THE INTERNET /bJSmS’W Ol/ /W by —

Attached herewith please find a Power of Attorney and a Small Entity
Statement. We will send you an Retainer Agreement letter in connectjon with
this matter later this afternoon.

Please sign and date the Power of Attorney 2 Small Entity Statement where
indicated and return it to me via facsimile (516-747-9363) as soon as possible,
so that we may file the application in the U.S. Patent and Trademark Office
today.

If you have any questions regavding the above, please do not hesitate to

contact me,
-RAYMOND A. JOAO

Tranameniag tsom s Pansfax 733 Digal Fassirule Transceiver, The FAX nmher i (516) 747-9362. I you do not secene all of e pages. plesss aall us
back 43 $00n as paasible at (516) 7¢7-0300, exication 241

THIS MESSAGE ™ INTENDED FOR THE USE OF THE INDIVIDUAL OR ENTITY TO WHICH (7 IS ADDRESSED AND MY CONTALY
INPORMATION THAT IS PRIVILEGED, CONFIDENTIAL AND EXEMPT FROM DISCLOSURE UNDER APPLICABLE LAW. IF THE READER
O TS MESSAGE 15 NOT THE INTENDED RECIPIENT, OR THE EMPLOYEE OR AGENT RESPONSIBLE FOR DELVERING THE MESSACE,
7 THE INTENDED RECIPIENT, YOU ARE HEREBY NOTIFIED THAT ANY DISSEMINATION OR COPYING OF THiS COMMUNICATION (5
'STRICTLY PROHTBITED. IF YOU NAVE RECEIVED THIS COMMUNICATION IN ERROR. PLEASE NOTIFY US IMMEDIATELY BY
TELEPRONE AND RETURN THE ORIGINAL MESSAGE TO US AT THE ABOVE ADDRESS VA LS. POSTAL SERVICE. THANK YOU.
Tilic MESSAGE IN INTENDED FOR THE USE OF THE INDIVIDUAL OR ENTITY TO WHICH I IS ADDRESSED AND MAY CONTAIN
INFORMATION THAT 1S PRIVILEGED. CONFIDENTIAL AND EXEMPT FROM DISCLOSURE LINDER APPLICABLE LAW IF THE READER
OF 115 MESSAGE I NOT THE INTENDED RECIPIENT, OR THE EMPLOYEE OR AGENT RESPONSIBLE FOR DELIVERING THE MESSAGE,
G THIE 18 ENDED RECIPIENT, YOU ARE HERESY NOTIFTED THAT ANY DISSEMINATION OR COPYING OF THIS COMMUNICATION |5
STRICTLY PROKTBITED. IF YOU HAVE RECEIVED THIS COMMUNICATION IN ERROR. PLEASE NOTIFY US IMMEOIATELY BY





Fax 4 – Yet another masterpiece fax

It appears that this fax is a copy of the last fax


Top TX = New header yet again 08/07/99 13:18 page 001?? Why is the date 8/7

Middle TX = Missing


Cover Page = 2:15pm 07/07/99

No pages attached this is a solo doc  
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LAW OFFICES
MELTZER, LIPPE, GOLDSTEIN & SCHLISSEL, P.C.
THE CHANCERY
190 WILLIS AVENUE -

MINEOLA, NEW YORK 11501 2y 2) g
(516) 747-0300 [AYReR
DATE: June 7, 1999 TIME: 2:15pm ,/:}) { /\/ {)

Telecopier Message From: 27 A
Raymond A. Joao \j ) a

of Melizer, Lippe, Goldstein & Schiisset, P.C.

Please deliver the following pages to:

NAME: MR. ELIOT BERNSTEIN
FAX NUMBER: __ 561-417-4470
NUMBER OF PAGES, INCLUDING THIS COVER PAGE: KN g,?aﬁ

COMMENTS/INSTRUCTIONS:
RE: PROVISIONAL PATENT APPLICATION ENTITLED

APPARATUS AND METHOD FOR PLAYING VIDEO FILES
ACROSS THE INTERNET _ DS lcSunc O/ [naveih §r—

Attached herewith please find a Power of Attorney and a Smali Entity
Statement. We will send you an Retainer Agreement letter in counection with
this matter later this afternoon.

Please sign and date the Power of Attorney a Small Entity Statement where
indicated and return it to me via facsimile (516-747-9363) as soon as possible,
so that we may file the application in the U.S. Patent and Trademark Office

today.

If you have any questions regarding the above, please do not hesitate to

contact me.
-RAYMOND A. JOAO

Tranrung from ¢ Puaatus 733 Digial Facsimite Trantosiver The FAX pambtr s (516) 747363, 1 you do st reseive 2 ot he pagt please call us
back a5 soon a5 possible 2 (536) 747-0300, exicnsion 247

OF THE INDIVIDUAL OR ENTITY TO WHICH IT 1S ADDRESSED AKD MAY CONTAIN
ENTIAL AND EXEMPT FROM DISCLOSURE UNDER APPLICABLE LAW. IP THE READER
OF THIS MESSAGE IS NOT THE INTENDED RECIPIENT, OR THE EMPLOYEE OR AGENT RESPONSIBLE FOR DELIVERING THE MESSAGE
7 Ti1R INTENDED RECIFIENT, YOU ARE AEREBY NOTIFIED THAT ANY DISSEMINATION OR COPYING OF THIS COMMUNICATION IS
RECEIVED THIS COMMUNICATION IN ERROR, PLEASE ROTIFY US IMMEDIATELY 8Y
TBLEPHONE AND RETURN THE ORIGINAL MESSAGE TO US AT THE ABOVE ADDRESS VIA U5 POSTAL SERVICE, THANK YOU.
T4t1s MESSAGE IN INTENDED FOR THE USE OF THE INDIVIDUAL OR ENTITY TO WHICH IT 15 ADDRESSED AND MAY CONTAIN
INFORMATION THAT iS PRIVILEGED, CONFIDENTIAL AND EXEMPT FROM DISCLOSURE UNDER APPLICABLE LAW. IF THE READER
OF THIS MESSAGE IS NOT THE INTENDED RECIPIENT, O THE EMPLOYEE OR AGENT RESPONSIBLE FOR DELIVERING THE MESSAGE
QO THE INTENDED RECIPIENT, YOU ARE KEREBY NOTIFIED THAT ANY DISSEMINATION OR COPYING OF THIS COMMUNICATION IS
SRICTLY PROHIBITED. 1F YOU HAVE RECEIVED THIS COMMUNICATION N ERROR. PLEASE NOTIFY US IMMEDIATELY BY

THIS MESSAGE IN INTENDED POR THE USE
INFORMATION THAT I§ PRIVILEGED. CONFIDS






Fax 5 – Yet again a shift in policy on this fax and the transmission has no cover or

Top TX = From: _____   6/7/99 16:33 #593 p.01/05 

All pages transmit fine without cover or TX and each is stamped accordingly
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1399, 08-07

Law orFFices
MELTZER, LiPPg, GOLDSTEIN, WOLF & ScHLISSEL, BPC.

190 WILLIS AVENUE. MINTOLA, NT 11001
TELEPKONE: 1515 7470300

| .

June 7, 1999

VIA TELEFAX
Mr. Eliot Bernstei
IVIEWTT

500 S.E. Mizner Road
Suite 102

Boca Raton, Florida 33432

Dear Eliot:
It was nice speaking with you this afternocon.

Transmitted herewith is the Retainer Agreement letter. We
need to have this letter signed by vou and returned to us via
facsimile prior £o Ray’'s visit with you this week.

Also, Ray will need to speak with Jerry Lewin about receiving

additional funds which will be applied toward Ray‘s visit to your

offices. Since Ray's hourly rate is $300 and he will be spending

at least four full days with you, and given your credit limit of

$3,000 our senior partner has requested that a sum of $7,500 be

forwarded to our firm, preferably via wire to our bank, and also
Ray’s visit to your offices.

our wire information is as follows:

European American Bank

Meltzer, Lippe, Goldstein and Schlizsel
Operating Account

Bank A.H,A. Number 021-001486

Contact Person: Frank Mark or Deborah Antonucei

PAPUBLICIPATENT BERNSTENSB65-4RETAINER LET

weas F.01.08
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Law OFFICES
MELTZER, LIPPE, GOLDSTEIN, WOLF & SCHLISSEL, PC.

150 WILLIS AVENUE, MINEOLA. NY 1150
TELEPMONE; (3161 7470300

Aiesnns e Yrmomag, whogan FACHIMILE: (8161 7470663 pLEast agrur vo mingoLs
SHELBON M CoupHTEINT ARNOLD & KLEM —
XET . SERRWETHER T INTERNET: Anp.www. mig.com oW OR
ELEun xamaBaToa £43 £A37 <am sTaeer
Lonerra s, GarrwaTi e v, NY 10017
SoNALO ¢ PRERRLIN ALEAMONE: (8121 $1am020
JONAT Ak M HOFT AN )

Alin 6RAUBERD |
ALV tognen warenx
Seremre x wie”

A S, TABRRAVGHAS

et om

SNemin T amrvrons

coumst.
EanRD TANKENAUM TUADELYN BPAT SHuLHA
HICHARD RECHLER  ALLAN £ BINDER.

L [ENGAGEMENT AGREEMENT]

JONATHAN D, FARRELL® | GREG 2LCHES.

EFRRYA FLESE AN ® PHILUP . CAMPIES R
MICHAEL ., wagEs ENNIFCR §. ROSENKRANT
CAumA R BRANDT ETan TaBk

un 3
T e

e
June 7, 189%
VIA TELEFAX 561-417-4470 COry Vi TELEFAX 561-487-3924
Mr. Eliot Bernstein to Mr. Simon Bernstein
IVIEWIT

500 S.E. Mizner Road
Suite 102
Boca Raton, Florida 33432

Re: Provisional Patent Application
of H Eliot I. Bernstein
BEntitled : APPARATUS AND METHOD  FOR
PLAYING VIDEO FILES ACROSS THE
INTERNET
Our Ref. No. : 5865-4 :

Dear Mr. Bernstein:

You have requested that Meltzer, Lippe, Goldstein & Schlissel
P.C. represent you in general patent and intellectual property
matters. Our patent and intellectual property fees will be based
on an hourly rate of $300.00 per hour and will be handled by
Raymond A. Joac. The above legal fees do not include disburgementa
and expenses.

You are asked to pay us an initial retainer of $3,000. Our
firm has an intake committee which must approve the terms of your
engagement of us. If the Committee does not accept the terms of
the engagement and we are unable to agree upon revised terme, the
initial retainer will be returned to you.
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MerTzER, LippE, GOLDSTEIN & SCHLISSEL. BC.

You agree that Our invoices will be paid by you within Twenty
(20) days of the billing date stared on each invoice and that any
past due amounts will accrue late chargee {the rate ie 1%% per
month and is subject to change by us), caleulated from the original
invoice date.

You and the firm are agreeing to a credit Limit for your
matters. The credit limit is $3,000. If at any time, the
aggregate of (i) all outstanding bills rendered to you which are
unpaid and (ii) the value of all unbilled time for services
rendered by the Firm and the amount of all unbilled disbursements
incurred in connection therewith, exceeds the Credit Limit you will
be promptly notified that your account has exceeded the credit
1imit. When you have exceeded the Credit Limit, we will call you
and ask for an immediate payment. You agree to make an immediate
payment to bring your account well under the Credit Limit.

In the event that any bills rendered by the Firm are not paid
when due, you hereby give your consent o our (i) immediately
ceasing any and all work being performed by us for your account
andfor (ii) our withdrawal from any further representation of vou.

In the event of any dispute arising out of or relating to this
agreement and/or the legal services rendered hereunder, the same
shall be determined by binding arbitration in Nagsau County. Long
Island, New York, by an arbitrator chosen by the President of the
Nassau County Bar Association who has significant expexience in the
field in which the legal eervices were rendered.

The Miscellaneous Rules attached hereto form a part of this
Agreement .

We look forward to serving your legal needs and thank you for
retaining our Firm.

THIS ENGAGEMENT AGREEMENT 1s

ENTERED INTO THIS DAY
OF , 188 .
MELTZER, LIPPE, GOLDSTELIN,
WOLF SCHLISSEL, P.C.
Ey:fépw( Y 7.
/4 4
Credit Limit 000, (client initials)

1, , do hereby guaranty unconditionally
the payment obligations oF IVIEWIT pursuant to the aForementioned
Engagement Agreement.
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MELTZER, LPPE, GoLDSTEIN & ScHLISSEL, PC.

MISCELLANEQUS RULEZ
1. if, at any time, either (i) you elect to terminate

the engagement of the Firm or (ii) the Firm eleclts to withdraw from
the engagement, any excess of the initial retainer over the charges
incurred by the Firm prior te the termination of the engagement
will be refunded to you.

2. The hourly rates are exclusive of disbursements and
charges incurred by the Firm on your behalf for such items as
photocopies, word processing, computerized legal research,

telecopying, messenger or overnight delivery service, long distance
telephone charges, travel and, if applicable, filing fees and court
costs, such as transcripts, index fees, etc. You will be billed
separately for such disbursements.

Third-party disbursements are billed at 1.2 times
actual cost. If you do not wish to pay 1.2 times for third-party
disbursements, you may choose one of the following alternatives
{(pleage initial your selection}:

I hereby elect to deposit with you §
to be held in a separate account out of which
you will pay third-party disbursements.

I request that you notify me each time a
third-party disbursement must be paid and

I will send you the appropriate check promptly
upon receipt of your request. I understand
that my selection of this procedure is likely
to cause delays in the handling of my matter
and such delay may adversely impact my matter.
I relieve you of any responsibility for such
delay.

3. The Firm will generally submit billa to you on a
monthly basis, at which time you will also be provided with a
gummary of the work performed In addition, we maintain at our
office computer time and disbursement records, which will be
available for your inspection.

4. If the Firm is successful in any proceeding to
recover any sum due to the Firm, you hereby agree that you shall be
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MELTZER. LIPPE, GoLDsTEIN & SCHLISSEL, PC.

responsible for the payment of reasonable attorney's fees and costs
and disbursements incurred in connection therewith.

S. The arbitration of any dispute will be conducted in
accordance with the procedures in this Agreement and the American
Arbitration Association Rules as in effect on the date of the
Engagement. In the event of a conflict, the provisions of this
Agreement will control.

Any issue concerning the extent to which any diepute
is subject to arbitration, or concerning the applicability,
interpretation, or enforceability of these procedures, including
any contention that all or part of these procedures are invalid or
unenforceable, shall be governed by thc Federa) Arbitration Act and
resolved by the arbitrator. No potential arbirrator may serve
unless he or she has agreed in writing to abide and be bound by
these procedures.

The arbitrator shall have no power to award punitive
damages or any other damages not measured by the prevailing party’s
actual damages, and the parties expressly waive their right to
obtain such damages in arbitration or in any other forum. In no
event, even if any other portion of these provisions is held to be
invalid or unenforceable, shall the arbitrator have power to make
an award or impose a remedy that could not be made or imposed by a
court deciding the matrer in the same jurisdiction.

No discovery will be permitted in connection with
the arbitration unless it is expressly authorized by the arbitrator
upon a showing of substantial need by the party seeking discovery.

All aspects of the arbitration shall be treated as
confidential. Neither the parties nor the arbitrator may disclose
the existence, content or results of the arbitration, except as
necessary to comply with legal or regulatory reguirements. Before
making any such disclosure, a party shall give written notice to
all other parties and shall afford such parties a reasonable
opportunity to protect their interesta.

The result of the arbitration will be binding on the

parties, and judgment on the arbitrator’s award may be entered in
any court having jurisdiction.

PIPUBLICIPATENT\BERNSTENS865-01

o
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Fax 6 – 6

Top Header is from Proskauer 6/29/99 p.09/09

Bottom Header is Proskauer 6/18/99 10:26a page 8

No other docs are with it here either.

Just has my signature for Sole Incorporator?  Proskauer should have.


[image: image329.png]JUN 23 1m9d 1410 B OPRUSKRUER KUSE S61 241 5288 TO SQ63H4ZO1TEO1H4L P, D203

Efior 1, Bimaim,

‘Sole Incorporator

6063/40017-001 BALIB1/233140 v1 B8 06/18/88 10:26 AM (2858)

#4 TGTAL PRGE, DT #+






Fax 7 -  Next comes the bill we had earlier in 5865-2 folder evidence #37.13 on our spread, I won’t reinsert, in fact insert hyperlink once inserted.
Fax 8 – Another great fax 

Top TX – 6/28/99 17:10 page 002, date on the signature page is 6/29/99

Middle TX Missing

Cover Page Missing

Page 1 – 6/29/99 signature of eib on 4.1

Page 2 – fax page 003 stamped on header

3rd page missing from folder
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08/28/99

Attorney Docket No.: 5865-4,1

IN _THE UNITED STATES PATENT AND TRADEMARK OFFICE z\] /2)’)
POWER OF ATTQRNEY Dot
Application of: Eliot I. Bernatein 3’1\%
Serial No.: Please assign
Filed on: Concurrently herewith
Title: APPARATUS AND METHOD FOR PROVIDING

AND/OR FOR TRANSMITTING VIDEO DATA
AND/OR INFORMATION IN A COMMUNICATION
NETWORK

I hereby appoint the following attorney(s) and/or agent(s) to
prosecute this application and to transact all business in the
Patent and Trademark Qffice connected therewith:

RAYMOND A. JOAOQ, Reg. No. 35,907

Address all telephone calls to Raymond A. Jeao at telephone
number: (516) 747-0300
Address all correspondence to

-t - im—— Al Anendin and Gahlieesl. P_(1.

MON 17:10 FaX @ooz2

I hereby declare that all statements made herein of my own
knowledge are true and that all statements made on information
and belief are believed to be true; and further that these
statements were made with the knowledge that willful false
statements and the like so made are punishable by fine or
imprisonment, or both, under section 1001 of Title 18 of the
tnited States Code and that such willful false statements may
jeopardize the validity of the application or any patent iasued
thereon.

Full name of the sole inven {giwv i name, family name):
oT I ERNSTEIN
Ioventor’s signature: ¥ AL M/%V/ ' pate: »/ 7Y
s a
Residence: 500 S.E/. Kizx(ai‘ Boulavard citizenships:
Suite 102 T.S.A.
Boca Ratom, FL 33432-6080
Post Qffice Address: SAME AS ABOVE

PAPUBLIC\PATENT\BERNSTESB65-4\586541F
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STATEMENT CLAIMING SMALL ENTITY STATUS
(37TCFR1.9(N & 1.27{b})—NDEPENDENT INVENTOR

Docket Number (Optional)
5865-4.1

Applicant, Patentee, or Identifier: Eliot Bernstedn

Applicationor PatertNo.

Filed orissued: Concurrently herewith

VIDED DATA AND/OR INFORMATION IN A COMMUNT:

B the specification filed herewith with titie as fisted above.
[ the application Identified above.
[ the patent identified above.

business concern under 37 CFR 1.9(d) or 2 nanpr:  orgerizetion under

[E] Nosuch person, concer, or organization exists.

[] Each such person, cancarm, or organization islisted beiow.

stating their atatus s small entifies. (37 CFR 1.27)

| scknowledge the duty to file, n this application or patent, nofifisation of
entitlement 1o small entity status priof to paying. or 8t the time of payl!
maintenance fee due after the date on which status as a small entity is

Ttte: PARARTUS ) PROVIDING R_FO! TING

As a below named inventor, | hereby state that} qualify as an independent inventor as defined in 37 CFR 1.9(c)
for purposes of paying reduced fees to the Patent and Trademark Office described In:

I have not assigned, granted, conveyed, or licenssd, and am under no obligation under contract of iaw to assign,
grant. convey, or license, anyghts Inthe lnvention to any parson who would not sualify as an independentinventor
urder 37 CFR 1.9(c) if that person had made the invention, of {0 any concem which wouia Rt guaiy asn et

Each persan, concam, or organization to which | have assigned, granted. conveyed, of lieensed of am under an
obligation under contract or law to assign, grant, convey, of ficense any sights in thhe invention is listed below:

Separatestatements are requirad from each named person, coneem, srorganization ravingrights totheinverition

CATION NETWORK

37CFR1.9(e)

any change In status resulfing in loss of
ng, the earliest of tha issue fee or any
o longer appropriate. (37 GFR 1.28(6))

yﬂuve NAMEOQF INVENTOR

NAME OF INVENTOR

Sigelatare o nventor Signatarc of inventor

Ny
(of39 /97

Signalare of Inventor

Date Date

Surden Hoor Statement Thia foct i estimaiad 10 taka 0.2 hourd & Fime Wit vary de upon e rweds of the cuse, Any
on

ol of fime you ara foqred 8 complete thia form shouid e sent 1o the
Viwhingen. D0 oS NOT SEND FEES OR COMPLETED FORMS TO THiS ADDRESS. SE
o

@oos






Fax 9 – Power of attorney
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No cover or TX pages, not full set of documents 
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Application of:
Setig) No.:
Filed on:

Title:

Thereby appoint the foliowing attorney(s) and/or agent(s) to prosec
business in the Patent and Trademark Office connected therewith:

Address all welephone calls 10 Raymond A. Joao at tclephone number: (516) 747-0300
Address al} correspondence 1o Meitzer, Lippe, Goldstein, Wolf and Schlissel, ©.C.

I'hereby declare that all Staternents made herein of my own knowledge are une and
information and belief are believed to be true; aod farther that these satement
that willful false starements and the like so made are punishable by fine or
Section 1001 of Titls 18 of the United States Code and that such willful false statements may jeopardize the
validity of the application or any pateat issued thereon.

IN THE STAYVES PATENT TRADEN OF1

POWER OF ATTORNEY 217
Eliot 1. Bemsieiq, Sy %)

Please assign %. » ’(

Concurrently herewitn

APPARATUS AND METHOD FOR PRODUCING ENHANCED DIGITAL
IMAGES AND/OR DIGITAL VIDEQ FILES

ute this application and to transact il

RAYMOND A. JOAQ, Reg. No. 35,907

19 Willis Avenue |
Mineola, New York 11501 '

that 2l statements made oa
15 were made with the knowledge
imprisonment, or both, under

Full pame of the solc inv%veyme, family name):

ELIOT 1. BERNSTEIN

Taventer's signature: (/ %’O Date: > K / % ;

Residence:

X
500 S?Z Hizner Botevard Citizenship:  U.S.A.
Suite 102

Boca Raton, FL 23432-6080

Post Office Address: SAME AS ABOVE

TAPUBLICVATENTUVIEWITS863-5,58655.P0A
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08/16-99 ¥ON 12:57 Fax Beos
VERIFIED STATEMEI\;T CLA‘:IZ\(ING SMALL ENTITY a Attorney Docket No.: 5865.5
{37 CFR 1.9 & 1.27@){61;%SEPEI\'DENT INVENTOR [
Applicans or Patentee:  Erior 1. Borperein - 7
Serial ox Patent No:  Piease auais
k&

Filed or Issued; Congwrrenty herewity

Tidle: AFPARATUS AND METHOD FOR PRODUCING ENHANCED DIGITAL IMAGES aND/OR BIGITAL
As a below named invcnwr%M%mm 37 CFR 1.9(¢) for purposes &f paying
reduced fees to the Patenr and Trademark Office deseribed in:
£ the specification fled herewith wit e s listed above,

— e application identified above,
— e patenc identified above.

T have not assigned, granted, conveyed or kicensed and A Under na obligation under contract or law o assign, grang, cenvey or lcease,

Each person, concern or Organization w0 which [ have asHigned, granted, conveyed, or licensed or am wnder 2n obligation under cqntract or
1aw to assign, grant, convey, or license any Tights in the mvention as listed below:
X No such person, coneern, or organization exists.

~  Bach such person, concern, or organization is Luted below.

Separate verified Sti2tements are required from each named person, concern Or organization: having the rights 10 the imvention averr, log to
their status ay small ¢ntities. (37 CFR L

1 ackaowledge tae duty to file. in this spplication o Pesent, posfication of any change in stavas resulting in Jous of entitlement 10 safa

ity status prior to paying, or at the dme of paying, the eatliest of the issue [ee or any mainienance fee due afier the date on which status
25 a small entity ig no Jonger apprapriate. (37 CFR 1.28(t))

Thereby declare that i S@lements made herein of ™Y own knowiedge are true and that all sements made on information and belif are
believed 10 be true; and farther that these statements were made witn the Inowledge that willful false staements and the fike 30 made are
punithable by fine or imprisonment, or both, under section 1001 of Tide IR of the United States Code, 2nd that such willful false
Statements may jeopardizr the validity of the application, any patent issuing dsereon, or any patent 1 which this verified statcrnent i
directed,

ELIOT 1. BERNSTEIN
NAME OF PERSON SIGNING

500 S.E. Mizner Boulevard
Suite 102

FTO/SB/ 09 (10973) Putcr and Trademack Ofice; U.5. DEPARTMENT op COMMERCE

PAPUBLICIPATENTVIEWIT\5B65-615365.5.SES






Fax 10 – Fax from ray to me that nothing in the cover letter is attached.

Top Header = cut up look like 8/19/99 13:11 page 001

Middle TX = Missing 

Cover page 8/19/99 2:24p

Bottom of page is strangely numbered 1 –2 – 3 for the 1st time anywhere

Number of pages on cover page is scratched out the computer generated on and 3 is neatly handwritten in.

No disclaimer – no ref number on cover page

No TX report

Page 2 – Claims to have all these things attached and after page 3 the fax is complete, what happened to these.  He’s got donot right as do not on this one and I think it should be wrong about this time in the last folder 5865-2 at this time period
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LAW QFFICES
MELTZER, LIPPE, GOLDSTEIN & SCHLISSEL, P.C.
THE CHANCERY
190 WILLIS AVENUE
MINEOLA, NEW YORK 11501
{516) 747-0300
DATE: August 19, 1938 TIME: 2:24pm
Telecopier Message From;
Nicole Eliseo-Pinou
of Meltzer, Lippe, Goldstein & Schlissel, P.C.

Please deliver the following pages to:

MR, ELIOT BERNSTEIN

FAX NUMBER: 561-417-4470

NUMBER OF PAGES, INCLUDING THIS COVER PAGE: & 3

COMMENTS/INSTRUCTIONS: RE: PROV. PAT. APPL. - 5865-5

Elior, attached herewith please find the confirmation
Jletter which I sent to Christopber Wheeler along with the
patent application and the accompanying papers.

If you have any guestions regarding the above, please do
npot hegitate to centact us.

P.S. - When sending faxes to us, please use the following
fax number - 516 747-9363. Thanks !

AN
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LAW OFFICES
LIpPE, GOLDSTEIN & SCHLISSEL, BPC.

MELTZER,
160 WILLIS AVENUE. MINEGLA, NY 101
TELERWONE! (516) 747-0309
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Christopher C. Wheelex, Esq.
Proskauer Rose LLP

2255 Glades Road

Suite 340 Weat

Boca Raton, FL 33431-7360

Re:

of B
gntitled :

August

provisional Patent Application

FELZPHONE: (£12) Ala-B8Ec

wATER'S OIRECT EXT

19, 1998

Eliot I. Bernstein

APPARATUS AND METHOD
PRODUCING ENHANCED
IMAGES AND/OR DIGITAL VIDEQ

i

|

i

|

|

FOR ‘

|

INAGES ;

Our Ref. No. : 5865-5
Dear Mr. Wheelexr:
Enclosed herewith please find a copy of

provisional patent application,
power of Attorney
U.8. patent and Trademark

A copy of
Eliot Bexmstel

this confiymation letter is be
n via facsimile without enclosures

telephone conversation with him today.

a copy of the trangmittal lettex,
form. and Small Entity Statement as filed in the
office on August 13, 1989,

ing rransmitted to

the above-identified ‘
|

|

|

i

per ny |
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MELTZER, LiPpE, GOLDSTEIN & SorLisseL, BG.
Christopher C. Wheeler, Esq.
proskauer Rose LLP
Page 2
If you have any guestions regarding the above, please do not
hesitate to contagt me.
Sincerely yours,
MELTZER, LIPPE, GOLDSTEIN
& SCHLISSEL, P.C.

By i el 5//%%%9\

Nicole Eliseo-Pinou
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IN THE UNITED STATES PATENT AND TRADEMARK OFFICE
POWER OF ATTORNEY
Application of; Eliot I, Bernstein
Serinl No.: Please assign
Filed cn: Concurmmtly herewith
Title: APPARATUS AND METHOD FOR PRODUCING ENHANCED DIGITAL

VIDEO IMAGES AND/OR VIDEO FILES

1 hereby appoint the following attorney(s) and/or agemt(s) to prosecute this application and to tramsact afl
business in the Patent and Trademark Office counected therewith;

RAYMOND A. JOAO, Reg. No. 35,907

Address alt telephone calls to Raymond A. Foao at telephone sumber: (516) 747-0300
Address sl correspondence to Meltzer, Lippe, Goldstein and Schlissel, P.C.
190 Willis Avenue
Mineols, New York 11501

Thereby declare that all statements made herein of my own knowledge are true aud that all statements made on
information and belief are belicved to be true; and further that these staterments were made with the knowledge
that willful false statements and the like so made are punishable by fine or imprisonment, or both, under
Section 1001 of Title 18 of the United States Code and that such willful false statements may jeopardize the
validity of the application or any patent issued thereon.

Full name of the sole inventor (ivy , Yamily name):

ELIOT I. RERNSTEIN .~~~ i .

Inventor’s signature: Kf;f%ﬂ N Date: > F/35./5F

Residence: 500 5.E. Nime# Boulevard Citizenship:  U.5.A.
Suite 102

Boca Raton, FL 33432-6080

Post Office Address:  SAME AS ABOVE

PPUBLICATAN Y IEW ST,
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FROM : e mmaiems s AL LLVLLA K Artorney Docket No.: 5865-7
STATUS
(37 CFR 1.9() & 1.27(b))-INDEPENDENT INVENTOR

Applicant ur Patentee: Etiot I. Rernatejn)

Serial or Patent No.: Pleass assigy

Filed or Tssued: Concurrently herewith

Title: APPARATU! IOD FOR PROI ING ENBANCED VID] GES AND/OR
FILES

As & below named inventor, I bereby declare that I qualify as an independent inventor as defined iu 37 CFR 1.9(c) for purposes of peying
seduced fecs 1o the Pateot and Trademark Office described in;

_X. the specification fled herewith with tifle as listed above.
the application identificd above.
thc patent idemtified above.

1 have not assigned, granted, couveyed or licensed and am under no obligaton wnder comtract ar law tw assign, grant, convey or license,
any rights in the invention o &y person who would et qualify as a small business concern under 37 CFR 1.9(d) or a sonprof
organization under 37 CFR 1.9(¢).

‘Each person, concern oy organization 1o which I have assigned, granted, conveyed, or licensed or am under an obligation under contract or
Taw 10 ssign, grant, convey, tr cense any rights in the nvention as listed below:

. No such person, concern, Or oTganizarion cxists.
—— Each such persos, concern, or organization is listed helow.

Separate verificd statewents are roguired from each named person, concern or erganization having the rights to the invention averring o
their status as smail entities. (37 CFR 1.27)

1 acknowledge the duty to file, in this application of patent, norification of any change in stats resuling in loss of entitement to small
entity status prior 1o paying, or at the time of paying, the earliest of the issue fee or auy maintepance fee due after the datc on which status
as a smalt entity is 7o longer appropriate. (37 CFR 1.28(B)

1 bereby declure that all statsmepts made hezcin of my own knawledge are true xnd rhat all statements made on information and helief yre
believed to be true; aud furiber that these statements were made with the knowledge that willful faise statements and the like so made dre
punishable by fine or imprisomment, or both, under section 1001 of Title 18 of the United States Code, and that such willful falsc
statzments may jeopardize the validity of the application, any patent issuing theveon, or any patent to which this vesified statement is
directed.

ELIOT I. BERNSTEIN

NAME OF PERSON SIGNING

500 S.E. Mizner Boulevard

Suite 102

Boca Raton, FL 33432-6080
ADD! OF EE!SON SIGNING

O/SB/ 09 (10-92) it and Traderark Office; 1.5, DEPARTMENT OF COMMERCE

PAPUBLICYPATENTNVIEWIT\SS65-7\






EMAIL

and now Foley claims Ray missed boat and we go to get his files and …

 -----Original Message-----

From: 
Boehm, Douglas A. [mailto:daboehm@foleylaw.com] 

Sent:
Tuesday, May 09, 2000 4:33 PM

To:
'Brian Utley (Iviewit)'

Cc:
Becker, Steven C.

Subject:
FW: Iviewit.com Files

FYI ...

(Dawn Laffin is the office administrator person at Meltzer, Lippe.)

-----Original Message-----

From:
Boehm, Douglas A. 

Sent:
Tuesday, May 09, 2000 5:28 PM

To:
'dlaffin@mlg.com'

Subject:
Iviewit.com Files

Dawn --

As I mentioned on the telephone this afternoon, I received your Federal Express package this morning containing the Meltzer, Lippe files for Iviewit.com.  The package contained 7 folders corresponding to your docket numbers 5865-1,3,4,4.1,5,6, and 7.  However, the file folder for your docket no. 5865-8 is missing.  Furthermore, not all of the paperwork for the PCT application (your docket no. 5865-10) was included in the first file 5865-1 (which is the PCT's parent case).  Is there a 5865-10 file also?

During our phone conversation, you agreed to review your docket and files for 5865-8, 5865-10, and any other 5865 matters for Iviewit.com tomorrow, and forward these files to me right away.

Thanks for your assistance.

--Doug

Douglas A. Boehm

Foley & Lardner

777 East Wisconsin Avenue

Milwaukee, Wisconsin  53202

Tel: (414)297-5718

Fax:(414)297-4900

Email: daboehm@foleylaw.com

NOTE:  The information transmitted in and/or attached to this message is intended only for the person or entity to which it is addressed and may contain confidential and/or privileged material.  Any review, retransmission, dissemination, or other use of, or taking any action in reliance upon, this information by persons or entities other than the intended recipient is prohibited.  If you received this information in error, please contact the sender and delete the material from any computer.
Exhibit 25 – Ken Rubenstein

Here we have Ken’s blessing to obviously move forward and it exhibits he and subsequently Joao knew of the site, was aware of the technologies as Ray was being sold as an employee of Ken’s in NY 
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From: Eliot Bernstein [alps@netline.net] on behalf of

webmaster@cyberfyds.com

Sent: Thursday, January 28, 1999 4:08 PM

To: 'krubenstein@proskauer.com'

Subject: FW: Crime Watch

**********************************

iviewit Confidentiality Agreement

The undersigned reader acknowledges that the information provided by iviewit and Simon & Eliot Bernstein in this business plan and at the specified iviewit website is confidential; therefore, reader agrees not to disclose it without the express written permission of Simon L. Bernstein.

This memorandum does not constitute an offer to sell, or a solicitation of an offer to purchase, securities. This business plan has been submitted on a confidential basis solely for the benefit of selected, highly qualified investors and is not for use by any other persons. Neither may it be reproduced, stored, or copied in any form. By accepting delivery of this plan, the recipient acknowledges and agrees that: i) in the event the recipient does not wish to pursue this matter, the recipient will return this copy to iviewit, at the address listed below immediately; ii) the recipient will not copy, fax, reproduce, or distribute this Confidential Business Plan or iviewit   web address, in whole or in part, without written permission; iii) all of the information contained herein will be treated as confidential material. Agreement executed by the recipient prior to, or contemporaneously with, its receipt of this Confidential Business Plan

Name:  Ken rubenstein     E-mail:  krubenstein@ proskauer.com

-----Original Message-----
From: Eliot Bernstein [mailto:alps@netline.net]
Sent: Monday, February 22, 1999 12:05 PM
To: 'cwheeler@proskauer.com'
Subject: Patent pending issue for iviewit corp.
Chris,
Have you heard from Ken Rubenstein regarding our next step on getting a patent pending? 

Eliot
[image: image340.png]FEB 18 1999 14:39 FR PROSKAUER ROSE 561 241 7145 TO 0894#40217001441 P.02/83

2255 Glades Road

Suite 340 West

Boca Raton, FL 33431-7360
Telephone 561,241.7400
Elsewhere in Florida
800432 7748

PROSKAUER ROSE LLP Fax 561.217145

NEW YORK
LOS ANGELES
WASHINGTOR OC
CLIFTON NJ
PARIS.

VIA FAX

Christopher C. Wheeler
Member of the Firm

Direct Dial 561.995.4702
cwheeler@proskauer.com

February 18, 1999

Mr. Eliot 1. Bemstein

iviewit, Inc.

500 S.E. Mizner Boulevard

Suite 102

Boca Raton, FL 33432-6080

Re:  Status Report Regarding Various Matters

Dear Eliot:

I thought it best 1o confirm the status of a number of loose ends:

1.

I have spoken 1o Gayle Coleman about the application of the “confidentiality
language™ to the “web site”. She is calling you directly to discuss the preparation
of this language. This should be completed no later than today;

We have revised the Jenex language 1o deal with the broker/dealer issue. As I
dictate this letter, the revised document is being faxed to you. We need you to
review the document and give us your comments prior to our forwarding it to
Irwin Newman at Jenex. Once you have had an opportunity to review the
document, please call us concerning your comments;

have traded phone calls with our patent expert, Ken Rubenstein. Since there
seems to be some confusion as to what Ken needs in order to determine the
patentability of your process, I am arranging a conference call between you, me
and Ken in which we can discuss it. After that discussion, I wiil also provide you
with a proposal as to how we should proceed and what fees and costs will be
involved. Iknow that your father was concemned as to the patent expense. We
will need to give you a more definite answer and thereafter receive authorization
from you as to the expenditure of these monies;

0894/40017-001 BRUIB1/219697 v1 02/18798 01:16 PM (2743}
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PROSKAUER ROSE LLP

Mr. Eliot I. Bernstein
February 18, 1999
Page 2

4. We just received your Corporate Minute Book, and I have asked Mara Lerner
Robbins of this office to foliow up and complete your Corporate By-laws, your
initial series of Corporate Minutes and arrange for the issuance of stock to you. 1
have also asked Mara to follow up with respect to a fictitious name affidavit for
iviewit; and
5. With respect to copyright trademark protection, I have alsc asked Mara to
coordinate trademark copyright protection so that you may protect the ivicwit
name. Today she will be faxing to you the fee information in order to secure
authorization from you to proceed and finalizc that matter.
I believe this covers all present loose ends. If you have any questions whatsoever, please call me.
‘We will keep you advised.
Best regards.

Cordialy,

Christopher C. Wheeler
CcCwigh

ce: Albert W. Gortz
Jerry Lewin

0884/40017-001 BALIB1/219697 v1 02/18/99 01:16 PM (2743)
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 Sent: Friday, June 04, 1999 4:55 PM

To: Alan Epstein (E-mail)

Subject: FW: iviewit, inc.

-----Original Message-----

From: Hassan Miah [mailto:hmiah@xingtech.com]

Sent: Sunday, May 30, 1999 1:19 PM

To: 'eib'

Subject: RE: iviewit, inc.

Not yet.  I will work out a meeting time over the next couple of days.  I

was looking at the profile of Ken Rubinstein at Proskauer, very impressive!

Is he the person that reviewed your patent application?  Ken appears to be

the person behind setting up the MPEG patent pool.  Xing is a licensee under

this.  Do you mind if I e-mail Ken questions about the nature of the patent?

Also, I have not heard from Goldman.  

This project is very exciting to me.  I keep thinking about the

possibilities.  Hopefully you, Kevin and I can meet over the next couple of

weeks so we can accelerate our activities.  How are you doing setting up the

demo to view over the Internet?  My home number is 805-594-0292 if you want

to talk.

Hassan

> -----Original Message-----

> From:
eib [SMTP:alps@netline.net]

> Sent:
Saturday, May 29, 1999 8:24 PM

> To:
hmiah@xingtech.com

> Subject:
iviewit, inc.

> 

> <?XML:NAMESPACE PREFIX = O />

> 

> Hassan,

>  

> Have you heard any news from Kevin?  Hope all is going well.

>  

> Eliot

Next email

-----Original Message-----
From: David.Colter@warnerbros.com [mailto:David.Colter@warnerbros.com]
Sent: Wednesday, August 01, 2001 10:28 PM
To: HeidiKrauel@aol.com
Cc: HPowell@cb-ventures.com; Eliot@iviewit.com
Subject: Re: Today -- iviewit
Heidi, 

Here is the info for Hank Powell from Crossbow Ventures. I have copied him 
above to make the introduction. 

iviewit has undergone a restructuring of their business from an encoding 
focused business to a technology licensing business focus over the past 4-5 
months. They are in the process of  establishing a new executive team to 
handle this 'new' direction and have been working on the new business plan. 
They have indicated that we should have the revised plan next week. 

They currently are finalizing a contract with WB Online to provide encoding 
services as a hold over from our original collaboration, and as a showcase 
for the technologies and patents. 

Their site www.iviewit.com contains good demonstrations of the zooming and 
video encoding technologies. I have also copied the inventor/founder Eliot 
Bernstein, who I will ask to provide some specific links on the site to see 
the best representation of their work and technical capabilities. 

Their patents are pending, but have received favorable opinions from people 
such as Ken Rubenstein on the merit of the patents, as well as thorough 
review by Greg Thagard and myself. 

Let's talk further after you see the business plan and connect with Hank. 

Thanx, 
David 


Hank Powell 
Managing Director 

CrossBow Ventures 
One North Clematis Street 
Suite 510 
West Palm Beach, FL 33401-5523 
T +1(561) 838-9005 (office) 
T +1(561) 279-0556 (home) 
T +1(561)310-9171 (cellphone) 
F +1(561) 838-4105 
HPowell@cb-ventures.com 
www.cb-ventures.com 


In a message dated 07/26/2001 8:01:54 AM Pacific Daylight Time, HeidiKrauel 
writes: 




Subj:Re: Today 
Date:07/26/2001 8:01:54 AM Pacific Daylight Time 
From:HeidiKrauel 
To:David.Colter@warnerbros.com (DColter0264) 
Sent on:    AOL 6.0 for Windows US sub 10531 




In a message dated 7/26/01 10:47:13 AM Eastern Daylight Time, 
David.Colter@warnerbros.com (DColter0264) writes: 




Any times good for you before 10 am PST? 



stepping into meeting now until 2:30pm EST.  I can do tomorrow too... 

Heidi Krauel 
Associate 
AOL Time Warner Ventures 
22000 AOL Way 
Dulles, VA 20166 
Phone - 703 265 1134 
Fax - 703 265 3925 
Email - heidikrauel@aol.com 

-----Original Message-----
From: PSLamont39@aol.com [mailto:PSLamont39@aol.com]
Sent: Thursday, December 20, 2001 11:01 AM
To: eliot.bernstein@verizon.net
Subject: For Your Records
Subj: I View It Technologies -- Patents Pending 
Date: 12/20/01 
To: krubenstein@proskauer.com 

Ken,

By way of introduction, and as of December 3, I am the new CEO of I View It Technologies.  Presently, working out of NYC, we are in receipt of a patent review letter from Wayne Smith, Patent Counsel of Warner Brothers.

While the letter speaks positively regarding our pending applications, we feel Wayne has "missed the boat" on a few of the claims we have staked.  Having been told that you feel otherwise, I think it would be helpful at this point to have a three way discussion, at your convenience, to address the positive, yet lukewarm in part, position Wayne Smith has taken.

I have left a similar type message on your NYC office voice mail, and I would look forward to briefly speaking with you at your earliest convenience.  I can be reached at 914-217-0038.  Lastly, I am in the Grace Building just a few blocks from you, and I would welcome the opportunity for a personal meeting to discuss same, as well as some pending matters in your Florida office.

Best regards,
P. Stephen Lamont
CEO
I View It Technologies, Inc.

David Colter is a bit unclear how it could be a conflict if we both agree in advance of call that he will be in no conflict.  
-----Original Message-----
From: PSLamont39@aol.com [mailto:PSLamont39@aol.com]
Sent: Thursday, January 03, 2002 3:24 AM
To: eliot.bernstein@verizon.net
Subject: Re: Ken Rubenstein
In a message dated 1/2/02 10:53:13 PM Eastern Standard Time, eliot.bernstein@verizon.net writes:



Is he willing to speak to Time Warner?  


No, he is unwilling to speak to Time Warner.  He states that it would be a conflict of interest for him, as they are a major client in his New York office.  Perhaps when he spoke with them before, they were not a major client.

PSL 
P. Stephen Lamont 
Chief Executive Officer, Director 
I View It Technologies, Inc. 
10 Mela 
Rancho Palos Verdes, Cal.  90275 
Tel: 914-217-0038 
Email: psl@iviewit; pstephen.lamont@verizon.net 
URL: www.iviewit.com 
-----Original Message-----
From: Eliot I. Bernstein [mailto:eliot@iviewit.com]
Sent: Friday, January 18, 2002 2:20 PM
To: P. Stephen Lamont
Subject: RE: Ken Rubenstein
Importance: High
must be confused with iviewit?  when you hang up send me a mail and i will call re; this and my call with coester just now.
 -----Original Message----- 
From:   P. Stephen Lamont  
Sent:   Friday, January 18, 2002 11:03 AM 
To:     Eliot I. Bernstein 
Cc:     david.colter@warnerbros.com 
Subject:        Ken Rubenstein 

I just spoke with Ken Rubenstein, and he reiterated that he does a lot of work for Warner Brothers and is unable to pick the phone up and discuss the matter on our behalf.  Moreover, he is not too pleased that I have asked him to do same in what amounts to the third time.
Lastly, he would welcome a call from Wayne Smith directly and would discuss with him the fact that "he is not to familiar with what [I View It] has," but would not be "negative or positive " in any potential discussion.
Best regards, 

P. Stephen Lamont 
Chief Executive Officer, Director 
I View It Technologies, Inc. 
10 Mela 
Rancho Palos Verdes, Cal.  90275 
Tel: 914-217-0038 
Email: psl@iviewit; pstephen.lamont@verizon.net 
URL: www.iviewit.com 

IVIEWIT HOLDINGS, INC.

DRAFT LETTER – NOT SENT YET

P. Stephen Lamont

Chief Executive Officer

Direct Dial: 914-217-0038

By Electronic Mail and Facsimile

June 14, 2002
Kenneth Rubenstein

Partner

Proskauer Rose LLP

1585 Broadway  

New York, NY 10036

Re:
Iviewit Patents Pending 

Dear Ken:

Last we spoke, Wayne Smith of Warner Bros. requested a conversation with you pertaining to Iviewit patents pending, of which you denied indepth knowledge of same and, additionally, stated conflict of interest isuues.  Sadly, Iviewit has submitted Return of Property papers and a soon to be issued Cease and Desist letter to Warner Bros. for breach of a Confidentiality Agreement executed in August 2000, and ignorance of a reasonable license agreement to remedy said breach.  

In any event, I am writing for another reason as I came across a piece of perplexing information earlier today.  I stumbled upon some documentation that named you as an Advisory Board member of the company somewhere between the fall of 1999 and the spring of 2000.

Moreover, recalling your own words, as I sat in your office earlier in the year, of your present unfamiliarity with the Iviewit techniques and unwillingness to speak on behalf of what I have since heard you describe as “novel” approaches to video perplexes me to a certain extent when I view you as a former Advisory Board member, if you ever held such a designation.  

Further, and I should not be relaying this to you, but there are rumors swirling around the company with finger pointing and all from Florida to Los Angeles wherein it catches the jet stream and arrives very soon in New York of alleged breaches of confidentiality pertaining to Iviewit technology, transfers of trade secrets, and, even in certain circumstances, knowing and willful invention fraud by the outright switching of signature 

Kenneth Rubenbstein

June 14, 2002
Page 2


pages of patent filings by some earlier patent counsels appointed by the company, including, but not limited to one Mr. Ray Joao, formerly, it is my understanding, of Meltzer, Lippe, Goldstein & Schlissel, P.C., (your former firm) and an individual that, it is also my understanding, you have worked closely with in the past pertaining to Iviewit and other matters.  Moreover, it is also my understanding, that you were the first individual to be presented with the Iviewit proprietary techniques, and passed along the work to your past associate, Mr. Joao, and “reviewed” same prior to, during, and, perhaps, after your transition from the Meltzer firm to Proskauer, and in whatever capacity “reviewed” refers to.

At this juncture in my tenure as Iviewit CEO, I have ordered a full legal audit of the company both from a business perspective and an intellectual property perspective.  With the results of said audit nearly complete, the preliminary intellectual property conclusions relayed astound me to the point that I have been told that the Iviewit patents pending are akin to patenting “peanut butter.”  

Furthermore, I have been told of your past involvement with the Iviewit proprietary techniques, of your conversations about the Iviewit techniques with, including, but not limited to, Greg Thagard, Chris Cookson, and David Colter among others, and your initial conclusion of the novelty of the Iviewit techniques, and I ask myself, “Why, why has past patent counsel failed to patent the inventions as specified by our inventor?”  Moreover, I ask myself “Why do the description of the inventions fail to lead one to believe that Iviewit had invented anything at all?”

Still further, I think back to the comments I have heard of your initial reaction to the Iviewit techniques and describing them as “novel,” which leads me to the conclusion that in your role as overseer of many patent pools, combined with your description of the novelty of the Iviewit techniques, you had not seen scaling in your review of patents pertaining to the essentiality of any given pool, and I ask my self further, “Why is the Iviewit scaling method now so far reaching and ubiquitous in many, varied patent pools overseen by yourself and others of similar stature?”

As such, I would like to enlist your assistance, if available, to review the conclusions of past and present patent counsel, and to further assist Iviewit in further defining the inventions in any intellectual property arena of our choosing, whether it be by a petition by what process is available at the United States Patent and Trademark Office, or any administrative, state, or federal court of appropriate jurisdiction armed with executed documents, memos, emails, and parole evidence all pointing to fraudulent, or at the least, entirely malpractical occurrences regarding the filings of the past Iviewit patents pending.

Kenneth Rubenbstein

June 14, 2002
Page 3


Lastly, as I mentioned above, I have ordered a full legal and accounting audit of the company many weeks ago, and I expect the completion of same shortly, and I would appreciate a response at your earliest convenience.

Best regards,

P. Stephen Lamont

Chief Executive Officer
IVIEWIT BUSINESS PLAN ADVISORY BOARD AS OF 2000

Advisory Board

· Don G. Kane - Don Kane is President of GDI, a privately held holding company that controls 4 business-to-business Internet companies.  Prior to joining GDI, Don was a Managing Director in the Investment Banking Division of Goldman Sachs & Co.  During his fourteen-year career at Goldman Sachs, Don created the firm's Midwest Financial Institutions practice and founded a Global Financial Institutions Technology Group.  Don is a Board member and Vice Chairman of Sagence Systems, Inc., a GDI company and is a member of the Board of Versifi, Inc. and Erogo Systems.  Don is an advisor to Signcast, Inc., Gryphon Holdings and Capita Technologies.  He is a member of the Kellogg Graduate School of Management Advisory Board at Northwestern University and is a member of the Board of the Metropolitan YMCA of Chicago.
· Alan Epstein – Alan Epstein is a shareholder of the entertainment law firm Armstrong Hirsch Jackoway Tyerman & Wertheimer, P.C., which is based in Los Angeles.  Alan’s law practice consists of advising Internet companies on various issues pertaining to the entertainment industry, including the creation, licensing and acquisition of content, the introduction and negotiation of strategic partner relationships, and various other matters relating to the convergence of technology and content.  Alan also advises his firm’s numerous celebrity clients on the exploitation and protection of their name and likeness rights and content on the Internet, as well as merchandising, endorsement and sponsorship deals.  Prior to entering the UCLA School of Law, Alan was a certified public accountant at Deloitte Haskins & Sells in Dallas, Texas.
· Chris C. Wheeler – Chris Wheeler, a member of Proskauer Rose LLP’s Corporate Department and a partner in the Florida office, has a versatile transactional practice.  Chris has had extensive experience in real estate and corporate law, institutional lending and workouts, administrative law and industrial revenue bond financing.  Moreover, he serves as a strategist and counselor to many clients in handling their other legal and business matters.  Chris is well-versed in general corporate law as well as mergers and acquisitions and securities matters.  He has guided companies from startup through initial private placements to public offerings.  A graduate of Hamilton College and Cornell Law School, Chris was a member of the managing Board of Editor of the Cornell Law Review.
· Kenneth Rubenstein – Ken is a partner at Proskauer Rose LLP law firm and is the patent attorney for iviewit.com.  He is a registered patent attorney before the U.S. Patent & Trademark Office.  Ken counsels his clients with respect to the validity and infringement of competitors' patents, as well as prosecutes patent applications.  For the past several years Ken has worked on the formation of a patent pool, for MPEG-2 technology, involving large consumer electronics and entertainment companies. Ken is also a former member of the legal staff at Bell Laboratories. Ken received his law degree, cum laude, from New York Law School. and his Ph.D. in physics from the Massachusetts Institute of Technology where he also graduated with a B.S. Degree.

· Ray Joao – Ray heads Meltzer, Lippe’s Intellectual Property Rights, Patents, Copyrights and Trademarks Group.  He specializes in intellectual property law, including patents, trademarks and copyrights, as well as technology transfers.  He has extensive experience in patent prosecution, licensing and litigation in the fields of computer software and hardware, communication networks, electronics, the Internet, financial modeling and mechanical devices.   Ray is adept at dealing with high technology companies and other companies looking to patent not only their physical inventions but new business methods as well.

Legal Counsel

· Armstrong Hirsch Jackoway Tyerman & Wertheimer
Armstrong Hirsch Jackoway Tyerman & Wertheimer, P.C. is one of the nation's leading entertainment law firms. Based in Los Angeles, California, it represents many of the most prominent actors, writers, directors and producers of feature films, television programming and other entertainment content.  The firm also represents various content and technology companies in the Internet industry, including prominent web sites, entertainment-oriented portals, aggregated celebrity sites and various e-commerce companies.  The firm is assisting in developing the business structure of iviewit.com.

· Proskauer Rose – 

Proskauer Rose LLP is one of the nation's largest law firms, providing a wide variety of legal services to major corporations and other clients through the United States and around the world.  Founded in 1875 in New York City, the firm employs 475 attorneys and has wide experience in all areas of practice important to businesses, including corporate finance, mergers and acquisitions, real estate transactions, bankruptcy and reorganizations, taxation, litigation and dispute resolution, intellectual property, and labor and employment law.

· Meltzer Lippe Goldstein & Schlissel, P.C.
The firm’s focus is providing legal and business-related services to high-technology companies.  These services include public offerings, venture financing, mergers and acquisitions, executive compensation strategies, tax structuring, intellectual property audits, patents, patent licensing and corporate and intellectual property litigation services.   Meltzer Lippe practices in more than 20 legal disciplines and acts as General Counsel to the Long Island Venture Fund, Newlight Associates, L.P., and LISTnet, where they are also a Founder.  The firm served as outside General Counsel to Cheyenne Software, Inc. until it merged with Computer Associates International Ltd.
Consultants

· Danny Socolof – Mr. Socolof is the founder and CEO of the Marketing Entertainment Group of America, Inc., an entertainment production and marketing company.  Mr. Socolof has created national branding events and campaigns for the world’s largest and most important intellectual property owners including MTV, Pepsi, Nintendo, Proctor and Gamble, SC Johnson, Anheuser-Busch, Apple Computers, Philips Electronics and many other top tier entertainment and global consumer products organizations. 
· Mike McGinley – Mr. McGinley is the founder of SRO Consultants, a Los Angeles based international consulting firm that provides a wide range of business and management services for the entertainment and music industry.  SRO Consultants provides strategic consulting and marketing/cross promotions to industry leaders such as Microsoft, DirecTV, Best Buy, InterVU and Music Choice. Additionally, SRO handles tour accounting for more than 100 major clients including Sting, Neil Young, the Rolling Stones and Tom Petty.  Mr. McGinley is a Certified Public Accountant who received his B.A. in business administration from the University of Montana.
Exhibit 26 – Gerald Lewin response to his client starting to use I View It Technologies

The reason for this investigation and subsequent letter was simple.  Lewin had introduced us to HotelView telling us he barely new them but they may be interested in our techs.  We meet under NDA and next thing you know they are opening new sites with our stuff.  I go to Wheeler’s office, he is stunned we meet with Gerry and he again states he hardly knows these guys.  Just about that time a Jeff Friedstein at Goldman Sachs sends over a stock report on VD and guess who was the Accountant for them until they went public?  Gerry’s memory comes back after being presented by Chris (who acts surprised etc.) and drafts letter to make sure I View It info is not being transferred to VD.  Funny and we find out later that Wheeler and Proskauer Boca also handled this account, funny Wheeler never mentions nor does he have his employees mention.
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Certified Public Accountants

June 7, 1999

Simon Bernstein

Eliot Bernstein

Board of Directors

IVIEWIT, Inc.

500 S.E. Mizner Boulevard, Suite 102
Boca Raton, FL 33432

Re: Possible Conflict of Interest
Visual Data Corporation
Hotelview Corporation

Dear Simon and Eliot:

Based on the billing records I have reviewed, our engagement for Visual Data Corporation and its
subsidiary, Hotelview Corporation started in October of 1994. 1 had originally obtained the client and

turned it over to the firm’s auditing department which has since then managed all engagements and kept
contact with the clients.

We prepared certified audits for the above mentioned clients for years ended September 30, 1994,
September 30, 1995 and September 30, 1996, Our firm assisted Visual Data and its subsidiary, Hotelview,
in becoming a publicly traded corporation while we were preparing the Sepiember 30, 1996 audit.
Subsequently, the underwriter felt that a national firn would best serve the client with their auditing
services and the auditing function was turned over to Arthur Andersen which performed the September 30,
1997 and September 30, 1998 audits. Our firm continued to prepare a consolidated tax return for Visual
Data and Hotelview.

Itwasmypersonalundastandingﬁomthebegimnxgofﬂwmgagememmat\ﬁsnxlmmwasaholding
company and Hotelview was a subsidiary operating corporation. When I met with the two of you some
months ago, I pointed out that Hotelview was a client of our firm, but that we were no longer eagaged 1o
prepare their andit. The only discussion I recall between us related to the quality of Hotelview’s pictures.
1t was approximately a week ago when Eliot discussed business activity of Visual Data that I even realized
that it conducted its ownbusimandwasnolmerelyaholdingmmpany

Aﬁzrmmingovenhcaoooumtoﬂmaudiﬁngdzpamminomoberofww,Ihadno involvement with
Lhnclimtheaudiﬁngmncﬁonmtheprepamﬁonofthemretums At no time whatsoever have [
discussed any information regarding IVIEWIT, Inc. with any members of the Board of Directors, officers
or employees of Visual Data Corporation or Hotelview Corporation. [ have never owned, nor do I
currently own, stock of Visual Data or Hotelview. 1 have never advised any members of my family or
anyone else to buy or sell stock of Visual Data or Hotetview.

lhxvcneverbeen,nu‘amlcun’enﬂy,amemberoflh:BoardofDixecmrsoranyadvisorywmnﬁtweof

Visual Data or Hotelview. From time to time, when Visual Data or Hotelview issues additional stock or re-
purchases its own stock, a letter of consent is required from Goldstein Lewin & Co., since we were on
record as being the auditors on the September 30, 1996 financial statement. Because of this letter, we must
maintain independence from Visnal Data and Hotelview. Pursuant to SEC and AICPA regulations, no
employees of Goldstein Lewin & Co. are permitted to own stock in Visual Data or Hotelview or be a
member of the Board of Directors of Visual Data or Hotelview. To my knowledge, all the employees of
Goldstein Lewin & Co. adhere to that independent status.

1900 NW. Corporate Bivd, Broward (354) 429-8555 Fort Lauderdale Office
East Building Suite 300 Dade (305) 944-3582 4B50 West Prospect R
Boca Raton, Florida 33431 Palm Beach (561) 737-0300 Fort Lauderdale. FL 33]

{561) 994-5050 FAX (561) 241-0071 (Repiy to Boca Addres:

0%
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Possible Conflict of Interest — Page Two

The September 30, 1996, September 30, 1957 and September 1998 tax retums were prepared by the
following employees of Goldstein Lewin & Co.:

9/30/96 Natalie Kelly, CPA
9/30/97 Nicholas Buscemi, CPA
9/30/98 Nichotas Buscemi, CPA

1 will be forwarding to you, under separate cover, notarized disclosures of confidentiality by employees of
Goldstein Lewin & Co. regarding Iviewit, Inc., Visual Data Corporation and Hotelview Corporation.

1f 1 can be of further help, please advise.

Sincerely,
GOLDSTEIN LEWIN & CO.
Certified Public Accountants
Gerald R. Lewin, CPA
GRL/bjw
©: Christopher Wheeler, Esq.
f\data\99\griiconflict. doc.
STATE OF FLORIDA
COUNTY OF PALM BEACH

Sworn to and subscribed before me this, 2:&' day of £ ZLIA& 1999, by
Lerald R . Leisn who is personally known__}/”___or who has produced

as identification.
Y
Signature of Notary Public
US4 SCARABING Z/sq Scarebino
Norary Puciic - State of Honda Printed Name of Notary Public

My Comemission Explrea May 8, 2000
Commission # CC622328

State of Florida at Large
My Commission No.
My Commission Expires:
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June 24, 1999

Chris Wheeler

Proskauer Rose LLP

2255 Glades Road, Suite 340W
Boca Raton, FL. 33431

Dear Chris:

Enclosed are the remaining executed employee affidavits for Goldstein Lewin & Co.
regarding the iviewit, Inc. conflict of interest matter. At this time, all employees have
submitted an affidavit.

Thank you for your assistance.

Sincerely,

GOLDSTEIN LEWIN & CO.
Certified Public Accountants

Sy ™

Gerald R. Lewin, CPA

GRL/bjw
Enclosures (11)

c: Eliot Bernstein
£data\99\40875\finlaffids. doc.

1900 NW. Corporate Blvd. Broward (954) 429-8555 Fort Lauderdale Office
East Building Suite 300 Dade (305) 944-3582 4850 West Prospect Road
Boca Raton, Florida 33431 Patm Beach (561) 737-0309 Fort Lauderdale. FL 33309
(561) 994-5050 FAX (561) 241-0071 {Reply to Boca Address)
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AFFIDAVIT

To: Simon Bernstein
Eliot Bernstein
Board of Directors
IVIEWIT, Inc.
500 S.E. Mizner Boulevard, Suite 102
Boca Raton, FL 33432

Re: Possible Conflict of Interest
Visual Data Corporation
Hotelview Corporation

I, Donald J. Goldsteinam presently employed by the firm of Goldstein Lewin & Co.,
Cenified Public Accountants. At no time whatsoever have I discussed, nor intend to discuss, any
information regarding IVIEWIT, Inc. with any members of the Board of Directors, officers or
employees of Visual Data Corporation or Hotelview Corporation. [ have never owned, nor do 1
currently own, stock of Visual Data or Hotetview. I have aever advised any members of my
family or anyone else to buy or sell stock of Visual Data or Hotelview.

I have never been, nor am I currently, a member of the Board of Directors or any

advisory committee of Visual Data or Hotelview. Z/ //%

S ¢
755
Date

STATE OF FLORIDA
COUNTY OF PALM BEACH

Sworn and subscribed before me this, '7 day of OL‘NL 1999, by

Donald J. Goldstein wpois personally known{_~ or who has produced

As identification. R
A«Q;)} NP
Signature of Notary Public
Z 154 S(‘_ara bin O
Printed Name of Notary Public
of riofida N
May 8, 2001 State of Florida at Large

Commission # CO622328

My Commission No.
My Commission Expires:

1900 N.W. Corporate Blvd, Broward (954) 429-8555 Fart Lauderdale Office
East Building Suite 300 Dade (305} 944-3582 4850 West Prospect Rad
Boca Raton, Florida 33431 Palm Beach (561) 737-0309 Fort Lauderdale, FL. 33309

(561) 994-5050 FAX (561) 241-0071 {Reply to Boca Address)






[image: image346.png]From: t [eliot.bernstein@verizon.net]
Subject: RE: iviewit -Reply

ristopher Wh

RE: iviewi

Please forward me a copy. Can you email the agreement to me.

riginal Message-----

Fro Christopher Wheeler [mailto:CWheeler@proskauer.com}
Scnt: Priday, June 4, 1920 11:14 AM

To: alps@neliine.net
Subjecl: iviewit -Reply

** High Priority **

Elioi:

I have prepared the agreements for Hassan Miah and the others; and we

are brema to fax them. Jomo has
are preparing to fax them. Joamo has

has approved it.

I checked on the Big kntertainment agreement. The only document we
4 lstrer fro

have is a letter from Laurie Silverstein. We did not believe it was

sulficient for our purposes so we asked her to modliy it--but she never
did-~

I have called Rosalle Bibona--I lefl a message asking her for Lhe names

of all the participants in our meeting last week

Regards,
Chris






Exhibit 27 – Infringers

This section must start at the beginning

1. Kenneth Rubenstein’s patent pools

2. Raymond Joao’s patents

3. Gerald Lewin clients

4. Chris Wheeler’s clients

5. Brain Utley – not sure if stealing qualifies for infringement but why not

6. Warner Brothers – Under NDA

7. Sony – Under NDA

8. MGM – Under NDA

9. Hollywood.com – Under NDA

10. Visual Data

11. Camera Manufacturers

12. Intel through acquisition of R3D

13. Webcast (Huizenga company that after learning our technique sold to Ibeam)

14. Akamai – Friend of Brian, George Conrades

15. RYJO may we remove his trademark and ability to sell our concept?

16. Teranex – Under NDA

-----Original Message-----
From: David.Colter@warnerbros.com [mailto:David.Colter@warnerbros.com]
Sent: Monday, January 14, 2002 9:51 PM
To: John.calkins@warnerbros.com
Cc: CHuck.dages@warnerbros.com; Alan.Bell@warnerbros.com
Subject: iviewit
John, 

In all the review we have done with ivieiwit it seems to boil down to the status of the patents and their inherent value. At that point it is a risk-reward evaluation -- without awarded patents it is difficult to completely assess the value. I would suggest that we consider one other perspective... 

Prior to ivieiwit (approx Feb 2000) the video we (WB Online) delivered on the web was QCIF (160x120) or smaller and was below full frame rate. At the time of our first meeting we also identified On2 along with ivieiwit as two solid players who could deliver full screen full frame rate web video. All who saw it were impressed. Greg and I visited ivieiwit in August and reported back that they had filed patents on scaling techniques that hinged upon a visual 'trick' which allowed the human eye to accept 320x240 video scaled to 640x480 at 30 fps as close to VHS quality. We checked with Ken Rubenstein and others who provided some solid support for ivieiwit, and Chris Cookson asked Greg and I to continue to work with ivieiwit in an R&D capacity. 

In the fall of 2000 iviewit also met with a number of folks at WB Online (in September and October) and demonstrated their process and techniques to Sam Smith, Houston, Joe Annino and others. Sam contacted ivieiwit a number of times and requested the patents, along with specifics of the ivieiwit process to evaluate what they were doing. I was not part of these meetings, but was aware they had occured, as Jack Scanlon kept me up to date. 

When I sat down with Morgan and Houston in March 2001 to see what technology they were using to encode video, it was clear that they were using some of the techniques that would overlap with iviewit's filed process patents (still pending), but it is not clear that these were all learned from iviewit -- we may wish to explore this a little. This meeting was to determine what equipment we would get for our lab at 611 Brand. This same information was also provided to ivieiwit by Morgan as they were establishing the company as an outsourcing facility for encoding our content. 

I am aware of several meeting held between ivieiwit and WB Online to share information of techniques and process, and was invited to a few of them. 

We all signed ivieiwit's confidentiality agreement. So to the other perspective.... 

We have an opportunity to establish a license with ivieiwit for a modest fee at this time, and establish a MFN. In good faith we signed the confidentiality agreement, iviewit revealed their processes and techniques, and we now use those techniques in encoding. As we have discussed on a few occasions, these techniques now appear in the public domain to some extent in documentation for Real Producer, WMP Developer Guides, Media Cleaner Pro, etc, but they were not available in 2000. I would not suggest we learned the techniques completely from iviewit (I actually do not know the answer), but a modest licensing fee may be appropriate and honorable considering our good faith relationship in signing the confidentiality doc. 

If we choose to pass at this time the risk is primarily from iviewit's main investor, Crossbow Ventures, gaining control of the IP and approaching WB later for a license -- I do not believe they will be as friendly considering their dealings with ivieiwit and it's employees since Feb of 2001. It is estimated that the patents will be completed in 8-12 months. 

As you are all aware I have a personal relationship with Eliot Bernstein, the founder of iviewit, and as a result, I left the evaluations and decisions to Greg, and others, and only assisted iviewit to get to the correct people in WB and AOLTW. I wanted to add this perspective as we consider if there is an option to pursue with iviewit -- they are facing continued financial pressure right now. There are many other threads to our interaction with iviewit and I would be happy to discuss. 

Thanx, 
David 
Exhibit 28 – Endorsements
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-----Original Message-----

From: EIB [mailto:alps1@bellsouth.net]

Sent: Friday, June 04, 1999 4:55 PM

To: Alan Epstein (E-mail)

Subject: FW: See you in California soon.

-----Original Message-----

From: Hassan Miah [mailto:hmiah@xingtech.com]

Sent: Wednesday, May 26, 1999 1:34 PM

To: 'iviewit, inc. (E-mail)'

Subject: RE: See you in California soon.

Hi Eliot,

I really enjoyed my visit on Monday and see and enormous potential for the

technology.  Later today I will be meeting with Kevin to discuss the

opportunity.  

How did your meeting go with Real 3D?  Also, will you have your site up

tomorrow for me to view from here?  

> -----Original Message-----

> From:
iviewit, inc. (E-mail) [SMTP:viewmaster@iviewit.com]

> Sent:
Wednesday, May 26, 1999 2:48 AM

> To:
Hassan Miah (E-mail)

> Cc:
Richard Rosman (E-mail)

> Subject:
See you in California soon.

> 

>  << File: clip_image002.jpg >> 

> 

> Dear Hassan,

> Thank you for taking the time to come see the iviewit technology.  It was

> a pleasure getting to know you and I look forward to a growing

> relationship.  I should be coming to California early next week and we can

> begin putting the puzzle together then.

> 

> In the interim, if you need any additional information, please feel free

> to give me a call.

> 

> Eliot

next email

Doug Chey SPDE (Sony)

-----Original Message-----
From: Eliot I. Bernstein [mailto:eliot.bernstein@verizon.net]
Sent: Friday, May 25, 2001 9:50 AM
To: 'Chey, Doug'
Subject: RE: iviewit
Importance: High
Sensitivity: Private
Doug,
 

I will get you a package for the advisory board, I need to run it through my board, we go to dinner and it should be done.  What night are you available next week?
 

Eliot
-----Original Message-----
From: Chey, Doug [mailto:dchey@sonypictures.com]
Sent: Friday, May 25, 2001 8:34 AM
To: 'eliot.bernstein@verizon.net'
Subject: RE: iviewit
Sensitivity: Private

No problem Eliot. As you know I am definitely a proponent of the technology. One quick question, how does one become a technical advisory board member?
-----Original Message-----
From: Eliot I. Bernstein [mailto:eliot.bernstein@verizon.net]
Sent: Friday, May 25, 2001 7:01 AM
To: Chey, Doug
Subject: iviewit
Importance: High
Sensitivity: Private

Dear Doug,
Thanks a million for the referrals to both Geoffrey Springer and Satoshi Tanimoto!  We had a great meeting with them and will be moving forward with a license agreement for Sony's usage of the zoom image technology and the iviewit video process.  We talked about utilizing both technologies on two upcoming Sony blockbusters (Ali & Spiderman).  Hope all is going well and I was wondering if you and Christen would like to go to the upcoming Madonna shows with a group of us?
Again, I can't thank you enough for all of your continued help and support.
Best regards,
Eliot I. Bernstein
Founder & Vice Chairman
Blessed are the geek: for they shall inherit the earth! Gatthew 5:5

Exhibit 29 – How to not create an excel sheet that makes no sense Act 1 & 2.  OK lets count and while counting imagine that we are building a patent portfolio spreadsheet.  Normal counting and spreadsheet data do not get put together with missing numbers etc.  But this was what was represented to I View It as Foley’s spreadsheets.
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Now we look at what the next law firm discovered in their discovery, which is, quite surprising that we find 2 Utley applications in his own name that are never disclosed.  Crossbow wants study and Blakely is hired to try and decipher what’s up and we find all kinds of discrepancies
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To further confuse you dear reader this was stuffed in behind the portfolios, which neglect to mention 120 even exists.
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Atty. Dkt. No. 57103/120

9. The method of claim 1, further comprising compressing the
digital image file.

10.  The method of claim 1, further comprising uploading the
digital image file to a network server.

11, The method of claim 1, wherein the digital image file is
generated from a print film image.

12.  The method of claim 1, wherein the digital image file is
acquired with a digital camera.

13.  The method of claim 1, wherein the predetermined size
represents a full-screen size of the user display.

-23-





[image: image358.png]001.826353.5

Atty. Dkt. No. 57103/120

14. A method of providing an enhanced digitized image file to

a user, comprising:

providing a viewing window size in which the digitized
image file is to be displayed to a user:

providing a digitized image file having an image size
greater than that of the predefined viewing window size;

compressing the digitized image file; and

providing the compressed image file to a network server.

15.  The method of claim 13, further comprising:
under user control, transmitting the compressed image file
over the network;
displaying the transmitted image file to the user in a
viewing window having the predefined viewing window size; and
under user control, magnifying the displayed image within
the viewing window.

16.  The method of claim 14, further comprising, under user
control, moving the displayed image in the predefined viewing window
size.

17.  The method of claim 14, further comprising providing the
user with a piurality of selectable magnification levels to view the
displayed image within the viewing window.

18.  The method of claim 14, wherein the resolution of the
digitized image is greater than that of the image displayed to the user in
the predefined viewing window size without image magnification.

19, The method of claim 16, wherein the selectable
magnification levels are limited such that no more than one pixel of the
user display can display one pixel of the digitized image.

-24-
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Atty. Dkt. No. 57103/120

20.  The method of claim 13, wherein the digitized image file is
compressed to a JPEG format.

21, The method of claim 13, wherein the step of generating
includes enlarging and scanning a print film image to provide the
digitized image file.

22, The method of claim 19, wherein the print fitm image is
scanned with a density of at least 100 dots per inch.

23.  The method of claim 13, wherein the step of generating
includes acquiring the digitized image file with a digital camera.

24, The method of claim 13, wherein the compressed image
file is accessible via the Internet.

25.  The method of claim 14, wherein magnifying the displayed
image does not degrade the image quality.

-25-
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Atty. Dkt. No. 57103/120

26.  Anenhanced digital image file downloadable to a client
computer having a viewing window on a display, the viewing window
having a predetermined frame size, the digital image file comprising:

digitized image data representative of an image, wherein
the digitized image data has a number of pixels sufficient to allow a user
10 magnify the digitized image in the viewing window by a magnification
factor of at least two without pixelation; and

control data to allow the user to control the magnification
factor.

27.  The enhanced digital image file of claim 25, wherein the
digitized image data is compressed.

28.  The enhanced digital image file of claim 25, wherein the
control data is configured to provide zoom buttons and pan buttons to a
user.

29, The enhanced digital image file of claim 27, wherein the
control data includes a Java applet.

30.  The enhanced digital image file of claim 25, wherein the
digitized image data has a number of pixels sufficient to allow a user to
magnify the digitized image in the viewing window by a magnification
factor of at least ten without pixelation.

31.  The enhanced digital image file of claim 25, wherein the
digitized image data has a number of pixels sufficient to aflow a user to
magnify the digitized image in the viewing window by a magnification
factor of at least one hundred without pixelation.

-26-
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32.  The enhanced digital image file of claim 25, wherein the
control data is configured to prevent the user from magnifying the
digitized image to the point of pixelation.

-27-
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ABSTRACT OF THE DISCLOSURE

A method of providing a digital image file for viewing in a
viewing window of a user display, the viewing window having a
predetermined size. The method includes providing a digital image
having an image size comprising a fixed number of pixels representative
of an image, the image size being greater than the predetermined
viewing window size. The digital image file is associated with a user
interface that is configured to display the digital image in the viewing
window and to ailow a user to zoom into and pan around in the image
displayed in the viewing window while maintaining high image quality.

-28-





To further further confuse you this letter dated 4/27/01 in reference to 57103/118 is truly a masterpiece in that the 5 page letter is regarding a response due on a patent 57103/110 and 118 has disappeared.  Even they seem confused.  What is really scary here is that you can see that Ross Miller the replacement for Brian Utley is told by counsel misleading information and Brian is told the truth but we never see or hear this letter from Foley.  Something very fishy.  So we think we have 5 days to respond to some issue that Foley and Brian claim they just found out about.  It costs us much confusion and embarrassment with WB.  Also, costs us in Irell bill and Blakely and probably Foley.
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Iviewit.com, Inc.

One Boca Place

2255 Glades Road, Suite 337 West
Boca Raron, Florida 33431

Re: PCT Application No, PCT/US00/07772 (our file No, 57103/110)
Dear Mr, Utley:

Yesterday Mr. Rose Miller called on your behalf to diseuss the referenced PCT
application, As I advised you in our letter of April 16, we raceived a Written Opinion in this
case, which was sent 1o you, The Written Opinion states the examiner's initial views of the
likely ourcome of the International Preliminary Examination Report (IPER) that will be issued
in the future. If you do not address the issues raised in the Written Opinion, the IPER will
likely be the same as the Written Opinion.

In my discussions with Mr. Miller, he was not aware of our past
correspondence or the fact that we had initiared steps to withdraw as counsel in all Iviewit
cases. In light of Mr. Miller's statements that he had made efforts to obtain substitute counsel
in this case and was unable to do 30 becanse of the short official period for response remaining
(May 5), I stated that we would be svilling to discuss with Iviewir the merits of submitting a
response. I recetved today a lester from you stating that you wanted to respond to the Written
Opinion. However, in deciding whether you wish us or substitute counsel to respond in some
fashion, several importan: factors should be considered, Mr, Miller and I did not discuss the
strategic issues involved in deciding whether a response should be submitted.

ESTASLISHED 1842
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Mr. Brian G. Utley
Iviewit.com, Inc.
April 27, 2001
Page 2

Neither the Written Opinion, which we sent to you, nor the IPER, which will be
issued in the future, is an examination of the application by any Gavernmental authority that
issues patents. It is a preliminary determination which will be provided to any countries in
which you chose to continue with the examination process.

After it is issued, the IPER is sent to those countries in which you chose to
continue National Stage processing. Each country then examines the application according to
its own laws and procedures. A fee must be paid t each country in order to enter National
Stage processing, These fees are substantial. For exammple, if you chose to enter National
Stage processing in the U.S., Japan, and Germany, France, and Spain through the European
Patent Convention, we estimate that the costs of entering the National Stage, including
government fees, translations, and fees for foreign associates required to conduct proceedings
in foreign countries, will be approximately $11,200. This amount does nof include any costs
associated with responding to future official actions in each country. It also does not include
the separate examination fee in Japan. It is merely the cost of getting this one PCT application
on file in individual countries. A similar cost would be incurred in each of your other pending
PCT applications. If you chose more countries, the National Stage costs will increase. During
the substantive examination in each country, the examiner will consider the IPER, Depending
on the counry, the examiner also will conduct his or her independent examination. The
examiner will then provide the results of the examination, and you will have an opportuniry to
respond, including an opporturity to amend the application if TECEssary.,

In considering whether 1o respond to the Written Opinion, you should be aware
that any amendments or arguments we submit ar this time may limit the enforceable scope of
any resulting patent in the U.S, Also, changes we make at this stage will roodify the
application in all countries in which ver i w pioesa, Submining changes at
this time does not allo™ ;ou 1o modify the application, as needed, in individual countries
according to ™o unique requirements of each country. Thus, 2 common strategy at this stage
of prelimugary processing of an application is to await the results of  substantive examination
by a specific country before responding.

The Written Response states that a response is due May 5, 2001. I am confident
that if we notify the examiner that a response will be subrmitted, the examiner will agree to a
reasonable extension of the due date. The examiner should tssue the IPER no latter than July
24. The IPER is generally issued about 2 months before an application is due to enter the
Neztional Stage, which in this case is September 24. T advised Mr, Miller that a 60 day
extension likely could be obtained, undl about July 5. Since the examiner will need some time
to complete the required processing, the examiner may think that the period between July 5
and July 24 does nor provide the time needed. Thus, contrary to what I advised Mr. Miller
yesterday afternoon, in reconsidering this marter, it is almost certain that an exariner will
agree o a 30 day extension, UNTIL JUNE 5, NOT JULY §. The examiner may agree to a
longer extension, but this is not certain.
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Mr. Brian G. Utley
Iviewit.com, Inc,
April 27, 2001
Page 3

If you chose to make a substantive response, someone on behalf of Iviewit needs
10 be prepared to consider the references relied on by the examiner, the claims of the
application, and decide what limirations or changes in the application, if any, you would be
willing to accept.

Also, assuining we can obtain an extension until June 5, at least, please let me
know as soon as possible whether you want substiture counsel to take over responsibility for
this case, and whether you want s 1o return this file to you.

You should also consider the ownership status of this application. The
application was filed naming Eliot I. Bernstein as the applicant.

Thus, the issues for you to decide are:

. whether to obtain an extension of time, if possible, which we believe we can
obtain until at least June 5;

. assuming we obtain an extension until at least June 5, whether you want to
transfer responsibility for this case to new counsel;

. whether to respond to the preliminary examination or await the formal
substantive examination in each country. If you chose to respond, you need to consider
the substance of a responss; and

. whether you want us to return this file, or any other file, to you.

Iz you chose to submit a substantive response through Foley & Lardner, please
provide us with your written comments on the differences you see between the primary
reference relied on by the examiner in the Written Opinion (U.S. Patent No. 5,469,536) and
the claims of your application.

As we have advised you in previous letters, Foley & Lardner has initiated
procedures to withdraw as counsel in this application. If Foley & Lardner prepares a response
on your behalf, we will continue the process of withdrawing as counsel, Afier a response, if
any, is submitted, there will be no further actions due until several months aftsr September 24.
Thus, you will have ample time to obtain substitute counsel if you cliose to continue parent
procesdings.
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Mr. Brian G. Utley

Iviewit.com, Inc.

April 27, 2001

Page 4

Please let me know today if possible by return facsimile how Iviewit would like
to address the issues discussed in this letter,

1f we do not hear from you today, we will contact the examiner and seck an
extension uatil June 5 in which to respond to the Written Opinion.

Sincerely,

cc: Raymond Hersh
Ross Miller

001.9988¢2.1






And now this letter from Utley acting like he has just become aware of this deadline as President and guy working with the great Bill Dick who handled the IBM patent pool.[image: image368.png]2255 Glades Roa

One Boca Place - Suite 337V
Boca Raton, FL 3343

Voice: 561.999.ca9:

Fax: 561.992.881(

Toll: 877,484,844,

o view jt!”

Via Fax: 414-297-4900
April 26, 2001

Foley & Lardner

Attorneys At Law

Attn: Barry L. Grossman
Firstar Center

777 East Winconsin Avenue
Milwaukee, Winconsin
53202-5367

Dear Sir,

Re:  PCT Application No.: PCT/US00/07772
Filing Date: 03/23/2000
Title: Apparatus and Method for Producing Enhanced Digital Images
Inventor(s): Bernstein, Eliot 1.
Our Ref.: 57103/110

Thave just received the referenced material and also note the limited time available for
response. This memo will serve as MLy Tequest to you 1o prepare the necessary response
prior to the May 5 deadline. Eliot Bemstein and T will be available to assist vou in this
preparation.

Yours truly,

(e,

]
7
Brian G. Utley 17
President & COO

ce: Elot Bernstein via email






Exhibit 30 - The Bankruptcy and what happened on the way

[image: image369.png]Debtors & Witness Exhibit List —~ Brian Utley

1) United States Patent and Trademark Office filing receipt for application #
60/233,341. Filing date 9/18/00. Sole applicant/inventor Brian G. Utley received
by Foley and Lardner Dec. 12, 2000.

a. Witness: Doug Boehm, Bill Dick, Eliot Bernstein, Maurice Buchsbaum,
Norman Zafman, Hank Powell, James Armstrong, Ross Miller, Kenneth
Rubenstein and Raymond Joao

b. Evidence:
i. Patent docs
ii. Bills to Iviewit from F&L and BSTZ
iii. Revocation letters from BSTZ to US patent office to correct
iv. Provisional Patent Application and Transmittal filed to sole
applicant/inventor Brian G. Utley addressed to personal residence
1930 S.W. g% Street, Boca Raton, FL 33486. Respectfully
submitted by Douglas A. Boehm, Attomey for applicant. Dong
Boehm / Foley and Lardner represents Iviewit not Nutley
v. Tapes with F&L
vi. Non-Competition, Non-Disclosure and Proprietary Rights
Agreement dated February 22, 2000. Strictly prohibits above.
1. Witness: to document: Jennifer Kluge, Guy Jantoni, Martha
Mantecon
vii. Executive Employment Agreement dated August 3, 1999.
1. Wiiaess: Eliot Bernstein, Chris Wheeler

2) Encoding Pornography and displaying in offices aiius notification not to do such
acts with I View It employees or premises.

a. Witness: All board members excluding Ken Anderson, Eliot Bemnstein,
Maurice Buchsbaum, Tony Frenden, Tammy Raymond, Mike Reale, Ray
Hersch, Matt Mink, Courtney Jurcak.

b. Evidence

i. Minutes of Iviewit Holdings, Inc. Board of Directors Meeting
April 14 Discussions regarding potential investor (Bill Barber).
Hank emphasized under no circumstance could Crossbow be
involved with company involved with questionable background.

ii. Tape of Board meeting

iii. Eliot cease and desist pornography letter. Letter to Brian from
Eliot Bemstein dated April 17, 2001. Demand no pornographic
material be handled by iviewit employees or iviewit equipment.
Special consideration for Courtney Jurak, a 17-year-old girl
working as an intern in the lab at iviewit. Several employees had





[image: image370.png]complained. Brian told to consult an attorney regarding possible
implications.
iv. Tony and Tammy correspondence
v. Tony 3.28.02 letter of events
vi. Letter background of Bill Barber’s dealings dated 11/8/00
1. Witness: Ray Hersch, Scott Murphy, Brian Utley
vii.  Celebrity Sluts Video Clips dated 4/16/01, which at a later date
was shown to employees, on iviewit premises who complained of
its severe pornographic nature, Tony and Tammy both contacted
Eliot
1. CD’s
2. Files

3) Brian committed equity package to Raymond Hersh without compensation
committee approval
a. Witness: Simon Bernstein, Maurice Buchsbaum, Eliot Bernstein
b. Evidence:
i. Letter dated 11.14.00 Simon Bernstein reccived from Raymond
Hersh

4) Transact stock and loan to Bruce Prolow without Board approval

a. Witness
i. Board members, except Ken Anderson
ii. Don Kane
iii. Eliot Bernstein
iv. Proskauer attorneys; Mara Robbins, Chris Wheeler

b. Evidence
i. Employment agreement

ii. Is this briefcase of cash Tony refers to in his letter

iii. 1.19.01 Proskauer letter for subscription agreement saying to check
with Alpine waiver of it’s antidilution and preemptive rights

iv. Agreement signed with Prolow 3.21.01 and on 4.3.01 Bruce is
introduced to Board for 1% time, Don Kane very upset that no
Board action had ever been presented

5) Attempt to sell I View It stock through unapproved by Board Internet train
acquisition and stock exchange and purchase of assets. Used company money
and lawyers to effectuate. Misappropriation of company funds.

a. Witness: Guy lantoni, Yohn Deering, Hank Powell, Donald G. Kane 11,
Kevin Lockwood, Linda Sherwin, Ken Anderson witness [ive board
meeting





[image: image371.png]6)
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b. Evidence:
i. Board meeting notes and tapes
ii, 3.12.01 Activity report to Walter Merenianin
ili. Internet train name searches and stock exchange drafted by
Proskauer
iv. Intemet Train acquisition proposal 3.5.01
v. Changed Wachovia BP without approval
vi. Solicited Crossbow for funds for this deal, Crossbow very
unhappy, letters from meetings 2.21.01
vii. Share distribution agreement drafted by Proskauer
viii. Trademarking and name searching done on behalf of Iviewit for
this transaction
ix. Board meeting, flew in Board and guys? from Internet train, Don
Kane throws the NJ guys out of meeting and then confronts Utley
on what he is doing without board approval etc
x. 1.24.01 letter of intent signed on behalf of Iviewit by Raymond
Hersh and Brian Utley
xi. Brian board package for Internet train
xii. 4.2.01 letter from John Deering at ‘Wachovia, confused as to how
company has been changed to DL from technology. John was very
dismayed at Cox meeting when instead of presenting technology,
Brian surprised all with new iviewit/ilearnit sexual harassment and
distance learning nonsense. Meeting was a joke. Deering upset
writes this letter

Failure to properly follow Board directive to terminate all employees, instead
retains them incurring liability to Company. When next Board meeting occurs,
Hank asks Brian why the emps have not been terminated, Brian replies that he
intends to Furlough them. Hank very upset, whole Board dismayed, employees
let go with hour notice in some instances. Continues to work employees after
termination with no ability to pay them and uses them for his pornography
transactions on company property

a. Witness: Tony Frenden, Board Members, Hank Powell, Tammy
Raymond, Eliot Bernstein, Ross Miller

b. Evidence:
1. Tony Letters
ii. Board tapes

Firing employees without cause, hiring non us citizens and promising citizenship
funding by iviewit with full knowledge that company was closing and hiring ex-
employees from company he was involved in patent lawsuit with Diamond Turf
Lawnmower, he hired both Martha Mantecon and Mary Viadero to use them in
lawsuit against Diamond turf. He informs Maurice Buchsbaum of this purpose.





[image: image372.png]a. Witness: James Armstrong, Guy lantoni, Bonnie Barwick, Maurice
Buchsbaum, Ross Miller, Gerald Lewin, Bill Kasser, Mary Viadero,
Martha Mantecon

b. Evidence:

i. Ammstrong info
ii. Need to get his infringement patent suit from Diamond Turf
iii. Jim Armstrong termination because he found Brian math errors in
patents
iv. Guy lantoni is fired because company does not have money, yet
we give Kevin Lockwood a raise without one sale to his name

v. Bonnie Barwick agreement with Iviewit, promise to get her into
Us

8) Failure to report to Crossbow propetly on their loans and to handle loans from Jim
Armstrong and shareholders with proper accounting

a. Witness: James Armstrong, Eliot Bernstein, Loan holders, Bill Kasser

b. Evidence:
i. Letters from Crossbow demanding proper accounting and
indicating failure of iviewit to comply
ii. Jim Armstrong legal letters of demand
iii. Jim Armstrong loan correspondences and demand for repayment
iv. Forensic accounting report done by Crossbow (Caroline we need
to get this guy’s name and report from {Crossbow)

9) Failure to properly document all inventors on patents

a. Witness:
i
b. Evidence:
i. Patents
ii. Foley tapes

iti. Left Jim Armstrong off after Jim had contributed
iv. Tried to leave Jude Zak and Jeff Friedstein off
v. Failure to leave Jude, Zak, etc. off his last patent submissions

10) Falsifying his biography to indicate that he was an engineer, also making this
representation throughout multiple meetings, Jjeopardizing relationships such as

Universal Studios, where he was caught tying about such and relationship with
Armstrong Hirsch destroyed





[image: image373.png]a. Witness: Alan Epstein, Chris Wheeler, Maurice Buchsbaum, David Colter,
Gregg Thagard

b. Evidence:

i

ii.

iid.

Employment resume submitted to [viewit stating he was engineer
submitted by Christopher Wheeler, who also failed to tell company
he was involved in litigation with former employee for patent
stealing

Meeting with Heads of Universal Studios, Jerry Pierce questions
Brian on his engineering degree, Brian finally admits he was like
building manager not engineer for IBM plant. This was after first
stating that he was in charge of all the engineers.

Alan Epstein after meeting is so embarrassed he tells Eliot that he
will never intro IviewIT to another client for any reason until Utley
is fired.

Jerry Peirce calls WB, Thagard and Colter to find out who this
clown is representing himself as an engineer

11) Threatened to bring down the company if he was not CEO with Mike Reale and
Christopher Wheeler

a. Witness: David Colter, Maurice Buchsbaum, Eliot Bernstein, Simon
Bemstein, Hank Powell, Tony Frenden, Donald Kane, Ken Anderson,
Alan Epstein, Candice Bernstein

b. Evidence:

i

il

Vi,

Eliot relocation afraid to g0 back to Boca, moves into hotel, has
never returned to Boca affaid of these people, moves whole family
into hotel. 11/00

Attempts to interfere with clients of Wachovia by changing
business strategy to sexual harassment modules at Cox and Adobe
meetings

Harassment and sexual misconduct with female and male
employees

Conversations with David Colter and John Calkins

Conversations with Hank Powell, Don Kane, Simon Bemstein,
Alan Epstein and Ken Anderson

Documents showing he tried to do distance learning deal with him
as CEO and trying to change direction of company without board
or investor approval

12) Transacted with Raymond Hersh shares of Iviewit stock to Alan Shapiro, Alan
Young, Ellen DeGeneres, Alanis Morisette, Atlas Ent, the amount was supposed
to be for .5 percent of company and because of their incompetence and bad math
they transacted almost 50% of the company to these folks. We had to redo all





[image: image374.png]completed documents. They did this without submitting to Board the transaction
letters or using Iviewit counsel to prepare.

a. Witness: Alan Epstein, Maurice Buchsbaum, Eliot Bernstein, Alan
Shapiro, Alan Young, J effrey Friedstein
b. Evidence
i. Transactions
il. Letters relating
iii. Alan Epstein meeting with Shapiro

13) Grand theft and embezzlement of corporate property and Intellectual property to
distance learning venture with iviewit investor, Bruce Prolow

a. Witness: Tony Frenden, Tammy Raymond, Eliot Bemstein, Bill Kasser,
Hank Powel, Ross Miller, Simon Bernstein, Sheriff

b. Evidence:
i. Missing laptops and screens including flat panel to this date
ii. All software stolen, @100k, copies only sent to iviewit la
iii. Missing still several high end video equipment pieces
iv. Tony testimony saying they asked him which computers to steal to

get the IP and which were best machines of Iviewit and to

document the whole proprietary processes of iviewit for their
distance learning and pornography
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1) Grand theft and embezzlement of corporate property and Inteliectual property to
distance leaming venture with iviewit investor, Bruce Prolow

a. Witness: Tony Frenden, Tammy Raymond, Eliot Bemstein, Bill Kasser,
Hank Powel, Ross Miller, Simon Bernstein, Sheriff

b. Evidence:

i. Missing laptops and screens including flat panel to this date
il All software stolen, @100k, copies only sent to iviewit la

iii. Missing still several high end video equipment pieces

iv. Tony testimony saying they asked him which computers to steal to
get the IP and which were best machines of Tviewit and to
document the whole proprietary processes of iviewit for their
distance learning and pornography venture which they asked him
to join

v. Matt Mink letter requesting passwords

2) Briefcase of cash
a. Witness: Tony Frenden, Tammy Raymond, Matt Mink

b. Evidence: Tony letters and testimony

3) Encoding Pornography and displaying in offices after notification not to do such
acts with [ View It employees or premises.

a. Witness: All board members excluding Ken Anderson, Eliot Bernstein,
Maurice Buchsbaum, Tony Frenden, Tammy Raymond, Mike Reale, Ray
Hersch, Matt Mink, Courtney Jurcak.

b. Evidence

i. Minutes of Iviewit Holdings, Inc. Board of Directors Meeting
April 14 Discussions regarding potential investor (Bill Barber).
Hank emphasized under no circumstance could Crossbow be
involved with company involved with questionable background.

ii. Tape of Board meeting

ili. Eliot cease and desist pornography letter. Letter to Brian from
Eliot Bernstein dated April 17, 2001. Demand no pornographic
material be handled by iviewit employees or iviewit equipment.
Special consideration for Courtney Jurak, a 17-year-old girl





[image: image376.png]working as an intem in the lab at iviewit. Several employees had
complained. Brian told to consult an attorney regarding possible
implications.
iv. Tony and Tammy correspondence
v. Tony 3.28.02 letter of events
vi. Letter background of Bill Barber’s dealings dated 11/8/00
1. Witness: Ray Hersch, Scott Murphy, Brian Utley, Michael
Reale
vii. Celebrity Sluts Video Clips dated 4/16/01, which at a later date
was shown to employees, on iviewit premises who complained of
its severe pomographic nature. Tony and Tammy both contacted
Eliot
i. CD’s
2. Files
3. Employee Letter

4) Reale was not working for iviewit.com under any contract after he quit and
therefore was only consulting without renewed contract

a. Witness: Kasser, E. Bernstein, S. Bernstein

b. Evidence:
i Brian letter stating such (need to find)
ii. Went to work on for Xerox or somebody during that time

5) Attempt and conspiring with others to sell I View It stock through unapproved by
Board Internet train acquisition and stock exchange and purchase of assets. Used
company money and lawyers to effectuate. Misappropriation of company funds.

a. Witness: Guy Iantoni, John Deering, Hank Powell, Donald G. Kane 1L,
Kevin Lockwood, Linda Sherwin, Ken Anderson witness live board
meeting

b. Evidence:
i. Board meeting notes and tapes
if. 3.12.01 Activity report to Walter Merenianin
iii. Internet train name searches and stock exchange drafted by
Proskauer
iv. Internet Train acquisition proposal 3.5.01
v. Changed Wachovia BP without approval
vi. Solicited Crossbow for funds for this deal, Crossbow very
unhappy, letters from meetings 2.21.01
vii. Share distribution agreement drafted by Proskauer
viii. Trademarking and name searching done on behalf of Iviewit for
this transaction
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Board meeting, flew in Board and guys? from Internet train, Don
Kane throws the NJ guys out of meeting and then confronts Utley
on what he is doing without board approval etc

1.24.01 letter of intent signed on behalf of Iviewit by Raymond
Hersh and Brian Utley

Brian board package for Internet train

4.2.01 letter from John Deering at Wachovia, confused as to how
company has been changed to DL from technology. John was very
dismayed at Cox meeting when instead of presenting technology,
Brian surprised all with new iviewit/ilearnit sexual harassment and

distance learning nonsense. Meeting was a joke. Deering upset
writes this letter

6) Attempt and conspiring to steal iviewit applet with RYJO

a. Witness: Eliot Bernstein, Jennifer Kluge, Maurice Buchsbaum, Raymond
Hersh, Hank Powell

b. Evidence:

i
i,

iii.

documents relating to RYJO agreements

Investors who contacted RYJO regarding Iviewit and were told
that he owned our applet and that we had no case against hima nd
he was not under NDA

letter from Ray clarifying to RYJO we owned IP

3»39 ept
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1) Ray Hersh did not work for iviewit.com he worked for Holdings. He did not
adequately report on Crossbow Loans and investments. He did not Teport to loan
holders on their toans. He booked revenue that was not received as received. Jim
Armstrong failure to deal with loans and lawyer. Never completed audits from
Anderson or Deloitte. Crossbow had to hire a forensic accountant. Signed letter
of intent with Brian to transfer stock with Iiearnit and purchase assets with
Internet train. Changed Wachovia business plan with Brian to change the
company’s directive from technology to distance learning, Used corporate funds
and attorneys to draft all this without approval from board or investors.
Transacted with Brian shares of Iviewit stock to Alan Shapiro, Alan Young, Ellen
DeGeneres, Alanis Morisette, Atlas Ent, the amount was supposed to be for .5
percent of company and because of their incompetence and bad math they
transacted almost 50% of the company to these folks. We had to redo all
completed documents. They did this without submitting to Board the letters or
using Iviewit counsel to prepare.

a. Witness: Alan Epstein, Eliot Bernstein, Jim Armstrong, Hank Powell,
Alan Shapiro, Alan Young, Jeffrey Friedstein, Maurice Buchsbaum, Chris
‘Wheeler, Board members

b. Evidence:
2) Transact stock and loan to Bruce Prolow without Board approval

a. Witness
i. Board members, except Ken Anderson
ii. Don Kane
iii. Eliot Bernstein
iv. Proskauer attorneys; Mara Robbins, Chris Wheeler

b. Evidence
i. Employment agreement

ii. Is this briefcase of cash Tony refers to in his letter

iii. 1.19.01 Proskauer letter for subscription agreement saying to check
with Alpine waiver of it’s antidilution and preemptive rights

iv. Agreement signed with Prolow 3.21.01 and on 4.3.01 Bruce is
introduced to Board for 1™ time, Don Kane very upset that no
Board action had ever been presented

3) Attempt to sell I View It stock through unapproved by Board Internet train
acquisition and stock exchange and purchase of assets. Used company money
and lawyers to effectuate. Misappropriation of company funds.





[image: image379.png]a. Witness: Guy lantoni, John Deering, Hank Powell, Donald G. Kane I,
Kevin Lockwood, Linda Sherwin, Ken Anderson witness live board
meeting

b. Evidence:

i
i,
i,

iv.

Xi.
Xil.

Board meeting notes and tapes

3.12.01 Activity report to Walter Merenianin

Internet train name searches and stock exchange drafted by
Proskauer

Internet Train acquisition proposal 3.5.01

Changed Wachovia BP without approval

Solicited Crossbow for funds for this deal, Crossbow very
unhappy, letters from meetings 2.21.01

Share distribution agreement drafted by Proskauer

i. Trademarking and name searching done on behalf of Iviewit for

this transaction

. Board meeting, flew in Board and guys? from Intemnet train, Don

Kane throws the NJ guys out of meeting and then confronts Utley
on what he is doing without board approval etc

1.24.01 lenci i inicat cignsd on benalt ot lviewit by Raymona
Hersh and Brian Utley

Brian board package for Internet train

4.2.01 letter from John Deering at Wachovia, confused as to how
company has been changed to DL from technology. John was very
dismayed at Cox meeting when instead of presenting technology,
Brian surprised all with new iviewit/ilearnit sexual harassment and
distance learning nonsense. Meeting was a joke. Deering upset
writes this letter

4) Failure to report to Crossbow properly on their loans and to handle loans from Jim
Armstrong and shareholders with proper accounting

a. Witness: James Armstrong, Eliot Bernstein, Loan holders, Bili Kasser

b. Evidence:

i
i,
iit.

iv.

V.
vi.

vii.

Letters from Crossbow demanding proper accounting and
indicating failure of iviewit to comply

Jim Armstrong legal letters of demand

Jim Armstrong loan correspondences and demand for repayment
Forensic accounting report done by Crossbow (Caroline we need
to get this guy’s name and report from (Crossbow)

Letter to Hank dated 2.2.01 stating California had received 100k
Failure to complete Arthur Anderson or Deloitte audits (Caroline
what is he afraid of??)

Books Broadband 100k revenue as revenue although we never
received it, Hank upset





[image: image380.png]viii. Letter dated 12.7.00 to Brian from Hank, regarding missing
documents
ix. Letters from Anderson requesting missing docs
x. 1.29.01 letter stating lapse of responsibility
xi. 1.3.01 Tiffany Snow letter
xil. 12.11.00 Letter from Crossbow to Ray
xiii. Does he have accounting for briefcase of cash

5) Transacted with Raymond Hersh shares of Iviewit stock to Alan Shapiro, Alan
Young, Ellen DeGeneres, Alanis Morisette, Atlas Ent, the amount was supposed
to be for .5 percent of company and because of their incompetence and bad math
they transacted almost 50% of the company to these folks. We had to redo all
completed documents. They did this without submitting to Board the transaction
letters or using Iviewit counsel to prepare.

a. Witness: Alan Epstein, Maurice Buchsbaum, Eliot Bernstein, Alan
Shapiro, Alan Young, Jeffrey Friedstein
b. Evidence
i. Transactions
ii. Letters relating
iii. Alan Epstein meeting with Shapiro

6) Transact stock and loan to Bruce Prolow without Board approval

a. Witness
i. Board members, except Ken Anderson
it. Don Kane
iii. Eliot Bernstein
iv. Proskauer attomeys; Mara Robbins, Chris Wheeler

b. Evidence
i. Employment agreement
ii. Ts this briefcase of cash Tony refers to in his letter
iii. 1.19.01 Proskauer letter for subscription agreement saying to check
with Alpine waiver of it's antidilution and preemptive rights
iv. Agreement signed with Prolow 3.21.01 and on 4.3.01 Bruce is
introduced to Board for 1% time, Don Kane very upset that no

Board action had ever been presented
n
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1) Violation of NDA and contract, stealing I View It technology and violating his
contract and NDA by bringing in others to develop “his product” without Iviewit

consent

a. Witness: Ray Hersch, Chris Wheeler, Eliot Bernstein, Mike Reale, Brian
Utley, Jennifer Kluge, Maurice Buchsbaum, Rosalie Bibona, Tim
Connoly, Gerald Stanley, Bill Dusha, Tony Frenden

b. Evidence:

i
ii.

it

iv,

vi.

vii,

viii.

xi,

Phokus image applett and active x and hydra

September 5, 2000 Letter stating violation of NDA signed and
retumed September 9, 1999. Reviewing and Defining the
relationship between Iviewit and Ryjo. Stating all rights and
developments property of Iviewit.

Signed NDA August 8, 1999 Real 3D signed confidentiality
agreemiciit.

Tim Connoly letter stating he was under R3D NDA as well
Business and Software Strategy prepared for Iviewit by Ryjo. All
mentioned applications and developments clearly belong to Iviewit
and should be returned as property.

Phokus applet outline prepared 12-8-99. All property of iviewit as
well as the TM he filed with no permission,

Ryjo agreement drafted by Mara Lerner Robbins at Proskauer
Rose.

September 15, 1999 Real 3D transition plan, September 14, 1999
Weekly iviewit report. Page 2 ~ paragraph 3 Richard Gentner,
Director, Scaleable Graphics , Real 3D, states Chris Wheeler
requested Ryan sign a confidentiality agreement. This document
was signed and faxed back to Mr. Wheeler’s office per Richard
Gentner.

September 7, 1999 Weekly iviewit report dating projects, meetings
and information discovered.

Bill Dusha contracted in California to later redo the applet, because
Ryan claimed he owned it and would not release it.

Real 3 D letters, correspondences regarding RYJO and 3D
confidentiality and deal arrangements

2) March 1, 2000 Ryjo Business Proposal. Ryan clearly states problematic billing
due to Real 3D additional fees and his opinion to eliminate them. He also
commits to notify Brian Utley on a bi-weekly basis of all billable employees.

a. Witness: Eliot Bernstein, Brian Utley, Rosalie Bibona, Tim Connoly,
Richard Getner, Maurice Buchsbaum, Mike Reale, Chris Wheeler, Simon
Bemstein





[image: image382.png]b. Evidence
i 3.1 letter
ii. Vendor Expense Reports with entries regarding Ryjo bills. All
work was to be authorized in writing by Mike Reale with written
timeline and “not to exceed amount”. As of April 8, 2001

$179,110.00 was billed with no evidence of written consent for
such work.
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8.4.00 Foley & Lardner + Iviewit — tape 1
8.4.00 Foley & Lardner + Iviewit - tape 2
8.2.00““tape 1

8.2.00 “ “ tape 2
8.2.00 ““tape 3
8.2.00" “tape 1 again
7.31.00 “ “tape 2
7.3.00 “” tape 1

4.14.01"” tape 1

4,14.01"tape 2 and 4.26.01 Board part 1

4.,26.01 Board Call Part 2 and 4.20.01 Board part 1

4.20.01 Board Part 2 and 2001 05 08 Board Part 1

5.8.01 Board call part 2 and 4.25.01 Board part 3

4.25.01 Board part ? and 9.4.01 Board part 1

6.1.01 Foley and :Lardner and Iviewit — not sure of part

6.1.01 Foley and :Lardner and Iviewit — not sure of part

8.13.01 Board call Aidan Si Eliot Kane Buchsbaum and other Nutley misdecds
9.4.01 Board call pait 2

Format is weird speed is weird, maybe you vai gui iuystery tape to work so I sent an
original

2.14.02 Call with BSTZ part 1

2.14.02 Call with BSTZ part 2 and P. Stephen Lamont and flip side some free law (lesson

for grasshoppers, never trust free law and never trust a lawyer your investor is in tight
with)






Exhibit 31 – Encoding Pornography with teenage female employee and playing such video’s to others.
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Bruce Prolow

From:  Elict |. Bemstein [eliot@iviewit.com]
Sent:  Tuesday, April 17, 2001 7:07 PM

To: ‘simon@adelphia.net; ‘kandersen@myCFO.com’; 'dg_kane@msn.com’,
‘glewin@goldsteinlewin.com'; ‘hankpow@gate.net; ‘dorolow@tiedemannfunds. com’; Maurice
Buchshaum .

Ce: Brian G. Utley; Christopher C. Wheeler (E-mail)
Subject: RE: Minutes of the Board Meating of April 14, 2001 i

|
Brian - several beard mempers asked that you specify which of our attomeys advised yeu and on what legal \
references you were cited to disseminate the PCT report. Also, was there some reason that you have recerntly
decided to share patent news of any nature with those involved, prior you had never disclkosad to the Board . |
or potential clients anything that was regarding the patents?

1 had already discussed with David the examiners report and we had begun to research the reference to Jc%a
Alveraz's book, it does not look particularly relevant to our process. |

i
Also, 1 find it in poor taste that you are enceding pornography with a 17 year old girl present in the room, this ‘
could potentially be a risk to the company, 5o | ask that all further business refating to pornography be handled
outside the office and without iviewit personnel or equipment. Could you please have our attomey’s advise dni
the risks you may be subjecting us to in this matter. These matters were brought to my attention by several of
our employses who were offended.

Best,
Efiet

~-—-Original Message~----

From: Bonnie M Barwick .
Sent: Tuesday, April 17, 2001 5:18 PM i
To: 'sinon@adelphia.nat’; Eliot I. Bernstain; 'kanderson@myCrO.com': 'dg_kane@msn.com';
‘glewin@goldsteinlewin.com'; *hankpow@gate.net’; 'bprolow@tiedemannfunds.com'; Maurice i
Buchsbaum

Cc: Brian G, Utley

Subject: Minutes of the Board Mesting of April 14, 2001

__www.iviewit.com

Dear Sirs,

i
As requested by Brian Utiey please find attached a copy of the Minutes of the iviawit Holcings Inc. Bogrd
of Directors meeting of April 14, 2001. A hard copy of these minutes as weli as a copy of the Patent
Cooperation Trealy numbers PCT/US00/15405 and PCT/US00/15408 will follow by mail

Bonnie M. Barwick

4/18/01
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Exhibit 32 - Employee stock grants without compensation committee review [image: image386.png]Raymond T. Hersh
From H\aym;ndifﬁersh
Sent: Tuesday, November 14, 2000 5:20 PM
To: Simon L. Bernstein

Subject: Meeting Notes

Si,

Page [ of |

2
w?
FAIN

i
we

Thanks again for your time today. This email is intended to memorialize the pertinent items we agreed to;

As to my position at iviewit and my personai package--

* !'will assume the position of permanent CFO,
adjusted to the fuil pay of $125,000 per year, g

rather than interim. As Brian Suggested, my salary will be
flective October 1, 2000, 1 will devote substantially full

time 1o the position with the Company with the understanding that | will maintain a limited involvement
in certain other activities and be able to operate on a flex time basis.

* As we know, after | became Interim CFO, Brian committed an equity package to me in late Summer of
975 warrants. As he apparently did not have full authority to do so, and the Compensation Committep
did not endorse that commitment, with your blessing, he offered (last Friday) a revised initial warrant

package of 522, While obviously far off from the 97:

5 previously committed by Brian, | requested him

(and repeated to you as well) to gross up that number to reflect that | will have worked full time from
July 1-Cctober 1, 2000 at somewnhat less than 75% of full time pay. Brian indicated he thought he could
and would try to accomplish that revision, That would yield (522 divided by.75) 696 warrants. You

seemed amenable, and | await a Positive (and prompt) resolution.

Company. | look forward to designing that program with whomever is appropriate (I presume you ,
Brian and Jerry). On the assumption that we wili attract additional funding and will be ramping staff in

the near future, we should do it soon,

As 1o the Second-To-Die $1 million insurance policy we have been considering--

* Youindicated it should be a perc whereby the cx
one, and the cost in year two will be only about
* Forthe first year, the beneficiaries will be 50

ompany will pay for it; of course, there is no cost in year
$2200.
% to the Company and 50% to our children.

* After one year, the beneficiary wilf revert 100% o our children.

AN
Again, thanks for your attention. Please let me know if | overlooked anything that we discussed and agreed,

Raymond

11/27/2000






Exhibit 33 – What happens to Foleys 57103/101

Here we a fax that relates to client matter #57103/0101 (0118) which is very different than what they normally number.  So the 31 page fax cover references 0101 (0118) but the attached letter references 57103/117 and then what is attached is 57103/118 with only Eliot & Jeff.  How does Utley add himself when the cover letter clearly separates him here from the inventors
[image: image387.png]v

JuN. 7. 2002 1:32PM 33RD FLOOR NO.S34 P31

FOLEY & LARDNER
ATTORNEYS AT 1AW

FIRSTAR CENTER H 0
777 EAST WIBCONSIN AVENUE
MILWALKEE, WSCoNSIN E3zZ025367

TELEPMONE (4.1 4) 27 |-2400

FACSIMILE t4 1) 267-A500, , ," ,f
FACSIMILE TRANSMISSION

Totai # of Pages eé] (including this page)

l_ TO: I PHONE:

1 FAX# |
\ Brian Utley (Guest - Room 1205) | aonssams |

(407) 8273977 j

N}

‘ From: Steve Becker

Sender's Diract Dial; (414) 297-5571
Date: June 7, 2000
Cllent/Matter No:  057103/0101 (0118)
L User ID No: 1963

MESSAGE:
PRIVILEGED AND CONFIDENTIAL

URGENT - PLEASE DELIVER IMMEDIATELY

1f thars are any problems with this transmission or if yoy have not
recelved aif of the pages, piease call 1414} 297-8444,

I‘ Qperator: Time Sent; Return Original Ta:

I
scg |
ONFIDENT|ALITY NOTICF
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FOLEY & LARDNER

ATTORNEYS AY Law

CHIEAGO FIRSTAR CENTER SACRAMENTD
BENVER 777 EAST WISCONSIN AVENUE SAN DIEOD
JACKSONVILLE MILWAUKEE, WISCONSIN 53202-8 367 SAN FRANCISCO
LCS ANOELES TELEPHONE (4 | @) 27 12400 TALLAHASSEE
MADISON FACSIMILE (4 | &) 207-a800 TanPA
MILWAUKEE WASHINGTON, D.¢.
SRLaNDO WEST PALM BEACH

WRITER'S DIRECT LINE

EMAIL ACDRESS 701
Vie Facsimile (414) 297-5571

sbecker@foleylaw,com

June 6, 2000

CO] AND PRIVILEGE)

Mr. Brian G. Utley

President

Iviewit.com, Inc.

One Boca Place

2255 Glades Road, Suite 337 West
Baca Raton, Florida 33431

Re:  PCT International Patent Application
Title:  System and Method for Video Playback Over a Network

Inventor(s):  Bernstein et al.
Our Ref.:  §7103/117

Dear B.ian;

Enclosed please find the first draft of the above-referenced patent application
(last page marked 001.793381 -1), which has been prepared in accordance with the previously
filed U.S. provisional patent applications (MLG Docket Nos. 5865-4 and 3865-4.1). As you
know, a careful and critical review of this draft application by you and the inventors is
imperative to ensure that the you are all satisfied with the content of the application and the
Pproposed claim scope.

1 oore that Jeff Friedstein is zamed 35 a co-inventor on this g ication pirsuant
to Eljot Bernsteip’s instructions. Accordinely, Jeff mugt review a draft of the application

before filing,

Lalso note that the deadline for filing this application in order to clajm priority
to 81} related provisional applications is Wednesday, Jume 7 2000. Therefore, we must
Ieceive your comments as soon as possible.

Please have the inventor(s) thoroughly read the application draft, including the
specification, claims, and drawings, to easure that it provides a complete and accurate
description of the invention. The attached “Inventor Information Sheer” provides a brief
explanation of the parts of a utility patent application, the duty of disclosure, and inventorship.
[ would also like you to personally read and comment on this draft.

EETARLIZAED 184

MRS OF LOBALEX i manBER Ormices I Bimun, Brubetve, Crveacpn, FRANKIIAT, LOWOOH, DINGARSRE, SroceHoL ano Surmawr
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This PCT application incorporates all of the subject matter of U.S, Provisional
Patent Application No. 60/137,921, filed June 7, 1999 (MLG Dacket No, 5865-4) and U.S.
Provisional Patent Application No. 60/ 141,440, filed June 29, 1999 (MLG Docket No. 5865-
4.1).

You and the inventors should feel free to supplement, correct, or modify any
part of the application, In particular, please review the subject matter disclosed in the rwo
above-referenced provisional patent applications. After your review, if you or the inventors
feel that any subject matter from these three provisional patent applications should be reflected
in the draft PCT application, but is ngt, please notify me immediately.

The drawings attached to the application are informal sketches that will suffice
for purposes of filing. Formal drawings will be prepared at 3 later date, as they are required
for publication of the PCT application,

During the review, please keep in mind that independent claims 1, 12, 19, 24,
31, and 38 are the broadest statements of the invention, and the remaining dependent claims
add limitatiaps to farther define different embodiments of the invention. Please note that it is
the invintois “égal obligations to “réad and understand” the contents of the application ~
including the claims, Each inventor will have to sign a declaration antesting that they did so,

Please have the inventors mark the appropriate changes on this copy of the
application, make a copy of the changes, and return the hand-corrected €opy to me via
facsimile. A revised application incorporating the changes will then be submitted to you for

Pursuant to your instructions, to preserve fareign filing options, I plan to
designare all of the countries for filing under the PCT (see attached list of PCT Contracting
States). Note, however, that not al] foreign countries are members of the PCT (e.g., Taiwan),
S0 to maintain the benefit of priority to the U.S. applications, we would have to file foreign
national applications immediately in those non-PCT countries. This would require up-front
translation costs and sufficient time for our foreign associates to prepare and file the
applications before June 7,2000. It is my understanding that you DO NOT want us to file in
8y couatries other than those that are members of the PCT. Please let me know
IMMEDIATELY if this understanding is not correct.

001.795108,1
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I you or the inventors have any questions, please do not hesitate to contact me,
Tlook forward to receiving at least your preliminary comments on the application by

1omorrow.
Very truly yours,
e &
tn C. Becker
Enclosure(s)

cc: Douglas A. Boehm

Q01.735105.)
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Citizenship: U.S.

Jeffray S, Friedstein
2142 Churchill Lane
Highland Park, I 60035
Citizenship: U.S,






Exhibit 34 – Case of the fax dated 3/10/1900

This is on the day I say they switched a Jan filing with a 3/99 filing and lost 5865 and replaced w/ 5865-1.  Look carefully at the top fax header and note that there is no way he could have sent it at 3/10/1900
Now this is very strange indeed because we are going to say that this was 1999 and the document TX cannot be dated to a year without the top header to identify.  So he was trying to change the dates to match here and he really screwed up.  How many law firms have fax machines that date wrong in the middle year??????

His argument will be that he was there in 1900 and he has an electricity patent that outdates Edison to prove it.  I think some of his 70 patents may be in electricity.

This is why patent attorneys should be barred from writing patents.

This starts everything awry when we see this first in the list 3/10/1900. 
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LAW OFFICES
MELTZER, LIPPE, GOLDSTEIN & SCHLISSEL, P.C.

THE CHANCERY
190 WILLIS AVENUE
MINEOLA, NEW YORK 11501
(516) 747-0300

DATE: March 10,2000  TIME: 9:29AM
Telecopier Message From: RAYMOND A. JOAO, ESQ.
of Meltzer, Lippe, Goldstein & Schlissel, P.C.
Please deliver the following pages to:

! TO: MR. ELIOT BERNSTEIN

OF: IVIEWIT

FAX NUMBER: 561-999-8810
NUMBER OF PAGES, INCLUDING THIS COVER PAGE: 5
COMMENTS/INSTRUCTIONS:

Re: Patent Application Entitled: APPARATUS AND METHOD FOR PRODUCING
ENHANCED DIGITAL IMAGES
Our Ref. No. : $865-1

Eliot - attached herewith please find the a Declaration, a Small Entity Statement -
Independent Inventor and a Small Entity Statement - Small Business Concern.

Please sign and date the Declaration and Small Entity Statement - Independent ventor
where indicated and have Brian Utley sign the Small Entity Statcment - Small Busincss
Concemn where indicated and return the signed, dated documcnts to us via facsimile (516-
747-9363) as soon as possible so that we may file the above-indicated patent application in
the PTO today.

If you have any questions, pleasc do not hesitate to contactme.

rom  Panaix 753 D Fceil Trasceiver. The FAX umber i (316) 1479563, 1 you 8 no rcciv all o the pas, e ol 8ck 5 5000
umsible a1 (516} 7470200, catension 247
THIS MESSAGE IS INTENDED FOR THE L'SE OF THE INDIVIDUAL OR ENTITY TO WHICH IT IS ADDRESSED AND MAY CONTAMY
INFORMATION THAT IS PRIVILEGED, CONFIDENTIAL AND EXEMPT FROM DISCLOSURE UNDER APPLICABLE LAW. IF THE READER OF THIS
MESSAGE IS NOT THE INYENDED RECIPIENT. OR THE EMPLOYEE OR AGENT RESPONSIBLE FOR DEUIVERING THE MESSAGE 10 THE
INTENDED RECIPLENT. YOU ARE HEREBY NOTIFLED THAT ANY DISSEMINATION OR COPYING OF THIS COMMUNICATION 13 STRICTLY
PROFIRITED. IF YOU HAVE RECEIVED THUS COMMUNICATION IN ERKOR, PLEASE NOTIFY US IMMEDIATELY BY TELEPHONE AND
RETURN THE ORIGINAL MESSAGE TO US AT THE ABOVE ADDRESS VI U5, POSTAL SERVICE THANK YOU

205406.

A3
/a' 15, 2}
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Exhibit Final

By the time you get to this exhibit you will hopefully have a clearer picture of my state of mind at the time I wrote the following poem and the reasons and rational behind it.  It mistakenly was presented to Mr. David Colter at Warner Brothers when he was falsely accused of plotting to conspire to bankrupt the company and wash away the shareholders.  This was Mr. Aidan Bin Foley of Kodak fame that had implied this.  When the truth is all told though this was another most devilish ploy to further steal from the shareholders of I View It and Mr.; Colter gets cleared completely and in the end the poem gets forwarded to the proper parties; Messer’s Foley, Mondragon, Crossbow, Wheeler, Ugly, and all the other’s involved who should know their names by now.   Mr. Colter is my hero, as he represents truth, although it appears he is jobless for it.  

By the time you get to this exhibit you will hopefully have a clearer picture of my state of mind at the time I wrote the following poem and the reasons and rational behind it.  It mistakenly was presented to Mr. David Colter at Warner Brothers when he was falsely accused of plotting to conspire to bankrupt the company and wash away the shareholders.  This was Mr. Aidan Bin Foley of Kodak fame that had implied this.  When the truth is all told though this was another most devilish ploy to further steal from the shareholders of I View It and Mr.; Colter gets cleared completely and in the end the poem gets forwarded to the proper parties; Messer’s Foley, Mondragon, Crossbow, Wheeler, Ugly, and all the other’s involved who should know their names by now.   Mr. Colter is my hero, as he represents truth, although it appears he is jobless for it.  

What Is and What Is Not

Insipid little cockroaches of minimal brain,

Those who relish for gain and things like acid rain,

I speak to you from a voice you no longer hear,

To the devil you’ve sold your children,

I fear! I fear!

A gift from God you were given,

Sold your soul when you said you believe,

Now I have no pity for your blasphemy,

I will cherish your souls in hell for eternity.

These words I cry as a servant of God,

For I know the fate now of your flock.

I can see your greed is all you have left,

Faith will not save you!

You will go to hell and take his whole creation,

For acting as God is a delusion of grandeur,

You are evil to the bones,

The children so innocent,

The reason I came back on this mission.

I made a deal and sold my soul,

To come back and offer some hope,

God looked upon me as if I were insane,

I think he gave up when you polluted his brain,

Or maybe from the abuse to the animal kingdom.

My message was clear as I mentioned up front,

I was here to give your children the tools to change,

Even those were taken in vain.

And now I fear that God will not come back,

Turning his head on our magnificent ROT,

You want my faith in you,

I have not,

For you have forgotten what is and what is not.

At least for me,

I can see,

Your children burning for eternity.

I told you upfront that I hear their cries,

You promised me that you would all try.

Try for a second until you got,

Then once you held his jewel,

You forgot.

Beg not for forgiveness on your final moment,

Deaf ears cannot hear.

The jewels you steal are but a token gift,

Compared to the jewels you daily rape of his,

He laughs for this was for the kids.

He will smite your soul forever,

He will relish in your pain,

You can’t hide by going insane.

You will always be upheld,

As your hearts burn thin,

To watch for eternity you’re children burning again and again.

I pity you all,

In your hatred and greed you could not see,

That your children were beginning to burn,

You created this destiny.

And when given the tools,

You forgot to change,

And used them for greed.

And used his name in vain.

You can separate out what is and what is not,

For you are no longer beholden to him or his flocks,

Remember Lot.

I have a hard time finding men like him,

And when I do I think I will tell them to run,

And never look back again.

As the children cry and burn from the sun.

For such a horrible impression on the brain, 

Forever remains!

You know your names.

On a more positive note, I was invited to speak at the most prestigious SMPTE and address a group of engineers on my inventions, I was invited by Chuck Dages a Senior Technologist for WB.  What happened on the way to the forum is a story for another day.

Synopsis Form

143rd SMPTE Technical Conference and Exhibition

Hilton New York, November 4-7, 2001

Please compete all personal information so that we can contact you. 

Title of Paper
Enabling Children to See a Better World with Multimedia Tools
Author(s)
Eliot I. Bernstein

Company
iviewit Technologies, Inc.

Address
505 North Brand Boulevard – Suite 1420


City      Glendale
State CA
Zip/Postal Code  91203-2308
Country USA

Tel: 818-545-1444
Fax: 818-545-1440
E-Mail: eliot@iviewit.com

Are you a SMPTE Member? [  ] Yes   [ X ] No

In the space below, or stapled to this form, please submit a 500-word synopsis explaining what your paper is about.  Be as detailed as possible. The synopsis will be used to determine the suitability of the paper for presentation at this conference.  SMPTE prides itself on professional conference presentations and proceedings.  Please make sure that your synopsis and subsequent paper are technical in nature.  Purely commercial offerings or "sales pitches" are to be avoided and will not be accepted.  We also request a 50 word abstract outlining your proposal. Should your paper be selected for the program this will be used in the program booklet. It is important that this is included. (Kindly include a short bio)

Thank you for your submission.

Synopsis:

The state of affairs for virtual imaging in the mid 90’s was anything but a virtual tour, unless you were a fish.  The views were often developed using fishbowl lens technology, which caused severe distortion and upon magnification offered a pixilated and blurry result.  This was not virtual reality this was virtual distortion and denigration to the art.  Although the tools there at the time were cool and offered a new perspective to imaging, the distortion factors made the tools limited in their scope.  The challenge was to find a way to correct these problems and in the box answers provided a dead end.  In order for these tools to progress out of the realtor home tour the quality of the images would have to be preserved.  My personal quest was to use these tools to help children analyze worlds such as the rainforests that are being destroyed but with an accurate and clear perspective.  

The answer came in a dream a simple change in the way to organize a picture within the frame.  The idea was to take a normal image and blow it up optically using an enlarger and then scan into the computer a much larger image and then place it into the small frame.  A critical path was discovered that allowed a user to have a smooth zoom on an image to the Xth degree, no longer was zoom pixilated it was clear and retained tremendous resolution and the user feels a true sense of entering the virtual world.  The user now has the ability to design an image with a zoom magnification factor in mind and have the corresponding parameters to create the effect.  The files are typically heavily compressed to obtain high-resolution zoom on small image file sizes, making it ideal for Internet usage.  A unique differentiation over other zoom technologies of the time is that this process needs only a single file to complete its task and thus is not dependent on a server to raster more information and is thus free to enter non-communication environments.

This invention has changed the scope of imaging and there are many applications of the image scaling such as; digital camera screens, TV screens, medical imaging devices, digital picture frames and books, simulators (aerospace, space and vehicle), and zoomable user controlled video that will incorporate this technique.  

Once the immersive imaging technique had been developed we applied scaling methodology to video and discovered another process whereby full-screen, full frame rate VHS quality video could be transmitted across bandwidths as low as 150Kbps.  The problems confronting the video streaming industry at the time were mainly the low frame rates, the small postage size video window and the kung-fu herky-jerky audio/visual experience.  The theory at the time was that in order to stream high quality full screen video the user would need to have 1.5Kbps, making it highly unusable in the consumer market.  Encoders could not process the full screen data at the low bit rates without complete degradation of the art and thus were boxed into a postage stamp size window.  The 160*120 encoding window also provided to few bits of data to get good motion estimation and to effectively scale into full screen.  Going outside the box and the established guidelines, iviewit choose to find first a size that could scale to full screen without loss of video quality when played back in full screen and whereby using the scaling process the remainder of the data would not have to be processed.  A 320*240 encoding window was choose and the results were immediately apparent.  One could build a video in a small window that played back at full-screen without tremendous loss of quality.  

Capturing and encoding in a 320*240 frame size yielded several efficiencies;

1. A consistent and equal capture/encode frame size yields much less processing for the encoder, yielding a superior result

2. Less processing power required for full screen data by ¾ without losing significant quality

3. File size for full screen representation reduced by ¾ making high impact full screen video available at extremely low bandwidths 

4. Smaller encoding windows (160*120) yield too little reference data for motion estimation etc. yielding a low frame rate

5. Smaller encoding windows cannot be scaled to full screen due to too great of a multiple of scaling required (16 times) and to little reference data

6. Enables stereo audio with full lip synchronization of audio/video

This advancement in video processing has led to numerous VOD models being created for the Internet that may be able to monetize video at this quality level and the technology is being explored in Broadcast environments, DVD creation and other video systems.  The combination of the two products is also being explored to create zoomable video for TV and other communications environments.  Wouldn’t it be cool take a video of the rainforest and then to further analyze say a particular floral, the user will be able to zoom within the scene without having to travel back to the Amazon.  Both the image and video processes require no plug-ins and are browser agnostic, making them ideal for the average user.  
Abstract:

Two technologies discovered in the pursuit of helping children save the planet that were created using out-of-the-box thinking and have led to significant advancements in virtual immersive imaging and video content creation.

Biography:

Eliot I. Bernstein, Founder and Vice Chairman - Mr. Bernstein, is a graduate of University of Wisconsin, specializing in computer science and with a B.S. in Psychology. Prior to founding iviewit, he spent 15 years creating and developing many innovative; computer- based multi-media marketing tools, which remain in use supporting multi-billion dollar service industries. In 1998, Mr. Bernstein chose to advance these multi-media development tools to new and previously unachieved heights creating the high impact visual applications that have become iviewit's core enabling IP Processes. In developing these Processes, Mr. Bernstein adopted a vision that combined his passions for photography and video with a burning desire to see the Internet evolve from a text-based medium to a visually elegant tool.  As Founder and Vice Chairman and the principal inventor of iviewit's IP, Mr. Bernstein continues developing new applications for iviewit's core visualization technologies.  He is committed to insuring that iviewit achieves and maintains its leadership position as the standard for video and imaging and works non-stop in the pursuit of new inventions.
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Sheet1

		

		8/4/00		Foley Bill		Busted conference - Jim Armstrong + Si + Eliot + Brian + Doug + Steve + wheeler + Utley

		8/9/00		Foley Bill		Busted more confrence - Notes to new invention 120?

		1/12/99		Joao		Letter from Joao to eib regarding assignment vs. licensing

		1/12/99		Joao		Same as above

		1/12/99				Letter of description regarding I View It's interest with ownership of patents

		1/12/99				Ray Joao letter

		2/23/99				process doc. Forwarded to Ken R.

		3/9/99				meeting to discuss legal contract for patents

		3/12/99				Joao

		3/12/99				Process for patent

		3/12/99				Fax cover to Ray from eib + process

		3/16/99				Correspondence email b/w joao and eib

		3/16/99				Process for patent

		3/16/99				Front page

		3/16/99				Invention page 3

		3/16/99				Docket 5865-4

		3/16/99				Page 4

		3/16/99				Page 5

		3/16/99				Page 7

		3/16/99				Page 16

		3/16/99				Page 18

		3/16/99				Page 22

		3/16/99				Figure 1

		3/16/99				Figure 2 Diagram

		3/24/99				Prov app 5865-1

		3/24/99				Prov app 5865-1

		3/29/99		Joao		Conference with Joao re Provisional patent (according to his bill)

		4/5/99		Joao		Conference with Joao re Provisional patent (according to his bill)

		4/7/99		Joao		Joao reviews CD to identify IP (CD includes video's, images, bp, cyberfyds virtual shopping world) according to his bill

		4/11/99				Chris Intro to real 3D

		4/14/99				Kevin Healy to discuss trademark and copyright issues

		4/21/99				Meeting to showcase technology chris to schedule time

		4/22/99				Gerry Stanely received Conf. Agrmt. From Wheeler

		4/22/99		Joao		Conference b/w Wheeler, Eliot and Joao per Joao notes

		4/28/99				Ken R. meeting re:potential Pres. and CEO (attatchments scrambled)

		4/28/99				Xing Technologies- Hassan Miah phone mtg.

		4/30/99				Gerry Stanley meeting with Wheeler

		5/4/99				Gerry Stanley and Wheeler confirm 5-10-99 meeting

		5/9/99				Phone meeting with Chris Brandon

		5/11/99				Joao sends unauthorized copy of patent letter regular mail vs. mentioned UPS this is the date of the stamp on envelope

		5/11/99				R3D Agreement

		5/11/99				same

		5/11/99		Joao		Conference b/w Joao and eib per Joao notes

		5/12/99				Tony Palmieri at Silicon Graphics cancels meeting

		5/12/99		Joao		Conference with J Lewin, eib & Joao, reviewed NDA and reviewed with Wheeler NDA (Ray says that Wheeler NDA is weak and we should tape all conversations re patents and with people like r3d we should have a clause to attach all attachments, outline all conversations and that a response should be sent be I View It confirming all such items.  Wheeler gets incessed and claims after Joao review that his NDA is stronger, and that having to send confermation in writing would expose the company to risk, if we failed to send such notice.  Joao later says that you can make it optional on I View It side and Wheeler may have exposed us to risk at these meetings with his friends

		5/17/99				Meeting in Orlando- Stanley, Rosalie Bibona

		5/17/99				Lockeed to be global 3D Graphics leader by Vaguo Muradian ref: by Jeff

		5/18/99				Thank you letter to Stanley

		5/21/99				Chris Brandon @ Huizenga scheduled

		5/22/99				Hassan meeting scheduled at Proskauer

		5/24/99				Hassan meeting in Florida in Proskauer offices

		5/24/99				Mara and Kevin to discuss legal jargon for site

		5/25/99				Rosalie Bibona meeting

		5/26/99				Hassan states enormous potential would like to discuss with Kevin Healy

		5/26/99				Passwords to Rosalie

		5/26/99				Phone meeting with Real 3D re: video process

		5/27/99				Real 3d mtg. Scheduled at Proskauer

		5/27/99				Joao scheduled mtg. Re: patent strength

		5/27/99				Jerry Lewin to cooridinate meeting in Ft . Lauderdale

		5/28/99				schedule mtg. For Ken R. and Joao to discuss patents

		5/30/99				Hassan states impressed with Ken R. can he call and ask patent questions

		5/31/99				confirmed mtg. For 6-2 or 6-3

		6/1/99				confirm mtg. For 6-2 – Ken R. not available 6.2 or 6.3

		6/1/99				letters to Huizenga

		6/1/99				Fax Cover

		6/1/99		Joao		Conference with I View IT group (?) and Proskauer (?); reviewed patent application and draft of new invention (per Joao bill).  What is new invention other than conbination of imaging and video?  It appears he is referring to the video as a new invention, this would be ludicrous since he is in possession of video information since day one.  Here is where he is trying to cover up for lost time of filing the application and claims it is new.  He had the CD and several presentations far earlier.

		6/2/99				Intellectual Property issues with Arthur Andersen

		6/2/99				Ray itinerary 6.10-6.15

		6/2/99				Disclosure

		6/3/99				Real 3D for Video Disclosure – Roslaie and Techs

		6/3/99				Lewin becomes Board Member

		6/3/99				Provisional patent filing receipt with Meltzer Lippe receipt from patent department with blacked out date

		6/3/99				5865-3 filed sig page

		6/3/99				Hand written letter 6/3/99

		6/3/99				Hand written letter 6/3/99

		6/3/99				Fax Cover

		6/3/99				Prov app 5865-3 date from Meltzer patent dept blanked out

		6/3/99		Joao		Reviewed and revised summary description of invention and prepared and filed prov app (per Joao notes

		6/3/99				Prov app 5865-3 date from Meltzer patent dept blanked out

		6/4/99				To ray from eib cover page

		6/4/99		Joao		Review and revise and NDA and conference with Wheeler plan trip to FL

		6/5/99				Rosalie Deal Structure?

		6/6/99				Patent mail receipt and check copy for 5865-4

		6/7/99				Hassan and Tech are coming to review patent

		6/7/99				eib sig page

		6/7/99				eib sig page

		6/7/99				Letter to Chris from Joao regarding 5865-3 & 4

		6/7/99				Fax cover from eib to Ray

		6/7/99				Same as above with difference in fax

		6/7/99				1/2 cover page

		6/7/99				Joao fax cover page - on it you see another fax number 516.747.5638 whose fax is this?  Just called and it still registers to a fax number, also number is hand written on number of pages and does not correspond to number of pages faxed

		6/7/99				Totally weird fax scratched out hand count of 2 replaced with 3 and hand written disclosure of invention

		6/8/99				Eric Camirand wants mtg. W/ Stanley

		6/8/99				meeting with immigration specialist

		6/9/99				Xing mtg. Confirmed 6-12

		6/9/99				confirm Joao to Proskauer 6-10

		6/10/99				Joao cancels mtg. And dinner with Hassan Miah

		6/14/99				phone joao re florida trip

		6/14/99				meeting with immigration

		6/18/99				letter from Hassan Miah re: evaluation

		6/19/99				Intro to Boca Research

		6/21/99				comments to Hassan letter

		6/21/99				Task request to Rosalie

		6/21/99				Huizeng meeting

		6/21/99				Utley meeting

		6/21/99				Ubid – proskauer presentation

		6/21/99				intro to Visual Data

		6/22/99				Rosalie Meeting

		6/22/99				Getty Mueseum conf. call

		6/25/99				Real 3D deal in Word perfect

		6/26/99				Real 3D strategic relationship proposal and strategy meeting to schedule

		6/27/99				Real 3D letter of intent  in text format

		6/29/99				meeting to discuss letter of intent Chris in Utah

		6/29/99				Provisional patent filing receipt 1 side only of 2 sider

		6/29/99				5865-4.1

		6/29/99				5865-4.1 page 1

		6/30/99				Cover page from joao to eib re 5865-5 (video files)

		6/30/99				Fax cover re 5865-5

		7/1/99				Meeting to discuss Intellectual Property issues

		7/1/99				Huizenga meeting

		7/1/99				Retainer letter cover page

		7/1/99				Retainer letter from Joao to eib

		7/1/99				Meltzer description of services

		7/1/99				Meltzer engagement agreement

		7/6/99				discuss deal

		7/7/99				Fax cover for prov patent 5865-5

		7/7/99				Draft for prov patent 5865-5

		7/7/99				Page 2

		7/7/99				page 3

		7/7/99				Page 4

		7/7/99				Page 5

		7/7/99				Page 6

		7/7/99				Page 7

		7/7/99				Page 8

		7/7/99				Page 9

		7/7/99				Page 11

		7/7/99				Page 12

		7/7/99				Page 13

		7/7/99				Page 14

		7/7/99				Page 15

		7/7/99				??

		7/7/99				Page 16

		7/7/99				Figure 1

		7/8/99				Epstein to discuss term sheet

		7/8/99				Tx report 5865-6 cover page

		7/8/99				5865-6 draft

		7/8/99				5865-6 figure 1

		7/8/99				Blank Joao page

		7/10/99				Meeting at Proskauer to discuss deal

		7/11/99				Fax cover page

		7/12/99				Huizenga and Real 3D to discuss technology

		7/12/99				Epstein with changes to Real 3d deal

		7/13/99				Steve Cochran meeting at Proskauer

		7/14/99				meeting to build cd roms for real 3D

		7/15/99				meeting at Proskauer to discuss technology

		7/22/99				Brian Utley Meeting

		7/29/99				EIB to offer a fair piece of company

		7/29/99				Page 2 of patent 5865-6 has notes that may not have ever been added

		7/29/99				Page 4 of patent 5865-6 has notes that may not have ever been added

		7/29/99				Page 9

		7/29/99				Page 12

		7/29/99				page 13

		7/29/99				page 16

		7/29/99				5865-1

		7/29/99				regarding process steps p.21 or p.1

		7/30/99				eib to joao cover page

		7/31/99				meeting set for 8-3-99

		8/2/99				intro to webcast

		8/2/99				Tx report 5865-6

		8/2/99				Cover page stating filing error in small entity statement

		8/5/99				Presentation meeting to webcast

		8/8/99				Business Plan to Hank Powell

		8/8/99				Signed NDA August 8, 1999 Real 3D signed confidentiality agreement.

		8/13/99				Revision of agreement for meeting8-16-99

		8/13/99				MGM interested iviewit encodes James Bond Trailer

		8/13/99				Hank Powell , David Salim and Phillips Point meeting

		8/16/99				joao to eib regarding applications 5865-5

		8/18/99				Retainer agreement sent to Lewin from Joao

		8/19/99				Showcase demos to MGM and Den after confid.

		8/19/99				Meltzer letter to Chris regarding 5865-5

		8/19/99				eib fax to joao

		8/19/99				Joao Confirmation letter which he sent to Wheeler along with patent application and accompanying papers, again we see hand count on fax with corresponding fax has a header dated the 10th even though letter and cover page are 19th

		8/20/99				Scott Klososky at webcast “hopes to work something out together”

		8/26/99				Acronym established ZAPI files 8-29-99 Wheeler to trademark

		8/26/99				Meetings set with Disney, Chris Pula for 9-8-99

		8/28/99				Doc Mcgee confidentiality

		8/30/99				Chris and Brian to Huizenga alone

		9/7/99				Tim Connolly conf. To Utley and confirm. Ryjo signed prior to briefing with Richard Getner

		9/7/99				RYJO confidentiality confirmation from R3D this is after RYJO first claimed no NDA or that he owned applet to investors, Mike Reale will later confront me with a contract, I think from Proskauer where we are giving RYJO stock and ownership in applet, I freaked, called Wheeler, investigation, no one can find his NDA.  Reale tells me he has been working with RYJO and RYJO guaranteed him that he never signed so the applet technology was his not ours and we were lucky he was so generous.  Just then I found a copy of RYJO NDA and Mike said he would kill RYJO for lying to him, what was so disturbing about this was that Mike was plotting against I View It on the applet.  RYJO had claimed to investors he owned it and these guys thought that and that all NDA's had been cleared from our books

		9/7/99				September 7, 1999 Weekly iviewit report dating projects, meetings and information discovered

		9/10/99				Epstein forwards deal with MGM for Bond

		9/13/99				MGM needs letter,Disney sending Toy Story 2, Calpac virtual city, Versifiy wants license

		9/14/99				Valerie Swift at Versify states great technology hopes to include iviewit in versify offering

		9/14/99				1.        September 14, 1999 Weekly iviewit report. Page 2 – paragraph 3 Richard Gentner, Director, Scaleable Graphics , Real 3D, states Chris Wheeler requested Ryan sign a confidentiality agreement. This document was signed and faxed back to Mr. Wheeler’s office per Richard Gentner.

		9/15/99				Don Kane added to advisory board

		9/15/99				thank you letter to David Neuman at Disney

		9/15/99				September 15, 1999 Real 3D transition plan.

		9/16/99				Hassan Miah and Xing form 8-k For realnetworks filed on 8-23-99

		9/16/99				Brian's non-compete contract has signature page with 2 sets of different font on signature pages, this seems suspicious???

		9/19/99				forward Chris Brandon Bond and Breat cancer links

		9/20/99				Hand written notes

		9/22/99				Fax to eib

		9/22/99				Page 7 of above

		9/22/99				EIB notes to Ray to make changes

		9/22/99				Provisional app 5865-7

		9/22/99				Provisional app 5865-7

		9/23/99				Stephen Filipek attorney for Huizenga on Patents

		9/23/99				Letter to Chris regarding 5865-7

		9/23/99				Last page of above

		9/23/99				Fax to eib

		9/25/99				Hassan brings Eric Camriand from Cinax red flag to watch him

		9/25/99				links to Cinax

		9/27/99				Jill Zamas note referencing 5865-2 which suddenly disappeared in review.  Again, Wheeler is called to ? Joao about where 5865-2 had gone.  This note is covered up on the date and with some other pads.  We all became very worried about Joao and what he was up to.  This might have been the patent for video that he was supposed to file but was waiting to find out from Chris about non-US citizens being inventors.  This was supposed to be filed with the information he left with from first meeting and he kept saying we should wait and wait.  Very disturbing why he was able to file one without all inventors but other they kept minnow dragging us on, the video patent.  Now then, this might explain Wheeler trying to get us to R3D everything before we were on file.  Before Wheeler goes with us to R3D he assures us that they are all on file, but I call Joao's and find out different, at meeting I will not tell them video process and Wheeler t

		9/27/99				Fax cover to Jill Zamas MLGS

		9/27/99				Fax cover to Jill Zamas MLGS

		9/27/99				5865-4.1 page 1 but according to fax page 26 and Jill has circled 4.1 to question why it had changed from 5865-2

		9/27/99				Page 6 fax stamped page 31

		9/27/99				Page 14

		9/27/99				Figure 1

		9/27/99				Figure 2 Diagram

		9/29/99				Boca office opens all meetings prior conducted at Proskauer

		9/29/99				iviewit board meeting game plan

		10/2/99				Simon to brian not to talk to chris Brandon until issues resolved the deal outlined is not acceptable

		10/12/99				Meltzer letter to Chris regarding 5865-7

		10/12/99				Receipt to eib re 5865-7

		11/10/99				Brian to Ron Storettte re: hiring Zak

		11/11/99				Pixelon Launch Party

		12/6/99				5865-7 Weird copy with all kinds of font problems

		12/6/99				5865-7 Weird copy with all kinds of font problems

		12/8/99				1.        Phokus applet outline prepared 12-8-99. All property of iviewit as well as the TM he filed with no permission.

		12/22/99				List of patents according to Meltzer and assigned

		12/23/99				letter from consultant danny sokolof re: Pixelon

		12/24/99				Epstein states meeting with Microsoft too soon

		12/29/99				Microsoft meeting officially held off

		12/30/99				Utley and Epstein to convert iviewit to coroporation

		12/30/99				List of patents according to Meltzer

		1/4/00				private offering consultants love technology one thinks the co. is worth over 500M going to board to discuss posibilities

		1/6/00				letter to Joao re: new biz plan for videos need paragraphs on status and scope of our patent pool

		1/11/00				Conference notes with Utley and Chris

		1/13/00				Regarding 5865-2

		1/16/00				intro to Picture 3D

		1/17/00				letter for Stanley re:technical applications of our image/video tech for upcoming patent filings

		1/19/00				intro to Play Inc. by Jeff F.

		1/24/00				draft proposal for Nomad – Danny Sokolof

		1/26/00				Meltzer bill cover page

		1/26/00				Fax cover page

		2/2/00				??

		3/1/00				March 1, 2000 Ryjo Business Proposal and letter

		3/8/00				Invention of Controllable Image Presentation with Audio and/or text accompaniment, signed by Brian and Martha with Brian as inventor.  Where has this gone?  Brian is listed as sole inventor.  By the by, this invention was not invented by Brian

		3/8/00				Invention of Image Overlay Over the Web to facilitate expanded presentation facilities, signed by Brian and Martha with Brian as inventor.  Where has this invention gone?  Also, Brian had nothing to do with this invention.

		3/9/00				Letter to Ray from Brian stating major missing items in 1&6

		3/10/00				TX report

		3/10/00				Meltzer info requiring sigs originals

		3/31/00				Meltzer letter regarding 5865-10

		4/28/00				Request for files Mr. Meltzer

		5/2/00				Patent portfolio

		5/3/00				Fax to Brian from Foley re 57103/101 and what is attached is Enhanced Video Draft Claims for Streaming, this would not then be a miscellaneous file folder.  Something smells about 101.  Also fax is stated to be 5/30/00 but there are 5/31/00 fax time stamps

		5/3/00				Same but claims and numbers all look strangely formatted

		5/3/00				same

		5/3/00				same

		5/5/00				Letter from Foley to Brian mentioning 4 specific inventions never in our portfolio

		5/5/00				Page 2 of above with notes

		5/9/00				Letter of receipt stating items incomplete

		5/19/00				Fax to Brian

		5/30/00				Fax regarding client matter 101, but attached is 111 trying to make 101 look like a file folder but then go to next bin 39.2  Why must they lose 101???

		5/31/00				Fax of 111 on fax cover says 36 pages but time stamp sends 37 also and this is good, Jude appears on this patent on this 5/31/00 document but he does not make it into filing on 6/2/00.  Are inventors dropping off patent applications for good reason here???  Seems strange that he would be on draft for 2 days before filing.  Notice all of these are direct correspondence to Brian with the communication cut off to me and Jude and Zak, I am not even cc'd on these correspondences and when we review Utley's hand notes on this document we will find inconsistency with what Zak and Jude are telling him.

		5/31/00				111 with Jude's name on first page of draft

		6/2/00				Fax cover page

		6/2/00				page 33 of above

		6/2/00				page 24 of above, out of order?

		6/2/00				57103/111 fax 1-31

		6/2/00				PCT filing for 111 with missing Jude as inventor

		6/5/00				Letter to Wachovia matching FL dockets to Meltzers docket numbers side by side

		6/6/00				Letter to Mr. Meltzer outlining missing Joao files

		6/6/00				Patent Portfolio 1-9

		6/6/00				Fax regarding 110 changed to 117, then isn't 117 missing?

		6/7/00				Fax from Foley

		6/7/00				Fax to Brian

		6/13/00				Portfolio

		7/3/00				7.3.00 “” tape 1

		7/17/00				Blakely patent status showing no assignments at time properly executed and 2 Brian Utley patents, listed as solo in his name.  Also, are Jude and Zak missing from all Joao filings?? Caroline Blakely findings show 122 & 123 in Utley solo name.  What was on file with patent office.  If only Utley on 122 you have a whole bunch of documents that show it as Utley and Bernstein.  Might be mistake on Blakely part.

		7/24/00				Patent Portfolio dated 7/24/2000 from Foley that illustrates that patent 120 is missing from report, if we look at folder evidence 37 we see a reviewing patent #120 with a date of 7/26/2000 and this is a very complete patent that has a 120 number stamped on it

		7/24/00				Continuation

		7/24/00				Cover pages do not mention a 57103/101 although there are several references to it becoming other numbers.  Also, fails to mention 117, here we have a 119 (US App and Method for Producing Enhanced Digital images.  This now references 5865-1 with a filing date of 3/10/00 and it appears to be out of order

		7/24/00				Same

		7/25/00				Letter to Martha from Foley with new cover page for patent portfolio (why??) Also two replacement tables and three pages of text they found missing on 57103/109 (????)

		7/26/00				Fax cover page with eib notes.  Fax pages 1-31

		7/26/00				Fax of 120 to Brian at hotel in utah, this is one that they now had to show me

		7/26/00				Cover page of 120 in fax pg 7-31 showing A is missing and hand written in on top header, seems odd

		7/26/00				eib hand notes on pg2 120 or pg 9-31 on fax, eib hand notes

		7/26/00				eib hand notes on pg2 120 or pg 9-31 on fax, eib hand notes - mentioning microscopes

		7/26/00				eib hand notes p.6 or 12-31 on fax, mentions set-top boxes, did this make it in??

		7/26/00				eib hand notes on page 7 or 13-31 on fax - eib notes questioning why video 320*240 comes in here and "change to correct difference b/w video and imaging"  did this make it in

		7/26/00				eib hand notes on p. 8 or 14-31 evidences that zoom of 1700 is wrong and that we were supposed to be putting in correct formulas.  This dates back to Joaos patents where the 1700 was going to be modified and never it appears was

		7/26/00				pg 9 or 15-31 Comments directed solely to Brian

		7/26/00				p. 10 or 16-31 eib 70%

		7/26/00				p. 11 or 17-31 eib states does not have to be network

		7/26/00				p. 15 or 21-31 of fax eib hand notes again we should check that all this made it in, zoom is left out of claim 1 my comments have exclamation, like what's going on here guys, why are all these things we discussed not getting through this late in the game

		7/26/00				p.16 or 22-31 on fax - eib notes questioning things never before reviewed like 554,496 and JPEG comments

		7/26/00				TX report in the middle of this fax shows p29 not received at 7/26/00 3:54 pm this fax appears to be 7/26/00 at 2:31pm, makes no sense and p.29 of transmission appears to have come through fine on 2:31 fax.

		7/26/00				Fax cover page with eib notes.  Fax pages 1-31

		7/26/00				Fax of 120 to Brian at hotel in Utah, this is one that they now had to show me

		7/26/00				Cover page of 120 in fax pg 7-31 showing A is missing and hand written in on top header, seems odd

		7/26/00				eib hand notes on pg2 120 or pg 9-31 on fax, eib hand notes

		7/26/00				eib hand notes on pg2 120 or pg 9-31 on fax, eib hand notes - mentioning microscopes

		7/26/00				eib hand notes p.6 or 12-31 on fax, mentions set-top boxes, did this make it in??

		7/26/00				eib hand notes on page 7 or 13-31 on fax - eib notes questioning why video 320*240 comes in here and "change to correct difference b/w video and imaging"  did this make it in

		7/26/00				eib hand notes on p. 8 or 14-31 evidences that zoom of 1700 is wrong and that we were supposed to be putting in correct formulas.  This dates back to Joaos patents where the 1700 was going to be modified and never it appears was

		7/26/00				pg 9 or 15-31 Comments directed solely to Brian

		7/26/00				p. 10 or 16-31 eib 70%

		7/26/00				p. 11 or 17-31 eib states does not have to be network

		7/26/00				p. 15 or 21-31 of fax eib hand notes again we should check that all this made it in, zoom is left out of claim 1 my comments have exclamation, like what's going on here guys, why are all these things we discussed not getting through this late in the game

		7/26/00				p.16 or 22-31 on fax - eib notes questioning things never before reviewed like 554,496 and JPEG comments

		7/26/00				TX report in the middle of this fax shows p29 not received at 7/26/00 3:54 pm this fax appears to be 7/26/00 at 2:31pm, makes no sense and p.29 of transmission appears to have come through fine on 2:31 fax.

		7/31/00				Brian signature as President of I View It for Appointment of agent, here on this he signs as president and it goes to iviewit

		7/31/00				Brian signature as himself going to his home address????????????????????????

		7/31/00				7.31.00 “ “tape 2

		8/1/00				Original signature page for 57103-116

		8/2/00				Scratched out number of pages, hand writing again replaces typed number.  (Remember and I know it must seem strange all these references to messed up numbers but if you are switching out inventors or dates, you only need be off on numbers by 1 or 2.   Maybe what we saw had 26 and what was filed has 30?  Or they were planning on walking this set to Utley's residence and they got foiled when Jim and I requested to review the patents that he just wanted me to sign signature pages for.  When we asked for the patents he went ballistic and said they must be signed immediately as the deadline was midnight.  This was a lie as it later turns out from Foley guys that it is the following day at 12pm.  Anyway, we want to copy books and he goes nuts on us.  We copy and leave which gets Brian furious and we discover all kinds of problems in his math and all kinds of missing verbage.  Now come taped calls.  Now comes massive attempt to cover up.

		8/2/00				Buy shredder, Mary and Martha try to dispose, Jen and I try to get shredded bags into my office, they break in and dispose of.  You can image that at this point their pants are down, their cover-up blown.  Taped conversations.  Panic.  Switch pages on filings, add inventors, do whatever you can to hide the trail to Brian's house.

		8/2/00				Shows that again the page number is hand written.  Shows unexecuted power of attorneys 4 pages.  Missing assignment.  At 121 I am still 1st listed inventor, suddenly it becomes Utley et al vs. Bernstein et.al.  So here on 121 I am supposed to be an inventor and with less than a day I am supposed to sign blank forms for patents I have never seen or dealt with.  Discover all kinds of flaws in math from an engineer, as sold by Chris his best friend, capable of performing engineering review of our product.  His bad math is a constant plague, here in the patents, in the meeting with Jerry Pierce at Universal where he fails to understand that his math and statements are false even when a real engineer is telling him such, also Foley claims that they told Brian his math was wrong prior to us correcting it, and then they still file it bad, also when he sells off 50% of the

		8/2/00				company to Alanis Morrisette and Ellen DeGeneres when Epstein catches that he issued stock way over intended .05% because of errors in his math, to when he presents his spreadsheets at Wachovia bank presentation with all the numbers wrong because he typed in the cell numbers and used no formulas at all.  Jim and I had tried to correct this but he was insistent on his correctness and claimed I believe to have invented the Lotus spreadsheet for IBM.  When we get in the meeting the first thing the banker asks is if a complete numb nuts did the spreadsheets because he could not find any cell references and the math was all wrong.  Jim of course was fired by Brian who said Crossbow demanded that we close down the NY office and fire Jim if he were unwilling to move to FL.  Hank Powell later denies he ever demanded Jim being fired or the NY office being closed.  Become very suspicious of Utley.

		8/2/00				8.2.00 “ “ tape 1

		8/2/00				8.2.00 “ “ tape 2

		8/2/00				8.2.00 “ “ tape 3

		8/2/00				8.2.00”   “tape 1 again

		8/4/00				8.4.00 Foley & Lardner + Iviewit – tape 1

		8/4/00				8.4.00 Foley & Lardner + Iviewit – tape 2

		8/9/00				Foley letter explaining errors and consequences to 120

		8/9/00				Correspondence p.2

		8/9/00				Correspondence p.3

		8/9/00				Correspondence p.4

		8/11/00				Re 112 response to correct defects in application.

		9/5/00				September 5, 2000 Letter stating violation of NDA signed and returned September 9, 1999

		9/6/00				Foley bill and check and 5675-1 = 5675-10

		9/13/00				Copy of Check 1499

		9/18/00				Brian Utley receipt from Patent office

		9/18/00				Filing receipt docket 122

		9/22/00				Cover letter for patents 122 + 123 but not what is following in package 121 is instead - Brian's patents

		11/8/00				1)       Letter background of Bill Barber’s dealings dated 11/8/00

		11/14/00				Letter dated 11.14.00 Simon Bernstein received from Raymond Hersh

		11/30/00				Date is messed up but there are notes with symbols.

		11/30/00				Date is messed up but there are notes with symbols.

		11/30/00				New sheets date is clear now

		11/30/00				Here we have two 122's listed on the spreadsheet, this is how they are normally done according generally NOT accepted accounting principles or methods learned while attending the Lewin school of accounting

		12/7/00				Letter dated 12.7.00 to Brian from Hank, regarding missing documents

		12/11/00				12.11.00 Letter from Crossbow to Ray

		12/28/00				Original Brian Utley signature for docket 121 which is consistently missing from portfolio.  My sig comes on next page not sure this is what it was for and the fax headers on mine in 8.3.

		12/28/00				Copy of check 1770

		12/29/00				Eliot sig for 121 or other????  Was this switched with others?

		1/3/01				Notice to file missing parts for 57103/122 does not record an assignment as missing, I thought that was in Foley filing that an assignment was forthcoming and in fact I do not think it ever went.  Also, missing is small entity form, maybe this is going to Utley's house until they are busted.  Note that Utley is the first named inventor on this application.

		1/3/01				1.3.01 Tiffany Snow letter

		1/19/01				1)       1.19.01 Proskauer letter for subscription agreement saying to check with Alpine waiver of it’s antidilution and preemptive rights

		1/24/01				1)       1.24.01 letter of intent signed on behalf of Iviewit by Raymond Hersh and Brian Utley

		1/29/01				1.        1.29.01 letter stating lapse of responsibility

		2/2/01				1.        Letter to Hank dated 2.2.01 stating California had received 100k

		2/21/01				letters from meetings 2.21.01

		2/21/01				Crossbow letters from meetings 2.21.01

		3/5/01				PCT

		3/5/01				1)       Internet Train acquisition proposal 3.5.01

		3/12/01				3.12.01 Activity report to Walter Merenianin

		3/21/01				Agreement signed with Prolow 3.21.01 and on 4.3.01

		4/2/01				1)       4.2.01 letter from John Deering at Wachovia, confused as to how company has been changed to DL from technology.  John was very dismayed at Cox meeting when instead of presenting technology, Brian surprised all with new iviewit/ilearnit sexual harassment and distance learning nonsense.  Meeting was a joke.  Deering upset writes this letter

		4/2/01				4.2.01 letter from John Deering at Wachovia

		4/5/01				Proskauer change of name from Holdings to Technologies for trademarks

		4/14/01				1)       Minutes of Iviewit Holdings, Inc. Board of Directors Meeting April 14 Discussions regarding potential investor (Bill Barber). Hank emphasized under no circumstance could Crossbow be involved with company involved with questionable background.

		4/14/01				4.14.01”” tape 1

		4/14/01				4.14.01””tape 2 and 4.26.01 Board part 1

		4/16/01				1)       Celebrity Sluts Video Clips dated 4/16/01, which at a later date was shown to employees, on iviewit premises who complained of its severe pornographic nature. Tony and Tammy both contacted Eliot

		4/16/01				1.        CD’s celebrity sluts

		4/16/01				2.        Files Celebrity Sluts

		4/17/01				1)       Eliot cease and desist pornography letter.  Letter to Brian from Eliot Bernstein dated April 17, 2001.

		4/18/01				Foley power of attorney renouncement letter for patents 110, 111, 112, 113, 118, 120 ONLY no mention of other patents

		4/18/01				Foley renouncement of Power of attorney for ALL pending US & PCT applications ref 110,111,112, 113, 118 and 120.  Where is reference to 117,119,121,122,123????

		4/20/01				4.20.01 Board Part 2 and 2001 05 08 Board Part 1

		4/23/01				Letter to eib from Utley

		4/25/01				4.25.01 Board part ?  and 9.4.01 Board part 1

		4/26/01				Cover sheet from Grossman on top of bin

		4/26/01				Fax to Foley from Brian cover page

		4/26/01				Same as above letter regarding may 5 deadline why did Foley hold

		4/26/01				4.26.01 Board Call Part 2 and 4.20.01 Board part 1

		5/8/01				5.8.01 Board call part 2 and 4.25.01 Board part 3

		6/1/01				6.1.01 Foley and :Lardner and Iviewit – not sure of part

		6/1/01				6.1.01 Foley and :Lardner and Iviewit – not sure of part

		8/13/01				8.13.01 Board call Aidan Si Eliot Kane Buchsbaum and other Nutley misdeeds

		9/4/01				9.4.01 Board call part 2

		2/14/02				2.14.02 Call with BSTZ part 1

		2/14/02				2.14.02 Call with BSTZ part 2 and P. Stephen Lamont and flip side some free law (lesson for grasshoppers, never trust free law and never trust a lawyer your investor is in tight with)

		3/28/02				Tony 3.28.02 letter of events

		4/24/02				Tiedeman Prolow conversation

		5/1/02				Mink statement that Utley, Reale asked him to participate in stealing iviewit processes and coming to NJ to use it in DL company owned partly by our Board member and investor Bruce Prolow/Carl Tiedemann/Alan Applestein.  Prolow denies knowledge that any of this is happening but at the same time he sends partner Andrew Chesler (who Maurice says has seedy background) to come to LA to tell me I should become the Porn King of LA with him.  Wants me to jot down process for him to start using, I laugh and tell him in the mail.  I inform him that the board and myself want nothing to do to attaching techs to porn.  He is very upset and very persistent, we blow him off.

		5/3/02				Letter from Prolow regarding wire of 345.  Does anybody know why such a strange amount would be booked.  Why not 350????  Why not 348?  Seems strange.

		?				Foley review with changes of RYJO agreement with notes

		?				Patent Portfolio f&l dock numbers with 122 printed twice and then the second changed by hand to 123, then reference to 120-121 hand written on bottom with 121 having patent 09-630939 hand written in.  Also, Brian's patent #123 has 112 pages, do we have these?  These claim that patents were assigned to IVIEWIT HOLDINGS

		?				? Check tape

		?				Tx report

		?				Original small entity statement

		?				Declaration for Utility app 5865-1

		?				Page 2 of above with original signature

		?				Frames to bits diagram

		?				Figure 2 Diagram

		?				Figure 1

		?				Letter to Wachovia from Foley

		?				Patent Table

		?				Undated preliminary draft to eib to revise and make changes from Joao to make changes 5865-7

		?				5865-7

		?				Imaging parameter detail from Brian

		?				Same as above

		?				Hand notes from ? Describing 320*240

		?				Fax receipt

		?				??

		?				Title page

		?				Sig page and date

		?				Apparatus description of steps with notes

		?				Process steps with hand written notes

		?				Apparatus steps page 25

		?				Process page by eib

		?				Same as above

		?				Power of attorney for 5865-4

		?				Unsigned patent page

		?				Same as above

		?				Sig p.2

		?				5865-3 Copy of mail receipt and check

		?				Process steps p.2

		?				Fax cover from Ray to eib

		?				Hand written note from Ray

		?				5865-3 Patent claiming small entity status

		?				Process steps p.2

		?				Power of attorney for 5865-3

		?				Hand written notes on steps

		?				Hand written notes on steps

		?				Hand written notes on cover page

		?				Fax cover

		?				Copy of CD sent to Joao, same given to Lewin, Rubenstein and Wheeler

		?				UPS receipt

		?				R3D Agreement

		?				Meltzer client intake matter

		?				Ray notes

		?				iviewit patent status chart with filing dates

		?				Enclosed pg 5 112 - not enclosed

		?				?

		?				pg 1 - 95 pages

		?				Cover page for patent 122

		?				pg1 of patent filing

		?				patent 122 front page

		?				cover page for 121 not 123, 123 missing

		?				Flip side of 30.1 above with eib original video notes showing 320*240 going into 640*480, these notes never made it into Ray's patents

		?				Shows Ray's filings with eib notes saying where is 320*240 into 640??

		?				Has unidentified page number in copy of above, with blanks to fill in that have all the 320*240 video parameters

		?				Has unidentified page number in copy of above, with blanks to fill in that have all the 320*240 video parameters

		?				Has unidentified page number in copy of above, with blanks to fill in that have all the 320*240 video parameters

		?				Has unidentified page number in copy of above, with blanks to fill in that have all the 320*240 video parameters

		?				Stuffed into back of folder was 5865-10 with no dates on the PCT request form

		?				Binder 9 tabs

		?				Brian Utley resume submitted to Board by C. Wheeler claiming Brian to be most prominent engineer in IBM labs, most prominent because he was the only one that did not finish college or have an engineering degree

		?				Flip side of 30.1 above with eib original video notes showing 320*240 going into 640*480, these notes never made it into Ray's patents

		?				Shows Ray's filings with eib notes saying where is 320*240 into 640??

		?				Has unidentified page number in copy of above, with blanks to fill in that have all the 320*240 video parameters

		?				Has unidentified page number in copy of above, with blanks to fill in that have all the 320*240 video parameters

		?				Has unidentified page number in copy of above, with blanks to fill in that have all the 320*240 video parameters

		?				Has unidentified page number in copy of above, with blanks to fill in that have all the 320*240 video parameters

		?				Stuffed into back of folder was 5865-10 with no dates on the PCT request form

		?				Binder 9 tabs

		?				Brian Utley resume submitted to Board by C. Wheeler claiming Brian to be most prominent engineer in IBM labs, most prominent because he was the only one that did not finish college or have an engineering degree

		?				Full 123 filing from Blakely

		?				Filing on 5865-1

		?				Format is weird speed is weird, maybe you can get mystery tape to work so I sent an original

		???				Patent Portfolio f&l docs 102-119 - illegible dates

		3/13/?				Notes regarding lapses missing ref to a whole bunch of patents

		Date				Description

						57103/111 fax 1-49 but cover page states 48 in weird font.

						122+121

						Note that this refers to filing 122 not 123 having 95 pages, yet what is attached is 95 pages of 121.

						Note assignment to iviewit.com is missing and note that none of this is supposed to be assigned to iviewit.com and Brian and Foley know this damn well.  Maybe if plot at time was to bk iviewit.com than patents would have to have looked like they were going there?  This is very strange since Foley was hired to get assignments correct for comfort of Crossbow.

						Here attached is marked COPY of 122 cover page with eib and ugly

						Page 1 of attached COPY of 122 but at the top the 122 is penned in instead of typed in.  Just the 2 mind you is penned in, the 12 is typed, strange????????

						Now in the same file folder attached is 95 pages of 121 that follows with all 95 pages.  This is very strange since the last pages totaling 10, which were here after the stamp claiming 95 would make it more like 105 pages of 122+121, what's up chuck?

						Interesting to note that the 10 pages of 122 included all have single hole punch stamped in them.  Then on next set starting at 51.6 labeled 121 we have the first page with a single hole punch and what appears different font than the rest of the headers to  follow and then the remaining pages of the filing all have double punches except front page, and then finally in the back where the camera stuff is attached we return to single punch marks

						Blakely file on 57103/115 Candice likes this because all the signatures are nice and neat versus the following patents where it all gets blurry and messed up

						Miscellaneous filing documents

						Note no patent includes scaling for cartoon frame rate although we had asked several times, and for flash apps as well, even though we are dealing with Bill Woodward founder of Macromedia and WB Group especially likes for high end graphics like Kung Fu on their site

						1)       United States Patent and Trademark Office filing receipt for application # 60/233,341. Filing date 9/18/00. Sole applicant/inventor Brian G. Utley received by Foley and Lardner Dec. 12, 2000.

						Tapes of Foley meeting

						Tapes of board meetings

						Tony and Tammy chat correspondences

						1)       Transact stock and loan to Bruce Prolow without Board approval

						Internet train name searches and stock exchange drafted by Proskauer

						Share distribution agreement drafted by Proskauer

						1)       Trademarking and name searching done on behalf of Iviewit for this transaction

						Brian board package for Internet train

						1)       Bonnie Barwick agreement with Iviewit, promise to get her into US

						Letters from Crossbow demanding proper accounting and indicating failure of iviewit to comply

						Jim Armstrong legal letters of demand of interest and accounting of loans, Jim Armstrong loan correspondences and demand for repayment

						1)       Transacted with Raymond Hersh shares of Iviewit stock to Alan Shapiro, Alan Young, Ellen DeGeneres, Alanis Morisette, Atlas Ent, the amount was supposed to be for .5 percent of company and because of their incompetence and bad math they transacted almost 50% of the company to these folks.  We had to redo all completed documents.  They did this without submitting to Board the transaction letters or using Iviewit counsel to prepare

						Documents and communications regarding missing laptops, video equip, software

						Utley police report

						Letters from Steve Sklaar to Mike Real re missing equipment and passwords locking us out of our accounts and all servers

						1)       Correspondences and bills for consultants to try and gain access to our destroyed corporate domain and get around password lockout

						Missing Loan documents to friends not in completed forms, Prolow, Jason Gregg and cash transaction

						Tammy Raymond correspondences threatening the Company and consistent refusal to turn over passwords

						Accounting Records I View It companies

						Changed Wachovia BP without approval

						Letter from Ray clarifying to RYJO we owned IP

						1.        Investors who contacted RYJO regarding Iviewit and were told that he owned our applet and that we had no case against him and he was not under NDA

						1.        Phokus image applett and active x and hydra

						Tim Connoly letter stating he was under R3D NDA as well

						1.        Business and Software Strategy prepared for Iviewit by Ryjo. All mentioned applications and developments clearly belong to Iviewit and should be returned as property.

						Ryjo agreement drafted by Mara Lerner Robbins at Proskauer Rose.

						1.        Vendor Expense Reports with entries regarding Ryjo bills. All work was to be authorized in writing by Mike Reale with written timeline and “not to exceed amount”.  As of April 8, 2001  $179,110.00 was billed with no evidence of written consent for such work.

						Hersh emp agreement

						1.        Arthur Anderson or Deloitte audits (Caroline what is he afraid of??)

						1.        Vendor Expense Reports with entries regarding Ryjo bills
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Fax: 561.999.8810

April 16,2000

Meltzer, Lippe, Goldstein & Schlissel, P.C.

Lewis S. Meltzer
190 Willis Avenue
Mineola, NY 11501

Dear Lewis:

With the departure of Ray Joao from your firm [ have secured the services of Foley & Lardner to
handle our Intellectual Property requirements.

Please forward all files relating to Eliot Bernstein and iviewit.com, Inc. to:
Foley & Lardner
Douglas Boehm
Firstar Center
777 East Wisconsin Avenue
Milwaukee, Wisconsin 53202-5367
Reference Client Number: 999100-0100.

Please inform my office when the transfer is complete.

Thank you for your assistance in this matter and for the support we have received over the past 13
months.

Yours truly,

Brian G. Utley
President
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Dear Mr. Bernstein:

You have requested that Meltzer, Lippe, Goldstein, Wolf &
Schlissel, P.C. (hereinafter "the Fiym') prepare a Provisional
Patent Application on your behalf.

You hereby agree and underatand that the Firm's representation
of you will be performed pursuant to a written engagement letter
and that subsequent work will ba performed pursuant to future
agTeements 1f, as, and whex, [they may be entered inte.

You agree and unders:
will consist of prepar.
Application which will pro
from its filing date. The
be examined by the U.5. ¥a

that the Firm's representation of you
and., filing a Provisional Patent

order to pursue a U,§. Patent, You must file a subsequent patent
application within one year from your Provisional Application
£iling date. Unlesa specifically retained by written agreement to
do g0, this Pirm will have RO respongibility for Filing any
subsequent application(s) and/ox taking any other ateps on your
behalf, aside from forwarding the Provisiomal Application Filing
Receipt to you.
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Dear Mr. Bernstein:

You have requested that Meltzer, Lippe, Goldstein, Wolf &
Schlissel, P.C. (hereinafter "the Fiym') prepare a Provisional
Patent Application on your behalf.

You hereby agree and underatand that the Firm's representation
of you will be performed pursuant to a written engagement letter
and that subsequent work will ba performed pursuant to future
agTeements 1f, as, and whex, [they may be entered inte.

You agree and unders:
will consist of prepar.
Application which will pro
from its filing date. The
be examined by the U.5. ¥a

that the Firm's representation of you
and., filing a Provisional Patent

order to pursue a U,§. Patent, You must file a subsequent patent
application within one year from your Provisional Application
£iling date. Unlesa specifically retained by written agreement to
do g0, this Pirm will have RO respongibility for Filing any
subsequent application(s) and/ox taking any other ateps on your
behalf, aside from forwarding the Provisiomal Application Filing
Receipt to you.
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Afty. Dkt. No, 57103/120

WHAT i$ CLAIMED is:

1. A method of providing a digital image file for viewing on a
user display in g viewing window having a Predetermined size, the
method Comprising:

3. The method of claim 1, whergin the image size is at least
ten times that of the predetermined viewing window size.

4. The method of claim 1, wherein the user interface is
configured to aliow the user to pan across the image.

6. The method of claim 1, wherein the digitat image file
includes the user interface in g single data filg,

7. The method of cfaim ¥y whersin the yser nterface is an
anplcation program applet

8 The method of claim 1, wherein the user interface is an

application program controfled by the user's computer.
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		Evidence		Date		Bin/Tab		Number		Description

		1		4/24/02						Tiedeman Prolow conversation

		2		3/9/00		1		2.1		Letter to Ray from Brian stating major missing items in 1&6

		3		4/26/01						Cover sheet from Grossman on top of bin

		3		7/24/00		1		3.1		Patent Portfolio dated 7/24/2000 from Foley that illustrates that patent 120 is missing from report, if we look at folder evidence 37 we see a reviewing patent #120 with a date of 7/26/2000 and this is a very complete patent that has a 120 number stamped on it

		3						3.2		Continuation

		4		6/6/00		1		4.1		Letter to Mr. Smeltzer outlining missing Joao files

		4		4/28/00		1		4.2		Request for files Mr. Meltzer

		4		5/9/00		1		4.3		Letter of receipt stating items incomplete

		5		6/3/99		1		5.1		Provisional patent filing receipt with Meltzer Lippe receipt from patent department with blacked out date

		6		?		1		6.1		Foley review with changes of RYJO agreement with notes

		7		???				7.1		Patent Portfolio f&l docs 102-119 - illegible dates

		7		?				7.2		Patent Portfolio f&l dock numbers with 122 printed twice and then the second changed by hand to 123, then reference to 120-121 hand written on bottom with 121 having patent 09-630939 hand written in.  Also, Brian's patent #123 has 112 pages, do we have these?  These claim that patents were assigned to IVIEWIT HOLDINGS

		7		4/18/01				7.3		Foley power of attorney renouncement letter for patents 110, 111, 112, 113, 118, 120 ONLY no mention of other patents

		8		6/5/00				8.1		Letter to Wachovia matching FL dockets to Meltzers docket numbers side by side

		8		12/28/00				8.2		Original Brian Utley signature for docket 121 which is consistently missing from portfolio.  My sig comes on next page not sure this is what it was for and the fax headers on mine in 8.3.

		8		12/29/00				8.2		Eliot sig for 121 or other????  Was this switched with others?

		8		8/1/00				8.3		Original signature page for 57103-116

		9		9/7/99				9.1		RYJO confidentiality confirmation from R3D this is after RYJO first claimed no NDA or that he owned applet to investors, Mike Reale will later confront me with a contract, I think from Proskauer where we are giving RYJO stock and ownership in applet, I freaked, called Wheeler, investigation, no one can find his NDA.  Reale tells me he has been working with RYJO and RYJO guaranteed him that he never signed so the applet technology was his not ours and we were lucky he was so generous.  Just then I found a copy of RYJO NDA and Mike said he would kill RYJO for lying to him, what was so disturbing about this was that Mike was plotting against I View It on the applet.  RYJO had claimed to investors he owned it and these guys thought that and that all NDA's had been cleared from our books

		10		7/29/99		1		10.1		Page 2 of patent 5865-6 has notes that may not have ever been added

		10						10.2		? Check tape

		10						10.3		Page 4 of patent 5865-6 has notes that may not have ever been added

		10						10.4		Page 9

		10						10.5		Page 12

		10						10.6		page 13

		10						10.7		page 16

		10		8/2/99				10.8		Tx report 5865-6

		10		8/2/99				10.9		Cover page stating filing error in small entity statement

		10		7/8/99				10.10		Tx report 5865-6 cover page

		10		7/8/99				10.11		5865-6 draft

		10		7/8/99				10.12		5865-6 figure 1

		10		7/29/99		2		10.13		5865-1

		10		3/10/00		3		10.14		TX report

		10				3		10.15.01		Tx report

		10						10.15.02		Original small entity statement

		10						10.15.03		Declaration for Utility app 5865-1

		10						10.15.04		Page 2 of above with original signature

		10		3/10/00		4		10.16		Meltzer info requiring sigs originals

		11		6/7/00		1		11.1		Fax from Foley

		11		6/6/00		2		11.2		Patent Portfolio 1-9

		11		6/6/00		2		11.3		Fax regarding 110 changed to 117, then isn't 117 missing?

		11		?		2		11.4		Frames to bits diagram

		12		5/5/00		1		12.1		Letter from Foley to Brian mentioning 4 specific inventions never in our portfolio

		12						12.2		Page 2 of above with notes

		12		6/2/00		2		12.3		Fax cover page

		12				2		12.4		page 33 of above

		12				2		12.5		page 24 of above, out of order?

		12		6/7/00		3		12.5		Fax to Brian

		12				3		12.6		Figure 2 Diagram

		12				3		12.7		Figure 1

		12				4		12.8		Letter to Wachovia from Foley

		12				4		12.9		Patent Table

		12		5/19/00		5		12.10		Fax to Brian

		13		6/13/00		1		13.1		Portfolio

		14		3/31/00		1		14.1		Meltzer letter regarding 5865-10

		15		4/23/01		1		15.1		Letter to eib from Utley

		15		3/5/01		1		15.2		PCT

		16		10/12/99		1		16.1		Meltzer letter to Chris regarding 5865-7

		16		10/12/99		1		16.2		Receipt to eib re 5865-7

		16		9/23/99		1		16.3		Letter to Chris regarding 5865-7

		16		9/23/99		1		16.4		Last page of above

		16		9/22/99		2		16.5		Fax to eib

		16		9/22/99		2		16.6		Page 7 of above

		16		9/22/99		2		16.7		EIB notes to Ray to make changes

		16		9/23/99		3		16.8		Fax to eib

		16		??		3		16.9		Undated preliminary draft to eib to revise and make changes from Joao to make changes 5865-7

		16		??		4		16.10		5865-7

		16		7/8/99		4		16.11		Blank Joao page

		16		9/20/99		5		16.12		Hand written notes

		17		??		1		17.1		Imaging parameter detail from Brian

		17		??		2		17.2		Same as above

		17		5/2/00		3		17.3		Patent portfolio

		17		9/6/00		4		17.4		Foley bill and check and 5675-1 = 5675-10

		17		12/28/00		4		17.5		Copy of check 1770

		17		9/13/00		4		17.6		Copy of Check 1499

		18		???		1		18.1		Hand notes from ? Describing 320*240

		19		1/12/99		1		19.1		Letter from Joao to eib regarding assignment vs. licensing

		19		1/12/99		1		19.2		Same as above

		19		1/12/99		1		19.3		Letter of description regarding I View It's interest with ownership of patents

		19		2/2/00		2		19.4		??

		19		4/26/01		2		19.5		Fax to Foley from Brian cover page

		19		4/26/01		2		19.6		Same as above letter regarding may 5 deadline why did Foley hold

		19		??		3		19.7		Fax receipt

		20		8/19/99		1		20.1		Meltzer letter to Chris regarding 5865-5

		20		8/19/99		2		20.2		eib fax to joao

		20		8/16/99		3		20.3		joao to eib regarding applications 5865-5

		20		7/30/99		4		20.4		eib to joao cover page

		20		7/11/99		4		20.5		Fax cover page

		20		7/7/99		4		20.6		Fax cover for prov patent 5865-5

		20		7/7/99		4		20.7		Draft for prov patent 5865-5

		20		7/7/99		4		20.8		Page 2

		20		7/7/99		4		20.9		page 3

		20		7/7/99		4		20.10		Page 4

		20		7/7/99		4		20.11		Page 5

		20		7/7/99		4		20.12		Page 6

		20		7/7/99		4		20.13		Page 7

		20		7/7/99		4		20.14		Page 8

		20		7/7/99		4		20.15		Page 9

		20		7/7/99		4		20.16		Page 11

		20		7/7/99		4		20.16		Page 12

		20		7/7/99		4		20.17		Page 13

		20		7/7/99		4		20.18		Page 14

		20		7/7/99		4		20.19		Page 15

		20		7/7/99		?		20.20		??

		20		7/7/99		4		20.21		Page 16

		20		7/7/99		4		20.22		Figure 1

		20		6/30/99		5		20.23		Cover page from joao to eib re 5865-5 (video files)

		20		6/30/99		5		20.24		Fax cover re 5865-5

		21		3/16/99		1		21.1		Correspondence email b/w joao and eib

		22		3/12/99						Process for patent

		22		3/12/99		1		22.1		Fax cover to Ray from eib + process

		22				2				??

		22		3/16/99		3		22.3		Process for patent

		22		?		4				Front page

		22				4		22.4		Invention page 3

		23

		24		?		1				Docket 5865-4

		24				1		24.1		Page 4

		24				1		24.2		Page 5

		24				1		24.3		Page 7

		24				1		24.4		Page 16

		24				1		24.5		Page 18

		24				1		24.6		Page 22

		24				1		24.7		Figure 1

		24				1		24.8		Figure 2 Diagram

		24		6/6/99		2		24.10		Patent mail receipt and check copy for 5865-4

		24		?		2		24.11		Title page

		24		?		2		24.12		Sig page and date

		24		?		2		24.9		Apparatus description of steps with notes

		24		6/7/99		2		24.10		eib sig page

		24		6/7/99		2		24.11		eib sig page

		24		?		2		24.12		Process steps with hand written notes

		24		?		2		24.13		Apparatus steps page 25

		24		6/7/99		2		24.14		Letter to Chris from Joao regarding 5865-3 & 4

		24		6/7/99		2		24.15		Fax cover from eib to Ray

		24		6/7/99		2		24.16		Same as above with difference in fax

		24		6/7/99		2		24.17		1/2 cover page

		24		?		2		24.18		Process page by eib

		24		?		2		24.19		Same as above

		24		?		2		24.20		Power of attorney for 5865-4

		24		?		2		24.21		Unsigned patent page

		24		?		2		24.22		Same as above

		24		9/27/99		3		24.23		Jill Zamas note referencing 5865-2 which suddenly disappeared in review.  Again, Wheeler is called to ? Joao about where 5865-2 had gone.  This note is covered up on the date and with some other pads.  We all became very worried about Joao and what he was up to.  This might have been the patent for video that he was supposed to file but was waiting to find out from Chris about non-US citizens being inventors.  This was supposed to be filed with the information he left with from first meeting and he kept saying we should wait and wait.

		24		9/27/99		3		24.23		Very disturbing why he was able to file one without all inventors but other they kept minnow dragging us on, the video patent.  Now then, this might explain Wheeler trying to get us to R3D everything before we were on file.  Before Wheeler goes with us to R3D he assures us that they are all on file, but I call Joao's and find out different, at meeting I will not tell them video process and Wheeler t

		24		9/27/99		3		24.24		Fax cover to Jill Zamas MLGS

		24		9/27/99		3		24.25		Fax cover to Jill Zamas MLGS

		24		9/27/99		3		24.26		5865-4.1 page 1 but according to fax page 26 and Jill has circled 4.1 to question why it had changed from 5865-2

		24		9/27/99		3		24.27		Page 6 fax stamped page 31

		24		9/27/99		3		24.28		Page 14

		24		9/27/99		3		24.29		Figure 1

		24		9/27/99		3		24.30		Figure 2 Diagram

		24		6/29/99		4				Provisional patent filing receipt 1 side only of 2 sider

		24		6/29/99		4		24.31		5865-4.1

		24						24.32		5865-4.1 page 1

		25		7/29/99		1		25.1		regarding process steps p.21 or p.1

		25		6/3/99		1		25.2		5865-3 filed sig page

		25						25.3		Sig p.2

		25						25.4		5865-3 Copy of mail receipt and check

		25						25.5		Process steps p.2

		25		6/1/99				25.6		Fax Cover

		25						25.7		Fax cover from Ray to eib

		25						25.8		Hand written note from Ray

		25						25.9		5865-3 Patent claiming small entity status

		25						25.10		Process steps p.2

		25		6/3/99				25.11		Hand written letter 6/3/99

		25		6/4/99				25.12		To ray from eib cover page

		25						25.13		Power of attorney for 5865-3

		25		6/3/99				25.14		Hand written letter 6/3/99

		25						25.15		Hand written notes on steps

		25						25.16		Hand written notes on steps

		25		6/3/99				25.17		Fax Cover

		25		6/2/99				25.18		Disclosure

		25						25.19		Hand written notes on cover page

		25						25.20		Fax cover

		26		3/8/99		1		26.1		Copy of CD sent to Joao, same given to Lewin, Rubenstein and Wheeler, believe he received one earlier from Ken around 1/99

		26		1/26/00		2		26.2		Meltzer bill cover page

		26		1/26/00		3		26.3		Fax cover page

		26		1/12/99		3		26.4		Ray Joao letter

		26		1/11/00		4		26.5		Conference notes with Utley and Chris

		26		1/13/00		5		26.6		Regarding 5865-2

		26				6

		26		12/30/99		7		26.7		List of patents according to Meltzer

		26		12/22/99		7		26.8		List of patents according to Meltzer and assigned

		26		8/18/99		8		26.9		Retainer agreement sent to Lewin from Joao

		26		7/1/99		9		26.30		Retainer letter cover page

		26				9		26.31		Retainer letter from Joao to eib

		26				10		26.32		Meltzer description of services

		26				11		26.33		Meltzer engagement agreement

		26				11		26.34		UPS receipt

		26				12		26.35		R3D Agreement

		26		5/11/99		13		26.36		R3D Agreement

		26		5/11/99		13		26.37		same

		26				14		26.38		Meltzer client intake matter

		26				15		26.39		Ray notes

		27				1		27.1		iviewit patent status chart with filing dates

		28		4/5/01		1		28.1		Proskauer change of name from Holdings to Technologies for trademarks

		28		8/9/00		2		28.2		Foley letter explaining errors and consequences to 120

		28		8/9/00		2		28.3		Correspondence p.2

		28		8/9/00		2		28.4		Correspondence p.3

		28		8/9/00		2		28.5		Correspondence p.4

		28		3/13/?		3		28.6		Notes regarding lapses missing ref to a whole bunch of patents

		29		9/18/00		1		29.1		Brian Utley receipt from Patent office

		29				1		29.2		Enclosed pg 5 112 - not enclosed

		29				1		29.3		?

		29		9/18/00		1		29.4		Filing receipt docket 122

		29						29.5		pg 1 - 95 pages

		29						29.6		Cover page for patent 122

		29		9/22/00		2		29.7		Cover letter for patents 122 + 123 but not what is following in package 121 is instead - Brian's patents

		29				2		29.8		pg1 of patent filing

		29						29.9		patent 122 front page

		29						29.10		cover page for 121 not 123, 123 missing

		30		3/24/99		4		30.11		Prov app 5865-1

		30		6/3/99		1		30.1		Prov app 5865-3 date from Meltzer patent dept blanked out

		30		?		1		30.2		Flip side of 30.1 above with eib original video notes showing 320*240 going into 640*480, these notes never made it into Ray's patents

		30		?		1		30.3		Shows Ray's filings with eib notes saying where is 320*240 into 640??

		30		9/22/99		2		30.4		Provisional app 5865-7

		30		12/6/99		2		30.5		5865-7 Weird copy with all kinds of font problems

		30		?		2		30.6		Has unidentified page number in copy of above, with blanks to fill in that have all the 320*240 video parameters

		30		?		2		30.7		Has unidentified page number in copy of above, with blanks to fill in that have all the 320*240 video parameters

		30		?		2		30.8		Has unidentified page number in copy of above, with blanks to fill in that have all the 320*240 video parameters

		30		?		2		30.9		Has unidentified page number in copy of above, with blanks to fill in that have all the 320*240 video parameters

		30		?		3		30.10		Stuffed into back of folder was 5865-10 with no dates on the PCT request form

		31		?						Starts with Foley 7/20/00 letter and ends with tab 10 clear tab document with 6/2/00 fax drawings.

		31		5/31/00		2		31.1		Letter to Brian with page two of the fax referring to "provide me with any additional comments from you and the other inventors." This reference assumes Brian as an inventor on something he did not exist at the time to invent.  Pattern starting.

		31		5/31/00		2		31.2		Continuation

		31		6/1/00		2		31.3		57103-111 Eliot notes with Jude and Zakes correct names on the patents in eib hand notes.

		31		6/1/00		2		31.4		Not to important

		31		8/1/00		1		31.5		57103-111 What is supposed to be filed with office page 24 in 1st claim you see that the claim is directed at streaming only, whereas in Tab 2 on ev 31.6 on my hand noted copy we find that the terms in claim 1are far more encompassing of our vision where we are providing a digital video file vs what is filed providing a streaming file.  Also it was in my notes that there is surprise that we are missing the 320*240 and again it appears left to a later claim.  Notice on the copy to me we are missing this entirely.

		31		8/1/00		1		31.6		57103-111 This is what is attached as filed and the title of the invention is "System and Method for Streaming and enhanced digital video file", now this is filed on 6/2/00 with gov, then on copy with my notes dated 6/1/2000 evidence 31.4 you see the Title as "System & Method for Providing an Enhanced Digital Video File."  Well that says a whole hell of alot.

		31		7/20/00		1		31.7		57103-119 in a letter dated 7/20/00 we see a reference to Foley document 57103-119 which later disappears we think

		31		8/1/00		1		31.8		57103-111 Letter regarding PCT filing attached or following the letter is a doument 31.9 that clearly is smudged over ref number but instead of 111 we see 113 here filed 6/3/00 may be an oversight just strange that it is attached here.

		31		8/3/00		1		31.9		57103-111 Letter regarding PCT filing attached or following the letter is a doument 31.9 that clearly is smudged over ref number but instead of 111 we see 113 here filed 6/3/00 may be an oversight just strange that it is attached here and the number appears whited out

		31		6/2/00		3		31.10		57103-112 fax from steve to brian only - note the note here but also not that again typo's are occuring that are hand scratched out.

		31		7/27/00		5		31.11		57103-114 letter from Brian to Doug and what follows in this book is an empty spot after the letter, not 114

		31		7/27/00		5		31.12		57103-115 letter from Brian to Doug and what follows in this book is an empty spot after the letter, not 115

		31		7/27/00		6		31.13		57103-116 letter from Brian to Doug and what follows in this book is an empty spot after the letter, not 116.  Note that for 11-14 these cover letters seem more like cover-up letters as all of them seem to emphasize to Brian the responsibility of proper inventorship

		31		7/21/00		7		31.14		57103-118 letter from Becker to Utley that we are killing 117 which is completely missing from this book, based on Eliot decision???

		31		7/24/00		7		31.15		57103-118 smudges and more smudges on ref number, sig and date cut off at the bottom

		31		7/6/00		7		31.16		57103-118 lists Utley on an invention he did not exist around during invention

		31		8/2/00		7		31.17		All of the sudden the IVIEWIT IMAGING PROCESS IS STUFFED BACK HERE WITH NOTE "EXHIBIT 1 Docket #57013/120

		31		?		8		31.18		57103-120 This tab starts with no preface or cover letter or docs to PCT.  Eliot and Brian is dead give away that I would not have authorized this.

		31		7/31/00		8		31.19		57103-120 - Eliot hand notes to 1. Amend Ray Joao work worried by Foley and Brian that Ray has missed the goat and me questioning if it will be considered new matter because the applett is blatently left out 2. Comment "Incorrect app on Wednesday 3. ? "what bearing on rights" 4. Course of action 5. Email Armstrong video patents 5. Fax figures 6. EIB to be cc'd on patents, strange why I was never shown these patents until filing time with no time to review 7. No other emailing outside of iviewit domain.  Signed original with my sig buried in note of fax.

		31		7/31/00		8		31.20		57103-120 eib hand notes on draft stating that we do not need network we only need a display, left out of filing

		31		8/31/00		8		31.21		57103-120 eib hand notes on draft stating that we do not need network we only need a display, left out of filing

		31		8/31/00		8		31.22		57103-120 eib hand notes on draft stating that we should include any display, TV,etc. not a computer display, this comment gets ignored and left out of filing

		31		8/8/00		9		31.23		57103-121 letter stating filing with us.  This strangely enough is also missing any kind of normal evidencary material with the draft that is completely fresh

		32		7/26/00		1		32.1		Fax cover page with eib notes from Foley meeting.  Fax pages 1-3. EIB cover notes 1. TAPE ALL CONVERSATIONS 2. "Ray Joao huge liability on not covering zoom in original filing.  You have to imagine that Foley comes in, says Ray's work misses boat, Brian agrees although he has been working with Ray and this has been confirmed by most patent experts who have peeked at this.  Costs to iviewit$$.  The huge liabiliy comment comes from Foley telling us that it may be considered new matter.  I argue nothing new, Ray was blinded by grail effect, went blind after Rubenstein, they claim "maybe."  Wheeler called Rubenstein, I believe, to opine.  My sig is buried in the fax confidentiality.  The significance of the signed docs like this is that I signed because I started to fear document switching for I can't believe mine eyes at Ray's filings.

		32		7/26/00		1		32.2		Fax of 120 to Brian at hotel in Utah, this is one that they now had to show me.  This is why my notes in 31.19 state NO mail outside of iviewit.  Brian is caught sending and talking about documents which are not kept at the office.  Trouble is brewing in Boca, we are all scarred that this may be really happening.

		32		7/26/00		1		32.3		Cover page of 120 in fax pg 7-31 showing A is missing and hand written in on top header, seems odd especially on a document which I do not believe I was intended to be on.

		32		7/26/00		1		32.4		eib hand notes on pg2 120 or pg 9-31 on fax, eib hand notes

		32		7/26/00		1		32.5		eib hand notes on pg2 120 or pg 9-31 on fax, eib hand notes - mentioning microscopes

		32		7/26/00		1		32.6		eib hand notes p.6 or 12-31 on fax, mentions set-top boxes, did this make it in??

		32		7/26/00		1		32.7		eib hand notes on page 7 or 13-31 on fax - eib notes questioning why video 320*240 comes in here and "change to correct difference b/w video and imaging"  did this make it in

		32		7/26/00		1		32.8		eib hand notes on p. 8 or 14-31 evidences that zoom of 1700 is wrong and that we were supposed to be putting in correct formulas.  This dates back to Joaos patents where the 1700 was going to be modified and never it appears was

		32		7/26/00		1		32.9		pg 9 or 15-31 Comments directed solely to Brian

		32		7/26/00		1		32.10		p. 10 or 16-31 eib 70%

		32		7/26/00		1		32.11		p. 11 or 17-31 eib states does not have to be network

		32		7/26/00		1		32.12		p. 15 or 21-31 of fax eib hand notes again we should check that all this made it in, zoom is left out of claim 1 my comments have exclamation, like what's going on here guys, why are all these things we discussed not getting through this late in the game

		32		7/26/00		1		32.13		p.16 or 22-31 on fax - eib notes questioning things never before reviewed like 554,496 and JPEG comments

		32		7/26/00		1		32.14		TX report in the middle of this fax shows p29 not received at 7/26/00 3:54 pm this fax appears to be 7/26/00 at 2:31pm, makes no sense and p.29 of transmission appears to have come through fine on 2:31 fax.

		32		7/26/00		1		32.15		57103-121 - Why are no cross referenced inventions disclosed to the office, this looks like Utley trying to claim inventorship, where are other inventors on this?

		33		?		1				Brian Utley resume submitted to Board by C. Wheeler claiming Brian to be most prominent engineer in IBM labs, most prominent because he was the only one that did not finish college or have an engineering degree

		34

		35		6/2/00		1		35		Black 3 Ring Binder

		35		2/3/99		1		35.1		Note 2.23.99 Rubenstein note.  Note how many of wheeler emails are scrambled

		35		4/21/99		1		35.2		4.21.99 message re R3D

		35		4/28/99		1		35.3		4/28/99 message from Rubenstein

		35				1		35.4		message re: R3D

		35				1		35.5		message re: R3D Huizenga Xing Bibona and Joao

		35		5/27/99		1		35.6		5.27.99 email re: 3D meeting

		36		6/2/00		1		36.1		57103/111 fax 1-31 - Becker includes Utley as inventor in cover note

		36		6/1/00		2		36.2		57103/111 fax 1-49 but cover page states 48 in weird font.  If you look closely at the cover page, and I may be nuts, but it appears that where the message normally is it looks as if the message was covered up on the copy

		36		6/1/00		2		36.3		57103-111 Fax - On this page the Title is "System and Method for Providing An Digital File, this makes no sense!  First it should be AN enhanced digital image and the an definitely points to a missing word here.

		36		6/1/00		2		36.4		Utley references REAL video frame rate confuses us all

		36		6/1/00		2		36.5		57103-113 - Here we see Eliot + Jude + Zak as inventors and next we lose Jude on the way to patent office and I think this later becomes Zak + Eliot

		36		6/1/00		2		36.6		57103-112 Here we see again Eliot + Jude + Zak and this become Eliot + Utley + Rosario

		37		?				37		I hate this folder, everything looks like a scam to cover something up so its hard to start

		37		6/7/99		1		37.1		Un-named on header Joao fax cover page, numbered 581, assume MLGS - on it you see another fax number 516.747.5638 whose fax is this?  Just called and it still registers to a fax number, also number is hand written on number of pages and does not correspond to number of pages faxed.  We should check Joao's home phone and fax bill, he did a lot of weird faxing from his home number to us.  This is transmitted as one page fax and attachments are supposed to be attached and it's a 1 of 1 page fax??  Also under high scan there are weird markings throughout the mesage body

		37		6/7/99		2		37.2		Totally weird fax scratched out hand count of 2 replaced with 3 and hand written disclosure of invention, fax on top is unidentified transmission location or number??  Missing page 2

		37		8/19/99		3		37.3		Joao Confirmation letter which he sent to Wheeler along with patent application and accompanying papers, again we see hand count on fax with corresponding fax has a header dated the 10th even though letter and cover page are 19th.  Whose fax number is 516-747-9363?  Fax cover header is lost no fax number - All the cover pages for faxes from Joao look different in this folder and the fax headers are all screwy

		37		6/28/99		4		37.4		No fax locator number, starts on page 2,

		37		6/7/99		5		37.5		Solo page Power of attorney, no fax header

		37		6/7/99		6		37.6		Independent inventor report with missing header info solo sheet

		37		8/16/99		7		37.7		Power of attorney fac header for 8/16/99 is numberless again, it then appears that I sent the fax to myself on 8/17/99 and on 8/19/99 I signed it and then it loses dates.  Also it was part of a 29 page fax and no other pages other than 3 and 4 of 29.  On other fax header it starts on page 002

		37		9/22/99		8		37.8		Fax becomes numbered with firm #466, assume MLGS, starts on page 2/3, the from is blank.

		37		6/2/99		9		37.9		Un-named fax numbered 487, assume MLG, no second page

		37		6/3/99		10		37.10		Un-named fax numbered 624, assume MLG, no 1st page

		37		6/7/99		11		37.11		Un-named fax numbered 584, assume MLGS, no second page included, again handwritten notes on cover page, again the number of pages is hand changed

		37		6/7/99		12		37.12		Un-named fax numb 593 this my favorite, we can't get any faxes in this folder straight but we can get the bill perfectly transmitted with all pages.  Note on the transmission that there is no cover page

		37		6/8/99		13		37.13		Un-named fax # with label 608 with transmission time listed as 14:12 (or 2:12pm) on top and 2:48pm in the body of the fax message.  How do you go backwards, "it's astounding, time is fleeting, madness takes it toll, in another dimension…"  Next he lists the Company as Lewin & Rubenstein when it should be Goldstein & Lewin or was this originally tagged to Rubenstein

		37		6/8/99		13		37.13		Ok I may be tired but cover page indicates 7 pages and 7 are attached, fax header shows all 5 being transmitted and the last 2 pages have no header info at all?? "In another dimension" and it is a perfect fit for 6 & 7 or is it??  Also it is being sent to Lewin & Rubenstein company at Eliot home fax number.  This whole doc is screwy

		37		6/8/99		13		37.14		Page 2 of 7

		37		6/8/99		13		37.15		Page 3 of 7

		37		6/8/99		13		37.16		Page 4 of 7

		37		6/8/99		13		37.17		Page 5 of 7

		37		6/8/99		13		37.18		Page 6 of 7 missing whole header

		37		6/8/99		13		37.19		Page 7 of 7 missing whole header

		37		3/24/99		14		37.20		Un-named fax machine #697 shows page 2 of 2 no page 1

		37		6/29/99		15		37.21		Fax Proskauer Rose Eliot sig page for something, not sure why it is in this folder??

		38		7/25/00		1		38.1		Letter to Martha from Foley with new cover page for patent portfolio (why??) Also two replacement tables and three pages of text they found missing on 57103/109 (????)

		38		7/24/00		1		38.2		Cover pages do not mention a 57103/101 although there are several references to it becoming other numbers.  Also, fails to mention 117, here we have a 119 (US App and Method for Producing Enhanced Digital images.  This now references 5865-1 with a filing date of 3/10/00 and it appears to be out of order

		38		7/24/00		1		38.3		Same

		38		5/22/00		2		38.4		Copy of 5865-1 to Foley

		38		?		3		38.5		Copy of 57103-120

		38		?		4		38.6		Copy of 57103-121

		39		5/30/00		1		39.1		Fax un-named #817 F&L regarding client matter 101, but attached is 111 trying to make 101 look like a file folder but then go to next bin 39.2  Why must they lose 101???  Also, under scrutiny is the client/matter number which look smudgy

		39		5/3/00		2		39.2		Fax un-named #832 to Brian from Foley re 57103/101 and what is attached is Enhanced Video Draft Claims for Streaming, this would not then be a miscellaneous file folder.  Something smells about 101.  Also fax is stated to be 5/30/00 but there are 5/31/00 fax time stamps

		39		5/3/00		2		39.3		Same but claims and numbers all look strangely formatted and is it not weird that claims would show up in mystery folder with no patent # assigned to them.  Normally claims are drafted after patent application has begun.  This is very very strange.

		39		5/3/00		2		39.4		same

		39		5/3/00		2		39.5		same

		39		5/30/00		1		39.6		Paragraph on "After your review, if you or the inventors feel that any subject matter" notice how on next transmissions regarding 111 he refers to Brian as one of the inventors and finally Brian ends up submitting as applicant for 111

		39		5/30/00		1		39.7		Title of invention is providing an enhanced and in 2 days becomes streaming

		39		5/30/00		1		39.8		on notes 16 fps is noted for animation and cartoons I assume this made it in.  Also note our imaging video engineers from F&L do not know precise number of fps, don't know what ieee is???  Always telling these guys that it really doesn't matter if you scale 1 or 60, in fact, in difficult motion scenes we were adding frames to try and give the encoder more data to process and thus get more motion at certain scenes

		40		5/31/00		1		40.1		Fax un-named #859 of 57103-111 with no transmission to fax number .  On fax cover says 36 pages but time stamp sends 37 also and this is good, Jude appears on this patent on this 5/31/00 document but he does not make it into filing on 6/2/00.  The cover page date for fax is listed as 5/31/00 and it is transmitted on 6/1/00.  Are inventors dropping off patent applications for good reason here???  Seems strange that he would be on draft for 2 days before filing.  Notice all of these are direct correspondence to Brian with the communication cut off to me and Jude and Zak, I am not even cc'd on these correspondences and when we review Utley's hand notes on this document we will find inconsistency with what Zak and Jude are telling him.

		40		5/31/00		1		40.2		111 with Jude's name on first page of draft

		40		5/31/00		1		40.3		on page 2/37 he references bizarre set of claims not attached to any patent # and ends up being later classified as 101, the real question is was 101 deleted from the spreadsheet as an application to later become a miscellaneous folder dated a long time back.  Very strange.

		40		5/31/00		1		40.4		Ubn-named fax #859 has these attached claims listed as belonging to 57103-111 as was the case at evidence 40.3 where I thought it was 57103-101???  Also what you see is a lot of in this document is what appears Brian notes where math is constantly changed and notes refer to "real" video and things like that that we thought strange.

		40		6/2/00		2		40.5		PCT filing for 111 with missing Jude as inventor

		41		3/8/00		1		41.1		Invention of Controllable Image Presentation with Audio and/or text accompaniment, signed by Brian and Martha with Brian as inventor.  Where has this gone?  Brian is listed as sole inventor.  By the by, this invention was not invented by Brian

		41		3/8/00		1		41.2		Invention of Image Overlay Over the Web to facilitate expanded presentation facilities, signed by Brian and Martha with Brian as inventor.  Where has this invention gone?  Also, Brian had nothing to do with this invention.

		41		9/18/00		2		41.3		57103-123 stuffed in folder with other Brian inventions that he does not disclose to us.  Also not that this cover page is changed by hand the number from 105 to 112

		41		?		3		41.4		57103-122 copy as stamped, no date

		41		2/26/01		4		41.5		57103-122 cover letter was unstapled and put in back of this folder with 3 letters.  First letter 2/26/01 regarding Zoom & Pan Imaging using a digital camera.  Inventor now becomes Utley, et al

		41		2/26/01		4		41.6		57103-121 letter for payment

		41		2/26/01		5		41.7		57103-123 Brian's patent in a folder with other Brian mysterious apps

		42		5/1/02		1		42.1		Mink statement that Utley, Reale asked him to participate in stealing iviewit processes and coming to NJ to use it in DL company owned partly by our Board member and investor Bruce Prolow/Carl Tiedemann/Alan Applestein.  Prolow denies knowledge that any of this is happening but at the same time he sends partner Andrew Chesler (who Maurice says has seedy background) to come to LA to tell me I should become the Porn King of LA with him.  Wants me to jot down process for him to start using, I laugh and tell him in the mail.  I inform him that the board and myself want nothing to do to attaching techs to porn.  He is very upset and very persistent, we blow him off.

		43		5/3/02		1		43.1		Letter from Prolow regarding wire of 345.  Does anybody know why such a strange amount would be booked.  Why not 350????  Why not 348?  Seems strange.

		44		7/17/00		1		44.1		Blakely patent status showing no assignments at time properly executed and 2 Brian Utley patents, listed as solo in his name.  Also, are Jude and Zak missing from all Joao filings?? Caroline Blakely findings show 122 & 123 in Utley solo name.  What was on file with patent office.  If only Utley on 122 you have a whole bunch of documents that show it as Utley and Bernstein.  Might be mistake on Blakely part.

		45		8/11/00		1		45.1		Re 112 response to correct defects in application.

		45		7/31/00		1		45.2		Brian signature as President of I View It for Appointment of agent, here on this he signs as president and it goes to iviewit

		45		7/31/00		1		45.3		Brian signature as himself going to his home address????????????????????????

		46		4/18/01		1		46.1		Foley renouncement of Power of attorney for ALL pending US & PCT applications ref 110,111,112, 113, 118 and 120.  Where is reference to 117,119,121,122,123????  Our portfolios contain no #'s 20&21 at all and handwritten 23 on double 22's

		46		11/30/00		2		46.2		Date is messed up but there are notes with symbols.

		46		11/30/00		2		46.3		Date is messed up but there are notes with symbols.

		46		11/30/00		2		46.4		New sheets date is clear now

		46		11/30/00		2		46.5		Here we have two 122's listed on the spreadsheet, this is how they are normally done according generally NOT accepted accounting principles or methods learned while attending the Lewin school of accounting

		47		9/16/99		1		47.1		Brian's executive employment agreement contract has signature page with 2 sets of different font on signature pages, this seems suspicious???

		47		1/13/00		2		47.2		5865-2 - Unregonizable fax header on 1/13/00 from Joao to Brian, cover sheet is totally missing bottom note half.  Also ref number is incomplete 156067.1  Comment is see attached, there is no date or header info, this doc is far different than MLGS fax cover.  Number of pages including cover is 1 and then comment say's see attached??  Next page is a fraud and it is an attempt to cover up 5865-2 which is lost.  No idea why this turns up in Utley's employment agreement folder

		47		1/13/00		2		47.3		5865-2 reference - OK this is really strange the number is now 199193.1 and we still have no header other than the reference that it is 002.  But if you look at these side by side they look to be different fax fonts one is standard font and one is italic font for the 001 and 002.  You make the call. Billion dollar call.

		47		?		3		47.4		Non compete Reale

		47		?		4		47.5		Non Compete Utley

		48		8/2/00		1		48.1		Scratched out number of pages, hand writing again replaces typed number.  (Remember and I know it must seem strange all these references to messed up numbers but if you are switching out inventors or dates, you only need be off on numbers by 1 or 2.   Maybe what we saw had 26 and what was filed has 30?  Or they were planning on walking this set to Utley's residence and they got foiled when Jim and I requested to review the patents that he just wanted me to sign signature pages for.  When we asked for the patents he went ballistic and said they must be signed immediately as the deadline was midnight.  This was a lie as it later turns out from Foley guys that it is the following day at 12pm.  Anyway, we want to copy books and he goes nuts on us.  We copy and leave which gets Brian furious and we discover all kinds of problems in his math and all kinds of missing verbage.  Now come taped calls.  Now comes massive attempt to cover up.

		48		8/2/00		1		48.1		Buy shredder, Mary and Martha try to dispose, Jen and I try to get shredded bags into my office, they break in and dispose of.  You can image that at this point their pants are down, their cover-up blown.  Taped conversations.  Panic.  Switch pages on filings, add inventors, do whatever you can to hide the trail to Brian's house.

		48		8/2/00		1		48.2		Shows that again the page number is hand written.  Shows unexecuted power of attorneys 4 pages.  Missing assignment.  At 121 I am still 1st listed inventor, suddenly it becomes Utley et al vs. Bernstein et.al.  So here on 121 I am supposed to be an inventor and with less than a day I am supposed to sign blank forms for patents I have never seen or dealt with.  Discover all kinds of flaws in math from an engineer, as sold by Chris his best friend, capable of performing engineering review of our product.  His bad math is a constant plague, here in the patents, in the meeting with Jerry Pierce at Universal where he fails to understand that his math and statements are false even when a real engineer is telling him such, also Foley claims that they told Brian his math was wrong prior to us correcting it, and then they still file it bad, also when he sells off 50% of the

		48		8/2/00		1		48.2		company to Alanis Morrisette and Ellen DeGeneres when Epstein catches that he issued stock way over intended .05% because of errors in his math, to when he presents his spreadsheets at Wachovia bank presentation with all the numbers wrong because he typed in the cell numbers and used no formulas at all.  Jim and I had tried to correct this but he was insistent on his correctness and claimed I believe to have invented the Lotus spreadsheet for IBM.  When we get in the meeting the first thing the banker asks is if a complete numb nuts did the spreadsheets because he could not find any cell references and the math was all wrong.  Jim of course was fired by Brian who said Crossbow demanded that we close down the NY office and fire Jim if he were unwilling to move to FL.  Hank Powell later denies he ever demanded Jim being fired or the NY office being closed.  Become very suspicious of Utley.

		48		8/2/00		1		48.3		57103-121 - Here is where I am submitting an application for a patent with no signature.  It is stated on the page evidence 48.2 that we submitt unexecuted declaration power of attorney's.  Still no signature of mine and that is because me and Brian never invented anything.  Not sure if Brian ever invented anything other than putting his name on USPTO documents where he could not belong.  He once asked me to go to a meeting with Foley and told me to tell them that I really wanted him on because it would help get the patents approved if he appeared to be an inventor, I told Maurice, we were both freaked.

		48		8/2/00		1		48.4		57103-121 Brian is here with no signature of Power of Atty

		48		8/2/00		2		48.5		57103-121 Notice to file missing parts.  Oath and declaration missing, yet I become first named inventor.  Also at bottom is a 9/28/00 date of print and 10/6/00 stamp

		48		10/6/00		2		48.6		57103-121 Patent office response to Foley they note; File fee recvd is 888 not 906 now that's got stand out as bad as why Prolow invests 345,000 and not 350.  2. Note there are 3 pages this is one of 3 with an initial that is normally, I THINK, signed on all recieved pages. 3. Boca Raton is spelled wrong and Center in the address for Foley, strange 4. What is this strange ? on L

		48		10/6/00		2		48.7		57103--121 here we lose the initials on a numbered doc, and it’s just getting stranger.

		48		10/6/00		2		48.8		57103-121 here we have a blank page no initials from the patent office, what's up chuck????

		49		?		1		49		Full 57103-123 filing from Blakely notice how they try to put this in .com, might link to intent to BK this particular company.  He knew damn well and so did Foley where the patents were to be.

		49		5/14/01		1		49.1		57103-123 Withdrawal as counsel, number is highlighted not sure by whom.  Note he does not mention this filing in his lengthy letter withdrawing as counsel as evidenced earlier in ove of these evidence docs.

		49		9/18/00		1		49.2		57103-123 Utley has filed his own patent.  Takes a leaf from Joao or maybe he is the "master" and they are young mentors of fraud.

		49		9/18/00		1		49.3		57103-123 Not sure who scratches out the page number that is hand inputed

		49		9/18/00		1		49.4		57103-123  Not sure who scratches out page numbers

		49		9/18/00		1		49.5		57103-123 Not sure what we are covering up here because it's too covered up

		49		9/18/00		1		49.6		57103-123 Caroline this evidence is code and what our copywrite (sp) should have had a lot of since it covered an entire cd and web code.  This is just a small fraction a single frame.  I can guarantee you that he did not write his own code and instead took Zakirul or Tony work products, or perhaps RYJO's attempted stolen code.  Not atttempted and RYJO took a trademark on Phokus Image applett is that not a wee bit criminal under NDA and contract??

		49		?		2		49.7		57103-121 Not sure why this pops into this set here with the word COPY hand written on L side.  I urge you to note the hole punches on this page are single and the font

		49		?		2		49.8		57103-121 the Font on this differs from 49.7 and they are supposed to be the same document, just a copy, but the copy forgets to pick up the dual hole punch and in fact it more looks like a document from prior 123 ev 49.4 but not sure, it still even looks like a 3rd perhaps font.

		49		?		2		49.9		57103-121 Evidence of engineering bad math

		49		?		2		49.10		57103-121 BAD MATH

		49		?		2		49.11		57103-121MORE BAD MATH, THIS A TREATISE ON BAD MATH FROM AN ENGINEER THAT IS SELF TAUGHT AND SELF DEGREE'D

		49		?		3		49.12		57103-122 A COPY -

		50						50		Filing on 5865-1

		50				1		50.1		5865-1 on this Office Action and summary document what strikes me is the mention to claims in 119, 120 121 but these numbers are all missing from our spreads with foley???

		50		9/15/01		1		50.2		Not sure but it looks awfully funny

		50		3/10/00		1		50.3		Not sure but filing date on doc is 3/10/00 Data entry on doc is 5/10/00 at bottom and date mailed is 5/10/00 may be nothing

		50		?????		1		50.4		Incomplete mailing label, now watch the hole punch on the next page that mysteriously covers up reference label but looks kinda close, the problem here is that no other page in this document has a two hole punch and this has only one hole punched twice not two.  Get's better and when you get good at document forging and cutting and pasting you will note that on the next page the Express Mail label is noted at top and then suddenly as if copied from the mailing label itself in identical font is a copy of the mail label.  Very weird

		50		3/10/00		1		50.5		This page is a joke of forgery.

		51								122+121

		51		1/3/01		1		51.1		Notice to file missing parts for 57103/122 does not record an assignment as missing, I thought that was in Foley filing that an assignment was forthcoming and in fact I do not think it ever went.  Also, missing is small entity form, maybe this is going to Utley's house until they are busted.  Note that Utley is the first named inventor on this application.

								51.2		Note that this refers to filing 122 not 123 having 95 pages, yet what is attached is 95 pages of 121.

								51.3		Note assignment to iviewit.com is missing and note that none of this is supposed to be assigned to iviewit.com and Brian and Foley know this damn well.  Maybe if plot at time was to bk iviewit.com than patents would have to have looked like they were going there?  This is very strange since Foley was hired to get assignments correct for comfort of Crossbow.

								51.4		Here attached is marked COPY of 122 cover page with eib and ugly

								51.5		Page 1 of attached COPY of 122 but at the top the 122 is penned in instead of typed in.  Just the 2 mind you is penned in, the 12 is typed, strange????????

								51.6		Now in the same file folder attached is 95 pages of 121 that follows with all 95 pages.  This is very strange since the last pages totaling 10, which were here after the stamp claiming 95 would make it more like 105 pages of 122+121, what's up chuck?

								51.6		Interesting to note that the 10 pages of 122 included all have single hole punch stamped in them.  Then on next set starting at 51.6 labeled 121 we have the first page with a single hole punch and what appears different font than the rest of the headers to  follow and then the remaining pages of the filing all have double punches except front page, and then finally in the back where the camera stuff is attached we return to single punch marks

		52								Blakely file on 57103/115 Candice likes this because all the signatures are nice and neat versus the following patents where it all gets blurry and messed up

		53								Miscellaneous filing documents

										Note no patent includes scaling for cartoon frame rate although we had asked several times, and for flash apps as well, even though we are dealing with Bill Woodward founder of Macromedia and WB Group especially likes for high end graphics like Kung Fu on their site

		54								United States Patent and Trademark Office filing receipt for application # 60/233,341. Filing date 9/18/00. Sole applicant/inventor Brian G. Utley received by Foley and Lardner Dec. 12, 2000.

		55								Tapes of Foley meeting

		56								Tapes of board meetings

		57		4/14/01						Minutes of Iviewit Holdings, Inc. Board of Directors Meeting April 14 Discussions regarding potential investor (Bill Barber). Hank emphasized under no circumstance could Crossbow be involved with company involved with questionable background.

		58		4/17/01		1		58.1		Eliot cease and desist pornography letter.  Letter to Brian from Eliot Bernstein dated April 17, 2001.

		59								Tony and Tammy chat correspondences

		60		3/28/02						Tony 3.28.02 letter of events

		61		11/8/00						Letter background of Bill Barber’s dealings dated 11/8/00

		62		4/16/01		1		62.1		Celebrity Sluts Video Clips dated 4/16/01, which at a later date was shown to employees, on iviewit premises who complained of its severe pornographic nature. Tony and Tammy both contacted Eliot

		62		4/16/01						1.        CD’s celebrity sluts

		62		4/16/01						2.        Files Celebrity Sluts

		63		11/14/00		1		63.1		Letter dated 11.14.00 Simon Bernstein received from Raymond Hersh

		63		2/15/00		2		63.2		Letter from Wheeler that he can not open word documents and they are unintelligible to self proclaimed "geek"

		64								Transact stock and loan to Bruce Prolow without Board approval

		65		1/19/01						1.19.01 Proskauer letter for subscription agreement saying to check with Alpine waiver of it’s antidilution and preemptive rights

		66		3/21/01						Agreement signed with Prolow 3.21.01 and on 4.3.01

		67		3/12/01						3.12.01 Activity report to Walter Merenianin

		68								Internet train name searches and stock exchange drafted by Proskauer

		69		3/5/01						Internet Train acquisition proposal 3.5.01

		70		2/21/01						letters from meetings 2.21.01

		71								Share distribution agreement drafted by Proskauer

		72								Trademarking and name searching done on behalf of Iviewit for this transaction

		73		1/24/01						1.24.01 letter of intent signed on behalf of Iviewit by Raymond Hersh and Brian Utley

		74								Brian board package for Internet train

		75		4/2/01						4.2.01 letter from John Deering at Wachovia, confused as to how company has been changed to DL from technology.  John was very dismayed at Cox meeting when instead of presenting technology, Brian surprised all with new iviewit/ilearnit sexual harassment and distance learning nonsense.  Meeting was a joke.  Deering upset writes this letter

		76								Bonnie Barwick agreement with Iviewit, promise to get her into US

		77								Letters from Crossbow demanding proper accounting and indicating failure of iviewit to comply

		78								Jim Armstrong legal letters of demand of interest and accounting of loans, Jim Armstrong loan correspondences and demand for repayment

		79								Transacted with Raymond Hersh shares of Iviewit stock to Alan Shapiro, Alan Young, Ellen DeGeneres, Alanis Morisette, Atlas Ent, the amount was supposed to be for .5 percent of company and because of their incompetence and bad math they transacted almost 50% of the company to these folks.  We had to redo all completed documents.  They did this without submitting to Board the transaction letters or using Iviewit counsel to prepare

		80								Documents and communications regarding missing laptops, video equip, software

		81		6/20/01		1		81.1		Utley police report

		82								Letters from Steve Sklaar to Mike Real re missing equipment and passwords locking us out of our accounts and all servers

		83								Correspondences and bills for consultants to try and gain access to our destroyed corporate domain and get around password lockout

		84								Missing Loan documents to friends not in completed forms, Prolow, Jason Gregg and cash transaction

		85								Tammy Raymond correspondences threatening the Company and consistent refusal to turn over passwords

		86								Accounting Records I View It companies

		87		8/4/00						8.4.00 Foley & Lardner + Iviewit – tape 1

		88		8/4/00						8.4.00 Foley & Lardner + Iviewit – tape 2

		89		8/2/00						8.2.00 “ “ tape 1

		90		8/2/00						8.2.00 “ “ tape 2

		91		8/2/00						8.2.00 “ “ tape 3

		92		8/2/00						8.2.00”   “tape 1 again

		93		7/31/00						7.31.00 “ “tape 2

		94		7/3/00						7.3.00 “” tape 1

		95		4/14/01						4.14.01”” tape 1

		96		4/14/01						4.14.01””tape 2 and 4.26.01 Board part 1

		97		4/26/01						4.26.01 Board Call Part 2 and 4.20.01 Board part 1

		98		4/20/01						4.20.01 Board Part 2 and 2001 05 08 Board Part 1

		99		5/8/01						5.8.01 Board call part 2 and 4.25.01 Board part 3

		100		4/25/01						4.25.01 Board part ?  and 9.4.01 Board part 1

		101		6/1/01						6.1.01 Foley and :Lardner and Iviewit – not sure of part

		102		6/1/01						6.1.01 Foley and :Lardner and Iviewit – not sure of part

		103		8/13/01						8.13.01 Board call Aidan Si Eliot Kane Buchsbaum and other Nutley misdeeds

		104		9/4/01						9.4.01 Board call part 2

		105		?						Format is weird speed is weird, maybe you can get mystery tape to work so I sent an original

		106		2/14/02						2.14.02 Call with BSTZ part 1

		107		2/14/02						2.14.02 Call with BSTZ part 2 and P. Stephen Lamont and flip side some free law (lesson for grasshoppers, never trust free law and never trust a lawyer your investor is in tight with)

		108								Changed Wachovia BP without approval

		109		2/21/01						Crossbow letters from meetings 2.21.01

		110		4/2/01						4.2.01 letter from John Deering at Wachovia

		111		9/5/00		1		111.1		Letter from Ray clarifying to RYJO we owned IP

		112								Investors who contacted RYJO regarding Iviewit and were told that he owned our applet and that we had no case against him and he was not under NDA

		113								Phokus image applett and active x and hydra

		114		9/5/00						September 5, 2000 Letter stating violation of NDA signed and returned September 9, 1999

		115		8/8/99						Signed NDA August 8, 1999 Real 3D signed confidentiality agreement.

		116								Tim Connoly letter stating he was under R3D NDA as well

		117								Business and Software Strategy prepared for Iviewit by Ryjo. All mentioned applications and developments clearly belong to Iviewit and should be returned as property.

		118		12/8/99						Phokus applet outline prepared 12-8-99. All property of iviewit as well as the TM he filed with no permission.

		119								Ryjo agreement drafted by Mara Lerner Robbins at Proskauer Rose.

		120		9/15/99						September 15, 1999 Real 3D transition plan.

		121		9/14/99						September 14, 1999 Weekly iviewit report. Page 2 – paragraph 3 Richard Gentner, Director, Scaleable Graphics , Real 3D, states Chris Wheeler requested Ryan sign a confidentiality agreement. This document was signed and faxed back to Mr. Wheeler’s office per Richard Gentner.

		122		9/7/99						September 7, 1999 Weekly iviewit report dating projects, meetings and information discovered

		123		3/1/00						March 1, 2000 Ryjo Business Proposal and letter

		124								Vendor Expense Reports with entries regarding Ryjo bills. All work was to be authorized in writing by Mike Reale with written timeline and “not to exceed amount”.  As of April 8, 2001  $179,110.00 was billed with no evidence of written consent for such work.

		125								Hersh emp agreement

		126		2/2/01						Letter to Hank dated 2.2.01 stating California had received 100k

		127								Arthur Anderson or Deloitte audits (Caroline what is he afraid of??)

		128		12/7/00						Letter dated 12.7.00 to Brian from Hank, regarding missing documents

		129		1/29/01						1.29.01 letter stating lapse of responsibility

		130		1/3/01						1.3.01 Tiffany Snow letter

		131		12/11/00						12.11.00 Letter from Crossbow to Ray

		132								Vendor Expense Reports with entries regarding Ryjo bills

		133								Copy of 111 from Blakely

		134								Caroline Binder from counsel with filed docs

		135

		135		8/22/00		1		135.1		8.22.00 Bill page 16 invoice #21057519.  Note on 6/2/00 numerous phone conversations with inventors Utley Bernstein Shirajee Rosario regarding patent 57103-0111 (note the 0111) and this evidences that Jude was a part of patent

		135		8/22/00		1		135.2		Page 20 note 6/2/00 inventor conf call Bernstein, Shirajee Rosario relating to 113, then Jude falls off

		135		8/22/00		1		135.3		page 25 note 7/19/00 phoen conf & letter to Utley re: 0117 under bill 0117 based on patent app 0118

		136		10/11/00		1		136.1		Foley Bill for Brian Stuff p2-13

		136		5/31/00		2		136.2		Foley Bill for Joao charges mainly

		137		6/6/00		1		137.1		Proskauer meeting book

		137		5/31/99		2		137.2		Proskauer 1st invoice

		138		5/4/00		1		138.1		Regarding 57103-110

		139								Tidal 4 & Atlas Entertainment Mistakes and Corrections

		140								Proskauer Bills

		141		?		1		141.1		5865-1 Comparison of what we saw to compare to what was filed - mlgs ref 155639.1

		142		8/19/99		1		142.1		Wheeler draft of Utley employment agreement, not only does he sell us this fraud, he drafts his employment agreement for him?

		143		?		1		143		Provisional documents of Joao

		144		3/8/99

		145		8/2/00		1		145.1		BSTZ revocation of Brian's patent 123

		146								Joao files from that day - print of all including one with scrambled fonts unscrambled

		147		8/4/01		1		147.1		Blakely Letter identifying Utley's Removal from patents

		148		5/22/00		1		148		Foley review letter of RYJO contract

		149		4/27/01		1		149		Exhibit showing Brian adding himself to Jeff, EIB, (should be zakirul+jude) patent app.  He is not listed on copy I review.

		150		7/27/00		1		150.1		57103-120 \EIB hand notes on 57103-120

		151		5/13/02		1		151.1		Draft Letter to Director & Discipline - Harry Moatz

		152		6/13/200		1		152.1		Letter from Boehm to Utley regarding Joint-Venture Joao wants to do with I View It and his patents and guy from Deutche Telekom

		153		2/18/99		1		153.1		Rubenstein the "expert" to review for novelness

		154		7/24/00		1		154.1		Becker to Utley - Hey Joao missed the boat, filings do not have enough disclosure

		155		6/6/00		1		155.1		Becker to Utley regarding 57103-117 with 101 scribbled next to it, this is the most confusing number 117, was it originally 101 which they later claim is a holding file or something, another leaf from the great Joao

		156		5/11/01		1		156.1		Proskauer Rose Lawsuit

		157		?		1		157.1		Brian's message mysteriously cuts date off email that is dated 5.31.00 from Taylor.  Attached is also a WSJ article from 6/21/00, seems a bit odd that they get the WSJ so far in advance.  Must have great luck in the stock markets.

				6/21/00		1		157.2		WSJ article dated 6/21/00 in hand, should check for sure date and attached with 5.31.00 email from Taylor, it get's better

				5/26/00		1		157.3		This also is attached to 5/31/00 Taylor letter with 6/21/00 WSJ article, this whole thing is out there, something afoul

		158				1		158.1		Police Report and Alarm incidents at Townsend

						1				Wheeler emails to Rubenstein re: plan
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facts of the matter and may have seemed scared and afraid. I like both Steve and yourself and
do appreciate all you have done. It does not negate the problems though. Iam unsure of how
you want to proceed with the firm but I think this need to be handled by all involved parties.

Best regards,

Eliot

From: Boehm, Douglas A.

To: Eliot Bernstein (Iviewit)

Sent: 8/9/00 2:46 AM

Subject: PERSONAL AND CONFIDENTIAL

PERSONAL AND CONFIDENTIAL
ATTORNEY-CLIENT PRIVILEGED

Eliot--

I need to discuss something personally with you that is very important
to our working relationship. I am sending this via e-mail and only to
you, without copying Brian or anybody else, so whether you share it or
not is entirely up to you. Please take the time to read and consider

the following.

L am very upset with the way you handled the situation at last Friday's
teleconference with Steve Becker regarding the latest patent application
filing, and I am particularly offended by your exaggerations,
accusations, and criticisms of our work. Ilistened to the tape of the
teleconference, and I was shocked.

First, you know that I am the Foley & Lardner partner responsible for
Iviewit work, and Steve Becker is the associate who reports to me. I
can't believe that you decided to hold that teleconference Friday with
Steve without me being present. That was really low. If you want to
fly off the handle and jump to conclusions without talking to Brian
first, that's your business. But when it comes to making accusations
about the quality of my work product to my associate, that’s my
business.

Second, Steve and I have consistently put 110% effort into everything we
have done for you. Last week, I put in 200% effort, flying down to
Florida on short notice so you can hold a meeting to figure out if you
were going to sue your former patent attorney, having me spending all
the next day with your investment bankers, and then spending the night
in the O’Hare airport and coming directly to work the very next day to
revise and file a patent application for you by midnight. I don't know

8/9/2000
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**********************************

iviewit Confidentiality Agreement

**********************************



The undersigned reader acknowledges that the information provided by iviewit and Simon & Eliot Bernstein in this business plan and at the specified iviewit website is confidential; therefore, reader agrees not to disclose it without the express written permission of Simon L. Bernstein.

This memorandum does not constitute an offer to sell, or a solicitation of an offer to purchase, securities. This business plan has been submitted on a confidential basis solely for the benefit of selected, highly qualified investors and is not for use by any other persons. Neither may it be reproduced, stored, or copied in any form. By accepting delivery of this plan, the recipient acknowledges and agrees that: i) in the event the recipient does not wish to pursue this matter, the recipient will return this copy to iviewit, at the address listed below immediately; ii) the recipient will not copy, fax, reproduce, or distribute this Confidential Business Plan or iviewit   web address, in whole or in part, without written permission; iii) all of the information contained herein will be treated as confidential material. Agreement executed by the recipient prior to, or contemporaneously with, its receipt of this Confidential Business Plan





 Name:  Ken rubenstein     E-mail:  krubenstein@ proskauer.com
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Apparatus and method for processing and/or for providing healthcare information and/or healthcare-related information 

Abstract

An apparatus for providing healthcare information, including a memory device for storing information for at least one of performing a healthcare diagnosis, prescribing a treatment for a healthcare diagnosis, and monitoring a treatment, a receiver for receiving information regarding at least one of an individual's symptom, an individual's condition, and an individual's illness, wherein the information is generated by a healthcare at least one of machine and device, a processor for processing the information in conjunction with the information contained in the memory device, wherein the processor determines at least one of a diagnosis and a prescribed treatment, and further wherein the processor generates at least one of a diagnostic report containing information regarding at least one of a diagnosis, a possible diagnosis, and a list of possible diagnoses, and a treatment report containing at least one of treatment information, drug interaction information, and treatment interaction information, and a transmitter for transmitting at least one of the diagnostic report and the treatment report to at least one of a user and a communication device associated with a user. 
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Claims






1. An apparatus for providing healthcare information, comprising: a memory device for storing information for at least one of performing a healthcare diagnosis, prescribing a treatment for a healthcare diagnosis, and monitoring a treatment; a receiver for receiving information regarding at least one of an individual's symptom, an individual's condition, and an individual's illness, wherein said information is generated by a healthcare at least one of machine and device; a processor for processing said information in conjunction with said information contained in said memory device, wherein said processor determines at least one of a diagnosis and a prescribed treatment, and further wherein said processor generates at least one of a diagnostic report containing information regarding at least one of a diagnosis, a possible diagnosis, and a list of possible diagnoses, and a treatment report containing at least one of treatment information, drug interaction information, and treatment interaction information; and a transmitter for transmitting at least one of said diagnostic report and said treatment report to at least one of a user and a communication device associated with a user. 

2. The apparatus of claim 1, wherein said receiver receives information from at least one of a user and a healthcare provider, and further wherein said processor processes said information from at least one of a user and a healthcare provider in conjunction with said information generated by said healthcare at least one of machine and device and said information stored in said memory device. 

3. The apparatus of claim 1, wherein said memory device contains information regarding a healthcare provider and a healthcare facility, and further wherein said processor at least one of identifies and locates at least one of a healthcare provider and a healthcare facility capable of providing at least one of a diagnosis and a treatment for the individual. 

4. The apparatus of claim 1, wherein at least one of said diagnostic report and said treatment report contains at least one of a textbook materials, reference materials, text information, video information, audio information, audio and video information, a link to information, treatment information, treatment warning information, experimental treatment information, treatment success information, and treatment failure information. 

5. The apparatus of claim 1, wherein said healthcare information is at least one of medical information, surgical information, psychiatric information, psychological information, chiropractic information, dental information, health information, and wellness information. 

6. The apparatus of claim 1, wherein said diagnostic report contains at least one of probability information and statistical information associated with a possible diagnosis. 

7. The apparatus of claim 1, wherein the communication device is at least one of a personal computer, a home computer, a server computer, a network computer, a hand-held computer, a palmtop computer, a laptop computer, a personal communication device, a personal digital assistant, a telephone, a digital telephone, a video telephone, a television, an interactive television, a beeper, a pager, and a watch. 

8. The apparatus of claim 1, wherein said receiver receives information regarding at least one of a treatment to be administered to an individual and a procedure to be performed on an individual, and further wherein said processor processes said information regarding said at least one of a treatment to be administered to an individual and a procedure to be performed on an individual in conjunction with at least one of said diagnostic report and said treatment report, and further wherein said processor generates a treatment response message, wherein said treatment response message contains information for at least one of verifying a treatment to be performed as being correct and providing information for correcting an incorrect treatment. 

9. An apparatus for providing healthcare information, comprising: a memory device for storing information regarding at least one of an event, an occurrence, and a happening, about which at least one of a healthcare provider and a healthcare payer desires to be notified; a processor for processing information regarding one of an individual's healthcare condition, an individual's healthcare symptom, and an individual's illness, in conjunction with said information regarding at least one of an event, an occurrence, and a happening, wherein said processor detects an occurrence of said at least one of an event, an occurrence, and a happening, and further wherein said processor generates a notification message, wherein said notification message provides notification of said at least one of an event, an occurrence, and a happening; and a transmitter for transmitting said notification message to at least one of the healthcare provider, a communication device associated with the healthcare provider, the healthcare payer, and a communication device associated with the healthcare payer. 

10. The apparatus of claim 9, wherein said notification message contains at least one of textbook materials, reference materials, video information, audio information, audio and video information, a link to information, treatment information, treatment warning information, experimental treatment information, treatment success information, and treatment failure information, and further wherein said healthcare information is at least one of medical information, surgical information, psychiatric information, psychological information, chiropractic information, dental information, health information, and wellness information. 

11. The apparatus of claim 9, wherein the communication device is at least one of a personal computer, a home computer, a server computer, a network computer, a hand-held computer, a palmtop computer, a laptop computer, a personal communication device, a personal digital assistant, a telephone, a digital telephone, a video telephone, a television, an interactive television, a beeper, a pager, and a watch. 

12. The apparatus of claim 9, wherein said memory device contains healthcare provider scheduling information, and further wherein said processor at least one of schedules an appointment with a healthcare provider and updates said scheduling information for the healthcare provider. 

13. The apparatus of claim 12, wherein said processor generates a notification message for providing notification of the appointment to at least one of the individual and the healthcare provider, and further wherein said transmitter transmits said notification message to at least one of the individual, a communication device associated with the individual, the healthcare provider, and a communication device associated with the healthcare provider. 

14. An apparatus for providing healthcare information, comprising: a memory device for storing information regarding an individual, the individual's diagnosis, a treatment to be administered to the individual, and a procedure to be performed on the individual; at least one of an input device for entering information regarding at least one of a treatment to be administered to the individual and a procedure to be performed on the individual and a receiver for receiving information regarding at least one of a treatment to be administered to the individual and a procedure to be performed on the individual; a processor for processing said information regarding at least one of a treatment to be administered to the individual and a procedure to be performed on the individual in conjunction with said information stored in said memory device, wherein said processor generates a response message, wherein said response message contains information for at least one of verifying at least one of a treatment to be administered and a procedure to be performed as being correct and providing information for correcting an incorrect at least one of treatment and procedure. 

15. The apparatus of claim 14, wherein said response message is at least one of displayed on a display device, output from an output device, and transmitted to a communication device associated with a user. 

16. The apparatus of claim 14, wherein said response message contains at least one of text information, video information, audio information, and audio and video information. 

17. An apparatus for providing healthcare information, comprising; a memory device for storing information for providing a healthcare training simulation; a receiver for receiving information regarding at least one of a healthcare diagnosis and a prescribed healthcare treatment in response to a presented healthcare scenario; and a processor for processing said information regarding at least one of a healthcare diagnosis and a prescribed healthcare treatment in response to said presented healthcare scenario, wherein said processor applies said information regarding at least one of a healthcare diagnosis and a prescribed healthcare to said presented healthcare scenario, and further wherein said processor generates a revised healthcare scenario, and further wherein said processor stores said information regarding said revised healthcare scenario. 

18. The apparatus of claim 17, further comprising: a transmitter for transmitting at least one of said presented healthcare scenario and said revised healthcare scenario, to a communication device associated with a user. 

19. The apparatus of claim 17, wherein said processor evaluates said at least one of a healthcare diagnosis and a prescribed healthcare treatment. 

20. The apparatus of claim 17, wherein said healthcare information is at least one of medical information, surgical information, psychiatric information, psychological information, chiropractic information, dental information, health information, and wellness information. 





Description






RELATED APPLICATIONS 

[0001] This application claims the benefit of priority of U.S. Provisional Patent Application Ser. No. 60/172,555, filed Dec. 18, 1999, which teaches and discloses an apparatus and method for processing and/or for providing healthcare information and/or healthcare-related information, the subject matter and teachings of which are hereby incorporated by reference herein. 

FIELD OF THE INVENTION 

[0002] The present invention pertains to an apparatus and a method for processing and/or for providing healthcare information and/or healthcare-related information and, in particular, to an apparatus and a method for processing and/or for providing healthcare information and/or healthcare-related information for a variety of healthcare and healthcare related applications. 

BACKGROUND OF THE INVENTION 

[0003] Each year, tens of millions of individuals seek or need the assistance of healthcare professionals. In order to perform proper diagnoses and to prescribe appropriate treatments, healthcare professional or providers typically rely on information which is obtained from patients, relatives of patients, previous providers, and/or healthcare facility and/or hospital staff members. The need to have accurate and/or up-to-date data and/or information, in providing healthcare services and/or healthcare-related services, cannot be emphasized enough. 

[0004] Stories constantly emerge about patients receiving the wrong treatments, having the wrong surgical procedures performed on themselves, receiving a drug or drugs which fatally and/or otherwise adversely interact with another drug or drugs, etc., with stories going on and on. Recently, it has been estimated that between 44,000 and 98,000 individuals die, in the United States alone, as the result of errors or mistakes made by doctors, healthcare providers, and/or healthcare facility workers. There is no doubt that many of these deaths result from inaccurate and/or erroneous information and/or the lack of the availability of correct and/or up-to-date information. 

[0005] Another problem lies with the fact that the main source of patient information, medical histories, family histories, etc., upon which doctors or providers may base their diagnoses and/or treatments, are patients who usually supply this information on questionnaires or forms just prior to seeing the healthcare provider and/or during a preliminary interview with the provider. In this regard, information obtained from these questionnaires or forms, as well as from these preliminary interviews with the providers, may not necessarily result in sufficient, comprehensive, and/or accurate, information being obtained regarding the patient. Further, there is no guarantee that the same information will be provided, in a uniform manner, to a next or different provider. As a result, patient information may not be uniformly distributed and/or be available to providers at the point of treatment and/or otherwise. 

[0006] Another problem which exists in the current healthcare system is that doctors or other providers do not always have the latest information and/or research material available to them prior to, and/or during, the diagnosis and/or treatment process. 

[0007] It is also no secret that healthcare costs are rising at ever-increasing rates and that insurance companies and other healthcare payers expend great resources in processing and reconciling treatment claims and/or claims for healthcare services and/or benefits. Typically, these insurance and/or benefits claims take place in a paper-based environment and, as a result are slow and inefficient. Fraudulent claims and/or claims which cannot be verified pose another major problem for healthcare payers and insurance companies. These problems only serve to add to the growing costs of healthcare, delayed treatments, and a general dissatisfaction with the current healthcare system. 

[0008] Another problem lies in making up-to-date training materials conveniently available to providers in order to allow providers to remain current with state-of-the-art information and training techniques. 

[0009] The list of problems with the current healthcare system goes on and on. In view of the above, there is a great need for an apparatus and a method for providing healthcare information and/or healthcare-related information to the various providers, payers, patients, third party individuals, and/or insurance brokers, agents and/or other intermediaries, which overcomes the shortcomings of prior art. 

SUMMARY OF THE INVENTION 

[0010] The present invention provides an apparatus and methods for providing healthcare information and/or healthcare-related information which overcomes the shortcomings of the prior art. 

[0011] The present invention is directed to an apparatus and a method for processing and/or for providing healthcare information and/or healthcare-related information and, in particular, to an apparatus and a method for processing and/or for providing healthcare information and/or healthcare-related information for a variety of healthcare and healthcare related applications. 

[0012] The apparatus and method of the present invention facilitates the creation and management of a comprehensive healthcare processing system which can manage patient and client records, doctor and other provider records, healthcare insurance and/or payer records, and thereby provide an apparatus, system and methods for providing a variety and a multitude of healthcare information processing applications, processes and services. 

[0013] The present invention facilitates improved healthcare quality, efficient information collection, processing and dissemination, efficient diagnosis and treatment, cost efficiency, cost containment, as well as many other benefits and advantages as will be described herein. The apparatus and method of the present invention also facilitates the distribution and management of healthcare insurance, life insurance, disability insurance, as well as claims processing related thereto. 

[0014] The present invention also provides an apparatus and a method for providing a comprehensive processing system which incorporates data and/or information from any combination and/or all of the participants in the healthcare field, including patients, providers, payers or insurance companies, and/or brokers, agents and/or other intermediaries who act on behalf of any of the above-identified persons or entities. 

[0015] The apparatus of the present invention includes a central processing computer or central processing computer system which can be a network or server computer. The apparatus also includes a healthcare provider communication device or computer which is associated with a healthcare provider such as a healthcare professional, a hospital, a clinic, and/or any other provider of services described herein. The healthcare provider computers) can communicate with, and operate in conjunction with, the central processing computer and/or any of the other computers and/or computer systems or communication devices described herein. 

[0016] The apparatus can also include a healthcare payer communication device or computer which is associated with a healthcare payer such as a healthcare insurer, insurance company, health maintenance organization, a clinic, and/or any other payer of healthcare services and products described herein. The healthcare payer computer(s) can communicate with, and operate in conjunction with, central processing computer and/or any of the other computers and/or computer systems or communication devices described herein. 

[0017] The apparatus can also include a patient or individual user communication device or computer which is associated with a healthcare patient such as a patient, user, or client who seeks or who is provided with healthcare and/or related services, products and/or related information. The patient computer(s) can communicate with, and operate in conjunction with, central processing computer and/or any of the other computers and/or computer systems described herein. 

[0018] The apparatus can also include an intermediary communication device or computer which is associated with an intermediary, a broker, an agent, and/or any other individual and/or entity, that can utilize the present invention in order to act for and/or on behalf of any other individual, party, or entity, described herein. The intermediary computer(s) can communicate with, and operate in conjunction with, central processing computer and any of the other computers and/or computer systems described herein. 

[0019] Each of the central processing computer(s), the provider computer(s), the payer computer(s), the patient computer(s), and/or the intermediary computer(s), can transmit information to, as well as receive information from, any of the computers described herein. In this regard, each of the computers can communicate with, process information from, and/or share data and/or information with, each other and/or any other computer or computers described herein and/or utilized in conjunction with the present invention. In this manner, data and/or information transfer between any of the computers can take place in a bidirectional manner. 

[0020] The central processing computer(s), the provider computer(s), the payer computers(s), the patient computer(s), and the intermediary computer(s), can communicate with one another, and/or be linked to one another, over a communication network, a telecommunication network, a telephone network, a line-connected network, and/or a wireless communication network. 

[0021] The present invention can be utilized on, or over, the Internet and/or the World Wide Web and/or on, or over, any other communication network or system, including, but not limited to, a communication network or system, a telecommunication network or system, a telephone communication network or system, a cellular communication network or system, a wireless communication network or system, a wireless Internet network or system, a wireless World Wide Web network or system, a line or wired communication network or system, a digital communication network or system, a personal communication network or system, a personal communication services (PCS) network or system, a satellite communication network or system, a broad band communication network or system, a low earth orbiting (LEO) satellite network or system, a public switched telephone network or system, a telephone communication network or system, a radio communication network or system, and/or any other communication network or system, and/or any combination of the above communication networks or systems. 

[0022] The apparatus and method of the present invention can utilize electronic commerce technologies and security methods, techniques and technologies, in any and/or all of the instances of data and/or information processing, and/or data and/or information transmission described herein. 

[0023] Each of the central processing computer(s), as well as each of the computers or communication devices associated with each of the herein-described users, patients, providers, payers, and/or intermediaries, can include a central processing unit or CPU, a random access memory device(s) (RAM), a read only memory device(s), and a user input device. Each of the central processing computer(s), as well as each of the computers or communication devices associated with each of the herein-described users, patients, providers, payers, and/or intermediaries, can also include a display device, a transmitter(s), a receiver, a database(s), and an output device. The database(s) can contain any and/or all of the data and or information which is needed to perform the various processing methods, services, functions and/or operations, described herein. 

[0024] The apparatus and method of the present invention can be utilized in numerous preferred embodiments in order to provide a vast array of healthcare and healthcare-related services for any one or more of the various parties described herein. Any patient, user, provider, payer, and/or intermediary, may utilize the present invention in the same, similar and/or analogous manner. 

[0025] The present invention can be utilized for a number of applications, including, but not limited to, determining and/or ascertaining a medical or healthcare diagnosis, verifying and/or checking a diagnosis or treatment, or performing a self-diagnosis. The present invention can be utilized by any of the parties described herein. 

[0026] The present invention can perform a diagnosis from data and/or information which can be entered by a user or provider, from data and/or information which can be obtained from medical or healthcare devices, machines, and/or equipment, and/or from data and/or information which can be entered by a user or provider in conjunction with, or along with, data and/or information which can be obtained from medical or healthcare devices, machines, and/or equipment. 

[0027] The present invention can be utilized to create and maintain comprehensive patient databases which can be accessed via a network environment and/or otherwise, to perform healthcare and/or healthcare-related diagnoses, to provide healthcare and/or healthcare-related expected prognoses, to provide healthcare and/or healthcare-related treatment plans or programs, and/or to provide healthcare and/or healthcare-related treatment progress reports and/or evaluations. 

[0028] The present invention can also be utilized in order to provide training and continuing education services for healthcare and/or healthcare-related professionals, to provide healthcare, healthcare-related, and/or wellness information, to provide information about healthcare and/or healthcare-related patient, providers, payers, and/or intermediaries, to provide scheduling management services for providers, to provide notification services for patients, providers, payers and/or intermediaries, and/or any other parties described herein, and/or to locate providers, payers and/or intermediaries. 

[0029] The present invention can also be utilized in order to provide healthcare and/or healthcare-related claim processing services, claims submissions, claim processing, claim status checking, and claim reconciliation, claim fraud prevention, treatment evaluation, healthcare and/or healthcare insurance policy generation, management and administration, provider, payer and/or intermediary evaluation, drug and/or treatment interactivity, treatment, medication and/or organ availability and/or notification services, patient, provider, payer, intermediary and/or third party, notification services. The present invention can also be utilized as a clearinghouse for facilitating the offering, selling, buying, trading, and/or other commerce and/or transactions, involving healthcare and/or healthcare-related services, products and/or goods. 

[0030] The various computers and/or communication devices can be utilized to transmit and/or to receive transmissions, information, messages, and/or notification messages and/or signals, to and/or between, the respective parties associated with the respective computers and/or communication devices. The transmission of information, messages, and/or notification messages and/or signals can be effected via any one or more of e-mail messages, telephone messages, beeper or pager messages, physical mail delivery, electronic data transmission, and/or can be made via any other suitable and/or appropriate communication method and/or technique. 

[0031] The present invention can be utilized in order to perform a diagnosis of a sickness, illness and/or other condition. The present invention can also be utilized to ensure that a proper treatment and/or procedure is performed on the patient, and/or to ensure that a subsequent treatment and/or treatments are performed as prescribed. The present invention can also be utilized in order to prevent medical and/or surgical mistakes, mishaps and/or other instances when improper treatment could occur. 

[0032] The present invention can also be utilized to allow a subsequent care provider to re-evaluate a patient's condition and/or records and to seek additional assistance for the patient, and/or to perform a separate and independent assessment and/or diagnosis of the patient. 

[0033] The present invention can also be utilized in order to access a patient's or a client's record(s) and input information concerning the treatment and/or procedure to be performed. Thereafter, the present invention can provide notification to a healthcare professional that the treatment and/or procedure may be a prescribed treatment or procedure or a non-prescribed treatment and/or procedure. 

[0034] Any and/or all processing described herein can be performed in conjunction with a patient's medical history, family history, allergic conditions information, and/or with any other information deemed important and/or essential in the an individual's healthcare diagnoses and/or treatments. 

[0035] The present invention can also be utilized to perform treatment evaluations and/or treatment monitoring so as to allow for an evaluation and/or a monitoring of treatment and/or for providing training for healthcare providers and/or professionals. The present invention can also be utilized in order to allow payer and/or insurance companies to evaluate treatments, treatment plans, treatment progress, and/or any other evaluations and/or verifications for healthcare claims processing. 

[0036] The present invention can provide treatment evaluation and/or monitoring for healthcare payers which can be utilized for performing claims processing, provider evaluations, patient evaluations, and/or any other useful and/or desired purpose. 

[0037] The present invention can also be utilized to create and maintain a comprehensive patient healthcare database which can be accessed by any provider, payer, intermediary, and/or other party or user, in order to access the patient's healthcare files and/or records. The comprehensive database can provide data and/or information source which can be accessed by any provider, from anywhere in the world, and at any time, in order to obtain information about a patient in his, her, or its care. Payers can also utilize the comprehensive database in order to ascertain payment eligibility, the existence of pre-existing conditions and/or to obtain any other useful information. 

[0038] The present invention can also be utilized in order to find and/or to locate providers and/or payers of, and for, respectively, various healthcare treatments, healthcare services and/or healthcare goods or products and/or healthcare-related goods or products. The present invention can also be utilized to find a payer or insurance company for providing desired coverage and/or for paying for certain treatments and/or procedures. 

[0039] The present invention can also be utilized to find and/or locate supplies, body organs, blood, medications, and/or any other goods, products, and/or supplies, etc. The present invention can also be utilized by intermediaries, such as insurance brokers, who need to find certain insurance companies and/or payers who meet the needs of certain patients and/or clients, and/or other individuals and/or third parties. 

[0040] The present invention can also be programmed to provide notification of the availability of a provider, the emergence of a patient in need of a certain care, the availability of a payer or an insurance company to offer a policy or a certain policy, the availability of a healthcare facility to provide certain care, the availability of certain supplies, a body organ, a blood type, an expiration of an insurance policy (i.e. healthcare insurance, life insurance, disability insurance, etc.,) and/or the occurrence of any event which may be of interest to any of the patients, users, providers, payers, and/or intermediaries, described herein. 

[0041] The present invention can also be utilized to schedule appointments with any of the patients, providers, payers, and/or intermediaries, described herein. 

[0042] The present invention can be utilized by intermediaries, such as, but not limited to brokers, insurance brokers, agents, and others, in order to service their respective clients. The present invention can be utilized to prepare policy quotes, to compare available policies, to generate and/or underwrite policies, and to service policy claims. In this, manner, the present invention can provide a platform for allowing a broker to provide improved services to his or her clients while also providing for a more paperless working relationship. 

[0043] The present invention can also be utilized to process healthcare claims. The present invention can allow any of the patients, providers, payers, users, and/or intermediaries, to file claims with the respective party electronically and/or otherwise. The present invention can provide for the processing, tracking and reconciliation, of any and/or all healthcare claims and/or healthcare-related claims. 

[0044] The present invention can also be utilized to notify any party described herein, as well as any third parties, regarding any event, happening, occurrence, and/or any aspect of any claim submission and/or processing activities. 

[0045] The present invention can also provide for automatic claim submission via the central processing computer once a final diagnosis and treatment has been prescribed by a provider and/or upon the occurrence of an examination and/or the administration of a treatment. 

[0046] The present invention can also be utilized, in the manner described above in connection with claiming healthcare insurance benefits, disability insurance benefits, and/or life insurance benefits. 

[0047] The present invention can also be utilized to administer and/or maintain financial accounts for, and/or on behalf of, any of the patients, users, providers, payers, and/or intermediaries, described herein. The present invention can maintain detailed records of any and/or all of such transfers and/or transactions and provide periodic account statements to the respective parties maintaining accounts with the present invention. 

[0048] The apparatus and method of the present invention can also utilize electronic signatures and/or process electronic signatures and/or electronic signature information which can correspond to any of the herein-described parties in performing any of the herein-described processing routines and/or functions. 

[0049] The apparatus and method of the present can also be utilized as a healthcare training simulator for any of the providers, healthcare providers, healthcare professionals, and/or other providers described herein. The present invention can also be utilized by any user and/or individual wishing to learn about a certain healthcare field or topic. Data and/or information collected and/or stored by the apparatus, which relates to symptoms and/or conditions, as well as responses to treatments, can be utilized in order to present realistic and confidential training scenarios. 

[0050] The present invention can also provide for the security and/or the confidentiality of any and/or all of the data and/or information stored by, and/or processed by, same. Identification cards can also be utilized so as to store pertinent information for any of the respective parties so as to provide the respective party with access to various data and/or information and/or any processing functionality which can be provided by the present invention. 

[0051] The present invention can also utilize intelligent agents, software agents, and/or mobile agents, which agents can be programmed to act for, and/or on behalf of, any of the parties described herein. The intelligent agent(s) can act on behalf of the respective party in various related interactions and/or other activities which are described as being performed herein and/or which may be incidental and/or related thereto. Therefore, the present invention also provides an agent-based apparatus and method for providing healthcare information and/or healthcare-related information. 

[0052] The apparatus of the present invention can also be programmed to be self-activating and/or activated automatically. The apparatus of the present invention can also be programmed in order to automatically generate and/or transmit any of the emails, electronic message transmissions, electronic notification transmissions, and/or any of the communications, described herein, between any of the parties which utilize the present invention. 

[0053] The data and/or information, described as being stored in the various databases utilized by the respective computers and/or communication devices can be continuously updated so as to store the latest values for the data and/or information and can be stored and be made available for future processing routines. 

[0054] Any and/or all of the data and/or information described herein as being stored in any of the various databases, can be linked via relational database techniques and/or via any appropriate database management techniques. The data and/or information can be updated via inputs from any of the computers and/or communication devices described herein, and/or external computers or communication devices, in real-time, and/or via dynamically linked database management techniques. The data and/or information which is stored in the various databases can be linked via any suitable data linking techniques such as, for example, dynamically linked lists (DLLs), linked lists, and object links embedded (OLE's). 

[0055] Accordingly, it is an object of the present invention to provide an apparatus and a method for processing and/or for providing healthcare information and/or healthcare-related information. 

[0056] It is another object of the present invention to provide an apparatus and a method for processing and/or for providing healthcare information and/or healthcare-related information, in a network environment. 

[0057] It is still another object of the present invention to provide an apparatus and a method for processing and/or for providing healthcare information and/or healthcare-related information, which can be utilized in a number of healthcare and/or healthcare-related applications. 

[0058] It is yet another object of the present invention to provide an apparatus and a method for processing and/or for providing healthcare information and/or healthcare-related information, which provides and/or facilitates the creation and management of a comprehensive healthcare processing system. 

[0059] It is another object of the present invention to provide an apparatus and a method for performing healthcare diagnoses. 

[0060] It is still another object of the present invention to provide an apparatus and method for performing a healthcare diagnosis from data and/or information which can be entered by a user or provider. 

[0061] It is yet another object of the present invention to provide an apparatus and method for performing a healthcare diagnosis from data and/or information which can be obtained from medical or healthcare devices, machines, and/or equipment. 

[0062] It is another object of the present invention to provide an apparatus and method for performing a healthcare diagnosis from data and/or information which can be entered by a user or provider in conjunction with, or along with, data and/or information which can be obtained from medical or healthcare devices, machines, and/or equipment. 

[0063] It is still another object of the present invention to provide an apparatus and a method for performing healthcare diagnoses, in a network environment. 

[0064] It is yet another object of the present invention to provide an apparatus and a method for prescribing healthcare treatments. 

[0065] It is another object of the present invention to provide an apparatus and a method for prescribing healthcare treatments, in a network environment. 

[0066] It is still another object of the present invention to provide an apparatus and a method for providing healthcare information which can incorporate data and/or information from any combination and/or all of the participants in the healthcare field, including patients, users, providers, payers or insurance companies, and/or brokers, agents and/or other intermediaries who act on behalf of any of the above-identified persons or entities. 

[0067] It is another object of the present invention to provide an apparatus and a method for providing healthcare information which can be utilized by a healthcare professional to verify and/or to check a diagnosis. 

[0068] It is another object of the present invention to provide an apparatus and a method for providing healthcare information which can be utilized by an individual to perform a self-diagnosis. 

[0069] It is still another object of the present invention to provide an apparatus and a method for providing healthcare information which can be utilized to create and/or to maintain a comprehensive patient database which can be accessed to perform any one or more of healthcare and/or healthcare-related diagnoses, to provide healthcare and/or healthcare-related expected prognoses, to provide healthcare and/or healthcare-related treatment plans or programs, and/or to provide healthcare and/or healthcare-related treatment progress reports and/or evaluations. 

[0070] It is another object of the present invention to provide an apparatus and a method for providing healthcare information which can be utilized as a healthcare training simulator. 

[0071] It is another object of the present invention to provide an apparatus and a method for providing healthcare training. 

[0072] It is another object of the present invention to provide an apparatus and a method for providing healthcare information which can be utilized to provide scheduling management services for providers, payers, providers, users, and/or intermediaries. 

[0073] It is another object of the present invention to provide an apparatus and a method for providing healthcare information which can be utilized to provide notification services for patients, providers, payers, users, and/or intermediaries, It is another object of the present invention to provide an apparatus and a method for providing healthcare information which can be utilized to locate providers, payers, patients, users, and/or intermediaries. 

[0074] It is still another object of the present invention to provide an apparatus and a method for providing healthcare information which can be utilized to provide healthcare claim processing services. 

[0075] It is yet another object of the present invention to provide an apparatus and a method for providing healthcare information which can be utilized to provide healthcare claim processing services, including any one or more of claims submissions, claim processing, claim status checking, claim reconciliation, and/or claim fraud prevention. 

[0076] It is another object of the present invention to provide an apparatus and a method for providing healthcare information which can be utilized to provide healthcare treatment evaluation. 

[0077] It is still another object of the present invention to provide an apparatus and a method for providing healthcare information which can be utilized to provide healthcare insurance policy generation, policy management, and/or policy administration. 

[0078] It is yet another object of the present invention to provide an apparatus and a method for providing healthcare information which can be utilized to provide provider, payer, and/or intermediary evaluation. 

[0079] It is another object of the present invention to provide an apparatus and a method for providing healthcare information which can be utilized to provide information regarding drug and/or treatment interactivity, and/or treatment, medication, and/or organ availability. 

[0080] It is another object of the present invention to provide an apparatus which can be utilized as a clearinghouse for facilitating the offering, selling, buying, trading, and/or other commerce and/or transactions, involving healthcare and/or healthcare-related services, products and/or goods. 

[0081] It is still another object of the present invention to provide an apparatus and a method for providing healthcare information which can be utilized to ensure that a proper treatment(s) or procedure(s) is prescribed for a patient and/or that a proper treatment and/or procedure is administered to, or performed on, a patient. 

[0082] It is another object of the present invention to provide an apparatus and a method for providing healthcare information which can be utilized to access a patient's or a client's record(s) and/or to obtain information concerning a treatment and/or a procedure to be performed. 

[0083] It is still another object of the present invention to provide an apparatus and a method for providing healthcare information which can be utilized to provide healthcare diagnoses in conjunction with a patient's medical history, family history, allergic conditions information, and/or with any other information deemed important and/or essential in the an individual's healthcare diagnosis and/or treatment. 

[0084] It is still another object of the present invention to provide an apparatus and a method for providing healthcare information which can be utilized to allow payers and/or insurance companies to evaluate treatments, treatment plans, treatment progress, and/or any other evaluations and/or verifications, for healthcare claims processing. 

[0085] It is yet another object of the present invention to provide an apparatus and a method for providing healthcare information which can be utilized to allow providers or payers to evaluate treatments, treatment plans, treatment progress, and/or any other evaluations and/or verifications, claims processing for providing healthcare and/or related services. 

[0086] It is still another object of the present invention to provide an apparatus and a method for providing healthcare information which can be utilized to find and/or locate supplies, body organs, blood, medications, and/or any other goods, products, and/or supplies, etc. 

[0087] It is another object of the present invention to provide an apparatus and a method for providing healthcare information which can be utilized to find and/or locate a payer or insurance company for providing desired coverage and/or for paying for certain treatments and/or procedures. 

[0088] It is still another object of the present invention to provide an apparatus and a method for providing healthcare information which can be utilized by intermediaries, such as insurance brokers, to find and/or locate insurance companies and/or payers who meet the needs of certain parties. 

[0089] It is still another object of the present invention to provide an apparatus and a method for providing healthcare information which can be programmed to provide notification of the availability of a provider, the emergence of a patient in need of a certain care, the availability of a payer or an insurance company to offer a policy or a certain policy, the availability of a healthcare facility to provide certain care, the availability of certain supplies, a body organ, a blood type, an expiration of an insurance policy, and/or the occurrence of any event which may be of interest to patients, users, providers, payers, and/or intermediaries. 

[0090] It is still another object of the present invention to provide an apparatus and a method for providing healthcare information which can be utilized to prepare insurance policy quotes, compare available policies, generate policies, and service policy claims. 

[0091] It is another object of the present invention to provide an apparatus and a method for providing healthcare information which can be utilized to provide for automatic healthcare claim submission. 

[0092] It is another object of the present invention to provide an apparatus and a method for providing healthcare information which can be utilized to provide for automatic healthcare claim submission once a final diagnosis has been determined and/or a treatment has been prescribed. 

[0093] It is still another object of the present invention to provide an apparatus and a method for providing healthcare information which can be utilized to claim healthcare insurance benefits, disability insurance benefits, and/or life insurance benefits. 

[0094] It is yet another object of the present invention to provide an apparatus and a method for providing healthcare information which can be utilized to administer and/or maintain financial accounts for, and/or on behalf of, any of the patients, users, providers, payers, and/or intermediaries, described herein. 

[0095] It is another object of the present invention to provide an apparatus and a method for providing healthcare information which can provide for the security and/or the confidentiality of any data and/or information concerning patients, users, providers, payers, and/or intermediaries. 

[0096] It is still another object of the present invention to provide an apparatus and a method for providing healthcare information which can be utilized in conjunction with identification cards which are utilized to store information regarding patients, providers, payers, users, and/or intermediaries. 

[0097] It is another object of the present invention to provide an apparatus and a method for providing healthcare information which can be utilized in conjunction with intelligent agents, software agents, and/or mobile agents. 

[0098] It is yet another object of the present invention to provide an apparatus and a method for providing healthcare information which can be programmed to be self-activating and/or activated automatically. 

[0099] It is another object of the present invention to provide an apparatus and a method for providing healthcare information which can be utilized to automatically generate and/or transmit any of the e-mails, electronic message transmissions, electronic notification transmissions, and/or any of the communications, described herein, between any of the parties which utilize the present invention. 

[0100] It is still another object of the present invention to provide an apparatus and a method for providing healthcare information which can be utilized in conjunction with various electronic commerce technologies and/or security methods, techniques and technologies. 

[0101] It is yet another object of the present invention to provide an apparatus and method for providing healthcare information which can utilize electronic signatures and/or process electronic signatures and/or electronic signature information in performing any of the herein-described processing routines and/or functions. 

[0102] Other objects and advantages of the present invention will be apparent to those skill in the art upon a review of the Description of the Preferred Embodiment, taken in conjunction with the Drawings which follow. 

BRIEF DESCRIPTION OF THE DRAWINGS 

[0103] In the Drawings: 

[0104] FIG. 1 illustrates a preferred embodiment of the present invention, in block diagram form; 

[0105] FIG. 2 illustrates the central processing computer of FIG. 1, in block diagram form; 

[0106] FIG. 3 illustrates the provider communication device of FIG. 1, in block diagram form; 

[0107] FIG. 4 illustrates the payer communication of FIG. 1, in block diagram form; 

[0108] FIG. 5 illustrates the patient communication device of FIG. 1, in block diagram form; 

[0109] FIG. 6 illustrates the intermediary communication device of FIG. 1, in block diagram form; 

[0110] FIGS. 7A and 7B illustrate a preferred embodiment method of using the present invention, in flow diagram form; 

[0111] FIGS. 8A and 8B illustrate another preferred embodiment method of using the present invention, in flow diagram form; 

[0112] FIGS. 9A and 9B illustrate still another preferred embodiment method of using the present invention, in flow diagram form; 

[0113] FIG. 10 illustrates yet another preferred embodiment method of using the present invention, in flow diagram form; 

[0114] FIGS. 11A and 11B illustrate another preferred embodiment method of using the present invention, in flow diagram form; 

[0115] FIGS. 12A and 12B illustrate still another preferred embodiment method of using the present invention, in flow diagram form; 

[0116] FIGS. 13A, 13B and 13C illustrate yet another preferred embodiment method of using the present invention, in flow diagram form; 

[0117] FIGS. 14A and 14B illustrate another preferred embodiment method of using the present invention, in flow diagram form; and 

[0118] FIGS. 15A and 15B illustrate another preferred embodiment method of using the present invention, in flow diagram form. 

DESCRIPTION OF THE PREFERRED EMBODIMENT 

[0119] The present invention is directed to an apparatus and a method for processing and/or for providing healthcare information and/or healthcare-related information and, in particular, to an apparatus and a method for processing and/or for providing healthcare information and/or healthcare-related information for a variety of healthcare and healthcare related applications. 

[0120] The apparatus and method of the present invention facilitates the creation and management of a comprehensive healthcare processing system which can manage patient and client records, doctor and other provider records, healthcare insurance and/or payer records, and thereby provide an apparatus, system and methods for providing a variety and a multitude of healthcare information processing applications, processes and services. 

[0121] The present invention facilitates improved healthcare quality, efficient information collection, processing and dissemination, efficient diagnosis and treatment, cost efficiency, cost containment, as well as many other benefits and advantages as will be described herein. 

[0122] The apparatus and method of the present invention also facilitates the distribution and management of healthcare insurance, life insurance, disability insurance, as well as claims processing related thereto. 

[0123] The present invention also provides an apparatus and a method for providing a comprehensive processing system which incorporates data and/or information from any combination and/or all of the participants in the healthcare field including, but not limited to, patients and those seeking healthcare, healthcare providers, doctors, including medical doctors, surgeons, physicians, dentists, psychologists, optometrists, podiatrists, osteopaths, chiropractors, pharmacists, therapists, physical therapists, respiratory therapists, nurses, healthcare aids, nutritionists, and/or any other person, individual and/or professional who can provide healthcare, healthcare-relate, wellness and/or wellness-related services and/or products, insurance companies, healthcare insurance companies, disability insurance companies, casualty insurance companies, health maintenance organizations, healthcare providers, and any other payer and/or provider of healthcare services and/or products, healthcare claims processing centers, healthcare insurance brokers and/or agents , and/or any other third party and/or intermediary who or which acts on behalf of another and/or assists in to providing of healthcare and/or related services. 

[0124] Applicant hereby incorporates by reference herein the subject matter and teachings of U.S. Provisional Patent Application Ser. No. 60/172,555 which teaches and discloses an apparatus and method for processing and/or for providing healthcare information and/or healthcare-related information. 

[0125] Applicant also hereby incorporates by reference herein the subject matter of U.S. patent application Ser. No. 09/162,889 which teaches an apparatus and method for processing healthcare data. Applicant also hereby incorporates by reference herein the subject matter of U.S. Patent No. 5,961,332 which teaches an apparatus for processing psychological data and method of use thereof. 

[0126] As used herein, the terms "individual", "patient", "client", "user" or the like, or their plural forms, refers to any person, individual, patient, and/or client who uses the present invention, and/or who seeks and/or who receives healthcare services, healthcare-related services, healthcare-related information, and/or any of the other services and/or products provided by the present invention. 

[0127] As used herein, the terms "doctor", "healthcare provider", "provider", "therapist", "healthcare information specialist", etc., or their plural forms, refers to any medical doctor, including any and all of the various medical specialists and/or specialties, including, but not limited to internists, orthopedists, opthamalogists, cardiologists, hematologists, endocrinologists, oncologists, ears, nose and throat specialists, neurologists, urologists, gastrointerologists, dermatologists, pediatricians), medical specialist, surgeon, surgical specialists, including any and/or forms and/or types of surgeons), physician, dentist, psychiatrist, psychologist, optometrist, podiatrist, osteopath, chiropractor, pharmacist, therapist, physical therapist, respiratory therapist, nurse, healthcare aid, nutritionist, and/or any other person, individual and/or professional who can provide healthcare, healthcare-relate, wellness and/or wellness-related services and/or products. 

[0128] As used herein, the terms "insurer", "payer", "insurance provider", "heath insurance provider", "life insurance provider", "disability insurance provider", etc., or their plural forms, refers to any insurance companies, healthcare insurance companies, disability insurance companies, casualty insurance companies, health maintenance organizations, healthcare providers, and any other payer and/or provider of healthcare services and/or products, who which provide and/or pay for healthcare and/or healthcare-related benefits, services, and/or products, and/or who or which provide respective health insurance, life insurance and/or disability insurance benefits, services and/or products. 

[0129] As used herein, the terms "broker", "agent", "billing service", "collection agent", "manager", "intermediary", "assistant", etc., or their plural forms, refer to any broker, insurance broker, agent, insurance agent, intermediary, third party, billing service provider, collection agent, claim processing agent, and/or any other person, individual, and/or entity, which acts on behalf of, or for, any of the individuals, patients, doctors, healthcare providers, insurers, payers, etc., described herein. 

[0130] FIG. 1 illustrates the apparatus of the present invention, in block diagram form. The apparatus of the present invention is denoted generally by the reference numeral 100. In the preferred embodiment, the apparatus 100 of the present invention includes a central processing computer or central processing computer system 10 (hereinafter referred to as the "central processing computer 10"). In the preferred embodiment the central processing computer 10 can be a network or server computer. 

[0131] In the preferred embodiment, the central processing computer 10 can provide control over the apparatus 100 and can perform any of the various processing services and/or functions described herein. The central processing computer 10 may be a single computer or system of computers and/or may be include a plurality of computers or computer systems which are utilized in conjunction with one another. The central processing computer 10, in the preferred embodiment can provides services for any of the other computers and/or computer systems described herein as being associated with any of the individuals, patients, healthcare providers, insurers, payers, brokers, agents, and/or intermediaries, described herein. 

[0132] The apparatus 100 also includes a healthcare provider communication device or computer 20 (hereinafter referred to as "provider communication device 20" or "provider computer 20") which is associated with a healthcare provider such as a healthcare professional, a hospital, a clinic, and/or any other provider of services described herein. Any number or amount of healthcare provider computers 20 can be utilized in conjunction with a healthcare provider and/or group of providers. The healthcare provider computer(s) 20 can communicate with, and operate in conjunction with, the central processing computer 10 and/or any of the other computers and/or computer systems associated with any of the other individuals and/or entities which utilize and/or operate in conjunction with the present invention. 

[0133] The apparatus 100 can also includea healthcare payer communication device or computer 30 (hereinafter referred to as "payer communication device 30" or "payer computer 30") which is associated with a healthcare payer such as a healthcare insurer, insurance company, health maintenance organization, a clinic, and/or any other payer of healthcare services and products described herein. Any number or amount of healthcare payer computers 30 can be utilized in conjunction with a healthcare payer and/or group of payers. The healthcare payer computer(s) 30 can communicate with, and operate in conjunction with, central processing computer 10 and/or any of the other computers and/or computer systems associated with any of the other individuals and/or entities which utilize and/or operate in conjunction with the present invention. 

[0134] The apparatus 100 can also includea patient or individual user communication device or computer 40 (hereinafter "patient communication device 40" or "patient computer 40") which is associated with a healthcare patient such as a patient, user, or client who seeks or who is provided with healthcare and/or related services, products and/or related information. The patient communication device 40 can also be utilized by any individual, party, or entity, who or which may merely utilize the present invention in order to obtain information of interest. 

[0135] A patient communication device 40 may also be located at public places or locations, such as at kiosks or other publicly available computer or communication devices. Any number or amount of patient computers 40 can be utilized in conjunction with a patient and/or group of patients. The patient computer(s) 40 can communicate with, and operate in conjunction with, the central processing computer 10 and/or any of the other computers and/or computer systems associated with any of the other individuals and/or entities which utilize and/or operate in conjunction with the present invention. 

[0136] The apparatus 100 can also includean intermediary communication device or computer 50 (hereinafter referred to as "intermediary communication device 50" or "intermediary computer 50") which is associated with an intermediary, a broker, an agent, and/or any other individual and/or entity, that can utilize the present invention in order to act for and/or on behalf of any other individual, party, or entity, described herein. Any number or amount of intermediary computers 50 can be utilized in conjunction with an intermediary and/or group of intermediaries. The intermediary computer(s) 50 can communicate with, and operate in conjunction with, the central processing computer 10 and any of the other computers and/or computer systems associated with any of the other individuals and/or entities which utilize and/or operate in conjunction with the present invention. 

[0137] In the preferred embodiment, any of the provider computer(s) 20, the payer computer(s) 30, the patient computer(s) 40, and/or the intermediary computer(s) 50, can be any computer or communication device, including, but not limited to, a personal computer, a home computer, a server computer, a network computer, a hand-held computer, a palmtop computer, a laptop computer, a personal communication device, a personal digital assistant, a telephone, a digital telephone, a television, an interactive television, a beeper, a pager, and/or a watch. 

[0138] Each of the central processing computer(s) 10, the provider computer(s) 20, the payer computer(s) 30, the patient computer(s) 40, and/or the intermediary computer(s) 50, can transmit information to, as well as receive information from, any of the computers 10, 20, 30, 40, and 50, described herein. In this regard, each of the computers 10, 20, 30, 40, and 50, can communicate with, process information from, and/or share data and/or information with, each other and/or any other computer or computers 10, 20, 30, 40, and 50, described herein and/or utilized in conjunction with the present invention. In this manner, data and/or information transfer between any of the computers 10, 20, 30, 40, and 50, can communicate with any other computer or computers 10,20, 30, 40, and 50, in a bi-directional manner. 

[0139] The central processing computer(s) 10, the provider computer(s) 20, the payer computers(s) 30, the patient computer(s) 40, and the intermediary computer(s) 50, can communicate with one another, and/or be linked to one another, over a communication network, a telecommunication network, a telephone network, a line-connected network, and/or a wireless communication network. Each of the computers 10, 20, 30, 40, and 50, can be linked with any other computer or computers directly or indirectly directly or indirectly with one another so as to facilitate a direct or indirect bi-directional communication said respective computers. 

[0140] In the preferred embodiment, the present invention is utilized on, and/or over, the Internet and/or the World Wide Web. The present invention, in the preferred embodiment, can also utilize wireless Internet and/or World Wide Web services, equipment and/or devices. The central processing computer(s) 10, in the preferred embodiment, has a web site or web sites associated therewith. 

[0141] Although the Internet and/or the World Wide Web is a preferred communication system and/or medium utilized, the present invention, in all of the embodiments described herein, can also be utilized with any appropriate communication network or system including, but not limited to, a communication network or system, a telecommunication network or system, a telephone communication network or system, a cellular communication network or system, a wireless communication network or system, a line or wired communication network or system, a wireless Internet network or system, a wireless World Wide Web network or system, a digital communication network or system, a personal communication network or system, a personal communication services (PCS) network or system, a satellite communication network or system, a broad band communication network or system, a low earth orbiting (LEO) satellite network or system, a public switched telephone network or system, a telephone communication network or system, a radio communication network or system, and/or any other communication network or system, and/or any combination of the above communication networks or systems. 

[0142] In the preferred embodiment, each of the central processing computer(s) 10, the provider computer(s) 20, the payer computer(s) 30, the patient computer(s) 40, and intermediary computer(s), can transmit data and/or information using TCP/IP, as well as any other Internet and/or World Wide Web, and/or communication, protocols. 

[0143] The apparatus 100 of the present invention can utilize electronic commerce technologies and security methods, techniques and technologies, in any and/or all of the instances of data and/or information processing, and/or data and/or information transmission described herein. 

[0144] FIG. 2 illustrates the central processing computer 10, in block diagram form. The central processing computer 10, in the preferred embodiment, is a network computer or computer system, or any other communication device which can provide the functionality of, and which can be utilized as a central processing computer such as an Internet server computer and/or a web site server computer. In the preferred embodiment, the central processing computer 10 includes a central processing unit or CPU 10A, which in the preferred embodiment, is a microprocessor. The CPU 10A may also be a microcomputer, a minicomputer, a macro-computer, and/or a mainframe computer, depending upon the application. 

[0145] The central processing computer 10 also includes a random access memory device(s) 10B (PAM) and a read only memory device(s) 10C (ROM), each of which is connected to the CPU 10A, a user input device 10D, for entering data and/or commands into the central processing computer 10, which includes any one or more of a keyboard, a scanner, a user pointing device, such as, for example, a mouse, a touch pad, and/or an audio input device and/or a video input device, and/or any device, electronic and/or otherwise which can be utilized for inputting and/or entering healthcare data and/or information, for example pulse rate monitors, blood pressure monitors, electrocardiograms, blood-sugars monitors, etc., if desired, which input device(s) are also connected to the CPU 10A. The central processing computer 10 also includes a display device 10E for displaying data and/or information to a user or operator. 

[0146] The central processing computer 10 also includes a transmitter(s) 10F, for transmitting signals and/or data and/or information to any one or more of the central processing computer(s) 10, the provider computer(s) 20, the payer computers(s) 30, the patient computer(s) 40, and the intermediary computer(s) 50 individual computer(s), which may be utilized in conjunction with the present invention. The central processing computer 10 also includes a receiver 10G, for receiving signals and/or data and/or information from any one or more of the central processing computer(s) 10, the provider computer(s) 20, the payer computers(s) 30, the patient computer(s) 40, and the intermediary computer(s) 50, which may be utilized in conjunction with the present invention. 

[0147] The central processing computer 10 also includes a database(s) 10H which contains data and/or information pertaining to the patients, providers, payers, and intermediaries who or which are serviced by the present invention and/or who or which utilize the present invention. 

[0148] The database 10H can contain any and/or all of the information needed and/or required in order to perform any and/or all of the functions, services and/or operations described herein as being performed by the central processing computer 10 or the apparatus 100 of the present invention. In this regard the database 10H can contain data and/or information regarding patient name, patient identification information, patient social security number or other identification information, date of birth, doctors or providers, therapists, nutritionists, insurance or payer information, group insurance information, group health insurance information, life insurance information, disability insurance information, patient address, phone number, e-mail and/or other contact information, medical history, psychological history, dental history, family history, family medical, psychological, and/or dental history, insurance coverage, insurance co-payment and/or deductible information, insurance information, insurance claim procedures, insurance claim forms, doctor or provider appointment schedules, past treatments, past diagnosis, symptoms, insurance claim forms, employer information, lifestyle information, treatment plans, treatment progress, broker/agent/intermediary information, education information, age, sex, marital status, employee benefits information, types or services and/or treatments needed, and any other data and/or information regarding the patient which would be needed and/or desired in order to perform any and/or all of the functions, services and/or operations described herein. 

[0149] The database(s) 10H can also contain healthcare and/or medical video, image, and/or audio, data and/or information, such as, for example, x-rays, Magnetic Resonant Images (MRI), CAT scans, digital x-ray files, digital Magnetic Resonant Imaging (MRI) files, digital CAT scan files, and/or any other video, imaging, and/or audio, healthcare data and/or information which can be utilized by healthcare providers, payers, intermediaries, patients, and/or other users of the present invention. In this manner, the present invention can facilitate the availability of any of the above-described video, image, and/or audio, data and/or information in a network environment. For example, a medical specialist can have access to, and/or review, an MRI or a CAT scan for a patient, from any location and at any time. 

[0150] The database 10H can also contain data and/or information regarding providers including provider name, provider social security number or identification number, type of professional or service provider, address, phone number, fax number, e-mail and/or other contact information, experience, specialties, insurances accepted, schedule of charges, financial account identification information, resume information, education, work experience, claim forms, appointment schedules, procedures performed, and/or any other data and/or information concerning the providers for providing any and/or all of the functions, services, and/or operations described herein as being performed by the present invention. 

[0151] The database 10H can also contain data and/or information regarding all possible fields of medicine, surgery, psychiatry, psychology, dentistry, oral surgery, optometry, podiatry, physical therapy, respiratory therapy, hypnosis, osteopathy, nutrition, wellness, and/or any other possible healthcare fields and/or subject matter which can possibly by utilized in the processing and/or operation of the present invention. 

[0152] The database 10H can also contain information on illnesses, symptoms, diseases and/or sicknesses, theories, scientific theories, research data and/or information, diagnosis information, treatment information, treatment plans, treatment processes, treatment progresses, treatment interactions, side effects, expected treatment results, treatment providers, treatment durations, treatment costs, pre-treatment information, post-treatment information, treatment monitoring information, statistical information regarding diagnoses, treatments, treatment success rates, treatment failure rates, treatment centers, therapy plans, therapy success rates, therapy failure rates, treatment procedures, medications treatments, non-medication treatments, healthcare institutions, treatment evaluating criteria, treatment mistakes and/or mishaps, indicators of mistakes and/or mishaps, corrective actions, links to providers, links to treatment centers or institutions, reimbursement rates, nutrition information, diet information, exercise information, exercise routines, treatment options, healthcare advise, wellness advice, preventive care, preventive procedure, health maintenance, drug and medication information, drug interaction information, video information, including video files or clips and other information, regarding illnesses, diseases, treatments and follow-up care, audio information, including audio files or clips and other information, regarding illnesses, diseases, treatments and follow-up care, treatment and/or procedure information and/or narratives, treatment analysis, diagnosis analysis, diagnosis monitoring, diagnosis confirmation and/or checking, and/or other information for providing the herein-described functions, services, and/or operations. 

[0153] The database 10H can also contain information regarding the insurance companies and payers described herein, including, but not limited to, payer name, address, phone number, fax number, e-mail address, identification number(s), coverage types, policies and/or coverages provided, reimbursement rates, patients and/or providers serviced and/or covered by the payer, policy information, claim forms, claim procedures, claim status, claim processing information, claim submission procedures and policies, reasonable and customary charges, co-payment information, pre-approval information and/or procedures, claim form information, electronic form claim forms, insurance and/or coverage requirements, guidelines, and/or triggering events, covered procedures and/or treatments, uncovered procedures and/or treatments, claim approval information, claim approval history, claim approval statistics, claim rejection or denial information, claim rejection or denial history, claim rejection or denial statistics, financial account information, network provider information, network patient information, claim statistics, preventative care and/or benefits information, benefits information, benefits request information and/or claim forms, claim submission information, claim processing information, claim status information, payment information and statistics, and/or any other data and/or information regarding and/or related to payers which are needed and/or desired for providing any and/or all of the functions, services, and/or operations described herein. 

[0154] The database 10H can also contain data and/or information regarding the brokers, agents and/or intermediaries described herein, including, but not limited to, intermediary name, address, phone number, fax number, e-mail address, clients, patients services, insurance policies, policy information, policy quote information, policy proposal information, any and/or all of the above information described herein regarding patients, providers, payers, etc. which may be of interest to the intermediaries described herein which may be useful and/or beneficial to the intermediaries in providing any of the functions, services, and/or operation described herein. 

[0155] The database 10H can also contain contact information such as phone numbers, fax numbers, pager numbers, beeper numbers, email addresses, hyperlinks to, and/or any other information which can facilitate contact between any of the parties described herein. The database 10H also includes electronic signature data and/or information for any of the parties, patients, providers, payers, and/or intermediaries, described herein for facilitating transactions, claim submissions, financial transactions, etc., by and/or between any of the above patients, providers, payers, and/or intermediaries. 

[0156] The data and/or information in the database 10H can also include links to any other information, information sources, news sources, and/or other information and/or data which can or may be utilized by the present invention and/or by any of the patients, providers, payers, intermediaries and/or any other users of the present invention. 

[0157] The database 10H can also contain data and/or information regarding healthcare news, healthcare developments, healthcare discoveries, etc., for and including the medical field, surgical field, psychological field, dental field, nutrition field, fitness field, etc., and/or any other healthcare field or fields. 

[0158] The database 10H, in the preferred embodiment, can also contain video and/or audio files which can be utilized for training of healthcare professionals as well as for providing general information to any user of the present invention. In this manner, and as will be described hereinbelow, the apparatus 100 can be utilized as a simulator for providing training in medical diagnosing, medical training, surgical training, psychiatric training, psychological training, dental training, oral surgery training, therapist training, and/or for training any of the healthcare providers described herein and/or envisioned. 

[0159] For example, the present invention can be utilized to provide a medical doctor with a set of symptoms, evaluate the diagnosis and treatment prescribed and provide follow-up patient conditions which may or may not call for the medical doctor to re-evaluate his or her diagnosis and/or treatment. In a similar fashion, the present invention can be used for training and continuing education and training for any of the healthcare providers described herein and/or otherwise envisioned utilizing the present invention. 

[0160] The database 10H can also contain data and/or information restricting access by any of the providers, payers, patients, intermediaries, and/or other users, to any of the data and/or information stored in the database 10H. 

[0161] The database 10H can also contain information correlating symptoms and/or conditions with diagnoses, prognoses, and/or treatments, treatment methods, procedures, etc. The database 10H also contains any and/or all information needed and/or desired for facilitating the processing of symptoms, conditions, medical histories, family histories, and other information, in order to arrive at diagnoses and/or prognoses, treatments, prescriptions, procedures and/or any other healthcare and/or healthcare-related information. 

[0162] The database 10H can also contain statistical and/or other probabilistic and/or mathematical information for assigning and/or correlating certain levels and/or estimates for any and/or all of the information, diagnoses, prognoses, treatments, procedures, and/or any other information processed and/or generated by the central processing computer 10 and/or the apparatus 100. Applicant hereby incorporates by reference herein the teachings of Basic Business Statistics Concepts and Applications, Mark L. Berenson and David M. Levine, 6.sup.th Edition, Prentice Hall 1996. 

[0163] The database 10H, in the preferred embodiment, can be a database which may include individual databases or collections of databases, with each database being designated to store any and all of the data and/or information described herein. The database 10H, or collection of databases, may be updated by each of the respective patients, providers, payers, users, and/or intermediaries, and/or by any other third party, in real-time, and/or via dynamically linked database management techniques. 

[0164] The data and/or information stored in the database 10H can also be updated by and/or dynamically linked to, various external sources, including but not limited to news services, research publications, research facilities, healthcare laboratories, providers of healthcare goods and/or services, pharmaceutical companies, research institutions, schools. The database 10H will contain any and all information deemed necessary and/or desirable for providing all of the processing and/or services and/or functions described herein. Applicant hereby incorporates by reference herein the subject matter of Fundamentals of Database Systems, by Ramez Elmasri and Shamkant B. Navathe, 2.sup.nd Ed., Addison-Wesley Publishing Company, 1994. 

[0165] The data and/or information which is contained and/or stored in the database 10, as well as any of the other databases 20H, 30H, 40, and 50H, described herein can be obtained from the various patients, individuals, providers, payers, and/or intermediaries, who or which utilize and/or who or which are serviced by the present invention. For example, the respective patients, providers, payers, intermediaries, and/or other users, could fill out questionnaires, forms, narratives, claim forms, and/or any other information medium, in written form, electronically, and/or otherwise. 

[0166] Data and/or information stored in the database 10H as well as any of the other databases described herein can be updated by multiple parties. For example, a patient may provided medical history for his or her individual file, his or her medical doctor can update the medical history information for the patient upon examining and/or treating him or her. The payer may also update the file with any associated payment or payment-related information. Should the patient go to another doctor or different type of doctor, all previous information would be available for, and can be updateable by, the next doctor. 

[0167] The database 10H can also contain information regarding alternate medicine techniques, herbal techniques, meditation techniques, exercise techniques, self healing, faith healing, and/or other non-medicine treatments and/or techniques. 

[0168] The database 10H can also include statistical data and/or information regarding diagnoses, and/or alternate diagnoses, treatment success, treatment failure, as well as statistical data and/or information regarding misdiagnoses. The database 10H also contains data and/or information regarding experimental treatments as well as statistical information regarding same, successes of same and failures of same. 

[0169] In any and/or all of the embodiments described herein, any of the data and/or information which is or which may be stored in the database 10H, and/or any of the other databases described herein, can be utilized and/or can appear in any of the reports, diagnostic reports, treatment reports, evaluation reports, provider reports, payer reports, patient reports, training reports, and/or any other reports, described herein. 

[0170] The central processing computer 10 also includes an output device 10I for output any data, information, report, etc., described herein. In the preferred embodiment, the output device 10I can be a printer, a display, a transmitter, a modem, and/or any other device which can be used to output data. 

[0171] Any of the data and/or information for any of the patients, individuals, providers, payers, and/or intermediaries, can be updated by different parities and which such updated data and/or information being made available to other respective parties so as to provide and ensure comprehensive and up-to-date healthcare and healthcare-related information. 

[0172] FIG. 3 illustrates the provider communication device 20, in block diagram form. The provider communication device 20, in the preferred embodiment, can be personal computer, a network computer or computer system, or any other computer or communication device, which is utilized as a provider computer 20. In the preferred embodiment, the provider communication device 20 includes a central processing unit or CPU 20A, which in the preferred embodiment, is a microprocessor. The CPU 20A may also be a microcomputer, a minicomputer, a macro-computer, and/or a mainframe computer, depending upon the application. 

[0173] The provider communication device 20 also includes a random access memory device(s) 20B (RAM) and a read only memory device(s) 20C (ROM), each of which is connected to the CPU 20A, a user input device 20D, for entering data and/or commands into the provider communication device 20, which includes any one or more of a keyboard, a scanner, a user pointing device, such as, for example, a mouse, a touch pad, and/or an audio input device and/or a video input device, and/or any device, electronic and/or otherwise which can be utilized for inputting and/or entering healthcare data and/or information, for example pulse rate monitors, blood pressure monitors, electrocardiograms, blood-sugars monitors, etc., if desired, which input device(s) are also connected to the CPU 20A. 

[0174] The user input device 20D can also acquire, receive, generate and/or provide, data which can be entered by a user or individual and/or can be a device which can acquire, receive, generate and/or provide, digital data such as medical, healthcare, bio-metric, physiological, and/or any other kind of healthcare data and/or healthcare-related data. For example, a user input device 20D can be a keyboard for allowing a user to input information into the provider communication device and/or a user input device can, for example, by a heart rate monitor or EKG machine which can receive information from a patient or individual and generate a digital signal, digital data, analog data, and/or any other signal, data, and/or information, which is representative of the patient's or individual's heart rate, pulse rate, and/or cardiac activity. 

[0175] The user input device 20D can also be, or can include, any one or more of, and/or any combination of, a thermometer, a digital thermometer, a stethoscope, a heart rate monitor or measurement device, a pulse rate monitor or measurement device, a blood pressure monitor or measurement device, a blood pressure measurement device, blood analysis device or machine, a respirator, a respiration monitoring or measurement device, a dialysis machine, a dialysis device, electrocardiograph (EKG) machine or device, electrocephalograph (EEG) machine or device, electromyograph (EMG) machine or device, a magnetic resonance imaging (MRI) machine or device, X-ray machine or device, medical imaging machine or device, thermal imaging machine or device, a heart sound monitor or measurement device, a lung sound monitoring or measurement device, respiration rate monitoring or measurement device, a laprascopic device, an arthroscopic device, a vascular testing device, a catheter device, a cardiac performance testing, monitoring, or measurement device, a pulmonary performance testing, monitoring, or measurement device, a vascular system performance monitoring or measurement device, a vascular system testing, monitoring, or measurement device, a metabolism monitoring or measurement device, a sonogram imaging device, a sonogram measurement device, a sonograph device, an optical response device, an optical response measurement device, an intravenous device, an arterial blood pressure measurement or monitoring device, a respiration rate measurement or monitoring device, an ultrasound imaging device, an ultrasound measurement device, a CAT SCAN device, an optical metabolism measurement or monitoring device, a radiotelemetric device, a doppler medical device, a mammogram device, a carbon dioxide detection or measurement device, a carbon monoxide detection or measurement device, a transvascular impedence measurement or monitoring device, an ultrasonic imaging device, a bone conduction device, a brain function scan analyzer device, external pulse cardiac monitoring or measurement device, a fetal heart rate measurement, monitoring, or probing, device, an endotrachial cardiac monitoring device, a finger tip blood pressure monitoring device, a psychological monitoring device, a surgical instrument, a vital signs measurement device, ear pressure regulating device, phonocardiograph device, acoustic aneurysm detector device, blood oxygen detection device, esophageal probing device, ultrasonic probing device, ausculoscope, vital signs monitoring system, heart activity monitoring device, pulmonary activity monitoring device, sphygmomanometer, esophageal stethoscope, venous pressure measuring device, differential doppler device, physiological data measuring device, body tissue movement device, breathalyzer device, camera probing device, microscopic camera probing device, and/or any other bio-metric or physiological data measuring device(s) and/or data acquisition device (hereinafter referred to generally or collectively as "healthcare equipment input device", "healthcare measurement input device", or "healthcare monitoring input device") 

[0176] The provider communication device 20 also includes a display device 20E for displaying data and/or information to a user or operator. 

[0177] The provider communication device 20 also includes a transmitter(s) 20F, for transmitting signals and/or data and/or information to any one or more of the central processing computer(s) 10, the provider computer(s) 20, the payer computers(s) 30, the patient computer(s) 40, and the intermediary computer(s) 50 individual computer(s), which may be utilized in conjunction with the present invention. The provider communication device 20 also includes a receiver 20G, for receiving signals and/or data and/or information from any one or more of the central processing computer(s) 10, the provider computer(s) 20, the payer computers(s) 30, the patient computer(s) 40, and the intermediary computer(s) 50, which may be utilized in conjunction with the present invention. 

[0178] The provider communication device 20 also includes a database(s) 20H. The database 20H can contain and/or be linked to any of the data and/or information described herein as being stored in the database 10H. 

[0179] The provider communication device 20 also includes an output device 20I for output any data, information, report, etc., described herein. In the preferred embodiment, the output device 20I can be a printer, a display, a transmitter, a modem, and/or any other device which can be used to output data. 

[0180] FIG. 4 illustrates the payer communication device 30, in block diagram form. The payer communication device 30, in the preferred embodiment, can be personal computer, a network computer or computer system, or any other computer or communication device, which is utilized as a payer computer 30. In the preferred embodiment, the payer communication device 30 includes a central processing unit or CPU 30A, which in the preferred embodiment, is a microprocessor. The CPU 30A may also be a microcomputer, a minicomputer, a macro-computer, and/or a mainframe computer, depending upon the application. 

[0181] The payer communication device 30 also includes a random access memory device(s) 30B (RAM) and a read only memory device(s) 30C (ROM), each of which is connected to the CPU 30A, a user input device 30D, for entering data and/or commands into the payer communication device 30, which includes any one or more of a keyboard, a scanner, a user pointing device, such as, for example, a mouse, a touch pad, and/or an audio input device and/or a video input device, and/or any device, electronic and/or otherwise which can be utilized for inputting and/or entering healthcare data and/or information, for example pulse rate monitors, blood pressure monitors, electrocardiograms, blood-sugars monitors, etc., if desired, which input device(s) are also connected to the CPU 30A. The payer communication device 30 also includes a display device 30E for displaying data and/or information to a user or operator. 

[0182] The payer communication device 30 also includes a transmitter(s) 30F, for transmitting signals and/or data and/or information to any one or more of the central processing computer(s) 10, the provider computer(s) 20, the payer computers(s) 30, the patient computer(s) 40, and the intermediary computer(s) 50 individual computer(s), which may be utilized in conjunction with the present invention. The payer communication device 30 also includes a receiver 30G, for receiving signals and/or data and/or information from any one or more of the central processing computer(s) 10, the provider computer(s) 20, the payer computers(s) 30, the patient computer(s) 40, and the intermediary computer(s) 50, which may be utilized in conjunction with the present invention. 

[0183] The payer communication device 30 also includes a database(s) 30H. The database 30H can contain and/or be linked to any of the data and/or information described herein as being stored in the database 10H. 

[0184] The payer communication device 30 also includes an output device 30I for output any data, information, report, etc., described herein. In the preferred embodiment, the output device 30I can be a printer, a display, a transmitter, a modem, and/or any other device which can be used to output data. 

[0185] FIG. 5 illustrates the patient communication device 40, in block diagram form. The patient communication device 40, in the preferred embodiment, can be personal computer, a network computer or computer system, or any other computer or communication device, which is utilized as a patient computer. In the preferred embodiment, the patient communication device 40 includes a central processing unit or CPU 40A, which in the preferred embodiment, is a microprocessor. The CPU 40A may also be a microcomputer, a minicomputer, a macro-computer, and/or a mainframe computer, depending upon the application. 

[0186] The patient communication device 40 also includes a random access memory device(s) 40B (RAM) and a read only memory device(s) 40C (ROM), each of which is connected to the CPU 40A, a user input device 40D, for entering data and/or commands into the patient communication device 40, which includes any one or more of a keyboard, a scanner, a user pointing device, such as, for example, a mouse, a touch pad, and/or an audio input device and/or a video input device, and/or any device, electronic and/or otherwise which can be utilized for inputting and/or entering healthcare data and/or information, for example pulse rate monitors, blood pressure monitors, electrocardiograms, blood-sugars monitors, etc., if desired, which input device(s) are also connected to the CPU 40A. 

[0187] The user input device 40D can also acquire, receive, generate and/or provide, data which can be entered by a user or individual and/or can be a device which can acquire, receive, generate and/or provide, digital data such as medical, healthcare, bio-metric, physiological, and/or any other kind of healthcare data and/or healthcare-related data. For example, a user input device 20D can be a keyboard for allowing a user to input information into the patient communication device and/or a user input device can, for example, by a heart rate monitor or EKG machine which can receive information from a patient or individual and generate a digital signal, digital data, analog data, and/or any other signal, data, and/or information, which is representative of the patient's or individual's heart rate, pulse rate, and/or cardiac activity. 

[0188] The user input device 40D can also be, or can include, any one or more of, and/or any combination of, a thermometer, a digital thermometer, a stethoscope, a heart rate monitor or measurement device, a pulse rate monitor or measurement device, a blood pressure monitor or measurement device, a blood pressure measurement device, a blood analysis device or machine, a respirator, a respiration monitoring or measurement device, a dialysis machine, a dialysis device, electrocardiograph(EKG) machine or device, electrocephalograph (EEG) machine or device, electromyograph (EMG) machine or device, a magnetic resonance imaging (MRI) machine or device, X-ray machine or device, medical imaging machine or device, thermal imaging machine or device, a heart sound monitor or measurement device, a lung sound monitoring or measurement device, respiration rate monitoring or measurement device, a laprascopic device, an arthroscopic device, a vascular testing device, a catheter device, a cardiac performance testing, monitoring, or measurement device, a pulmonary performance testing, monitoring, or measurement device, a vascular system performance monitoring or measurement device, a vascular system testing, monitoring, or measurement device, a metabolism monitoring or measurement device, a sonogram imaging device, a sonogram measurement device, a sonograph device, an optical response device, an optical response measurement device, an intravenous device, an arterial blood pressure measurement or monitoring device, a respiration rate measurement or monitoring device, an ultrasound imaging device, an ultrasound measurement device, a CAT SCAN device, an optical metabolism measurement or monitoring device, a radiotelemetric device, a doppler medical device, a mammogram device, a carbon dioxide detection or measurement device, a carbon monoxide detection or measurement device, a transvascular impedence measurement or monitoring device, an ultrasonic imaging device, a bone conduction device, a brain function scan analyzer device, external pulse cardiac monitoring or measurement device, a fetal heart rate measurement, monitoring, or probing, device, an endotrachial cardiac monitoring device, a finger tip blood pressure monitoring device, a psychological monitoring device, a surgical instrument, a vital signs measurement device, ear pressure regulating device, phonocardiograph device, acoustic aneurysm detector device, blood oxygen detection device, esophageal probing device, ultrasonic probing device, ausculoscope, vital signs monitoring system, heart activity monitoring device, pulmonary activity monitoring device, sphygmomanometer, esophageal stethoscope, venous pressure measuring device, differential doppler device, physiological data measuring device, body tissue movement device, breathalyzer device, camera probing device, microscopic camera probing device, and/or any other bio-metric or physiological data measuring device(s) and/or data acquisition device data acquisition device (hereinafter referred to generally or collectively as "healthcare equipment input device", "healthcare measurement input device", or "healthcare monitoring input device"). 

[0189] The patient communication device 20 also includes a display device 40E for displaying data and/or information to a user or operator. 

[0190] The patient communication device 40 also includes a transmitter(s) 40F, for transmitting signals and/or data and/or information to any one or more of the central processing computer(s) 10, the provider computer(s) 20, the payer computers(s) 30, the patient computer(s) 40, and the intermediary computer(s) 50 individual computer(s), which may be utilized in conjunction with the present invention. The patient communication device 40 also includes a receiver 40G, for receiving signals and/or data and/or information from any one or more of the central processing computer(s) 10, the provider computer(s) 20, the payer computers(s) 30, the patient computer(s) 40, and the intermediary computer(s) 50, which may be utilized in conjunction with the present invention. 

[0191] The patient communication device 40 also includes a database(s) 40H. The database 40H can contain and/or be linked to any of the data and/or information described herein as being stored in the database 10H. 

[0192] The patient communication device 40 also includes an output device 40I for output any data, information, report, etc., described herein. In the preferred embodiment, the output device 40I can be a printer, a display, a transmitter, a modem, and/or any other device which can be used to output data. 

[0193] FIG. 6 illustrates the intermediary computer 50, in block diagram form. The intermediary computer 50, in the preferred embodiment, can be personal computer, a network computer or computer system, or any other computer or communication device, which is utilized as an intermediary computer 50. In the preferred embodiment, the intermediary computer 50 includes a central processing unit or CPU 50A, which in the preferred embodiment, is a microprocessor. The CPU 50A may also be a microcomputer, a minicomputer, a macro-computer, and/or a mainframe computer, depending upon the application. 

[0194] The intermediary computer 50 also includes a random access memory device(s) 50B (RAM) and a read only memory device(s) 50C (ROM), each of which is connected to the CPU 50A, a user input device 50D, for entering data and/or commands into the intermediary computer 50, which includes any one or more of a keyboard, a scanner, a user pointing device, such as, for example, a mouse, a touch pad, and/or an audio input device and/or a video input device, and/or any device, electronic and/or otherwise which can be utilized for inputting and/or entering healthcare data and/or information, for example pulse rate monitors, blood pressure monitors, electrocardiograms, blood-sugars monitors, etc., if desired, which input device(s) are also connected to the CPU 50A. The intermediary computer 50 also includes a display device 50E for displaying data and/or information to a user or operator. 

[0195] The intermediary computer 50 also includes a transmitter(s) 50F, for transmitting signals and/or data and/or information to any one or more of the central processing computer(s) 10, the provider computer(s) 20, the payer computers(s) 30, the patient computer(s) 40, and the intermediary computer(s) 50 individual computer(s), which may be utilized in conjunction with the present invention. The intermediary computer 50 also includes a receiver 50G, for receiving signals and/or data and/or information from any one or more of the central processing computer(s) 10, the provider computer(s) 20, the payer computers(s) 30, the patient computer(s) 40, and the intermediary computer(s) 50, which may be utilized in conjunction with the present invention. 

[0196] The provider communication device 50 also includes a database(s) 50H. The database 50H can contain and/or be linked to any of the data and/or information described herein as being stored in the database 10H. 

[0197] The intermediary communication device 50 also includes an output device 50I for output any data, information, report, etc., described herein. In the preferred embodiment, the output device 50I can be a printer, a display, a transmitter, a modem, and/or any other device which can be used to output data. 

[0198] In any and/or all of the embodiments described herein, any one of the central processing computers 10, the provider communication devices 20, the payer communication devices 30, the patient communication devices 40, and/or the intermediary communication devices 50, can include input devices (not shown) for facilitating the data entry of a patients vital signs and or other medical data such as, but not limited to, pulse rate, blood pressure, blood-sugar level, etc., and any other data and or information which can be input into the repective computer and/or communication device and be transmitted to the central processing computer consistent with the utilization of the present invention as described herein. 

[0199] The apparatus and method of the present invention can be utilized in numerous preferred embodiments in order to provide a vast array of healthcare and healthcare-related services for any one or more of the various parties described herein. While certain of the preferred embodiments may be described with regards to utilization by a particular party, it is important to note that any patient, user, provider, payer, and/or intermediary may utilize the present invention in the same, similar and/or analogous manner. For example, a preferred embodiment for determining and/or ascertaining a medical diagnosis can be described as being utilized by a treating physician as well as be utilized by a provider to verify and/or check a diagnosis as well as by a patient or other user or individual in order to perform a self-diagnosis or double check a doctors diagnosis. In the same manner, any other preferred embodiment and/or other uses of the present invention can be utilized by any of the parties described herein. 

[0200] The present invention, in its various preferred embodiments can be utilized to create and maintain comprehensive patient databases which can be accessed via a network environment and/or otherwise, to perform healthcare and/or healthcare-related diagnoses, to provide healthcare and/or healthcare-related expected prognoses, to provide healthcare and/or healthcare-related treatment plans or programs, and/or to provide healthcare and/or healthcare-related treatment progress reports and/or evaluations. 

[0201] The present invention can also be utilized in order to provide training and continuing education services for healthcare and/or healthcare-related professionals, to provide healthcare, healthcare-related, and/or wellness information, to provide information about healthcare and/or healthcare-related patient, providers, payers, and/or intermediaries, to provide scheduling management services for providers, to provide notification services for patients, providers, payers and/or intermediaries and/or any other parties described herein, and/or to locate providers, payers and/or intermediaries. 

[0202] The present invention can also be utilized, in preferred embodiments, in order to healthcare and/or healthcare-related claim processing services, claims submissions, claim processing, claim status checking, and claim reconciliation, claim fraud prevention, treatment evaluation, healthcare and/or healthcare insurance policy generation, management and administration, provider, payer and/or intermediary evaluation, drug and/or treatment interactivity, treatment, medication and/or organ availability and/or notification services, patient, provider, payer, intermediary, and/or third party, notification services. 

[0203] The present invention can also be utilized as a clearinghouse for facilitating the offering, selling, buying, trading, and/or other commerce and/or transactions, involving healthcare and/or healthcare-related services, products and/or goods. 

[0204] In any and/or all of the embodiments described herein, the various computers and/or communication devices 10, 20, 30, 40 and/or 50, can be utilized to transmit and/or to receive transmissions, information, messages, and/or notification messages and/or signals to, and/or between, the respective parties associated with the respective computers and/or communication devices. The transmission of information, messages, and/or notification messages and/or signals, in any and/or all of the embodiments described herein can be effected via any one or more of e-mail messages, telephone messages, beeper or pager messages, physical mail delivery, electronic data transmission, and/or can be made via any other suitable and/or appropriate communication method and/or technique. 

[0205] In a preferred embodiment, the present invention can be utilized in order to perform a diagnosis of a sickness, illness and/or other condition. FIGS. 7A and 7B illustrate a preferred embodiment method of using the present invention, in block diagram form. While the method of FIGS. 7A and 7B is described in the context of a medical doctor performing a diagnosis of a medical condition, the method of FIGS. 7A and 7B can be similarly utilized by surgeons, psychologists, psychiatrists, dentists, and/or any other healthcare provider or healthcare professional described herein. The method of FIGS. 7A and 7B may also be utilized by any user, patient, provider, payer, and/or intermediary in order to ascertain a diagnosis and/or in order to check on, verify, and/or ascertain the correctness of a diagnosis of another. 

[0206] The operation of the apparatus 100 commences at step 700. At step 701, the provider can access the central processing computer 10 and enter data and/or information regarding the patient. At step 702, the central processing computer 10 will determine if a file and/or medical history exists for the patient. If, at step 702, it is determined that a medical history does not exist, the central processing computer 10 will, at step 703, request that a medical history, family history and/or other information related thereto be provided by the patient or accompanying individual. At step 703, the information provided by the patient or accompanying individual will then be entered via the provider communication device 20 and transmitted to, and be stored at, the central processing computer 10. Thereafter, processing will proceed to step 704. 

[0207] If, at step 702, it is determined that a patient's medical history does in fact exist, the processing will proceed to step 704. At step 704, the patient's symptoms, if any, and/or examination findings, are obtained from the patient and are transmitted from the provider communication device 20 to the central processing computer 10. 

[0208] At step 704, data and/or information which can be obtained via any of the herein-described healthcare equipment input devices 20D, healthcare measurement input devices 20D, or healthcare monitoring input devices 20D, can also be transmitted to the central processing computer 10. The data and/or information obtained via any of the described healthcare equipment input devices 20D, healthcare measurement input devices 20D, or healthcare monitoring input devices 20D, can be transmitted from the from the provider communication device 20 to the central processing computer 10. 

[0209] In this manner, the data and/or information which is transmitted to the central processing computer 10, at step 704, can include provider or user entered data and/or information, which can be entered via the user input device 20D such as a keyboard, a mouse, a cardreader, or other input device which can be utilized in conjunction with a computer or a communication device, and/or can include data and/or information which can be obtained and/or acquired by any of the herein-described healthcare equipment input devices 20D, healthcare measurement input devices 20D, or healthcare monitoring input devices 20D. 

[0210] In a preferred embodiment, both provider or user entered data and/or information obtained and/or acquired by any of the herein-described healthcare equipment input devices 20D, healthcare measurement input devices 20D, or healthcare monitoring input devices 20D, can be utilized in performing a patient diagnosis. In another preferred embodiment, only data and/or information obtained and/or acquired by any of the herein-described healthcare equipment input devices 20D, healthcare measurement input devices 20D, or healthcare monitoring input devices 20D, can be utilized in performing a patient diagnosis. In another preferred embodiment, only provider or user entered data and/or information can be utilized in performing a patient diagnosis. 

[0211] The central processing computer 10 will, at step 705 receive and process the patient symptoms, if any, examination findings, and/or any other data and/or information, in conjunction with the patient's medical history and/or other information, medical theories, principles, criteria and/or other medical information needed to make a diagnosis. At step 705, the central processing computer 10 will perform a comprehensive diagnostic evaluation of the patient's symptoms, if any, and/or the examination findings. 

[0212] As described above, the diagnostic evaluation or diagnosis can be based upon both provider or user entered data and/or information and data and/or information obtained or acquired by any of the herein-described healthcare equipment input devices 20D, healthcare measurement input devices 20D, or healthcare monitoring input devices 20D, can be based upon only data and/or information obtained and/or acquired by any of the herein-described healthcare equipment input devices 20D, healthcare measurement input devices 20D, or healthcare monitoring input devices 20D, or can be based upon only provider or user entered data and/or information. 

[0213] For example, a provider can enter patient symptom information along with patient data obtained from any of the herein-described healthcare equipment input devices 20D, healthcare measurement input devices 20D, or healthcare monitoring input devices 20D. A diagnosis can, thereafter, be processed utilizing data obtained from both the provider and any of the herein-described healthcare equipment input devices 20D, healthcare measurement input devices 20D, or healthcare monitoring input devices 20D. 

[0214] Patient data can also be obtained solely from any of the herein-described healthcare equipment input devices 20D, healthcare measurement input devices 20D, or healthcare monitoring input devices 20D, with such patient data being utilized in order to arrive at a diagnosis. Patient data, in another preferred embodiment, can also be obtained solely from a provider or the patient himself or herself. A patient can also utilized the apparatus in conjunction with home healthcare equipment input devices, healthcare measurement input devices, or healthcare monitoring input devices. 

[0215] At step 706, the central processing computer 10 will generate a diagnostic report which can include a diagnosis of the patient's condition, if needed. The diagnostic report which is generated at step 706 can, if needed, include a single diagnosis and/or a list of possible diagnoses, along with their respective probabilities of occurrence and/or statistical information corresponding thereto, which may pertain to the patient's condition. At step 707, the central processing computer 10 will then generate a treatment report which will outline and/or prescribe treatment for the single diagnosis and/or for the list of possible diagnoses, if any. The central processing computer 10, when generating the treatment report, can process same in conjunction with, and consider, possible drug interactions and/or treatment interactions. 

[0216] At step 708, the central processing computer 10 will transmit the diagnostic report and/or treatment report to the provider's communication device 20 at which point the medical doctor can obtain the diagnosis or possible diagnoses, if any, and corresponding treatment plans. The medical doctor can then, at step 709, review the diagnostic report and/or treatment report and choose the a final diagnosis and/or treatment plan, if needed, to administer to the patient. 

[0217] At step 710, the medical doctor will transmit the final diagnosis and treatment plan, including the prescribed treatment and/or treatment plan, if any, to the central processing computer 10. At step 711, the central processing computer 10 will then update the patient's records in the database 10H so as to include all of the data and information described as being processed and/or generated by the central processing computer 10, including, but not limited to the patient's symptoms, if any, the examination findings, the information contained in the diagnostic report and the treatment report, the final diagnosis and the prescribed treatment. 

[0218] Thereafter, operation of the apparatus 100 will cease at step 712. The patient's records will then be updated and be available for the patient's next treatment and/or diagnosis. 

[0219] In another preferred embodiment, the diagnostic report and/or treatment reports can be accompanied by medical information, textbook materials, laboratory materials, reference materials, video clips of any pertinent information, audio clips of any pertinent information, hyperlinks to informational sources, information regarding providers and/or facilities for obtaining treatment and/or therapy, provider and/or facility contact information, and/or any other pertinent and/or relevant information. 

[0220] In another preferred embodiment, the diagnostic report and/or treatment reports can be accompanied by health and/or wellness information which can include suggestions for health and/or wellness foods, goods, products, and/or services. The diagnostic report and/or treatment reports can also be accompanied by health and/or fitness information, diets, nutritional information, and/or any other information which may be of assistance to the patient and/or provider. The diagnostic and/or treatment reports can also contain warnings regarding misdiagnoses, warnings about treatments, information about experimental treatments, etc. The diagnostic and/or treatment reports can also contain information, statistical and/or otherwise, regarding diagnoses, misdiagnoses, treatment successes, and/or treatment failures. The diagnostic and/or treatment reports can also contain information regarding alternate medicine such as treatments regarding herbal remedies and/or treatments, meditation, self-healing, faith healing, yoga, tai chi, exercise therapy, and/or other therapies and/or therapy types. 

[0221] As noted above, the method of utilizing the present invention, as described in FIGS. 7A and 7B, is equally applicable to, and can be utilized in the same manner, by any and/or all of the respective healthcare providers, professionals, and/or related providers. The apparatus of FIGS. 7A and 7B can also be utilized in a same or similar manner by any of the herein-described users, patients, healthcare providers, or healthcare payers. 

[0222] The apparatus of FIGS. 7A and 7B can also utilize electronic signatures and/or process electronic signatures and/or electronic signature information which can correspond to any of the herein-described parties in performing any of the herein-described processing routines and/or functions. 

[0223] In another preferred embodiment, the apparatus and method of the present invention can be utilized to ensure that a proper treatment and/or procedure is performed on the patient. Referring once again to FIGS. 7A and 7B and the above description of same, the present invention can be utilized to ensure that a subsequent treatment and/or treatments are performed as prescribed. As noted above with reference to FIG. 6 and, in particular, a final diagnosis and prescribed treatment is stored in the patient's file or records in the database 10H of the central processing computer. 

[0224] When the patient seeks treatment from a subsequent medical doctor, surgeon, or other healthcare professional, the medical doctor, surgeon, or other healthcare professional, can access the central processing computer 10 at the time of treatment, access the patient's medical history and prescribed treatment plan and assess same in order to make sure that the treatment to be provided is called for in the prescribed treatment. In this manner, the present invention can be utilized in order to prevent medical and/or surgical mistakes, mishaps and/or other instances when improper treatment could occur. 

[0225] It is also envisioned that the subsequent care medical doctor, surgeon, or other healthcare professional, could also re-evaluate the patient's condition and/or records and seek additional assistance and/or perform a separate and independent assessment and/or diagnosis of the patient. In any event, the present invention can provide the subsequent care medical doctor, surgeon, or other healthcare professional, with the patient's complete medical history, information, past diagnoses and/or past treatments and/or prescriptions. In this manner, a subsequent care provider can be provided with as complete and as up to date information as possible in order to administer treatment. 

[0226] For example, the present invention can be utilized in the following manner. A patient scheduled for surgery on a certain body part (i.e. left ankle) may enter the hospital. Due to a hospital clerical error, the right ankle is noted to be operated on. 

[0227] Prior to the surgery, the surgeon may access the central processing computer 10, via a provider communication device 20 located in the operating room, and/or another location in the hospital, in order to verify the procedure to be performed. In response thereto, the central processing computer 10 will transmit a message that it is the left ankle which is to be operated on. Thereafter, the surgeon can investigate the situation and ensure that the correct and prescribed surgery and/or procedure is performed. Once the surgery is completed, the patient's record will be updated accordingly. While a surgical procedure is described, it is important to note that any treatment, procedure, etc., which can be performed by any healthcare professional described herein, and/or in any healthcare field described herein, can be verified in the above-described manner. In this manner, the present invention can be utilized to pre-screen subsequent and/or follow-up treatments and/or procedures so as to prevent healthcare mistakes and/or mishaps. 

[0228] The embodiment of FIGS. 7A and 7B can perform diagnoses by utilizing entered data and/or information and/or data and/or information which can be obtained by, acquired by, and/or measured by, any of the herein-described user input devices 20D. 

[0229] In another preferred embodiment, the healthcare professional can access the central processing computer 10 via the provider communication device 20, access the patient's or client's record and input information concerning the treatment and/or procedure to be performed. Thereafter, the central processing computer 10 can process the information and transmit a message to the healthcare professional notifying the healthcare professional that the treatment and/or procedure is either the prescribed treatment or procedure or that it is not the prescribed treatment and/or procedure. The message provided by the central processing computer, to the treating healthcare professional, can also include information regarding the treatment and/or the procedure, such as instructions, steps, and/or any other accompanying information. 

[0230] In any and/or all of the embodiments described herein, the central processing computer 10, in performing any processing of patient information, diagnosis information, and/or treatment information, described herein, can perform such processing in conjunction with drug and/or other treatment interaction information so as to provide an added safeguard in the diagnosis and treatment planning processes. Any and/or all processing described herein is also performed in conjunction with each patient's medical history, family history, allergic conditions information, and/or with any other information deemed important and/or essential in the individual's healthcare diagnoses and/or treatments. 

[0231] In another preferred embodiment, the present invention can be utilized to perform treatment evaluations and/or treatment monitoring. In this manner, the present invention can be utilized by any of the providers, payers, patients, users, and/or intermediaries, described herein to evaluate and/or monitor treatments, provide training and/or oversight for healthcare providers and/or professionals, and/or allow payer and/or insurance companies to evaluate treatments, treatment plans, treatment progress, and/or any other evaluations and/or verifications for healthcare claims processing. In this embodiment, the present invention can be utilized so as to safeguard against the use of incorrect and/or unconventional and/or fraudulent treatment and/or care. 

[0232] FIGS. 8A and 8B illustrate another preferred embodiment of a method of use of the present invention, in flow diagram form. FIGS. 8A and 8B illustrate a preferred embodiment method of use of the present invention in order to evaluate and/or monitor treatments, treatment plans and/or the administration of healthcare. While described as being utilized by payers and/or an insurance company in evaluating and/or monitoring treatment, it is important to note that the embodiment of FIGS. 8A and 8B can be utilized by any provider, patient, user, including healthcare students and/or healthcare professionals-in-training, or other providers, and/or intermediary, for obtaining the information provided by the embodiment of FIGS. 8A and 8B and utilizing it any manner they see fit. 

[0233] With reference to FIGS. 8A and 8B, the operation of the apparatus 100 commences at step 800. At step 801, the payer or payer's employee or agent (hereinafter, for simplicity, referred to at payer's employee) can access the central processing computer 10. At step the payer's employee can enter information concerning the patient, the treatment, and/or care, which is desired to be evaluated and/or monitored. 

[0234] At step 802, the central processing computer 10 will access the database 10H and obtain patient information, patient medical history, family history, if pertinent, symptom information, provider information, diagnostic report information, treatment report information, final diagnoses information, prescribed treatment information, and/or any other information which can be relevant and/or pertinent. Any and/or all of the information described above can be stored in the database 10H from prior processing and/or use of the present invention. Other data and/or information can also be obtained from the payer's employee and/or from other third party and/or outside sources. 

[0235] At step 803, the central processing computer 10 will perform a processing routine in conjunction with the above-described information in order to determine if the diagnoses and associated and/or related treatment or treatments are appropriate and/or in-line with current standards for the given healthcare field. The central processing computer 10 can also calculate and/or provide statistical information regarding any of diagnoses and/or treatments under study. At step 804, the central processing computer 10 will generate an evaluation report which will provide data and information regarding the information obtained from step 803. 

[0236] The central processing computer 10 can then, at step 805, transmit the evaluation report and/or any other appropriate information, to the payer communication device 30. The central processing computer, in another preferred embodiment, can, at step 803 and/or at step 804, determine and/or provide, as part of the evaluation report, information concerning whether the diagnoses and/or treatments are considered appropriate and/or valid, and/or in-line with standards, as well as recommend that claims for the treatment(s) are valid and should be paid by the payer, and/or that the claims for the treatment(s) are invalid and should be denied. 

[0237] Thereafter, at step 806, the payer or the payer's employee can review the evaluation report and take any action deemed appropriate. At step 807, the payer or payer's employee can transmit data and/or information regarding the payer's or payer employee's action and/or decision. Step 807 is an optional step and can be dispensed with if the payer or payer's employee chooses not to respond to and/or to transmit information to, the central processing computer 10. Thereafter, the operation of the apparatus will cease at step 808. 

[0238] The apparatus of FIGS. 8A and 8B can also utilize electronic signatures and/or process electronic signatures and/or electronic signature information which can correspond to any of the herein-described parties in performing any of the herein-described processing routines and/or functions. 

[0239] The present invention when utilized as described in FIGS. 8A and 8B, can provide treatment evaluation and/or monitoring for healthcare payers which can be utilized for performing claims processing, provider evaluations, patient evaluations, and/or any other useful and/or desired purpose. The present invention, when utilized as described in FIGS. 8A and 8B, can also be utilized by any provider, patient, payer, user, and/or intermediary, to evaluate and/or monitor treatments, evaluate providers, evaluate patients, evaluate payers, ascertain payers claims paying and/or processing traits, and/or for educational purposes and/or for any other useful and/or desired purpose. 

[0240] In another preferred embodiment of the present invention, the apparatus and method of the present invention can be utilized to create and maintain a comprehensive patient healthcare database. FIGS. 9A and 9B illustrate another preferred embodiment use of the present invention, in flow diagram form. With reference to FIGS. 9A and 9B, the operation of the apparatus 100 commences at step 900. 

[0241] At step 901, the patient will access the central processing computer 10 and provide identification information. At step 902, the central processing computer 10 will determine whether the patient has an account and/or a file with the central processing computer and/or the service utilizing same. If, at step 902, it is determined that the patient does not have an account with the central processing computer 10, the processing will proceed to step 903 and patient will be prompted and/or asked to fill out any necessary forms and/or answer questions so as to provide a comprehensive medical history and family history, if possible. 

[0242] All provided data and/or information will be stored in the database 10H and a patient account, file and/or record will be created at step 903. Thereafter, processing will proceed to step 904. If, at step 902, the patient is determined to have an account with the central processing computer, processing will proceed directly to step 904. 

[0243] At step 904, the patient will provide information concerning the present healthcare request and present provider information. At step 905, the central processing computer 10, will then determine if the present provider is a new provider. If, at step 905, it is determined that the present provider is a new provider, the central processing computer 10 will proceed to step 906 and update the patient's files or records so as to include the present provider as a new provider for the patient. Thereafter, the central processing computer 10 will proceed to step 907 and will process and store, in the database 10H and/or in the patient's files or records, any pertinent patient information, symptoms, diagnoses and/or treatments, final diagnosis and/or prescribed treatment, for the provider visit or for the event or occurrence. 

[0244] If, however, at step 905, it is determined that the present provider is an existing provider for the patient, the central processing computer 10 will proceed directly to step 907 and process and store, in the database 10H and/or in the patient's files or records, any pertinent patient information, symptoms, diagnoses and/or treatments, final diagnosis and/or prescribed treatment, for the provider visit or for the event or occurrence. Thereafter, operation of the present invention will cease at step 908. 

[0245] The apparatus of FIGS. 9A and 9B can also utilize electronic signatures and/or process electronic signatures and/or electronic signature information which can correspond to any of the herein-described parties in performing any of the herein-described processing routines and/or functions. 

[0246] In this manner, the present invention can be utilized so as to create and maintain a comprehensive healthcare patient database which can be accessed by any provider, payer, intermediary, and/or other party or user, in order to access the patient's healthcare files and/or records. The comprehensive database, which in the preferred embodiment of the present invention, is stored and/or maintained in the database 10H of the central processing computer 10, can contain and/or store any of the data and/or information obtained from, and/or provided by, any and/or all of the herein-described embodiments of the present invention. 

[0247] The comprehensive database provides a data and/or information source which can be accessed by any provider, from anywhere in the world, and at any time, in order to obtain information about a patient in his, her, or its care. For example, a patient traveling far from home and out of reach by his or her current healthcare provider can be treated by another provider who can access the central processing computer 10, from any location, and at any time, and obtain up-to-date and/or comprehensive patient healthcare and/or medical and family history information, current healthcare and/or medical condition, current treatment and/or care and/or any other information which can facilitate optimal healthcare and/or medical treatment. 

[0248] In the same manner, new providers can obtain existing information concerning healthcare and/or medical history, family history, current healthcare conditions and/or treatments as well as any other information from the central processing computer 10, Thereby allowing the new provider to obtain accurate information and dispensing with the need to obtain same form the patient. The information provided from the present invention can also assist the provider in diagnosing the patient. Providers can also utilize the comprehensive database in order to ascertain past and/or current providers who may be contacted for assistance and/or for insight in the treatment process. 

[0249] In a similar manner, payers can utilize the comprehensive database in order to ascertain payer eligibility, the existence of pre-existing conditions and/or to obtain any other useful information. 

[0250] In another preferred embodiment, the present invention can be utilized in order to find and/or to locate providers and/or payers of, and for, respectively, various healthcare treatments, healthcare services and/or healthcare goods or products and/or healthcare-related goods or products. Information regarding the various providers and/or payers, along with information regarding the services and/or goods or products they provide and/or pay for, respectively, is stored in the database 10H. 

[0251] FIG. 10 illustrates another preferred embodiment method of utilizing the present invention. In the embodiment of FIG. 10, the present invention can be utilized by any patient, user, provider, payer, and/or intermediary, in order to locate a provider and/or a payer of healthcare and/or healthcare-related services, goods, or products. For example, assume that a patient has been recently diagnosed as needing an operation to repair his vision. The patient or his provider would need to find a doctor who specializes in performing the needed surgical procedure. The present invention can thereafter be utilized to locate a specialist for performing that function. 

[0252] With reference to FIG. 10, operation of the apparatus 100 commences at step 1000. At step 1001, the patient or provider accesses that central processing computer 10 and provides information regarding the service needed. At step 1002, the central processing computer 10 will process the request and identify one or more specialists along with their backgrounds, insurance coverage accepted, fees, and/or any educational, professional experience and/or any other information about the provider. At step 1003, the central processing computer 10 can generate a provider report and transmit same to the patient or provider at step 1004. Thereafter, operation of the apparatus ceases at step 1005. 

[0253] In a similar manner, the embodiment of FIG. 10 can be utilized to find a facility for receiving a certain and/or desired form of care and/or for obtaining a certain procedure. In this embodiment, the facility is defined to be the provider and the present invention can be utilized as described above. 

[0254] In another similar manner, the embodiment of FIG. 10 can be utilized to find a payer or insurance company for providing desired coverage and/or for paying for certain treatments and/or procedures. In the case of locating payers, the method of FIG. 10 can be repeated for locating payers for certain healthcare services, goods or products. 

[0255] At step 1001, the patient or provider accesses that central processing computer 10 and provides information regarding the coverage needed. At step 1002, the central processing computer 10 will process the request and identify one or more payers along with information about the payer or payers. At step 1003, the central processing computer 10 can generate a payer report and transmit same to the patient or provider at step 1004. Thereafter, operation of the apparatus ceases at step 1005. 

[0256] In another similar manner, the embodiment of FIG. 10 can be utilized to find and/or locate supplies, body organs, blood, medications, and/or any other goods, products, and/or supplies, etc. In this embodiment, the identification, location, cost, etc., of any of the above goods, products, supplies, organs etc., can be stored in the database 10H. 

[0257] With reference to FIG. 10, operation of the apparatus 100 commences at step 1000. At step 1001, the patient or provider accesses that central processing computer 10 and provides information regarding the supply, body organ, blood, medication, and/or any other good, product, or supply or supplies needed. 

[0258] At step 1002, the central processing computer 10 will process the request and identify the existence and/or location of the respective supply, body organ, blood, medication, and/or any other good, product, or supply or supplies, along with its location, cost and any other pertinent information. At step 1003, the central processing computer 10 can generate a report and transmit same to the patient or provider at step 1004. Thereafter, operation of the apparatus ceases at step 1005. 

[0259] In another similar manner, the embodiment of FIG. 10 can be utilized to find a payer or insurance company for providing desired coverage and/or for paying for certain treatments and/or procedures. In the case of locating payers, the method of FIG. 10 can be repeated for locating payers for certain healthcare services, goods or products. At step 1001, the patient or provider accesses that central processing computer 10 and provides information regarding the coverage needed. At step 1002, the central processing computer 10 will process the request and identify one or more payers along with information about the payer or payers. At step 1003, the central processing computer 10 can generate a payer report and transmit same to the patient or provider at step 1004. Thereafter, operation of the apparatus ceases at step 1005. 

[0260] The embodiment of FIG. 10 can also be utilized by intermediaries, such as insurance brokers who need to find certain insurance companies and/or payers who meet the needs of certain patients and/or clients, and/or other individuals and/or third parties. 

[0261] In another preferred embodiment of FIG. 10, any patient, user, provider, payer, and/or intermediary can request to be notified of the availability of a provider, the emergence of a patient in need of a certain care, the availability of a payer or an insurance company to offer a policy or a certain policy, the availability of a healthcare facility to provide certain care, the availability of certain supplies, a body organ, a blood type, an expiration of an insurance policy (i.e. healthcare insurance, life insurance, disability insurance, etc.,) and/or the occurrence of any event which may be of interest to any of the patients, users, providers, payers, and/or intermediaries, described herein. 

[0262] In this embodiment, the party requesting to be notified of the event or occurrence, whichever it may be, (hereinafter the "requesting party"), can access the central processing computer 10 via their respective communication device. Thereafter, the requesting party can enter his request, provide any conditions attached to the request, and provide contact information. The central processing computer 10 can process the information received from the requesting party and store all pertinent information in the database 10H. 

[0263] Thereafter, another party (hereinafter the "supplying party") contacts the central processing computer 10, either to enter information about the occurrence of an event and/or the availability of a service, a good or products, and/or any other herein-described and/or envisioned occurrence and/or good, product and/or service availability, or to review requests which have been previously submitted, which the supplying party may be interested in responding to. 

[0264] If the entry of the supplying party can satisfy a request of a requesting party, and/or if the supplying party desires to satisfy a request of a requesting party, the central processing computer 10 will generate and/or transmit an e-mail message, a beeper or pager message, and/or a telephone call, and/or other communication to the communication device of the requesting party. 

[0265] The communication or message can include information for bring the requesting party and the supplying party together to act towards effecting and/or consummating the transaction. Thereafter, upon notification to the central processing computer by either the requesting party and/or the supplying party, or both, the central processing computer 10 can remove the request from the database 10H. In this manner, the central processing computer 10 and/or the apparatus 100 can be utilized as a clearinghouse for effecting transactions for any of the services, goods, products, and/or any other entities described herein. 

[0266] In another preferred embodiment, the present invention can be utilized to schedule appointments with any of the patients, providers, payers, and/or intermediaries, described herein. In this manner, for example, can make an appointment with the provider over the communication network which services the present invention. 

[0267] FIGS. 11A and 11B illustrate another preferred embodiment method of using the present invention, in flow diagram form. In the embodiment of FIGS. 11A and 11B, provider scheduling information can be stored in the database 10H. Operation of the apparatus 100 commences at step 1100. At step 1101, the patient accesses the central processing computer 10 and requests the schedule or schedules of a provider or a number of providers. At step 1102, the central processing computer 10 provides the schedule information to the patient. At step 1103, the patient can select the appointment he or she wishes to make. 

[0268] At step 1104, the appointment information is transmitted to and received at the central processing computer 10. At step 1105, the central processing computer 10 will update the provider's schedule to reflect the new appointment. At step 1106, the central processing computer 10 will transmit a signal, such as an e-mail and/or other transmission and/or communication to provider communication device 20 to notify the provider and to update the providers schedule on the provider computer 20. In the preferred embodiment, the scheduling files stored on the database 10H of the central processing computer 10 and the database 20H on the provider communication device 20, and/or any portions and/or fields, or records, of same, can be dynamically linked to one another so that changes made to the schedule or schedules by either the central processing computer and/or on the provider communication device will be reflected in real-time so as to ensure that the most up-to-date schedules are available at all times. 

[0269] Operation of the apparatus 100 will thereafter cease at step 1107. In another preferred embodiment, the central processing computer and/or the provider communication device can generate and/or transmit an e-mail to the patient communication device 40 in order to confirm the appointment and/or to serve as a reminder to the patient. 

[0270] In the same manner, any patient, user, provider, payer, and/or intermediary can utilize the preferred embodiment of FIGS. 11A and 11B in order to schedule an appointment with any other patient, user, provider, payer, and/or intermediary, described herein. 

[0271] In another preferred embodiment, the present invention can be utilized by intermediaries, such as, but not limited to brokers, insurance brokers, agents, and others, in order to service their respective clients. For example, the database 10H can contain insurance policy information, conditions, premiums, insurers providing same, as well as any other useful information in servicing insured's needs. The database 10H can also contain client information, policy requirements for any of the health insurance, life insurance, and/or disability insurance, policies in force for the insured along with premiums paid and/or expiration dates. 

[0272] In another preferred embodiment, a broker, for example can prepare policy quotes, compare available policies, generate policies, and service policy claims via the information provided by the central processing computer 10 and/or the apparatus 100 of the present invention. The broker may also request to be notified, electronically and/or otherwise via a message generated and/or transmitted via the central processing computer 10, of times and/or instances when an insured's policy is up for renewal. 

[0273] The broker may then utilize any of the information provided by, and/or contained in, the database 10H of the present invention in order to respond to an insured client's needs and/or requests, such as, but not limited to preparing policy quotes for comparison, finding a policy and/or policies for addressing the insured's particular needs, assisting in resolving claims issues and/or claims processing issues, and/or assisting and/or providing any other information which could allow the broker or other intermediary to provide assistance to, and/or to provide added value to its client or clients. 

[0274] In this, manner, the present invention can provide a platform for allowing a broker to provide improved services to his or her insured while also providing for a more paperless working relationship. 

[0275] In another preferred embodiment of the present invention, the present invention can be utilized in order to provide notification to any of the patients, providers, payers, users, and/or intermediaries. For example, a medical specialist can be electronically and/or otherwise notified if a patient is diagnosed with an illness and/or a condition which he or she specializes in treating. 

[0276] As another example, a payer can be electronically and/or otherwise notified when a patient may be admitted to a hospital and/or other facility for care. The present invention can also be utilized to electronically and/or otherwise notify a provider when his or her patient has been diagnosed with an illness even when the patient may not be under the provider's care, and/or to notify a patient if a provider has become available to perform a treatment and/or a procedure on, and/or for, the patient. 

[0277] The present invention can also be utilized in order to provide notification, electronically and/or otherwise, to any respective party, regarding any event, happening, and/or occurrence, which is described herein and/or which may be reasonably foreseen from the comprehensive nature of the present invention in providing comprehensive healthcare processing. 

[0278] FIGS. 12A and 12B illustrate another preferred embodiment method of utilizing the present invention, in flow diagram form. In the preferred embodiment of FIGS. 12A and 12B, the present invention can provide notification to any respective party, electronically and/or otherwise, in response to the occurrence of an event, happening, and/or occurrence. 

[0279] While the description of the embodiment of FIGS. 12A and 12B will be directed to notifying a doctor or other healthcare provider when a patient requires the provider's treatment and/or care, it is important to note that the embodiment of the FIGS. 12A and 12B can be utilized so as to provide notification services and/or functionality for any defined event, happening, and/or occurrence, and to any of the respective patients, users, providers, payers, and/or intermediaries, described herein. 

[0280] The operation of the apparatus 100 commences at step 1200. At step 1201, the provider can access the central processing computer 10. At step 1202, the provider can select and/or enter the information concerning the notifying event, happening, and/or occurrence, and/or the conditions for notifying the provider. For example, an obstetrician can request to be notified when a pregnant patient enters a hospital in labor. At step 1203, the central processing computer 10 processes the above information. At step 1204, the central processing computer 10, upon receiving information concerning the pregnant patient's admission to the hospital, will process the pregnant patient's information. 

[0281] At step 1205, the central processing computer 10 will identify and/or ascertain that the provider's condition for notification has been met or has been triggered. Thereafter, at step 1206, the central processing computer will generate an appropriate message to notify the provider. At step 1207, the central processing computer 10 can transmit the notification message to the provider's communication device as any one or more of an e-mail, a beeper or pager message, a telephone call, and/or in any other manner. The central processing computer 10 can also transmit multiple notification messages to multiple communication devices such as a computer, a personal digital assistant, a beeper or pager and/or a telephone. Thereafter, operation of the apparatus will cease at step 1208. 

[0282] In a similar manner, a payer may also request to be notified upon the admission of a patient to a hospital and/or other care facility. A patient may also request that certain providers and/or payers be notified by the present invention of an event, happening, and/or occurrence involving the patient. There is no limit to the scenarios and/or alternate embodiments in which the present invention can be utilized in order to provide notification to any of the patients, users, providers, payers, and/or intermediaries, described herein. 

[0283] In still another preferred embodiment, the present invention can be utilized to facilitate healthcare claims processing. Any of the patients, providers, payers, users, and/or intermediaries, can file claims with the respective party electronically via the present invention. The claim forms for each payer and/or other party can be accessed from the respective party's communication device, filled out and submitted electronically by the claiming party or claimant. Any and/or all submissions can be electronically dated and/or otherwise marked, the status of the claim can be provided to the claimant at any time and any interested third parties may be notified of any action taken on a claim. 

[0284] FIGS. 13A, 13B and 13C illustrate a method of utilizing the present invention to perform claims processing services. While it is understood that any appropriate party can file claims with any party described herein, for simplicity, a preferred embodiment where providers and/or patients file claims is described herein. The method, however, can be adapted for use by any party described herein. 

[0285] With reference to FIGS. 13A, 13B and 13C, operation of the apparatus 100 commences at step 1300. At step 1301, the provider or patient, whichever the case may be, accesses the central processing computer 10 via the respective communication device 20 or 40. At step 1302, the provider or patient enters a request to make a claim. 

[0286] At step 1303, the central processing computer 10 will record any information regarding the claim request and, thereafter, at step 1304, link the provider or patient directly to the respective payer communication device 30. At step 1305, the provider or patient can request a claim form. At 1306, the claim form will be transmitted from the payer communication device 30, via the central processing computer 10, which will record the occurrence of same, to the communication device 20 or 40 of the respective provider or patient. The provider or patient can fill out the form on the respective communication device 20 or 40 at step 1307. 

[0287] At step 1308, the provider or patient transmits the completed form to the payer communication device 30 via the central processing computer 10 which will record the occurrence of same. At step 1309, the payer will process the claim and, at step 1310, generate a claim report or statement. At step 1311, the claim report or statement is transmitted to the central processing computer 10, which can record the occurrence as well as the action taken by the payer (i.e. claim approved or denied). 

[0288] Thereafter, the central processing computer 10 will, at step 1312, transmit the claim report or statement to the communication device 20 or 40, respectively, of the provider or patient. Thereafter, at step 1313, the provider or patient can provide the additional information and/or re-submit the claim form to the central processing computer. At step 1314, the central processing computer 10 will determine if the provider or patient has provided additional information and/or has decided to resubmit the claim. 

[0289] If, at step 1314, it is determined that additional information has been provided and/or that the claim is to be resubmitted, the processing will proceed to step 1308 and the processing of steps 1308 through 1314 will be repeated until a resolution is reached between the parties involved. Thereafter, the operation of the apparatus 100 will cease at step 1315. If at step 1314, it is determined that no new additional information has been submitted and/or that the claim is not to be resubmitted then the operation of the apparatus 100 will cease at step 1315. 

[0290] In this manner, the present invention can facilitate an expedited and/or a paperless claim process. Further, records of the transactions, such as, but not limited to claim request, claim form request and/or delivery, claim submission, claim processing, claim report or statement, claim re-submission, provision of additional information, and/or any and/or all other transactions, which occur during the claim processing procedure or process, can be recorded and maintained at the central processing computer 10 so as to provide for a third party record and/or monitoring of same. 

[0291] The central processing computer 10, can notify any party described herein, as well as any third parties, regarding any event, happening, occurrence, and/or any aspect of any claim submission and/or processing activities. For example, a provider can be notified at regular interval on a payer's or payers decisions to pay for certain treatments and/or procedures. Similarly, a patient's employer can be notified regarding claim payments made by its group health insurer so as to ensure that its employees are being properly serviced and/or provided for. Other information may similarly be provided to any appropriate requesting party described herein and/or any qualified and/or appropriate third party. Notification can be provided to any appropriate party, via any of the communication methods and/or techniques described herein, and can be for, and/or include, any pertinent information. 

[0292] The apparatus of FIGS. 13A and 13B can also utilize electronic signatures and/or process electronic signatures and/or electronic signature information which can correspond to any of the herein-described parties in performing any of the herein-described processing routines and/or functions. 

[0293] In another preferred embodiment, the present invention can provide for automatic claim submission via the central processing computer 10 once a final diagnosis and treatment has been prescribed by a provider and/or upon the occurrence of an examination and/or the administration of a treatment. FIGS. 14A and 14B illustrate another preferred embodiment method of utilizing the present invention. 

[0294] With reference to FIGS. 14A and 14B, operation of the apparatus 100 commences at step 1400. At step 1401, the patient's symptoms, if any, and/or examination findings are obtained from the patient and transmitted from the provider communication device 20 to the central processing computer 10. The central processing computer 10 will, at step 1402 receive and process the patient symptoms, if any, and/or the examination findings, in conjunction with the patient's medical history and/or other information, medical theories, principles, criteria and/or other medical information needed to make a diagnosis. At step 1403, the central processing computer 10 will perform a comprehensive diagnostic evaluation of the patient's symptoms, if any, and/or the examination findings. 

[0295] At step 1404, the central processing computer 10 will generate a diagnostic report which can include a diagnosis of the patient's condition. The diagnostic report which is generated at step 1404 can, if needed, include a single diagnosis and/or a list of possible diagnoses along with their respective probabilities, which may pertain to the patient's condition. At step 1405, the central processing computer 10 can then generate, if needed, a treatment report which will outline and/or prescribe treatment for the single diagnosis and/or for the list of possible diagnoses. The central processing computer 10, when generating the treatment report, can, if needed, process same in conjunction with, and consider, possible drug interactions and/or treatment interactions. 

[0296] At step 1406, the central processing computer 10 will transmit the diagnostic report and/or treatment report to the provider's communication device 20 at which point the medical doctor can obtain the diagnosis or possible diagnoses and corresponding treatment plans, if any. The medical doctor can then review the diagnostic report and/or treatment report and choose a final diagnosis and/or treatment plan to administer to the patient. At step 1407, the medical doctor will transmit the final diagnosis and treatment plan, including the prescribed treatment and/or treatment plan, to the central processing computer 10. At step 1408, the central processing computer will then update the patient's records in the database 10H so as to include all of the data and information described as being processed and/or generated by the central processing computer 10, including, but not limited to the patient's symptoms, the information contained in the diagnostic report and the treatment report, the final diagnosis and the prescribed treatment. 

[0297] Thereafter, at step 1409, the central processing computer 10 will generate a claim form which can meet the formal claim submission requirements of the patient's payer or insurance company. At step 1410, the claim form will be submitted by the central processing computer 10 to the respective payer computer 30. At step 1411, any and/or all pertinent information regarding the claim submission, the patient, the provider visit, and/or any diagnoses and/or treatments considered, the final diagnosis and/or the prescribed treatment, can be stored and the patient's records will then be updated and be available for the patient's next treatment and/or diagnosis. 

[0298] The operation of the apparatus 100 will then cease at step 1412. In this manner, the present invention can provide for the automatic and/or for the programmed submission of healthcare claims, claim forms, claim requests, benefit requests, etc., upon the conclusion of a provider's service, consultation, treatment, procedure, and/or any other event which triggers coverage under a healthcare insurance policy and/or a payer's liability to pay for services and/or treatments. 

[0299] In the embodiment of FIGS. 14A and 14D, as well as any and/or all of the other embodiments described herein, the present invention can utilize and/or process electronic signatures in order to effectuate and/or process any of the respective transactions which are described as taking place between, and/or which can transpire involving, any of the respective parties described herein. Applicant hereby incorporates by reference herein the subject matter and teachings of Applied Cryptography, Second Edition, Bruce Schneier, Wiley, 1996. 

[0300] The present invention can also be utilized, in the manner described above, in connection with claiming healthcare insurance benefits, to claim disability insurance benefits and/or life insurance benefits. 

[0301] In another preferred embodiment, the apparatus 100 can administer and/or maintain financial accounts for, and/or on behalf of, any of the patients, users, providers, payers, and/or intermediaries, described herein. In this manner, any of the parties described herein as utilizing the services of the apparatus 100, and/or the central processing computer 10, can have all financial transaction managed and/or monitored by the central processing computer 10. In the preferred embodiment, the financial accounts can be conventional savings accounts, checking account, credit accounts, debit accounts, electronic money accounts, digital money accounts, etc., and/or any other appropriate account(s). 

[0302] In the preferred embodiment, any of the respective parties may select to have the central processing computer 10 administer any financial transactions on their behalf. For example, a payer may deposit a sum of money which can be ear-marked for payment of healthcare provider services. A provider may open an account and deposit a sum of money to pay any vendor bills. The provider may also open an account to receive payment from payers and/or patients for services rendered. Each time a financial transaction is to occur, such as, for example, the payment from a payer to a provider resulting from a patient's claim, the central processing computer 10 will transfer funds (and/or deduct funds) from the payer's account and deposit the funds (and/or add the funds) to the providers account. Notwithstanding the examples provided above, the central processing computer 10 can effectuate any type of financial transaction(s) for, between, and/or on behalf of, any of the parties described herein. Further, the apparatus 100 and/or the central processing computer 10 can process electronic signatures which can be associated with and/or which can correspond to any of the respective parties to a transaction. 

[0303] The central processing computer 10, in the preferred embodiment, can maintain detailed records of any and/or all of such transfer and/or transactions and provide periodic account statements to the respective parties maintaining accounts with the central processing computer 10. In this manner, the present invention can provide an apparatus and a method for maintaining financial accounts, effecting financial transactions, and providing accounting and/or other notification services, for, and/or on behalf, any of the parties described herein. 

[0304] In another preferred embodiment, the apparatus and method of the present can be utilized as healthcare training simulator for any of the providers, healthcare providers, healthcare professionals, and/or other providers described herein. The present invention can also be utilized by any user and/or individual wishing to learn about a certain healthcare field or topic. The present invention can be utilized to provide formal training, supplemental training, informal training, continuing education training, and/or any other training. 

[0305] FIGS. 15A and 15B illustrates another preferred embodiment method for utilizing the present invention, in flow diagram form. The operation of the apparatus commences at step 1500. At step 1501, the individual utilizing the training simulator (referred to hereinafter as "the user") who could be any provider, student provider, and/or any other individual and/or party described herein, can access the central processing computer 10 via an appropriate computer or communication device. At step 1502, the user can select the training program which he or she wishes to train from. At step 1503, the central processing computer 10 will transmit the training scenario and/or information, including the symptoms and/or conditions of a hypothetical patient. The training scenario can include any one or more of text information, a video tapped file or video clip, audio information, and/or any other multimedia information. 

[0306] At step 1504, the user can enter his or her diagnosis and prescribed treatment and/or treatments for the presented scenario and transmit same to the central processing computer 10. At step 1505, the user's diagnosis and prescribed treatment can be applied to the scenario. At step 1506, the central processing computer 10 will compare the diagnosis against any diagnosis or diagnoses which are known to be correct and/or against any scientific and/or statistical norms. At step 1506, the central processing computer 10 will apply the prescribed treatment or treatments to the hypothetical patient and compute a revised set of symptoms and/or conditions which can result from the applied treatment and/or treatments. Once again, statistical information can be utilized to arrive at a realistic response to the treatment and/or treatments. The user's diagnosis and prescribed treatment, as well as information regarding the correctness and/or viability of same can be recorded by the central processing computer 10 at step 1506. 

[0307] At step 1507, the central processing computer 10 will transmit a response to the user's diagnosis and prescribed treatment. The response can include the patient's response to the prescribed treatment, and/or an evaluation of the diagnosis and prescribed treatment or treatments. The response can also include training materials, which can include any one or more of text information, video information, and/or audio information. At step 1508, the user can review the material and/or information contained in the response and can decide whether he or she wishes to continue the training simulation. At step 1509, the user will transmit a response to the central processing computer 10 which contains an instruction to either continue the simulation, in which case the user's response will also include a revised diagnosis and prescribed treatment or treatments, or to terminate the training simulation. 

[0308] At step 1510, the central processing computer 10 will receive and process the user's response provided at step 1509. At step 1511, the central processing computer 10 will determine whether the user desires to continue the simulation or whether the user desires to terminate the simulation. If, at step 1511, it is determined that the user desires to continue the training simulation, the operation of the central processing computer 10 returns to step 1505 and the above-described process will be repeated from step 1505. If, however, it is determined that the user desires to terminate the training simulation the operation of the apparatus 100 will cease at step 1512. User responses, including diagnostic and treatment decisions, and/or performance, can be recorded and/or can be stored and, thereafter the information can be utilized to evaluate the user and/or for comparing the user's progress and/or improvements, as well as aptitude and skills, in the pertinent field of training, and/or the information can be utilized for any other useful purpose. 

[0309] In this manner the apparatus and method of the present invention can be utilized to provide an interactive healthcare training simulator which can be utilized for training in any and/or all of the fields of medicine, surgery, psychiatry, psychology, psychotherapy, dentistry, oral surgery, nutrition, health and fitness, and/or in any other healthcare and/or healthcare-related field. 

[0310] Data and/or information collected and/or stored by the apparatus 100, which relates to symptoms and/or conditions, as well as responses to treatments, can be utilized in order to present realistic and confidential training scenarios. In this manner, the present invention can be utilized to compile a vast amount of information relating to the various fields of healthcare. The information can then be utilized to provide realistic training for providers and/or student providers. In this manner, the present invention can utilize information obtained from other preferred embodiments in order to provide simulated training scenarios. 

[0311] In any and/or all of the embodiments described herein, any patient, provider, payer, user, and/or intermediary can access any one or more of the central processing computer(s) 10, the providers communication devices (20), the payer communication devices 30, the patient communication devices 40, and/or the intermediate communication devices 50, via any one or more of the said computers and/or communication devices 10, 20, 30, 40, and/or 50, as well as via any computer and/or communication device. In this manner, any of the herein-described parties can access the present invention from any computer and/or communication device. Public kiosks with links to any of the computers and/or communication devices 10, 20, 30, 40, and/or 50, can also be utilized to access and utilize the present invention and/or any of the computers and/or communication devices described herein. 

[0312] In any and/or all of the embodiments described herein, access to any and/or all of the data, information, records. files, etc., which is stored in any of the databases 10H, 20H, 30H, 40H, and/or 50H, can be restricted to preserve the security and confidentiality of same. Any of the patients, users, providers, payers, and/or intermediaries, can be provided with identification and/or other cards with any and/or all pertinent data regarding the respective individual and/or party provided on the card. 

[0313] The identification card, in the preferred embodiment can contain a magnetic strip for storing any and/or all pertinent information, a "smart card" for storing information, and/or a bar code or bard codes for storing identification information as well as any other information described herein as being pertinent to the respective patient, user, provider, payer, and/or intermediary. 

[0314] Each of the central processing computer(s) 10, the providers communication devices 20, the payer communication devices 30, the patient communication devices 40, and/or the intermediate communication devices 50, as well as any other computer and/or communication device, can include suitable devices for reading, scanning, and/or obtaining information which may be stored on the identification card. In this manner, access to the present invention, and the respective use thereof, can be facilitated by the above-described identification card(s). 

[0315] In another preferred embodiment, as well as in any of the embodiments described herein, intelligent agents, software agents, mobile agents, and/or related technologies, can be utilized in conjunction with the present invention. The respective intelligent agent(s), software agent(s), mobile agent(s), (hereinafter referred to collectively as "intelligent agent" or "intelligent agents") can be programmed and/or designed to act on behalf of the respective patients, users, providers, payers, and/or intermediaries, so as to act on behalf of the respective party as well as to perform any of processing functions and/or other functions described herein. 

[0316] The intelligent agent can act on behalf of the respective party in various related interactions and/or other activities which are described as being performed herein and/or which may be incidental and/or related thereto. Therefore, the present invention also provides an agent-based apparatus and method for providing healthcare information and/or healthcare-related information. 

[0317] Applicant hereby incorporates by reference herein the subject matter of the Agent Sourcebook, A Complete Guide to Desktop, Internet and Intranet Agents, by Alper Caglayan and Colin Harrison, Wiley Computer Publishing, 1997. Applicant also incorporates by reference herein the subject matter of Cool Intelligent Agents For The Net, by Leslie L. Lesnick with Ralph E. Moore, IDG Books Worldwide, Inc. 1997. 

[0318] The apparatus of the present invention, in any and/or all of the embodiments described herein, can also be programmed to be self-activating and/or activated automatically. 

[0319] The apparatus of the present invention can also be programmed in order to automatically generate and/or transmit any of the e-mails, electronic message transmissions, electronic notification transmissions, and/or any of the communications, which are described herein, between any of the parties which utilize the present invention. 

[0320] The present invention, in any and/or all of the herein-described embodiments, can utilize electronic commerce technologies and security methods, techniques and technologies, as described and as set forth in Electronic Commerce Technical, Business, and Legal Issues, Nabil R. Adam, et al. Prentice Hall, 1999 and Web Security & Commerce, Simson Garfinkel with Gene Spafford, O'Reilly 1997, the subject matter of which are hereby incorporated by reference herein. 

[0321] The communications networks and/or systems on, or over, which the present invention may be utilized, can include any one or combination of telecommunication networks or systems, satellite communication networks or systems, radio communication networks or systems, digital communication networks or systems, digital satellite communication networks or systems, personal communications services networks or systems, cable television networks or systems, broadband communication networks or systems, low earth orbiting satellite (LEOs) networks or systems, wireless communication networks or systems, wireless Internet networks or systems, wireless World Wide Web networks or systems, as well as in, or on any internets and/or intranets, the Internet, the World Wide Web, and any other suitable communication network or system. 

[0322] The data and/or information, described as being stored in the database 10H and/or in any of the other databases described herein, can be continuously updated so as to store the latest values for the data and/or information and can be stored and be made available for future processing routines. 

[0323] Any and/or all of the data and/or information described herein, which is stored in the database 10H, or in the collection of databases, can be linked via relational database techniques and/or via any appropriate database management techniques. The data and/or information, in the preferred embodiments, can be updated via inputs from any of the computers and/or communication devices 10, 20, 30, 40, and/or 50, and/or external computers or communication devices, described herein, in real-time, and/or via dynamically linked database management techniques. The above-described updates can also be provided from other information sources via the communication network. 

[0324] The data and/or information which is stored in the database 10H and/or which may be otherwise utilized with, and/or in conjunction with, the apparatus and method of the present invention, can be linked via any suitable data linking techniques such as, for example, dynamically linked lists (DLLs), linked lists, and object links embedded (OLE's). Any suitable database management technique(s) may also be utilized in conjunction with the present invention. 

[0325] The present invention provides an apparatus and a method for providing comprehensive information in the healthcare fields and/or healthcare-related fields. The present invention also provides valuable services to the various parties who seek, provide, pay for, administer, and/or monitor healthcare services, goods and/or products as well as healthcare-related services, goods, and/or products. 

[0326] The present invention can provide comprehensive and accurate information to any of the parties described herein so as to facilitate an improved healthcare system which can provide up-to-date patient, provider, payer, and/or intermediary, information. The present invention, by facilitating the creation and maintenance of a comprehensive database of information, which can be accessed on a global basis, at any time of day or night, and from any location, can provide patients, providers, payers, and/or intermediaries, with information which can improve healthcare treatments, reduce the likelihood of errors in diagnoses and/or prescribed treatments, reduce healthcare costs, reduce the likelihood of incorrect and/or fraudulent care, and can provide for a healthcare system which is characterized by an improved quality of care and cost efficiency. 

[0327] In addition to any and/or all of the preferred embodiments described herein, the present invention can also be utilized in other preferred embodiments so as to incorporate, so as to improve upon, and/or so as to utilize, various teachings of the prior art. In this regard, Applicant hereby incorporates by reference herein the subject matter of the following U.S. Patents: U.S Pat. No. 5,988,851 which teaches a medical treatment and or diagnostic system; U.S. Pat. No. 5,974,124 which teaches a methods and system aiding medical diagnosis and treatment; U.S. Pat. No. 5,961,448 which teaches a virtual medical instrument for performing medical diagnostic testing on patients; U.S. Pat. No. 5,957,854 which teaches a wireless medical diagnosis and monitoring equipment; U.S. Pat. No. 5,954,641 which teaches a method, apparatus and operating system for managing the administration of medication and medical treatment regimens; U.S. Pat. No. 5,935,060 which teaches a computerized medical diagnostic and treatment advice system including list based processing; U.S. Pat. No. 5,910,107 which teaches a computerized medical diagnostic and treatment advice method; U.S. Pat. No. 5,899,857 which teaches a medical treatment method with scanner input; U.S. Pat. No. 5,895,354 which teaches an integrated medical diagnostic center; U.S. Pat. No. 5,878,746 which teaches a computerized medical diagnostic system; U.S. Pat. No. 5,876,351 which teaches a portable modular diagnostic medical device; U.S. Pat. No. 5,868,669 which teaches a computerized medical diagnostic and treatment advice system; U.S. Pat. No. 5,862,803 which teaches a wireless medical diagnosis and monitoring system; U.S. Pat. No. 5,839,438 which teaches a computer-based neural network system and method for medical diagnosis and interpretation; U.S. Pat. No. 5,807,256 which teaches a medical information processing system for supporting diagnosis; U.S. Pat. No. 5,807,246 which a display device in medical examination and treatment system; U.S. Pat. No. 5,801,755 which teaches an interactive communication system for medical treatment of remotely located patients; U.S. Pat. No. 5,797,901 which teaches an automatic activation system for a medical diagnostic monitoring and surgical apparatus and method therefore; U.S. Pat. No. 5,779,634 which teaches a medical information processing system for supporting diagnosis; U.S. Pat. No. 5,776,057 which teaches a virtual medical instrument for performing medical diagnostic testing on patients; U.S. Pat. No. 5,761,334 which teaches an apparatus for computer aided diagnosis of medical images having abnormal patterns; U.S. Pat. No. 5,724,968 which teaches a computerized medical diagnostic system including meta function; U.S. Pat. No. 5,666,953 which teaches a system and associated method for providing information for use in forming medical diagnosis; U.S. Pat. No. 5,660,176 which teaches a computerized medical diagnostic and treatment advice system; U.S. Pat. No. 5,594,638 which teaches a computerized medical diagnostic system including re-enter function and sensitivity factors; U.S. Pat. No. 5,583,758 which teaches a health care management system for managing medical treatments and comparing user-proposed and recommended resources required for treatment; U.S. Pat. No. 5,551,436 which teaches a medical diagnosis system; U.S. Pat. No. 5,544,651 which teaches a medical system and associated method for automatic treatment; U.S. Pat. No. 5,437,278 which teaches medical diagnosis system and method; U.S. Pat. No. 5,415,167 which teaches a medical system and associated method for automatic diagnosis and treatment; U.S. Pat. No. 5,360,005 which teaches a medical diagnosis device for sensing cardiac activity and blood flow; U.S. Pat. No. 5,331,550 which teaches an application of neural networks as an aid in medical diagnosis and general anomaly detection; U.S. Pat. No. 5,324,077 which teaches a medical data draft for tracking and evaluating medical treatment; U.S. Pat. No. 5,305,748 which teaches a medical diagnostic system and related method; U.S. Pat. No. 5,279,294 which teaches a medical diagnostic system; U.S. Pat. No. 5,255,187 which teaches a computer aided medical diagnostic method and apparatus; U.S. Pat. No. 5,235,510 which teaches a computer-aided diagnosis system for medical use; U.S. Pat. No. 5,090,417 which teaches a medical diagnostic apparatus; U.S. Pat. No. 4,733,354 which teaches a method and apparatus for automated medical diagnosis using decision tree analysis; U.S. Pat. No. 4,731,725 which teaches a data processing system which suggests a pattern of medical tests to reduce the number of tests necessary to confirm or deny a diagnosis; U.S. Pat. No. 4,674,512 which teaches a medical electrode for monitoring and diagnostic use; U.S. Pat. No. 4,674,108 which teaches a digital X-ray medical diagnostic apparatus; U.S. Pat. No. 4,641,659 which teaches a medical diagnostic microwave scanning apparatus; U.S. Pat. No. 4,290,114 which teaches a medical diagnostic computer; U.S. Pat. No. 4,251,850 which teaches a control desk for medical apparatus, in particular for an x-ray diagnostic apparatus; U.S. Pat. No. 4,242,911 which teaches an ultrasonic medical diagnostic apparatus and method; U.S. Pat. No. 4,235,454 which teaches a stabilization system for a medical diagnostic device; U.S. Pat. No. 4,209,022 which teaches an echography apparatus for medical diagnosis, using a multiple-element probe; U.S. Pat. No. 4,170,987 which teaches a medical diagnosis system and method with multispectral imaging; U.S. Pat. No. 4,110,723 which teaches an ultrasonic apparatus for medical diagnosis; and U.S. Pat. No. 3,978,850 which teaches medical diagnostic instruments. 

[0328] While the present invention has been described and illustrated in various preferred and alternate embodiments, such descriptions are merely illustrative of the present invention and are not to be construed to be limitations thereof. In this regard, the present invention encompasses all modifications, variations and/or alternate embodiments, with the scope of the present invention being limited only by the claims which follow.
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This sounds like a lot of remote control video send camera operation that Jeff and I filed with Ray, C is this abandoned now?  Certainly a potential motive for Ray to start burying our ideas to put in his own.  Look at invention dates and resubmissions closely.  In first application filed no video mentioned and then second has remote video all over it.
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Control apparatus and methods for vehicles 

Abstract

A control apparatus for a vehicle, which comprises a first control device. The first control device one of generates and transmits a first signal for one of activating, deactivating, enabling, and disabling, one of a vehicle component, a vehicle device, a vehicle system, and a vehicle subsystem. The first control device is located at the vehicle. The first control device is responsive to a second signal, wherein the second signal is one of generated by and transmitted from a second control device. The second control device is located at a location which is remote from the vehicle. The second control device is responsive to a third signal, wherein the third signal is one of generated by and transmitted from a third control device. The third control device is located at a location which is remote from the vehicle and remote from the second control device. 
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Claims






What is claimed is: 

1. A control apparatus for a vehicle, which comprises: 

a first control device, wherein said first control device one of generates and transmits a first signal for one of activating, deactivating, enabling, and disabling, one of a vehicle component, a vehicle device, a vehicle system, and a vehicle subsystem, wherein said first control device is located at the vehicle; 

wherein said first control device is responsive to a second signal, wherein the second signal is one of generated by and transmitted from a second control device, wherein the second control device is located at a location which is remote from the vehicle, and further wherein the second control device is responsive to a third signal, wherein the third signal is one of generated by and transmitted from a third control device, therein the third control device is located at a location which is remote from the vehicle and remote from the second control device. 

2. The apparatus of claim 1, which further comprises: 

a monitoring device for monitoring at least one of the vehicle, vehicle operational status, vehicle operation, said one of a vehicle component, a vehicle device, a vehicle system, and a vehicle subsystem, a vehicle one of fuel supply, water supply, and coolant supply, one of electrical generator and alternator operation, battery charge level, engine temperature level, one of an electrical circuit and an electrical device, activity inside the vehicle, and activity outside the vehicle. 

3. The apparatus of claim 1, which further comprises: 

a positioning device for determining location of the vehicle, wherein said positioning device is located at the vehicle. 

4. The apparatus of claim 1, which further comprises: 

one of a camera and a video recording device for obtaining video information at the vehicle. 

5. The apparatus of claim 1, wherein said first control device detects at least one of a vehicle use, an unauthorized use of the vehicle, and a theft of the vehicle. 

6. The apparatus of claim 1, wherein the third control device is one of a stationary device, a hand-held device, a mobile device, a telephone, a digital telephone, a cordless telephone, a cellular telephone, a wireless telephone, a computer, a personal computer, a personal digital assistant, a television, an interactive television, a digital television, a personal communications device, a personal communications services device, a display telephone, a video telephone, a watch, a beeper, and pager. 

7. The apparatus of claim 1, wherein said one of a vehicle component, a vehicle device, a vehicle system, and a vehicle subsystem, is at least one of a vehicle ignition system, a vehicle fuel system, a vehicle exhaust system, a vehicle one of electrical, mechanical, and electro-mechanical, one of system and component, a vehicle light system, a vehicle alarm system, a vehicle anti-theft system, a vehicle recovery system, a vehicle door lock system, a vehicle hood lock system, a horn, a vehicle surveillance system, a video device, a video recording device, an audio device, and an audio recording device. 

8. The apparatus of claim 1, wherein the operation of one of said apparatus and said first control device is at least one of programmed, automatically activated, and self-activating. 

9. The apparatus of claim 1, wherein the vehicle is one of a motor vehicle, an automobile, a truck, a tractor trailer, a marine vehicle, a marine vessel, a boat, an aircraft, a jet, a plane, construction equipment, farm equipment, a commercial vehicle, a recreational vehicle, a motorcycle, a snowmobile, a motor home, a mobile home, a water submersible vehicle, and an unmanned one of vehicle and equipment. 

10. The apparatus of claim 1, which further comprises: 

a device for one of arming and activating apparatus operation, wherein said one of arming and activating device is located at the vehicle. 

11. The apparatus of claim 1, which further comprises: 

a voice synthesizing device for generating a voice message indicative of one of operation of the apparatus, statue of the apparatus, operation of said first control device, and operation of the vehicle. 

12. A control apparatus for a vehicle, which comprises: 

a first control device, wherein said first control device one of generates and transmits a first signal for one of activating, deactivating, enabling, and disabling, one of a vehicle component, a vehicle device, a vehicle system, and a vehicle subsystem, therein said first control device is located at a location remote from the vehicle; 

wherein said first control device is responsive to a second signal, wherein the second signal is one of generated by and transmitted from a second control device, wherein the second control device is located at a location which is remote from said first control device and remote from the vehicle, 

wherein said first signal controls a third control device, wherein the third control device is located at the vehicle, and further wherein the third control device one of generates and transmits a third signal for one of activating, deactivating, enabling, and disabling, said one of a vehicle component, a vehicle device, a vehicle system, and a vehicle subsystem, in response to said first signal. 

13. The apparatus of claim 12, wherein said first control device is a server computer. 

14. The apparatus of claim 12, wherein said one of a vehicle component, a vehicle device, a vehicle system, and a vehicle subsystem, is at least one of a vehicle ignition system, a vehicle fuel system, a vehicle exhaust system, a vehicle one of electrical, mechanical, and electro-mechanical, one of system and component, a vehicle light system, a vehicle alarm system, a vehicle anti-theft system, a vehicle recovery system, a vehicle door lock system, a vehicle hood lock system, a horn, a vehicle surveillance system, a video device, a video recording device, an audio device, and an audio recording device. 

15. The apparatus of claim 12, wherein said apparatus operates over at least one of the Internet and the World Wide Web. 

16. A method for control for a vehicle, which comprises: 

transmitting a first signal from a first control device to a second control device, wherein the first control device is located at a location remote from the vehicle and remote from the second control device; 

transmitting a second signal from the second control device to a third control device, wherein the third control device is located at the vehicle, and further wherein the second control device is located at a location remote from the vehicle; 

generating a third signal at the third control device in response to said second signal, 

one of activating, deactivating, enabling, and disabling, one of a vehicle component, a vehicle device, a vehicle system, and a vehicle a subsystem, in response to said third signal. 

17. The method of claim 16, further comprising the step of: 

determining an operational status of at least one of the vehicle component, vehicle device, vehicle system, and vehicle subsystem. 

18. The method of claim 16, further comprising the step of: 

obtaining a video image at the vehicle. 

19. The method of claim 16, wherein said one of a vehicle component, a vehicle device, a vehicle system, a and vehicle subsystem, is at least one of a vehicle ignition system, a vehicle fuel system, a vehicle exhaust system, a vehicle one of electrical, mechanical, and electro-mechanical, one of system and component, a vehicle light system, a vehicle alarm system, a vehicle anti-theft system, a vehicle recovery system, a vehicle door lock system, a vehicle hood lock system, a horn, a vehicle surveillance system, a video device, a video recording device, an audio device, and an audio recording device. 

20. The method of claim 16, wherein the first control device is one of a stationary device, a hand-held device, a mobile device, a telephone, a digital telephone, a cordless telephone, a cellular telephone, a wireless telephone, a computer, a personal computer, a personal digital assistant, a television, an interactive television, a digital television, a personal communications device, a personal communications services device, a display telephone, a video telephone, a watch, a beeper, and a pager. 





Description






FIELD OF THE INVENTION 

The present invention pertains to a remote-controlled control, monitoring and/or security apparatus and method for vehicles, motor vehicles, marine vessels and vehicles, aircraft, recreational vehicles, residential premises and/or commercial premises and, in particular, to a remote-controlled control, monitoring and/or security apparatus and method for exercising and/or providing remote-controlled immediate, as well as deferred, control, monitoring, security, anti-theft and/or theft deterrent functions for vehicles, motor vehicles, marine vessels and vehicles, aircraft, recreational vehicles, residential premises and/or commercial premises. 

BACKGROUND OF THE INVENTION 

Anti-theft devices for vehicles and premises are known in the prior art for preventing and/or thwarting the theft of a vehicle and/or of a premises. Vehicle recovery devices or systems are also known for recovering a motor vehicle. These known anti-theft and/or vehicle recovery devices may be of the active or passive variety and are typically available in many forms (i.e. steering wheel locks, hood locks, ignition system cut-off devices, alarms, vehicle homing devices with associated receiving devices, etc.). In some cases, these devices may be of a very simple design, while in other cases, they may be of a more sophisticated design. However, as is well known, these known anti-theft and/or vehicle recovery devices or systems may be easily defeated by thieves, and especially, by professional thieves and/or have other disadvantages associated with their use. Experience has shown that even the most sophisticated of anti-theft devices may be defeated by an experienced, and determined, thief, and that vehicle recovery systems also have drawbacks associated with their use. 

In the case of some vehicle recovery devices, their use may be limited by the availability, or lack thereof, of the corresponding tracker or receiver device(s) in the particular locality, or the lack of same by the law enforcement department in a particular area. 

In recent times, an even more disturbing criminal practice, involving the theft of motor vehicles, has rendered most anti-theft devices virtually useless. This criminal practice, known as car-jacking, has gained widespread attention. Car-jacking usually occurs when a thief or thieves confront a motorist or motor vehicle operator, when the motor vehicle engine is running, or when the car thief obtains easy access to the motor vehicle ignition keys and to the motor vehicle, either by force or by the threat of force, thereby bypassing, and rendering useless, any of the widely known anti-theft and/or theft-deterrent devices, thereby gaining control and/or possession of the motor vehicle. In these instances, the motorist or motor vehicle operator is well advised to surrender the motor vehicle. However, once surrendered, the motor vehicle is virtually lost to the car thief. 

Anti-theft and/or theft-deterrent devices which attempt to defeat the ultimate vehicle theft, such as caused by car-jacking, by disabling the motor vehicle during the "getaway", such as by shutting off power to the motor vehicle engine, have major disadvantages and drawbacks in that they could shut-off the vehicle engine at an inopportune instant in time, thereby causing a dangerous condition to exist which could lead to an accident and resulting injuries to individuals as well as damage to property. These accidents may arise when the motor vehicle power is suddenly shut-off while the vehicle is in motion, which condition could cause the vehicle to suddenly, or even gradually, lose power on a roadway or highway, while traveling at a moderate or at a high rate of speed and/or when a power steering and/or a power braking system, which derives its power from the vehicle engine, suddenly loses power upon the loss of the engine power. As noted above, accidents such as these may result in injuries to people, both inside and outside the vehicle, as well as property damage caused by, and to, the vehicle. 

The above described disadvantages and drawbacks of the prior art devices may also pose accident liability concerns to those manufacturers and/or sellers of these devices, as well as to the owner or operator of the motor vehicle, as these entities and/or individuals may be held liable for the injuries and/or the damages sustained as a result of the above described accidents. 

Vehicle recovery systems are known which include a vehicle homing device, which is activated and which emits homing signals which are used to home in on, or to locate, the vehicle. These vehicle recovery systems usually require that the law enforcement agency have corresponding homing signal receivers and/or equipment and that they be kept in operating condition, in order to effectively home in on, or locate, the vehicle. Unless the local police or law enforcement authorities have such equipment, the homing signal recovery device serves little purpose in recovering the vehicle in that locale. Other vehicle recovery systems require that a police report be made prior to an activation of the homing and/or recovery equipment, which practice could result in the loss of valuable time in the vehicle recovery process. The above problems concerning vehicle security are equally applicable to and present an equal or even greater problem in providing security for marine vessels and vehicles, aircraft and/or recreational vehicles. 

Providing security for residential premises and/or commercial premises is also of great concern, especially when such premises are left vacant for hours and/or days at a time. These concerns may arise while residential premises are left unoccupied during the working day, when second homes and/or vacation homes are left unoccupied for days, weeks and months at a time, and in commercial premises which may also be left unoccupied for long periods of time such as after working hours or during weekends or other prolonged periods of time when these premises may be closed and/or unoccupied. While anti-theft and/or security systems exist for residential and/or commercial premises, such systems fail to enable the owner or occupant and/or other authorized individual to conveniently and effectively exercise and/or perform control, monitoring and/or security functions with regards to these premises. The ability to conveniently and effectively enable one to exercise and/or to perform control, monitoring and/or security functions would prove to be invaluable in allowing owners, occupants and/or other authorized individuals to exercise and/or to provide control, monitoring and/or security functions over these premises, from a remote location and at any time. 

SUMMARY OF THE INVENTION 

The present invention provides an apparatus and a method for overcoming the disadvantages and drawbacks which are associated with the known prior art anti-theft and/or theft deterrent systems and, in particular, anti-theft and/or theft-deterrent systems for vehicles, marine vessels and vehicles, aircraft and recreational vehicles as well as for residential premises and/or for commercial premises. 

The apparatus of the present invention comprises a transmitter system for transmitting an electrical, an electronic, an electromagnetic or other suitable signal, transmittable over a communication system and/or medium, upon an activation by the owner or authorized user or operator of the vehicle, motor vehicle, marine vessel, aircraft, recreational vehicle, and/or the owner, occupant and/or authorized individual of and for the residential premises and/or the commercial premises. The transmitter should also consist of a user interface device and a transmitting device. The transmitter should also have a receiver associated therewith for receiving signals. In this regard, the transmitter/receiver combination may be replaced and/or implemented with and/or by a transceiver. The transmitter transmits a signal, in response to an authorized user or operator accessing and/or activating the apparatus. 

The transmitter system is a remote system, which may or may not be physically connected to the remainder of the apparatus. Further, the transmitter system is not located in the vehicle, motor vehicle, marine vessel or vehicle, aircraft, recreational vehicle, residential premises and/or commercial premises, but rather, is located external from, and/or separate and apart from, the vehicle. 

The apparatus also comprises a receiver for receiving the signals which are transmitted by the transmitter or transceiver system. The receiver receives the signal(s) which is transmitted by the transmitter or transceiver and provides an indication, in the form of a signal transmission, back to the transmitter or transceiver and, in particular, the transmitter receiver, which signifies that a signal has been received by the apparatus. The receiver also generates data which is indicative of the signal, or a portion thereof, which has been received. The receiver should also be provided with its own transmitter. In this regard, this receiver/transmitter combination may also be replaced and/or implemented with and/or by a transceiver. 

The transmitter/receiver combination should provide for the transmission and for the reception of a multitude of remote electrical, electronic, electromagnetic, and/or other suitable signals, over long distances and/or in a mobile and/or a wireless communications environment. Telephone signals and telephone communication devices can be utilized in the present invention as well as personal computers which can be utilized with telecommunications and/or other suitable communication systems and/or mediums. 

Upon receiving the signal, the receiver generates a distinct signal which is indicative of the signal transmitted from the transmitter. At least a portion of the transmitted signal may include a valid access code, which accesses the receiver and the apparatus. The access code serves to provide for security measures which may be taken in conjunction with the use of the apparatus. 

The apparatus also comprises a controller or a central processing unit (CPU), which is electrically connected with the receiver and which receives, or reads, whichever the case may be, the signal or signals, or portions thereof, which are generated by the receiver. The CPU also has associated therewith a read only memory device(s) and random access memory device(s). The data which is received by the receiver is processed by the apparatus. 

The CPU may also have a transmitter associated therewith for transmitting signals to the transmitter receiver or transceiver. In this manner, the CPU of the apparatus may respond to a user data transmission, command, or inquiry with a transmitted signal. 

In the case of vehicles, motor vehicles, marine vessels and vehicles, aircraft and recreational vehicles (hereinafter referred to collectively as "vehicles"), the CPU is electrically connected and/or linked to the vehicle ignition system, which is located externally from the apparatus. The CPU may or may not be connected with and/or linked to the vehicle ignition system through an ignition system interface. The CPU may transmit signals to, as well as receive signals from, the vehicle ignition system. In this manner, the CPU and the vehicle ignition system may exchange information between each other. 

The CPU, upon receiving an appropriate signal from the receiver, and upon the completion of a data processing routine, may issue a suitable signal, to the vehicle ignition system. This signal may be one which will disable, re-enable and/or reset the vehicle ignition system. The CPU may also interrogate the ignition system and/or receive data from the ignition system which is indicative of ignition system status. 

The CPU may also be electrically connected and/or linked to the vehicle fuel system which is also located externally from the apparatus. The CPU may or may not be connected with and/or linked to the vehicle fuel system through a fuel system interface. The CPU is capable of issuing a signal, to disable, re-enable and/or reset the vehicle fuel system. The CPU may also interrogate and/or receive data from the fuel system which is indicative of fuel system status. The CPU may also provide control over the vehicle exhaust system in a similar fashion or in an analogous manner. 

The CPU may also be electrically connected and/or linked to at least one or more of a variety of vehicle equipment systems. The vehicle equipment system or systems are located externally from the apparatus and may or may not be connected and/or linked to the CPU via a respective and/or associated vehicle equipment system or systems interface. The vehicle equipment system or systems, which varies for each type of vehicle (i.e., vehicle, motor vehicle, marine vessel or vehicle, aircraft and/or recreation vehicle) may include, but is not limited to, an exterior and/or an interior siren or alarm, a horn, a vehicle exterior light system(s), a power door lock or other locking system or device, a hood locking system, a video recording device and/or a camera, and/or an audio recording device, for providing surveillance of the vehicle interior and/or exterior, an intercom system, for providing communications between vehicle users and/or occupants and the owner, operator and/or authorized individual, cellular or mobile phones and/or any one or more of the widely known vehicle anti-theft systems, alarm systems and/or stolen vehicle and/or other type of vehicle recovery systems and/or devices. 

Each of the vehicle equipment systems, if utilized in conjunction with the apparatus, may be activated, de-activated, reset or in some other way controlled and/or monitored by the apparatus of the present invention. The use of any one or more of the vehicle equipment system or systems is optional. 

The vehicle equipment system or systems receives signals from the CPU, which signals serve to activate, de-activate, or vice versa, whichever the case may be, the respective vehicle equipment system(s). 

The apparatus may also comprise a vehicle position and locating device which can be utilized in order to determine the position and/or the location of the vehicle. The vehicle position and locating device can be utilized so as to determine the position of the vehicle anywhere in the world and provide for the transmission of vehicle position and/or location data, via an associated transmitter, to an appropriate system receiver so that vehicle position would be available to the owner, user and/or authorized individual and/or so that the vehicle may be located and/or tracked and recovered. 

The apparatus may also comprise a vehicle position and locating system receiver, which is employed for receiving and/or processing the data which is transmitted from the vehicle position and locating device. 

The vehicle position and locating device may comprise a positioning system computer and a global positioning device with associated global positioning system receiver. The vehicle position and locating device may also comprise a position data transmitter for transmitting the vehicle position and/or location data to the vehicle position system receiver. The vehicle position and locating device may also comprise a data base which contains digital and/or digitized map data, which can be utilized in order to determine the geographical position of the vehicle from the calculated "raw" position data obtained from the global positioning device. In this manner, vehicle position and/or location on a map may be obtained. 

Vehicle position and/or location data can be transmitted to the vehicle position system receiver which may be located at, or accessible to, the authorized user or operator and/or authorized individual at any location and/or at the location of an authorized office or agency, such as at a central security office or agency or local or regional law enforcement office or agency, which is duly authorized to receive the vehicle position and/or location data for the vehicle. 

The vehicle position and locating device may also perform updated global positioning calculations so as to provide for a tracking of a vehicle movement. The apparatus may also ascertain vehicle movement by monitoring and/or tracking vehicle position data as it is updated. 

The vehicle position system receiver may be equipped with an appropriate computer system and a receiver for receiving the data transmitted by the transmitter of the vehicle position and locating device. 

The vehicle position system receiver may comprise a CPU for controlling the operation of the system receiver which CPU is connected and/or linked to the receiver for receiving and/or for reading the vehicle position and/or location data. The system receiver may also comprise a user interface device, a display device, an output device and a database containing digital map data for use in determining geographical position of a vehicle. The system receiver may also comprise a transmitter for sending data and/or signals to the vehicle position and locating device and/or for transmitting signals to the CPU and/or to the transmitter receiver. 

The system receiver may also be utilized in conjunction with a home and/or a personal computer and/or other personal communications device and/or apparatus which may be utilized with an associated receiver or equivalent peripheral device(s). 

A home and/or personal computer, and/or other personal communications device and/or apparatus may also be utilized for performing the functions of the transmitter and the vehicle position and locating system receiver. The apparatus may also be utilized in conjunction with a computer network such as an on-line service and/or on, or over, the Internet and/or the World Wide Web, by employing an appropriate server computer and/or an associated Web Site and/or Web Site technology in conjunction with an appropriate communication medium. 

Upon the occurrence, or the discovery thereof, of the theft of a vehicle, or simply in order to monitor vehicle status or location, the authorized user or operator may activate the apparatus by entering an access code into the transmitter or transceiver interface. Entry of a valid access code will activate a signal transmission from the transmitter or transceiver to access the apparatus. 

The authorized user or operator can then transmit a command code from the transmitter or transceiver to the receiver of the apparatus. In a case when the vehicle has been stolen, the command code may be a vehicle disable command code. It should also be noted that a vehicle re-enable or reset command code, or any other suitable command code, monitoring code, etc., which would represent a function or operation to be performed by the apparatus, may also be entered. The command code is then transmitted to, and received by, the receiver. 

The command code data is then transmitted to, or read by, the CPU for command code identification and for further processing, if necessary. In this manner, an authorized user or operator, upon learning of the theft of the vehicle, or simply attempting to ascertain the status and/or location of the vehicle, may easily access and/or activate the apparatus by simply "calling up" or transmitting a signal to the apparatus. 

In the case where the motor vehicle has been stolen, and the authorized user or operator wants to prevent and/or thwart the theft of the vehicle and recover the vehicle, the command code which may be entered may be a vehicle disable command code (disable code) which will disable the vehicle and activate the vehicle position and/or locating device. If the authorized user or operator desires to re-enable the vehicle, such as when the motor vehicle has been found or recovered, so as to render the vehicle re-enabled or operational, the command code to be entered may be a vehicle re-enable or reset command code. 

If a valid disable code is transmitted to the apparatus, the vehicle position and locating device is activated and various vehicle systems, including the vehicle ignition system, fuel or fuel pump system and/or exhaust system, and/or at least one or more of a variety of utilized vehicle equipment system(s), may either be activated, de-activated, or reset depending upon the circumstances. 

The operation of the vehicle position and locating device may proceed and continue simultaneously and/or concurrently with the operation of the apparatus and the CPU. Any one or more of a vehicle equipment systems, including a vehicle alarm and/or homing device may also be activated. 

Upon the vehicle being found or recovered, such as in a manner resulting from utilizing the vehicle position and locating device, the authorized user or operator may once again access the apparatus by entering a valid access code and by then entering a valid re-enable or reset command code. 

The CPU may then issue a control signal to re-enable or reset the vehicle ignition system, vehicle fuel or fuel pump system and/or exhaust system and/or de-activate or re-activate, any one or more of the various vehicle equipment systems which are utilized. The vehicle position and/or locating device may also be de-activated. 

Safeguards may be employed in order to prevent a wrong or a mis-dialed number or unauthorized transmission(s) from accidently accessing and activating the apparatus, and further, may serve to prevent an unauthorized or an unwanted disabling or re-enabling or setting or resetting of the vehicle ignition system, the vehicle fuel or fuel pump system and/or the vehicle exhaust system and/or the activation, de-activation, or resetting of any one or more of the various vehicle equipment systems which may be utilized. 

As noted above, a disable command code may cause the apparatus to activate a vehicle position and locating device which may operate simultaneously and/or concurrently with, and independently of, the operation of the apparatus and the CPU. Once activated, the vehicle position and locating device may activate the global positioning device which calculates vehicle position data by using well known global positioning calculation methods and/or techniques. 

Once the vehicle position data has been calculated, the position data can then be transmitted to the vehicle position system receiver which is located at the location of the authorized user or operator, or at the authorized office, agency or other entity. Geographic position and/or location data (i.e. street location, location on a map, etc.) for the vehicle may also be obtained by processing the position and/or location data in conjunction with digital map and/or other suitable data. The transmission of position data may be repeated for a predetermined time interval, after which the global positioning device may calculate updated position data. The vehicle position data which is received by the vehicle position system receiver may then be employed to find and/or to recover the vehicle. Vehicle position data may be updated, continuously and/or in some other suitable manner, by repeating the global positioning calculations. 

Vehicle position data, along with updated vehicle position data, may also be utilized in order to track and/or to monitor vehicle movement. Vehicle position data may also be displayed and/or output for use in finding and/or recovering the vehicle. 

The authorized user or operator may discontinue operation of and/or de-activate the global positioning device and/or the vehicle position system receiver, such as when the vehicle has been found or recovered and/or at any other time. 

The global positioning device may be utilized to locate and/or to track vehicle movement anywhere in the world. In this manner, the apparatus of the present invention may be utilized to disable or de-activate vital vehicle systems and/or to find and/or recover a stolen vehicle and/or to monitor vehicle operation and/or vehicle location and/or movement. 

Further, the present invention provides for an apparatus and a method for disabling and/or re-enabling various systems of the vehicle, when the vehicle is not in use, simply by "calling up" the apparatus so as to disable the vehicle and, thereby, provide added security against vehicle theft and/or to prevent damage to the vehicle and/or to any components thereof. In this manner, an authorized user or operator may disable the vehicle ignition system, fuel or fuel pump system, exhaust system and/or any one or more of a variety of the vehicle equipment systems, of a vehicle which may be parked and/or in use, from any location and/or at any time. 

An authorized user or operator may also access the apparatus at any time and, with the use of an appropriate command code, may determine the operating status of the vehicle, the apparatus, and/or any one or more of the various vehicle systems so as to determine if, for example, the ignition system or fuel or fuel pump system is activated or on, thereby alerting the authorized user or operator that someone is operating the vehicle. An authorized user or operator may also access the apparatus so as to determine vehicle position and/or location data or information and/or the geographic location of the vehicle. In this manner, the authorized user or operator can determine the status and/or the location of his or her vehicle at any time and for any reason. In this regard, a safe and an effective anti-theft and/or vehicle recovery apparatus and method is provided by the present invention. 

The apparatus of the present invention may be utilized in conjunction with a multitude and/or a variety of valid command codes, wherein each different command code may selectively disable or re-enable or reset any one or any combination of the vehicle systems, such as the vehicle ignition system, the vehicle fuel or fuel pump system, the vehicle exhaust system and/or any one or more of the various vehicle equipment systems which may be utilized. In this manner, the authorized user or operator may utilize the present invention to selectively disable, re-enable, de-activate or re-activate any one or more of the vehicle systems, or a combination thereof, at his or her discretion, at any time, and from any location. 

As noted above, an authorized user or operator may also utilize command codes for determining status of the apparatus or of the vehicle, or of any one or more of the vehicle systems. A command code may also be employed to simply determine vehicle position. 

The apparatus may also be programmable by the user or operator via the transmitter or transceiver, or at the vehicle, so that certain parameters, such as the timing, and/or the degree of disabling or re-enabling, of the various vehicle systems may be programmed. 

By utilizing a multitude of command codes, including disable codes and/or re-enable or reset codes, which codes affect different vehicle systems, or combinations thereof, it is also possible to selectively control the vehicle systems from a remote location. The apparatus may also be programmed for automatic activation and/or self-activation and/or automatic and/or programmed operation via a command code(s), so that the apparatus may become activated upon a certain occurrence, or lack thereof, and thereafter, provide for the disabling and/or the re-enabling of any one or more of the vehicle systems along with activating the vehicle position and/or locating device. The apparatus may also provide information pertaining to vehicle theft, status and/or position. The apparatus may also be designed and/or programmed to detect its unauthorized use and/or its use by an unauthorized individual. In this regard, the vehicle is capable of reporting itself as being stolen. 

In an alternate embodiment of the present invention, an arming device and an activation device may be utilized in conjunction with the apparatus in place of the transmitter/receiver combination so as to provide for an automatic monitoring and/or activation of the apparatus. In such an embodiment, the command code(s) may be a default code and/or be user selected and/or programmable. Automatic activation may also be programmed by the user or operator via a command code(s) with apparatus operation activated upon the occurrence, or lack thereof, of a specified event. 

In this manner, the arming device/activation device combination may be utilized so as to activate the apparatus and/or any one or more of the vehicle systems, including the ignition system, the fuel or fuel pump system, the exhaust system and/or any one or more of the various vehicle equipment systems which are utilized in conjunction with the apparatus. The vehicle position and locating device may also be activated via the automatic activation of the apparatus. 

In yet another alternate embodiment of the present invention, the vehicle position and locating device may comprise a plurality of global positioning devices which may be strategically located at various points and/or locations in or on the vehicle. Each of the global positioning devices may be placed at different points and/or locations in, or on, the vehicle, with the distances between each of the respective devices being recorded and stored. Upon the activation of the global positioning devices and the calculation of each position or location of each device, any change in distance between any two or more of the respective devices could be utilized in order to determine if the vehicle, or any portion thereof, has been dismantled or structurally altered, at least in part, or possibly to a greater extent. 

The apparatus and the method of the present invention may also be utilized in conjunction with a central security office or agency, such as a private security service and/or by a local or regional law enforcement office or agency, in order to provide a prompt means by which to report a vehicle theft, provide for a manner in which to disable and/or re-enable a vehicle or vehicle system, and to determine vehicle position and/or location so as to facilitate the locating and the recovery of the vehicle. In this regard, the present invention may be utilized so as to allow control, monitoring and/or security functions to be exercised and/or performed by an authorized third party. The present invention may also be utilized so as to provide for a prompt law enforcement theft reporting, law enforcement response to the theft report and recovery of the vehicle. 

An authorized user or operator may register their vehicle and apparatus with a central security office or agency such as by registering vehicle identification information along with vehicle access and command code data and any other pertinent information. Upon the occurrence of a vehicle theft, or the discovery thereof, the authorized user or operator can access the apparatus so as to exercise and/or to perform control, monitoring and/or security functions over same while, at the same time, allowing for a control, monitoring and/or a security function to be exercised and/or performed by the central security office or other entity. The apparatus, which is utilized at the central security office and/or other entity, may have the same control capabilities over the vehicle as that of the apparatus utilized in the vehicle. In this regard, status of the apparatus, the vehicle, any one or more of the various vehicle systems, and/or the vehicle position and/or location data may be obtained by the apparatus located at the central security office and/or other entity. 

The apparatus which is utilized at the central security office may also be utilized in connection with an on-line service and/or on, or over, the Internet and/or the World Wide Web so as to provide for a means by which the authorized user or operator may utilize the apparatus in conjunction with a home and/or a personal computer and/or a commercial or industrial computer system (i.e., an internet server computer) and/or any other appropriate device. 

In another embodiment, an access code may be only transmitted to, and received by, the central security office apparatus and the vehicle may be accessed and controlled via an access and command code(s) which are transmitted by and from the central security office apparatus. Transmitter devices may also be located in the vehicle so as or to allow a vehicle occupant(s) to transmit signals directly to the central security office and/or agency and/or central equipment, (i.e., satellite, cellular communications site etc.) such as in instances where help may be required and/or in emergency situations. 

In yet another embodiment, the access code may only be transmitted to, and received at, the vehicle. In this embodiment, the apparatus which is located in the vehicle may then transmit data to the apparatus located at the central security office thereby alerting the central security office or agency of the vehicle theft or status inquiry. The apparatus at the central security office may thereafter exercise and/or provide control over and/or monitor the functions of, the vehicle apparatus for a plurality of vehicles. Further, the central security office apparatus may also provide the means by which to allow a central security office or local or regional law enforcement office or agency to provide security monitoring over the vehicle(s) which are registered therewith. 

In the case were the apparatus may be automatically activated, the vehicle apparatus may transmit a signal, indicative of vehicle theft and/or an unauthorized use or operation of the vehicle, to the central security office apparatus thereby reporting the unauthorized use or operation, or theft, of the vehicle before the authorized user or operator is able to discover same. 

The central security office apparatus may also be utilized so as to verify and/or monitor apparatus accessing and/or activation by the authorized user or operator. The authorized user or operator may also "call" the central security office from any location, via any communication means and/or device in order to determine the status and/or the whereabouts or location of his or her vehicle. Both the vehicle apparatus and the central security office apparatus can exercise and/or perform the same control, monitoring and/or security functions over the vehicle. 

In still another embodiment, the present invention may be utilized in conjunction with a residential premises, residential building and/or a home and/or a household control, monitoring and/or security system. 

In the case where the present invention is utilized in conjunction with a residential premises, residential building and/or a home and/or a household control, monitoring and security system, the CPU may be electrically connected and/or linked to the home and/or household electrical system, which is located externally from the apparatus. The CPU may or may not be connected with and/or linked to the home electrical system through an electrical system interface. The CPU may transmit signals to, as well as receive signals from, the home electrical system. In this manner, the CPU and the home electrical system, may exchange information between each other. 

The CPU, upon receiving an appropriate signal from the receiver, and upon the completion of the requisite data processing routine may issue an electrical, an electronic, and/or any other suitable signal, including a digital command signal, to the home electrical system. This electrical, electronic and/or other suitable signal or digital command signal may be one which will disable, re-enable or reset the home electrical system. The CPU may also interrogate the electrical system and/or receive data from the electrical system which is indicative of electrical system status (i.e., whether the electrical system is on or off and/or to what extent certain portions thereof may be on or off). 

The CPU may also be electrically connected and/or linked to the home heating system which is also located externally from the apparatus. The CPU may or may not be connected with and/or linked to the home heating system through a heating system interface. The CPU is capable of issuing an electrical, electronic and/or other suitable signal, including a digital signal, to disable or to re-enable the home heating system. The CPU may also interrogate and/or receive data from the home heating system which is indicative of home heating system status (i.e., whether the heating system is on or off and/or to what extent certain portions thereof may be on or off). 

The CPU may also be electrically connected and/or linked to the home air conditioning system which is also located externally from the apparatus. The CPU may or may not be connected with and/or linked to the home air conditioning system through an air conditioning system interface. The CPU is capable of issuing an electrical, electronic and/or other suitable signal, including a digital signal, to disable or to re-enable the home air conditioning system. The CPU may also interrogate and/or receive data from the home air conditioning system which is indicative of home air conditioning system status (i.e., whether the air conditioning system is on or off and/or to what extent certain portions thereof may be on or off). 

The CPU may also be electrically connected and/or linked to the home water system which is also located externally from the apparatus. The CPU may or may not be connected and/or linked to the home water system through a home water system interface (i.e., electrical shut-off valve) . The CPU is capable of issuing an electrical, electronic and/or other suitable signal, including a digital signal, to disable or to re-enable the home water system. The CPU may also interrogate and/or receive data from the home water system which is indicative of the water system status (i.e., whether the home water system or any portion thereof is on or off). 

The CPU may also be electrically connected and/or linked to the home thermostat or environmental control system so as to control and monitor interior temperature. In this manner, the home thermostat system may then be adjusted and/or controlled by the user or operator via the apparatus. The home thermostat system may be connected to the home heating system and/or to the home air conditioning system so as to activate, set and/or control the operation of these systems so as to achieve the desired temperature and/or environmental conditions in the home. 

The CPU may also be electrically connected and/or linked, via interfaces if needed, to any one or more of a variety of home equipment systems which may include a home anti-theft and/or burglary alarm system, an interior and/or exterior siren or alarm, interior and/or exterior lighting systems, electrical and/or electronically controlled locking devices for doors and/or windows, including electrical and/or electronic dead bolt locks and/or other types of locking devices, electrical systems and devices for controlling electrical circuits or systems room-by-room, device-by-device, and/or appliance-by-appliance. 

The home equipment system may also include devices for controlling any one or more of the electrical circuitry, such as circuits controlled by fuses, circuit breakers or equivalent devices, devices for controlling and/or monitoring hot water heater(s), garage door opener(s), lawn sprinkler system(s), electric fences and/or fencing, in-ground or above-ground pool equipment, filters and/or heaters, home water valves, individual room water valves, home fire detector equipment and home fire extinguishment equipment, jacuzzis, hot tubs, pet feeders and/or any other electrical and/or electronic devices and/or appliances and/or those devices and/or appliances which may be electrically and/or electronically controllable. Home equipment systems may door and window closing, opening and locking devices. 

The home equipment systems may also include any and all home appliances such as televisions, telephones, telephone answering machines, VCRs, stoves, ovens, microwave ovens, door bells, individual lights or lamps, blenders, toasters, irons, computers, word processors, stereos, radios, and any other home appliance and/or devices which may be electrically and/or electronically activated and/or controllable. 

The home equipment systems may also include video recording equipment, which may include video recording device(s) and/or a camera(s), such as those utilized in conjunction with personal computers, televisions, digital televisions, interactive televisions, surveillance systems, display telephones and/or other communication devices, including personal communication devices. 

The video recording device(s) and/or camera(s) may be digital recording devices or cameras or other suitable video recording and/or photography equipment. The video recording device(s) and/or camera(s) may be located at any location on and in the interior and/or at the exterior of the home or premises and may have associated therewith transmitting devices for transmitting the recorded video or photograph(s) to the owner or occupant and/or other authorized individual so as to provide surveillance and/or monitoring capabilities for the home and/or premises. 

The home equipment system may also include audio recording equipment, which may include microphones and/or tape recorders, such as those utilized in conjunction with personal computers, televisions, digital televisions, interactive televisions, display telephones and/or other communication devices, including personal communication devices. 

The audio recording device(s) may have a transceiver or transmitter/receiver system associated therewith for transmitting audio information to the owner or occupant and/or authorized individual so as to provide for the monitoring and/or the surveillance of the interior and/or the exterior of the home. 

The home equipment systems may also include an intercom system or device or telephone, cellular, digital or otherwise, for providing a means by which to allow the user or operator, or other authorized individual, to communicate with the persons present in, or occupants of, the home or the premises. The home equipment systems may also include monitoring device(s) for reading and/or monitoring the home fuel supply, gas meter and/or gas usage, water supply, water meter and/or water usage, electrical generator and/or alternator operation, electricity meter and/or electricity usage, heat and/or air conditioning usage, gas and/or oil or other fuel supply and/or usage, telephone usage, appliance usage, etc., a home control system and/or any other home operation and/or system function. The monitoring device(s) may have associated therewith a transceiver or transmitter/receiver system for transmitting data and/or information recorded and/or read by the monitoring device(s) to the user or operator and for receiving signals such as, for example, control signals, by which the user or operator may exercise control over the monitoring device(s). The monitoring devices and the corresponding devices which they monitor may be linked via wireless devices and/or over a wireless medium. 

When used in conjunction with a residential premises, residential building and/or home or household system, the apparatus and method of the present invention may be utilized and/or operates in the same or in a similar and/or analogous manner as it is utilized and/or operates in conjunction with vehicles so as to provide control, monitoring and/or security functions for and over a home and/or residential premises. In this manner, a homeowner or occupant may access a home system at any time, and from any location, and thereby exercise and/or provide control, monitoring and/or security functions over any home system, equipment, device and/or appliance. The owner or occupant may also monitor the status, state, or operation of any home system, equipment, device and/or appliance. Lastly, the owner or occupant may exercise and/or perform security related functions or operations on, and over, the home system, equipment, device and/or appliance. 

In still another embodiment, the apparatus and method of the present invention may be utilized in conjunction with a commercial building, commercial office and/or commercial premises control, monitoring and/or security system. In the case where the present invention is utilized in conjunction with a commercial building, commercial office and/or commercial premises control, monitoring and/or security system, the CPU may be electrically connected and/or linked to the commercial office and/or premises electrical system, heating system, air-conditioning system, water system, thermostat system, and/or to at least any one or more of a variety of commercial office and/or premises equipment systems, which may include an anti-theft and/or burglary alarm system, an interior and/or exterior siren or alarm, interior and/or exterior lighting and/or lighting system(s), electrical and/or electronically controlled locking devices for doors and/or windows, including electrical and/or electronic dead-bolt locks and/or locking devices. 

The CPU may also be connected and/or linked to commercial office and/or premises equipment systems which include electrical systems for controlling electrical circuits or systems room-by-room, device-by-device, and/or appliance-by-appliance, devices for controlling any one or more of the electrical circuitry, such as circuits controlled by fuses, circuit breakers or equivalent devices, devices for controlling and/or monitoring hot water heaters, garage door openers, lawn sprinkler systems, electric fences and/or fencing, in-ground or above-ground pool and/or fountain equipment, filters and/or heaters, fire detector equipment, fire extinguishment equipment, and office equipment, power door and/or window closing, opening and locking equipment and any other electrical and/or electronic device or item or any device and/or item which is electrically or electronically controllable. 

The commercial office and/or premises equipment systems may also include any and all commercial office and/or premises appliances such as televisions, telephones, telephone answering machines, alarm systems, VCRs, stoves, ovens, microwave ovens, door bells, individual lights or lamps, office equipment and appliances, computer and associated peripherals, word processors, stereos, radios, manufacturing equipment and any other commercial office and/or premises equipment. 

The commercial office and/or premises equipment system may also include a video recording equipment, which may include video recording device(s) and/or a camera(s), such as those utilized in conjunction with personal computers, televisions, digital televisions, interactive televisions, display telephones and/or other communication devices, including personal communication devices, and/or a still picture camera(s) . The video recording device(s) or camera(s) may be digital recording devices or cameras or other suitable devices or cameras, including typical video recording devices or cameras for providing video recording and/or surveillance. 

The video recording device(s) or camera(s) may have a transceiver or transmitter/receiver system associated therewith for transmitting video images and/or photographs, recorded by the video recording device(s) or camera(s), to the owner or occupant and/or authorized individual so as to provide for the monitoring and/or the surveillance of the interior and/or the exterior of the commercial office and/or premises. 

The commercial office and/or premises equipment system may also include audio recording equipment, which may include microphones and/or tape recorders, such as those utilized in conjunction with personal computers, televisions, digital televisions, interactive televisions, display telephones and/or other communication devices, including personal communication devices. 

The audio recording device(s) may have a transceiver or transmitter/receiver system associated therewith for transmitting audio information to the owner or occupant and/or authorized individual so as to provide for the monitoring and/or the surveillance of the interior and/or the exterior of the commercial office and/or premises. 

The commercial office and/or premises equipment system may also include an intercom system or device or telephone, cellular, digital or otherwise, for providing a means by which to allow the owner or occupant, or other authorized individual, to communicate with the persons present in, or occupants of, the commercial office and/or premises. The commercial office and/or premises equipment system may also include monitoring device(s) for reading and/or monitoring the commercial office and/or premises fuel supply, fuel usage, water supply, water usage, electricity meter, electricity usage, electrical generator and/or alternator operation, heat and/or air conditioning usage, gas and/or oil or other fuel usage, telephone usage, commercial office and/or premises equipment and/or appliance usage, etc., and/or commercial office and/or premises control system and/or any other commercial office and/or premises operation and/or system function. 

The monitoring device(s) may have associated therewith a transceiver or transmitter/receiver system for transmitting data and/or information recorded and/or read by the monitoring device(s) to the user or operator and for receiving signals such as, for example, control signals, by which the user or operator may exercise control over the monitoring device(s). The monitoring devices and the corresponding equipment and/or devices to be monitored may be linked via wireless devices and/or over wireless communication systems. 

The commercial office and/or premises equipment system or systems receives signals from the CPU, which signals serve to activate or de-activate, or vice versa, whichever the case may be, the respective commercial office and/or premises equipment system(s) which are utilized in conjunction with the apparatus. 

When utilized in conjunction with a commercial office and/or premises, the apparatus and method of the present invention is utilized and/or operates in the same, or in a similar and/or analogous, manner as it is utilized and/or operates in conjunction with vehicles and/or with residential premises, etc., so as to allow control, monitoring and/or security functions to be exercised and/or performed on, and over, a commercial office and/or premises. 

In this manner, an owner, occupant and/or authorized individual may access a commercial office and/or premises system at any time and from any location and thereby exercise and/or perform control, monitoring and/or security functions over any commercial office and/or premises system, equipment, device and/or appliance. The owner, occupant or authorized individual may also monitor the status, state or operation of any commercial office and/or premises system, equipment, device and/or appliance. 

In any of the above described embodiments, the present invention may be utilized in conjunction with any suitable communication device(s) and/or communication system(s). In this manner, the present invention may be utilized in conjunction with a telephone, a touch tone telephone, a cordless telephone and/or a cellular or mobile telephone, a home and/or a personal computer having associated telecommunication devices or other suitable peripheral device(s) such as a modem and/or a fax/modem, personal communication devices which can operate over an appropriate telecommunications system, and/or other suitable communications systems and/or mediums, including radio signal, optical, satellite and/or other communications systems and/or mediums. Any suitable communication system and/or medium may be utilized. 

Personal communication service (PCS) systems and devices, including stationary, portable and/or hand-held devices, may also be utilized. Digital signal communications devices and systems may also be utilized. Interactive and/or digital televisions, personal communication devices, personal communication services (PCS) devices, personal digital assistants, cellular telephones, display telephones, display cellular telephones and electronically equipped watches and/or other devices and/or effects may also be utilized for performing user interactive control, monitoring and/or security functions in conjunction with the present invention. 

The interface devices utilized in any of the various embodiment of the present invention may be wireless devices or modules which need not be directly connected to the CPU or to its respective equipment system in a hard-wired manner. In this regard, hard-wired electrical connections may be unnecessary. In the case of wireless interface devices or modules, corresponding wireless technology and/or systems should be utilized in order to provide for the wireless control and/or operation of the respective equipment(s). 

Accordingly, it is an object of the present invention to provide a remote-controlled control, monitoring and/or security apparatus and method for exercising and/or for performing remote controlled control, monitoring and/or security functions for vehicles, motor vehicles, marine vessels and vehicles, aircraft, recreational vehicles, residential premises and/or commercial premises. 

It is another object of the present invention to provide a remote-controlled control, monitoring and/or security apparatus and method which provides for the selective control, activation and/or de-activation and/or for the programmed control of any one or more of an ignition system, a fuel system, an exhaust system and/or any one or more of various equipment systems of, and for, vehicles, motor vehicles, marine vessels and vehicles, aircraft and/or recreational vehicles. 

It is another object of the present invention to provide a remote-controlled control, monitoring and/or security apparatus and method which provides for the selective control, activation and/or deactivation and/or for the programmed control of any one or more of an electrical system, heating system, water system, air conditioning system, thermostat system and/or any one or more of the various systems, equipment systems, devices and/or appliances, etc., of, and for, residential premises and/or commercial premises. 

It is another object of the present invention to provide a remote-controlled control, monitoring and/or security apparatus and method which is utilized in conjunction with a global positioning system or other positioning system and which provides for a determination of the position and/or location of, and for, vehicles, motor vehicles, marine vessels and vehicles, aircraft, recreational vehicles, residential premises and/or commercial premises. 

It is another object of the present invention to provide a remote-controlled control, monitoring and/or security apparatus and method which provides programming, information gathering, and monitoring capabilities for, and regarding, the status of and/or the operating state(s) of various systems of, and for, vehicles, motor vehicles, marine vessels and vehicles, aircraft, recreational vehicles, residential premises and/or commercial premises. 

It is still another object of the present invention to provide a remote-controlled control, monitoring and/or security apparatus and method for vehicles, motor vehicles, marine vessels and vehicles, aircraft, recreational vehicles, residential premises and/or commercial premises which is utilized in conjunction with a home and/or a personal computer, a telephone, a display telephone, a cellular telephone, a television, an interactive television, a digital television, a personal digital assistant and/or a personal communications services device and/or other personal communications devices. 

It is yet another object of the present invention to provide a remote-controlled control, monitoring and/or security apparatus and method for vehicles, motor vehicles, marine vessels and vehicles, aircraft, recreational vehicles, residential premises and/or commercial premises which may be utilized, operated and/or controlled via, over, or with, an on-line service, and/or on, or over, the Internet and/or the World Wide Web. 

It is still another object of the present invention to provide a remote-controlled control, monitoring and/or security apparatus and method for vehicles, motor vehicles, marine vessels and vehicles, aircraft, recreational vehicles, residential premises and/or commercial premises which provides for an automatic activation, self-activation and/or programmed activation of the apparatus. 

It is yet another object of the present invention to provide a remote-controlled control, monitoring and/or security apparatus and method for vehicles, motor vehicles, marine vessels and vehicles, aircraft, recreational vehicles, residential premises and/or commercial premises which is utilized in conjunction with wireless devices and/or systems and/or with wireless communication technology. 

It is still another object of the present invention to provide a remote-controlled control, monitoring and/or security apparatus and method for vehicles, motor vehicles, marine vessels and vehicles, aircraft, recreational vehicles, residential premises and/or commercial premises which is utilized in conjunction with a central security office and/or agency. 

It is yet another object of the present invention to provide a remote-controlled control, monitoring and/or security apparatus and method for vehicles, motor vehicles, marine vessels and vehicles, aircraft, recreational vehicles, residential premises and/or commercial premises which is utilized in conjunction with a central security office and/or agency and/or with, or over, an on-line service and/or on, or over, the Internet and/or the World Wide Web and/or other information structure, infra-structure, system and/or communication system or medium. 

It is yet another object of the present invention to provide a remote-controlled control, monitoring and/or security apparatus and method which is programmable and which may be programmed for self-activation and/or programmed operation. 

Other objects and advantages of the present invention will be apparent to those individuals skilled in the art upon a review of the Description Of The Preferred Embodiment taken in conjunction with the Drawings which follow. 

BRIEF DESCRIPTION OF THE DRAWINGS 

In the Drawings: 

FIG. 1 illustrates a block diagram of the apparatus which is the subject of the present invention; 

FIG. 2 illustrates the vehicle position and locating device of FIG. 1 illustrating the main components thereof in block diagram form; 

FIG. 3 illustrates the vehicle position and locating system receiver of FIG. 1 illustrating the components thereof in block diagram form; 

FIG. 4 illustrates a block diagram of a computer system which is utilized in an alternate embodiment of FIG. 1 for performing the functions of, and for, the transmitter and the vehicle position and locating system receiver of the apparatus of the present invention; 

FIG. 5A illustrates the apparatus of FIG. 1 wherein the computer of FIG. 4 is utilized in an alternate embodiment in order to replace and to perform the functions of the transmitter and the vehicle position and locating system receiver of the apparatus of the present invention. 

FIG. 5B illustrates an alternate embodiment of the apparatus of the present invention wherein the apparatus is utilized in conjunction with an on-line service and/or on, or over, the Internet and/or the World Wide Web; 

FIG. 6 illustrates a flow diagram illustrating the preferred embodiment operational steps and/or sequences of operation of the apparatus and the method of the present invention; 

FIG. 7 illustrates the preferred embodiment operation, in flow diagram form, of the vehicle position and locating device which is utilized in the apparatus of the present invention; 

FIG. 8 illustrates the preferred embodiment operation, in flow diagram form, of the vehicle position system receiver which is utilized in the apparatus of the present invention; 

FIG. 9 illustrates an alternate embodiment of the present invention wherein an arming device and an activation device are utilized in conjunction with, and for, an automatic activation of the apparatus of the present invention; 

FIG. 10 illustrates an alternate embodiment of the vehicle position and locating device which comprises a plurality of global positioning devices and corresponding global positioning receivers; 

FIG. 11A illustrates another alternate embodiment of the present invention wherein the apparatus is utilized in conjunction with a central security office or agency; 

FIG. 11B illustrates yet another alternate embodiment of the present invention wherein the apparatus of FIG. 11A is utilized in conjunction with an on-line service and/or on, or over, the Internet and/or the World Wide Web. 

FIG. 12 illustrates an alternate embodiment of the present invention, wherein the apparatus and method is utilized in conjunction with a boat; 

FIG. 13 illustrates an alternate embodiment of the present invention, wherein the apparatus and method is utilized in conjunction with an airplane. 

FIG. 14 illustrates an alternate embodiment of the present invention wherein the apparatus is utilized in conjunction with a snowmobile; 

FIG. 15 illustrates an alternate embodiment of the present invention wherein the apparatus and method is utilized in conjunction with a home or residential premises control system; and 

FIG. 16 illustrates an alternate embodiment of the present invention wherein the apparatus and method is utilized in conjunction with a commercial office and/or premises control system. 

DESCRIPTION OF THE PREFERRED EMBODIMENT 

FIG. 1 illustrates a block diagram of the apparatus which is the subject of the present invention and which is denoted generally by the reference numeral 1. As illustrated in FIG. 1, the apparatus 1 comprises a transmitter system 2, for transmitting an electrical, an electronic, an electromagnetic or other suitable signal, upon an activation by a motor vehicle owner or authorized user or operator, hereinafter referred to collectively as the "authorized user or operator". 

While the foregoing description of the preferred embodiment is directed to a motor vehicle and, in particular, to an automobile, the term "motor vehicle" includes, but is not limited to, automobiles, trucks, buses, tractor trailers, construction equipment, farm equipment, commercial vehicles, recreational vehicles, motorcycles, recreational vehicles, motor and/or mobile homes, etc. Any of the above noted vehicles may be manned and/or unmanned and may also include law enforcement and/or military vehicles and/or equipment. The present invention may also be utilized in marine vehicles and/or vessels, boats, ships, aircraft, airplanes, jets, submersible and/or underwater vehicles and/or vessels, space vehicles and/or vessels and satellites, all of which may be manned and/or unmanned. The present invention may also be employed in conjunction with gasoline, diesel, alternate fuel and/or electrically powered and/or propelled vehicles. 

In the preferred embodiment, the transmitter system 2 consists of a user interface device 2A and a transmitting device or transmitter 2B. The transmitter 2 also has a receiver 2C for receiving signals as will be described below. In this regard, the transmitter/receiver combination may also be implemented by utilizing a transceiver. The user interface device 2A provides the means by which the authorized user or operator may access or activate the apparatus 1, as well as the means by which the authorized user or operator may enter access and/or command codes into the transmitter system 2. The transmitter 2B transmits a signal, in response to the authorized user or operator accessing or activating the apparatus 1. The user interface device 2A also comprises a device (not shown) for providing an audio and/or a video indication of system operation and/or status as well as providing information indicative of data received by the receiver 2C. 

The transmitter system 2 is a remote system, which is not physically connected to the remainder of the apparatus 1. Further, the transmitter system 2, in the preferred embodiment, is not located in the motor vehicle, but rather, is located external from, and separate and apart from, the motor vehicle. In the preferred embodiment, the transmitter system 2 or transceiver, is designed to be capable of transmitting signals over long distances, i.e. tens, hundreds, and/or thousands of miles or farther. The transmitter system 2 or transceiver, in the preferred embodiment, is also capable of transmitting a multitude of signals. As will be described below, this capability to transmit a multitude of signals allows for the transmission of a variety of command codes, and of multiple command codes, to the apparatus 1, which in turn, provides for an apparatus which may provide for a multitude of responses in the control and operation thereof. 

In the preferred embodiment, the transmitter system 2 or transceiver is a touch tone telephone which may be a line-connected telephone, a cordless telephone and/or a cellular or mobile telephone. As described hereinafter, the transmitter system 2 may also be a home and/or a personal computer, having associated telecommunication devices or other suitable peripheral device(s) such as a modem and/or a fax/modem, or other personal communication device, which can operate over an appropriate telecommunications system, and/or other suitable communications systems, including radio signal, optical, satellite and/or other communications systems. The communications system utilized may operate anywhere in the electromagnetic and/or radio spectrum. In this regard, personal communication service (PCS) systems and devices, including stationary, portable and/or hand-held devices, may also be utilized. Digital signal communications devices and systems may also be utilized. Interactive and/or digital televisions, personal communication devices, personal communication services (PCS) devices, personal digital assistants, cellular telephones, display telephones, video telephones, display cellular telephones and electronically equipped watches and/or other devices and/or effects or accessories may also be utilized for user interactive and/or display or output applications and/or functions. 

Applicant hereby incorporates by reference herein the subject matter of U.S. Pat. No. 5,081,667 which teaches a system for integrating a cellular telephone with a vehicle security system. Applicant also hereby incorporates by reference herein the subject matter of U.S. Pat. No. 5,276,728 which teaches a remotely activated automobile disabling system. Applicant further hereby incorporates by reference herein the subject matter of U.S. Pat. No. 5,113,427 which teaches a radio signal responsive vehicle device control system, and further, use of a personal paging unit in a paging system for receiving a radio signal. Applicant also hereby incorporates by reference herein the subject matter of U.S. Pat. No. 4,882,746, which teaches a cordless telephone system. Applicant further hereby incorporates by reference herein the subject matter of U.S. Pat. No. 5,138,649 which teaches a portable telephone handset with remote control. Applicant further hereby incorporates by reference herein the subject matter of U.S. Pat. No. 5,195,126 which teaches an emergency alert and security apparatus and method. 

Referring once again to FIG. 1, the apparatus 1 also comprises a receiver 3, for receiving the signals which are transmitted by the transmitter system 2. The receiver 3 may be any receiver which is capable of receiving the remote electrical, electronic, electromagnetic, and/or other signals, which may be transmitted by the transmitter system 2. In the preferred embodiment, the receiver 3 is also capable of receiving any of a wide variety of signals, and/or multitude of signals, which may be transmitted by the transmitter system 2. 

The transmitter system 2/receiver 3 combination, of the apparatus 1 is implemented, in the preferred embodiment, by a telephone/telephone beeper or pager system which systems and related techniques are well known in the telecommunications art. In such a telephone/telephone beeper or pager system, the transmitter 2 can be any touch-tone telephone which provides a user interface, in the form of the touch-tone keypad or buttons, or the like, for entering a data code or sequence, and which may provide a means by which to transmit a signal, in response to the entered data, to an appropriate receiver device which is typically a telephone beeper or pager which may be serviced by an appropriate communications system or service. 

The receiver 3 or beeper or pager, or the communication system which services same, in turn, provides an indication, in the form of a signal transmission, back to the transmitter 2 and, in particular, to the transmitter receiver 2C, which signifies that a signal has been received by the apparatus 1. The receiver 3 also generates data which is indicative of the signal, or a portion thereof, which has been received. In this regard, in the preferred embodiment, the receiver 3 is provided with its own transmitter 3A, or the communication system or service which services the receiver 3 may provide a transmitter (not shown) as may be the case with certain pager systems, such as and including two-way pager systems, for transmitting signals back to the transmitter system 2. It is important to note that the receiver 3/transmitter 3A combination, in appropriate cases, may be replaced with and/or implemented by a transceiver. The receiver 3 and/or receiver 3/transmitter 3A combination or transceiver may also be a cellular and/or mobile telephone which can receive and transmit signals at and from a mobile location. 

It should be noted that the telephone/telephone beeper or pager system, including two-way pager systems, may be replaced with any other type of transmitter/receiver combination, electronic or otherwise, which provides for the transmission and reception of a multitude of remote electrical, electronic, electromagnetic, and/or other suitable signals, over long distances and/or in a mobile and/or a wireless communications environment. As noted above, a personal computer system which may be adapted to such operation, or a personal communication device(s) or personal communication services (PCS) device(s) may also be utilized for, or in, any of the transmitter/receiver system combinations described hereinabove and hereinbelow. Two way pagers may also be utilized for any, or in any, of the transmitter/receiver system combinations described hereinabove or hereinbelow. 

In the preferred embodiment, upon receiving the signal, the receiver 3, generates a distinct signal which may be a digital, an electrical, an electronic and/or an electromagnetic or other suitable signal, which signal is indicative of the signal transmitted from the transmitter 2B of the transmitter system 2 and received by the receiver 3. 

At least a portion of the signal transmitted from the transmitter system 2 to the receiver 3 may include a valid access code, which accesses the receiver 3, and the apparatus 1, which access code serves to provide for security measures which may be taken in conjunction with the use of the apparatus 1. 

The apparatus 1 also comprises a controller or a central processing unit CPU 4, which is electrically connected with the receiver 3 and transmitter 3A and which receives, or reads, whichever the case may be, the digital signal or signals, or portions thereof, which are received by the receiver 3 and/or generated by the receiver 3 in response to the received signal. The CPU 4 may be any type of digital processing device. In the preferred embodiment, the CPU 4 is implemented by a microprocessor. The CPU 4 also has associated therewith a read only memory device (ROM) 5 and a random access memory device (RAM) 6 for storing data which is utilized by the apparatus 1. The data which is received by the receiver 3 is processed by the apparatus 1 in the manner described below. 

The use of a microprocessor as the CPU 4 provides for versatility in apparatus programmability, as well as facilitates an apparatus which can be made as small in size as possible. It is important to note that the CPU 4 may also be implemented by a micro-computer, a mini-computer, or any other digital computer device or system, along with the requisite associated memory devices and other necessary and/or selected peripheral devices. The functions of the CPU 4 may also be performed by appropriately integrating the apparatus 1 with the electronic command computer of the vehicle. 

It should be noted that the provision of an apparatus 1, which is as small in size as possible, allows for an apparatus which may be more easily installed and concealed in the vehicle, so as to prevent its being located and defeated by a car thief. It is also envisioned that the apparatus 1 may be installed in the motor vehicle during the vehicle's manufacture and/or assembly process so as to insure that it will not be easily detectable or accessible by a car thief. The more concealable the apparatus, the less likelihood that it could be located and defeated. It is envisioned that the apparatus 1 and any associated circuitry and/or wiring, may be designed into the motor vehicle so as to be inaccessible to a thief. 

The CPU 4 also has a transmitter 4A associated therewith for transmitting signals to the transmitter system 2 or transceiver. In this manner, the CPU 4 of the apparatus 1 may respond to a user data transmission, command, or inquiry with a transmitted signal which may include digital as well as other data and may also include electronically synthesized voice data which is generated by a voice synthesizer 4B which is connected to the CPU 4 and the transmitter 4A as shown in FIG. 1. The transmitter 4A and optional voice synthesizer 4B may be utilized so as to provide information to an authorized user or operator which may include, but not be limited to, apparatus status, vehicle operation status, and the status of each vehicle system, equipment and/or device which is utilized in conjunction with the apparatus as well as vehicle position data. 

The CPU 4 is electrically connected and/or linked to the motor vehicle ignition system 7, which is located externally from the apparatus 1. The CPU 4 may or may not be connected and/or linked with the vehicle ignition system 7 through an ignition system interface 8 which is also shown in FIG. 1. The CPU 4 may transmit signals to, as well as receive signals from, the vehicle ignition system 7. In this manner, the CPU 4 and the vehicle ignition system 7, may exchange information between each other. In this manner, the CPU 4, upon receiving an appropriate signal from the receiver 3, and upon the completion of the requisite data processing routine, which will be described below, may issue an electrical, an electronic, and/or any other suitable signal, including a digital command signal, to the vehicle ignition system 7. This electrical, electronic and/or other suitable signal or digital command signal may be one which will disable the vehicle ignition system 7 or one which will re-enable or reset the vehicle ignition system 7. The CPU 4 may also interrogate the ignition system 7 and/or receive data from the ignition system 7 which is indicative of ignition system status (i.e., whether the ignition system 7 is on or off). 

In the preferred embodiment, the CPU 4 is also electrically connected and/or linked to the motor vehicle fuel pump system 9 which is also located externally from the apparatus 1. The CPU 4 may or may not be connected with the vehicle fuel pump system 9 through a fuel pump system interface 10 which is also shown in FIG. 1. In the case of an electrical or an electronic fuel pump system, the CPU 4 may provide an electrical, an electronic, and/or other suitable signal, including a digital signal, which will disable, re-enable, or reset the vehicle fuel pump system 9. 

In the case of a mechanical fuel pump system, the CPU 4 may provide an electrical, electronic, and/or other suitable signal, including a digital signal, which will disable or re-enable an electrical valve system, which may be used to control the operation of the mechanical fuel pump system. Whichever the case may be, the CPU 4 will be capable of issuing an electrical, electronic and/or other suitable signal, including a digital signal, to disable, to re-enable, or to reset the vehicle fuel pump system 9. The CPU 4 may also interrogate and/or receive data from the fuel pump system 9 which is indicative of fuel pump system status (i.e., whether the fuel pump system 9 is on or off). The CPU 4 may also be electrically connected and/or linked to an appropriate device (not shown) for controlling the operation of a vehicle exhaust system device. The vehicle exhaust system device may be a device for blocking the flow of exhaust gases through the exhaust system. 

The CPU 4, in the preferred embodiment, is also electrically connected and/or linked to at least one or more of a vehicle equipment system or systems 11. The vehicle equipment system or systems 11 are located externally from the apparatus 1 and may or may not be connected and/or linked to the CPU 4, via a vehicle equipment system or systems interface 12 which may or may not be required for each one of the variety or multitude of the vehicle equipment systems which may be utilized in conjunction with the apparatus. 

The vehicle equipment system or systems 11 may include a loud siren or alarm, which may be located in the passenger compartment of the motor vehicle and, which may produce a loud piercing sound so as to make it unbearable for an intruder to remain inside the motor vehicle passenger compartment. The vehicle equipment system 11 may also include an external siren or alarm, which may produce a loud piercing sound, which may be utilized to draw attention to the motor vehicle. The vehicle equipment system 11 may also include a horn, which may blare continuously or intermittently, so as to also draw attention to the motor vehicle. The vehicle equipment system(s) 11 may also include the vehicle external light systems(s), which may include the vehicle head lights, tail lights or flashers, which may be constantly illuminated or which may blink on and off repeatedly so as to draw attention to the motor vehicle. 

The vehicle equipment system(s) 11 may also include a power door lock system, for securing the vehicle passenger compartment so as to prevent an entry thereunto or an exit therefrom. In addition, the vehicle equipment system(s) 11 may include a hood locking system, such as a mechanical hood locking system, for locking the vehicle hood so as to prevent an unauthorized access into the vehicle engine compartment so as to prevent any tampering with the apparatus 1 or with other systems and/or components of the motor vehicle. 

The vehicle equipment system(s) 11 may also include any one or more of the widely known vehicle anti-theft systems and may also include a vehicle recovery system or device, including a homing and/or a tracking device or system, each of which system(s) may be activated and/or controlled by the apparatus 1 of the present invention. 

The vehicle equipment system(s) 11 may also include video recording and/or photographing equipment, which may include video recording device(s) and/or a camera(s), such as those utilized in conjunction with personal computers, televisions, digital televisions, interactive televisions, display telephones, video telephones, and/or other communication devices, including personal communication devices, or a still picture camera(s) . The video recording device(s) or camera(s) may be digital recording devices or cameras or other suitable devices or cameras, including typical video recording devices or cameras. The video recording device(s) or camera(s), in a preferred embodiment, has associated therewith a transceiver or transmitter/receiver system for transmitting video images recorded by the video recording device(s) or camera(s) to the user or operator and for receiving signals such as, for example, control signals, by which the user or operator may exercise control over the video recording device(s) or camera(s). 

The video recording device(s) or camera(s) may be located at any location on the interior of the vehicle such as, for example, in the dashboard of the vehicle so that the user or operator, or any other authorized individual, may observe and/or photograph the driver of the vehicle, or the occupants and/or cargo of the vehicle. The video recording(s) or camera(s) may also be located on the vehicle exterior. The video recording device(s) or camera(s) may have wide angles for maximum angular viewing and may also be pivotable and/or movable. The video recording device(s) or camera(s) may record and/or transmit the recorded video and/or the picture(s) in real time and/or live. The video recording device(s) or camera(s) may also be equipped with a storage medium, for storing the recorded video and/or picture(s), and a transmitter or transceiver for transmitting the stored video and/or picture(s) to the user or operator at a later time. In this manner, real-time, as well as deferred, video and/or picture(s) transmissions may be provided. 

The vehicle equipment system(s) 11 may also include audio recording equipment, which may include audio recording device(s) such as microphones and/or tape recorders, such as those utilized in conjunction with personal computers, televisions, digital televisions, interactive televisions, telephones, cellular telephones, display telephones, video telephones, and/or other communication devices, including personal communication devices. The audio recording device(s) may be digital audio recording devices or other suitable audio devices including typical audio recording devices. The audio recording device(s), in a preferred embodiment, has associated therewith a transceiver or transmitter/receiver system for transmitting the recorded audio to the user or operator and for receiving signals such as, for example, control signals, by which the user or operator may exercise control over the audio recording device(s). 

The audio recording device (s) may be located at any location on the interior and/or exterior of the vehicle so that the user or operator, or any other authorized individual, may hear what is transpiring, and/or what has transpired, inside and/or outside the vehicle. The audio recording device(s) may also be pivotable and/or movable. The audio recording device(s) may record and/or transmit the recorded audio in real time and/or live. The audio recording device(s) may also be equipped with a storage medium, for storing the recorded audio, and a transmitter or transceiver for transmitting the stored audio at a later time. In this manner, real-time as well as deferred audio transmissions may be provided. 

The vehicle equipment system(s) 11 may also include an intercom system or device or telephone, cellular, digital or otherwise, for providing a means by which to allow the user or operator, or other authorized operator, to communicate with the operator and/or occupants of the vehicle over a designated communication line. 

The vehicle equipment system(s) 11 may also include monitoring device(s) for reading and/or monitoring the vehicle fuel supply, water and/or coolant supply, electrical generator and/or alternator operation, battery charge level, and/or engine temperature level and/or any other vehicle operation and/or system function. The monitoring device(s), in a preferred embodiment, has associated therewith a transceiver or transmitter/receiver system for transmitting data and/or information recorded and/or read by the monitoring device(s) to the user or operator and for receiving signals such as, for example, control signals, by which the user or operator may exercise control over the monitoring device(s). 

The vehicle equipment system(s) 11 may also include communication devices, such as two-way radios, radios, televisions, navigational devices and/or equipment, fire extinguishing equipment, radar devices and equipment, emergency and/or distress signal equipment, and any electrical, electronic and/or otherwise activated appliances and/or equipment which may be utilized in a vehicle. Appliances may include household appliances such as refrigerators, stoves, air conditioners, ovens, microwave ovens, lighting systems, etc. The vehicle equipment system(s) 11 may also include electrical and/or electronically controlled dead bolt locking devices for use on doors, windows, hood, trunk and/or in conjunction with any other opening components and/or components for gaining access to various locations on and/or in the vehicle. 

The vehicle equipment system(s) 11 may also include a wheel and/or brake locking device or mechanism. The vehicle equipment systems may also include hydraulic and/or pneumatic equipment and/or other equipment, including winches, etc, which may be remotely activated as described herein. The vehicle equipment system(s) 11 may also include vehicle communication devices including, but not limited to radios, televisions and entertainment devices, two-way radios, cellular telephones and equipment, etc. The vehicle equipment system(s) 11 may also include systems for detecting failures in any of the above, or any other, equipment systems and report such failure(s) to the user or operator whether he or she is operating the vehicle or is not in the vehicle and/or for reporting such failures to a central office. 

In the case of commercial and/or farm and/or construction equipment, the vehicle equipment system(s) 11 may also include loading and/or unloading mechanisms, cutting mechanisms, bailing mechanisms, winches and any and all of the various systems and devices utilized in conjunction with these vehicles and/or equipment. 

As noted above, the use of any one or more of the vehicle equipment system or systems 11, and their associated interface devices 12, may be optional and may further include any other systems and/or devices which may, or are, utilized in and/or in conjunction with any of the above noted or envisioned vehicles. The vehicle equipment system(s) 11, especially when the apparatus is utilized in conjunction with law enforcement and/or military vehicles, may also include guns and/or weapon systems and/or self defense systems and electronic warfare systems. 

The vehicle equipment system or systems 11 receives signals from the CPU 4, which signals serve to activate or de-activate, or vice versa, whichever the case may be, the respective vehicle equipment system(s) 11 which are utilized in conjunction with the apparatus 1. The vehicle equipment system(s) 11 may also include any other suitable vehicle system or equipment, device or feature which may be utilized to draw attention to the motor vehicle and/or in some other way impede the vehicle theft. It should be noted that any of the interface devices 8, 10 and 12 may include any of the requisite interfacing circuitry which may be necessary to facilitate CPU 4 control over the respective systems which may be utilized. 

The apparatus 1 also comprises a vehicle position and locating device 13 which may be utilized in order to determine the position and/or the location of the vehicle. The vehicle position and locating device 13 can be utilized so as to determine the position of the vehicle anywhere in the world and provide for the transmission of vehicle position and/or location data to any appropriate system receiver so that the vehicle may be located and/or tracked and recovered. In the preferred embodiment, the vehicle position and locating device 13 comprises and utilizes a global positioning device and an associated transmitter for transmitting position and/or location data to the authorized user or operator and/or to an authorized office or agency authorized to receive and/or to monitor such data transmissions. 

The apparatus 1 also comprises a vehicle position and locating system receiver 14, which may be employed by the authorized user or operator and/or by the authorized office or agency, for receiving and/or processing the data which is transmitted from the vehicle position and locating device 13 as will be described in more detail hereinbelow. The apparatus 1 may also comprise a corresponding user interface device (not shown) for use in conjunction with the vehicle position locating system. 

While the preferred embodiment, as illustrated in FIG. 1, describes certain connections between various components and/or devices of the apparatus as being made by a direct and/or a wired electrical connection, it is noted that any direct and/or wired electrical connection(s) between any of the components and/or devices described herein, may be replaced with wireless devices, wireless communication devices, equipment, links and/or linkups, along with their respective and associated technologies and/or devices, which wireless devices and technologies are known and the teachings of which are incorporated by reference herein. 

FIG. 2 illustrates the vehicle position and locating device 13 of FIG. 1 illustrating the main components thereof in block diagram form. The vehicle position and locating device 13, in the preferred embodiment, comprises a positioning system computer 21 and a global positioning device 22 with associated global positioning system receiver 23. The positioning system computer 21 comprises a central processing unit (CPU) (not shown) and associated read only memory (ROM) device (not shown) and random access memory (RAM) device (not shown). 

The vehicle position and locating device 13 also comprises a position data transmitter 24, for transmitting the vehicle position and/or location data to the vehicle position system receiver 14. The vehicle position and locating device 13 also comprises a data base 25 which contains digital and/or digitized map data, which can be utilized to determine the geographical position of the vehicle from the calculated "raw" position data obtained from the global positioning device 22. In this regard, vehicle location on a map and/or street location may be obtained. 

As will be described in more detail below, the positioning system computer 21 controls the operation of the vehicle position and locating device 13, including the operation of the global positioning device 22. The global positioning system receiver 23 receives the necessary signals from the global positioning satellites and/or satellite system(s) which are located in orbit above and around the earth. The signals which are received by the receiver 23 are processed by the global positioning device 22, in a manner which is well-known to those skilled in the global positioning art. Once the vehicle position data or "raw" data is calculated, the data is transmitted to, or read by, the positioning system computer 21. 

Vehicle position and/or location data can then be transmitted to the vehicle position system receiver 14 which may be located at, or accessible to, the authorized user or operator and/or at the location of an authorized office or agency, such as at a central security office or agency or local or regional law enforcement office or agency, which is duly authorized to receive the vehicle position and/or location data for the vehicle. 

Vehicle position and/or location data is transmitted by the transmitter 24 which, in the preferred embodiment, is a radio signal transmitter or a broadcast transmitter. The transmitter 24 may also be a cellular or mobile telephone or wireless or other communication device which is programmed to call and transmit the data to the vehicle position system receiver 14. The transmitter 24 may also be a digital signal transmitter or any other suitable transmitter. The global positioning data could also be obtained by the user or operator by directly "calling" the system receiver 14 and/or the CPU 4 of the apparatus 1. 

In the preferred embodiment, the transmitter 24 comprises a radio signal transmitter for transmitting vehicle position and/or location data to the vehicle position system receiver 14, which may be at a location of the authorized user or operator and/or at a central security office or agency or at a local or regional law enforcement office or agency as will be described in more detail hereinbelow. In this regard, the vehicle position system receiver 14 comprises a radio signal receiver which is tuned to receive the signals which are transmitted by the transmitter 24. If the transmitter 24 is a cellular or mobile telephone or other personal communication device, the system receiver 14 could be equipped with an associated cellular or mobile telephone or personal communication device or other suitable device, which can be used in conjunction with the cellular or mobile telephone transmitter. Digital communication transmitter/receiver combinations and/or transceivers may also be utilized. 

The vehicle position and locating device 13 may also have its operation programmed so as to perform updated global positioning calculations, continuously, intermittently, at regular intervals and/or in any other suitable manner, so as to provide for a tracking of a vehicle movement. The vehicle positioning system computer 21, in the preferred embodiment, contains digital and/or digitized map data stored in database 25 for ascertaining the geographical position of the vehicle from the calculated global positioning data ("raw" data) which is calculated by the global positioning device 22. In this manner, the calculated global positioning data, and/or processed geographical position data, can be provided for ascertaining vehicle position and/or location and, if appropriate, for ascertaining vehicle movement such as by monitoring and/or tracking vehicle position as it is updated. 

The vehicle position system receiver 14 may be equipped with an appropriate computer system which also comprises a digital and/or digitized map database for determining geographical location (i.e. map location, street location, or any other data which may be correlated and/or processed with the positioning data, etc.), from the received global positioning data, at the location of the receiver 14. The system receiver 14 may also be equipped with an alphanumeric pager device which can simply receive the position data and/or the geographical position data from an appropriately designed transmitter 24. 

FIG. 3 illustrates the vehicle position and locating system receiver 14 of FIG. 1 illustrating the components thereof in block diagram form. In FIG. 3, the system receiver 14 comprises a receiver 30 for receiving the data transmitted by the transmitter 24 of the vehicle position and locating device 13. In the preferred embodiment, the receiver 30 may be a radio signal receiver, a telephone, telecommunication and/or other system receiver, depending upon the type of transmitter which utilized for the transmitter 24. It is also important to note that the receiver 30 may be a personal communication system or personal communication services (PCS) receiver or device. The receiver 30 may also be a satellite dish receiver or a digital signal receiver. 

The vehicle position and locating system receiver 14 also comprises a computer 31 for controlling the operation of the system receiver 14. The positioning system receiver computer 31 comprises a central processing unit (CPU) (not shown) and associated read only memory (ROM) device(s) (not shown) and random access memory (RAM) device(s) (not shown). The computer 31 is connected to the receiver 30 for receiving and/or for reading the vehicle position and/or location data which is transmitted by the transmitter 24 and received by the receiver 30. The system receiver 14 also comprises a user interface device 32, which may include a keyboard or a pointing device such as a mouse, a display device 33 such as a display monitor, an output device 34 such as a printer and a database 35 such as a data base containing digital and/or digitized map data for use in determining geographical position of a vehicle from the "raw" position data. The system receiver 14 may also comprise a transmitter 36 for sending data and/or signals to the vehicle position and locating device 13 and/or for transmitting signals to the CPU 4 and/or to the transmitter receiver 2C. 

It is important to note, at this point, that the system receiver 14 may also be implemented by utilizing a home and/or a personal computer which may be utilized with an associated receiver 30 or equivalent peripheral device(s) . In the case of a home and/or a personal computer, the data received from the vehicle position and locating device 13 may be input into the computer, from the receiver 30, by any one of the well known methods and techniques for inputting data into a home and/or a personal computer from such an appropriate peripheral device(s). In cases wherein a telephone signal and/or a personal communication device or personal communication services (PCS) devices are utilized, a fax/modem or other suitable device may be utilized to send, and/or to receive, data to, and from, the vehicle position and locating device 13. A television, appropriately equipped to receive and/or to transmit signals may also be utilized. It is also envisioned that digital televisions, interactive televisions, personal communications devices, personal communications services (PCS) devices, personal digital assistants, display telephones, electronically equipped watches, cellular telephones and/or display cellular telephones may also be utilized. 

It is also important to note that the transmitter system 2 or transceiver and the vehicle position and locating system receiver 14 may be implemented by utilizing, and therefore replaced by, a home and/or a personal computer having the configuration illustrated in FIG. 4. FIG. 4 illustrates a block diagram of a computer system which provides all of the functions of, and/or for, the transmitter 2 or transceiver and the vehicle position and locating system receiver 14. In FIG. 4, the home and/or personal computer, which is denoted by the reference numeral 150 comprises a CPU 151 with associated read only memory (ROM) device 161 and random access memory (RAM) device 162, a user interactive or interface device 152 which includes a keyboard and/or a pointing device, a display device 153 which may be a display monitor, an output device 154 which may be a printer, and a database 155 which may contain access code and command code data as well as digital and/or digitized map data. 

The computer 150 also comprises a transmitter 156 for transmitting data to the receiver 3 and/or the CPU 4 and a receiver 157 for receiving data from the receiver transmitter 3A and/or the CPU 4. The computer 150 also comprises a receiver 158 for receiving data from the vehicle position and locating device 13 and a transmitter 159 for transmitting data to the vehicle position and locating device 13. In the embodiment of FIG. 4, data may be transmitted to and received from the computer 150 by using any of the conventionally known communication systems such as by utilizing radio signal communication devices, telecommunication devices, optical communication devices, satellite communication devices, and/or personal communication devices and/or personal communication services (PCS) devices, or any other suitable communications devices, including any of the types of devices described above. In the case of telecommunication devices, a fax/modem for sending and receiving data may be utilized in the computer 150. Digital communication devices may also be utilized. 

FIG. 5A illustrates the apparatus of FIG. 1 wherein the computer 150 of FIG. 4 is utilized as a substitute device for, and for performing the functions of, the transmitter 2 or transceiver and the vehicle position and locating system receiver 14. 

It is also envisioned that the apparatus 1 may be utilized in conjunction with a computer so that the authorized user or operator can utilize the apparatus over an on-line service and/or on, or over, the Internet and/or the World Wide Web and/or other suitable communication network or medium. 

FIG. 5B illustrates an alternate embodiment wherein the apparatus 1 is utilized in conjunction with an on-line service and/or on, or over, the Internet and/or the World Wide Web and/or other suitable communication network or medium. In FIG. 5B, the various transmitters of the apparatus 1, including the receiver transmitter 3A, the CPU transmitter 4A and the vehicle position and locating device transmitter 24, transmit their respective data transmissions to a receiver 500 associated with an on-line service or internet computer system or computer server 510 (hereinafter "server") which is specifically dedicated to the task of providing control over and/or monitoring the vehicle, the apparatus 1 and/or any one or more of the vehicle systems which are controlled and/or monitored by the apparatus 1. The server 510 can also perform vehicle monitoring, tracking and/or recovery functions. The server 510 also has associated therewith, and connected and/or linked thereto, a receiver 511 and a transmitter 512, for receiving and transmitting, respectively, all of the respective signals utilized for the complete and effective operation of the apparatus 1. The server 510 may be utilized in conjunction with an associated Web Site 520. 

In the embodiment of FIG. 5B, the authorized user or operator may transmit data directly to the apparatus 1 via the home and/or personal computer 150. The authorized user or operator may also transmit data directly to the server 510 over an appropriate communication network or medium. 

By using the computer 150 in conjunction with an appropriate communication medium, the authorized user or operator may then access the dedicated server 510 such as on-line and/or via the Web Site 520 and thereby receive any and all of the above-described data from the server 510 over the on-line service and/or on, or over, the Internet and/or the World Wide Web and/or other suitable communication network or medium. The authorized user or operator may also enter command codes and other data so as to provide control over the apparatus 1 via the server 510. The dedicated server 510 may be accessed via the associated Web Site 520. The dedicated server 510 may also process the data obtained by the apparatus 1 in any appropriate manner, if desired. The authorized user or operator may also access and provide control over the apparatus 1 via the server 510. 

Applicant also hereby incorporates by reference herein all of the methods and/or techniques for providing information and/or data over on-line services and/or on, or over, the Internet and/or the World Wide Web or other suitable communication network or medium, along with client/server and/or Web Site technology and methods and/or techniques utilized in conjunction therewith, which are known as of the filing date of this application. In this regard, the authorized user or operator may utilize the apparatus to its fullest capabilities over an on-line service and/or on, or over, the Internet and/or the World Wide Web or other suitable communication network or medium. In this manner, the embodiment of FIG. 5B may allow the authorized user or operator to utilize the apparatus and/or to monitor the operation of the apparatus over the on-line service and/or on, or over, the Internet and/or the World Wide Web from any suitable computer and/or from any location. 

The operation of the apparatus 1 of the present invention is described below with reference to the flow diagram illustrated in FIG. 6, which flow diagram illustrates a preferred embodiment method for utilization of the apparatus 1. The method of the present invention may be implemented as a computer program or software program which is utilized in conjunction with the CPU 4. The computer program or software program may be programmable so as to provide for the modification of same, if desired. 

Upon the occurrence, or the discovery thereof, of the theft of a motor vehicle, or simply to monitor vehicle status or location, the authorized user or operator of the vehicle may activate the apparatus 1 by entering an access code into the transmitter interface 2A which, as noted above, may be a touch tone telephone keypad. The entry of a valid access code will activate a signal transmission from the transmitting device 2B in a manner similar to that of making a telephone call. In the preferred embodiment, the above sequence of events may occur by the authorized user or operator simply utilizing a touch-tone telephone, which may be a public pay telephone, a private telephone, a line telephone, a cordless or wireless telephone, or a cellular or mobile telephone, and by entering in the predetermined access code which is assigned to the particular apparatus 1. 

In the case of a touch-tone telephone/telephone beeper or pager system, wherein the beeper or pager is the receiver 3 in the apparatus 1, this access code would typically be a code which would comprise a given telephone area code and telephone number assigned to, or programmed for, the beeper or pager (receiver 3). 

Upon receiving the transmitted signal, the receiver 3, or beeper or pager, or the communication system servicing the beeper or pager, will typically generate, via transmitter 3A or by another appropriate device, which may or may not be an integral part of the receiver 3, a signal, electrical or otherwise, which is indicative of the receiver 3 having received the signal from the transmitter 2 and which further indicates that the receiver 3 has been accessed. In the case of a communication system or service which services the beeper or pager, the transmitter 3A may be located externally from the apparatus 1 and may be linked to the receiver 3 via the communication link which services the receiver 3 (i.e., the beeper or pager communications service system). 

The received access signal is also sent to, or read by, the CPU 4 so as to alert the CPU 4 that the receiver 3, and the apparatus 1 have been accessed. The receiver 3, or the communication system servicing the receiver (beeper or pager), will then transmit a signal, via its transmitter 3A, to the transmitter receiver 2C which is indicative of the fact that the receiver 3, and the apparatus 1, have been accessed. This signal which is transmitted to the transmitter receiver 2C usually takes the form of an audible tone at the telephone headset which typically occurs when it is desired to communicate with a beeper or pager device. 

The above sequence is analogous to the operation of a telephone/telephone beeper or pager system wherein, when the beeper or pager, or the communication system servicing the beeper or pager, has answered the call, the beeper awaits entry of a telephone number or code by the caller. The signal indication by the receiver 3 will then be followed by a period of silence during which period, the authorized user or operator may enter the desired command code data or command code, which may include a vehicle disable command code, a vehicle re-enable or reset command code, a cancel code, or any other suitable command code by which the authorized user or operator may exercise control over the apparatus 1. The authorized user or operator may then enter the code or number sequence into the transmitter interface 2A or, in this case, the telephone keypad. 

In a case when the motor vehicle has been stolen, the command code may be a vehicle disable command code. It should also be noted that a vehicle re-enable or reset command code, or any other suitable command code, which would represent a function or operation to be performed by the apparatus 1, may also be entered, as the circumstances may require, at this time. The command code is then transmitted from the transmitting device 2B of the transmitter system 2 and is received by the receiver 3 or beeper or pager. In the preferred embodiment, a command code received signal is then transmitted back to the transmitter system 2, via the receiver 3, or communication system, transmitter 3A, which provides an indication, to the authorized user or operator, that the command code has-been received by the apparatus 1. 

The command code data is then transmitted to, or read by, the CPU 4 for command code identification and for further processing, if necessary. In this manner, an authorized user or operator, upon learning of the theft of the vehicle, or simply attempting to ascertain the status and/or location of the vehicle, may easily access or activate the apparatus 1 by simply utilizing the nearest touch-tone telephone and by "calling up" the apparatus 1. 

It is important to note that the telephone/telephone beeper system, described above, may be replaced with any remote transmitter/receiver system, such as by a remote transmitter, i.e., a television-type remote control unit, which control unit would require a user interface feature and which has the capability to remotely transmit a multitude of signals over long distances to an associated receiver. A two-way pager, or other appropriate two-way communication device may also be utilized. A home and/or personal computer, with requisite peripheral devices, a personal communication device and/or a personal communication services (PCS) device may also be utilized. Digital communications devices, interactive televisions and/or digital televisions may also be utilized. It is also envisioned that digital televisions, interactive televisions, personal communications devices, personal communications services (PCS) devices, personal digital assistants, display telephones, video telephones, electronically equipped watches and/or other effects or accessories, cellular telephones, display cellular telephones may also be utilized. 

By utilizing a telephone/telephone beeper or pager system, in the preferred embodiment, a long range, remote-controlled system may be achieved which systems are usually very well maintained by telecommunication companies or carriers and are also very reliable. By using a telephone/telephone beeper or pager system, the authorized user or operator does not have to keep track of a separate remote control unit. In this manner, a reliable and efficient apparatus communication system is achieved. The apparatus 1 may also be equipped with an alternate and/or an auxiliary transmitter device(s), such as a remote control unit or home and/or personal computer system, which could be employed in addition to a telephone. In this manner, if the authorized user or operator should leave the remote control unit in the vehicle, or should lose it, the apparatus 1 may still be accessed by the authorized user or operator. Still further, some telephone/telephone beeper or pager systems may have effective distance ranges on the order of hundreds or thousands of miles which may be economical and reliable for long range signal transmission. 

In the case where the motor vehicle has been stolen, and the authorized user or operator wants to prevent or thwart the theft of the vehicle and recover the vehicle, the command code which is to be entered is a vehicle disable command code (disable code) which will disable the vehicle in the manner described below. Similarly, if the authorized user or operator desires to re-enable or reset the apparatus 1, such as when the motor vehicle has been recovered or found, so as to render the vehicle re-enabled or operational, the command code to be entered will be a vehicle re-enable or reset command code (re-enable or reset code). 

Once the command code has been entered, the receiver 3, via its transmitter 3A, may provide a signal indication to the transmitter system 2, which may take the form of audible tones to a headset, such as is known in beeper or pager systems, which serve to confirm receipt of the command code by the receiver 3 and the apparatus 1. The data entered into, and transmitted from, the transmitter system 2, and received by the receiver 3, will then be transmitted to, or read by, the CPU 4 for command code identification and for subsequent processing, if necessary. 

If the authorized user or operator merely wants to determine the status of the vehicle and/or of any of the vehicle equipment systems (i.e., is the ignition system on, is the engine running, is a burglar alarm system armed, etc.), a status code may be entered and the CPU 4, after monitoring the vehicle systems, may report back to the authorized user or operator via the receiver transmitter 3A or the CPU transmitter 4A. If the authorized user or operator wants to determine the location of the vehicle and/or if it is in motion, a location request code may be entered whereupon the vehicle position and locating device 13 may be actuated so as to determine vehicle position and/or location data, which data may then be transmitted to the user or operator via transmitter 24. The CPU transmitter 4A may also transmit vehicle portion data as the CPU 4 may also have access to said data. In this manner, the user or operator may exercise control over the vehicle and/or monitor the operational status and/or state of the vehicle and/or of any of the vehicle systems and/or components. The user or operator may also monitor the position and/or movement of the vehicle. 

FIG. 6 illustrates a flow diagram of a preferred embodiment of the operational steps and/or sequence of operation of the apparatus and method of the present invention. With reference to FIG. 6, the receiver 3, upon receipt of the access code, will generate an interrupt in the CPU 4 which will activate an operational program or an interrupt service routine, at step 60, of the flow diagram. At step 61, the command code data is received by the apparatus 1. Upon receipt of the command code by the receiver 3, the command code is then transmitted to, or read by, the CPU 4 at step 62. The CPU 4 will then, at step 62A, perform a processing routine in order to identify the command code which has been entered. 

In the preferred embodiment, the command code should be of a pre-determined length and should be chosen to be one of a variety of codes which may be chosen so as to provide for the controlling of the apparatus 1 to perform any number of functions and/or to control the vehicle and/or any of the vehicle systems utilized in conjunction with the apparatus 1. The command code may be a valid disable code, a valid re-enable or reset code, a cancel code, a vehicle status code, a vehicle position and locating code, or any other suitable code which may be recognized by the CPU 4 so as to provide control over and/or monitoring of the apparatus 1. A command code may be utilized to indicate a cancel operation, or to identify a previous transmission as a false alarm. An incomplete code, an invalid code, or the absence of a command code after the apparatus 1 has been accessed, may be deemed to be a false alarm. 

The cancel and false alarm categories are utilized in order to enable an authorized user or operator to cancel access to and/or activation of the apparatus 1, or to prevent an unauthorized access or unauthorized attempt to enter a command code into the apparatus 1. Such an identification processing routine may be performed in a very simple manner, such as by testing the command code or code data against pre-determined or pre-defined codes and/or against any other code data which may be stored in apparatus program memory. Such testing may be performed by any one of the widely known software testing and identification routines and/or techniques. 

At step 63, the CPU 4 will determine if the code is a valid code. If the code is valid, then the processing will proceed to step 64. If the code is invalid, the CPU 4 will return to step 76 thereby exiting the operational program or interrupt service routine and the apparatus 1 will await a next access code and command code transmission. Once a valid command code has been entered, the CPU 4, at step 64, will determine if a valid disable code has been entered, which disable code signifies that the car has been stolen and/or is under the control of an unauthorized user or operator or simply that the authorized user or operator wishes to render the vehicle inoperative. Once the command code, if entered, is identified, the CPU 4, under the control of the apparatus operational program or interrupt service routine, will perform the appropriate apparatus control functions. 

If a valid disable code is identified as having been transmitted, at step 64 (which may designate that the vehicle has been stolen), the CPU 4 will initiate and/or actuate the operation of the vehicle position and locating device 13 at step 65. The vehicle position and locating device 13 will then begin to, and continue to, perform the necessary routines in order to determine vehicle position and/or location as will be described below. The operation of the vehicle position and locating device 13 will proceed and continue simultaneously and/or concurrently with the operation of the apparatus 1 and the CPU 4 as described below. 

The CPU 4, which is connected to the vehicle ignition system 7, so as to send and receive data to and from the vehicle ignition system 7, will perform a software test, at step 66, in order to determine whether the vehicle ignition system 7 is activated or is on (i.e. the vehicle is operating or is in motion). This will require a monitoring of the vehicle ignition system 7 by the CPU 4. 

As noted above, a vehicle ignition system interface 8 is optional and may or may not be employed in order to facilitate this function of monitoring and controlling the vehicle ignition system 7 by the CPU 4. 

If the vehicle ignition system 7 is determined to be activated or on, the CPU 4 will enter into a delay loop, at step 67. The purpose of the delay loop, at step 67, is to prevent the vehicle ignition system 7 from being de-activated or shut-down while the vehicle engine is still on or running. Such a test and delay loop routine serves to prevent accidents and resulting personal injury and property damage, such as may be caused when a vehicle suddenly looses power while in motion and/or is travelling at a moderate, or at a high, rate of speed or when such a loss of engine power may result in the failure of the vehicle power steering and/or power brake systems. In this manner, the CPU 4 will continue to interrogate the vehicle ignition system 7 after a pre-determined delay period, and will continue to do so until the vehicle ignition system 7 is determined to be shut-off and/or is non-operational. 

While any delay period may be employed, at step 67, and may be programmed into the program software of the apparatus 1, it is important to choose a delay period which can detect even the shortest duration of a vehicle ignition system shut-down. In the preferred embodiment, a delay period of one (1) second is utilized. This delay period, of course, may be changed in the program software, as desired, by utilizing known system programming methods and/or techniques. 

After the delay period has elapsed, at step 67, the CPU 4 will again interrogate the ignition system 7, at step 66, and will continue to do so in the above described delay loop routine until the ignition system 7 is determined to be shut-off and/or is non-operational. Once it has been determined that the vehicle ignition system 7 is shut-off and/or is non-operational, the CPU 4, at step 68, will issue a disable signal to the vehicle ignition system 7. 

The disable signal which is issued by the CPU 4, at step 68, will disable the vehicle ignition system 7, thereby preventing a restarting of the vehicle engine. The disabling function may be performed by the CPU 4 by issuing a data signal, which causes the vehicle ignition system circuitry to be shut-off or be "opened", such as by opening a switching device and/or a series of switching devices (i.e. a switch or relay (not shown)), which is or are located in, or designed into, the ignition system circuitry, the starter motor, or at any other location in the ignition system 7, or by issuing a disabling signal to the digital or logic devices, which may be utilized in connection with the vehicle electronic command computer and/or other electrical components or systems. 

It should be noted that any number of methods may be used, in conjunction with the apparatus 1, for disabling the vehicle ignition system 7. The CPU 4 can be utilized to provide control signals, to disable or re-enable, the vehicle ignition system 7 just as any microprocessor-based digital system provides control over the operation of the components and/or peripheral devices utilized in conjunction therewith. The techniques utilized, in order to provide such control over the vehicle ignition system 7 may be determined on a vehicle-by-vehicle basis. 

Once the vehicle ignition system 7 has been disabled, only the issuance of a valid re-enable or reset command code, to the apparatus 1, may be utilized to re-enable or reset the vehicle ignition system 7. In this manner, a carefully concealed and installed placement of the apparatus 1, within the vehicle, will provide for a completely disabled vehicle until such time as a valid access code, followed by a valid re-enable or reset command code, is entered by the authorized user or operator in a manner consistent with the operation of the apparatus 1. As can be readily appreciated, a carefully concealed apparatus 1, along with a strategically placed ignition cut-off circuitry or system, would render it most difficult, if not impossible, for the thief or thieves to practically defeat the apparatus 1. 

With reference once again to FIG. 6, the CPU 4, at step 69, will then issue a disabling signal to the vehicle fuel pump system 9 thereby de-activating the vehicle fuel pump system 9 and prohibiting the supply of fuel to the vehicle engine. The disabling signal from the CPU 4 can disable the vehicle fuel pump system 9 by any one of the well known methods for disabling a fuel pump system. In the case of electric fuel pump systems, said systems may be disabled by any one of the known methods for shutting-off or "opening" an electrical circuit which provides power to, or control over, the fuel pump system 9, such as by a cut-off switch or relay, which methods and/or techniques may be similar to and/or analogous to those- methods and/or techniques utilized in connection with disabling the vehicle ignition system 7. 

In the case where electronic components are utilized, the digital components or logic gates in the control circuitry may also be disabled. In the case where a mechanical fuel pump is utilized, an electric valve assembly, which may provide a fuel pump operation cut-off or disconnect, may also be utilized thereby allowing any appropriate method for disabling an electrical fuel pump system to be utilized in order to disable the electric valve assembly, and ultimately, to shut-off or disable the mechanical fuel pump system. The vehicle fuel pump system interface 10 may be utilized, if necessary, in order to facilitate the above described disabling technique(s). 

The CPU 4 can be utilized in order to provide control signals to disable or re-enable the vehicle fuel pump system 9 just as any microprocessor-based digital system provides control over the operation of components and peripheral devices utilized in conjunction therewith. It should be noted that the techniques utilized in order to provide control over (disable or re-enable) the vehicle fuel pump system 9 may be determined on a vehicle-by-vehicle or fuel pump-by-fuel pump basis. 

Upon the disabling of the vehicle ignition system 7, at step 68, and/or the vehicle fuel pump system 9, at step 69, the CPU 4, at step 70, if so commanded, will then issue a control signal(s) to activate or de-activate, whichever the case may be, any one or more of the various vehicle equipment systems 11 which are utilized in conjunction with the apparatus 1. As noted above, the vehicle equipment system(s) 11, if employed, may include an alarm or siren, which has a piercing sound and which is placed in the interior of the passenger compartment. The alarm or siren would serve to make it unbearable for the thief or thieves to remain inside the vehicle. External alarms or sirens may also be utilized in order to draw attention to the vehicle. A horn or horns, which could blare continuously or intermittently, could also be utilized to draw attention to the vehicle. 

A vehicle light system, i.e. head lights, tail lights, parking lights, etc. may also be activated so as to illuminate continuously or intermittently, such as by blinking, in order to draw attention to the vehicle. Other vehicle equipment systems, such as a power door locking system, may be activated, immediately or after a delay, for securing the vehicle passenger compartment so as to prevent an entry thereunto or an exit therefrom. It is also envisioned that there may be a delay between the disabling of the vehicle ignition system 7 and the activation of the power door lock system so as to allow the thief or thieves to get out of the car before the locking operation takes place. 

It is also envisioned that a mechanical hood locking system may be utilized and activated so as to lock the hood and prevent an unauthorized access into the vehicle engine compartment. Such a vehicle hood locking feature could prevent tampering with the apparatus 1 or with other systems and/or components of the vehicle. A vehicle alarm system or anti-theft system(s), such as any one or more of the well known types of anti-theft and/or theft deterrent systems or devices may also be activated, and/or de-activated, when and if desired, by the CPU 4. The CPU 4 may also activate a vehicle homing and/or tracking or recovery device system such as a LoJackO Stolen Vehicle Recovery System and/or any other type of vehicle recovery system. 

Any one or more of the above-described vehicle equipment system(s) 11 which may include a power door lock system, including electronic and/or electrical dead bolt locking devices, for securing the vehicle passenger compartment, hood or trunk, so as to prevent an unauthorized entry thereunto, video recording equipment, for recording and supplying video information, and/or audio recording equipment, for recording and supplying audio information, may also be activated or deactivated. 

The CPU 4 can be utilized in order to provide control signals to activate and/or to de-activate any one or more of the vehicle equipment systems 11 just as a microprocessor-based digital system provides control over components and/or over peripheral devices utilized in conjunction therewith. Such methods and/or techniques may be similar to those methods and/or techniques utilized to provide control by the CPU 4 over the vehicle ignition system 7 and the vehicle fuel pump system 9. It should be noted that the techniques utilized, in order to provide control over any of the vehicle equipment system(s) 11, may be determined on a vehicle-by-vehicle and/or system-by-system basis. It is also envisioned that a vehicle exhaust system may be de-activated and/or similarly controlled by the apparatus 1. 

Once disabled, the vehicle ignition system 7, and the vehicle fuel pump system 9, will remain disabled even if the vehicle power supply should be drained. This is due to the fact that the digital circuitry, which is utilized in the apparatus 1, in the vehicle ignition system 7, in the vehicle fuel pump system 9, and/or in any of the vehicle equipment system(s) 11, may include digital "memory" devices such as logic gates, flip-flops, etc. and/or electro-magnetic devices, such as switches or relays, which may be chosen so as to remain in their state unless altered or activated in a predefined fashion, electrically, electronically or otherwise, or under the power of an electrical signal or stimulus which is controllable only by an authorized user or operator. Further, even if the vehicle power is completely drained, these above mentioned devices, which may be chosen so as to require a predefined application of electrical or electronic power in order to change their state, or their operating mode or operation, would have their re-activation prevented, and thus, the vehicle ignition system 7, the vehicle fuel pump system 9, and/or any of the vehicle equipment system(s) 11, will remain in a disabled state. 

It is also envisioned that back-up and/or supplemental power supplies, such as batteries, etc., (not shown) may also be utilized in conjunction with the apparatus 1 so as to prolong the continued activation or de-activation of the vehicle ignition, fuel pump and/or any of the vehicle equipment system(s) 11 which are utilized. Supplemental power systems are optional and may also be employed with the apparatus 1 so as to provide power for any unusual power requirements which may be required by the vehicle in which the apparatus 1 may be installed. The back-up and/or supplemental power supplies may also be solar powered and/or be constantly chargeable by a vehicle recharging and/or alternator system. 

Upon the completion of apparatus 1 operation, at step 70, the CPU 4 will then exit the operational program or interrupt service routine at step 76. This signifies the completion of the operational program or interrupt service routine in the case of receiving a disable command code. The CPU 4 will then await the next accessing and/or activation of the apparatus 1 by the authorized user or operator, via entry of a valid access code into the transmitter system 2 as described above. Unless a valid access code, followed by a valid re-enable or reset command code, is entered into the transmitter interface 2A, the vehicle ignition system 7, and the vehicle fuel pump system 9, will remain disabled and/or any of the utilized vehicle equipment system(s) 11, will remain in their activated or de-activated states. 

Upon the vehicle being found or recovered, such as in a manner resulting from utilizing the vehicle position and locating device 13, in the manner described hereinbelow, the authorized user or operator may once again access the apparatus 1 by entering the valid access code into the transmitter interface 2A and then by entering the valid re-enabling or reset command code. As described above, a valid access code will once again initiate the operation of the operational program or interrupt service routine, at step 60, which is described above and illustrated in FIG. 6. The valid re-enable or reset command code will then be received by the receiver 3, in the manner described above at step 61. 

The command code data will then be transmitted to, or read by, the CPU 4, at step 62 and processed and identified at step 62A. The CPU 4, at step 63, will then determine whether the re-enable or reset command code, which was entered, is a valid code. The CPU 4, at step 64, will then determine if the command code is a valid disable code. Since a valid re-enable or reset code has been entered, the CPU 4 will determine that the command code is not a disable code. The CPU 4 will then proceed to step 71 and will determine whether the command code is a valid re-enable or reset command code. 

If the command code is not a valid re-enable or reset command code, the CPU 4 will exit the operational program or interrupt service routine, at step 76, and will await entry of the next valid access code and command code. It should be noted that, as an added security measure, the apparatus 1 may be programmed so that, upon the receipt of one or more invalid access and/or command codes, the apparatus 1 may require that the authorized user or operator re-program a new access code for the apparatus 1 through a central office or agency or maintenance service which provides service and/or maintenance for the apparatus 1. In any event, the apparatus 1 may be accessed by a valid access code with such accessing resetting the apparatus 1 and initiating the operation of the apparatus 1. 

If, however, the entered command code is identified as a valid re-enable or reset code, at step 71, the CPU 4, subsequent to such determination, but prior to actually re-enabling or resetting the vehicle ignition system 7, re-enabling the vehicle fuel pump system 9, and de-activating or re-activating, whichever the case may be, any one or more of the various vehicle equipment systems 11 which are utilized, will perform a test, at step 72, in order to verify that the vehicle ignition system 7 is, in fact, still disabled. If, at step 72, the vehicle ignition system is still enabled or on, the CPU 4 will exit the operational program or interrupt service routine and will await entry of the next valid access code and command code. This test, at step 72, is a safety feature which serves to ensure that no re-enabling or resetting signal will be issued by the apparatus 1 if the vehicle ignition system 7 is not disabled. In this manner, the operation of the vehicle ignition system 7 will not be interrupted or affected, which interruption may be unsafe if the vehicle is already in operation or in motion. 

It should be noted that neither the vehicle fuel pump system 9 nor any of the various vehicle equipment systems 11 which may be utilized, should have their status of operation altered as any interruption of the status quo of each of the respective systems, during normal vehicle operation, may also be unsafe. 

If the vehicle ignition system 7 is determined to be disabled, at step 72, the CPU 4 will, at step 73, issue a control signal which will re-enable or reset the vehicle ignition system 7. This may be accomplished by any method and/or technique which would re-enable or re-activate the vehicle ignition system circuitry. The CPU 4, at step 74, will then issue a control signal to re-enable or reset the vehicle fuel pump system 9, if so desired, which may also be accomplished by re-enabling or re-activating the vehicle fuel pump system circuitry. 

The CPU 4 will then, at step 75, issue control signals to each of the various vehicle equipment systems 11 which are utilized, so as to de-activate or re-activate the respective system(s) which had been activated or de-activated, respectively, earlier at step 70 or otherwise. Upon the completion of the above-described events, the vehicle will then be ready for operation, barring any need for service and/or for repairs. The CPU 4, upon the completion of step 75, will then exit the operational program or interrupt service routine, at step 76, and will await the next valid accessing and/or activation of the apparatus 1. 

As noted above, if the re-enable or reset command code is not a valid code, the CPU 4 will ignore the received data, will exit the operational program or interrupt service routine, at step 76, and will await the next valid accessing and/or activation of the apparatus 1. In this regard, if an invalid command code should be entered into the transmitter interface 2A, such as by an authorized user or operator who has made a mistaken entry, or who is trying to cancel the accessing and activation of the apparatus 1, or by an unauthorized person attempting to gain unauthorized access to the apparatus 1, the CPU 4, upon identifying the code as an invalid command code, will ignore the command code transmission, and will exit the operational program or interrupt service routine, at step 76. The CPU 4 will then await the next valid accessing and/or activation of the apparatus 1. 

Any subsequent accessing of the apparatus 1 will reset the apparatus 1 thereby preventing the apparatus 1 from being left in a state of "limbo". In this manner, the apparatus 1 serves to prevent an unauthorized accessing and/or an unwanted disabling or re-enabling or resetting of the vehicle ignition system 7 and/or the vehicle fuel pump system 9 along with the activation or the deactivation of any of the various vehicle equipment systems 11 which may be utilized, unless and until all valid codes are utilized. 

The above safeguards will also prevent a wrong or mis-dialed number from accidently accessing and activating the apparatus 1 which may result in an unwanted disabling or re-enabling, or the activation or de-activation, of the respective vehicle systems. These safeguards may be provided at the access code level of transmission and/or at the command code level of transmission. Such safeguards also prevent the apparatus 1 from being accessed and left in a state of "limbo" which may compromise the ability of an authorized user or operator to access and utilize the apparatus 1. It is important to note that the entry of an invalid access code will simply fail to access the apparatus 1. 

In this manner, the apparatus 1 serves to prevent an unauthorized or an unwanted disabling or re-enabling or setting or resetting of the vehicle ignition system 7 and/or the vehicle fuel pump system 9 along with the activation or the de-activation of any of the various vehicle equipment systems 11 which may be utilized. 

As noted above, with reference to FIG. 6, once a valid disable code has been recognized by the CPU 4, at step 64, the apparatus 1 will, at step 65, activate the vehicle position and locating device 13. The operation of the vehicle position and locating device 13 will then be initiated, at step 65, and will operate simultaneously and/or concurrently with, and independently of, the apparatus 1 and the CPU 4 in the performance of the operational steps 66-76 and 71-76 as described above. In this manner, the vehicle position and locating device 13 is utilized to calculate, determine and transmit vehicle position data in a manner independently of apparatus control over the vehicle ignition system 7, fuel pump system 9, and/or any of the vehicle equipment system(s) 11. 

FIG. 7 illustrates the operation, in flow diagram form, of the vehicle position and locating device 13. As noted above, the operation of the vehicle position and locating device 13 commences at step 65 as shown in FIG. 6 and thereafter operates simultaneously and/or concurrently with, and independently of, the operation of the apparatus 1 and the CPU 4. With reference to FIG. 7, the operation of the vehicle position and locating device 13 is initiated at step 200 of FIG. 7. At step 201, the computer 21 of the vehicle position and locating device 13 activates the global positioning device 22, which is any one of the widely known global positioning devices. Once activated, the global positioning device 22 calculates vehicle position data at step 202 by using well known global positioning calculation methods and/or techniques. 

Once the vehicle position data has been calculated at step 202, a test is performed at step 203 in order to determine if the geographical position data (i.e., specific vehicle location identified on a map, location on identified roadway, etc.) has been requested. If geographical position or location data has been requested, the computer 21 will, at step 204, calculate the geographical position or location data of the vehicle in conjunction with the digital and/or digitized map data which is stored in the database 25. The calculated geographical position data of the vehicle will then be transmitted, at step 205, by the transmitter 24, of the vehicle position and locating device 13, to the vehicle position system receiver 14 which is located at the location of the authorized user or operator, or at the authorized office, agency or other entity. 

If, at step 203, geographic position data has not been requested, then the position data which is calculated by the global positioning system 22 is transmitted, at step 205, to the vehicle position system receiver 14. In the preferred embodiment, the calculated vehicle position data is transmitted repeatedly for a predefined time interval which time interval is facilitated by utilizing the time delay at step 206. 

In the preferred embodiment, the position data is transmitted repeatedly for a time period of five (5) minutes, which time period is monitored by utilizing the time delay function at step 206. Once the pre-defined time delay period has elapsed, the computer 21 will, at step 207, determine whether the vehicle position and location device 13 has been de-activated, such as would occur once the vehicle has been found and/or recovered and/or if the apparatus 1 has been reset. If the vehicle position and location device 13 has not been de-activated, operation of the vehicle position and locating device 13 will return to step 202 and will once again calculate vehicle position data. In this manner, vehicle position and/or location data may be updated. If the vehicle position device 13 has been de-activated, the computer 21 will, at step 208, exit the operational routine or interrupt service routine and will await its next re-activation. 

FIG. 8 illustrates the operation, in flow diagram form, of the vehicle position system receiver 14 which, as noted above, is located at the location of the authorized user or operator or at an office, agency or other entity which is authorized to receive the vehicle position and/or location data. The vehicle position system receiver 14 receives the vehicle position data which is transmitted by the vehicle position transmitter 24 of the vehicle position and locating device 13. In the preferred embodiment, the operation of the vehicle position system receiver 14 is activated upon receipt of a valid access code transmitted by the transmitter 3A. In this regard, the above-described access code, which is transmitted by the transmitter 3A, is also received by the receiver 30 of the vehicle position system receiver 14 thereby activating same. 

In this regard, the access code is also utilized to activate the vehicle position system receiver 14. The vehicle position system receiver 14 may also be manually and/or in some other way activated by the authorized user or operator or by the authorized agency, office or entity. 

Operation of the vehicle position system receiver 14 is initiated at step 250. The computer 31 will, upon receipt of the activate signal, activate the receiver 30, at step 251, which will await transmission of the vehicle position or location data, from the vehicle position and locating device 13. Upon transmission of the vehicle position data from the vehicle position and locating device 13, the receiver 30 will, at step 252, receive the vehicle position data. 

The computer 31 will then, at step 253, determine if the received data is geographic position data. If geographic position data is obtained, the computer 31 will, at step 254, store the position data in memory and will, at step 255, display the position data on the display 33. If geographic position data has not been received, the computer 31, at step 256, will generate an inquiry on the display 33 to determine if geographic position data is desired. The system will then await operator response via the user interface 32. If the user selects to receive geographic position data, the computer 31 will proceed to step 257 and calculate geographic position data from the received "raw" position data. 

The computer 31 will then, at step 254, store the data for the vehicle position and will, at step 255, display the vehicle position data on the display 33. If, at step 256, the user does not want to obtain geographic position data, the computer 31 will, at step 254, store the "raw" position data and display it on the display 33 in a latitude and/or longitude format, and/or in any other suitable and/or conventional format and/or manner which is utilized in conjunction with the global positioning device 22 or global positioning technology. 

At step 258, the computer 31 will determine if more than one vehicle position data point has been stored. If only one vehicle position data point has been stored, the computer 31 will instruct the receiver 30 to receive the next vehicle position data transmission at step 252. If, at step 258, more than one vehicle position data point has been stored, the computer 31 will, at step 259, calculate the track of vehicle movement and display the vehicle movement track on the display 33 at step 260. The computer 31, at step 261, will then determine if the authorized user or operator desires to continue operation of the vehicle position system receiver 14. 

If the user or operator desires operation of the vehicle receiver system receiver 14 to continue, such as is the case when the vehicle has not yet been found or recovered, the computer 31 will return to operation, at step 252, and the receiver 30 will receive the next vehicle position data transmission and operation of the vehicle position system receiver 14 will continue. If, however, it is determined, at step 261, that the user or operator desires to discontinue operation of the vehicle position system receiver 14, such as is the case when the vehicle has been found or recovered, the vehicle position system receiver 14 will be de-activated and its operation will cease at step 262. Thereafter, the vehicle position system receiver 14 will await its next activation. 

It is important to note that the above described operation of the vehicle position and locating device 13 and the vehicle position system receiver 14 will continue to operate, and continuously update vehicle position data until the vehicle is found and/or recovered, at which point these systems may be de-activated. It is envisioned that the apparatus 1 of the present invention may track and/or locate the vehicle anywhere in the world. It is also important to note that vehicle position data, which is received at the vehicle position system receiver 14, may be output via a printer, via the computer display monitor and/or via a voice synthesized audio output via a speaker (not shown) which is connected to the vehicle position receiver system 14. 

In this manner, the apparatus 1 of the present invention may be utilized to find and/or recover a stolen vehicle and/or to monitor vehicle operation and/or vehicle location and/or movement. 

In the above described manner, the present invention provides for an apparatus and a method for allowing an authorized user or operator of a vehicle to prevent vehicle theft, to facilitate stolen vehicle recovery, and/or to safely surrender the vehicle under force, or threat of force, while affording the authorized user or operator the opportunity to prevent or seriously thwart the vehicle theft from a safe location or vantage point and facilitate vehicle recovery. The present invention may also be utilized to thwart, or prevent a vehicle theft even if the vehicle theft was discovered at a later time or from a location remote from the vehicle. 

Further, the present invention provides for an apparatus and a method for disabling and/or re-enabling various systems of the vehicle, when the vehicle is not in use, simply by "calling up" the apparatus 1, so as to disable the vehicle and provide added security against theft. In this manner, an authorized user or operator may disable the vehicle ignition system 7, fuel pump system 9 and/or any of a variety of the vehicle equipment systems 11, of a vehicle which may be parked or in use, from any location and/or at any time. 

An authorized user or operator may also access the apparatus 1 at any time and, with the use of an appropriate command code, may determine the operating status of the vehicle and/or any one or more of the various vehicle systems so as to determine if, for example, the ignition system 7 or fuel pump system 9 is activated or on, thereby alerting the authorized user or operator that someone is operating the vehicle. An authorized user or operator may also access the apparatus 1 so as to determine vehicle position and/or location and/or the geographic location of the vehicle. In this manner, the authorized user or operator can provide monitoring and/or control over the vehicle and/or any of the vehicle equipment systems and/or devices, determine the status of the vehicle and/or of any of the vehicle equipment systems or devices, and/or determine and/or monitor the location of his or her vehicle at any time and for any reason. In this regard, a safe and an effective anti-theft and/or vehicle recovery apparatus and method is provided by the present invention. 

While, in the above description, the operation of the present invention has been described and illustrated in conjunction with the use of a valid disable command code and a valid re-enable or reset command code, it is also envisioned that any number of valid disable command codes and/or any number of valid re-enable or reset command codes may be utilized, wherein each different disable code or re-enable or reset code may selectively disable or re-enable or reset any one or any combination of the vehicle systems, such as the vehicle ignition system 7, the vehicle fuel pump system 9, and/or any one or more of the various vehicle auxiliary equipment systems 11 which may be utilized. In this manner, the authorized user or operator may utilize the present invention to selectively disable, re-enable, de-activate or re-activate any one or more of the vehicle systems, or a combination thereof, at his or her discretion, at any time, wherever he or she may be. It is important to note that the operational program and/or interrupt service routine may be altered, modified and/or supplemented in order to service the multitude of possible command codes which may be utilized in conjunction with the apparatus 1. 

As noted above, an authorized user or operator may also utilize command codes for determining status of the apparatus 1, or of the vehicle, or any one or more of the vehicle systems. A command code may also be employed to simply determine vehicle position data. In any of the above cases, however, the operational program or interrupt service routine would have to be modified so as to identify and service each of the possible command codes. The operational program or interrupt service routine would also have to be modified so as to identify each of the possible valid command codes so as to provide for the appropriate CPU 4 and apparatus 1 response thereto. 

The apparatus 1, the CPU 4, and/or any of the vehicle systems and/or devices and/or vehicle equipment systems, and/or the respective interface devices associated therewith or corresponding thereto, may also be programmable by the user or operator via the transmitter 2, and/or at the vehicle in an appropriate manner and by an appropriately secured device, so that certain parameters, such as the timing, and/or the degree of disabling or re-enabling, of the various vehicle systems may be programmed and/or controlled. Any of the above-described systems and/or devices may be programmable for timed enabling and/or disabling, for timed activation, and/or for deferred activation, etc. By utilizing a multitude of command codes, including disable codes and/or re-enable or reset codes, which codes affect different vehicle systems, or combinations thereof, it is possible to selectively control the vehicle systems from a remote location. This feature provides for greater versatility in the utilization of the apparatus 1. 

By providing the capability for utilizing different disable codes and/or re-enable or reset codes, the authorized user or operator may utilize the apparatus 1 of the present invention so as to disable or re-enable or reset the vehicle ignition system 7 and the vehicle fuel pump system 9, at any time, so as to disable the vehicle without activating or de-activating any of the vehicle equipment systems 11, and therefore, without drawing attention to the vehicle. 

This feature would enable an authorized user or operator to disable, re-enable, or reset the vehicle ignition system 7, the vehicle fuel pump system 9, and/or activate or de-activate any one or more of the various vehicle equipment systems 11, so as to disable the vehicle at any time and from any location. In this manner, the authorized user or operator may disable the vehicle, and/or any of the vehicle systems, daily and/or nightly, while at work, before going to sleep at night, or at any other time, simply by accessing and activating the apparatus 1 by using the transmitter 2 or transceiver which may simply be a touch-tone telephone. 

Since the vehicle ignition system 7 is usually off at these times, the disabling, and the subsequent re-enabling of other vehicle systems will occur as described above with regards to FIG. 6. In this manner, the present invention may provide for an effective device by which to "lock-up" a vehicle, at any time, even when the vehicle is in the rightful possession, or under the control, of the vehicle owner and/or authorized operator. 

FIG. 9 illustrates an alternate embodiment of the present invention, wherein an arming device 15 and an activation device 16 are utilized in conjunction with the components of the apparatus 1 of FIG. 1. In FIG. 9, the arming device 15 is utilized to arm, activate, or access the apparatus 1 and provides a means by which to access the apparatus 1 separate and apart from the transmitter 2/receiver 3 combination. 

The arming device 15 may be a remote transmitter such as those utilized in conjunction with anti-theft devices or systems and/or alarm systems. The arming device 15 may also be a switch, a card reader, including stripe card readers, proximity card readers, turnstile card readers, insertion card readers, key and key insertion devices and readers, magnetic card readers and/or optical cards and/or card readers. The arming device 15 may also be a key switch, a key pad, a keyless activation device with associated key, and/or any other suitable device. The arming device may also be, or include, a voice recognition device(s) or reader(s), voice signature device(s) or reader(s), fingerprint recognition device(s) or reader(s), handprint recognition device(s) or reader(s), hand scanners and/or hand geometry readers. As with any of the above devices and/or components, the arming device(s) may be directly connected to the CPU 4 or may be linked to the CPU 4 via a wireless communication link or medium. 

It is also envisioned that, with a suitable arming device 15, such as a keypad or other device for data input, the authorized user or operator may arm the apparatus 1 with a desired command code. In this manner, a programmable arming device may be utilized wherein apparatus operation, under the command of any of the variety of possible command codes, can be made automatic and/or programmable. It is important to note that an automatic activation may also be performed by an appropriate code being transmitted to the apparatus 1 via the transmitter 2 or transceiver. 

The activation device 16 is chosen to correspond with the arming device 15. In this regard, the activation device 16 may be a switch, a key switch, a keypad, a suitable card reader, including stripe card readers, proximity card readers, turnstile card readers, insertion card readers, key and key insertion devices and readers, magnetic card readers, optical card readers, insertion card readers, optical readers as well as a keyless security device. The activation device 16 is connected directly to the CPU 4 as shown in FIG. 9 or it may be connected to the CPU 4 via a wireless communication link or medium. 

It is important to note that, in certain circumstances, such as when a keypad, key switch and/or any of the various cards and card readers are employed, the arming device 15 and the activation device 16 may be one and the same device and/or comprise one and the same combination of devices. 

The embodiment of FIG. 9 provides a mechanism by which an authorized user or operator may arm, activate, and/or access the apparatus 1. Upon the arming, activation or accessing of the apparatus 1, the CPU 4 will, upon the activation of the vehicle ignition system 7, monitor the activation device 16. After a selected and predetermined time interval, chosen in the preferred embodiment to be ten (10) seconds, has elapsed, if the user or operator of the vehicle has failed to successfully activate the activation device 16, either by activating the switch, by using the associated key, by inputting a predetermined code (i.e. password or pass code) into the keypad, or by utilizing the appropriate card or key or other device corresponding to the utilized card reader or other associated device, the CPU 4 will issue an appropriate disabling and/or command signal to activate the apparatus 1 automatically so as to thereby disable the vehicle as described above and so as to also activate the vehicle position and locating device 13. 

The command code may be pre-programmed as a default code and/or may be operator selected and programmed in any manner described above for user or operator entry of such a code. In this regard, if an unauthorized user or operator fails to properly activate the activation device 16, within the predetermined time period, the CPU 4 will recognize such failure as that which results from an unauthorized use or operation of the vehicle. 

In the above-described manner, the embodiment of FIG. 9 provides a mechanism by which the apparatus 1, may be activated automatically or self-activated. By utilizing the embodiment of FIG. 9, the authorized user or operator, after arming the apparatus 1, need not perform a transmission of an access code and a command code to the apparatus 1, as a default code, which is previously chosen and/or programmed into the apparatus 1 will provide a command signal to the CPU 4. As noted above, with an appropriate arming device 15, the command code may be user selected and/or programmable. 

It is also important to note that the arming device 15/activation device 16 may be utilized to activate the apparatus 1 and/or any one or more of the vehicle systems, including the ignition system 7, the fuel pump system 9, any one or more of the various vehicle equipment systems 11 which are utilized in conjunction with the apparatus 1, and/or the vehicle position and locating device 13. In this regard, the arming device 15 and the activation device 16 provide a mechanism by which to automatically activate the apparatus 1 along with any other anti-theft system utilized in the vehicle which may be controlled by the apparatus 1. The vehicle position and locating device 13 may also be activated by an automatic activation of the apparatus 1. 

It is important to note that it is also possible to program the apparatus 1 with a command code so that the apparatus will be programmed to become activated, or de-activated, automatically, such as upon the occurrence, or lack thereof, of a pre-defined event or occurrence and/or at any desired time. If the apparatus 1 has been programmed to become activated automatically, the transmitter 4A of the CPU 4 can transmit data relating to vehicle status, apparatus status, the status of each of the vehicle systems utilized, as well as vehicle position data, to a respective receiver which is utilized by the authorized user or operator and/or at the receiver located at a central security office. In this regard, the present invention provides an apparatus and method by which a vehicle and/or a premises can report a theft situation and/or occurrence by itself. The apparatus can transmit a signal via transmitter 4A, or any other suitable apparatus transmitter, to a user, operator, owner, occupant or authorized office or individual of, and for, a respective vehicle or premises. 

The apparatus may also be designed or programmed to notify the user, operator, owner, occupant, authorized central office or individual with, or by, multiple communication devices, methods and/or efforts. The apparatus may be designed or programmed to telephone, telephone at an alternate phone and/or at a business phone, beep or page, send a facsimile (fax) message transmission to, send a voice message transmission to, send an electronic mail message transmission to, and/or send a message to an answering service for, a user, operator, owner, occupant, authorized central office or individual of, and for, the respective vehicle or premises. 

In this regard, the apparatus may be designed or programmed to telephone an owner, user, operator, occupant, or other authorized central office individual or other authorized individual, at a primary phone number, at an alternate or forwarding phone number and/or at a business phone number, send a beeper or pager message to the individual or central office and/or send a facsimile, an electronic mail message, a voice mail message and/or an answering service message to, or for, the individual or central office. In this manner, the apparatus may report a theft and/or a malfunction situation to the interested individual(s) by utilizing multiple notification and/or reporting avenues so as to provide and ensure that the interested individual(s) are in fact notified as soon as possible. 

The user, operator, owner or occupant of the respective vehicle or premises may also activate the apparatus from the vehicle or premises and transmit a signal to the receiver 955 of the apparatus 950 at the central office and/or to the receiver 2C, if necessary, so as to communicate with individuals at these receiver locations and/or to report an emergency, a breakdown and/or some other occurrence. 

In this regard, the apparatus 1, when in the automatic activation mode, or simply when being monitored and/or during a status check, may transmit data to the appropriate and respective devices. Further, in this regard, the apparatus 1 of the present invention may be utilized to exercise and/or perform control, monitoring and/or security functions, to report and/or to prevent a vehicle theft and/or determine vehicle position and/or location, in instances when the authorized user or operator is unaware of the theft and/or does not have access to the apparatus or vehicle. 

The apparatus and method of the present invention may also be programmable for programmed and/or automatic activation, self-activation, programmed and/or automatic operation and/or self-operation. The apparatus and method of the present invention may provide for an immediate, as well as for a deferred, control, monitoring and/or security function, and/or response thereto, so as to provide for the immediate and/or the deferred control, activation, de-activation, programming, monitoring and/or security, etc., of any one or more of the respective vehicle systems, equipment, devices, appliances, etc., which may be utilized in the above described embodiments as well any of the embodiments described hereinbelow. 

In yet another alternate embodiment of the present invention, the vehicle position and locating device 13 comprises a plurality of global positioning devices which are strategically located at various points and/or locations in, or on, the vehicle. FIG. 10 illustrates an alternate embodiment of the vehicle position and locating device which is denoted by the reference numeral 130. In FIG. 10, the vehicle position and/or locating device 130 comprises five (5) global positioning devices 22A, 22B, 22C, 22D and 22E with corresponding global positioning receivers 23A, 23B, 23C, 23D and 23E, respectively, associated therewith. The vehicle position and/or locating device 130 also comprises position data transmitter 24 and a digital map database 25. 

Each of the global positioning devices 22A-22E is placed at a different point and/or location in, or on, the vehicle. The distances between each of the global positioning devices is recorded and stored in the computer 21. Upon the activation of the global positioning devices 22A-22E and the calculation of each position or location of each device, the position data is transmitted to, or read by, the computer 21, and a determination is made as to whether the initially stored distances between the devices have changed. 

Any change in distance between any two or more of the respective global positioning devices 22A-22E would represent that the vehicle, or at least a portion thereof, has been dismantled, at least in part, and possibly to a greater extent, depending upon the resulting disparity in the respective distances. This information may then be transmitted via transmitter 24 to the vehicle position system receiver 14 and the authorized user or operator can be notified of this condition. In this manner, it can be ascertained if a vehicle has been dismantled, "chopped", or stripped, which information may be vital in the recovery process, and in the insurance claims process. The embodiment of FIG. 10 can also be utilized in order to ascertain if the vehicle has been compacted or "boxed." In this manner, the present invention may also be utilized in order to determine if the vehicle has been structurally altered in any manner. 

The apparatus and the method of the present invention may also be utilized in conjunction with a central security office or agency, such as a private security service, or by local or regional law enforcement offices or agencies, in order to provide a prompt means by which to report a vehicle theft, provide for a manner in which to disable and/or re-enable a vehicle system, and/or to determine vehicle position and/or location so as to facilitate the recovery of the vehicle. In such an embodiment, vehicle owners will register their vehicles and any and all necessary information pertaining thereto, including access and command codes, with the central security office. 

The present invention may also be utilized so as to provide for a prompt law enforcement theft reporting, response to the theft report and recovery of the vehicle. FIG. 11A illustrates another alternate embodiment of the present invention wherein the apparatus 1 is utilized in conjunction with a central security office or agency, such as a private security service, or by a local or regional law enforcement office or agency. In FIG. 11A, the apparatus 1 is utilized in conjunction with an associated apparatus 950 which, in the preferred embodiment, is located at the central security office. 

The apparatus 950 comprises a receiver 955 which may, but need not, be identical to the receiver 3 which is utilized in the apparatus 1. The receiver 955 should be capable of receiving the various codes which can be transmitted by the transmitter 2 or transceiver (i.e. access code(s) and command code(s)) for any one or for any number of vehicles which may be registered with the central security office. The receiver 955 should be capable of receiving the access code(s) and command code(s) for each registered apparatus. 

In the embodiment of FIG. 11A, the apparatus 950 also comprises a computer 970, which is connected to the receiver 955. The apparatus 950 also comprises a vehicle position system receiver 960 for receiving position data which is transmitted from the vehicle position and locating device 13. The position data system receiver 960 is also connected to the computer 970. The computer 970 also comprises the requisite memory ROM and RAM devices (not shown). The apparatus 950 also comprises a display device 980, an user interface device 975 and an output device 985 which can be a printer, all of which devices are connected to the computer 970 and are utilized in conjunction therewith. 

The apparatus 950 also comprises a transmitter 965 which is connected to the computer 970. The transmitter 965 serves to transmit data to the apparatus 1. The transmitter 965 may also be utilized to transmit data to the transmitter 2, to the vehicle position system receiver 14 and/or to the home and/or personal computer 150, if utilized. Such data which is transmitted from the transmitter 965 may include the various access and command codes and/or other codes, such as those codes for ascertaining the status of the vehicle, the apparatus 1, or any one or more of the vehicle systems which are controlled, monitored, and/or secured or used in conjunction with the apparatus 1. 

It is important to note that, in the preferred embodiment, the receiver 955, the vehicle position system receiver 960, and the transmitter 965 are the same types of devices as those utilized in the apparatus of FIG. 1. In this regard, the receivers 955 and 960, and the transmitter 965, are devices for receiving, and transmitting, respectively, radio signals, satellite communication signals, telecommunications signals, optical communication signals and/or other signals and/or those signals, including digital signals, which are utilized in conjunction with personal communication devices and/or personal communication services (PCS) devices. The devices utilized should, however, be of the same type and/or operate compatibly with the corresponding transmitters and receivers of the apparatus 1. 

It is envisioned that the authorized user or operator will register his or her vehicle with the apparatus 950 such as by registering vehicle identification information along with vehicle access and command code data along with any other pertinent information described hereinabove or hereinbelow. Further, the receiver 955 is programmed to receive any and all of the signals transmitted from each one of the respective registered transmitters 2 of the respectively registered vehicles. 

The vehicle position system receiver 960 is programmed to receive the vehicle position data which is transmitted by each one of the respectively registered vehicle position and locating devices 13 of each of the respectively registered vehicles. 

The apparatus 950 is utilized in conjunction with the apparatus 1 in the following manner. As noted above, the computer 970 is capable of recognizing all of the possible access code(s) and command code(s) which are recognized by the apparatus 1 for a particular vehicle. The apparatus 950 is capable of storing vehicle identification information as well as access code and command code data for a plurality of registered vehicles. 

Upon the occurrence of a vehicle theft, or the discovery thereof, the authorized user or operator can access the apparatus 1 in the manner described above. In a first embodiment, the access code is transmitted to and received at, the receiver 3 of apparatus 1 and at the receiver 955 of apparatus 950. Upon receipt of the access code by both the receiver 3 and the receiver 950, both the apparatus 1 and the apparatus 950, respectively, will be accessed. 

Applicant hereby incorporates by reference herein the subject matter of U.S. Pat. No. 4,882,579 which teaches a code division multiplexed acknowledge back (ack-back) paging system which includes a central station which transmits a group of message signals to a group of ack-back pagers which are addressed as a group. 

The signal received at the receiver 955 is transmitted to, or read from, the computer 970 of the apparatus 950. The computer 970 will then identify the vehicle which is stolen and/or which has been accessed. When the authorized user or operator transmits the command code, the command code is received at the receiver 955 of the apparatus 950 as well as at the receiver 3 of the apparatus 1. In this regard, when the apparatus 1 is processing the command code and performing the functions corresponding thereto, the computer 970 of the apparatus 950 is simultaneously and/or concurrently processing the command code data so that the authorized personnel monitoring the apparatus 950 will be aware of which command code has been transmitted by the authorized user or operator and which operations are being exercised and/or performed, or are to be performed, on the vehicle (i.e., vehicle ignition system and/or fuel pump system disabled, etc.). The authorized personnel monitoring the apparatus 950 will also be aware of which operations and/or systems, equipment, devices and/or appliances, are being controlled, monitored and/or secured. The apparatus 950, in the preferred embodiment, may also be utilized to exercise and/or perform control, monitoring and/or security functions on, or over, the vehicle and/or any of the vehicle systems, equipment, devices and/or appliances. 

Upon the transmission of the vehicle position data from the vehicle position and locating device 13, the vehicle position data will be transmitted to, and received by, the vehicle position system receiver 960 of the apparatus 950 as well as by the vehicle position system receiver 14 of the apparatus 1. The computer 970 of the apparatus 950 will process the received vehicle position data simultaneously and/or concurrently with the processing of said position data by the CPU 4 of the apparatus 1. 

In this regard, the vehicle position data can be processed by, and at, the apparatus 950. Vehicle position data can then be displayed to authorized personnel at the central security office on the display device 980 or output via the output device 985 which may be a printer. While operation of the apparatus 950 may be automatic, authorized personnel may enter commands so as to provide control over, or operate, the apparatus 950 via the user interface 975, if desired. 

In this manner, vehicle location or movement may be displayed, and/or tracked, on the display device 980 or output via the output device 985 at the central security office. In this regard, authorized personnel at the central security office or agency could locate or track the vehicle and alert the proper authorities. 

In yet another embodiment, the access code may be only transmitted to, and received by, the receiver 955 of the apparatus 950. The apparatus 1 may then be accessed and controlled via access and command codes which are transmitted by the transmitter 965 of the apparatus 950 which access and command codes are received by the receiver 3 of the respective vehicle. In this embodiment, the authorized personnel may provide control over the apparatus 1 by inputting data and commands into the user interface 975. In this embodiment, the vehicle position data and any data transmitted by the CPU 4 of the apparatus 1, is transmitted to, and received by, the vehicle position receiver system 960 and/or at the vehicle position system receiver 14, respectively. 

In yet another embodiment, the access code may be transmitted and received only at the receiver 3 thereby accessing the apparatus 1. The vehicle transmitter 3A then transmits a data signal to the receiver 955 of the apparatus 950 thereby alerting the apparatus 950 that the vehicle has been stolen. Command code data as well as other data may then be transmitted to the apparatus 1 via the transmitter 965 of the apparatus 950. The apparatus 950 may be designed to operate and/or perform any and all of the described functions automatically and without operator intervention. Vehicle position data may then be received by the vehicle position receiver system 960 and/or at the vehicle position system receiver 14, respectively. The vehicle position data may then be processed at the computer 970 of the apparatus 950 and/or at the computer 31 of the vehicle position system receiver 14. 

In this manner, the apparatus 950 can serve to provide control over, and monitor the functions of, the apparatus 1 for a vehicle or for a plurality of vehicles, and further, the apparatus 950 provides the means by which to allow a central security office or local or regional law enforcement office or agency to exercise and/or perform control, monitoring and/or security functions over the vehicles which are registered therewith. The apparatus and method of the present invention may also be utilized to monitor the operational status, operation and/or state or status of a one or more of the various vehicle systems, components and/or devices. In the case where the apparatus 1 is automatically activated, as described above, the apparatus 1 can transmit a signal, indicative of vehicle theft and/or an unauthorized use or operation of the vehicle, to the apparatus 950 thereby reporting the unauthorized use or operation, or theft, before the authorized user or operator is able to discover same. 

The apparatus 950 may also be utilized so as to verify and monitor apparatus accessing and/or activation by the authorized user or operator. The authorized user or operator may "call" the central security office simply to determine the status and/or the whereabouts or location of his or her vehicle. It is important to note that both the apparatus 1 and the apparatus 950 can provide the same functions and exercise the same control, monitoring, and/or security functions over the vehicle. 

The above-described alternate embodiment, wherein the present invention is utilized in conjunction with a central security office, such as a private security agency, or a local or regional law enforcement office, agency and/or authority, provides for and facilitates a prompt and an immediate reporting of a vehicle theft or unauthorized use, and/or provides for ascertaining the status and/or the location of and/or the monitoring of the vehicle. This embodiment also allows the authorized user or operator to take any of the possible steps by which to report and/or to thwart the vehicle theft and activate a vehicle recovery system. Law enforcement efforts could be greatly assisted and enhanced as information which identifies the vehicle could then be immediately available to the central security office and/or to the local or regional law enforcement authorities. Such an embodiment could also greatly assist in processing insurance claims relating to stolen vehicles. 

The apparatus 950 may also be utilized in connection with an on-line service and/or on, or over, the Internet and/or the World Wide Web, or other suitable communication network or medium, in a manner analogous to that described above in connection with the utilization of a home and/or a personal computer 150. 

FIG. 11B illustrates yet another alternate embodiment of the present invention wherein the apparatus of FIG. 11A is utilized in conjunction with an on-line service and/or on, or over, the Internet and/or the World Wide Web or other suitable communication network or medium. In FIG. 11B, the home and/or personal computer 150 of FIG. 5A is utilized in place of the transmitter 2 or transceiver and the vehicle position system receiver 14. The apparatus 950 has associated therewith an on-line service and/or an Internet computer system or server 952 with an associated server receiver 953 and transmitter 957 for receiving and transmitting, respectively, any and all data utilized in conjunction with the operation of the server 952, the apparatus 1 and the apparatus 950. 

The transmitter 957 transmits any and all appropriate signals to the appropriate and respective devices of the arrangement of FIG. 11B during apparatus operation. In this regard, the server 952 can exercise and/or perform control, monitoring and/or security functions on, or over, the apparatus 1 and the apparatus 950 and also provide for an apparatus which can be utilized, in its entirety, over an on-line service and/or on, or over, the Internet and/or the World Wide Web or other suitable communication network or medium. In FIG. 11B, a Web Site 954 is associated with the server 952. 

Any and all data received by the receiver 955 is also received by the server receiver 953. Data which is transmitted by the home and/or personal computer 150, the CPU transmitter 4A, the receiver transmitter 3A and the vehicle position and locating device transmitter 24 are received by the server receiver 953 as well as by the receivers 955 and 960, respectively. 

The server 952 will process the data received by the server receiver 953 and perform the same processing functions and/or computing functions as the computer 970, the CPU 4, and/or the computer 150. 

The user may transmit data, via the home and/or personal computer 150, directly to the apparatus 1, to the apparatus 950 and/or to the server 952. By using the computer 150 in conjunction with an appropriate communications medium, the authorized user or operator may access the server 952 via the on-line service and/or via the associated Web site 954, or in any other appropriate manner, so as to provide control over, and/or obtain any and all of the above-described data and/or information regarding, his or her vehicle over the on-line service and/or on, or over, the Internet and/or the World Wide Web or other suitable communication network or medium. 

The authorized user or operator may also access and provide control over or exercise and/or perform control, monitoring and/or security functions on, or over, the apparatus 1, the apparatus 950 and/or the server 952 via the on-line service and/or via the Web Site 954. In this regard, the present invention enables an authorized user or operator to provide control over vehicle systems and/or monitor the vehicle system status and/or position and/or movement of the vehicle over an on-line service and/or on, or over, the Internet and/or the World Wide Web or other suitable communication network or medium. It is important to note that the apparatus transmitters, of the transmitter 2, the receiver 3, the CPU 4, and the vehicle position and locating device 13, once the apparatus 1 has been activated, may also transmit data directly to the receiver 953 of the server 952 and/or to the Web Site 954. In this manner, all of the data transmitted by the apparatus 1 and/or by the apparatus 950 can be supplied to the server 952 of the on-line service and/or the Internet and/or the Web Site 954 of the World Wide Web. 

Data access and command code data, as well as other data, may also be transmitted by the authorized user or operator, via the respective apparatus transmitters to the receiver 953 of the server 952 and/or to the Web Site 954. 

The server 952 can perform complete control, monitoring and/or security functions on, or over, the apparatus 1, the apparatus 950, the vehicle, and/or each of the vehicle systems. The apparatus and method of the present invention may be equipped with software and hardware for providing a systematic check of any and all of the apparatus and vehicle systems, including the status or state of the vehicle equipment systems, equipment, devices and/or appliances and provide data relating thereto to the user or operator and/or to the authorized individual(s) at the above-described central security office. The server transmitter 957 can transmit control signals and/or other data, including information to the authorized user or operator and to the apparatus 1 and/or to the apparatus 950. It is also envisioned that the server 952 and the computer 970 may be combined into a single central computer system. 

In the above manner, the apparatus and method of the present invention provides a remote-controlled control, monitoring and/or security system, or vehicle anti-theft and/or vehicle recovery apparatus and method, for use in conjunction with an on-line service and/or on, or over, the Internet and/or the World Wide Web or other suitable communication network or medium. In this manner, the apparatus and method of the present invention also provides for a remote-controlled control, monitoring and/or security system which provides visual, video, graphical, audio and/or audible information to the user. Use over the Internet and/or the World Wide Web and/or other related communication systems and/or mediums and/or over on-line services provides for global coverage, control, monitoring and/or security for the vehicle. 

In yet another alternate embodiment, the present invention is utilized in conjunction with a marine vessel or vehicle. FIG. 12 illustrates an alternate embodiment of the present invention, wherein the apparatus and method is utilized in conjunction with a boat. In FIG. 12, the apparatus is denoted generally by the reference numeral 1200. While the boat described below is a motor-powered boat, it is important to note that any type of boat, including, but not limited to sailboats, may also be utilized in conjunction with the present invention. 

In FIG. 12, the components of the apparatus 1200 which are common to the apparatus 1 of FIG. 1 are designated by the same reference numerals. In FIG. 12, the CPU 4 is electrically connected and/or linked to the boat ignition system 1207, which is located externally from the apparatus 1200. The CPU 4 may or may not be connected and/or linked with the boat ignition system 1207 through an ignition system interface 1208 which is also shown in FIG. 12. The CPU 4 may transmit signals to, as well as receive signals from, the boat ignition system 1207. In this manner, the CPU 4 and the boat ignition system 1207, may exchange information between each other. In this manner, the CPU 4, upon receiving an appropriate signal from the receiver 3, and upon the completion of the requisite data processing routine(s), may issue an electrical, an electronic, and/or any other suitable signal, including a digital command signal, to the boat ignition system 1207. This electrical, electronic and/or other suitable signal, or digital command signal, may be one which will disable the boat ignition system 1207 or one which will re-enable or reset the boat ignition system 1207. The CPU 4 may also interrogate the boat ignition system 1207 and/or receive data from the boat ignition system 1207 which is indicative of boat ignition system status (i.e., whether the boat ignition system 1207 is on or off). 

In the preferred embodiment, the CPU 4 is also electrically connected and/or linked to the boat fuel pump system 1209 which is also located externally from the apparatus 1. The CPU 4 may or may not be connected and/or linked with the boat fuel pump system 1209 through a fuel pump system interface 1210 which is also shown in FIG. 12. In the case of an electrical or an electronic fuel pump system, the CPU 4 may provide an electrical, an electronic, and/or other suitable signal, including a digital signal, which will disable or re-enable the boat fuel pump system 1209. 

In the case of a mechanical fuel pump system, the CPU 4 may provide an electrical, electronic, and/or other suitable signal, including a digital signal, which will disable or re-enable an electrical valve system, which may be used to control the operation of the mechanical fuel pump system. Whichever the case may be, the CPU 4 will be capable of issuing an electrical, electronic and/or other suitable signal, including a digital signal, to disable or to re-enable the boat fuel pump system 1209. The CPU 4 may also interrogate and/or receive data from the boat fuel pump system 1209 which is indicative of boat fuel pump system status (i.e., whether the boat fuel pump system 1209 is on or off). The CPU 4 may also be electrically connected and/or linked to an appropriate device (not shown) for controlling the operation of a boat exhaust system. 

The CPU 4, in the preferred embodiment, is also electrically connected and/or linked to at least one or more of a boat equipment system(s) 1211. The boat equipment system(s) 1211 are located externally from the apparatus 1 and may or may not be connected and/or linked to the CPU 4, via a boat equipment system(s) interface device(s) 1212 which may or may not be required for each one of the variety or multitude of the boat equipment systems which may be utilized in conjunction with the apparatus. 

The boat equipment system(s) 1211 may include a loud siren or alarm, which may be located in the cabin or passenger compartment of the boat and, which may produce a loud piercing sound so as to make it unbearable for an intruder to remain inside the boat cabin and/or passenger compartment. The boat equipment system 1211 may also include an external siren or alarm, which may produce a loud piercing sound, which may be utilized to draw attention to the boat. The boat equipment system 1211 may also include a horn, which may blare continuously or intermittently, so as to also draw attention to the boat. 

The boat external light system(s), which may include the boat head lights, tail lights or flashers, which may be constantly illuminated or which may blink on and off repeatedly so as to draw attention to the boat, may also be utilized as a boat equipment system 1211. The boat equipment system 1211 may also include a power door or hatch locking system, including electronic and/or electrical dead bolt locking devices, for securing the boat cabin, cockpit or passenger compartment so as to prevent an entry thereunto or an exit therefrom. In addition, the boat equipment system(s) 1211 may include an engine compartment locking device, such as an electrical and/or mechanical locking device, for preventing unauthorized access into the boat engine compartment, so as to prevent any tampering with the apparatus 1 or with other systems and/or components of the boat. 

The boat equipment system(s) 1211 may also include any one or more of the widely known boat anti-theft systems and may also include a boat recovery system or device, including a homing and/or a tracking system, each of which system(s) may be activated by the apparatus 1200 of the present invention. The boat equipment system(s) 1211 may also include communication devices, such as two-way radios, radios, televisions, navigational devices and/or equipment, fire extinguishing equipment, pumping devices for pumping water out of the boat, radar devices and equipment, emergency and/or distress signal equipment, sonar devices and/or equipment, and any electrical, electronic and/or otherwise activated appliances and/or equipment which may be utilized on a boat. Appliances may include household appliances such as refrigerators, stoves, air conditioners, ovens, microwave ovens, lighting systems, etc. The boat equipment system(s) 11 may also include systems for detecting failures in any of the above or any other equipment systems and report such failures to the user or operator whether he or she is operating the boat or is not onboard the boat and/or for reporting such failures to a central office. 

The boat equipment system(s) 1211 may also include video recording and/or photographing equipment, which may include video recording device(s) and/or a camera(s), such as those utilized in conjunction with personal computers, televisions, digital televisions, interactive televisions, display telephones, video telephones, and/or other communication devices, including personal communication devices, or a still picture camera(s). The video recording device(s) or camera(s) may be digital recording devices or cameras or other suitable devices or cameras, including typical video recording devices or cameras. The video recording device(s) or camera(s), in a preferred embodiment, has associated therewith a transceiver or transmitter/receiver system for transmitting video images recorded by the video recording device(s) or camera(s) to the user or operator and for receiving signals such as, for example, control signals, by which the user or operator may exercise control over the video recording device(s) or camera(s). 

The video recording device(s) or camera(s) may be located at any location on the interior of the boat such as, for example, in the cabin, cockpit, and/or passenger compartment of the boat so that the user or operator, or any other authorized individual, may observe and/or photograph the operator of the boat, or the occupants and/or cargo of the boat. The video recording(s) or camera(s) may also be located on the boat exterior. The video recording device(s) or camera(s) may have wide angles for maximum angular viewing and may also be pivotable and/or movable. The video recording device(s) or camera(s) may record and/or transmit the recorded video and/or the picture(s) in real time and/or live. The video recording device(s) or camera(s) may also be equipped with a storage medium, for storing the recorded video and/or picture(s), and a transmitter or transceiver for transmitting the stored video and/or picture(s) to the user or operator at a later time. In this manner, real-time, as well as deferred, video and/or picture(s) transmissions may be provided. 

The boat equipment system(s) 1211 may also include audio recording equipment, which may include audio recording device(s) such as microphones and/or tape recorders, such as those utilized in conjunction with personal computers, televisions, digital televisions, interactive televisions, telephones, cellular telephones, display telephones, video telephones, and/or other communication devices, including personal communication devices. The audio recording device(s) may be digital audio recording devices or other suitable audio devices including typical audio recording devices. The audio recording device(s), in a preferred embodiment, has associated therewith a transceiver or transmitter/receiver system for transmitting the recorded audio to the user or operator and for receiving signals such as, for example, control signals, by which the user or operator may exercise control over the audio recording device(s). 

The audio recording device(s) may be located at any location on the interior and/or exterior of the boat so that the user or operator, or any other authorized individual, may hear what is transpiring, and/or what has transpired, inside and/or outside the boat. The audio recording device(s) may also be pivotable and/or movable. The audio recording device(s) may record and/or transmit the recorded audio in real time and/or live. The audio recording device(s) may also be equipped with a storage medium, for storing the recorded audio, and a transmitter or transceiver for transmitting the stored audio at a later time. In this manner, real-time as well as deferred audio transmissions may be provided. 

The boat equipment system(s) 1211 may also include an intercom system or device or telephone, cellular, digital or otherwise for providing a means by which to allow the user or operator, or other authorized operator, to communicate with the operator and/or occupants of the boat. The boat equipment system(s) 1211 may also include monitoring device(s) for reading and/or monitoring the boat fuel supply, water and/or coolant supply, electrical generator and/or alternator operation, battery charge level, and/or engine or motor temperature level, marine control system and/or any other boat operation and/or system function. The monitoring device(s), in a preferred embodiment, has associated therewith a transceiver or transmitter/receiver system for transmitting data and/or information recorded and/or read by the monitoring device(s) to the user or operator and for receiving signals such as, for example, control signals, by which the user or operator may exercise control over the monitoring device(s). 

As noted above, the use of any one or more of the boat equipment system(s) 1211, and their associated interface devices 1212, may be optional. Further, wireless devices may be utilized for any of the devices utilized in conjunction with the apparatus 1200. 

The boat equipment system(s) 1211 receives signals from the CPU 4, which signals serve to activate or de-activate, or vice versa, whichever the case may be, the respective boat equipment system(s) which are utilized in conjunction with the apparatus 1200. The boat equipment system(s) 1211 may also include any other suitable boat system or equipment feature which may be utilized to draw attention to the boat and/or in some other way to impede boat theft. It should be noted that any of the interface devices 1208, 1210 and 1212 may include any of the requisite interfacing circuitry which may be necessary to facilitate CPU 4 control over the respective systems which may be utilized. 

The apparatus 1200 also comprises a position and locating device 13 which can be utilized in order to determine the position and/or the location of the boat. The position and locating device 13 can be utilized so as to determine the position of the boat anywhere in the world and provide for the transmission of boat position and/or location data to any appropriate system receiver so that the boat may be located and/or tracked and recovered. In the preferred embodiment, the position and locating device 13 comprises and utilizes a global positioning device and an associated transmitter for transmitting position and/or location data to the authorized user or operator and/or to an authorized office or agency authorized to receive and/or to monitor such data transmissions. 

The apparatus 1200 of FIG. 12 also comprises a position and locating system receiver 14, which may be employed by the authorized user or operator and/or by the authorized office or agency, for receiving and/or processing the data which is transmitted from the position and locating device 13 as described above. The apparatus of may also comprise a user interface device (not shown). 

The apparatus and method of the alternate embodiment of FIG. 12 may be utilized and/or operates in the same or in a similar and/or analogous manner as described above with regards to the embodiments of FIGS. 1-11B and/or consistent with the description of the various embodiments and features of the present invention as described herein. The apparatus and method of the present invention may also provide for the immediate, and/or for the deferred, control, activation, deactivation, programming, monitoring and/or security of any one or more of the boat and/or marine vessel or vehicle systems, equipment, devices, appliances, etc., in the same, similar and/or analogous manner as described above with its use in conjunction with vehicles and/or motor vehicles. 

Although the present invention has been hereinabove described as being utilized in conjunction with a boat, it is noted that the present invention may be utilized in conjunction with a ship, cruise ship, or any other boat, manned or unmanned, regardless of size, shape or form, private, commercial and/or military. The boat equipment systems may also include guns and/or weapon systems and/or self-defense systems and/or electronic warfare systems. The present invention may also be utilized in conjunction with submersible vehicles such as submarines. 

In yet another alternate embodiment, the present invention is utilized in conjunction with an aircraft, airplane, jet or helicopter. FIG. 13 illustrates an alternate embodiment of the present invention, wherein the apparatus and method is utilized in conjunction with an airplane. The apparatus of FIG. 13 is denoted generally by the reference numeral 1300. In FIG. 13, the components of the apparatus which are common to the apparatus 1 of FIG. 1 are designated by the same reference numerals. In FIG. 13, the CPU 4 is electrically connected and/or linked to the airplane ignition system 1307, which is located externally from the apparatus 1300. The CPU 4 may or may not be connected and/or linked with the airplane ignition system 1307 through an ignition system interface 1308 which is also shown in FIG. 13. 

The CPU 4 may transmit signals to, as well as receive signals from, the airplane ignition system 1307. In this manner, the CPU 4 and the airplane ignition system 1307, may exchange information between each other. In this manner, the CPU 4, upon receiving an appropriate signal from the receiver 3, and upon the completion of the requisite data processing routine, may issue an electrical, an electronic, and/or any other suitable signal, including a digital command signal, to the airplane ignition system 1307. This electrical, electronic and/or other suitable signal, or digital command signal, may be one which will disable the airplane ignition system 1307 or one which will re-enable or reset the airplane ignition system 7. The CPU 4 may also interrogate the airplane ignition system 1307 and/or receive data from the airplane ignition system 1307 which is indicative of ignition system status (i.e., whether the airplane ignition system 1307 is on or off). 

In the preferred embodiment, the CPU 4 is also electrically connected and/or linked to the airplane fuel pump or supply system 1309 which is also located externally from the apparatus 1300. The CPU 4 may or may not be connected and/or linked with the airplane fuel pump system 1309 through a fuel pump system interface 1310 which is also shown in FIG. 13. In the case of an electrical or an electronic fuel pump system, the CPU 4 may provide an electrical, an electronic, and/or other suitable signal, including a digital signal, which will disable or re-enable the airplane fuel pump or supply system 1309. 

In the case of a mechanical fuel pump system, the CPU 4 may provide an electrical, electronic, and/or other suitable signal, including a digital signal, which will disable or re-enable an electrical valve system, which may be used to control the operation of the mechanical fuel pump system. Whichever the case may be, the CPU 4 will be capable of issuing an electrical, electronic and/or other suitable signal, including a digital signal, to disable or to re-enable the airplane fuel pump system 1309. The CPU 4 may also interrogate and/or receive data from the airplane fuel pump or supply system 1309 which is indicative of airplane fuel pump system status (i.e., whether the airplane fuel pump system 1309 is on or off). The CPU 4 may also be electrically connected and/or linked to an appropriate device (not shown) for controlling the operation of a airplane exhaust system. 

The CPU 4, in the preferred embodiment, is also electrically connected to at least one or more of an airplane equipment system(s) 1311. The airplane equipment system(s) 1311 are located externally from the apparatus 1300 and may or may not be connected to the CPU 4, via an airplane equipment system(s) interface device(s) 1312 which may or may not be required for each one of the variety or multitude of the airplane equipment systems which may be utilized in conjunction with the apparatus 1300. 

The airplane equipment system(s) 1311 may include a loud siren or alarm, which may be located in the cabin, passenger compartment and/or cockpit of the airplane and, which may produce a loud piercing sound so as to make it unbearable for an intruder to remain inside the airplane cabin, passenger compartment and/or cockpit. The airplane equipment system(s) 1311 may also include an external siren or alarm, which may produce a loud piercing sound, which may be utilized to draw attention to the airplane. The airplane equipment system(s) 1311 may also include a horn, which may blare continuously or intermittently, so as to also draw attention to the airplane. 

The airplane external light system(s), which may include the airplane head lights, tail lights or flashers, which may be constantly illuminated or which may blink on and off repeatedly so as to draw attention to the airplane, may also be utilized as a airplane equipment system 1311. The airplane equipment system(s) 1311 may also include a power door or hatch locking system or device, for securing the airplane cabin, passenger compartment and/or cockpit so as to prevent an unauthorized entry thereunto or an exit therefrom. In addition, the airplane equipment system(s) 1311 may include a locking system, such as a mechanical locking system, for preventing an unauthorized access into the airplane engine compartment so as to prevent tampering with the apparatus 1300 or with other systems and/or components of the airplane. 

The airplane equipment system(s) 11 may also include any one or more of the widely known airplane anti-theft systems and may also include a airplane recovery system or device, including a homing and/or a tracking system, each of which system(s) may be activated by the apparatus 1300 of the present invention. The airplane equipment system(s) 1311 may also include landing gear, communication devices, such as two-way radios, radios, televisions, navigational devices and/or equipment, fire extinguishing equipment, radar devices and equipment, emergency and/or distress signal equipment, sonar devices and/or equipment, and any electrical, electronic and/or otherwise activated appliances and/or equipment which may be utilized on an airplane. Appliances may include household appliances such as refrigerators, stoves, air conditioners, ovens, microwave ovens, lighting systems, etc. The airplane equipment system(s) 1311 may also include systems for detecting failures in any of the above or any other equipment systems and report such failures to the user or operator whether he or she is operating the airplane or is not onboard the airplane and/or for reporting such failures to a central office. 

The airplane equipment system(s) 1311 may also include video recording and/or photographing equipment, which may include video recording device(s) and/or a camera(s), such as those utilized in conjunction with personal computers, televisions, digital televisions, interactive televisions, display telephones, video telephones, and/or other communication devices, including personal communication devices, or a still picture camera(s). The video recording device(s) or camera(s) may be digital recording devices or cameras or other suitable devices or cameras, including typical video recording devices or cameras. The video recording device(s) or camera(s), in a preferred embodiment, has associated therewith a transceiver or transmitter/receiver system for transmitting video images recorded by the video recording device(s) or camera(s) to the user or operator and for receiving signals such as, for example, control signals, by which the user or operator may exercise control over the video recording device(s) or camera(s). 

The video recording device(s) or camera(s) may be located at any location on the interior of the airplane such as, for example, in the dashboard, cabin, cockpit, and/or passenger compartment of the airplane so that the user or operator, or any other authorized individual, may observe and/or photograph the operator of the airplane, or the occupants and/or cargo of the airplane. The video recording(s) or camera(s) may also be located on the airplane exterior. The video recording device(s) or camera(s) may have wide angles for maximum angular viewing and may also be pivotable and/or movable. The video recording device(s) or camera(s) may record and/or transmit the recorded video and/or the picture(s) in real time and/or live. The video recording device(s) or camera(s) may also be equipped with a storage medium, for storing the recorded video and/or picture(s), and a transmitter or transceiver for transmitting the stored video and/or picture(s) to the user or operator at a later time. In this manner, real-time, as well as deferred, video and/or picture(s) transmissions may be provided. 

The airplane equipment system(s) 1211 may also include audio recording equipment, which may include audio recording device(s) such as microphones and/or tape recorders, such as those utilized in conjunction with personal computers, televisions, digital televisions, interactive televisions, telephones, cellular telephones, display telephones, video telephones, and/or other communication devices, including personal communication devices. The audio recording device(s) may be digital audio recording devices or other suitable audio devices including typical audio recording devices. The audio recording device(s), in a preferred embodiment, has associated therewith a transceiver or transmitter/receiver system for transmitting the recorded audio to the user or operator and for receiving signals such as, for example, control signals, by which the user or operator may exercise control over the audio recording device(s). 

The audio recording device(s) may be located at any location on the interior and/or exterior of the airplane so that the user or operator, or any other authorized individual, may hear what is transpiring, and/or what has transpired, inside and/or outside the airplane. The audio recording device(s) may also be pivotable and/or movable. The audio recording device(s) may record and/or transmit the recorded audio in real time and/or live. The audio recording device(s) may also be equipped with a storage medium, for storing the recorded audio, and a transmitter or transceiver for transmitting the stored audio at a later time. In this manner, real-time as well as deferred audio transmissions may be provided. 

The airplane equipment system(s) 1311 may also include an intercom system or device or telephone, cellular, digital, or otherwise for providing a means by which to allow the user or operator, or other authorized operator, to communicate with the operator and/or occupants of the airplane. The airplane equipment system(s) 1311 may also include monitoring device(s) for reading and/or monitoring the airplane fuel supply, water and/or coolant supply, electrical generator and/or alternator operation, battery charge level, and/or engine or motor temperature level, airplane flight control systems and/or any other airplane operation and/or system function. The monitoring device(s), in a preferred embodiment, has associated therewith a transceiver or transmitter/receiver system for transmitting data and/or information recorded and/or read by the monitoring device(s) to the user or operator and for receiving signals such as, for example, control signals, by which the user or operator may exercise control over the monitoring device(s). 

As noted above, the use of any one or more of the airplane equipment system(s) 1311, and their associated interface devices 1312, may be optional. Further, as described above, wireless devices may be utilized. 

The airplane equipment system(s) 1311 receives signals from the CPU 4, which signals serve to activate or de-activate, or vice versa, whichever the case may be, the respective airplane equipment system(s) which are utilized in conjunction with the apparatus 1300. The airplane equipment system(s) 1311 may also include any other suitable airplane system or equipment feature which may be utilized to draw attention to the airplane and/or in some other way to impede the airplane theft. It should be noted that any of the interface devices 1308, 1310 and 1312 may include any of the requisite interfacing circuitry which may be necessary to facilitate CPU 4 control over the respective systems which may be utilized. 

The apparatus 1300 also comprises a position and locating device 13 which can be utilized in order to determine the position and/or the location of the airplane. The position and locating device 13 can be utilized so as to determine the position of the airplane anywhere in the world and provide for the transmission of airplane position and/or location data to any appropriate system receiver so that the airplane may be located and/or tracked and recovered. In the preferred embodiment, the position and locating device 13 comprises and utilizes a global positioning device and an associated transmitter for transmitting position and/or location data to the authorized user or operator and/or to an authorized office or agency authorized to receive and/or to monitor such data transmissions. 

The apparatus 1300 also comprises a position and locating system receiver 14, which may be employed by the authorized user or operator and/or by the authorized office or agency, for receiving and/or processing the data which is transmitted from the position and locating device 13 as will be described above. The apparatus 1 may also comprise a user interface device (not shown). 

The apparatus and method of the alternate embodiment of FIG. 13 may be utilized and/or operates in the same or in a similar and/or analogous manner as described above with regards to the embodiments of FIGS. 1-12 and/or consistent with the description of the various embodiments and features of the present invention as described herein. 

The apparatus and method of the present invention may also provide for the immediate, and/or for the deferred, control, activation, deactivation, programming, monitoring and/or security of any one or more of the airplane systems, equipment, devices, appliances, etc., in the same, similar and/or analogous manner as described herein. 

Although the present invention has been hereinabove described as being utilized in conjunction with an airplane, it is noted that the present invention may be utilized in conjunction with any aircraft, including airplanes, jets, gliders, spacecraft, space shuttles, satellites, manned or unmanned, regardless of size, shape or form, private, commercial and/or military. The airplane equipment systems may also include guns and/or weapon systems and/or self-defense systems and/or electronic warfare systems. 

In yet another alternate embodiment, the present invention is utilized in conjunction with a snowmobile, jetski or recreational vehicle. FIG. 14 illustrates an alternate embodiment of the present invention wherein the apparatus is utilized in conjunction with a snowmobile. The apparatus of FIG. 14 is denoted generally by the reference numeral 1400. In FIG. 14, the components of the apparatus 1400 which are common to the apparatus 1 of FIG. 1 are designated by the same reference numerals. In FIG. 14, the CPU 4 is electrically connected and/or linked to the snowmobile ignition system 1407, which is located externally from the apparatus 1. The CPU 4 may or may not be connected and/or linked with the snowmobile ignition system 1407 through an ignition system interface 1408 which is also shown in FIG. 14. 

The CPU 4 may transmit signals to, as well as receive signals from, the snowmobile ignition system 1407. In this manner, the CPU 4 and the snowmobile ignition system 1407, may exchange information between each other. In this manner, the CPU 4, upon receiving an appropriate signal from the receiver 3, and upon the completion of the requisite data processing routine, may issue an electrical, an electronic, and/or any other suitable signal, including a digital command signal, to the snowmobile ignition system 1407. This electrical, electronic and/or other suitable signal, or digital command signal, may be one which will disable the snowmobile ignition system 1407 or one which will re-enable or reset the snowmobile ignition system 1407. The CPU 4 may also interrogate the snowmobile ignition system 1407 and/or receive data from the snowmobile ignition system 1407 which is indicative of ignition system status (i.e., whether the snowmobile ignition system 1407 is on or off). 

In the preferred embodiment, the CPU 4 is also electrically connected and/or linked to the snowmobile fuel pump or supply system 1409 which is also located externally from the apparatus 1400. The CPU 4 may or may not be connected and/or linked with the snowmobile fuel pump system 1409 through a fuel pump system interface 1410 which is also shown in FIG. 14. In the case of an electrical or an electronic fuel pump system, the CPU 4 may provide an electrical, an electronic, and/or other suitable signal, including a digital signal, which will disable or re-enable the snowmobile fuel pump system 1409. 

In the case of a mechanical fuel pump system, the CPU 4 may provide an electrical, electronic, and/or other suitable signal, including a digital signal, which will disable or re-enable an electrical valve system, which may be used to control the operation of the mechanical fuel pump system. Whichever the case may be, the CPU 4 will be capable of issuing an electrical, electronic and/or other suitable signal, including a digital signal, to disable or to re-enable the snowmobile fuel pump system 1409. The CPU 4 may also interrogate and/or receive data from the snowmobile fuel pump system 1409 which is indicative of snowmobile fuel pump system status (i.e., whether the snowmobile fuel pump system 1409 is on or off). The CPU 4 may also be electrically connected and/or linked to an appropriate device (not shown) for controlling the operation of a snowmobile exhaust system. 

The CPU 4, in the preferred embodiment, is also electrically connected and/or linked to at least one or more of a snowmobile equipment system or system(s) 1411. The snowmobile equipment system(s) 1411 are located externally from the apparatus 1400 and may or may not be connected to the CPU 4, via a snowmobile equipment system interface 1412 which may or may not be required for each one of the variety or multitude of the snowmobile equipment systems which may be utilized in conjunction with the apparatus. 

The snowmobile equipment system(s) 1411 may include a loud siren or alarm, which may be located in, or on, the passenger compartment of the snowmobile and, which may produce a loud piercing sound so as to make it unbearable for an intruder to remain inside or on the snowmobile. The snowmobile equipment system(s) 1411 may also include an external siren or alarm, which may produce a loud piercing sound, which may be utilized to draw attention to the snowmobile. The snowmobile equipment system(s) 1411 may also include a horn, which may blare continuously or intermittently, so as to also draw attention to the snowmobile. 

The snowmobile light system(s), which may include the snowmobile head lights, tail lights or flashers, which may be constantly illuminated or which may blink on and off repeatedly so as to draw attention to the snowmobile, may also be utilized as a snowmobile equipment system 1411. The snowmobile equipment system(s) 1411 may also include a power locking systems and/or devices as appropriate as well as steering mechanism locking devices, locking devices for preventing unauthorized access into or onto the snowmobile, snowmobile track locking devices for preventing movement of the snowmobile and/or locking devices for preventing unauthorized access to the snowmobile engine, so as to prevent any tampering with the apparatus or with other systems and/or components of the snowmobile. 

The snowmobile equipment system(s) 1411 may also include any one or more of the known snowmobile anti-theft systems and may also include a snowmobile recovery system or device, including a homing and/or a tracking system, each of which system(s) may be activated by the apparatus of the present invention. The snowmobile equipment system(s) 1411 may include any other equipment systems, including any and all of the above-noted equipment systems described herein for use in conjunction with vehicles, boats and airplanes, including video and/or audio recording equipment and/or intercom equipment and/or any of the herein-described communications systems and/or devices. 

The snowmobile equipment system(s) 1411 may also include monitoring device(s) for reading and/or monitoring the snowmobile fuel supply, water and/or coolant supply, electrical generator and/or alternator operation, battery charge level, and/or engine or motor temperature level, snowmobile control system and/or any other snowmobile operation and/or system function. The monitoring device(s), in a preferred embodiment, has associated therewith a transceiver or transmitter/receiver system for transmitting data and/or information recorded and/or read by the monitoring device(s) to the user or operator and for receiving signals such as, for example, control signals, by which the user or operator may exercise control over the monitoring device(s). 

As noted above, the use of any one or more of the snowmobile equipment system(s) 1411, and their associated interface devices 1412, may be optional. Further, as described above, wireless devices may also be utilized. 

The snowmobile equipment system(s) 1411 receives signals from the CPU 4, which signals serve to activate or de-activate, or vice versa, whichever the case may be, the respective snowmobile equipment system(s) which are utilized in conjunction with the apparatus 1400. The snowmobile equipment system(s) 1411 may also include any other suitable snowmobile system or equipment feature which may be utilized to draw attention to the snowmobile and/or in some other way impede the snowmobile theft. It should be noted that any of the interface devices 1408, 1410 and 1412 may include any of the requisite interfacing circuitry which may be necessary to facilitate CPU 4 control over the respective systems which may be utilized. 

The apparatus 1400 also comprises a position and locating device 13 which can be utilized in order to determine the position and/or the location of the snowmobile. The position and locating device 13 can be utilized so as to determine the position of the snowmobile anywhere in the world and provide for the transmission of position and/or location data to any appropriate system receiver so that the snowmobile may be located and/or tracked and recovered. In the preferred embodiment, the position and locating device 13 comprises and utilizes a global positioning device and an associated transmitter for transmitting position and/or location data to the authorized user or operator and/or to an authorized office or agency authorized to receive and/or to monitor such data transmissions. 

The apparatus 1400 of FIG. 14 also comprises a position and locating system receiver 14, which may be employed by the authorized user or operator and/or by the authorized office or agency, for receiving and/or processing the data which is transmitted from the snowmobile position and locating device 13 as described above. The apparatus 1 may also comprise a user interface device (not shown). 

The apparatus and method of the alternate embodiment of FIG. 14 may be utilized and/or operates in the same or in a similar and/or analogous manner as described herein and/or consistent with the description of the various embodiments and features of the present invention. 

The apparatus and method of the present invention may also provide for the immediate, and/or for the deferred control, activation, deactivation, programming, monitoring and/or security of any one or more of the snowmobile and/or recreational vehicle systems, equipment, devices, appliances, etc., in the same, similar and/or analogous manner as described above in conjunction with the various embodiments of the present invention. 

Although the present invention has been hereinabove described as being utilized in conjunction with a snowmobile, it is noted that the present invention may also be utilized in conjunction with any type of recreational vehicle, including jetskis, scooters, motorcycles, minibikes, go-carts, mopeds, etc, manned or unmanned, regardless of size, shape or form, private, commercial and/or military. The recreational vehicle equipment systems may also include guns and/or weapon systems and/or self-defense systems and/or electronic warfare systems, if desired, and especially when used in law enforcement and/or military applications. 

It is important to note that the present invention can be utilized in conjunction with a motor home, a mobile home and/or a camper as the present invention may be utilized to provide control, monitoring and/or security functions pertaining to motor vehicle equipment and home systems, equipment and appliances. 

In still another alternate embodiment, the present invention can be utilized in conjunction with a residential premises, residential building and/or a home or a household control system. FIG. 15 illustrates an alternate embodiment of the present invention wherein the apparatus and method is utilized in conjunction with a home control system. The apparatus of FIG. 15 is denoted generally by the reference numeral 1500. It is understood that, while the embodiment of FIG. 15 is illustrated and described in conjunction with a home or a household system, the apparatus 1500 may be utilized in any residential premises and/or any residential building. 

In FIG. 15, the components of the apparatus 1500 which are common to the apparatus 1 of FIG. 1 are designated by the same reference numerals. In FIG. 15, the CPU 4 is electrically connected and/or linked to the home and/or household central electrical system 1507, which is located externally from the apparatus 1500. The CPU 4 may or may not be connected and/or linked with the home central electrical system 1507 through a central electrical system interface 1508 which is also shown in FIG. 15. 

The CPU 4 may transmit signals to, as well as receive signals from, the home central electrical system 1507. In this manner, the CPU 4 and the home central electrical system 1507, may exchange information between each other. In this manner, the CPU 4, upon receiving an appropriate signal from the receiver 3, and upon the completion of the requisite data processing routine, may issue an electrical, an electronic, and/or any other suitable signal, including a digital command signal, to the home central electrical system 1507. This electrical, electronic and/or other suitable signal, or digital command signal, may be one which will disable the home central electrical system 1507 or one which will re-enable or reset the home central electrical system 1507. The CPU 4 may also interrogate the central electrical system 1507 and/or receive data from the central electrical system 1507 which is indicative of central electrical system status (i.e., whether the central electrical system 1507, or any portion thereof, is on or off). 

In the preferred embodiment, the CPU 4 is also electrically connected and/or linked to the home central heating system 1509 which is also located externally from the apparatus 1500. The CPU 4 may or may not be connected and/or linked with the home central heating system 1509 through a central heating system interface 1510 which is also shown in FIG. 15. The CPU 4 is capable of issuing an electrical, electronic and/or other suitable signal, including a digital signal, to disable or to re-enable the home central heating system 1509. The CPU 4 may also interrogate and/or receive data from the home central heating system 1509 which is indicative of home central heating system status (i.e., whether the central heating system 1509, or any portion thereof, is on or off). 

In the preferred embodiment, the CPU 4 is also electrically connected and/or linked to the home central air conditioning system 1511 which is also located externally from the apparatus 1500. The CPU 4 may or may not be connected and/or linked with the home central air conditioning system 1511 through a central air conditioning system interface 1512 which is also shown in FIG. 15. The CPU 4 is capable of issuing an electrical, electronic and/or other suitable signal, including a digital signal, to disable or to re-enable the home central air conditioning system 1511. The CPU 4 may also interrogate and/or receive data from the home central air conditioning system 1511 which is indicative of home central air conditioning system status (i.e., whether the central air conditioning system 1511, or any portion thereof, is on or off). 

The CPU 4 may also be electrically connected and/or linked to the home water system 1513 which is also located externally from the apparatus 1500. The CPU 4 may or may not be connected and/or linked with the home water system 1513 through a home water system interface 1514 which is also shown in FIG. 15. The home water system interface 1514, in the preferred embodiment, is an electrically controlled water shut-off valve(s) or similar device(s). The CPU 4 is capable of issuing an electrical, electronic and/or other suitable signal, including a digital signal, to disable or to re-enable the home water system 1513. The CPU 4 may also interrogate and/or receive data from the home water system 1513 which is indicative of the state of the home water system 1513 (i.e. whether the home water system 1513, or any portion thereof, is on or off). The home water system 1513 may then be controlled (i.e. turned on or off) and/or adjusted by the user or operator. 

The CPU 4 may also be electrically connected and/or linked to the home thermostat or environmental control system 1517 so as to control and/or monitor home interior temperature. The CPU 4 may or may not be connected and/or linked with the home thermostat system 1517 through a home thermostat system interface 1518 which is also shown in FIG. 15. The CPU 4 is capable of issuing an electrical, electronic and/or other suitable signal, including a digital signal, to disable or to re-enable the home thermostat system 1517. The CPU 4 may also interrogate and/or receive data from the home thermostat system 1517 which is indicative of the state of the home thermostat system 1517 (i.e. home interior temperature and/or whether the temperature of the home interior, or any portion thereof, is too hot, too cold, or acceptable). The home thermostat system 1517 may then be controlled and/or adjusted by the user or operator. In this manner, the home thermostat system 1517 may then be adjusted and/or controlled by the user or operator via the apparatus 1500. The home thermostat system 1517 may be connected and/or linked to the home central heating system 1509 and/or to the home central air conditioning system 1511 so as to activate, de-activate, set and/or control the operation of these systems, as necessary, in order to, and so as to, achieve the desired temperature and/or environmental conditions in the home. 

The CPU 4, in the preferred embodiment, is also electrically connected and/or linked to at least one or more of a home equipment system(s) 1515. The home equipment system(s) 1515 are located externally from the apparatus 1500 and may or may not be connected and/or linked to the CPU 4, via a home system equipment system or systems interface 1516 which may or may not be required for each one of the variety or multitude of the home equipment system(s) 1515 which may be utilized in conjunction with the apparatus 1500. 

The home equipment system(s) 1515 may include a home anti-theft and/or burglary alarm system, a loud siren or alarm, which may be located in the interior of the home, which may produce a loud piercing sound so as to make it unbearable for an intruder to remain inside the home, an exterior siren or alarm, which may produce a loud piercing sound, which may be utilized to draw attention to the home and exterior lighting system(s) and interior lighting systems, which lighting systems may be turned on or turned off at the user or operator's discretion and which may be controlled to blink on and off to draw attention to the home. 

The home equipment system(s) 1515 may also include a electrical and/or electronically controlled locking devices for doors and/or windows, including electrical and/or electronic dead-bolt locking systems and devices, electrical systems for controlling electrical circuits or systems room-by-room, device-by-device, and/or appliance-by-appliance. The home equipment system(s) 1515 may also include devices for controlling any one or more of the electrical circuits, such as circuits controlled by fuses, circuit breakers or equivalent devices. The home equipment system(s) 1515 may also include devices for controlling and/or monitoring hot water heaters, garage door openers, lawn sprinkler systems, electric fences and/or fencing, in-ground or above-ground pool equipment, filters and/or heaters, home central water valve, individual room water valve, home fire detector equipment and home fire extinguishment equipment. Home equipment system(s) 1515 may also include power door and window closing, locking and opening equipment. 

The home equipment system(s) 1515 may also include any and all of a wide variety of home appliances such as televisions, telephones, telephone answering machines, alarm systems, VCRs, stoves, ovens, microwave ovens, door bells, individual lights or lamps, blenders, toasters, personal computers, word processors, stereos, radios, and any other home appliance and/or device which is electrically and/or electronically activated and/or controllable. 

The home equipment system(s) 1515 may also include video recording and/or photographing equipment, which may include video recording device(s) and/or a camera(s), such as those utilized in conjunction with personal computers, televisions, digital televisions, interactive televisions, display telephones, video telephones, and/or other communication devices, including personal communication devices, or a still picture camera(s). The video recording device(s) or camera(s) may be digital recording devices or cameras or other suitable devices or cameras, including typical video recording devices or cameras. The video recording device(s) or camera(s), in a preferred embodiment, has associated therewith a transceiver or transmitter/receiver system for transmitting video images recorded by the video recording device(s) or camera(s) to the owner or occupant and for receiving signals such as, for example, control signals, by which the owner or occupant may exercise control over the video recording device(s) or camera(s). 

The video recording device(s) or camera(s) may be located at any location on the interior of the home such as, for example, in any room or rooms of the home so that the owner or occupant, or any other authorized individual, may observe and/or photograph any portions and/or rooms in the interior of the home, or the occupants and/or anything which may be located and/or stored in the home. The video recording device(s) or camera(s) may also be located on the exterior of the home so that the owner or occupant, or any other authorized individual, may observe and/or photograph the exterior of the home or residential premises, or portion thereof, or the individuals or objects and/or anything which may be present, located and/or stored on the premises of home and/or residential premises. 

The video recording device(s) or camera(s) may have wide angles for maximum angular viewing and may also be pivotable and/or movable. The video recording device(s) or camera(s) may record and/or transmit the recorded video and/or the picture(s) in real time and/or live. The video recording device(s) or camera(s) may also be equipped with a storage medium, for storing the recorded video and/or picture(s), and a transmitter or transceiver for transmitting the stored video and/or picture(s) to the owner or occupant at a later time. In this manner, real-time, as well as deferred, video and/or picture(s) transmissions may be provided. 

The home equipment system(s) may also include audio recording equipment, which may include audio recording device(s) such as microphones and/or tape recorders, such as those utilized in conjunction with personal computers, televisions, digital televisions, interactive televisions, telephones, cellular telephones, display telephones, video telephones, and/or other communication devices, including personal communication devices. The audio recording device(s) may be digital audio recording devices or other suitable audio devices including typical audio recording devices. The audio recording device(s), in a preferred embodiment, has associated therewith a transceiver or transmitter/receiver system for transmitting the recorded audio to the owner or occupant and for receiving signals such as, for example, control signals, by which the owner or occupant may exercise control over the audio recording device(s). 

The audio recording device(s) may be located at any location on the interior and/or exterior of the home and/or residential premises so that the owner or occupant, or any other authorized individual, may hear what is transpiring, and/or what has transpired, inside and/or outside the home and/or residential premises. The audio recording device(s) may also be pivotable and/or movable. The audio recording device(s) may record and/or transmit the recorded audio in real time and/or live. The audio recording device(s) may also be equipped with a storage medium, for storing the recorded audio, and a transmitter or transceiver for transmitting the stored audio at a later time. In this manner, real-time as well as deferred audio transmissions may be provided. 

The home equipment system(s) 1515 may also include an intercom system or device or a telephone, cellular, digital or otherwise for providing a means by which to allow the user or operator, or other authorized operator, to communicate with the persons present in, or occupants of, the home. The home equipment system(s) 1515 may also include monitoring device(s) for reading and/or monitoring the home fuel supply, water supply, electrical generator and/or alternator operation, water usage, heat and/or air conditioning usage, electricity usage, gas and/or oil or other fuel usage, telephone usage and charges, appliance usage, etc, a home control system and/or any other home operation and/or system function. The monitoring device(s), in a preferred embodiment, may have associated therewith a transceiver or transmitter/receiver system for transmitting data and/or information recorded and/or read by the monitoring device(s) to the user or operator and for receiving signals such as, for example, control signals, by which the user or operator may exercise control over the monitoring device(s). 

As noted above, the use of any one or more of the home equipment system(s) 1515 and/or appliances or devices and their associated interface devices 1516, may be optional. The interface devices 1516 my be wireless devices or modules which need not be directly connected to the CPU 4 or to its respective equipment system. In this regard, hard-wired connections are not necessary. In the case of wireless interface devices or modules 1516, corresponding wireless technology and/or systems may be utilized to provide for the wireless control and operation of the respective equipment(s). 

In the case of a mobile home, the apparatus 1500 may also comprise a position and locating device 13 which can be utilized in order to determine the position and/or the location of the mobile home. The mobile home position and locating device 13 can be utilized so as to determine the position of the mobile home anywhere in the world and provide for the transmission of position and/or location data to any appropriate system receiver so that the mobile home may be located and/or tracked and recovered. In a preferred embodiment, the mobile home position and locating device 13 comprises and utilizes a global positioning device and an associated transmitter for transmitting position and/or location data to the authorized user, operator and/or authorized individual. 

The apparatus 1500 may also comprise a mobile home position and locating system receiver 14, which may be employed by the authorized user, operator and/or authorized individual, for receiving and/or processing the data which is transmitted from the position and locating device 13 as described in the alternate embodiments above. The apparatus 1 may also comprise a user interface device (not shown). 

The home equipment system(s) receives signals from the CPU 4, which signals serve to activate or de-activate, or vice versa, whichever the case may be, the respective home equipment system(s) which are utilized in conjunction with the apparatus 1500. The home equipment system(s) 1515 may also include any other suitable home system or equipment feature which may be utilized to draw attention to the home and/or in some other way impede home theft. It should be noted that any of the interface devices may include any of the requisite interfacing circuitry which may be necessary to facilitate CPU 4 control over the respective systems which may be utilized. It is understood that, while the embodiment of FIG. 15 is illustrated and described in conjunction with a home or a household system, the embodiment may also be utilized in any residential premises and/or any residential building. 

The apparatus and method of the alternate embodiment of FIG. 15 may be utilized and/or operates in the same or in a similar and/or analogous manner as described in conjunction with the embodiments described above, and/or consistent with the description of the various embodiments and features of the present invention as described herein, so as to provide control, monitoring and/or security functions for, and over, a home and/or residential premises. 

The apparatus and method of FIG. 15 can provide for an immediate, as well as for a deferred, control, activation, de-activation, programming, monitoring and/or security function and/or response thereto of, and for, any one or more of the home and/or residential premises systems, equipment, devices, appliances, etc., in the same, similar and/or analogous manner as described above in conjunction with its utilization in the embodiments described herein. 

As described above in conjunction with use of the apparatus and method of the present invention with vehicles, the present invention may, if desired, perform a test in order to determine the state or status of any particular system, equipment, device and/or appliance before exercising and/or performing a given control, monitoring and/or security function. Depending upon the outcome of the test, the apparatus and method of the present invention may execute, alter and/or defer the performance and/or execution of the control, monitoring and/or security function. For example, a command to shut-off a home central electrical system may be deferred until after the operation of a home security system, which security system may be deemed to have priority in performing a monitoring and shut-down procedure for the entire home, has been successfully completed. 

In this manner a homeowner or occupant may access a home system at any time and from any location and thereby exercise and/or perform control, monitoring and/or security functions on, or over, any home system, equipment and/or appliance. The owner or occupant may also monitor the status, state or operation of any home system, equipment, device and/or appliance. Lastly, the owner or occupant may perform security related functions or operations on, and over, the home system, equipment, device and/or appliance. As noted above, the present invention may be utilized in conjunction with a telephone, either analog or digital, a touch tone telephone, a cordless telephone and/or a cellular or mobile telephone, a home and/or a personal computer, having associated telecommunication devices or other suitable peripheral device(s) such as a modem and/or a fax/modem, or other personal communication devices, which may operate over an appropriate telecommunications system, and/or other suitable communications systems, including radio signal, optical, satellite and/or other communications systems. 

In still another alternate embodiment, the apparatus of the present invention is utilized in conjunction with a commercial building, commercial office and/or commercial premises control system. FIG. 16 illustrates an alternate embodiment of the present invention wherein the apparatus and method is utilized in conjunction with an commercial office and/or premises control system. It is understood that, while the embodiment of FIG. 16 is illustrated and described in conjunction with an commercial office and/or premises control system, the embodiment may also be utilized in any commercial building and/or any commercial premises and/or any type of building or premises. The apparatus of FIG. 16 is denoted generally by the reference numeral 1600. In FIG. 16, the components of the apparatus which are common to the apparatus of FIG. 1 are designated by the same reference numerals. 

In FIG. 16, the CPU 4 is electrically connected and/or linked to the commercial office and/or premises central electrical system 1607, which is located externally from the apparatus 1600. The CPU 4 may or may not be connected and/or linked with the central electrical system 1607 through a central electrical system interface 1608 which is also shown in FIG. 16. The CPU 4 may transmit signals to, as well as receive signals from, the central electrical system 1607. In this manner, the CPU 4 and the central electrical system 1607, may exchange information between each other. In this manner, the CPU 4, upon receiving an appropriate signal from the receiver 3, and upon the completion of the requisite data processing routine, may issue an electrical, an electronic, and/or any other suitable signal, including a digital command signal, to the central electrical system 1607. This electrical, electronic and/or other suitable signal, or digital command signal, may be one which will disable the central electrical system 1607 or one which will re-enable or reset the central electrical system 1607. The CPU 4 may also interrogate the central electrical system 1607 and/or receive data from the central electrical system 1607 which is indicative of central electrical system status (i.e., whether the central electrical system 1607, or any portion thereof, is on or off). 

In the preferred embodiment, the CPU 4 is also electrically connected and/or linked to the commercial office and/or premises central heating system 1609 which is also located externally from the apparatus 1600. The CPU 4 may or may not be connected and/or linked with the central heating system 1609 through a central heating system interface 1610 which is also shown in FIG. 16. The CPU 4 is capable of issuing an electrical, electronic and/or other suitable signal, including a digital signal, to disable or to re-enable the central heating system 1609. The CPU 4 may also interrogate and/or receive data from the central heating system 1609 which is indicative of central heating system status (i.e., whether the central heating system 1609, or any portion thereof, is on or off). 

In the preferred embodiment, the CPU 4 is also electrically connected and/or linked to the commercial office and/or premises central air conditioning system 1611 which is also located externally from the apparatus 1600. The CPU 4 may or may not be connected and/or linked with the central air conditioning system 1611 through a central air conditioning system interface 1612 which is also shown in FIG. 16. The CPU 4 is capable of issuing an electrical, electronic and/or other suitable signal, including a digital signal, to disable or to re-enable the central air conditioning system 1611. The CPU 4 may also interrogate and/or receive data from the central air conditioning system 1611 which is indicative of central air conditioning system status (i.e., whether the central air conditioning system 1611, or any portion thereof, is on or off). 

The CPU 4 may also be electrically connected and/or linked to the commercial office and/or premises water system 1613 which is also located externally from the apparatus 1600. The CPU 4 may or may not be connected and/or linked with the water system 1613 through a commercial office and/or premises water system interface 1614 which is also shown in FIG. 16. The water system interface 1614, in the preferred embodiment, is an electrically controlled water shut-off valve(s) and/or device(s). The CPU 4 is capable of issuing an electrical, electronic and/or other suitable signal, including a digital signal, to disable or to re-enable the water system 1613. The CPU 4 may also interrogate and/or receive data from the water system 1613 which is indicative of the state of the water system (i.e. whether the water system, or any portion thereof, is on or off). The commercial office and/or premises water system 1613 may then be adjusted and/or controlled (i.e. turned on or off) by the user or operator. 

The CPU 4 may also be electrically connected and/or linked to the commercial office and/or premises thermostat system 1617 which is also located externally from the apparatus 1600. The CPU 4 may or may not be connected and/or linked with the thermostat system 1617 through a commercial office and/or premises thermostat system interface 1618 which is also shown in FIG. 16. The CPU 4 is capable of issuing an electrical, electronic and/or other suitable signal, including a digital signal, to disable or to re-enable the thermostat system 1617. The CPU 4 may also interrogate and/or receive data from the thermostat system 1617 which is indicative of the temperature of the commercial office and/or premises interior (i.e., the interior temperature and/or whether interior temperature, or any portion thereof, is too hot, too cold, or acceptable). The thermostat system 1617 may then be adjusted and/or controlled by the user or operator. The thermostat system 1617 may be connected and/or linked to the central heating system 1609 and to the central air conditioning system 1611 so as to activate and/or control the operation of these systems in order to, and so as to, achieve the desired temperature in the commercial office and/or premises. 

The CPU 4, in the preferred embodiment, is also electrically connected and/or linked to at least one or more of a commercial office and/or premises equipment system(s) 1615. The commercial office and/or premises equipment system(s) 1615 are located externally from the apparatus 1600 and may or may not be connected and/or linked to the CPU 4, via a commercial office and/or premises system equipment system(s) interface 1616 which may or may not be required for each one of the variety or multitude of the commercial office and/or premises equipment systems which may be utilized in conjunction with the apparatus. 

The commercial office and/or premises equipment system(s) 1615 may include a commercial office and/or premises anti-theft and/or burglary alarm system, loud siren or alarm, which may be located in the interior of the home, which may produce a loud piercing sound so as to make it unbearable for an intruder to remain inside the home, an exterior siren or alarm, which may produce a loud piercing sound, which may be utilized to draw attention to the commercial office and/or premises and exterior lighting system(s) and/or the interior lighting system(s), which lighting systems may be turned on or turned off at the user's or operator's discretion and which may be controlled to blink on and off to draw attention to the commercial office and/or premises. 

The commercial office and/or premises equipment system(s) 1615 may also include electrical and/or electronically controlled locking devices for doors and/or windows, including electric or electronic dead-bolt locking devices or systems, electrical systems for controlling electrical circuits or systems room-by-room, device-by-device, and/or appliance-by-appliance. 

The commercial office and/or premises equipment system(s) 1615 may also include devices for controlling any one or more of the electrical circuits, such as circuits controlled by fuses, circuit breakers or equivalent devices. The commercial office and/or premises equipment system(s) 1615 may also include devices for controlling and/or monitoring hot water heaters, garage door openers, lawn sprinkler systems, electric fences and/or fencing, in-ground or above-ground pool equipment, fountain equipment, filters and/or heaters, commercial office and/or premises fire detector equipment and commercial office and/or premises fire extinguishment equipment. Commercial office and/or premises equipment system(s) 1615 may also include power door and window closing, locking and opening equipment. 

The commercial office and/or premises equipment system(s) 1615 may also include any and all office equipment and/or premises appliances such as televisions, telephones, telephone answering machines, alarm systems, VCRs, stoves, ovens, microwave ovens, door bells, individual lights or lamps, blenders, toasters, computers and associated peripherals, word processors, stereos, radios, manufacturing equipment and any other commercial office and/or premises appliances and/or devices which are electrically and/or electronically activated and/or controllable. 

The commercial office and/or premises equipment system(s) 1615 may also include video recording and/or photographing equipment, which may include video recording device(s) and/or a camera(s), such as those utilized in conjunction with personal computers, televisions, digital televisions, interactive televisions, display telephones, video telephones, and/or other communication devices, including personal communication devices, or a still picture camera(s). The video recording device(s) or camera(s) may be digital recording devices or cameras or other suitable devices or cameras, including typical video recording devices or cameras. The video recording device(s) or camera(s), in a preferred embodiment, has associated therewith a transceiver or transmitter/receiver system for transmitting video images recorded by the video recording device(s) or camera(s) to the owner or occupant and for receiving signals such as, for example, control signals, by which the owner or occupant may exercise control over the video recording device(s) or camera(s). 

The video recording device(s) or camera(s) may be located at any location on the interior of the commercial office and/or premises such as, for example, in any room or rooms of the commercial office and/or premises so that the owner or occupant, or any other authorized individual, may observe and/or photograph any portions and/or rooms in the interior of the commercial office and/or premises, or the occupants and/or anything which may be located and/or stored in the commercial office and/or premises. The video recording device(s) or camera(s) may also be located on the exterior of the commercial office and/or premises so that the owner or occupant, or any other authorized individual, may observe and/or photograph the exterior of the commercial office and/or premises, or portion thereof, or the individuals or objects and/or anything which may be present, located and/or stored on the premises of commercial office and/or premises. 

The video recording device(s) or camera(s) may have wide angles for maximum angular viewing and may also be pivotable and/or movable. The video recording device(s) or camera(s) may record and/or transmit the recorded video and/or the picture(s) in real time and/or live. The video recording device(s) or camera(s) may also be equipped with a storage medium, for storing the recorded video and/or picture(s), and a transmitter or transceiver for transmitting the stored video and/or picture(s) to the owner or occupant at a later time. In this manner, real-time, as well as deferred, video and/or picture(s) transmissions may be provided. 

The commercial office and/or premises equipment system(s) 1615 may also include audio recording equipment, which may include audio recording device(s) such as microphones and/or tape recorders, such as those utilized in conjunction with personal computers, televisions, digital televisions, interactive televisions, telephones, cellular telephones, display telephones, video telephones, and/or other communication devices, including personal communication devices. The audio recording device(s) may be digital audio recording devices or other suitable audio devices including typical audio recording devices. The audio recording device(s), in a preferred embodiment, has associated therewith a transceiver or transmitter/receiver system for transmitting the recorded audio to the owner or occupant and for receiving signals such as, for example, control signals, by which the owner or occupant may exercise control over the audio recording device(s). 

The audio recording device(s) may be located at any location on the interior and/or exterior of the commercial office and/or premises so that the owner or occupant, or any other authorized individual, may hear what is transpiring, and/or what has transpired, inside and/or outside the commercial office and/or premises. 

The audio recording device(s) may also be pivotable and/or movable. The audio recording device(s) may record and/or transmit the recorded audio in real time and/or live. The audio recording device(s) may also be equipped with a storage medium, for storing the recorded audio, and a transmitter or transceiver for transmitting the stored audio at a later time. In this manner, real-time as well as deferred audio transmissions may be provided. 

The commercial office and/or premises equipment system(s) 1615 may also include an intercom system or device or telephone, cellular, digital or otherwise, for providing a means by which to allow the user or operator, or other authorized individual, to communicate with the persons present in the, or occupants of the, commercial office and/or premises. 

The commercial office and/or premises equipment system(s) 1615 may also include monitoring device(s) for reading and/or monitoring the commercial office and/or premises fuel supply, water supply, electrical generator and/or alternator operation, water usage, heat and/or air conditioning usage, electricity usage, gas and/or oil or other fuel usage, telephone usage and charges, commercial office and/or premises equipment and/or appliance usage, etc, a commercial office and/or premises control system and/or any other commercial office and/or premises operation and/or system function. The monitoring device(s), in a preferred embodiment, has associated therewith a transceiver or transmitter/receiver system for transmitting data and/or information recorded and/or read by the monitoring device(s) to the user or operator and for receiving signals such as, for example, control signals, by which the user or operator may exercise control, monitoring and/or security over the monitoring device(s). 

As noted above, the use of any one or more of the commercial office and/or premises equipment systems and/or appliances or devices 1615 and their associated interface devices 1616, may be optional. The interface devices 1616 my be wireless devices or modules which need not be directly connected to the CPU 4 or to its respective equipment system. In this regard, wired connections are not necessary. In the case of wireless interface devices or modules 1616, corresponding wireless technology and/or systems must be utilized to provide for the wireless control and operation of the respective equipment(s). 

The commercial office and/or premises equipment system or system(s) 1615 receives signals from the CPU 4, which signals serve to activate or de-activate, or vice versa, whichever the case may be, the respective commercial office and/or premises equipment system(s) which are utilized in conjunction with the apparatus 1600. The commercial office and/or premises equipment system(s) 1615 may also include any other suitable commercial office and/or premises system or equipment feature which may be utilized to draw attention to the commercial office and/or premises and/or in some other way impede commercial office and/or premises theft. It should be noted that any of the interface devices may include any of the requisite interfacing circuitry which may be necessary to facilitate CPU 4 control over the respective systems, equipment, devices and/or appliances which may be utilized. 

The apparatus and method of the alternate embodiment of FIG. 16 is utilized and operates in the manner described above in conjunction with the vehicle and/or the home embodiments so as to provide for a system for controlling, monitoring and/or providing security functions for and over a commercial office and/or premises. The apparatus and method of the alternate embodiment of FIG. 16 may be utilized and/or operates in the same or in a similar and/or analogous manner consistent with the description of the various embodiments and features of the present invention as described herein so as to provide control, monitoring and/or security functions over and with respect to the commercial office and/or premises with which the apparatus is utilized in conjunction with. 

In the case of mobile commercial office and/or premises, the apparatus 1600 may also comprise a commercial office and/or premises position and locating device 13 which can be utilized in order to determine the position and/or the location of the commercial office and/or premises. The position and locating device 13 can be utilized so as to determine the position of the commercial office and/or premises anywhere in the world and provide for the transmission of position and/or location data to any appropriate system receiver so that the commercial office and/or premises may be located and/or tracked and recovered. In the preferred embodiment, the position and locating device 13 comprises and utilizes a global positioning device and an associated transmitter for transmitting position and/or location data to the authorized user, operator, and/or authorized individual. 

The apparatus 1600 also comprises a commercial offices and/or premises position and locating system receiver 14, which may be employed by the authorized user, operator, and/or authorized individual, for receiving and/or processing the data which is transmitted from the position and locating device 13 as described above. The apparatus 1 may also comprise a user interface device (not shown). 

The apparatus and method of the alternate embodiment of FIG. 16 is utilized and operates in the manner described above in conjunction with the vehicle and/or the home premises embodiments so as to provide for a system for controlling, monitoring and/or providing security functions for, and over, a commercial office and/or premises. The apparatus and method of the alternate embodiment of FIG. 16 may be utilized and/or operates in the same or in a similar and/or analogous manner as described in conjunction with the various embodiments described herein and/or consistent with the description of the various embodiments and features of the present invention as described herein, so as to provide control, monitoring and/or security functions for, and over, a commercial office and/or premises. 

In this manner, an owner, occupant, and/or authorized individual, may access a commercial office and/or premises system at any time and from any location and thereby exercise and/or perform control, monitoring and/or security functions over any commercial office and/or premises system, equipment, device and/or appliance. The owner, occupant, and/or authorized individual, may also monitor the status, state or operation of any commercial office and/or premises system, equipment, device and/or appliance. Lastly, the owner or authorized individual may perform security related functions or operations on and over the commercial office and/or premises system, equipment, device and/or appliance. 

The apparatus and method of FIG. 16 can provide for an immediate, as well as for a deferred, control, activation, de-activation, programming, monitoring and/or security functions and/or responses thereto, of, and for, any one or more of the commercial office and/or premises systems, equipment, devices, appliances, etc., in the same, similar and/or analogous manner as described above with in conjunction with the various embodiments. 

As described above in conjunction with use of the apparatus and method of the present invention with vehicles and residential premises, the present invention may, if desired, perform a test in order to determine the state or status of any particular system, equipment, device and/or appliance before exercising and/or performing a given control, monitoring and/or security function. Depending upon the outcome of the test, the apparatus and method of the present invention may execute, alter, and/or defer, the performance and/or the execution of the control, monitoring and/or security function. For example, a command to shut-off a central electrical system may be deferred until after the operation of a security system, which security system may be deemed to have priority in performing a monitoring and shut-down procedure for the entire commercial office and/or premises, has been successfully completed. 

As noted above, the present invention, in any of the herein described embodiments, as well as modifications, variations and/or alternate embodiments thereof, may be utilized in conjunction with a telephone, including analog and digital telephones, a touch-tone telephone, a cordless telephone and/or a cellular or mobile telephone, a home and/or a personal computer having associated telecommunication devices or other suitable peripheral device(s) such as a modem and/or a fax/modem, or other personal communication devices, which can operate over an appropriate telecommunications system, and/or other suitable communications systems, including radio signal, optical, satellite and/or other communications systems. 

The communications system(s) utilized in any of the embodiments described herein may operate anywhere in the electromagnetic and/or the radio spectrum. In this regard, personal communication service (PCS) systems and devices, including stationary, portable and/or hand-held devices, may also be utilized. Digital signal communications devices and/or systems, including digital satellite systems, may also be utilized. Interactive and/or digital televisions, personal communication devices, personal communications services (PCS) devices, telephones, including telephones which utilize analog or digital technology, personal digital assistants, cellular telephones, display telephones, video telephones, display cellular telephones and electronically equipped watches, beepers, pagers or paging systems, and/or other devices and/or personal effects and/or accessories may also be utilized for interactive use and/or for the display or output applications and/or functions. In this regard, the apparatus and method of the present invention may be utilized on, or over, the Internet and/or the World Wide Web, or other suitable communication network or medium, in order to control, monitor and/or provide security functions on, or for, any of the herein described vehicles, marine vessels or vehicles, aircraft, recreational vehicles, residential premises and/or commercial premises. 

It is also envisioned that the apparatus and method of the present invention may find applications in areas other than those described and illustrated above. The present invention may find application in any type of control, monitoring and/or security system or the like, wherein a long-range remote-controlled and/or interactive system may be utilized in order to provide an immediate, or a deferred, response to a control, monitoring and/or security function, or response thereto, and/or to exercise and/or provide control, monitoring or security over desired items and/or devices from a remote location. The present invention may also be utilized to monitor and/or track the whereabouts or location of various objects and/or systems. In this regard, the apparatus and method of the present invention may be utilized so as to monitor the whereabouts and/or location of individuals and to provide for a means by which to communicate with them. 

The apparatus and method of the present invention may be utilized in conjunction with appropriate security devices for preventing access by unauthorized individuals. In this regard, the apparatus and method of the present invention may be utilized in conjunction with appropriate security access devices, secured and/or encrypted communication signals, linkups and mediums. Security measures may include utilization and processing of access codes, encrypted codes, personal identification codes and/or data, software-based security measures and/or devices, hardware-based security measures and/or devices, and/or any combination of software-based and hardware-based measures and/or devices. The security measures and/or methods utilized may also include the use of signal scramblers and associated de-scramblers, and/or any one or more of the widely known devices and/or methods for providing a secured communication system and/or link. 

The present invention provides for an apparatus and method for exercising and/or performing remote-controlled control, monitoring and/or security functions and/or operations for any type and variety of vehicles, motor vehicles, marine vessels and vehicles, aircraft, recreational vehicles, residential premises and/or commercial premises. 

The apparatus and method of the present invention may also be programmable for programmed and/or automatic activation, self-activation, programmed and/or automatic operation and/or self-operation. The apparatus and method of the present invention may provide for an immediate, as well as for a deferred, control, monitoring and/or security function, and/or response thereto, so as to provide for the immediate and/or for the deferred control, activation, de-activation, programming, monitoring and/or security, etc., of any one or more of the respective systems, equipment, devices, appliances, etc., which may be utilized in any of the above described embodiments and/or in any modifications, variations and/or alternate embodiments thereof. 

The present invention may also be equipped with, and be utilized with, hardware and software necessary for providing self-monitoring functions, automatic control and/or responses to occurrences, providing automatic notice of an occurrence and/or a situation to an owner, user and/or authorized individual. In this regard, any and all of the embodiments described above may comprise a monitoring device, a triggering device and/or any other suitable device for detecting an occurrence and/or a situation which may warrant providing notice to an owner, user and/or authorized operator. In this regard, the apparatus may provide a transmission of any appropriate signal from a transmitter and, if desired, from a voice synthesizer to the owner, user and/or authorized individual, or to the location of the individual. The signal utilized could be in the form of a communication transmission, depending upon the communication medium utilized, a telephone call, a voice message, a beeper and/or pager message, an Electronic mail message, a fax transmission, and/or any other mode of communication which may be utilized with any of the apparatuses, devices and/or components described herein. 

Any of the above-described embodiments may be utilized in conjunction with a central security office and/or agency for providing use in conjunction with such a central office and/or agency as described hereinabove. In this manner, each and every embodiment of the present invention may be utilized with a central security office and/or agency. The present invention may also provide a means for occupants of the vehicle, motor vehicle, marine vessel, aircraft, recreational vehicle, residential premises and/or commercial premises to contact a central security office and/or agency and/or any other individual having corresponding communication equipment and/or who is authorized and/or equipped to receive such transmissions. 

The present invention enables an owner, user and/or authorized individual, to exercise and/or perform convenient control, monitoring and/or security functions, as and/or operations, over any of the above described or similar objects, vehicles, vessels and/or premises, from a remote location. For example, an individual may conveniently provide control over and monitor, the state and/or status of a vehicle parked at a location distant from his present location, and provide control over and monitor, a boat, an airplane, a vacation home which may be located in another locale, and/or to provide control over and monitor, a business office after hours or while absent therefrom. 

The present invention, in any of the embodiments described herein, may be designed to be user-friendly. In this regard, the present invention may be menu-driven, and/or its operation may be menu-selected, from audio menus, visual menus, or both audio and visual menus. 

While the present invention has been described and illustrated in various preferred and alternate embodiments, such descriptions are merely illustrative of the present invention and are not to be construed to be limitations thereof. In this regard, the present invention encompasses any and all modifications, variations and/or alternate embodiments with the scope of the present invention being limited only by the claims which follow. 
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Remote-controlled anti-theft, theft reporting, or vehicle recovery system and method for motor vehicles 

Abstract

A remote-controlled anti-theft or theft-deterrent system and method, for motor vehicles, is disclosed which comprises a transmitting device, wherein the transmitting device is capable of transmitting data signals to at least two remote locations, a first receiving device for receiving the data signals transmitted from the transmitting device at a first of the at least two remote locations, a second receiving device for receiving the data signals transmitted from the transmitting device at a second of the at least two remote locations, a first control device associated with the first receiving device for processing the data representative of the data signals, wherein the first control device processes the data representative of the data signals and issues one of a disable signal and a re-enable signal to one of a vehicle's ignition system, a vehicle's fuel pump system and a vehicle's auxiliary equipment system one of instantaneously and after a time delay period, and a second control device associated with the second receiving device for processing the data representative of the data signals, wherein the second control device processes the data representative of the data signals and provides information indicating at least one of identification of the motor vehicle and information indicative of the function to be controlled by the data signals. 
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Claims






What is claimed is: 

1. A remote-controlled anti-theft system for motor vehicles, comprising: 

a means for transmitting a non-voice signal to at least two remote locations; 

a first receiving means for receiving said non-voice signal at a first of said at least two remote locations; 

a second receiving means for receiving said non-voice signal at a second of said at least two remote locations; 

a first control means for processing said signal received by said first receiving means, wherein said first control means issues a control signal to one of a vehicle, a vehicle's ignition system, a vehicle's fuel pump system or a vehicle's auxiliary equipment system; and 

a second control means for processing said non-voice signal received by said second receiving means, wherein said second control means provides information indicative of at least one of the identification of a vehicle, a theft of a vehicle or a function to either control or to be performed by said one of a vehicle, a vehicle's ignition system, a vehicle's fuel pump system, or a vehicle's auxiliary equipment system, in response to said non-voice signal, 

wherein at least one of said at least two remote locations is at least one of a security office, a law enforcement office, or a law enforcement agency. 

2. The system of claim 1, wherein at least one of said at least two remote locations is in a motor vehicle. 

3. The system of claim 1, wherein said transmitting means is a touch-tone telephone. 

4. The system of claim 1, wherein at least one of said first receiving means or said second receiving means is a telephone signal receiving means. 

5. The system of claim 1, wherein said at least one of said first control means or said second control means comprises one of a microprocessor, a micro-computer, or a mini-computer. 

6. The system of claim 1, wherein said vehicle's auxiliary equipment system is one of an alarm, a horn, a door locking system or a hood locking system. 

7. The system of claim 1, wherein said signal comprises at least one of system accessing data or system control data. 

8. A remote-controlled anti-theft system for motor vehicles, comprising: 

a means for registering a motor vehicle with at least one of a security office, a law enforcement office, or a law enforcement agency; 

a means for transmitting a non-voice signal to at least two remote locations; 

a first receiving means for receiving said non-voice signal at a first of said at least two remote locations; 

a second receiving means for receiving said non-voice signal at a second of said at least two remote locations; 

a first control means for processing said non-voice signal received by said first receiving means, wherein said first control means issues a first control signal to at least one of a vehicle, a vehicle's ignition system, a vehicle's fuel pump system, or a vehicle's auxiliary equipment system; and 

a second control means for processing said non-voice signal received by said second receiving means, wherein said second control means issues a second control signal, wherein said second control signal comprises information indicative of at least one of a vehicle identification, theft of the vehicle or a function to either control or to be performed by said one of a vehicle, a vehicle's ignition system, a vehicle's fuel pump system, or a vehicle's auxiliary equipment system, in response to said non-voice signal, 

wherein at least one of said at least two remote locations is said at least one of a security office, a law enforcement office, or a law enforcement agency. 

9. The system of claim 8, wherein at least one of said at least two remote locations is in a motor vehicle. 

10. The system of claim 8, wherein said transmitting means is a touch-tone telephone. 

11. The system of claim 8, wherein at least one of said first receiving means or said second receiving means is a telephone signal receiving means. 

12. The system of claim 8, wherein at least one of said first control means or said second control means comprises one of a microprocessor, a micro-computer or a mini-computer. 

13. The system of claim 8, wherein said first control means delays an issuance of said first control signal until the motor vehicle's ignition system is determined to be off. 

14. The system of claim 8, wherein said vehicle's auxiliary equipment system is one of an alarm, a horn, a door locking system or a hood locking system. 

15. The system of claim 8, wherein said signal comprises at least one of system accessing data or system control data. 

16. A method for remote-controlled motor vehicle theft reporting or motor vehicle recovery, comprising the steps of: 

registering a vehicle with one of a security office, a law enforcement office, or a law enforcement agency; 

transmitting a non-voice signal, in response to either an occurrence of or a discovery of a vehicle theft, to both of the vehicle and said one of a security office, a law enforcement office, or a law enforcement agency; 

receiving said non-voice signal at each of the vehicle and said one of a security office, a law enforcement office, or a law enforcement agency; 

processing said non-voice signal at each of the vehicle and said one of a security office, a law enforcement office, or a law enforcement agency; and 

issuing at least one control signal at either destination in response to said signal processing, wherein said at least one control signal either identifies the vehicle or provides control over either the vehicle or one of a vehicle's ignition system, a vehicle's fuel pump system, or a vehicle's auxiliary equipment system, in response to said non-voice signal. 

17. The method of claim 16, further comprising the step of: 

one of disabling, enabling, activating and de-activating at least one of the vehicle, the vehicle's ignition system, fuel system and auxiliary equipment system. 

18. The method of claim 16, wherein said signal is transmitted simultaneously to each of said at least two remote locations. 





Description






FIELD OF THE INVENTION 

The present invention pertains to a remote-controlled anti-theft and/or theft-deterrent apparatus and method, for motor vehicles, which provides for an instantaneous, as well as for a deferred, anti-theft and/or theft deterrent response to a motor vehicle theft, or for the prevention thereof. 

BACKGROUND OF THE INVENTION 

Anti-theft and/or theft-deterrent devices for motor vehicles are known, in the prior art, for preventing or thwarting the theft of motor vehicles. These known devices may be of the active or passive variety and are typically available in many forms (i.e. steering wheel locks, hood locks, ignition system cut-off devices, alarms, etc.). In some cases, these devices may be of a very simple design, while in other cases, they may be of a more sophisticated design. However, as is well known, these known anti-theft and/or theft-deterrent devices and systems may be easily defeated by car thieves, and especially, by professional car thieves. Experience has shown that even the most sophisticated of anti-theft and/or theft-deterrent devices may be defeated by an experienced, and determined, vehicle thief. 

In recent times, an even more disturbing criminal practice involving the theft of motor vehicles has rendered most of these anti-theft and/or theft-deterrent devices virtually useless. This criminal practice has gained widespread attention and is known as car-jacking. Car-jacking usually occurs when a thief or thieves confront a motorist or motor vehicle operator, when the motor vehicle engine is running, or when the car thief obtains easy access to the motor vehicle ignition keys and to the motor vehicle, either by force or by the threat of force, thereby bypassing, and rendering useless, any of the widely known anti-theft and/or theft-deterrent devices, thereby gaining control and/or possession of the motor vehicle. In these instances, the motorist or motor vehicle operator is well advised to surrender the motor vehicle. However, once surrendered, the motor vehicle is virtually lost to the car thief. 

The above-described recent car-jacking practices have also given rise to the introduction and/or to the suggestion of anti-theft and/or theft-deterrent devices which attempt to defeat the ultimate vehicle theft, such as caused by car-jacking, by causing the motor vehicle to become disabled during the "getaway" such as by shutting off the power to the motor vehicle's engine. However, these devices have major disadvantages and drawbacks in that they could shut-off the vehicle's engine power at an inopportune instant in time, thereby causing a dangerous condition to exist, which could lead to an accident which may cause injuries to individuals as well as damage to property. These accidents may arise when the motor vehicle's power is suddenly shut-off when the vehicle is in motion, which condition could cause the vehicle to suddenly, or even gradually, lose power on a roadway or highway, while traveling at a moderate or at a high rate of speed and/or when a power steering and/or a power braking system, which derives its power from the vehicle's engine, suddenly loses power upon the loss of the engine power. As noted above, accidents such as these may result in injuries to people, both inside and outside the vehicle, as well as property damage caused by, and to, the vehicle. 

The above described disadvantages and drawbacks of the prior art devices may also pose accident liability concerns to those manufacturers and/or sellers of these devices, as well as to the owner or operator of the motor vehicle, as these entities and/or individuals may be held liable for the injuries and the damages sustained as a result of the above described accidents. 

The present invention provides an apparatus and a method for overcoming the disadvantages and drawbacks which are associated with the known prior art anti-theft and/or theft-deterrent devices. 

SUMMARY OF THE INVENTION 

The present invention is directed to a remote-controlled anti-theft and/or theft-deterrent apparatus and method which overcomes the disadvantages and drawbacks of the prior art anti-theft and/or theft-deterrent devices. The present invention also provides for a remote-controlled anti-theft and/or theft-deterrent apparatus and method which can provide for an instantaneous, as well as for a deferred, anti-theft and/or theft-deterrent system response to a motor vehicle theft, or for the prevention thereof. Further, the present invention may be utilized in conjunction with local law enforcement offices and agencies so as to provide a means by which a motor vehicle theft may be reported so as to enable a rapid response thereto by the office or agency. 

The apparatus of the present invention comprises a transmitter system, for transmitting an electrical, an electronic, or an electro-magnetic, signal upon the activation of the transmitter by a motor vehicle owner or authorized operator. The transmitter system consists of a user interface device and a transmitting device. The user interface device provides the means by which the motor vehicle owner or authorized operator may access or activate the apparatus and/or provide control over the apparatus. The transmitting device transmits a signal, in response to the owner or authorized operator's accessing and/or activation of the transmitter system and the apparatus. The transmitter system is typically a remote-control system, which is separate from, and which is not electrically connected with, the remainder of the apparatus. In this manner, the transmitter system is not located within the motor vehicle. The transmitter system should also be capable of transmitting signals over long distances and should also be capable of transmitting a multitude of signals. 

The apparatus also comprises a receiver for receiving the signals which are transmitted by the transmitter system. The receiver may be any receiver or receiving device which is capable of receiving remote electrical, electronic and/or electro-magnetic signals, which may be transmitted by the transmitter system, as well as being capable of receiving any of the multitude of signals which may be transmitted thereby or therefrom. The transmitter system/receiver combination, of the apparatus of the present invention, may be implemented by using a telephone/telephone beeper system, which systems are well known in today's telecommunication industry and practices. It should be noted, however, that any transmitter system/receiver combination, which allows for a transmission of remote signals and, in addition, a multitude of remote signals, to a receiver, over long distances, may be utilized with the apparatus of the present invention. 

The receiver should also be capable of generating distinct digital signals, i.e. electrical, electronic, and/or electro-magnetic signals, which may be indicative of the transmitted signal, or a portion thereof. At least a portion of the transmitted signal should include a valid access code or signal which accesses the apparatus, and in particular, the receiver, and a valid command code, by which code a vehicle owner or authorized operator may exercise control over the apparatus. 

The apparatus further comprises a controller, which is electrically connected with the receiver and which receives the digital signals, or portions thereof, which are generated by the receiver. The controller may be any type of digital processing device, or computer, such as a microprocessor. The controller also has associated therewith a read only memory device (ROM), for storing operational program data, and a random access memory device (RAM), for storing the data which is to be processed by the apparatus. The use of a microprocessor as the controller provides for versatility in programmability, as well as provides for an apparatus which can be made as small in size as possible. By providing for an apparatus which is as small in size as possible, a more concealed installation of the apparatus in the motor vehicle can be achieved. It is also envisioned that the apparatus of the present invention may be installed in the motor vehicle during the vehicle's manufacture and/or assembly so as to enhance its concealment from a thief or thieves. 

The controller is electrically connected to the motor vehicle's ignition system and may, or may not, be connected to the vehicle's ignition system via an ignition system interface. The controller transmits signals to, and may receive signals from, the vehicle's ignition system. Digital command signals and/or codes are utilized, in order to disable and/or to re-enable or reset the vehicle's ignition system. 

The apparatus may also comprise, and the controller may also be electrically connected either directly, or indirectly via an interface device, to a motor vehicle fuel pump system, which may be de-activated so as to cut-off the flow of fuel to the vehicle's engine. 

The apparatus may also comprise, and the controller may also be electrically connected, either directly, or indirectly via an interface device, to one or more of a vehicle auxiliary equipment system or systems, which may include a loud siren or alarm, which may be located in the passenger compartment of the motor vehicle and which may be activated so as to make it unbearable for an intruder to remain inside the motor vehicle passenger compartment, an external siren or alarm, which is capable of producing a loud sound, which may be activated so as to draw attention to the motor vehicle, a horn or horns, which may be activated so as to blare continuously or intermittently so as to also draw attention to the motor vehicle, and/or the vehicle's external light systems, which may include the vehicle's head lights, tail lights, or flashers, which may be activated so as to be constantly illuminated or which may be activated to flash on and off repeatedly. 

The vehicle auxiliary equipment system or systems, to which the controller may be connected to, either directly or indirectly via an interface device, may also include a power door locking system, which may be activated so as to secure the vehicle's passenger compartment thereby preventing an entry thereto, or an exit therefrom, and/or a hood locking system, which may be a mechanical hood locking system, which may be activated so as to lock the vehicle's hood so as to prevent an entry into the vehicle's engine compartment. The apparatus may also comprise any necessary vehicle auxiliary equipment system interface devices which may be needed in order to facilitate the required interfacing between the controller and the particular vehicle auxiliary equipment system(s). The vehicle auxiliary equipment system or systems, which may include other systems or devices, located within, or utilized with, the motor vehicle, are optional and may be utilized as desired. 

Upon the occurrence, or the discovery thereof, of a motor vehicle theft, the owner or authorized operator of the motor vehicle may activate the apparatus by entering a valid access code into the transmitter interface, thereby activating a transmission from the transmitting device. The entry of a valid access code, and the resulting transmission of an access signal corresponding thereto, to the receiver of the apparatus, results in the apparatus being accessed. Upon receiving the transmitted access signal, the receiver will typically generate a signal which is indicative of the receiver's receipt of the signal. The controller is activated upon the accessing of the receiver and the apparatus. 

The receiver, or the communication system which services the receiver, may also transmit a signal back to the transmitter system which is indicative of the fact that the receiver and the apparatus have been accessed. For this, the receiver may also be equipped with a transmitting device of its own, while the transmitter system may be correspondingly equipped with its own receiver device. The above sequence of events are analogous to those which occur in a telephone/telephone beeper system, wherein, when the beeper has "answered the call" and has been activated or accessed, it awaits the entry of a telephone code or number. This indication by the receiver may then typically be followed by a period of silence, during which period, the owner or authorized operator may enter a command code, such as a vehicle disable code, a vehicle re-enable or reset code, or a cancel code, into the transmitter interface. 

The command code is then transmitted by the transmitter system or transmitting device, and is received by the receiver. A command code received signal may then be transmitted back to the transmitter system by the receiver or beeper, or by the communication system which services the beeper, so as to provide an indication that an authorized command code has been received by the receiver and the apparatus. The command code data, or signals corresponding thereto, are then transmitted to the controller for identification thereof and for further processing, if necessary. 

In a situation when the motor vehicle has been stolen and the owner or authorized operator wants to prevent or thwart the theft, the command code would be a vehicle disable code. Similarly, if the owner or authorized operator wants to re-enable or reset the apparatus, such as when the motor vehicle has been recovered or found, the command code would be a vehicle re-enable or reset code. If the owner or authorized operator wishes to cancel the accessing of the apparatus, a code other than the disable or the re-enable or reset code may be entered. Once the command code has been entered, the receiver may transmit a signal to the transmitter, which is indicative of the receipt of the command code. As noted above, the command code or the data representative thereof, if valid, will be transmitted to, or read by, the controller for command code identification and for subsequent processing, if necessary. 

The receiver, upon receipt of the access code, may generate an interrupt in the controller, which interrupt will activate an interrupt service routine. The command code data is then transmitted to, or read by, the controller and a processing routine is performed in order to identify the command code or the command code data. Once the command code or command code data has been identified, the controller will control the operation of the apparatus so that the appropriate processing routines, and apparatus functioning, will be performed. 

If a valid disable code has been identified, the controller will determine whether the vehicle's ignition system is on. This will require the controller to monitor the vehicle's ignition system. If the vehicle's ignition system is on, the controller will enter into a delay loop routine so as to repeatedly test the ignition system after a predetermined delay period. This delay loop routine serves to prevent the vehicle's ignition system from being shut down while the vehicle's engine is running. Such a design feature serves to prevent an accident, such as when a moving vehicle suddenly looses engine power or the power assist means in safety systems such the power steering and/or power brake systems. The controller will interrogate the vehicle's ignition system after a pre-determined delay period and will continue to do so until it is determined that the vehicle's ignition system is shut-off or is inactive. It is important to note that the delay period which is chosen should be capable of detecting even the shortest duration of a vehicle's ignition system shut-down. 

Once it has been determined that the vehicle's ignition system is shut-off, the controller will issue a disable signal to the vehicle's ignition system. This disable signal will disable the vehicle's ignition system, thereby preventing the re-activation of the vehicle's ignition system and the restarting of the vehicle's engine. If utilized in conjunction with the apparatus of the present invention, the controller may also issue a disable signal so as to disable the vehicle's fuel pump system, thereby preventing fuel from being supplied to the vehicle's engine. 

Once the vehicle's ignition system and the vehicle's fuel pump system, if utilized, have been disabled, only a valid re-enable or reset command code signal may be employed to re-enable or to reset these vital vehicle systems thereby enabling the vehicle's engine to be restarted. As will be readily appreciated, a careful placement and installation of the apparatus, within the motor vehicle, will provide for a concealed and/or undetectable apparatus and, therefore, will result in a completely disabled vehicle, until such time as a valid access code, followed by a valid re-enable or reset code, is transmitted, by the owner or authorized operator, in the manner described above. 

Upon the disabling of the vehicle's ignition system, and the vehicle's fuel pump system, if utilized, the controller may then issue control signals to activate or to de-activate, whichever the case may be, the various vehicle auxiliary equipment systems, which may be utilized in conjunction with the apparatus. Upon completion of the above operations, the controller will then exit the operational program, which in this case, is an interrupt service routine, and will then await the next accessing and activation of the apparatus by the owner or authorized operator, via an entry of a valid access code into the transmitter system or transmitter interface. 

It is possible to provide disable command codes which may selectively disable the vehicle's ignition system, the vehicle's fuel pump system, and/or activate or de-activate any of the vehicle equipment auxiliary systems, as well as to provide different disable command codes which may provide selective control over any one or any combination of the above systems. 

Upon the motor vehicle being found or recovered, the owner or authorized operator may once again access the apparatus by entering the valid access code, into the transmitter interface, and then by entering the valid re-enabling or reset command code. As described above, a valid access code will once again initiate the operation of the interrupt service routine described above. The command code data will once again be transmitted to, or read by, the controller and the controller will determine whether the command code is a valid disable command code. If the command code is not a valid disable command code the controller will perform a test to determine if a valid re-enable or reset command code has been entered. If the command code is not a valid re-enable or reset code, the controller will exit the operational program, or the interrupt service routine, and will await the next valid accessing of the receiver and the apparatus. This processing scheme may be indicative of a cancel code transmission or a false alarm in the accessing of the apparatus. 

If the entered command code is identified as a valid re-enable or reset command code, the controller, subsequent to this identification, but prior to actually re-enabling or resetting the vehicle's ignition system, the vehicle's fuel pump system, if utilized, and de-activating or re-activating the vehicle's auxiliary systems, whichever the case may be, will perform a test in order to verify that the vehicle's ignition system is still disabled. This feature ensures that no re-enabling or resetting signal will be issued to the vehicle's ignition system or fuel pump system, if utilized, when these systems are not disabled, which signals may cause an interruption in the operation of these systems. This is an added safety feature in the present invention. 

If the vehicle's ignition system and/or the vehicle's fuel pump system are disabled, the controller will issue the necessary signals which will re-enable or reset these systems. Shortly thereafter, the controller, if necessary, will issue the necessary signal or signals which may de-activate or re-activate, whichever the case may be, the vehicle's auxiliary equipment systems which are utilized. 

It should be noted that it is also possible to provide re-enable or reset command codes which may selectively re-enable or reset the vehicle's ignition system, the vehicle's fuel pump system, and/or deactivate or re-activate any of the vehicle's auxiliary equipment systems, as well as to provide different re-enable or reset command codes which may provide selective control over any one or any combination of the above systems. 

Upon the re-enabling or resetting of the vehicle's ignition system and the vehicle's fuel pump system, if utilized, the vehicle will then be ready for operation, barring any need for service and/or for repairs. The controller will then exit the operational program, or the interrupt service routine, and will await the next valid accessing and activation of the apparatus. 

If the re-enable or reset command code is not a valid re-enable or reset code, the controller, upon identification thereof, will ignore the received code or data, will exit the operational program, and will await the next valid accessing and activation of the apparatus. 

The present invention provides a means by which to prevent an unwanted accessing of, or an unauthorized tampering with, the apparatus by an unauthorized person, as well as, serves to guard against a mistaken accessing of the apparatus such as by a mistakenly transmitted access code and/or command code. 

The apparatus and the method of the present invention provide for an apparatus and a method for allowing a motor vehicle owner or authorized operator to safely surrender the motor vehicle under force, or the threat of force, while affording the motor vehicle owner or authorized operator the means by which to take steps to prevent or thwart the theft of the motor vehicle from a safe location or vantage point. 

By utilizing command codes which only disable or re-enable or reset the vehicle's ignition system and the vehicle's fuel pump system, if utilized, the motor vehicle owner or authorized operator may also utilize the present invention in order to disable or to re-enable or reset these systems, at any time, such as at night or while at work, and from a remote location. The present invention also provides a means by which an owner or authorized operator may activate or deactivate any one or any combination of the vehicle's auxiliary equipment systems, which may be utilized, in order to prevent a vehicle's theft. 

It is also envisioned that the present invention may be utilized in conjunction with local law enforcement offices or agencies in order to report the vehicle theft. In such a system, a receiver, which may be capable of receiving registered vehicle access codes and command codes, may be located at a local law enforcement office or agency such as a local police department. A computer, for processing the codes or data, is utilized in conjunction with the receiver. A display device is also utilized in conjunction with the computer. 

It is envisioned that motor vehicle owners or authorized operators may register their vehicle information with their local police department, along with the valid access code and command codes for their apparatus. The receiver may be programmed to receive the access code and the command codes for the apparatus of a given registered vehicle. 

The local police department may have a data base of vehicle information which could be correlated with the valid access codes and command codes. In this manner, when a theft of a motor vehicle occurs, or has been discovered, the owner or authorized operator, upon accessing the receiver and the apparatus of his or her motor vehicle, will also access the receiver which is located in the police department. Upon receiving this access code, the receiver at the police department will receive the command code data, which is transmitted. The computer, which is located at the police department, independently of the processing which may be taking place in the vehicle apparatus, will process the received data so as to identify the motor vehicle which is being accessed, as well as to identify the nature of the command code which was transmitted. If a valid disable command code has been transmitted, the computer will alert the police, via the display device, that the motor vehicle has been stolen. 

If a re-enable or a reset command code is received, the police would also be alerted so that they may verify the situation with the motor vehicle owner or authorized operator. Invalid codes may also be checked out by the police. 

Upon the completion of the above processing, the police could then issue a bulletin or a dispatch thereby reporting the theft of the motor vehicle to its patrol personnel along with information which identifies the motor vehicle. 

The use of the present invention in conjunction with a local law enforcement office or agency provides a means by which a motor vehicle owner or authorized operator may take the necessary steps in order to prevent or thwart the vehicle theft, from a safe location and/or vantage point, while also reporting the theft to the police immediately. This may provide the police department with a headstart in trying to recover the motor vehicle and/or to apprehend the thief or thieves as soon as possible after the theft occurs or is discovered. 

Accordingly, it is an object of the present invention to provide an apparatus and a method for a remote-controlled, instantaneous or deferred response, anti-theft and/or theft-deterrent system whereby a motor vehicle owner or authorized operator may, from a safe location remote from the location of the motor vehicle theft, disable or re-enable or reset a vehicle's ignition system, a vehicle's fuel pump system, and/or activate or de-activate a motor vehicle's auxiliary equipment system or systems. 

It is another object of the present invention to provide an apparatus and a method for a remote-controlled anti-theft and/or theft-deterrent system whereby a multitude of signals may be transmitted to the apparatus so as to allow for a versatile and a selective control of the apparatus and the motor vehicle's systems used in conjunction therewith. 

It is another object of the present invention to provide an apparatus and a method for a remote-controlled anti-theft and/or theft-deterrent system which dispenses with the need for a separate remote control unit which is associated with the apparatus. 

It is still another object of the present invention to provide an apparatus and a method for a remote-controlled anti-theft and/or theft-deterrent system which provides for the disabling or the re-enabling or resetting of a motor vehicle's ignition system or a motor vehicle's fuel pump system or the activation or de-activation of vehicle auxiliary equipment systems by utilizing conventional touch tone telephone and telephone beeper equipment. 

It is another object of the present invention to provide an apparatus and a method for a remote-controlled anti-theft and/or theft-deterrent system which prevents an interruption of a vehicle's ignition system or a vehicle's fuel pump system or vehicle auxiliary equipment systems while the vehicle is operating or is in motion. 

It is yet another object of the present invention to provide a remote-controlled anti-theft and/or theft-deterrent system which provides a means by which the motor vehicle owner or authorized operator may access the system while simultaneously alerting a local law enforcement office or agency of the motor vehicle theft. 

Other objects and advantages of the present invention will be made apparent to those skilled in the art upon a review of the Detailed Description Of The Preferred Embodiment taken in conjunction with the Drawings which follow. 

BRIEF DESCRIPTION OF THE DRAWINGS 

In the drawings: 

FIG. 1 illustrates a block diagram of the apparatus which is the subject of the present invention; 

FIG. 2 illustrates a flow diagram of the operation of, or method utilized in conjunction with, the apparatus of FIG. 1; and 

FIG. 3 illustrates an alternate embodiment of the present invention wherein the present invention may be utilized in conjunction with a local law enforcement office or agency. 

DESCRIPTION OF THE PREFERRED EMBODIMENT 

FIG. 1 illustrates a block diagram of the apparatus, which is the subject of the present invention and which is denoted by the reference numeral 1. As illustrated in FIG. 1, the apparatus 1 comprises a transmitter system 2, for transmitting an electrical, an electronic, or an electro-magnetic signal upon an activation by a motor vehicle owner or authorized operator, hereinafter referred to collectively as the "authorized operator". 

The transmitter system 2 consists of a user interface device 2a and a transmitting device or transmitter 2b. The transmitter also has a receiver 2c for receiving signals as will be described below. The user interface device 2a provides the means by which the authorized operator may access or activate the apparatus 1, as well as the means by which the authorized operator may enter command codes into the transmitter system 2. The transmitter 2b transmits a signal, in response to the authorized operator's accessing or activation of the apparatus 1. 

The transmitter system 2 is a remote system, which is not electrically connected to the remainder of the apparatus 1. Further, the transmitter system 2, in the preferred embodiment, is not located in the motor vehicle, but rather, is external from, and separate and apart from, the motor vehicle. In the preferred embodiment, the transmitter system 2, is designed to be capable of transmitting signals over long distances, i.e. tens or even hundreds of miles or farther. The transmitter system 2, in the preferred embodiment, is also capable of transmitting a multitude of signals. As will be explained below, this capability to transmit a multitude of signals allows for the transmission of multiple command codes to the apparatus 1, which in turn, provides for an apparatus which may provide a multitude of responses in the control and operation thereof. 

Referring once again to FIG. 1, the apparatus 1 also comprises a receiver 3, for receiving the signals which are transmitted by the transmitter system 2. The receiver 3 may be any receiver which is capable of receiving the remote electrical, electronic and/or electro-magnetic signals, which may be transmitted by the transmitter system 2. In the preferred embodiment, the receiver is also capable of receiving any of the multitude of signals which may be transmitted by the transmitter system 2. 

The transmitter system 2/receiver 3 combination, of the apparatus 1 is implemented, in the preferred embodiment, by a telephone/telephone beeper system which systems are well known in today's telecommunication industry and practices. In such a telephone/telephone beeper system, the transmitter 2 can be any touch-tone telephone which serves as a means for a user interface, in the form of pushbuttons, or the like, for entering a data code or sequence, and which may provide a means by which to transmit a signal, in response to the entered data, to a receiver device which is typically a telephone beeper. 

The receiver 3 or beeper, or the communication system servicing same, in turn, provides an indication, in the form of a signal transmission, back to the receiver, which signifies that a signal has been received. The receiver 3 also generates data which is indicative of the signal, or a portion thereof, which has been received. In this regard, the receiver 3 may be provided with its own transmitter 3a, or the communication system which services the receiver may provide a transmitter (not shown), for transmitting signals back to the transmitter system 2. 

It should be noted that the telephone/telephone beeper system may be replaced with any other type of transmitter/receiver combination which provides for the transmission of a multitude of remote signals over long distances. 

In the preferred embodiment, upon receiving the signal, the receiver 3, generates a distinct digital signal, which is indicative of the receiver 3 receiving the transmitted signal, and which is transmitted from the receiver transmitter 3a to the transmitter system 2, and in particular, to the transmitter receiver 2c. 

At least a portion of the signal transmitted from the transmitter system 2 to the receiver 3 includes a valid access code signal, which accesses the receiver 3, and the apparatus 1, which access code serves to provide security measures which must be taken in conjunction with the use of the apparatus 1. 

The apparatus also comprises a controller or a central processing unit CPU 4, which is electrically connected with the receiver 3 and which receives, or reads, the digital signal or signals, or portions thereof, which are generated by the receiver 3. The CPU 4 may be any type of digital processing device. In the preferred embodiment, the CPU 4 is implemented by a microprocessor. The CPU 4 also has associated therewith a read only memory device (ROM) 5, for storing operational program data, and a random access memory device (RAM) 6, for storing processing data, which is received by the receiver 3 and which is processed by the apparatus 1 in the manner described below. 

The use of a microprocessor as the CPU 4 provides for versatility in apparatus programmability, as well as facilitates an apparatus which can be made as small in size as possible. It is important to note, that the CPU 4 may also be implemented by a micro-computer, a mini-computer or any other digital computer system, along with the requisite associated memory devices. However, it should be noted that, the provision of an apparatus which is as small as possible allows for an apparatus which may be more easily installed and concealed, so as to prevent its being located and defeated by a car thief. It is also envisioned that the apparatus 1 may be installed in the motor vehicle during the vehicle's manufacture or assembly so as to insure that it is not easily detectable or accessible by a car thief. The more concealable the apparatus, the less likelihood that it could be located and defeated. It is envisioned that the apparatus 1 and any associated circuitry and/or wiring may be designed into the motor vehicle so as to be inaccessible to a thief. 

The CPU 4 is electrically connected to the motor vehicle's ignition system 7, which is located externally from the apparatus 1. The CPU 4 may or may not be connected with the vehicle's ignition system 7 through an ignition system interface 8 which is shown in dotted lines. The CPU 4 may transmit signals to, as well as receive signals from, the vehicle's ignition system 7. In this manner, the CPU 4 and the vehicle's ignition system 7 can exchange information back and forth between each other. In this manner, the CPU 4, upon receiving an appropriate signal from the receiver 3, and upon the completion of the requisite data processing routine, which will be described below, can issue a digital command signal to the vehicle's ignition system 7. This digital command signal may be one which will disable the vehicle's ignition system 7 or one which will re-enable or reset the vehicle's ignition system 7. 

In the preferred embodiment, the CPU 4 is also electrically connected to the motor vehicle's fuel pump system 9 which is also located externally from the apparatus 1. The CPU 4 may or may not be connected with the vehicle's fuel pump system 9 through a fuel pump system interface 10 which is also shown in dotted lines. In the case of an electrical or an electronic fuel pump system, the CPU 4 may provide an electrical signal which will disable or re-enable the vehicle's fuel pump system 9. In the case of a mechanical fuel pump system, the CPU 4 may provide an electrical signal which will disable or re-enable an electrical valve system, which may be used to control the mechanical fuel pump system. Whichever the case may be, the CPU 4 will be capable of issuing an electrical signal to disable or to re-enable the vehicle's fuel pump system 9. 

The CPU is also electrically connected to a vehicle's auxiliary equipment system or systems 11, which are optional. The vehicle's auxiliary equipment system or systems 11 are located externally from the apparatus 1 and may or may not be connected with the CPU 4, via a vehicle's auxiliary equipment system or systems interface 12, which is shown in dotted lines in FIG. 1. 

The vehicle's auxiliary equipment system or systems 11 may include a loud siren or alarm, which may be located in the passenger compartment of the motor vehicle and, which may produce a loud piercing sound so as to make it unbearable for an intruder to remain inside the motor vehicle passenger compartment. The vehicle's auxiliary equipment system 11 may also include an external siren or alarm, which may produce a loud piercing sound, which may be utilized to draw attention to the motor vehicle. The auxiliary equipment system 11 may also include a horn, which may blare continuously or intermittently, so as to also draw attention to the motor vehicle. 

The vehicle's external light system(s), which may include the vehicle's head lights, tail lights or flashers, which may be constantly illuminated or which may blink on and off repeatedly to draw attention to the motor vehicle, may also be utilized as a vehicle auxiliary equipment system 11. The vehicle auxiliary equipment system 11 may also include a power door lock system, for securing the vehicle's passenger compartment so as to prevent an entry thereto or an exit therefrom. In addition, the vehicle auxiliary equipment system 11 may include a hood locking system, such as a mechanical hood locking system, for locking the vehicle's hood so as to prevent an unauthorized access into the vehicle's engine compartment. The hood locking system, may prevent any tampering with the apparatus 1 or with other systems and/or components of the motor vehicle. 

As noted above, the vehicle's auxiliary equipment system or systems 11 and their associated interface devices 12, are optional. The vehicle's auxiliary equipment system or systems 11 receives signals from the CPU 4, which signals serve to activate or de-activate, or vice versa, as the case may be, the vehicle's auxiliary equipment systems which are utilized in conjunction with the apparatus 1. The vehicle's auxiliary equipment systems 11 may also include any other vehicle system or equipment feature which may be utilized to draw attention to the motor vehicle or in some other way impede the vehicle's theft. It should be noted that any of the interface devices 8, 10 and 12 may include any of the requisite interfacing circuitry which may be necessary to facilitate CPU 4 control over the respective systems. 

The operation of the apparatus 1 of the present invention is described below with reference to the flow diagram illustrated in FIG. 2, which flow diagram illustrates the method of the present invention which is utilized in conjunction with the apparatus 1. The method of the present invention may be implemented as a computer program or software program which is used in conjunction with the CPU 4. 

Upon the occurrence, or the discovery thereof, of the theft of a motor vehicle, the authorized operator of the motor vehicle may activate the apparatus 1 by entering an access code into the transmitter interface 2a which may be a touch tone telephone keypad. The entry of a valid access code will activate a signal transmission from the transmitting device 2b. In the preferred embodiment, the above sequence of events may occur by the authorized operator simply going to a touch-tone telephone, which may be a public pay phone or a private phone, and by punching or entering in the pre-determined access code which is assigned to the apparatus 1. 

In the case of a touch-tone telephone/telephone beeper system, wherein the beeper is the receiver, this access code would typically be a code which would comprise a given telephone area code and telephone number for the beeper (receiver 3). 

Upon receiving the transmitted signal, the receiver 3, or beeper, or the communication system servicing the beeper, will typically generate, via transmitter 3a, which may or may not be an integral part of the receiver 3, an electrical signal which is indicative of the receiver 3 having received the signal from the transmitter 2 and which further indicates that the receiver 3 has been accessed. In the case of a communication system which services the beeper, the transmitter 3a may be located externally from the apparatus 1. This signal is also typically sent to the CPU 4 so as to alert the CPU 4 that the receiver 3 has been accessed. The receiver 3, or the communication system servicing the receiver (beeper), will transmit a signal, via its transmitter 3a, to the transmitter receiver 2c which is indicative of the fact that receiver 3 has been accessed. This signal to the transmitter receiver 2c usually takes the form of an audible tone at the telephone headset. 

The above sequence is analogous to the operation of a telephone/telephone beeper system wherein, when the beeper, or the communication system servicing the beeper, has answered the call, the beeper awaits entry of a telephone number or code by the caller. The signal indication by the receiver 3 will then be followed by a period of silence during which period, the authorized operator may enter the desired data command code or command code, which may include a vehicle disable command code, a vehicle re-enable or reset command code, or a cancel code, etc. The authorized operator then enters the code or number sequence into the transmitter interface 2a or, in this case, the telephone keypad. 

In a case when the motor vehicle has been stolen, the command code will be a vehicle disable command code. It should also be noted that a vehicle re-enable or reset command code, or any other code, which would represent an apparatus function or operation, may also be entered, as the circumstances may require, at this time. The command code is then transmitted from the transmitting device 2b of the transmitter system 2 and is received by the receiver 3 or beeper. In the preferred embodiment, a command code receive signal is then transmitted back to the transmitter system 2, via the receiver or, communication system, transmitter 3a, which provides an indication, to the authorized operator, that the command code has been received by the apparatus 1. 

The command code data is then transmitted to, or read by, the CPU 4 for command code identification and for further processing, if necessary. In this manner, an authorized operator, upon learning of the theft of the motor vehicle, can easily access or activate the apparatus 1 by simply going to the nearest touch-tone telephone and "calling up" the anti-theft or theft-deterrent apparatus 1. It is important to note that the telephone/telephone beeper system, described above, may be replaced with any remote transmitter/receiver system, such as by a remote transmitter, i.e., a television-type remote control unit, which has a user interface feature and which can remotely transmit a multitude of signals over long distances to an associated receiver. 

By utilizing a telephone/telephone beeper system, in the preferred embodiment, a long range, remote-controlled system may be achieved which systems are usually very well maintained by telecommunication companies or carriers and which are also very reliable. By using a telephone/telephone beeper system, the authorized operator does not have to keep track of a separate remote control unit. In this manner, a reliable apparatus communication system is achieved. Further, if the authorized operator should leave the remote control unit in the vehicle, or should lose it, the apparatus 1 will still be accessible by the authorized operator. Still further, some telephone/telephone beeper systems may have effective ranges on the order of hundreds of miles, which may be more economical and reliable for long range signal transmission than other conventional remote transmitter/receiver systems. 

In the case where the motor vehicle has been stolen, and the authorized operator wants to prevent or thwart the theft, the command code to be entered is a vehicle disable command code (disable code) which will disable the vehicle in the manner described below. Similarly, if the authorized operator wants to re-enable or reset the apparatus 1, such as when the motor vehicle has been recovered or found, so as to render the motor vehicle re-enabled, the command code to be entered will be a vehicle re-enable or reset command code (re-enable or reset code). Once the command code has been entered, the receiver 3, via its transmitter 3a, will provide a signal indication to the transmitter system 2, which may take the form of audible tones to a headset, as is known in beeper systems, which will serve to confirm receipt of the command code by the receiver 3 and the apparatus 1. The data entered into, and transmitted from, the transmitter system 2, and received by the receiver 3, will then be transmitted to, or read by, the CPU 4 for command code identification and for subsequent processing, if necessary. 

With reference to FIG. 2, the receiver 2, upon receipt of the access code, will generate an interrupt in the CPU 4 which will activate an operational program routine or an interrupt service routine, at step 20, of the flow diagram. At step 21, the command code data, upon receipt by the receiver 2, is then transmitted to, or read by, the CPU 4. The CPU 4 will then, at step 22, begin to perform a processing routine in order to identify the command code. 

The command code should be of a pre-determined length and should be chosen to be one of three types of codes. The command code may be a valid disable code, a valid re-enable or reset code, or any other code which is not recognized as being valid by the CPU 4 and which may be utilized to indicate a cancel operation, or a false alarm. An incomplete code, an invalid code, or the absence of a command code after the apparatus has been accessed, will be deemed to be a false alarm. The cancel and false alarm categories are utilized in order to enable an authorized operator to cancel apparatus access or activation or to prevent an unauthorized access or unauthorized attempt to enter a command code. Such an identification processing routine may be performed in a very simple manner, such as by testing the command code or code data against the pre-determined codes or code data which are stored in program memory. Such testing may be performed by any one of the known software testing routines. 

Once the command code, if entered, is identified, the CPU 4, under the control of the operational program, will perform the appropriate apparatus control functions. If a valid disable code is identified as being received by the receiver 3, at step 22, the CPU 4, which is connected with the vehicle's ignition system 7, so as to send and receive data to and from the vehicle's ignition system 7, will perform a software test, at step 23, in order to determine whether the vehicle's ignition system 7 is activated or on. This will require a monitoring of the vehicle's ignition system 7 by the CPU 4. As noted above, a vehicle ignition system interface 8 is optional and may or may not be employed in order to facilitate this monitoring function and the controlling of the vehicle's ignition system 7 by the CPU 4. 

If the vehicle's ignition system 7 is activated or on, the CPU 4 will enter into a delay loop, at step 24. The purpose of the delay loop, at step 24, is to prevent the vehicle's ignition system 7 from being shut down while the vehicle's engine is on or running. Such a test and delay loop routine serves to prevent accidents, such as those caused when a vehicle suddenly looses power while traveling at a moderate, or at a high, rate of speed or when the loss of engine power results in the failure of the vehicle's power steering and/or power brake systems. In this manner, the CPU 4 will interrogate the vehicle's ignition system 7 after a pre-determined delay period, and will continue to do so until the vehicle's ignition system 7 is determined to be shut-off and inactive. 

While any delay period may be used, at step 24, and may be programmed into the program software of the apparatus 1, it is important to choose a delay period which can detect even the shortest duration of a vehicle ignition system shut-down. In the preferred embodiment, a delay period of one second is selected. This of course may be changed in the program software, as desired. 

After the delay, at step 24, the CPU 4 will again interrogate the ignition system 7, at step 23, and will continue to do so in the above described delay loop routine until the ignition system 7 is determined to be shut-off or inactive. Once it has been determined that the vehicle's ignition system 7 is shut-off or inactive, the CPU 4, at step 25, will issue a disable signal to the vehicle's ignition system 7. 

The disable signal issued by the CPU 4, at step 25, will disable the vehicle's ignition system 7, thereby preventing a restarting of the vehicle's engine. The disabling function may be performed by the CPU 4 by issuing a data signal, which causes the vehicle's ignition system circuitry to be shut-off or be "opened", such as by opening a series switching device i.e. a switch or relay (not shown) or by issuing a disabling signal to the digital or logic devices, which may be utilized in connection with the vehicle's ignition system's electronic command computer or other electrical components or systems. It should be noted that any number of methods may be used, in conjunction with the apparatus 1, for disabling the vehicle's ignition system 7. The CPU 4 can be utilized to provide controlling signals, to disable or re-enable, the vehicle's ignition system 7 just as any microprocessor-based digital system provides control over peripheral devices. The techniques utilized, in order to provide such control over the motor vehicle's ignition system 7, may be determined on a vehicle-by-vehicle basis. 

Once the vehicle's ignition system 7 has been disabled, only the issuance of a valid re-enable or reset command code signal, to the apparatus 1, may re-enable or reset the vehicle's ignition system 7. In this manner, a carefully concealed and installed placement of the apparatus 1, within the motor vehicle, will provide for a completely disabled vehicle until such time as a valid access code, followed by a valid re-enable or reset command code, is entered by the authorized operator in the manner described above. As can be readily appreciated, a carefully concealed apparatus 1, along with a strategically placed ignition cut-off circuitry or system, would render it most difficult, if not impossible, for the thief or thieves to defeat the apparatus 1. 

The CPU 4, at step 25A, will then issue a disabling signal to the vehicle's fuel pump system 9 thereby de-activating the vehicle's fuel pump system 9 and prohibiting the supply of fuel to the vehicle's engine. The disabling signal from the CPU 4 can disable the vehicle's fuel pump system by any one of the known methods for disabling a fuel pump system. In the case of electric fuel pump systems, said systems may be disabled by any one of the known methods for shutting-off or "opening" an electrical circuit, which provides the power to the fuel pump system, such as by a cut-off switch or relay, which methods may also be the same methods which are utilized in connection with disabling the vehicle's ignition system 7. 

In the case where electronic components are utilized, the digital components or logic gates in the control circuitry may also be disabled. In the case of a mechanical fuel pump, an electric valve assembly, which may provide a fuel pump cut-off, may be utilized thereby allowing any appropriate method for disabling an electrical fuel pump system, to be utilized in order to disable the electric valve assembly, and ultimately, to shut-off or disable the mechanical fuel pump system. The vehicle fuel pump system interface 10 may be utilized, if necessary, in order to facilitate the above described disabling technique(s). The CPU 4 can be utilized to provide controlling signals, to disable or re-enable, the vehicle's fuel pump system 9 just as a microprocessor-based digital system provides control over peripheral devices. It should be noted that the techniques utilized, in order to provide control over (disable or re-enable) the vehicle's fuel pump system 9, may be determined on a vehicle-by-vehicle basis. 

Upon the disabling of the vehicle's ignition system 7, at step 25, and the vehicle's fuel pump system 9, at step 25A, the CPU 4, at step 26, will then issue control signals to activate or de-activate, whichever the case may be, the various vehicle auxiliary equipment systems 11, which are utilized in conjunction with the apparatus 1. As noted above, the vehicle's auxiliary equipment systems 11, if employed, may include an alarm or siren, which has a piercing sound and which is placed in the interior of the passenger compartment. The alarm or siren would serve to make it unbearable for the thief or thieves to remain inside the vehicle. External alarms or sirens may also be used in order to draw attention to the vehicle. A horn or horns, which could blare continuously or intermittently, could also be used to draw attention to the vehicle. 

A vehicle's light systems, i.e. head lights, tail lights, parking lights, etc. may also be activated so as to illuminate continuously or intermittently, such as by blinking, in order to draw attention to the motor vehicle. Other vehicle auxiliary equipment systems, such as a power door locking system, may be activated, immediately or after a delay, for securing the vehicle's passenger compartment so as to prevent an entry thereto or an exit therefrom. As noted above, there may be a delay between the disabling of the vehicle's ignition system and the activation of the power door lock system so as to allow the thief or thieves to get out of the car before the locking operation takes place. 

It is also envisioned that a mechanical hood locking system may be utilized and activated so as to lock the hood and prevent an unauthorized access into the vehicle's engine compartment. Such a vehicle hood locking feature could prevent tampering with the apparatus 1 or with other systems and/or components of the motor vehicle. 

The CPU 4 can be utilized to provide controlling signals to activate or de-activate any of the vehicle's auxiliary equipment systems 11 just as a microprocessor-based digital system provides control over peripheral devices. Such techniques may be similar to how the CPU 4 provides control over the vehicle's ignition system 7 and the vehicle's fuel pump system 9. It should be noted that the techniques utilized, in order to provide control over the vehicle's auxiliary equipment systems 11, may be determined on a vehicle-by-vehicle basis. 

Once disabled the vehicle's ignition system 7, and the vehicle's fuel pump system 9, will remain disabled even if the vehicle's power supply should be drained. This is due to the fact that the digital circuitry, which is utilized in the apparatus 1, and in the vehicle's ignition system 7 and the vehicle's fuel pump system 9, may include digital devices such as logic gates, flip-flops, etc. and/or electro-magnetic devices, such as switches or relays, which may be chosen so as to remain in their state unless altered electrically or electronically or under the power of an electrical signal or stimulus. Further, even if the vehicle's power is completely drained, these above mentioned devices, which may be chosen to require electrical power in order to change their state, or their operating mode or position, would not be activated and thus, the vehicle's ignition system 7, and the vehicle's fuel pump system 9, will remain in a disabled state. 

Supplemental power supplies, such as batteries, etc, may also be utilized with the apparatus 1 so as to prolong the continued activation or de-activation of the vehicle's auxiliary equipment systems 11 which are utilized. Supplemental power systems are optional and may also be employed with the apparatus 1 so as to provide any unusual power requirements which may be required by the motor vehicle in which the apparatus 1 may be installed. 

Upon the completion, at step 26, the CPU 4 will then exit the operational program routine at step 27. This signifies the completion of the interrupt service routine. The CPU 4 will then await the next apparatus accessing and activation by the authorized operator, via entry of a valid access code into the transmitter system 2 as described above. Unless a valid access code, followed by a valid re-enable or reset command code, is entered into the transmitter interface 2a, the vehicle's ignition system 7, and the vehicle's fuel pump system 9, will remain disabled and the vehicle's auxiliary equipment systems 11, will remain in their activated or de-activated states. 

Upon the motor vehicle being found or recovered, the authorized operator can once again access the apparatus 1 by entering the valid access code into the transmitter interface 2a and then by entering the valid re-enabling or reset command code. As described above, a valid access code will once again initiate the operation of the operational program or interrupt service routine, which is described above. The valid re-enable or reset command code will be received by the receiver 3, in the manner described above. 

The command code data will then be transmitted to, or read by, the CPU 4, at step 21. The CPU 4, at step 22, will then determine whether the command code, which was entered, is a valid disable code. If it is determined that the command code is not a disable code, the CPU 4 will, at step 28, determine whether the command code is a valid re-enable or reset command code. 

If the command code is not a valid re-enable or reset command code, the CPU 4 will exit the program, at step 27, and will await the next accessing and activation of the apparatus 1. If however, the entered command code is identified as a valid re-enable or reset code, the CPU 4, subsequent to this identification, but prior to actually re-enabling or resetting the vehicle's ignition system 7, re-enabling the vehicle's fuel pump system 9, and de-activating or re-activating, whichever the case may be, the vehicle's auxiliary equipment systems 11, will perform a test, at step 29, in order to verify that the vehicle's ignition system 7 is, in fact, still disabled. This test, at step 29, is a safety feature which serves to ensure that no re-enabling or resetting signal will be issued by the apparatus 1 if the vehicle's ignition system 7 is not disabled. In this manner, the operation of the vehicle's ignition system 7 will not be interrupted, which interruption may be unsafe. 

It should be noted that neither the vehicle's fuel pump system 9 nor any of the vehicle's auxiliary equipment systems 11, if utilized, are checked, as their interruption during normal vehicle operation may also be unsafe. If the vehicle's ignition system 7 is determined to be disabled, at step 29, the CPU 4 will, at step 30, issue a control signal which will re-enable or reset the vehicle's ignition system 7. This may be accomplished by any method which would re-enable or re-activate the vehicle's ignition system circuitry. The CPU 4, at step 30A, will then issue a control signal to re-enable or reset the vehicle's fuel pump system 9 which may also be accomplished by re-enabling or re-activating the vehicle's fuel pump system circuitry. The CPU 4, will then, at step 31, issue control signals to the vehicle's auxiliary equipment systems 11 so as to de-activate or re-activate those systems which were activated or de-activated, respectively, earlier at step 25. Upon the completion of the above-described events, the vehicle will then be ready for operation, barring any need for service and/or for repairs. The CPU 4, upon the completion of step 31, will then exit the operational program or interrupt service routine, at step 27, and will await the next valid accessing and activation of the apparatus 1. 

If the re-enable or reset command code is not a valid code, the CPU 4 will ignore the received data, will exit the operational program or interrupt service routine, at step 27, and will await the next valid accessing and activation of the apparatus 1. If an invalid command code is entered into the transmitter interface 2a, such as by an authorized operator who has made a mistaken entry, or who is trying to cancel the accessing and activation of the apparatus 1, or by an unauthorized person attempting to gain unauthorized access to the apparatus 1, the CPU 4 will receive, or read in, the code, at step 21, of FIG. 2, will identify the code as an invalid command code, will ignore the command code transmission, and will exit the operational program or interrupt service routine, at step 27. The CPU 4 will then await the next valid accessing and activation of the apparatus 1. In this manner, the apparatus 1 serves to prevent an unauthorized or unwanted disabling or re-enabling or resetting of the vehicle's ignition system 7 and the vehicle's fuel pump system 9 along with the activation or the de-activation of the vehicle's auxiliary equipment systems 11. 

The above safeguards will also prevent a wrong or misdialed number from accidently accessing and activating the apparatus 1 which may result in the disabling or re-enabling, or the activating or de-activating, of the respective vehicle systems. These safeguards may be provided at the access code level of transmission and/or at the command code level of transmission. 

In the above described manner, the apparatus and the method of the present invention provide for an apparatus and a method for allowing an authorized operator of a motor vehicle to safely surrender the motor vehicle under force, or threat of force, while affording the authorized operator the opportunity to prevent or seriously thwart the motor vehicle theft from a safe location or vantage point. In this regard, a safe and effective anti-theft and/or theft-deterrent device is provided by the present invention. 

While, in the above description, the operation of the present invention has been described in conjunction with the use of a valid disable command code and a valid re-enable or reset command code, it is also envisioned that a number of valid disable command codes and/or a number of valid re-enable or reset command codes may be utilized, wherein each different disable code or re-enable or reset code may selectively disable or re-enable or reset any one or any combination of the vehicle's systems, such as the vehicle's ignition system 7, the vehicle's fuel pump system 9, or any one or more of the vehicle's auxiliary equipment systems 11. In this manner, the authorized operator may utilize the present invention to selectively disable, re-enable, de-activate or re-activate any one of the systems, or a combination thereof, at his or her discretion. In this case, however, the operational program or interrupt service routine would have to be modified so as to provide for the identification of each of these valid codes, and the operational program or interrupt service routine would also have to be modified so as to provide for the appropriate CPU 4 and apparatus 1 response to each of these valid codes. By utilizing a multitude of disable codes and/or re-enable or reset codes, each affecting different vehicle's systems, or combinations thereof, it is possible to selectively control the vehicle's systems from a remote location. This feature provides for greater versatility in the utilization of the apparatus 1. 

By providing the capability for utilizing different disable codes and/or re-enable or reset codes, the authorized operator may utilize the apparatus 1 of the present invention so as to disable or re-enable or reset the vehicle's ignition system 7 and the vehicle's fuel pump system 9, at any time, so as to disable the vehicle without activating or de-activating any of the vehicle's auxiliary equipment systems 11, and therefore, without drawing attention to the motor vehicle. 

This feature would enable an authorized operator to disable or re-enable or reset the vehicle's ignition system 7, the vehicle's fuel pump system 9, and/or activate or de-activate any one or more of the vehicle's auxiliary equipment systems 11, so as to disable the motor vehicle at any time. In this manner, the authorized operator can disable the vehicle nightly, while at work, or at any other time, simply by accessing and activating the apparatus 1 by using a touch tone telephone. Since the vehicle's ignition system is usually off at these times, the disabling, and subsequent re-enabling of these systems will occur as described above with regards to FIG. 2. In this manner, the present invention may provide an effective means by which to "lock-up" a motor vehicle, at any time, and even when the vehicle is in the rightful possession of the owner or authorized operator. 

It is also envisioned that the apparatus and method of the present invention may be utilized in conjunction with local law enforcement offices or agencies in order to provide a prompt means by which to report a vehicle theft and to allow for a prompt law enforcement response thereto. FIG. 3 illustrates a system whereby the present invention may be utilized in conjunction with local law enforcement offices or agencies. In FIG. 3, a receiver 300 is utilized in conjunction with the apparatus 1. The receiver 300, however, is located at a local law enforcement office or agency, which in the preferred embodiment, can be a local police station or police department. 

The receiver 300 may, but need not, be identical to the receiver 3 which is utilized in the apparatus 1. The receiver 300 may be capable of receiving transmissions i.e. access codes and command codes, for any one or for any number of vehicles which may be registered with the police station or department. The receiver 300 must be capable of receiving the access code and command codes for a given registered apparatus. In the embodiment of FIG. 3, a computer 400, which is also located at the police station, is connected to the receiver 300. A display device or interface device 500 is also connected to, and used in conjunction with, the computer 400. 

It is envisioned that motor vehicle owners or authorized operators will register their vehicle identification information with their local police station or department along with the access code and command codes for their apparatus 1. The receiver 300 could then be programmed to receive the access code and the command codes for each registered vehicle. The computer 400 could store the vehicle identification information so that the identification information can be correlated with the access code and command code information. In this manner, the police station or department would have a data base of vehicle information which would correspond with the valid access codes and command codes which may be received. 

The embodiment illustrated in FIG. 3 operates in the following manner. When a theft of a motor vehicle has occurred, or has been discovered, the authorized operator can access and activate the apparatus 1 in the manner described above. In this embodiment, however, the signal transmitted from the transmitting device 2b, will be received by both the receiver 3, in the vehicle apparatus 1, and by the receiver 300 at the police station or department. Upon being given the opportunity to enter the command code, the authorized operator will then enter the disable command code. Again, the transmitting device 2b will transmit signals corresponding to the disable command code. These signals will also be received by both the receiver 3, in the vehicle apparatus 1, and by the receiver 300 at the police station or department. 

The signals, which are received by the receiver 300, will be transmitted to, or read by, the computer 400. The computer 400 will process this data independently of the processing which takes place in the apparatus 1. The computer 400 will perform its processing routines in order to identify the vehicle in which the apparatus 1 is installed. The computer 400 will also identify the command code. 

If a valid disable command code has been entered, the computer 400 will alert the police, via the display device 500, of the car theft. If a re-enable or a reset command code, or any code for that matter, is received, the police could also be alerted so as to verify the situation with the authorized operator of the motor vehicle. Invalid codes may also be checked out by the police. 

The above-described alternate embodiment, wherein the present invention is utilized in conjunction with local law enforcement efforts, allows for a prompt and immediate reporting of a motor vehicle theft while also allowing the authorized operator to take any of the possible steps by which to prevent the vehicle theft from a safe location and/or vantage point. Law enforcement efforts could be greatly assisted and enhanced as information which identifies the motor vehicle would be immediately available to the local police. This in turn, would provide the police with a head start in apprehending the thief or thieves and recovering the stolen motor vehicle. 

It is also envisioned that the apparatus and method of the present invention may find application in areas other than in motor vehicle anti-theft and/or theft deterrent systems. For example, the present invention may also find application in home security systems, and the like, wherein a long-range remote-controlled system may be utilized in order to provide an immediate, or a deferred, response to a theft situation and/or to provide control over desired items or devices. 

While the present invention has been described in a preferred embodiment, such description is merely illustrative of the present invention and is not to be construed as a limitation thereof. In this regard, the present invention encompasses all modifications, variations and/or alternate embodiments with the scope of the present invention limited only by the claims which follow. 
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Introduction

On September 29, 1999, President William J. Clinton signed into law the Treasury/Postal Appropriations Bill, Public Law No. 106-58, Section 653, which created the "National Intellectual Property Law Enforcement Coordination Council" (the Council). Subsection (e) of the law requires that "[t]he Council shall report annually on its coordination activities to the President, and to the Committees on Appropriations and on the Judiciary of the Senate and the House of Representatives." This document constitutes the Council's first Annual Report.


This Report contains all of the official documents generated by the Council and the agency staffs, and all of the written public submissions to the Council since its creation. This Report reflects the joint agency effort to define and refine the Council's mission, and to identify areas in which interagency coordination could improve the Government's performance in intellectual property law enforcement.


This Report is intended to serve as a basis on which the next Council can begin its work. The Report itself makes no specific recommendations, since the new Administration will define its own priorities in this ongoing process. However, it is hoped that the work of this first Council will demonstrate the importance of the Government's responsibilities in this area, and the need for close coordination among its lead agencies, and between the Government and the private sector.


Submitted January 2001


 


Editor's Note: This Report is, in large part, a collection of previously circulated documents prepared by the government or the private sector. Those documents are reproduced verbatim in the Report, including any errors, omissions, etc. present in the originals.


NIPLECC First Annual Report

I. Legislation

NIPLECC Established - Public Law No. 106-58, Section 653 


Treasury and General Government Appropriations Act, 2000, 


Pub. L. No. 106-58, 113 Stat. 430, 480-81 (1999)


An Act


Making appropriations for the Treasury Department, the United States Postal Service, the Executive Office of the President, and certain Independent Agencies, for the fiscal year ending September 30, 2000, and for other purposes.


Sec. 653. 


(a) Establishment. There is established the National Intellectual Property Law Enforcement Coordination Council (in this section referred to as the "Council"). The Council shall consist of the following members-- 


(1) The Assistant Secretary of Commerce and Commissioner of Patents and Trademarks, who shall serve as co-chair of the Council 


(2) The Assistant Attorney General, Criminal Division, who shall serve as co-chair of the Council. 


(3) The Under Secretary of State for Economic and Agricultural Affairs. 


(4) The Ambassador, Deputy United States Trade Representative. 


(5) The Commissioner of Customs. 


(6) The Under Secretary of Commerce for International Trade. 


(b) Duties. The Council established in subsection (a) shall coordinate domestic and international intellectual property law enforcement among federal and foreign entities. 


(c) Consultation Required. The Council shall consult with the Register of Copyrights on law enforcement matters relating to copyright and related rights and matters. 


(d) Non-derogation. Nothing in this section shall derogate from the duties of the Secretary of State or from the duties of the United States Trade Representative as set forth in section 141 of the Trade Act of 1974 (19 U.S.C. 2171), or from the duties and functions of the Register of Copyrights, or otherwise alter current authorities relating to copyright matters. 


(e) Report. The Council shall report annually on its coordination activities to the President, and to the Committees on Appropriations and on the Judiciary of the Senate and the House of Representatives. 


(f) Funding. Notwithstanding section 1346 of title 31, United States Code, or section 610 of this Act, funds made available for fiscal year 2000 and hereafter by this or any other Act shall be available for interagency funding of the National Intellectual Property Law Enforcement Coordination Council. 


FBI Membership 


The Federal Bureau of Investigation became a statutory Member of the Council upon passage of the 2001 Justice Appropriations Bill in December 2000.

correction 1/17/01


II. NIPLECC Principals' Year 2000 Meeting Schedule

(Agendas and Meeting Documents Appear in the Appendix at Tab B)

Friday, January 21, 2000 - Inaugural Council Principals' Meeting - Hosted by USPTO


Wednesday, April 26, 2000 - Council Meeting - Hosted by Justice Department


Friday, August 4, 2000 - Council Meeting - Hosted by USPTO


Monday, November 27, 2000 - Public Meeting - Hosted by Commerce Department


Federal Register Notice #1 and Summary of Public Comments 

(Written Submissions Appear in the Appendix at Tab C)

DEPARTMENT OF COMMERCE 3510-16


United States Patent and Trademark Office

Docket No. [ ]


Request for Comments on Issues Related to Policies and Agenda for the National Intellectual Property Law Enforcement Coordination Council

AGENCIES: U.S. Department of Justice and U.S. Patent and Trademark Office,


as Co-Chairs, National Intellectual Property Law Enforcement Coordination Council.


ACTION: Notice of request for public comments.


SUMMARY: The Members of the National Intellectual Property Law Enforcement Coordination Council (the Council) seek public comment on issues associated with the Council's mission. Interested members of the public are invited to present written comments on any of the topics outlined in the Supplementary Information section of this Notice.


DATES: All comments are due by June 9, 2000. 


ADDRESSES: Persons wishing to offer written comments should address those comments to Under Secretary of Commerce for Intellectual Property and Director of the United States Patent and Trademark Office, Box 4, Washington, D.C. 20231, marked to the attention of Elizabeth Shaw. Comments may also be submitted by facsimile transmission to (703) 305-7575, or by electronic mail through the Internet to elizabeth.shaw2@uspto.gov. All comments will be maintained for public inspection in Room 902 , Crystal Park II, 2121 Crystal Drive, Arlington, Virginia.


FOR FURTHER INFORMATION CONTACT: Elizabeth Shaw by telephone at 


(703) 305-1033, by fax at (703) 305-7575, or by mail marked to her attention and addressed to Under Secretary of Commerce for Intellectual Property and Director of the United States Patent and Trademark Office, Box 4, Washington, D.C. 20231.


SUPPLEMENTARY INFORMATION:

Background 


On September 29, 1999, President William J. Clinton signed into law the Treasury/Postal Appropriations Bill, Public Law No. 106-58, Section 653, which created the "National Intellectual Property Law Enforcement Coordination Council" (the Council). The Council's mission is "to coordinate domestic and international intellectual property law enforcement among federal and foreign entities." The Council is required to "report annually on its coordination activities" to the President and to the Appropriations and Judiciary Committees of the House and Senate.


The statutorily designated Council Members, listed according to their order of mention in the statute, are: the Assistant Secretary of Commerce and Commissioner of Patents and Trademarks (Co-Chair) (under Public Law No. 106-113, the head of the United States Patent and Trademark Office is the Under Secretary of Commerce for Intellectual Property and Director of the United States Patent and Trademark Office) (The Honorable Q. Todd Dickinson); the Assistant Attorney General, Criminal Division (Co-Chair) (The Honorable James K. Robinson); the Under Secretary of State for Economic, Business, and Agricultural Affairs (The Honorable Alan P. Larson); the Deputy United States Trade Representative (Ambassador Richard Fisher); the Commissioner of Customs (The Honorable Raymond W. Kelly); and the Under Secretary of Commerce for International Trade (Acting Under Secretary Robert S. LaRussa). In addition, the statute directs the Council to "consult with the Register of Copyrights (The Honorable Marybeth Peters) on law enforcement matters relating to copyrights and related matters and rights."

The full Council and their staffs have met on several occasions to begin shaping the Council's agenda. This Request for Public Comment is intended to give intellectual property rights owners (and other interested parties) an opportunity to recommend steps in furtherance of the Council's mission.


Issues for Public Comment


Interested members of the public are invited to present written comments on issues relevant to the policy-related objectives listed below. This forum is not intended to serve as an opportunity for the public to air individual case-related complaints unless they are relevant to broader law enforcement policy issues.


The Council's Agenda


What, if any, domestic policy-level law enforcement issues should the Council address?  What about law firms and executives that fraud the US Patent Office and potentially lose the US billions on tax revenue from license royalty.  State level we are killing potential revenue to California where company is supposed to be registered.  How do we deal with attorney's who fraud their inventors by US Postal fraud amonst other forms by submitting fraudlent and changed patents.  How do we correct and rectify any damage that may be in progress.  Can the invention be re-patented in instances of lawyers registered with our office frauding us.  What if these patents are now patented (which we assume true because of applications already using it) in foriegn companies, or companies outside of California, how do we collect lost tax dollars?  Is their a body that investigates and prosecutes wrong doing on the part of lawyers who represent the Patent and Trademark office.


What, if any, international policy-level law enforcement issues should the Council address?  For this issue what we need to know is if the US can rectify wrong doing, what do other countries offer in the form of enforcement and rectification.


Council-Industry Cooperation


In what ways can the Council assist the intellectual property industries in creating domestic and international environments conducive to enforcement of intellectual property rights?  Help guys like me.  I have invented what many engineers, including but not limited to Intel, SGI, Lockheed, WB, Sony, Viacomm, MGM, have deemed "holy grial" inventions worth estimated billions annually and our lawyers and their friends who have frauded the government are the ones trying to destroy the company and inventor, through frauds of Mail Fraud, Document Tampering, shareholder fraud, criminal law, interstate mail fraud and a host of other miscellaneous civil and criminal laws.


In what ways can the Council enhance the enforcement of intellectual property rights while facilitating legitimate trade?  By prosecuting by death through hanging anyone trying to rip off the US on income it should rightly be collecting today.


Are there gaps or impediments in existing law enforcement regimes that, if remedied, would enable rights holders to better protect their intellectual property rights?  Yes, the fact that I am hearing that there is no body currently to protect little guys like me who invent ideas that are effecting every form of imaging and video hardware and software application is appaling to say the least.  If I can not trust registered agents of your originazation to protect me or the US taxpayers than what exactly do you do.  If small inventors are stymied by big corporations and lawyers that commit fraud to US Government bodies, then why will we invent ideas for our country.


In what ways can the intellectual property industries contribute to or assist the Council in carrying out its mission of coordinating domestic and international intellectual property law enforcement-related activities? 


In what ways can the Council assist U.S. Government interaction with its foreign counterparts on intellectual property law enforcement-related activities?  Cooperate on an international level to protect inventors and their ideas and in the event of fraud make sure that their are remedies to correct the invention promoters from carrying off fraud like this.


3. Guidelines for Written Comments


Written comments should include the following information:


The name, affiliation, and title of the individual providing the written comments; and 


If applicable, an indication of whether the comments offered represent the views of the respondent's organization or are the respondent's personal views.


Parties offering written comments should also provide their comments in machine-readable (electronic) format. Such submissions may be provided via Internet electronic mail or on a 3.5" floppy disk formatted for use in either a Macintosh or MS-DOS based computer. Machine-readable (electronic) submissions should be provided as unformatted text (e.g., ASCII or plain text) or as formatted text in one of the following formats: Microsoft Word (Macintosh, DOS, or Windows versions); or WordPerfect (Macintosh, DOS, or Windows versions).


Information provided pursuant to this notice will be made part of a public record and may be made available via the Internet. In view of this, parties should not submit information that they do not wish to be publicly disclosed or made electronically accessible. Parties who rely on confidential information to illustrate a point are requested to summarize, or otherwise submit, the information in a way that will permit its public disclosure.


Dated: ____________, 2000 ____________________________________


Q. Todd Dickinson


Under Secretary of Commerce for Intellectual Property and


Director of the United States Patent and Trademark Office


____________________________________ James K. Robinson


Assistant Attorney General for the Criminal Division


United States Department of Justice


DEPARTMENT OF COMMERCE 3510-16


United States Patent and Trademark Office

Extension of Deadline on Request for Comments on Issues Related to Policies and Agenda for the National Intellectual Property Law Enforcement Coordination Council

AGENCY: U.S. Patent and Trademark Office, Co-Chair, National Intellectual Property Law Enforcement Coordination Council.


ACTION: Extension of deadline on notice of request for public comments.


SUMMARY: On Monday, June 5, 2000, the Members of the National Intellectual Property Law Enforcement Coordination Council (the Council) published a Notice seeking public comment on issues associated with the Council's mission (65 Fed. Reg. 35611 (2000)). Interested members of the public were invited to present written comments on the topics outlined in the Supplementary Information section of the Notice by June 20, 2000. This Notice extends the deadline for submission of comments to July 7, 2000.


DATES: All comments are due by July 7, 2000. 


ADDRESSES: Persons wishing to offer written comments should address those comments to Under Secretary of Commerce for Intellectual Property and Director of the United States Patent and Trademark Office, Box 4, Washington, D.C. 20231, marked to the attention of Elizabeth Shaw. Comments may also be submitted by facsimile transmission to (703) 305-7575, or by electronic mail through the Internet to elizabeth.shaw2@uspto.gov. All comments will be maintained for public inspection in Room 902 , Crystal Park II, 2121 Crystal Drive, Arlington, Virginia.


FOR FURTHER INFORMATION CONTACT: Elizabeth Shaw by telephone at 


(703) 305-1033, by fax at (703) 305-7575, or by mail marked to her attention and addressed to Under Secretary of Commerce for Intellectual Property and Director of the United States Patent and Trademark Office, Box 4, Washington, D.C. 20231.


Dated: ____________, 2000 


____________________________________


Q. Todd Dickinson


Under Secretary of Commerce for


Intellectual Property and Director of the


United States Patent and Trademark Office


NIPLECC Federal Register Notice Industry Response Summary

August 4, 2000


In general, respondents favor a clear distinction between enforcement-related operational issues, clearly the province of the enforcement agencies (DOJ, FBI, USCS), and broader policy and support activities, such as training and coordination with international organizations, that could be improved through interagency efforts among all NIPLECC Members. The chart below divides the responses into Domestic and International Issues, and further subdivides them into substantive categories, such as Legislation, Training, and Industry Outreach. Finally, next to each recommendation is the combined staff's opinion regarding who should address the recommendation. All references to specific respondents have been deleted, and references to particular rights have been deleted where the recommendation should apply equally to copyrights and trademarks (no respondents addressed patent issues).


Key: Department of Justice (DOJ); Federal Bureau of Investigation (FBI); U.S. Customs Service (USCS); State Department (DOS); Commerce Department (DOC); U.S. Trade Representative (USTR); U.S. Patent and Trademark Office (USPTO); Copyright Office (LOC); Intellectual Property (IP); DOJ/FBI/USCS IP Enforcement Initiative (IP Initiative); Individual Agency or Interagency Effort (X); Not appropriately addressed at this time and/or in this forum (---).


		Domestic Issues 

		NIPLECC 

		Agency 



		 

		 

		 



		NIPLECC Mission 

		 

		 



		Interpret mission broadly to encompass civil and administrative enforcement as well as criminal 

		X 

		 



		Act as a clearinghouse; do not exercise authority over individual agencies' activities (especially over the investigative or prosecutorial authority of the enforcement agencies) 

		X 

		 



		Establish the equivalent of NIPLECC on an international level 

		--- 

		 



		Take a leadership role in addressing the issue of counterfeit pharmaceuticals 

		 

		X 



		 

		 

		 



		Criminal Enforcement Actions (Investigation and Prosecution) 

		 

		 



		Examine internal procedures to expedite investigations and prosecutions 

		 

		IP Initiative 



		Prosecute more cases (State and Federal) 

		 

		IP Initiative 



		Explore RICO availability in IP cases 

		 

		IP Initiative 



		As part of sentencing, disqualify convicted IP infringers from participating in certain businesses for certain periods of time 

		X 

		 



		Remove enforcement barriers to referring IP criminal cases (e.g., DOJ's Internet Fraud Center's procedures are prohibitively burdensome; the availability of civil remedies should have no bearing on whether a case is accepted for prosecution) 

		 

		IP Initiative 



		Harmonize criminal procedures and thresholds for taking criminal cases 

		 

		IP Initiative 



		Conduct consistent enforcement exercises, not just big cases every now and then 

		 

		IP Initiative 



		Exercise better communication and coordination between federal and state authorities on IP cases 

		 

		IP Initiative 



		Establish an interagency committee that will meet 1-2 times per month to discuss IP cases 

		 

		IP Initiative (CCIPS meeting) 



		Support the work of the USCS/DEA/FDA task force that operates along the Southwestern border (pharmaceuticals trafficking); set up an equivalent task force for Canadian border 

		 

		--- 



		 

		 

		 



		 

		 

		 



		Enforcement Statistics 

		 

		 



		Keep more comprehensive statistics in criminal enforcement actions for use as global model (e.g., in 2318 actions, specify which products are at issue; include seizure statistics and criminal fines and restitution figures in DOJ's annual report) 

		 

		X 



		 

		 

		 



		 

		 

		 



		Legislation 

		 

		 



		Secure legislation requiring that courts start with the value of infringed-upon items as the benchmark for all purposes in all criminal cases 

		 

		X 



		Amend 18 U.S.C. 2320 to provide for criminal remedies in well-known marks cases and to remove the requirement that the registration be for the class of goods counterfeited 

		 

		X 



		Secure legislative clarification of what constitutes trademark counterfeiting on the Internet 

		 

		--- 



		Secure legislation that improves evidence-gathering capability in conjunction with Internet cases 

		 

		X 



		Clarify "fair use" doctrine in cyberspace 

		 

		X 



		 

		 

		 



		 

		 

		 



		Training 

		 

		 



		Institute a coordinated training program for USCS and other enforcement officials; more training needed 

		 

		IP Initiative 



		Conduct training for USCS personnel relating to counterfeit pharmaceuticals 

		 

		X 



		Conduct an annual conference for enforcement personnel on Internet-related IP issues 

		 

		X 



		 

		 

		 



		 

		 

		 



		Industry Outreach 

		 

		 



		Improve transparency and communication with industry in investigative and prosecutorial decision-making and in updating industry on progress of case referrals (e.g., notification when cases are declined and why) 

		 

		IP Initiative 



		Create an informal mechanism for periodic updates to industry regarding status of cases referred by industry 

		 

		IP Initiative 



		Establish a committee, joint government and industry, to determine appropriate action in cases where issue of infringement is borderline 

		 

		IP Initiative 



		Include industries in training programs and program design to maximize impact 

		 

		X 



		Inform industry in advance of training opportunities 

		 

		X 



		 

		 

		 



		 

		 

		 



		Public Awareness 

		 

		 



		Conduct a public awareness campaign surrounding prosecutions (industry can assist) 

		 

		IP Initiative 



		Conduct a general government-run public awareness campaign 

		X 

		 



		Publicize annual enforcement statistics (civil, administrative, and criminal), rather than burying them in a report to Congress, to contribute to deterrence 

		X 

		 



		Conduct an annual public meeting (NIPLECC Principals?) 

		X 

		 



		Act as a clearing house for literature on the gravity of IP crime 

		--- 

		 



		 

		 

		 



		 

		 

		 



		International Issues 

		NIPLECC 

		Agency 



		 

		 

		 



		NIPLECC Mission 

		 

		 



		Improve overall protection and enforcement of IP globally 

		X 

		 



		 

		 

		 



		 

		 

		 



		TRIPS Compliance: Legislation 

		 

		 



		Draw out ambiguities in TRIPS, especially regarding Internet enforcement obligations 

		 

		X 



		Support TRIPS Plus standards for inclusion in national legislation (e.g., requiring greater oversight of importation of optical media production equipment) 

		 

		X 



		Consider working with the World Customs Organization to update model legislation relating to TRIPS compliance 

		 

		X 



		Press WIPO to update 1988 model provisions for national laws 

		 

		--- 



		 

		 

		 



		 

		 

		 



		TRIPS Compliance: Enforcement 

		 

		 



		No comments received 

		 

		 



		 

		 

		 



		 

		 

		 



		Training 

		 

		 



		Conduct training initiatives with greater focus and coordination 

		 

		X 



		Focus training resources on target (priority) countries; adopt USTR priorities internationally 

		 

		X 



		Concentrate training resources on a smaller number of core countries 

		 

		X 



		Conduct more and better training but with less redundancy 

		 

		X 



		Conduct critical assessment in determining countries to receive training, including a reassessment of countries currently scheduled to receive training 

		 

		X 



		Substantive IP agencies should have a greater role in determining which countries should receive training 

		 

		X 



		Introduce accountability of foreign governments into training programs (e.g., by providing industry with the names of officials trained), and measure results of training (regardless of who pays for it - USG or international organizations) 

		 

		X 



		Conduct continuous training where needed, not sporadic training premised solely on a country's 301 status 

		 

		X 



		Track training efforts of intergovernmental organizations; include IP in judicial reform programs, etc. 

		 

		X 



		Include only knowledgeable speakers with relevant experience 

		 

		X 



		 

		 

		 



		

		

		

		





 


		 

		 

		 



		Intelligence and Enforcement Actions 

		 

		 



		Develop an integrated customs-based global tracking system for IP-infringing goods and related cases 

		 

		--- 



		Improve interagency coordination in international investigations 

		 

		IP Initiative 



		 

		 

		 



		 

		 

		 



		Industry Outreach 

		 

		 



		Increase training opportunities and industry participation in training 

		 

		X 



		Notify industry well in advance of training programs 

		 

		X 



		Utilize private sector resources to gather information in preparation for training 

		 

		X 



		 

		 

		 



		Liaison: U.S. Embassies 

		 

		 



		Create "IPR law enforcement teams" within U.S. Embassies and Missions (e.g., groups of Customs Attaches, FBI Legal Attaches, DOJ Resident Legal Advisors, State EB and INL, etc. and Chaired by the Deputy Consular Minister or another high-level official) 

		 

		X 



		 

		 

		 



		 

		 

		 



		Liaison: International Organizations (Regional and Multilateral) 

		 

		 



		Support the work of World Customs Organization relating to counterfeit pharmaceuticals issues 

		 

		--- 



		 

		 

		 



		 

		 

		 





IV. Federal Register Notice #2 - Public Meeting

FEDERAL REGISTER

Vol. 65, No. 198

Notices


DEPARTMENT OF COMMERCE (DOC)


United States Patent and Trademark Office (USPTO)


Notice of Meeting of the National Intellectual Property Law Enforcement Coordination Council

65 FR 60619

DATE: Thursday, October 12, 2000


ACTION: Notice of meeting.


SUMMARY: The National Intellectual Property Law Enforcement Coordination Council (Council) will be holding a public meeting. Interested members of the public are invited to attend the meeting.


DATES: The public meeting will be held on Monday, November 27, 2000, beginning at noon and ending no later than 2 P.M. Those wishing to attend the meeting must pre-register by close of business on Friday, November 17, 2000.


ADDRESSES: The November 27, 2000, meeting will be held in the Main Auditorium at the U.S. Department of Commerce, Herbert C. Hoover Building, 14th Street and Constitution Avenue, NW., Washington, DC. Those interested in attending should pre-register by submitting their name and telephone contact number either by electronic mail through the Internet to Elizabeth.Shaw2@uspto.gov or by facsimile sent to the attention of Elizabeth Shaw at 703-305-7575.


Transcripts of the meeting will be available after January 5, 2001, and will be maintained for public inspection in the Executive Library of the USPTO, Crystal Park Two, Room 900A, 2121 Crystal Drive, Arlington, Virginia.


FOR FURTHER INFORMATION CONTACT: Elizabeth Shaw by telephone at 703-305-1033; by facsimile at 703-305-7575; by electronic mail at elizabeth.shaw2@uspto.gov; or by mail addressed to Under Secretary of Commerce for Intellectual Property and Director of the United States Patent and Trademark Office, Box 4, United States Patent and Trademark Office, Washington, DC 20231.


SUPPLEMENTARY INFORMATION: On Monday, June 5, 2000, the Council published a Notice of Request for Public Comments (65 FR 35611 (2000)) regarding issues related to the Council's policies and agenda. The November 27, 2000, meeting will introduce the Council to the public and give those who submitted comments (respondent industry speakers) regarding the issues identified in the notice an opportunity to elaborate on their responses.


I. Issues To Be Discussed


Respondent industry speakers have been invited to address the Council regarding law enforcement and policy issues related to the Council's mission and how the Council and the intellectual property industries can work together to improve intellectual property law enforcement in the U.S. and abroad.


The Government speakers will discuss the Council's activities and the individual agencies' current and future intellectual property law enforcement-related activities.


II. Meeting Format


The Council will provide a brief overview of its activities and introduce its Members and other affiliated agencies. Each agency will then have an opportunity to make a brief presentation on its law enforcement-related efforts. Respondent industry speakers will be given up to fifteen (15) minutes to present their remarks. The exact duration of each presentation will depend upon the final number of speakers. A question and answer session will follow the final industry presentation. The public is invited to be present for the entire program; however, only Council Members and respondent industry speakers may participate orally in the program.* Industry speakers may provide a written copy of their testimony for inclusion in the record of the proceedings. These remarks should be provided in electronic format no later than November 27, 2000. 


A schedule providing the approximate starting time for each Government and industry speaker will be distributed the morning of the day of the hearing. Speakers are advised that the schedule for testimony will be subject to change during the course of the hearing. Information that is provided pursuant to this notice will be made part of a public record and may be available via the Internet. In view of this, parties should not submit information that they do not wish to be publicly disclosed or made electronically accessible. Parties who would like to rely on confidential information to illustrate a point are requested to summarize or otherwise submit the information in a way that will permit its public disclosure.


Dated: October 5, 2000.


Q. Todd Dickinson,


Under Secretary of Commerce for Intellectual Property and Director of the United


States Patent and Trademark Office.


[FR Doc. 00-26182 Filed 10-11-00; 8:45 am]


*At the meeting, the public was invited to address the panel.

THE NATIONAL INTELLECTUAL PROPERTY 

LAW ENFORCEMENT COORDINATION COUNCIL (NIPLECC)

PUBLIC MEETING

Monday, November 27, 2000

U.S. Department of Commerce Auditorium

FINAL AGENDA (Meeting Transcript at Tab D)

12:00 - 12:05 - Welcome, Introductions, NIPLECC Overview - NIPLECC Co-Chairs:

The Honorable Q. Todd Dickinson - Under Secretary of Commerce for Intellectual Property and 

Director of the United States Patent and Trademark Office

The Honorable Kevin V. DiGregory - Deputy Assistant Attorney General for the Criminal Division, 

U.S. Department of Justice

12:05 - 12:45 - Individual Agency Presentations - 5 minutes each - in alphabetical order:

12:05 - 12:10 - Department of Commerce - Principal Deputy Under Secretary Timothy J. Hauser

12:10 - 12:15 - Copyright Office - The Honorable Marybeth Peters, Register of Copyrights

12:15 - 12:20 - Customs Service - Commissioner Raymond Kelly (Assistant Commissioner John Varorone)

12:20 - 12:25 - Department of Justice - Deputy Assistant Attorney General Kevin DiGregory

12:25 - 12:30 - Federal Bureau of Investigation - Deputy Assistant Director Thomas Kubic

12:30 - 12:35 - United States Patent and Trademark Office - Under Secretary Q. Todd Dickinson

12:35 - 12:40 - Department of State - Assistant Secretary E. Anthony Wayne, Economic and Business Affairs

12:40 - 12:45 - Office of the United States Trade Representative - John Desrocher, Director, Office of Services,

Investment, and Intellectual Property

12:45 - 12:50 - Breakdown/Set-up

12:50 - 1:40 - Industry Presentations - 10 minutes each - in alphabetical order:

12:50 - 1:00 - International Anti-Counterfeiting Coalition - Mr. Timothy P. Trainer, President

1:00 - 1:10 - International Intellectual Property Alliance - 

Ms. Maria Strong, Vice-President and Associate General Counsel, accompanied by

Mr. Robert Kruger, Vice President, Enforcement, Business Software Alliance

Mr. Stevan Mitchell, VP, Intellectual Property Policy Interactive Digital Software Association

Mr. Michael Huppe, Anti-Piracy Counsel, Recording Industry Association of America 

1:10 - 1:20 - International Trademark Association - Mr. Maxim H. Waldbaum, Salans, Hertzfeld & Heilbronn

1:20 - 1:30 - Pharmaceutical Researchers and Manufacturers of America (on behalf of Bristol-Myers Squibb and the

pharmaceutical industry) - 

Ms. Susan Kling Finston, Assistant Vice President for Intellectual Property, International Division

1:30 - 1:40 - Software and Information Industry Association - 

Mr. Mark Bohannon, General Counsel and Vice President for Government Affairs

1:40- 1:55 - NIPLECC to Industry Questions and Industry to NIPLECC Questions

1:55 - 2:00 - Final Agency Comments and Wrap-up (USPTO and DOJ)

V. Individual Agency Reports

United States Patent and Trademark Office 


1. Summary of USPTO Mission

Public Law 106-113, which was signed by the President on November 29, 1999, established the United States Patent and Trademark Office (USPTO) as a performance-based organization under the policy direction of the Secretary of Commerce. As an agency responsible for promoting industrial and technological progress in the United States, and strengthening the national economy, the USPTO's mission is to (1) administer the patent and trademark laws, (2) advise the President, through the Secretary of Commerce on national and certain international intellectual property policy issues, and (3) advise Federal departments and agencies on matters of intellectual property policy in the U.S. and intellectual property protection in other countries. 


In addition, the USPTO provides guidance, as appropriate, to foreign governments and international intergovernmental organizations on matters of intellectual property protection. The agency also has authority to conduct programs, studies, exchanges, or services regarding domestic and international intellectual property law, and the effectiveness of intellectual property protection domestically and throughout the world.


The USPTO employs over 5,000 full time equivalent (FTE) staff to support its major functions -- the examination and issuance of patents and the examination and registration of trademarks - and, at present, 30 people in the Office of Legislative and International Affairs as well as numerous people in our Solicitor's Office deal with the broad range of international issues.

2. Activities in IPR Enforcement 

(a). USPTO International Enforcement-Monitoring and Compliance Program


The USPTO monitors the implementation of bilateral, regional and multilateral international agreements with a view to an effective IP enforcement system. We want to make sure that any IP enforcement system incorporates the minimum civil, administrative, border and criminal requirements of the Agreement on Trade Related Aspects of Intellectual Property Rights, or TRIPS. 


As part of this monitoring program, the USPTO works closely with various U.S. Government (USG) agencies and industry groups to determine whether a country's laws incorporate the minimum enforcement standards as required by bilateral and multilateral agreements (MOU's, NAFTA, TRIPS, etc.), and whether IP owners are, in practice, receiving the levels of protection and enforcement for which the laws provide. The USPTO also provides technical advice to the USTR regarding IP enforcement compliance, and regularly supports the USTR in its bilateral negotiations by providing IP enforcement expertise. January 1, 2000 was the deadline for compliance with TRIPS for approximately 70 developing member countries. 


In response to the increased global need, the USPTO is increasing its monitoring efforts to assist countries in complying with the systemic enforcement requirements of TRIPS. Comparatively, enacting laws to comply with the Agreement's substantive provisions is the easy part - creating an effective IP enforcement system to that gives practical value to IP rights is a much more complex and difficult task. 


Part of our compliance program includes assisting countries to design IP enforcement programs that use existing infrastructures and laws to meet TRIPS compliance. Toward that end, the USPTO has developed extensive questionnaires and other techniques for assuring that it gains the fullest picture of present IP protection and enforcement efforts in any given country. Since monitoring compliance with TRIPS necessitates a substantive review of a country's domestic trademark, patent, copyright and trade secret laws, its civil and criminal codes, and any customs codes, the USPTO is able to bring its expertise to bear on such critical issues as transparency of law, and enforcement infrastructure requirements. 


(b). IP Enforcement Training


In addition to its enforcement-monitoring program, the USPTO conducts and participates in numerous international enforcement training programs. 


Interagency

On the interagency level, the USPTO has worked with the State Department - INL, EB, and Public Diplomacy sections, Commerce Department (CLDD), USAID, the Copyright Office and DOJ, FBI, and Customs, to assist in training foreign law enforcement officials to meet the systemic enforcement requirements of TRIPS. These programs provide high-level government and law enforcement officials with an in-depth review of TRIPs' substantive and enforcement provisions, a primer on the characteristics of an effective IP enforcement system, and practical advice on implementing effective enforcement programs for both hard goods and in the digital environment. Over the past year, the USPTO has worked with other agencies and with industry to develop and conduct programs in China, Taiwan, Mexico, Panama, Brazil, Italy, Oman, and Nepal. 


World Intellectual Property Organization Training

The USPTO also has worked extensively with the World Intellectual Property Organization (WIPO), an intergovernmental organization headquartered in Geneva, Switzerland. As one of the 16 specialized UN agencies, WIPO is responsible for promoting the protection of intellectual property throughout the world through cooperation among member States. 


WIPO also administers various multilateral treaties dealing with the legal and administrative aspects of intellectual property. 


In addition to representing the U.S. government at WIPO's Standing Committee on Trademarks and at other meetings, in the enforcement area, the USPTO partners with the WIPO Worldwide Academy to provide high-level policy makers and other government officials from developing countries with technical assistance and training on creating a TRIPS-compliant intellectual property enforcement regime. The training programs assist government officials understand the components of creating an integrated enforcement system to combat counterfeiting and piracy in the physical world and tackle the enforcement challenges posed by the Internet. The USPTO also partners with WIPO's Cooperation for Development Bureaus to provide technical assistance and training on developing a TRIPS-compliant legal system and enforcement regime to high-level government officials from specific regions of the world, including Africa and Asia.


To improve IP enforcement training programs and work more effectively with developing countries to identify weaknesses in their legal framework and enforcement regimes, the USPTO and WIPO are spear-heading a project to change IP enforcement training from a lecture-based to a more interactive problem-solving approach. In this effort, the USPTO has worked with other USG agencies to develop materials utilizing a fact-pattern approach that can be used in multi-disciplinary training programs and in train-the-trainer programs that will be key to regional training efforts. We recently completed phase one of the project and will focus on expanding its uses.


Regional IP Enforcement Training

The USPTO also cooperates with various regional entities to conduct training programs, including APEC, ASEAN, and the UN/Economic Commission for Europe's IP Advisory Group. 


The conferences and seminars hosted by APEC and its member countries on implementing the Agreement on Trade-Related Aspects of Intellectual Property (TRIPS), include both substantive and enforcement-related IP issues. 


Another example is our work with the UN/ECE, a United Nations organization designed to foster dialogue and cooperation on economic and other issues between its members, which includes countries of North America, Western, Central and Eastern Europe, and Asia. The USPTO represents the U.S. in the UN/ECE's Advisory Group on the Protection and Implementation of Intellectual Property Rights for Investment. The IP Advisory Group is a public-private sector partnership, which was created to assist the transitional economies of Central and Eastern Europe and the Commonwealth of Independent States (CIS), through training programs and other technical assistance, create an effective IP legal framework and enforcement regime. The USPTO has supported their efforts in Latvia, Lithuania, and Estonia, and will support their upcoming efforts in Poland, Russia and Ukraine.


3. Protecting IP in the Digital Age

Protecting intellectual property in the Digital Age presents added challenges that must be addressed - yesterday. This is a difficult time for the industries most ravaged by IP crimes on the Internet. As more and more of the world's population uses the Internet, the growth of IP crimes will threaten the economic viability and the very existence of our industries. we should be here as well as other places but this might provide additional support


In addition to our domestic legislative work in this area, we are attacking this problem globally through our training programs. In all of our programs, we address the need for creating an international legal framework by emphasizing the need for ratification of the WIPO Copyright Treaty and the WIPO Performers and Phonogram Treaty. Our programs also address the practical issues raised by enforcing intellectual property on the Internet, by including presentations by FBI, DOJ, and Customs Service and industry Internet crime experts.


During 2000, the USPTO began assisting developing countries to create effective IP enforcement systems to protect IP rights in the Digital Era. We partnered with WIPO to cosponsor regional seminars focusing on Internet enforcement for countries in Sub-Saharan West Africa and for countries in the Asia-Pacific Region. Closer to home, in September 2000, the USPTO hosted the "Symposium of the Americas: Protecting Intellectual Property in the Digital Age" in which several NIPLECC agencies participated. 


The Symposium concentrated on cutting-edge issues policy in the protection of IP on the Internet and in other digital environments and provided an opportunity for high-ranking government intellectual property officials and members of the business and intellectual property communities in the Western Hemisphere to discuss and formulate an agenda for cooperation in the critical area of intellectual property enforcement. As I see it this body should care a lot about the frauding of the USPTO directly, not just the inventor, at least enough to launch their own investigation


In the Spring of 2001, we will conduct a similar program for all of Europe - this program will be cosponsored by the UN/ECE IP Advisory Group, and in cooperation with the U.K. Industrial Property Office. We will include USG and industry representatives in that program as well.


4. Domestic IP Enforcement-Related Activities

Domestically, the USPTO has supported our sister NIPLECC agencies by contributing substantive experts and expertise to law enforcement agencies' training programs and initiatives. 


We have participated in Customs Service and FBI programs for agents, and we supported the Department of Justice's quest for increased sentencing in IP criminal cases cpr tell me this means some might do time for frauding uspto, it doesn't seem right otherwise, and the USG's efforts to persuade the G8 to focus its attention on global IP crime. We look forward to future opportunities to work with our law enforcement counterparts on appropriate legislative, training, and other initiatives.


5. USPTO and the Future of IP Enforcement

The USPTO will continue to conduct training abroad and will work independently and in partnership with other USG agencies, with our industries, and with international organizations to improve the quality and effectiveness of our training programs. To that end, we will add personnel to our Office of Legislative and International Affairs who will be dedicated to developing and assisting in the delivery of training programs.


We will work to develop standardized enforcement curricula for international training - meaning training that will emphasize an integrated systems approach - civil, administrative, and criminal enforcement. We will stress the need for (1) developing training materials in different media and different languages, (2) for expanding the base of trainers by developing programs for USG, foreign, and industry trainers, and (3) for identifying competent private sector trainers (domestic and international) who can be drawn into more active roles in curriculum development and training delivery. 


In addition, the USPTO was charged by the Inspector General of the Commerce Department with developing methods for measuring the effectiveness and impact of training, including working with industry to develop programmatic follow-up activities to test the commitment and capability of trained officials.


The USPTO and the USG have been able to accomplish quite a bit over the past few years, but we're just getting started. The USPTO commits to the activities I described and to better USG coordination through the State Department-chaired Committee and through other means, bringing together the crucial expertise of all of our agencies and industries to better assist our trading partners in developing and maintaining effective enforcement regimes.


B. U.S. Department of Justice - Criminal Division

Summary of DOJ Mission 


The Department of Justice is charged with investigating and prosecuting criminal laws protecting three types of intellectual property: copyrighted works, trademarks, and economic proprietary information. Primary investigative and prosecutorial responsibility within the Department rests with the U.S. Attorney's Offices and the Federal Bureau of Investigation (FBI), with the support and coordination of the Criminal Division's Computer Crime and Intellectual Property Section. In addition to enforcing traditional laws protecting intellectual property, the Department also has played a pivotal role in the development and application of more contemporary laws protecting rights holders, such as the Economic Espionage Act (EEA), which criminalizes the theft of trade secrets, and the No Electronic Theft (NET) Act, criminalizing not-for-profit, unlawful reproduction and distribution of copyrighted works. 


In addition to investigating and prosecuting IPR crimes, the Department of Justice, along with the Customs Service, Patent & Trademark Office, U.S. Trade Representative, and Copyright Office, participates in training investigators and prosecutors domestically and abroad; participates in the USTR's Special 301 process of evaluating the adequacy of our trading partners' IPR criminal laws and enforcement regimes; participates in the cataloguing and review underway of the U.S. government's IPR training programs abroad; evaluates the need for legislative changes to its key statutes and the Federal Sentencing Guidelines and proposes legislation to fill inadequacies or gaps; and undertakes a number of international activities to promote cooperative enforcement efforts and to boost our trading partners' efforts to improve their substantive laws and enforcement regimes.


Major Programmatic Activities in IPR Enforcement 


The continuing growth of the information industries and their significance to the U.S., and global economy, coupled with increasing volume and sophistication of counterfeiting and piracy crimes, prompted the Attorney General to develop a comprehensive approach to enforcing laws protecting intellectual property rights. The Intellectual Property Rights Enforcement Initiative was announced on July 23, 1999, and has both domestic and international components. what is this


(a). Domestic Enforcement Initiative 


Domestically, the initiative builds upon the primacy of the United States Attorney's Offices role as enforcers of federal criminal law, by designating seven leadership district to comprise the Initiative. The current seven districts are the Eastern and Southern Districts of New York, the Districts of New Jersey and Massachusetts as well as the Southern District of Florida and the Northern and Central Districts of California. These Districts, working cooperatively with the Department of Justice, CCIPS, the FBI and the Customs Service, are dedicated to making criminal intellectual property enforcement a priority.   Where for us CA


The major objectives of the domestic initiative (described in detail at www.cybercrime.gov/ip.html.) are to: increase the number and quality of criminal IP investigations and prosecutions; increase specialized intellectual property training courses for investigators and prosecutors through various venues such as the National Advocacy Center, the FBI Academy, as well as assisting in developing training programs for state and local officials in conjunction with the National Cybercrime Training Partnership; streamline the victim-industry referral process and develop relationships with the affected industry to better co-ordinate and broad based response to intellectual property infringement; and vigorously enforce the law through use of forfeiture provisions and fix the inadequate Sentencing Guidelines for intellectual property crimes. 


The Department of Justice has successfully prosecuted a number of significant intellectual property rights cases, with more cases now being investigated or awaiting prosecution than at any previous time. The 1999 Attorney General's Accountability Report to Congress indicates that during Fiscal Year 1999, 108 cases were filed against 161 separate defendants charging felony violations of the criminal copyright and trademark statutes. These do not include a number of cases that have been charged under the economic espionage statute. 


The Department of Justice expects figures in all categories (copyright/ trademarks/trade secrets) to increase for Fiscal Year 2000. The FBI reports, for example, that as of October 2000, it had 529 intellectual property cases open for investigation, whereas it had 179 cases under investigation in October 1997. Between July 23 (the date of the announcement) and October 31, 2000, 354 new IP-related investigative matters have been opened by the Bureau. These figures reflect nationwide efforts, and are not confined to progress made by the seven key jurisdictions. Further, there were 117 indictments in IP cases in FY 2000, more than double the number of convictions in FY 1999. There were 82 convictions in FY 2000, up from 63 in FY 1999.


Effective May 1, 2000, with the support of the Department of Justice, the applicable Sentencing Guideline (§2B5.3) was overhauled to substantially increase penalties for criminal copyright infringement and trademark counterfeiting. In most cases, the sentencing court can now use the retail value of the infringed-upon (legitimate) item to calculate loss. The new guideline also includes enhancements for offenses involving the manufacture, importation, or uploading of infringing items, and permits upward departure for offenses committed in connection with national or international organized criminal enterprises. The Department anticipates that the ability to seek greater penalties will result in increased prosecutions in this area.


(b). International Efforts


Realizing the significant international aspects of intellectual property enforcement, the Department of Justice has concentrated its international efforts to boost the visibility and attention given to IPR enforcement in four important areas: coordinating international training efforts to address specific enforcement-related issues; identifying bilateral and multilateral fora to promote investigative cooperation; coordinating its efforts with other agencies charged with promoting effective IPR enforcement regimes; and integrating the latest empirical data and trends involving transborder IP crime into the Department's programmatic activities and into the USG's threat assessments undertaken as part of the international crime control strategy. 


In bilateral and multilateral settings, the Attorney General and Deputy Attorney General have consistently urged their law enforcement counterparts to address this growing threat by updating substantive criminal laws, dedicating appropriate, well-trained resources, and working with industry to stay abreast of latest trends. Where appropriate, the U.S. government has encouraged our foreign counterparts to create specialized units devoted to investigating and prosecuting IP crime. For example, the Department of Justice and FBI have joined with the participated in various Department and U.S.T.R.-sponsored bilateral meetings with the Government of Mexico to encourage the passage of deterrent penalties for IPR crimes and the dedication of adequate resources to combat them.


In addition to these political efforts, the Department of Justice has joined with the State Department, Customs Service, FBI, USPTO, the Commerce Department's Commercial Law Development Program, and the private sector to develop and deliver quality training programs to all relevant enforcement components in the targeted countries. Further, the Department, including the FBI, has participated in the Special 301 process in order to ensure that concerns of the Justice Department and law enforcement are reflected in the review. 


The Department of Justice continues to support the State Department's on-going efforts to identify existing IP programs and coordinate future programs. With each of its sister law enforcement agencies and the substantive IP agencies, the Department is urging the development of multiple methods for delivery of training programs and materials, and seeking the inclusion of intellectual property enforcement in curricula at international training academies, including the International Law Enforcement Academies (ILEAs), and in training provided by inter-governmental organizations. 


As noted, the Department is committed to addressing the myriad of international aspects of intellectual property crime. In September, 2000, the U.S. (DOJ, FBI, and Customs) hosted the G8 Lyon Group Law Enforcement Experts Meeting on Trafficking in Counterfeit and Pirated Merchandise, which focused on the threat to public health and safety posed by such products and the involvement of organized criminal activity and groups trafficking in these products. At the Senior Law Enforcement Experts Meeting on Transnational Organized Crime (Lyon Group) meeting in Hiroshima in November, 2000, the Lyon Group unanimously agreed to explore having G8 countries share strategic intelligence information, and to sponsor an annual review of trends in the field. 


Major Achievements 


In addition to the highlights previously listed, the Department would briefly note the following achievements in the area of intellectual property enforcement. The Department of Justice has and continues to investigate and prosecute many significant intellectual property cases ranging from international sound recording piracy cases to prosecution of defendants for trademark counterfeiting of fraudulently-obtained baby formula. Additionally, the Department has conducted successful prosecutions under the No Electronic Theft Act as well as obtaining over twenty convictions for violations of the Electronic Espionage Act.


To educate and assist federal prosecutors working on IP cases, the Computer Crime and Intellectual Property Section produces training materials and provides IP training as part of its annual Computer and Telecommunications Coordinator (CTC) conference for Assistant U.S. Attorneys from across the nation. This year, CCIPS completed an updated and improved version of the prosecution manual, Prosecuting Intellectual Property Crimes, for distribution to all U.S. Attorney's Offices. The manual addresses alternative prosecution theories, asset forfeiture, Internet piracy, and numerous other emerging issues. It is available at www.cybercrime.gov/ipmanual.html.

Beginning this year, additional training courses on IP investigation and prosecution have been offered at the National Advocacy Center (NAC). The NAC is developing an IP Crime Seminar that is designed for Assistant United States Attorneys. In addition, IP issues were included as part of the Internet Fraud seminar offered at the NAC beginning in FY 2000. 


Finally, the FBI has elevated IP crime as one of its white collar priorities, thus ensuring that investigative resources will be devoted to such crimes. To ensure that its agents are prepared to investigate these relatively new crimes, the FBI has, during the last two years, significantly increased the amount of IP crime training for its agents. Furthermore, in recognition of the international scope of this crime problem, the FBI has increased the amount of international training it does in the area of IP crime. For example, in September, 2000, the FBI sponsored a one-week IP crime conference in Hanoi, Vietnam for 125 Vietnamese law enforcement officials. The FBI hosted a similar one-week IP crime conference in Panama City, Panama for more than 40 Panamanian law enforcement officers in April, 2000. The FBI has incorporated IP crime training into the white collar crime curriculum at the International Law Enforcement Academies (ILEAs). The FBI trained more than 50 law enforcement officers from nine countries at the Bangkok, Thailand ILEA in early 2000. Additionally, the FBI assisted the Patent and Trademark Office and the United States Trade Representative in training government officials in IP enforcement in the Czech Republic and Italy during FY 2000.


Industry Outreach 


The Department of Justice relies on the information and expertise of the copyright and trademark industries, and of individual rights holders, to help accomplish its core mission in enforcing criminal statutes protecting intellectual property rights. Industry often is the source of referrals for potential criminal cases and provides evidence and witnesses to support investigative and prosecutorial activities. Industry also is in a position to share information on trends in counterfeiting and piracy, particularly in view of the sweeping technological changes affecting the copyright and trademark industries. In addition, industry is critical to law enforcement in the provision of training to investigators and prosecutors, both in the United States and in training programs involving our trading partners' law enforcement personnel. The Department also looks to industry to provide country-specific information that is valuable in preparing for bilateral and multilateral law enforcement meetings. Finally, industry views are helpful in informing the Department's views on pending legislation, including legislation the Department may propose to fill gaps in the statutes available to prosecute IPR crimes.


To ensure that industry makes a meaningful contribution in each of these vital aspects of the Department's domestic and international missions, DOJ attorneys and FBI agents are in regular contact with industry representatives and trade associations. Department attorneys, FBI agents, and Customs agents met with industry prior to the launch of the domestic enforcement initiative in July, 1999, and have had regular contact since then.


Note: The Federal Bureau of Investigation became a statutory Member of the NIPLECC in December 2000. 

correction 1/17/01


C. U.S. Department of State - Bureau of Economic, Business, and Agricultural Affairs

1. Summary of State Department Mission

The Department of State has long been engaged on crosscutting issues related to the protection of intellectual property rights, trade policy and IPR enforcement. The Office of Intellectual Property (IPC) in State's Bureau of Economic and Business Affairs (EB) and the Bureau for International Narcotics and Law Enforcement Affairs (INL) have the lead on these issues. By direction of the President, the Departments of Justice, State and Treasury jointly issued the 1998 Crime Control Strategy, instructing U.S. agencies to, "protect intellectual property rights by enhancing foreign and domestic law enforcement efforts to curtail the flow of counterfeit and pirated goods, and by educating consumers." State's enforcement mission is to combat intellectual property theft worldwide and to help create predictable legal and economic environments overseas so American business interests can prosper. State utilizes its established contacts within the international law enforcement community, working with the FBI, the Customs Service, and the Justice Department, to accomplish these objectives. 


Pursuant to the Foreign Assistance Act of 1961, Congress designates funding for "anti-crime" purposes (including intellectual property theft) to be distributed at the direction of State's Bureau of International Narcotics and Law Enforcement Affairs. State relies on a number of indicators for guidance on where to direct funds for intellectual property protection. These include the adequacy of a country's intellectual property laws, its willingness to implement intellectual property reform, input from U.S. Embassies, interagency input through State's Intellectual Property Working Group, and a country's status on USTR's Special 301 Report. In the past, State has directed funds to the Justice Department for training of Russian judges and prosecutors, to the FBI for training investigators in Vietnam and Central America, and to the Commerce Department's Commercial Law Development Program in-country training programs. State also has funded other comprehensive programs such as the International Law Enforcement Academies (ILEA) in Budapest and Bangkok. 


2. Activities in IPR Enforcement

The Bureau of Economic and Business Affairs and the Bureau of International Narcotics and Law Enforcement Affairs co-chair an interagency Intellectual Property Working Group. The objective of the Working Group is to coordinate all USG-funded intellectual property training. State's role in the Working Group has been to present to the participating agencies the international economic and political ramifications that might affect the choice of training priorities and to determine whether the training proposals meet the foreign policy objectives of the U.S. State personnel at over 200 embassies and consulates overseas provide an invaluable service by communicating to foreign governments the importance the USG places on protection of intellectual property and the specific steps a government might have to take to comply with its international obligations. Embassies also communicate to the Working Group objective "on-the-ground" assessments of the IP climate in a particular countries.


The IP Working Group establishes priorities for countries in need of USG-funded training and technical assistance by analyzing the information provided by embassies, the U.S. private sector, and participating USG agencies. The group also considers the decision criteria developed for the Special 301 and TRIPs reviews. For those countries designated to receive funded training and technical assistance, the Working Group develops responsive and tailored programs to address both enforcement problems and other TRIPs-related trade policy concerns.


The Working Group covers country-specific issues, international programs and specific project proposals. State maintains a database of past and on-going training conducted by USG agencies and the U.S. private sector. The Working Group serves as an invaluable forum for information sharing and creative problem solving. Because of EB's responsibilities in the area of trade policy and INL's longstanding relationship with the law enforcement community, the group is uniquely positioned to coordinate all U.S. government sectors engaged in international intellectual property matters and to ensure that all efforts are complimentary and consistent.


D. Office of the United States Trade Representative

1. Summary of USTR Mission

Unlike other NIPLECC members, USTR is neither a law enforcement nor a training organization. Nonetheless, the U.S. Trade Representative plays a lead role in intellectual property rights enforcement on the international stage via the Special 301 process. Pursuant to Section 182 of the Trade Act of 1974, as amended by the Omnibus Trade and Competitiveness Act of 1988 and the Uruguay Round Agreements Act of 1994, under Special 301 provisions, the USTR must identify those countries that deny adequate and effective protection for intellectual property rights or deny fair and equitable market access for persons that rely on intellectual property protection. Countries that have the most onerous or egregious acts, policies or practices and whose acts, policies or practices have the greatest adverse impact (actual or potential) on the relevant U.S. products must be designated as "Priority Foreign Countries."


Priority Foreign Countries are potentially subject to an investigation under the Section 301 provisions of the Trade Act of 1974. USTR may not designate a country as a Priority Foreign Country if it is entering into good faith negotiations or making significant progress in bilateral or multilateral negotiations to provide adequate and effective protection of IPR.


The USTR must decide whether to identify countries each year within 30 days after issuance of the National Trade Estimate Report. In addition, the USTR may identify a trading partner as a Priority Foreign Country or remove such identification whenever warranted. 


The USTR has created a "Priority Watch List" and "Watch List" under Special 301 provisions. Placement of a trading partner on the Priority Watch List or Watch List indicates that particular problems exist in that country with respect to IPR protection or enforcement or market access for persons relying on intellectual property. Countries placed on the Priority Watch List are the focus of increased bilateral attention concerning the problem areas. 


2. Activities

On May 1, United States Trade Representative Charlene Barshefsky announced the results of the 2000 "Special 301" annual review which examined in detail the adequacy and effectiveness of intellectual property protection in over 70 countries. Ambassador Barshefsky also announced that, as a result of this year=s Special 301 review, she will initiate World Trade Organization (WTO) dispute settlement consultations with Argentina and Brazil. This brings to 14 the number of intellectual property-related WTO complaints filed by the United States since 1996. Consultations about implementation of the WTO Agreement on Trade-Related Aspects of Intellectual Property Rights (TRIPS Agreement) also may be initiated with other countries in the near future. The Special 301 report also addresses significant concerns in such trading partners as Ukraine, Italy, Israel, Malaysia, India, Korea, Poland, and the West Bank and Gaza, as well as progress in economies such as UAE, Sweden, Mexico, and Macau.


In this year=s review, USTR devoted special attention to proper and timely implementation of the TRIPS Agreement by developing country WTO members, which was required as of January 1, 2000. In addition, USTR continued to focus on two other critically important issues: preventing the production of unauthorized copies of "optical media" such as CDs, VCDs, DVDs, and CD-ROMs, and ensuring that government ministries use only authorized software. Considerable progress has been made over the past year by many developing countries in implementing their TRIPS obligations. USTR also has achieved success again this year in encouraging our trading partners to implement optical media controls and appropriate software management programs. While progress also has been made on improving enforcement in many countries, the unacceptably high rates of piracy and counterfeiting of U.S. intellectual property around the world require on-going vigilance.


Under the Special 301 provisions of the Trade Act of 1974, as amended, Ambassador Barshefsky identified 59 trading partners that deny adequate and effective protection of intellectual property or deny fair and equitable market access to United States artists and industries that rely upon intellectual property protection.


3. Country-Specific Activities

(a). Ukraine


In this year=s report, the USTR identified Ukraine for potential Priority Foreign Country designation. Ambassador Barshefsky stated that the United States has worked with Ukrainian officials over the past several years in an effort to reduce alarming levels of copyright piracy and to improve Ukraine=s overall intellectual property regime. According to estimates from our copyright industry, Ukraine is the single largest source of pirate CDs in the Central and East European region. In June, President Clinton and President Kuchma signed the U.S.-Ukraine Joint Action Plan to Combat Optical Media Piracy in the Ukraine. Regrettably, the Ukraine has failed to live up to the terms of the Plan; the U.S. Government currently is engaged with the Government of Ukraine in an intense effort to resolve this problem. However, Ukraine will be identified as a Priority Foreign Country if it fails to make substantial progress toward eliminating pirate optical media production by year=s end. 


Copyright piracy in Ukraine is extensive and enforcement is severely lacking, resulting in increasing unauthorized production and export of CDs and CD-ROMs. U.S. industry estimates that losses to the music industry alone are $210 million. The United States urges the Government of Ukraine to take stronger measures on an urgent basis to address this problem through the implementation of effective optical media production controls and other available means. In addition, a number of Ukraine=s intellectual property laws, especially trademark, patent and copyright, fall short of compliance with the minimum standards set out in the TRIPS Agreement and the 1992 U.S.-Ukraine bilateral trade agreement. It is unclear whether Ukraine protects pre-1973 copyrighted works; it does not provide retroactive protection for sound recordings. 


(b). China


For more than a decade, the United States and China have engaged in detailed discussions regarding the improvement of China=s protection of intellectual property rights and market access for products with IPR protection. Although China improved the legal framework for IPR protection based on the 1992 bilateral agreement, enforcement of those laws remains deficient in many areas, causing large losses to U.S. right-holders. 


Progress has clearly been made. For example, Chinese authorities have shut down over 100 illegal CD, CD-ROM and VCD production facilities. This effort changed China from an exporter of pirated material to being the import target for pirated product from other countries in the region. Other economies in the region, including Hong Kong, Macau, Singapore and others have faced an increase in piracy as production moved from China to other locations. As a result, the Administration's enforcement efforts have also concentrated on these economies.


Chinese enforcement of copyrights and trademarks is still uneven from province to province. Of concern is the unauthorized use of software by private enterprises (end user piracy). Piracy rates of entertainment software (game compact discs) and other audiovisual products are also very high. Although strong steps have been taken to address the production of pirated software, CDs and VCDs, pirated product remains available at the retail level. 


The U.S. Government has also been pressing China about the growing major problem of trademark counterfeiting, particularly in the area of consumer goods, protection for unregistered well-known trademarks and effective enforcement against counterfeiters. U.S. companies report that the counterfeiting of their products by Chinese companies has increased dramatically. 


No single Chinese government entity has been coordinating anti-counterfeiting enforcement efforts nation-wide. Such coordination is urgently needed. We were pleased that the Chinese government announced on October 26 a nation-wide campaign of this nature. However, we are concerned that it is scheduled to end on January 1, 2001. Moreover, right-holders complain that Chinese administrative penalties are too low and the threshold for initiating criminal investigations against counterfeiting is too high for either to serve as an effective deterrent. The U.S. Government is following this matter very closely. 


4. Country Designations

Ambassador Barshefsky again designated Paraguay and China for "Section 306 monitoring" to ensure both countries comply with the commitments made to the United States under bilateral intellectual property agreements. Special concern was expressed that Paraguay=s efforts have not been sufficient in recent months, and further consultations will be scheduled. 


Ambassador Barshefsky placed 16 trading partners on the "Priority Watch List": Argentina, the Dominican Republic, Egypt, the European Union, Greece, Guatemala, India, Israel, Italy, Korea, Malaysia, Peru, Poland, Russia, Turkey, and Ukraine. She also placed 39 trading partners on the "Watch List." Countries that were not mentioned in the report last year but are on the Watch List this year include: Armenia, Azerbaijan, Kazakhstan, Latvia, Lithuania, Moldova, Tajikistan, Turkmenistan, and Uzbekistan.


On November 8, 2000, the USTR announced the results of out-of-cycle reviews of Italy and El Salvador. USTR also announced resolution of TRIPS implementation concerns in Poland and Ireland. Italy was moved from the Priority Watch List to the Watch List as a result of its passage of a new anti-piracy law. USTR decided not to place El Salvador on the Watch List in recognition of its stepped up IPR enforcement efforts. Poland was moved from the Priority Watch List to the Watch List because of amendments to its copyright law which brought that country into compliance with its TRIPS obligations regarding sound recordings. Ireland was removed from the Watch List after it adopted new copyright legislation.


E. U.S. Customs Service

1. Summary of Customs Service Mission

The United States Customs Service, established in 1789, is a law enforcement agency of the Department of the Treasury. Customs is the primary enforcement agency protecting the Nation's borders and as such is charged with enforcing the laws of the United States, safeguarding the revenue and fostering lawful international trade and travel. For example, in addition to combating the flow of illegal narcotics, Customs provides the Nation with its second largest source of revenue, returning $22.1 billion to the U.S. Treasury in 1999.


As a law enforcement agency within the Department of the Treasury, Customs is vested with the powers of search, seizure and arrest. As such, Customs is charged with enforcing criminal laws pertaining to trademark and copyright infringement. However, in addition to its law enforcement powers, U.S. Customs is an administrative agency with the legal authority, under the Tariff Act of 1930, the Lanham Act of 1946 and the Copyright Act of 1976, to make infringement determinations regarding federally registered trademark and copyrights. Although Customs has no legal authority to make determinations relative to patent infringement, it does have the authority to exclude from entry into the U.S. goods that the U.S. International Trade Commission has determined infringe a valid and enforceable U.S. patent.


Through its enforcement powers combined with its administrative authority to make trademark and copyright infringement determinations, Customs is able to combat the flow of counterfeit and piratical goods into the United States. Customs may on its own accord initiate enforcement actions to detain or seize infringing merchandise, or alternatively, may proceed on the basis of information supplied by rights owners. Enforcement actions represent the combined efforts of many disciplines within Customs. In some instances, IPR enforcement actions may also be undertaken in cooperation with other government agencies.


Rights owners who so wish can record their trademarks and copyrights with Customs. Customs' IPR recordation system, as embodied in its electronic IPR database, was designed to make IPR information relating to imported merchandise readily available to Customs personnel. While Customs enforces both recorded and non-recorded trademarks and copyrights, Agency policy mandates that resources be focused primarily on recorded rights.


2. Major Programmatic Activities

Customs' commitment to combating IPR violations is reflected in the Agency's annual seizure statistics. In the past three fiscal years (FY 97-99) Customs has made over 9,000 seizures with an estimated domestic value of over $228 million. The most commonly seized items during this period were media (e.g., software, music and video CDs), computers and parts thereof, wearing apparel and toys and video games. In fiscal year 2000, there were 3,244 seizures with an estimated domestic value of $45.3 million. The major commodity seized, as a percentage of value, was media (17%), followed respectively by toys and electronic games (13%), computers and computer parts (10%), wearing apparel (10%), cigarettes (9%) and watches (9%). More detailed enforcement statistics are available on the U.S. Customs website at www.customs.gov.


In order to identify and stop shipments of IPR infringing merchandise from entering the U.S., Customs conducts annually, a number of targeted IPR "interventions." Intervention initiatives focus on specific enforcement issues. For example, in fiscal year 2000, Customs conducted interventions targeting: handbags; identifying elements (rivets, labels, hang tags, buttons, boxes, etc.); certain smaller ports of entry identified as having a significant level of imports at risk for IPR infringement; and U.S. addresses known or suspected to be harboring IPR violators.


The creation of the National Intellectual Property Rights Coordination Center (IPR Center) is the U.S. government's latest initiative in the fight against IPR crime. The IPR Center, opened in February 2000, is a multi-agency center located at the U.S. Customs Headquarters in Washington, D.C. Investigative and analytical personnel from Customs and the Federal Bureau of Investigation provide the core staffing. The IPR Center coordinates the efforts of all federal agencies actively involved in the investigation of IPR violations.


The Center's responsibilities include: serving as a clearinghouse for information and investigative leads provided by the general public and industry, as well as being a channel for law enforcement to obtain cooperation from industry; integrating domestic and international law enforcement intelligence with industry information relating to IPR crime; disseminating IPR intelligence for appropriate investigative and tactical use; and developing enhanced investigative, intelligence and interdiction capabilities. Particular emphasis is placed on investigating major criminal organizations and those using the Internet to facilitate IPR crime.


Another recent U.S. Customs initiative that targets IPR crimes is the Customs CyberSmuggling Center (C3). U.S. industries, particularly in the areas of computer software, motion pictures and sound recordings, are increasingly at risk from cyber-pirates. Accordingly, Customs established the C3 in order to focus the Agency's resources more effectively on Internet crimes, including IPR violations.


Another major Customs IPR initiative in 2000 was the publication of an IPR Handbook. The Handbook is a compendium of information and procedures on IPR matters and is designed to promote uniformity in the border enforcement of intellectual property rights. Intended as a guide for Customs port personnel, the Handbook includes, among other things, a general overview of Customs' role in IPR enforcement, pertinent Customs Directives, sections on penalties and seizures, and information on targeting, enforcement evaluation teams and counterfeiting techniques. It is anticipated that a public version of the IPR Handbook will be made available via the Customs web site in 2001.


Customs has conducted or participated in international IPR border enforcement training sponsored by a number of U.S. Government Agencies and international organizations including the Department of State's Bureau of International Narcotics and Law Enforcement, the Commerce Department's Commercial Law Development Program, APEC, and the World Customs Organization, among others.


An ongoing, but vital element of Customs IPR enforcement plan, is the recordation of federally registered trademarks and copyrights in Customs' electronic IPR database. The database now contains over 23,000 records.


3. Industry Outreach

U.S. Customs supports increased cooperation with industry in both the domestic and international arenas with regard to the border enforcement of intellectual property rights. In the international arena, for example, U.S. Customs, as a member of the World Customs Organization, participates in a joint WCO Customs/Business training program, the aim of which is to enhance the effectiveness of Customs Administrations in combating intellectual property rights violations.


As a general matter, Customs works with industry on an ongoing basis to combat IPR violations. For example, in March 2000, Customs met with various industry associations involved in the IPR field, including the Recording Industry of America, the Business Software Alliance, the Motion Picture Association of America, the Software Industry Association, the Coalition to Advance the Protection of Sports Logos, and the Imaging Suppliers Coalition. In addition to meeting with rights owners, Customs meets regularly with associations representing the importing community, such as the American Free Trade Association and the American Association of Exporters and Importers.


U.S. Customs routinely includes industry in conducting domestic and international training initiatives relative to the border enforcement of intellectual property rights. For example, in addition to the associations listed above, Customs has worked with companies and organizations such as Microsoft and Underwriters' Laboratories in conducting international IPR border enforcement training. Customs values the participation of rights owners in its training activities. In response to industry's concerns - which Customs shared - Customs recently streamlined the process for participation in the agency's domestic training IPR initiatives. Customs trusts that these changes will prove mutually beneficial.


F. U.S. Department of Commerce - International Trade Administration

1. Summary of ITA Mission

The International Trade Administration (ITA) helps U.S. businesses participate fully in the growing global marketplace. The ITA provides practical information to help U.S. businesses export goods and services; ensures that businesses have access to international markets as required by trade agreements; and safeguards businesses from unfair competition from dumped and subsidized imports. ITA is headed by the Under Secretary for International Trade who oversees the operations of ITA's four units: the Commercial Service is the primary point of contact for businesses throughout the United States and the world. A global network of Commercial Officers are prepared to offer assistance at every stage of the exporting process. Trade Development is the government's link to American industry. Industry sector specialists help businesses identify trade opportunities for specific products or services. Import Administration impartially enforces U.S. unfair trade laws, ensuring that businesses face a level playing field in the domestic marketplace. Market Access and Compliance keeps world markets open to products, and includes country specialists and the Trade Compliance Center (TCC). Country specialists can help businesses benefit from our trade agreements with other countries. The TCC monitors and analyzes foreign compliance with 300 + trade agreements and standards of conduct. In working with Commerce country desk officers and other U.S. Government agencies, the TCC helps U.S. firms identify and develop strategies to overcome market access barriers, including the lack of intellectual property rights. 


2. Activities in IPR Enforcement

(a). Programmatic Activities


The TCC, in particular, has the coordinating role within Commerce on multilateral and bilateral efforts to promote effective worldwide protection and enforcement for intellectual property rights. The TCC represents Commerce at the meetings of the TRIPS (Trade Related Aspects of Intellectual Property Rights Agreement) Council at the World Trade Organization. The TCC works closely with the Office of the U.S. Trade Representative, the U.S. Patent & Trademark Office of the Commerce Department, State Department's Intellectual Property and Competition Policy Division, the U.S. Copyright Office, and the private sector in developing and implementing a comprehensive strategy for addressing bilateral and multilateral IP programs. Such programs include the annual Special 301 Review for which the TCC has the responsibility of coordinating Commerce's position on the status of countries. 


The TCC plays a key role in the Industry Consultations Program, sponsored by the U.S. Department of Commerce and the Office of the U.S. Trade Representative (USTR), that includes over 500 industry executives who provide advice and information to the U.S. Government on trade policy matters. The advice received from committees has helped to strengthen the international trading system, and has assisted U.S. Government officials negotiating multilateral and bilateral trade agreements with our trading partners. The program includes sector and functional advisory committees, including the Intellectual Property Rights committee (IFAC 3), which the TCC administers. Membership on the functional committee is made up of industry representatives and representatives from product sector committees. USTR, USPTO and Commerce staffs do a substantial amount of the briefing for the IFACs.


IFAC 3 plays an active role in advising the U.S. Government on intellectual property negotiating objectives and priorities. Advice has been sought on the Free Trade of the Americas Agreement (FTAA); the Asia-Pacific Economic Cooperation; the U.S.-EU TransAtlantic Economic Partnership; and bilateral negotiations and consultations with Korea, Vietnam, and South Africa. Finally, IFAC 3 provides advice to the U.S. Government on negotiating objectives for WTO accessions, and identifies IP concerns in countries that are eligible beneficiaries under the Generalized System of Preference program. The priorities of the IFAC 3 committee include advising the U.S. negotiators on WTO Members' implementation and compliance of the WTO TRIPS Agreement. In particular, the committee provides advice on WTO TRIPS Council compliance reviews and WTO dispute settlement cases. In addition, IFAC 3 plays an important role in channeling private sector advice into the implementation of the Special 301, particularly with respect to Section 301 investigations on China and Paraguay. 


(b). Operational Activities


Operational activities of the TCC include its Compliance Liaison Program and trade compliance hotline. In the Compliance Liaison Program, over 60 trade associations have appointed a representative to serve as a liaison between their members and the TCC. The liaison solicits complaints on market access barriers and agreement compliance problems from members, and notifies the TCC for action. Representatives from the Motion Picture Association, Recording Industry Association of America, Business Software Alliance and American Film Marketing Association are part of the Compliance Liaison Program. The TCC also administers a hotline for U.S. firms to contact when faced with trade barriers. Advice has been provided to several U.S. firms that have faced problems concerning the infringement of intellectual property in China, Taiwan, Israel, Korea, Slovak Republic, and Japan, to name a few. While the parties involved in the intellectual property complaints have generally been private entities as opposed to government actors, the information provided by the compliance program has enabled several of these firms to pursue litigation to enforce their rights under the intellectual property laws of the respective countries. 


G. U.S. Copyright Office

By statute (Public Law No. 106-58, Section 653(c)), the National Intellectual Property Law Enforcement Coordination Council (NIPLECC) is required to consult with the Register of Copyrights on law enforcement matters relating to copyrights and related matters. 


1. Summary of Copyright Office Mission 

Generally, the Copyright Office consults with and provides expert assistance to Congress on intellectual property matters and related matters. In this function, the Copyright Office is often responsible for analyzing and assisting in drafting copyright legislation and legislative reports, mediating discussions between interested private parties, testifying in Congressional hearings, and undertaking Congressionally requested studies on copyright and related questions. 


Internationally, the Copyright Office advises Congress on compliance with multilateral intellectual property agreements, provides technical expertise in negotiations for international intellectual property agreements and provides technical assistance to other countries developing their own copyright laws.


In addition, the Copyright Office consults with and advises many different Federal agencies, including the Office of the United States Trade Representative and the State Department, on copyright and related matters.


Administratively, the Copyright Office sets copyright policy through rule-making and the administration of compulsory licenses contained in the copyright law.


Specifically, the Copyright Office has a statutory mandate to: (1) Advise Congress on national and international issues relating to copyright, other matters arising under [U.S.C. Title 17], and related matters; (2) Provide information and assistance to Federal departments and agencies and the Judiciary on national and international issues relating to copyright, other matters arising under this title, and related matters; (3) Participate in meetings of international intergovernmental organizations and meetings with foreign government officials relating to copyright, other matters arising under this title, and related matters, including as a member of United States delegations as authorized by the appropriate Executive branch authority; (4) Conduct studies and programs regarding copyright, other matters arising under this title, and related matters, the administration of the Copyright Office, or any function vested in the Copyright Office by law, including educational programs conducted cooperatively with foreign intellectual property offices and international intergovernmental organizations; and (5) Perform such other functions as Congress may direct, or as may be appropriate in furtherance of the functions and duties specifically set forth in [U.S.C. Title 17]."


2. Activities in IPR Enforcement

The Copyright Office is not a law enforcement agency and has no direct role in law enforcement liaison. However, many of the Office's obligations and responsibilities intersect with activities in the law enforcement arena. For example, the Office works with the Federal Bureau of Investigation and the U.S. Customs Service when necessary to provide information and documentation pertaining to a specific copyright claim that is the subject of an investigation by those agencies. The Copyright Office also advises Congress on copyright legislation regarding law enforcement (ex. "Digital Theft Deterrence and Copyright Damages Improvement Act of 1999"). 


(a). Programmatic activities (e.g., training, industry outreach not case-related, legislative activities, etc.) 


The Copyright Office does not conduct training in the area of intellectual property law enforcement, although members of the Copyright Office routinely participate in training organized by law enforcement agencies such as the Federal Bureau of Investigation, the Department of Justice and the U.S. Customs Service. Copyright Office staff also participates extensively in international training programs organized by other U.S. agencies and international organizations such as the World Intellectual Property Organization (WIPO) on intellectual property enforcement issues. For example, two members of the Copyright Office recently participated in a week-long training program in India, sponsored by WIPO on the enforcement provisions of the Agreement on Trade-Related Aspects of Intellectual Property Rights (TRIPs).


Unrelated to law enforcement training, the Copyright Office conducts and participates in a range of intellectual property training. In light of WTO member countries' obligations to comply with the TRIPS agreement and the enforcement provisions therein, the Copyright Office has been actively engaged in training so that countries may meet their international obligations and U.S. interests are preserved. Specifically, the Copyright Office participates on training in the areas of: awareness of international standards, as well as the U.S. legal and regulatory environment; substantive legal training on both basic and complex areas of U.S. copyright law; and legal reform and statutory drafting assistance.


Lastly, the Copyright Office hosts a well-regarded workshop every year in conjunction with WIPO. The International Copyright Institute (ICI) was created within the Copyright Office by Congress in 1988 and provides training for high-level officials from developing and newly industrialized countries and encourages development of effective intellectual property laws and enforcement overseas.


(b). Operational activities (e.g., statistical summaries, case-related industry outreach, centers, etc.)


Public and industry outreach on copyright and related matters takes place on both a formal and informal basis. The Copyright Office regularly conducts public hearings on different intellectual property subjects, and maintains on-going informal relationships with most members of the intellectual property community. The Office also maintains an extensive website that includes news-alert services, copies of intellectual property laws and regulations, and public information circulars.


VI.

List of NIPLECC Agency Websites

Additional information on subjects addressed in this Report and on the NIPLECC agencies' general operations can be found on the agencies' websites:


United States Patent and Trademark Office: www.uspto.gov <http://www.uspto.gov/> 


U.S. Department of Justice: www.usdoj.gov <http://www.usdoj.gov/> or www.cybercrime.gov <http://www.cybercrime.gov/> (IP and Computer Crime)


U.S. Department of State: www.state.gov <http://www.state.gov/> 


Office of the United States Trade Representative: www.ustr.gov <http://www.ustr.gov/> 


U.S. Customs Service: www.customs.gov <http://www.customs.gov/> 


U.S. Department of Commerce: www.commerce.gov <http://www.commerce.gov/> 


U.S. Copyright Office: www.loc.gov <http://www.loc.gov/> 
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The Year 2000 Council 

(Biographies of Council Principals and List of NIPLECC Agency Staff)

Under Secretary of Commerce for Intellectual Property and Director of the United States Patent and Trademark Office Q. Todd Dickinson (Council Co-Chair)

Q. Todd Dickinson friend? was appointed by President Clinton as Under Secretary of Commerce for Intellectual Property and Director of the United States Patent and Trademark Office on March 29, 2000. Dickinson had served as Assistant Secretary of Commerce and Commissioner of Patents and Trademarks since November 10, 1999, as Acting Assistant Secretary of Commerce and Acting Commissioner of Patents and Trademarks since January 1, 1999, and as Deputy Assistant Secretary of Commerce and Deputy Commissioner of Patents and Trademarks since June 18, 1998. 


In addition to managing the United States Patent and Trademark Office's (USPTO) operations, Dickinson serves as principal policy advisor to the Clinton Administration and Congress on all domestic and international intellectual property matters. He also serves as co-chair of the National Intellectual Property Law Enforcement Coordination Council, which coordinates domestic and international intellectual property enforcement issues.


Under Dickinson's leadership, the USPTO is implementing the most sweeping reform in patent law in a half-century and is restructuring itself into a performance-based organization. Other initiatives he has undertaken include making more than two million patents and all registered trademarks and applications freely available on the Internet; implementation of the electronic filing of trademark and patent applications; creation of the Office of Independent Inventor Programs; and the establishment of the Office of Quality Management.


Previously with the Philadelphia-based law firm of Dechert, Price and Rhoads and having served as Chief Counsel for Intellectual Property and Technology at Sun Company, Inc., Dickinson has more than twenty years of experience in the private sector representing a wide-range of clients, from individual inventors to major corporations, on intellectual property protection matters. This guy seems perfect


A native of Pennsylvania, Director Dickinson earned a B.S. degree in Chemistry from Allegheny College in 1974 and a J.D. from the University of Pittsburgh School of Law in 1977. He is a member of the bars of Pennsylvania, California and Illinois. 


USPTO Staff:

Robert Stoll


Administrator for External Affairs


Office of Legislative and International Affairs


Vicki E. Allums


Susan F. Wilson (Annual Report Editor)


Doris Long


Attorney-Advisors


Office of Legislative and International Affairs


U.S. Department of Justice, Assistant Attorney General for the Criminal Division James K. Robinson (Council Co-Chair)

Assistant Attorney General James K. (Jim) Robinson was appointed by President Clinton and confirmed by the United States Senate in June, 1998. In his capacity as Assistant Attorney General for the Justice Department=s Criminal Division, Mr. Robinson supervises a staff of approximately 900 and manages an annual budget which exceeds 100 million dollars. 


The work of the Criminal Division includes the investigation and prosecution of cases concerning public corruption, organized crime, labor racketeering, narcotics trafficking, fraud, money laundering, computer crime, espionage, child exploitation, terrorism and violent crimes. The Division also provides assistance to the 94 United States Attorneys offices throughout the United States with respect to matters such as appellate litigation, electronic surveillance, witness protection, international extradition, and mutual legal assistance matters involving foreign countries. The Division is also involved in the Justice Department=s training activities for prosecutors and police personnel throughout the world through its Office of Overseas Prosecutorial Development, Assistance and Training (OPDAT) and its International Criminal Investigative Training Assistance Program (ICITAP). 


Mr. Robinson received his Juris Doctor degree magna cum laude from Wayne State University Law School in 1968. He was the Editor-in-Chief of the Wayne Law Review during 1967-68. He was admitted to the bar in his home state of Michigan in 1968. Following a clerkship with Judge George Edwards of the United States Court of Appeals for the Sixth Circuit, Mr. Robinson practiced law with two major Detroit law firms from 1969 to 1977. He was appointed by President Carter in 1977 as the United States Attorney for the Eastern District of Michigan, a post he held from 1977 through 1980.


From 1981 until 1993, Mr. Robinson was a partner with the Detroit law firm of Honigman Miller Schwartz and Cohn where he chaired the firm=s litigation department. He concentrated his practice on complex civil litigation and white-collar criminal defense work.. In 1993 Mr. Robinson was appointed Dean and Professor of Law at Wayne State University Law School, a post he held until his appointment as Assistant Attorney General in 1998. While Dean, Mr. Robinson taught courses in Evidence and Introduction to Lawyering and co-authored a three-volume treatise and a courtroom handbook on the Michigan Rules of Evidence published by West Publishing Company.


During 1990-91, Mr. Robinson served as President of the State Bar of Michigan. He is Member-at-Large of the council of the Criminal Justice Section of the American Bar Association for 2000-2001. He is a Fellow of the American College of Trial Lawyers, the International Society of Barristers, the American Academy of Appellate Lawyers, the American Law Institute and the American Bar Foundation. From 1993 to 1998 Mr. Robinson served as a member of the Committee on Rules of Evidence of the United States Judicial Conference by appointment of Chief Justice William Rehnquist. 


DOJ Staff:

Roslyn A. Mazer

Special Counsel for Intellectual Property


Criminal Division


Betty-Ellen Shave

Associate Chief for International Matters


Computer Crime and Intellectual Property Section


Michael P. O'Leary


Trial Attorney


Computer Crime and Intellectual Property Section


Michael Mee


Senior Special Agent


Intellectual Property Program Manager


Financial Crimes Section


Federal Bureau of Investigation


Under Secretary of State for Economic, Business, and Agricultural Affairs Alan P. Larson

Ambassador Alan P. Larson assumed his duties as Under Secretary of State for Economic, Business, and Agricultural Affairs on November 24, 1999. The Under Secretary serves as the senior economic official at the Department of State. He advises the Secretary on international economic policy and leads the work of the Department on issues ranging from trade and aviation to bilateral relations with America's economic partners.


Ambassador Larson served as Assistant Secretary of State for Economic and Business Affairs from July 1996 to November 1999 and from 1994 to 1996 as Principal Deputy Assistant Secretary for International Finance and Development. From 1990 to 1993, Mr. Larson served as American Ambassador to the Organization for Economic Cooperation and Development in Paris.


From 1987 until 1990, Mr. Larson was Principal Deputy Assistant Secretary of State for Economic and Business Affairs; served as Deputy Assistant Secretary of State for International Energy and Resources Policy from 1986 to 1987; and from 1984 to 1986, was Executive Assistant to the Under Secretary of State for Economic Affairs.


Earlier in his career, Mr. Larson was Counselor for Economic and Commercial Affairs at the U.S. Embassy in Jamaica (1982-84); Deputy Director (1980-82) and International Economist


(1978-1980) in the State Department's energy policy office; and economic officer in American


Embassies in Zaire (1975-77) and Sierra Leone (1973-75).


Mr. Larson has a Ph.D. in economics from the University of Iowa. He also attended Johns Hopkins School of Advanced International Studies. He is married and has three children.


State Department Staff:

Jane S. W. Messenger


International Economist


Bureau of Economic, Business and Agricultural Affairs


Charlene Flick


Special Advisor on Intellectual Property Matters


Bureau of International Narcotics and Law Enforcement Affairs


Deputy United States Trade Representative Richard W. Fisher

Ambassador Richard W. Fisher has primary responsibility for trade policy and negotiations in Asia, Latin America, Mexico and Canada. Ambassador Fisher has been the chief operating officer of the U.S. Government for NAFTA, the largest trading relationship of the U.S., accounting for 40% of U.S. exports and 30% of imports. He has had oversight responsibilities for bilateral trade issues in countries of the Western Hemisphere and for the development of the Free Trade Area of the Americas, representing the U.S. at the Ministerial (Cabinet) level for multilateral negotiations with the 34 Latin and Caribbean nations involved. Similarly, Ambassador Fisher represented the U.S. at both the 1999 New Zealand and 2000 Australia Ministerial meetings of the 21-member states of APEC.


Ambassador Fisher negotiated the U.S.-Korea Auto Agreement of 1998, and the Agreement in Principle on Trade with Vietnam in 1999. Since 1997, he has chaired the American delegation for the Enhanced Initiative on Competition and Deregulation of the Japanese Economy, resulting in significant changes in the structure of Japan's telecommunications, housing, energy, distribution, retailing, and financial sectors. He was a member of the team that negotiated the U.S.-China agreement for Chinese accession to the World Trade Organization. Throughout his tenure at USTR, he has served as Vice Chairman of the Board of Directors of the Overseas Private Investment Corporation (OPIC). He is also a member of the National Intellectual Property Law Enforcement Coordination Council.


Before joining USTR, Ambassador Fisher was Managing Partner of Fisher Ewing Partners and Fisher Capital Management from 1987 through 1997. With $500 million in equity capital, both firms specialized in buying claims to assets selling significantly below true value in securities markets of the U.S., Europe and Asia (including Chinese 'B' shares traded in Shanghai). The return compiled by Fisher Ewing's portfolio, Value Partners, was among the highest earned by a U.S. fund manager in the 1990's (compounding at 24% per annum over 8 years). Previously, Ambassador Fisher was Senior Manager of Brown Brothers Harriman and Company (1980-1987).


In addition to managing his business, Mr. Fisher was Adjunct Professor at the LBJ School at the University of Texas at Austin where he taught a second-year Masters degree course in public policy. Mr. Fisher was also one of five outside professional directors of the University of Texas Investment Fund (UTIMCO) with fiduciary responsibility for $11 billion of U.T. System financial assets.


Mr. Fisher was Texas' Democratic nominee for the United States Senate in 1994. He received 1.6 million votes but was defeated in the general election by the Republican incumbent and was forever cured from wanting to seek elective federal office.


Mr. Fisher was Executive Assistant to the Secretary of the Treasury in the Carter Administration. He served as an assistant to President Carter at the Tokyo Economic Summit in 1979 and as an advisor at the Bonn Economic Summit in 1978. He was a member of the team that negotiated the Claims and Asset Settlement between the U.S. and the People's Republic of China in 1979 which paved the way for normalization of trade relationships between the two countries and was the antecedent to the more comprehensive agreement negotiated by the Clinton Administration twenty years later. 


Mr. Fisher is a first generation American and the first in his family to receive a university degree. He attended the U.S. Naval Academy ('67-'69), graduated with honors from Harvard in economics ('71), read Latin American history at Oxford ('72-'73), and received an M.B.A. from Stanford University ('75).


Mr. Fisher was Chairman of the Board of Trustees of the Stanford University Business School Trust from 1982-84. During his tenure, the Trust earned the highest return on its portfolio - 58.3% in 1983 - in its 33-year history. He more recently served on two oversight committees at Harvard: the Visiting Committees of the John F. Kennedy School of Government and the Center for International Affairs. 


Mr. Fisher was Founding Chairman of the Dallas Committee on Foreign Relations, served as Chairman of Goodwill Industries of Dallas, and has served on the boards of directors of the Boys Clubs of Greater Dallas, the Dallas Chamber of Commerce, the Dallas Museum of Art, the Dallas Assembly, Southwestern Medical Center and numerous other civic organizations. He is former Chairman of the Institute of the Americas in San Diego. He served on the Executive Committee of the American Council on Germany, and as a director of the U.S. - Russia Investment Fund. In 1990, he was a U.S.-Japan Leadership Fellow, resident in Tokyo. In 1993, he was decorated with the Order of Bernardo O'Higgins gran oficial by the Republic of Chile. He is a member of the Texas Philosophical Society. 


Mr. Fisher is married to Nancy Miles Collins, daughter of the late James M. Collins, who served in the House of Representatives as a Republican representing the third congressional district of Texas. Mrs. Fisher chairs the Fisher-Collins Foundation, and serves on the Board of Directors of Blair House, the Washington Opera, and on the Madison Council of the Library of Congress. She wrote the screenplay for the film Lone Star Struck, which is currently in post-production. The Fishers have four children: Anders (Harvard '99), Alison (Harvard '02), James (St. Albans '02), and Texana (National Cathedral School '04).


USTR Staff:

Claude Burcky


Deputy Assistant USTR for Intellectual Property


John P. Desrocher


Director


Office of Services, Investment, and Intellectual Property


Commissioner of Customs Raymond W. Kelly

The Commissioner of Customs directs over 19,000 employees responsible for enforcing over 600 laws and international agreements that protect the American public. Customs collects roughly $20 billion annually in revenue from U.S. importers; protects our borders against the illegal importation of narcotics and other contraband; enforces laws intended to prevent illegal trade practices and laws to prevent the export of high-technology products and weapons. The Customs Service is vested with the powers of search, seizure, arrests and to conduct criminal and civil investigations.


In an effort to combat the flow of infringing goods into the United States, the United States Customs Service has made a concerted effort to detect and seize infringing merchandise entering the United States and to investigate those individuals and organizations involved in those illicit schemes. This mission is accomplished through the cooperation of various disciplines within Customs and with other domestic and foreign law enforcement authorities to target illegal activities and to take appropriate enforcement action. By statutory authority, Customs has been granted the power to decide substantive issues of trademark and copyright infringement.


Within the United States legal system, the Customs Service and the U.S. International Trade Commission, at the administrative level, and courts of law are the only competent legal authorities provided the power to make determinations of infringement. Customs authority is pursuant to the Tariff Act of 1930, the Lanham Act of 1946 and the Copyright Act of 1976. Customs is without power to make determinations of patent infringement. Customs issues reasoned written decisions on substantive issues of trademark and copyright infringement.


Raymond W. Kelly was sworn in as Commissioner of the United States Customs Service on August 4, 1998. Prior to this appointment, Mr. Kelly had served as the Under Secretary for Enforcement of the Treasury Department since 1996. Mr. Kelly brings to the position more than 30 years of experience and commitment to public service. A former Marine who served in combat in Vietnam, he rose through the ranks of the New York City Police department serving in 25 commands, before becoming Commissioner in August, 1992, a post he held until his retirement in January 1994. In 1994, during the crisis in Haiti, President Clinton named Mr. Kelly as Director of the International Police Monitors the multinational force. These monitors helped to establish Haiti's interim public security force.


Mr. Kelly is an attorney with law degrees from St. John's University and New York University, where he has lectured on the law, public policy, and crisis management. He is a graduate of Manhattan College and holds a master's degree in public administration from the Kennedy School of Government at Harvard University. He was awarded an honorary doctorate from Marist College in May 1995, Manhattan College in 1996, College of St. Rose in 1997 and St. John's University in 1998 in recognition of his distinguished career in public service. 


Customs Service Staff:

Sandra L. Bell


Director


International Trade Compliance Division


Office of Regulations and Rulings


Joanne Roman Stump


Chief


Intellectual Property Rights Branch


Office of Regulations and Rulings


Charles R. Steuart


Senior Attorney


Intellectual Property Rights Branch


Office of Regulations and Rulings


Michael A. Holt


Supervisory Special Agent


Director of Fraud Investigations


Office of Investigations


Delbert A. Richburg


Senior Special Agent


Office of Investigations


U.S. Department of Commerce, International Trade Administration, Deputy Under Secretary for International Trade Timothy J. Hauser 

Timothy J. Hauser was appointed Deputy Under Secretary of Commerce for International Trade in August 1991. As such, he serves as chief operating officer for the 2300-person, $290 million International Trade Administration (ITA). Hauser oversees the day-to-day operations of ITA in its trade promotion, trade policy and trade law enforcement activities and serves as principal adviser to the Under Secretary. He has also served as Acting Under Secretary in 1992-93, 1996, and 1997. 


A 21-year Commerce employee, Hauser received the Presidential Distinguished Executive Award in l992, the Senior Executive Association's Distinguished Executive Award in l993, and the Presidential Meritorious Executive Award in 1988. 


Hauser served from 1987 - 1991 as Deputy Assistant Secretary for Planning, responsible for the department's participation in interagency trade policy development activities. In 1986-87, he was detailed to the White House as Deputy Executive Secretary of the Economic Policy Council, where he developed recommendations on international trade issues for the President, Cabinet and senior White House staff. 


From 1982-1986, Hauser directed ITA's office of Multilateral Affairs. There, he managed Commerce's work on trade and investment issues in the General Agreement on Tariffs and Trade (GATT), the Organization for Economic Cooperation and Development OECD) and the United Nations. He frequently represented the department in international negotiations. 


Hauser joined Commerce in 1979 on the staff of the Assistant Secretary for Policy. From 1971 to 1979, he worked as an economist with the Bureau of Labor Statistics' International Price Competitiveness Program. 


A 1970 graduate of Georgetown University's School of Foreign Service, Hauser received a Master's Degree in International Relations (1972) and did additional graduate work at the Johns Hopkins School of Advanced International Studies in Washington, D.C. and Bologna, Italy. 


A native of Pittsburgh, Pennsylvania, Hauser is married and has one son.


Commerce Staff:

John T. Masterson, Jr.


Deputy Chief Counsel for International Commerce


Deborah E. Lashley


Intellectual Property Policy Analyst


International Trade Administration


Register of Copyrights Marybeth Peters

Marybeth Peters has served as the United States Register of Copyrights since August 7, 1994. From 1983-1994 she held the position of Policy Planning Advisor to the Register. She has also served as Acting General Counsel of the Copyright Office and as chief of both the Examining and the Information and Reference divisions. A frequent speaker on copyright issues, Ms. Peters is the author of The General Guide to the Copyright Act of 1976. Ms. Peters received her undergraduate degree from Rhode Island College and her law degree, with honors, from The George Washington University Law Center. She is a member of the bar of the District of Columbia.


Ms. Peters is an active member of The Copyright Society of the U.S.A. She is also a member of the Intellectual Property Section of the American Bar Association, the District of Columbia Bar Association, including the Computer Law Section, the DC Computer Law Forum, and the Computer Law Association, where she is a member of the board of directors.


Ms. Peters has served as a lecturer in the Communications Law Institute of The Catholic University of America Columbus School of Law and as adjunct professor of copyright law at The University of Miami School of Law and at the Georgetown University Law Center.


Ms. Peters served as a consultant on copyright law to the World Intellectual Property Organization in Geneva, Switzerland, from 1989-1990.


Copyright Office Staff:

Rachel Goslins


Marla Poor


Attorney-Advisors


Office of Policy and International Affairs
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NATIONAL INTELLECTUAL PROPERTY LAW ENFORCEMENT COORDINATION COUNCIL ("COUNCIL") MEETING 


AGENDA and DISCUSSION ISSUES 

January 21, 2000 


1:30p.m. - 3:00 p.m. 


Location: US Patent and Trademark Office 

2121 Crystal Drive, Suite 906 (Crystal Park 2)


Arlington, Virginia

I. Introductions 


Discussion Issues 


Council's Mission 

        Should the Council's role in coordinating "domestic and international intellectual property law enforcement among federal and foreign entities" be limited to consideration of policy issues, operational issues, or both? 


Logistical Issues 

        Meetings 

        How frequently should the Council meet? 


(Quarterly, semi-annually, annually?)


        How should the Council be governed? 


(by consensus, two-thirds majority etc.?)


        Membership 

Role of the Copyright Office 


*Public Law No. 106-58 directs the Council to "consult with the Register of Copyrights on law enforcement matters relating to copyrights and related matters and rights".


Participation by other agencies 

        Report 

*Public Law No. 106-5 states that the Council "shall report annually to on its coordination activities to the President, and to the Committees on Appropriations and on the Judiciary of the Senate and the House of Representatives." 

(1) What should the Council's first year Report cover?


        Establishing the Council as an Entity 

        Are there duties and functions of the Council, which might require separate staffing and/or funding? 


        Are there operational costs (e.g. letterhead, correspondence, etc.)? 


Council's Structure 

        The Draft Working Paper and Proposed Action Plan identify the following functions as potential Council-related activities: 


        policy formulation 


        law enforcement liaison 


        training 


        industry outreach 


        Do these documents reflect an appropriate breakdown of the areas and tasks the Council should address? 


        Are there other areas, tasks, or projects the Council should consider? 


        Should subcommittees or groups be formed to carry out tasks identified as priorities by the Council? If so, for which of the "functions" identified? At the working level? 
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NIPLECC Statutory Authorization 

On September 29, 1999, President Clinton signed into law the Treasury/Postal appropriations bill, Public Law No. 106-58, Section 653 of which created the "National Intellectual Property Law Enforcement Coordination Council" (NIPLECC). The Council's duty is "to coordinate domestic and international intellectual property law enforcement among federal and foreign entities." The Council is required to "report annually on its coordination activities" to the President and to the Appropriations and Judiciary Committees of the House and Senate. Its first report is due on September 29, 2000.


Participating Agencies and Offices 

Statutorily-designated Council Members, listed according to order of mention in the statute, are as follows: 


Assistant Secretary of Commerce and Commissioner of Patents and Trademarks (Co-Chair) 

(Q. Todd Dickinson)

Public Law 106-113, which was signed by the President on November 29, 1999, establishes the U.S. Patent and Trademark Office (PTO) as a performance-based organization under the policy direction of the Secretary of Commerce. As an agency responsible for promoting industrial and technological progress in the United States and strengthening the national economy, the PTO's mission is to (1) administer the patent and trademark laws; (2) advise the President, through the Secretary of Commerce; on national and certain international intellectual property policy issues; (3) advise Federal departments and agencies on matters of intellectual property policy in the U.S. and intellectual property protection in other countries. 


In addition, the PTO also provides guidance, as appropriate, with respect to proposals by agencies to assist foreign governments and international intergovernmental organizations on matters of intellectual property protection. Finally, the agency also has authority to conduct programs, studies, or exchanges or items or services regarding domestic and international intellectual property law and the effectiveness of intellectual property protection domestically and throughout the world. The office employs over 5,000 full time equivalent (FTE) staff to support its major functions -- the examination and issuance of patents and the examination and registration of trademarks.


Q. Todd Dickinson was confirmed as Assistant Secretary of Commerce and Commissioner of Patents and Trademarks on November 10, 1999. In addition to other positions, Mr. Dickinson's diverse experience in intellectual property law comes from his service as counsel with the Philadelphia-based law firm of Dechert Price & Rhoads and his service as Chief Counsel for Intellectual Property and Technology at Sun Company, Inc. He was also counsel to the Chevron Corporation in San Francisco. Mr. Dickinson holds a J.D. from the University of Pittsburgh School of Law and a B.S. from Allegheny College.


Assistant Attorney General, Criminal Division (Co-Chair) (James K. Robinson)

The Criminal Division of the U.S. Department of Justice develops, enforces, and supervises the application of all federal criminal laws except those specifically assigned to other divisions. The Division and the 93 U.S. Attorneys have the responsibility for overseeing criminal matters under the more than 900 statutes as well as certain civil litigation. Criminal Division attorneys prosecute many nationally significant cases.


In addition to its direct litigation responsibilities, the Division formulates and implements criminal enforcement policy and provides advice and assistance. For example, the Division approves or monitors sensitive areas of law enforcement such as participation in the Witness Security Program and the use of electronic surveillance; advises the Attorney General, Congress, the Office of Management Budget and the White House on matters of criminal law; provides legal advice and assistance to federal prosecutors and investigative agencies; and provides leadership for coordinating international as well as federal, state, and local law enforcement matters.


James K. Robinson was confirmed as Assistant Attorney General in June 1998. Prior to serving as Assistant Attorney General for the Criminal Division, Mr. Robinson was the United States Attorney for the Eastern District of Michigan from 1977 to 1980. Before returning to the Department of Justice, Mr. Robinson was a partner with the Detroit law firm of Honigman Miller Schwartz and Cohn where he chaired the firm's litigation department. In 1993, Mr. Robinson was appointed Dean and Professor of Law at Wayne State University Law School, a post he held until his appointment as Assistant Attorney General in 1998. He holds a J.D. magna cum laude from Wayne State University Law School.


Undersecretary of State for Economic, Business and Agricultural Affairs (Alan P. Larson)

The State Department's Bureau of Economics and Business Affairs (EB), through its Intellectual Property and Competition Policy Division (EB/IPC), has the policy lead within the State Department to develop and implement policies to promote effective protection of intellectual property rights (patents, copyrights, trademarks, trade secrets, industrial designs etc.) worldwide. It oversees the Department's participation in the work of the World Intellectual Property Organization (WIPO), which administers many international intellectual property agreements and provides technical assistance. The Division represents the Department at meetings of the TRIPS (Trade Related Aspects of Intellectual Property Agreement) Council at the World Trade Organization. The division works to strengthen IP rights through the negotiation and ratification of international agreements on IP protection in areas of emerging technology, including the Internet, biotechnology, and copyright protection for works in electronic media.


EB/IPC represents the Department in interagency efforts to resolve cases and minimize the misappropriation of U.S. intellectual property abroad. It works closely with the Office of the U.S. Trade Representative, the U.S. Patent & Trademark Office (USPTO) of Department of Commerce, the Library of Congress, Copyright Office, and the private sector in developing and implementing a comprehensive strategy for addressing bilateral IP programs. 


Working with INL, EB/IPC also spearheads efforts to cooperate with law enforcement agencies to protect IPR around the world and to develop and implement training and technical assistance programs both for IPR enforcement and TRIPS implementation, using resources from the USG (e.g. INL, USAID, and CLDP), WIPO, and the private sector. 


Within the State Department's International Narcotics and Law Enforcement Bureau (INL), there is also ongoing work on intellectual property (IP) enforcement program. INL is charged with fighting intellectual property theft and creating predictable legal economic environments worldwide so that American business may prosper. In furthering its IP goals, INL coordinates USG interagency response and engages foreign governments on intellectual property enforcement matters. Additionally, the INL Bureau is in close communication with the private sector so as to ensure timely and responsive assistance to rights-holders doing business abroad.


INL has responsibility for administering a training budget to be deployed as a tool to counter IP theft in regions and individual countries. Together, INL and EB co-chair the IP Law Enforcement Working Group that serves as a coordination body to facilitate communication between US law enforcement agencies. INL and EB also maintain a training database so as to avoid duplicative efforts in IP technical assistance by both the private and public sectors.


Alan P. Larson was sworn in as Under Secretary for Economic, Business and Agricultural Affairs on November 24, 1999. Prior to this position, Mr. Larson served as Assistant Secretary and Principal Deputy Assistant Secretary of State for Economic and Business Affairs. He also served as American Ambassador to the Organization for Economic Cooperation and Development in Paris from 1990 to 1993. Mr. Larson holds a Ph.D. in economics from the University of Iowa.


Deputy United States Trade Representative (Richard Fisher)

The Office of the U.S. Trade Representative (USTR) is responsible for developing and coordinating U.S. international trade, commodity, and direct investment policy, and leading or directing negotiations with other countries on such matters. The U.S. Trade Representative is a Cabinet member who acts as the principal trade advisor, negotiator, and spokesperson for the President on trade and related investment matters. Through an interagency structure, the USTR coordinates trade policy, resolves agency disagreements, and frames issues for Presidential decision.


The agency provides trade policy leadership and negotiating expertise in its major areas of responsibility. Among these are the following: all matters within the World Trade Organization (WTO), formerly the General Agreement on Tariffs and Trade (GATT), including implementation of the Uruguay Round Multilateral Trade Negotiation (MTN); trade, commodity, and direct investment matters dealt with by international institutions such as the Organization for Economic Cooperation and Development (OECD) and the United Nations Conference on Trade and Development (UNCTAD); export expansion policy; industrial and services trade policy; international commodity agreements and policy; bilateral and multilateral trade and investment issues; trade-related intellectual property protection issues; and import policy. The agency is organized to accommodate sectoral, regional, and functional policy perspectives, which are integrated into the decision-making process, and coordinated externally with government agencies, the private sector, and foreign entities. 


Ambassador Richard Fisher has served as Deputy U.S. Trade Representative since December 17, 1997. Prior to joining USTR, Ambassador Fisher was Managing Partner of Fisher Ewing Partners and Fisher Capital Management. He also served as Adjunct Professor at the LBJ School at the University of Texas at Austin. Mr. Fisher holds a B.A. from Harvard and a M.B.A. from Stanford.


Commissioner of Customs (Raymond W. Kelly)

The Commissioner of Customs directs over 19,000 employees responsible for enforcing over 600 laws and international agreements that protect the American public. . Customs collects roughly $20 billion annually in revenue from U.S. imports; protects our borders against the illegal importation of narcotics and other contraband; enforces laws intended to prevent illegal trade practices and laws to prevent the export of high-technology products and weapons. The Customs Service is vested with the powers of search, seizure, arrests and to conduct criminal and civil investigations. 


In an effort to combat the flow of infringing goods into the United States, the United States Customs Service has made a concerted effort to detect and seize infringing merchandise entering the United States and to investigate those individuals and organizations involved in those illicit schemes. This mission is accomplished through the cooperation of various disciplines within Customs and with other domestic and foreign law enforcement authorities to target illegal activities and to take appropriate enforcement action. By statutory authority, Customs has been granted the power to decide substantive issues of trademark and copyright infringement. 


Within the United States legal system, the Customs Service and the U.S. International Trade Commission (ITC), at the administrative level, and courts of law are the only competent legal authorities provided the power to make determinations of infringement. Customs authority is pursuant to the Tariff Act of 1930, the Lanham Act of 1946 and the Copyright Act of 1976. Customs is without power to make determinations of patent infringement. Customs issues reasoned written decisions on substantive issues of trademark and copyright infringement. 


Raymond W. Kelly was sworn in as Commissioner of the United States Customs Service on August 4, 1998. Before to this appointment, Mr. Kelly had served as the Under Secretary for Enforcement of the Treasury Department since 1996. Mr. Kelly brings to the position more than 30 years of experience and commitment to public service. A former Marine who served in combat in Vietnam, he rose through the ranks of the New York City Police department serving in 25 commands, before becoming Commissioner in August, 1992, a post he held until his retirement in January 1994. In 1994, during the crisis in Haiti, President Clinton named Mr. Kelly as Director of the International Police Monitors the multinational force. These monitors helped to establish Haiti's interim public security force. 


Undersecretary of Commerce for International Trade (David Aaron)

The International Trade Administration (ITA) helps U.S. businesses participate fully in the growing global marketplace. The ITA provides practical information to help businesses select markets for products; ensures that businesses have access to international markets as required by trade agreements; and safeguards businesses from unfair competition from dumped and subsidized imports. ITA is headed by the Under Secretary for International Trade who oversees the operations of ITA's four units: The Commercial Service is the primary point of contact for businesses throughout the United States and the world. A global network of Commercial Officers are prepared to offer assistance at every stage of the exporting process. Trade Development is the government's link to American industry. Industry sector specialists help businesses identify trade opportunities for specific products or services. Market Access and Compliance keeps world markets open to products. Country specialists can help businesses benefit from our trade agreements with other countries. Import Administration impartially enforces trade laws, ensuring that businesses face a level playing field in the domestic marketplace.


Ambassador David Aaron has served as Under Secretary of Commerce for International Trade since June 1997. Before serving in his current position, Ambassador Aaron was the United States' Permanent Representative to the Organization for Economic Cooperation and Development in Paris. Immediately prior to this, Ambassador Aaron was Vice President for Mergers and Acquisitions at Oppenheimer and Company and Vice Chairman of Oppenheimer International. Filling many positions, Mr. Aaron also had a career in the U.S. Foreign Service that began in 1962. 


USG Programs Relevant to NIPLECC's Mission 

The following is a brief, non-exclusive account of existing office and agency programs that may be relevant to NIPLECC Member discussions and deliberations: 


USTR "Special 301" Process

The "Special 301" provisions of the Trade Act of 1974, as amended, require the USTR to determine whether the acts, policies and practices of foreign countries deny adequate and effective protection of intellectual property rights or fair and equitable market access for U.S. persons that rely on intellectual property protection. Special 301 was amended in the Uruguay Round Agreements Act to clarify that a country can be found to deny adequate and effective intellectual property protection even if it is in compliance with its obligations under the TRIPS Agreement. It was also amended to direct the USTR to take into account a country's prior status and behavior under "Special 301." 


Once this pool of countries has been determined, the USTR is required to decide which, if any, of these countries should be designated Priority Foreign Countries. Priority Foreign Countries are those countries that: have the most onerous and egregious acts, policies and practices which have the greatest adverse impact (actual or potential) on the relevant U.S. products; and, are not engaged in good faith negotiations or making significant progress in negotiations to address these problems. If a trading partner is identified as a Priority Foreign Country, the USTR must decide within 30 days whether to initiate an investigation of those acts, policies and practices that were the basis for identifying the country as a Priority Foreign Country. A Special 301 investigation is similar to an investigation initiated in response to an industry Section 301 petition, except that the maximum time for an investigation under Special 301 is shorter in some circumstances. 


DOJ/FBI/Customs Intellectual Property Rights Enforcement Initiative

On July 23, 1999, the Deputy Attorney General, Assistant FBI Director Thomas Pickard, and Deputy Customs Commissioner Samuel Banks and two U.S. Attorneys Offices announced a joint Intellectual Property Rights Initiative aimed at elevating the priority of domestic criminal enforcement on intellectual property laws and developing a more coherent and vigorous international approach to IP enforcement issues ("IP Initiative"). 


The major domestic goals of the IP Initiative are to: increase the priority of criminal IP investigations and prosecutions in seven "target" districts; increase specialized training courses for investigators and prosecutors; seek referrals from industry through a streamlined, direct referral system; encourage utilization of procedures for forfeiture of infringing merchandise; and to support increased criminal penalties for infringement through amendments to the Sentencing Guidelines. The major international goals are to assist in the creation and support of an intellectual property rights enforcement council; assist in the development of foreign criminal laws; coordinate and participate on the provision of international IP enforcement training; provide support to the Administration's ongoing multilateral and bilateral efforts to strengthen IP enforcement. 


There has been significant progress during the last three months, owing to efforts of the three headquarters components as well as the seven key jurisdictions. FBI headquarters, for example, reports a dramatic spike in the overall number of intellectual property investigations opened since announcement of the Initiative. As of November 5, 1999, the Bureau reports that there are 455 intellectual property cases under investigation (combined copyright, trademark and trade secret), and that between July 23 (the date of the announcement) and November 5, 1999, 110 new IP-related investigative matters have been opened. These figures reflect nationwide efforts, and are not confined to progress made by the seven key jurisdictions. The U.S. Customs Service has also contributed a number of significant cases to the initiative thus far, with many more to follow.


 


THE PTO INTERNATIONAL ENFORCEMENT MONITORING AND COMPLIANCE TRAINING PROGRAM

The PTO monitors implementation of bilateral, regional and multilateral obligations of foreign governments with a view to an effective IP enforcement system that incorporates the minimum civil, administrative, border and criminal requirements of the Agreement on Trade Related Aspects of Intellectual Property Rights (TRIPS). As part of this monitoring program, PTO works closely with various agencies and industry groups to determine (1) whether a country's laws incorporate the minimum enforcement standards required by bilateral and multilateral agreements (MOU's, NAFTA, TRIPS, etc.) and (2) whether IP owners are, in practice, receiving the levels of protection and enforcement which the laws provide. Under 19 USC §2242, the PTO provides technical advice to the USTR regarding IP enforcement compliance and regularly supports USTR in its bilateral negotiations by providing IP enforcement expertise. With the advent of the January 1, 2000 date for compliance with TRIPS for developing member countries, the PTO is increasing its monitoring efforts to assist countries in complying with the systemic enforcement requirements of TRIPS.


Since monitoring compliance with TRIPS systemic enforcement requirements necessitates a substantive review of a country's domestic trademark, patent, copyright and trade secret laws, its civil and criminal codes, and any customs codes, PTO is able to bring its expertise to bear on such critical issues as transparency of law, and enforcement infrastructure requirements. Part of its compliance program includes assisting countries to design IP enforcement programs that use existing infrastructures and laws to meet TRIPS compliance. Toward that end, PTO has developed extensive questionnaires and other techniques for assuring that it gains the fullest picture of present IP protection and enforcement efforts. 


In addition to its enforcement monitoring program, PTO conducts and participates in numerous international enforcement training programs. On the multi-agency level, PTO has worked with such diverse organizations as WIPO, CLDP, USIA, USAID, DOJ, FBI, and Customs, to assist in training foreign law enforcement officials to meet the systemic enforcement requirements of TRIPS. PTO has further worked with various regional entities, including APEC and ASEAN, to conduct training programs. As part of its international training program, the PTO also partners with WIPO's Training Academy to provide technical assistance to policy makers and other governmental officials from developing countries on creating a TRIPS-compliant IP enforcement regime. 


As part of its enforcement monitoring and compliance program, PTO has worked with the WIPO to develop materials utilizing a fact-pattern approach that can be used in multi-discipline training. Due to TRIPs' requirements for civil, criminal and border enforcement measures, the PTO model envisions a scenario that allows officials from customs, police, prosecutors offices and judges to participate in an inter-disciplinary program. The flexibility of this fact-pattern approach allows it to be used whether the presentation is to a group from multiple countries or in a bilateral or regional setting. This enforcement model is expected to be used extensively in future multi-agency training programs. 


The National Intellectual Property Rights Coordination Center (NIPRCC)

[Description provided by Customs and has not been considered by other agencies]

The National Intellectual Property Rights Coordination Center (NIPRCC) is a multi-agency center that will coordinate all U.S. Government law enforcement activities involving IPR issues, both domestically and internationally. The NIPRCC will serve as a collection point for intelligence provided by private industry, as well as, a channel for law enforcement to obtain cooperation from private industry in specific law enforcement situations. The NIPRCC will integrate domestic and international law enforcement, along with private industry information and intelligence relating to IPR crime. This intelligence will then be disseminated for appropriate investigative and tactical use. Particular emphasis will be given to major criminal organizations and those using the Internet to facilitate IPR crime. 


The NIPRCC will serve as the point of contact for all U.S. Government agencies, the Administration, Congress and the media regarding law enforcement related issues. It will assist in the enhancement and further development of investigative, intelligence and interdiction capabilities and will work closely with foreign law enforcement in exchange of tactical intelligence and joint operations. 


Initially, Customs is assigning two special agents and two intelligence research specialists to the Center. The FBI is assigning one special agent and one intelligence research specialist. Participation by other federal and state law enforcement officers is welcome. 


Department of State IP Training Database

EB/IPC has created a centralized database of technical assistance and training in the IP area provided by the US government, inter-governmental (i.e. WIPO) and other organizations. The database includes domestic and international training programs conducted by the US government for developing countries. It also serves as a resource to the agencies and also U.S. embassies in identifying future IP training programs for their host countries. It is also used at TRIPS Council meetings to demonstrate the technical assistance provided by the U.S. government to developing countries. EB/IPC is currently updating the database, which can be searched by the date the training was provided and the country. The database should be especially useful for the Council's activities. 


Bilateral/Multilateral Organizations Relevant to NIPLECC's Mission 

APEC

The Asia-Pacific Economic Cooperation (APEC) forum was established in 1989 to promote economic integration in the Pacific region and to sustain economic growth. APEC member countries consist of Australia, Brunei Darussalam, Canada, Chile, China, Hong Kong, Indonesia, Japan, South Korea, Malaysia Taiwan, Mexico, Papua New Guinea, New Zealand, Philippines, Singapore, Thailand and the United States. 


U.S. Patent and Trademark Office 

During the past three years, the U.S. Patent and Trademark Office has participated in a number of conferences and seminars hosted by APEC and its member countries on implementing the Agreement on Trade-Related Aspects of Intellectual Property (TRIPS), including both its substantive and enforcement provisions. The seminars have focused on assisting APEC member countries to develop both the proper legal framework and enforcement regime for protecting and enforcing intellectual property. Participants have included high-level government officials from IP, trade and enforcement agencies. 


U.S. Customs 

Under the auspices of the APEC Sub-Committee on Customs Procedures (SCCP), U.S. Customs recently completed a two-year technical assistance program which provided training and technical assistance in border enforcement measures to several APEC member economies. After conducting an analysis of the border enforcement regimes of ten APEC member economies at the 1997 APEC Needs Assessment Meeting in Tokyo, U.S. Customs, in coordination with Customs Administrations of Japan, Australia, New Zealand and Canada, in coordination with concerned industry groups, designed and implemented country-specific, comprehensive technical assistance programs designed to strengthen border enforcement under the TRIPS Agreement. 


Key areas of training included: meeting TRIPS border enforcement obligations; examining various customs administrations' approach to TRIPS implementation; strengthening legislative and regulatory structures relative to border enforcement; developing appropriate Customs organizational structures; improving Customs operational issues; and improving the identification of infringing goods and Customs inspection techniques. In 1999, training was provided to Chile, Philippines, Thailand, Papua New Guinea, Indonesia, Peru, Vietnam and China. Russia is also scheduled to receive technical assistance under this project in the near future.


Council of Europe/G8

The Department of Justice is attempting to raise the profile of intellectual property (IP) crime enforcement within certain international groups, particularly the G8 and Council of Europe. In the Council of Europe, the Department is actively involved in the drafting of the Convention on Cybercrime, which contains a provision aimed at intellectual property crime. The draft convention is expected to be in final form at the end of 2000.


The Department is also involved in efforts to raise awareness of IP crime within the G8. To this end, the US distributed an IP enforcement survey to G8 members in the Summer of 1998, and presented the results of the survey at the G8 ministerial meetings last year. The results demonstrated that the member countries were facing similar problems with respect to IP crime, including the increased presence of organized transnational activity, and indicated a willingness to join forces to address these challenges. In attempting to build in the momentum generated by the survey, the US has drafted a proposal to form a new Transnational Economic Crimes subgroup of the Lyon Group. Transnational IP crime is proposed as one component of this subgroup. In order to stimulate interest in the inclusion of IP crime in such a subgroup, and explore what the subgroup might accomplish, the US is inviting experts in the IP field to a meeting in Washington this Spring to discuss these issues.


International Law Enforcement Academy-Bangkok (ILEA-Bangkok)

In cooperation with the U.S. Department of State and under the auspices of ILEA-Bangkok, in October 1999, U.S. Customs and the Federal Bureau of Investigation developed and implemented a training program aimed at strengthening the border enforcement regimes of several southeast Asian countries. The International Law Enforcement Academy, established by the governments of the United States and Thailand in 1998, was created to provide quality training and criminal justice institution building, to strengthen the rule of law, and develop partnerships with, and cooperation among, Asian, U.S., and other world law enforcement communities.


The October 1999 program provided training to delegations of law enforcement officials from Malaysia, Singapore, Thailand, Viet Nam, Hong Kong, Indonesia, Phillippines, Brunei and Laos which focused on border enforcement legal policy and regulatory frameworks, criminal investigative techniques and procedures, laboratory and forensic investigations, and Customs procedures and targeting.


United Nations Economic Commission for Europe (UN/ECE)

The UN/ECE is a United Nations organization designed to foster dialogue and cooperation on economic and other issues between its members, which includes countries of North America, western, central and eastern Europe and Asia. 


The PTO participates in the UN/ECE's Advisory Group on the Protection and Implementation of Intellectual Property Rights for Investment. The Advisory Group is a public-private sector partnership, which was created to assist the transitional economies of central and eastern Europe and the Commonwealth of Independent States (CIS), through training programs and other technical assistance, create an effective legal framework and enforcement regime to protect and enforce intellectual property. 


World Intellectual Property Organization (WIPO)

WIPO is an intergovernmental organization headquartered in Geneva, Switzerland. One of the 16 specialized UN agencies, it is responsible for promoting the protection of intellectual property throughout the world through cooperation among member States. It also administers various multilateral treaties dealing with the legal and administrative aspects of intellectual property. 


U.S. Patent and Trademark Office (PTO)

As the substantive IP agency in the Executive Branch, the PTO represents the U.S. government at WIPO's Standing Committee and other meetings. In the enforcement area, the PTO partners with the World Intellectual Property Organization's Training Academy to provide high-level policy makers and other government officials from developing countries with technical assistance, including training, on creating a TRIPS-compliant intellectual property enforcement regime. 


The training programs assist government officials understand the components of creating an integrated enforcement system, which includes civil and criminal procedures and remedies and border measures, to combat counterfeiting and piracy in the physical world and tackle the enforcement challenges posed by the Internet. The PTO also partners with WIPO's Bureaus to provide technical assistance and training on developing a TRIPS-compliant legal system and enforcement regime to high-level government officials from specific regions of the world, including Africa and Asia.


To improve IP enforcement training programs and work more effectively with developing countries to identify weaknesses in their legal framework and enforcement regimes, the PTO and WIPO are spear-heading a project to change IP enforcement training from a lecture-based to a more interactive problem-solving approach. A U.S. inter-agency delegation, led by the PTO, conducted a trial-run of the new format in July of 1999 at WIPO's headquarters in Geneva. 


World Customs Organization (WCO)

The World Customs Organization is an independent intergovernmental body with world-wide membership whose mission is to enhance the effectiveness and efficiency of Customs administrations.


In its role as Chair of the WCO Intellectual Property Rights working group, U.S. Customs let the 8th annual meeting of the group, which met in Brussels in December 1999. The 1999 meeting was attended by representatives of over 60 WCO member countries, several international organizations and related industries. The major focus of the meeting involved improving the delivery of technical assistance relating to border members under the TRIPS Agreement-with a particular emphasis on developing countries, establishing a European anti-counterfeiting network, and improving methods of seizing goods and prosecuting violators. U.S. Customs remains committed to providing technical training and assistance relating to border measures under TRIPS under the auspices of the WCO.
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ABOUT THIS DOCUMENT 

This Draft Working Paper and Proposed Action Plan has been prepared by the Co-Chair staffs (PTO, DOJ) to facilitate identification of NIPLECC goals, supporting activities, agency participation, action items and timetables where appropriate. It is organized according to certain "core" (i.e., statutorily mandated) functions, and additional supporting functions relating to policy formulation, law enforcement liaison, training, industry outreach, and the activities that might be undertaken to support them. It leaves open for consideration whether certain functions and activities, if undertaken, might call for the formation of standing committee structures or working level groups. Additional information concerning the Council's statutory members and related agency programs is provided in the accompanying Draft Background Paper.

NIPLECC STATUTORY FUNCTIONS 

        To "coordinate domestic and intellectual property law enforcement among federal and foreign entities." 


        To "report annually on its coordination activities to the President, and to the Committees on Appropriations and on the Judiciary of the Senate and the House of Representatives" 

        To "consult with the Register of Copyrights on law enforcement matters relating to copyright and related rights and matters." 

        Funding: "[F]unds made available for fiscal year 2000 and hereafter by this or any other act shall be available for interagency funding of the National Intellectual Property Law Enforcement Coordination Council" 


Goals and Supporting Activities (Proposed)

        The statutory members of the NIPLECC shall meet periodically, with PTO and DOJ chairing the meetings on a rotating basis. 


        The NIPLECC shall produce an Annual Report, at the end of each fiscal year, on its domestic and international IP enforcement coordination activities. 


        PTO and DOJ shall coordinate the drafting of the Annual Report, with the assistance of each member agency. 


        The NIPLECC may form committees or working-level groups to accomplishing its tasks, and such groups shall meet on a periodic or ad-hoc basis as appropriate. 


        . 

SUPPORTING POLICY-RELATED FUNCTIONS 


The following supporting activities may be undertaken in support of the statutory functions described above. 


Goals and Supporting Activities (Proposed)

        Goal: To improve the coordination of the USG's domestic and international IP enforcement efforts. 


        Identify agency initiatives (current and future) for enhancing enforcement efforts. 


        Develop solutions for correcting deficiencies and enhancing individual agency missions by acting when appropriate through the collective body. 

        Identify deficiencies in current IP enforcement efforts (domestic and international). 


        Establish priorities for improving domestic and international IP enforcement coordination based on the USG's obligations under multilateral, bilateral, and regional IP and trade agreements and law enforcement missions and priorities 


        Assess current allocation and the need for additional resources (e.g. funding, staff etc.) to enhance coordination of domestic and international IP enforcement efforts. 


        Goal: To improve cooperation with other governments with respect to IP enforcement. 


        Work with law enforcement, trade counterparts and IP agencies in foreign countries to raise the level of awareness of the benefits of strong IP protection and enforcement. 


        Goal: To improve cooperation with industry with respect to IP enforcement. 


        Work with trademark, copyright and patent industries to identify systemic domestic and international IP enforcement problems, current and potential problems (e.g. Internet piracy etc.), and consider joint initiatives for tackling them. 


        Propose annual meeting between NIPLECC and industry association representatives to identify and highlight special IP enforcement problems 


        Participation

Lead office(s)/agenc(ies)?


        Other USG participation required?


        Committee structure required?


        Action items/timetable

        SUPPORTING ENFORCEMENT-RELATED FUNCTIONS 


 


Goals and Supporting Activities (Proposed)

        Goal: To improve USG coordination between policy-related and law enforcement-related IP activities to further enhance enforcement efforts. 

        Interface with USTR Special 301 process and activities: 


        Link Special 301 priorities to in-country law enforcement resources; solicit requests for in-country law enforcement needs; report country progress. 

        Convey to USTR information on law enforcement performance by periodically communicating major country, regional, and product-related enforcement challenges (see Identification of investigative priorities, below). 

        Assess investigative priorities: 


        Identify major and emerging geographically-law related challenges 


        Identify major and emerging product-related law enforcement challenges 


        Liaison with attaches to both identify and appraise of emerging priorities 


        Interface with NIPLECC Training function to target resources. 

        Evaluate effectiveness of law enforcement assistance programs: 


        Track and review provision of international law enforcement-related assistance (not including training) 


        Develop recommendations for mutual legal assistance agreements or arrangements, and extradition treaties, aimed at combating intellectual property violations 


        Develop measures for gauging effectiveness of efforts 


        Identify countries or other targets of resource efforts where resources have failed to produce meaningful results; furnish as input into NIPLECC annual report 


        Interface with Intelligence Community (IC) 


        Inquire as to resources that might be used to facilitate IP enforcement, and what legal boundaries would apply to intelligence community involvement 

        Consider involvement of Intelligence Community liaison to NIPLECC 


        Interface with Customs/FBI Information Sharing Center 

        Provide policy-level linkages to assist in accomplishing goals of facilitating collection, analysis and dissemination of IP-enforcement related information (encourage contributions of information from other government agencies and private sector). 


        Participation

Lead office(s)/agenc(ies)?


        Other USG participation required?


        Committee structure required?


        Action items/timetable

        SUPPORTING TRAINING-RELATED FUNCTIONS 


 


Goals and supporting activities (Proposed)

        Goal: To coordinate, track, and evaluate the impact of USG IP technical assistance and training programs for foreign countries. 


        Create a system to track USG training programs and IP briefings 


        Develop a system to measure effectiveness and overall impact of USG training programs on the country's enforcement regime 


        Build on Department of State's database project, develop and maintain database (e.g. countries, participating govt. officials, nature of training etc.) of all technical assistance (past and future) provided by USG agencies. 


        Coordinate with all govt. agencies and private organizations (International Institute of Education, Phelps Stokes Fund, etc.) to identify past technical assistance. 


        Identify technical assistance provided through other USG and non-USG groups: 

        Coordinate technical assistance and training programs provided by agencies through bilateral initiatives (e.g. State's U.S.-PRC JLG and INL, etc.) 

        Identify technical assistance provided by other governments, inter-governmental organizations and private industry to eliminate possible duplication 

        Develop target list of countries and specific training needs based on TRIPS obligations, Special 301 assessment, input from U.S. embassies and industry, current legal framework, individual country requests, market size and other policy concerns. 


        Develop joint USG comprehensive TRIPS-implementation IP enforcement training seminar: 


        Offer to countries with proper legal and institutional infrastructure in place a basic seminar with emphasis on step-by-step process for creating an integrated TRIPS-compliant and effective civil, criminal and border system. 


        Create list of possible funding sources, including: 


        USG agencies (DOC (CLDP), State (INL), AID etc.), inter-governmental organizations (e.g. World Bank, WIPO, Latin and Asian Development Banks, World Customs Organization etc.) and private organizations 


        Identify any restrictions on use of funds 


        Coordinate with Industry Outreach Group and Liaison Enforcement Group to accomplish training activities. 


        Participation

Lead office(s)/agenc(ies)?


        Other USG participation required?


        Committee structure required?


        Action items/timetable

        SUPPORTING OUTREACH-RELATED FUNCTIONS 


Goals and supporting activities (Proposed)

        Goal: To coordinate with intellectual property owners to tackle IP enforcement problems on the international and domestic fronts. 


        Identify specific enforcement issues: 


        Coordinate with trademark, copyright and patent industries to identify systemic international (e.g. civil, criminal and border procedures, lack of transparency, political will etc.) and domestic IP enforcement issues. 


        Develop potential new strategies for addressing international (outside special 301 and WTO context) IP enforcement issues. 


        Identify other USG bilateral initiatives and activities {e.g. U.S. China Joint Commission on Commerce and Trade (JCCT), State Dept.'s US-PRC Joint Liaison Group (JLG), DOC ASEAN initiative etc.} to raise international IP enforcement issues 


        Coordinate with Enforcement Liaison Group to identify specific criminal IP enforcement problems. 


        Coordinate collection of statistical data: 


        Coordinate the collection of statistics and other data (e.g. Customs, FBI statistics, industry associations) on IP infringing activity of use to USG agencies and industry 


        Coordinate with industry to assess the economic impact and loss to U.S. IP owners of counterfeiting and piracy 


        Furnish as input into NIPLECC annual report. 


        Coordinate training initiatives: 


        Coordinate with industry (based on in-country experience) to identify country training priorities and specific needs 


        Improve coordination of industry participation in USG domestic and international IP training programs 


        Develop joint USG-private industry IP enforcement training programs 


        Create list of potential private sector trainers (domestic and international 


        Coordinate with Training Group on training initiatives. 

        Participation

Lead office(s)/agenc(ies)?


        Other USG participation required?


        Committee structure required?


        Action items/timetable

        DISCUSSION ISSUES 


        Creation of Industry Outreach Committee (proposed by PTO; DOJ proposes integrating the goals and functions listed below into the Enforcement and Training Committees' activities) 


        Creation of an inter-agency web page containing IP enforcement information with hyperlink to Member Agencies' Internet sites. 


        Participation by Copyright Office 


        Role of Customs/FBI Information Sharing Center vis-à-vis NIPLECC 

        Funding 


MEETING AND ACTIVITY SCHEDULE 

		Activity 

		Target date 

		Date Completed 



		Joint letter from Co-Chairs to Members to announce formation of NIPLECC and obtain contact information for agency support staff 

		 

		Mailed 12/23 



		Obtain contact information for agency support staff 

		Before January 12, 2000 

		Obtained 1/7. 



		Distribute Draft Background Paper and Proposed Action Plan to Member Staff for comment 

		January 10, 2000 

		 



		Working-level Meeting with Member Agencies to review and discuss Background Document and Proposed Action Plan; Develop List of Discussion Topics for Jan. 21st meeting. 

		January 12, 2000 (location: PTO) 

		 



		First Full NIPLECC Meeting 

		January 21, 1999, 1:30-3:00 p.m.: location: PTO) 

		 



		 

		 

		 



		 

		 

		 



		 

		 

		 



		 

		 

		 





NATIONAL INTELLECTUAL PROPERTY LAW ENFORCEMENT COORDINATION COUNCIL ("COUNCIL")

AGENDA and DISCUSSION ISSUES 

Wednesday, April 26, 2000

10:00 a.m.- 12:00 p.m. 

U.S. Department of Justice


10th & Constitution Ave., NW


Room 2208 (Criminal Division Conference Room)

I. Welcome


Assistant Attorney General Jim Robinson 


Presentations (10:00-11:00 a.m.) 


Copyright Office (10 minutes) (Marybeth Peters, Register of Copyrights) 


(Background presentation on the nature of its activities in the IP enforcement area)


Inventory Status 


Law Enforcement Liaison (10 minutes) (Stevan Mitchell, DOJ) 


Outreach (10 minutes) (Susan Wilson, PTO) 


Training (10 minutes) (Jim Roberts, State; Susan Wilson, PTO) 


Policy (shifted to focus on "strategy and recommendations" as further described below) 


Discussion Issues 


How frequently should the Council meet? 


[Working-level staff ("Staff") recommendation is for the Council to hold 3 additional meetings this year prior to publication of the first Annual Report in January, 2001, with one of those meetings being a public meeting or hearing with intellectual property owners, industry representatives and other interested parties. Staff proposes the following timetable for the remainder of the year:

June 2000 -- Council holds public hearing (details below under Industry and other outreach)

September 2000 -- Regular Council meeting

January 2001 -- Regular Council meeting/ approve report for publication and submission to the President and Congress. 

[Staff also recommends that the Council hold its meetings on a semi-annual basis thereafter, and in addition, continue to hold 1 public meeting or hearing per year] [PTO recommends quarterly].

How should the staff be organized to support the Council? 


[Staff recommends that it continue to meet at the working-level, on an ad hoc basis, to prepare for Council meetings and monthly to address Training]. 

Staff has identified 4 possible areas of attention (training, industry and other outreach, law enforcement liaison and policy development). The following are the staffs' recommendations on how the Council, at present, should approach these activities. 


Training

[Staff recommendation is for the Council to decide how to address Training based on the proposals in the attached paper]. 

Industry and other outreach

1. Public Meeting


[Staff has prepared, for Council's consideration, the attached Federal Register notice for a public hearing to be held on June 19, 2000. The notice describes the following: 

Nature of the public meeting; 

Venue for the meeting (DOC auditorium); 


Meeting duration (2 to 3 hours); 


Issues for public comment; 


Guidelines for oral testimony and submission of written comments. 

2. Administrative matters


[Staff has determined that a separate "Industry and other outreach" Committee to coordinate the public meeting is unnecessary. Working-level staff will hold meetings prior to the scheduled date to coordinate the logistics of the meeting, and to invoke agency resources on an "as-needed" basis]. 

[Staff also recommends that industry and other interested parties have the opportunity to provide Council members, on an informal and ad-hoc basis, with comments and suggestions on IP enforcement issues that might be suitable for the Council to address]. 

Law Enforcement Liaison

[Council should instruct Staff-level representatives of law enforcement agencies to review challenges encountered in domestic and international intellectual property law enforcement activities, such as the joint DOJ/FBI/Customs IP enforcement initiative, to report progress on the initiative and other enforcement efforts for possible inclusion in the Council's Annual Report, and to raise appropriate "big ticket" enforcement-related issues before the Council for consideration as recommendations.]

Strategy and Recommendations

[Staff suggests that "Strategy and Recommendations" is a more appropriate title for the activities identified under "policy development."] 

[Council should authorize staff to develop a process by which appropriate issues (aside from those relating to training and law enforcement liaison) will be framed and presented to the Council as proposed recommendations for discussion and ratification at its meetings. These could include recommendations on issues raised during the public hearing, by individual Council members or other interested parties.]

[Council should consider authorizing staff to develop a plan for creation of a "unified calendar" reflecting appropriate Council Member and Agency activities relating to IP enforcement coordination.] 

D. Other Participation 


[Insofar as the Federal Bureau of Investigation plays an integral role in IP enforcement, has contributed to the Council's efforts as though it were represented as a statutory member, the Staff recommends that the Council consider, as one of a number of recommendations to include in its first Annual Report, a recommendation to Congress that the FBI be named a statutory member of the Council in subsequent legislative enactments.]


USG IP Law Enforcement Training Working Group 

(Document submitted by State Department EB and INL)


Chaired by State (EB and INL Bureaus). Core Members: Justice, Commerce, PTO, USTR, Customs, FBI, plus others as appropriate, e.g. USAID and CLDP.


Many of the programs that U.S. agencies have organized and participated in have been either wholly or partly funded by State/INL so that they may realize U.S. objectives in deterring intellectual property theft internationally.


The Law Enforcement Training Working Group has been meeting at State since 1998. It prioritizes countries in need of USG-funded training and technical assistance, in the context of decision criteria developed in the Special 301 and TRIPS review process, input from U.S. embassies and consulates abroad, input from private sector, input from participating USG law enforcement working group agencies, and taking into account broader U.S. trade and foreign policy objectives. For those priority countries designated to receive funded training and technical assistance, it develops responsive and tailored programs to address/rectify IP law enforcement concerns. The group meets monthly and provides a forum for agencies to discuss other law enforcement-related training plans and objectives


Group member agencies use a consistent meeting agenda format to discuss (1) country-specific problems; (2) international efforts and how USG projects can contribute; (3) propose specific projects. A database is maintained (based upon contributions from USG agencies and the U.S. private sector) of past and on-going projects for internal USG use and for sharing with relevant international organizations (e.g. WTO, WIPO) as appropriate. The group will continue to augment the database with names, titles, etc. of foreign officials trained with USG funds and expand the database to include NGO and non-USG training currently excluded.


In the future, the group will work on the creation of a website and events calendar, the development of specific course curricula, the further development of the training database, placing a greater emphasis on Internet piracy, the links to organized crime, the need to address consumer protection, and the need for greater attention to countries attempting to comply with TRIPS. 


NIPLECC Training Development Project 

(Document submitted by USPTO)


In view of existing demands on the USG for IP enforcement training, and the anticipated increase in those demands, the USPTO would like to 1) bring some points to the attention of the Council, and 2) propose a course of action.


1. Points on International Training

In our discussions of IP enforcement training coordination issues at NIPLECC staff meetings we have identified several areas in which coordination could either be improved or initiated. These areas can be subdivided into administrative issues and substantive issues.


On the administrative side, there is a consensus that the following could improve the current USG training situation: ensure that the meetings occur at least bi-monthly; augment the training database with names, titles, etc. of foreign officials trained with USG funds; expand the database to include NGO and non-USG training currently excluded; and chart available USG and non-USG funds for IP training, funding needs, and agency resources and training priorities. Some of these points have already been incorporated in State's paper.


On the substantive side, the following were identified as worthwhile pursuits: develop standardized enforcement curricula for international training (i.e., an integrated systems approach - civil, administrative, and criminal); develop training materials in different media and different languages; work with WIPO, EU, and other IGOs on training development; expand the base of trainers by developing programs for USG, foreign, and industry trainers; identify competent private sector trainers (domestic and international) and draw industry into more active role in curriculum development; develop methods for measuring the effectiveness and impact of training, including work with industry to develop program follow-up activities that test trained officials.


The USPTO alone, or in conjunction with other USG agencies or IGOs, has begun work in all these areas except effectiveness measurement and program follow-up by industry.


Regardless of the Council's decision, the USPTO commits to continuing to develop these activities and continuing to incorporate the crucial expertise of the other agencies in this room to accomplish USG training goals. In this regard, we are not asking for any formal arrangement/chair, etc. 


However, the USPTO believes that more concerted and productive efforts could be directed at these projects, accelerating delivery dates and improving the USG's chances of meeting its international objectives. This has not and, we believe, cannot occur in the context of the bi-monthly Law Enforcement Training Working Group. The reasons include: 1) the group is sometimes quite large and includes agencies or entities not at the core of curriculum development - this causes a dilution of focus; 2) the group has discussed many possibilities for improving the situation over the past two years, but has not made progress in several critical areas because our goals list has been too long and too diverse and we all have had too many competing interests; 3) the size of the group, the voluntary nature of participation, and the lack of accountability, while contributing to the popularity of the group, have not been conducive to progress in these areas; and 4) while the group may spawn certain specified tasks such as assessing resource problems associated with international visitors programs, no one has had the time or inclination to devote their attention to the administrative details that could support meaningful progress on substance. In truth, most of the real, substantive work on curriculum has occurred informally, among the staff people in this room.


2. A Proposal 


The Council should designate to the NIPLECC staffs the responsibility for undertaking these substantive responsibilities. In this way, institutionally, the Council agencies are both obligated to establish and work toward common goals, and are guaranteed a role in the process. NIPLECC staffs could work on these issues as staff or, if a formal designation is required, could refer to this as the NIPLECC Training Development Project.


This project (named or unnamed) would be an adjunct to the activities of the State-chaired group, but with a different focus. Membership would be limited to NIPLECC agencies. Leadership of projects would be determined on a project-by-project basis. Meetings would be called on an "as needed" basis. Conducting the proposed activities under the aegis of the NIPLECC could have the added benefit of providing the Council with substance-related coordination successes to report to Congress. 


Correspondingly, the Law Enforcement Training Working Group would not address curriculum development, but would instead focus on the other activities mentioned, and additional necessary activities, such as using the meetings and proposed website to identify and list available USG and non-USG funds for IP training, match those funds with agency programs that need funding, chart IP training priorities - USG-wide and agency-specific, and chart agency resources - how many trainers are there and how many hours can they commit - so the USG doesn't over-commit itself to training.


LARSON TRAINING LETTER <statedoc.pdf>

NATIONAL INTELLECTUAL PROPERTY LAW ENFORCEMENT COORDINATION COUNCIL ("COUNCIL")


AGENDA and DISCUSSION ISSUES 

Friday, August 4, 2000

10:00 a.m. - 12:00 p.m.

Host: U.S. Patent and Trademark Office


2121 Crystal Drive, Suite 906 (Crystal Park 2)

Arlington, Virginia


I. Welcome

Under Secretary Q. Todd Dickinson 


Training Coordination 


Under Secretary Dickinson will read a statement regarding the training coordination issue. 


Federal Register Notice: Summary and Presentation of Public Comments 

Summary and International Issues: Susan Wilson, USPTO


Domestic Issues: Michael O'Leary, DOJ 


Discussion of Comments and Response Options 


Is additional interaction with the industry desirable at this time, for example, in the form of a public meeting? 


[Staff recommendation: Industry representatives have expressed a preference for option B.1 below. Staff concurs).

Response Options: 


1). Since the majority of the comments received address operational or working-level issues, respond by arranging meetings between Council Staff and each of the respondents whose recommendations affect agency activities; and/or


2). Respond by dedicating a section of the Council's Annual Report to the public comments received? 


[Staff recommendation: Beginning in early October 2000, the combined Council Staff could schedule a series of meetings to address the respondents' recommendations. Principals or other high-ranking agency officials could attend, schedules permitting. Also, we can include a section in the Annual Report dedicated to the Notice, Comments received, and the Council's response.]

Unified Calendar 

[Staff recommendation: Given the short amount of time remaining in this Administration, Staff recommends postponing the consideration of this potentially resource-intensive project until the next Council convenes.]

Council Report 


When should the Council meet to ratify the Annual Report? December 2000 or January 2001? 


[Staff recommendation: Staff recommends that the report be ratified in December. Delivery to Congress can be delayed until late January to accommodate inclusion of the law enforcement agencies' statistics.]

Should the Council meet once more between now and the ratification meeting to address outstanding issues? 


Drafting responsibilities and scheduling -- consideration of Staff plan: 


[Staff recommendation: Consider the proposed drafting schedule, attached.]

How many copies of the Report should be printed? Should the Report be made available to the Public (e.g., via posting on agency websites)? 


When and how should the Council deliver the Report to Congress? 


VII. Other Business

Council Training Statement Read by Under Secretary Dickinson August 4, 2000 

In January of this year, the Council began discussing coordination of international training. Since then, we and our staffs have worked to hard in an effort to reach a consensus on how to organize ourselves to maximize our success in improving existing coordination efforts, and in moving beyond those efforts into new areas of coordination. At this time, we are setting aside the issue of organization because we believe the Council's resources will be better spent highlighting our individual and collective accomplishments. The Member agencies will decide how to improve coordination. 


All of the agencies at this table bring distinct and valuable skills to bear on this process, and we each have our own, distinct priorities and commitments. Through this process, we have all come to fully understand and appreciate the importance of coordination, and we commit to this important task as individual agencies, respecting both our individual and collective missions. 


Recognizing the importance of this issue, Council meetings should continue to provide a forum for agencies to report on coordination issues, and coordination efforts carried out by Council Member agencies will be reflected in the Council's Annual Report. In these ways, the Council can continue to demonstrate its support for Member agencies' training coordination efforts in a productive manner. 


APPENDIX - TAB C 

Federal Register Notice #1 - Industry Responses (in alphabetical order by organization)

Respondents (in alphabetical order by company)

Bristol-Myers Squibb Company


Center for Information, Technology & Society


International AntiCounterfeiting Coalition


International Intellectual Property Alliance


International Trademark Association


Software & Information Industry Association


J.D. Sallen (individual)


1. Bristol-Myers Squibb Company

July 7, 2000


The Honorable Q. Todd Dickinson


Under Secretary of Commerce for Intellectual Property 


& Director of the United States Patent and Trademark Office


Box 4


Washington, D.C. 20231


Dear Mr. Secretary:


Donald J. Barrack, Vice-President and Senior Counsel - Patents for Bristol-Myers Squibb Company, submits these comments on the Company's behalf. Bristol-Myers Squibb Company is a leading diversified worldwide health and personal care company whose principal businesses are medicines, beauty care, nutritionals and medical devices. Our mission is to develop and market innovative products that extend and enhance human life.


Intellectual property laws in the United States and around the world provide incentives for Bristol-Myers Squibb to invest the resources necessary to discover, develop and market new products that fulfill our mission. During the 1990's, progress was made in the United States and abroad in raising the standards of available intellectual property protection. The Agreement on Trade-Related Aspects of Intellectual Property Rights and the North American Free Trade Agreement set forth minimum standards for intellectual property protection and enforcement. As we begin the 21st century, the National Intellectual Property Law Enforcement Coordination Council (IPCC) has an opportunity to see that these minimum standards are implemented and enforced.


In the pharmaceutical industry, counterfeit goods negatively impact Bristol-Myers Squibb, but more importantly, they negatively impact the health of patients in the United States and around the world. (The term "counterfeit goods" as used in the pharmaceutical industry encompasses goods which purport to be from a source different than their actual source as well as goods that are mislabeled, adulterated, improperly packaged or subpotent.) The IPCC can take a leadership role in addressing the issue of counterfeit drugs by coordinating activities of United States and international agencies which do not individually have the expertise or resources to address the problem.


On a worldwide scale, the World Customs Organization (WCO) has expressed interest in the problem of counterfeit drugs. WCO is, however, limited in two areas: awareness and resources. What are the problem areas and how do law-enforcement officials differentiate counterfeit drugs from legitimate drugs? How can the resource issue be addressed so that law enforcement officials are not overwhelmed at the borders and ports by the volume of products?


A task force of the United States Customs Service, Drug Enforcement Agency and Food and Drug Administration has been formed to address United States/Mexican border issues of illegal drug entry. The IPCC can support the work of this task force and encourage formation of a parallel task force to address issues of illegal drug entry across the United States /Canadian border. Training for United States Customs Service personnel (along with other law enforcement personnel) can be implemented (with the assistance of industry if desired) so that law enforcement personnel are aware of the issue of counterfeit drugs and are aware of the techniques for differentiating counterfeit from legitimate materials.


The issue of counterfeit drugs is clearly not solely a United States issue and the IPCC would benefit United States citizens and citizens of other countries if it raised this issue to a higher level with law enforcement organizations around the world.


Respectfully submitted,


Bristol-Myers Squibb Company


by Donald J. Barrack


Vice-President & Senior Counsel - Patents


2. Center for Information, Technology & Society

-----Original Message-----


From: bmslib@mit.edu [SMTP:bmslib@mit.edu]


Sent: Friday, June 16, 2000 10:05 AM


To: elizabeth.shaw@uspto.gov


Cc: bmslib@mit.edu; patricem@ombwatch.org


Subject: Coordination Council Comments (kindly acknowledge receipt)


Coordination Council Comments by


the Center for Information, Technology & Society


June 16, 2000


Under Secretary of Commerce for Intellectual Property and


Director of the United States Patent and Trademark Office


Box 4


Washington, DC 20231


Dear Sirs:


I write as Director of the Center for Information, Technology &


Society -- a nonprofit group that began at MIT and is dedicated to the


improvement of learning and education.


In the area of intellectual property, I was a consultant to the U.S.


Office of Technology Assessment. For example, I was a contributor to


_Intellectual Property Rights in an Age of Electronics and


Information_ (U.S. OTA-CIT-302, LOC Card Number 86-600522. My


contribution is accessible at --


www.eff.org/pub/Groups/CITS/Reports/cits_nii_framework_ota.report


I suggest that there is a very important issue that the new


coordination Council must address -- "Fair Use" in a digital age as


put forth in Sections 706(a) and (b) of the U.S. Copyright Act.


There is a dangerous imbalance between this section of the Act to


promote learning by the dissemination of information, under, say, the


concept of the "teachable moment" and the severe penalties of Section


506 of the Act for copyright violations.


The effect of this imbalance has been extremely chilling to the free


flow of information and ideas on the Internet.


Contrary to the general impression that the Internet is a lawless


activity -- copying at will, I have found that any and all of the


professional discussion groups are extremely reluctant to provide any


information that may be seen to violate copyright -- despite, say, its


timeliness for encouraging discussion at the teachable moment.


At best, these discussants post URLs that are either quickly


out-of-date or where there are onerous requirements placed on the


reader. For illustration I cite the legal contract of the _New York


Times_ which -- to view any of their articles online, the viewer must


"sign a contract" that requires the viewer/user of the information to


"indemnify and hold harmless" the New York Times in any copyright


issues that may arise out of the use.


This contract is extremely chilling for the following reason. If I


were to view a document at the _Times_ and were that document to be


disseminated on the Internet (under Fair Use), this contract requires


me to pay for any and all legal costs the _New York Times_ might spend


-- regardless of whether a court of law might decide such usage did


not constitute a violation of copyright.


Whether we believe the _Times_ would enforce this contract is not the


point. But rather, this contract and the penalties in Section 506 of


the Copyright Act are all evidence of a lop-sided situation where


almost no one dares share information from copyrighted sources under


Fair Use.


The very visibility of the Internet places everyone in a "fish bowl."


So, where I might have read a newspaper article and shared photocopies


with some colleagues under Fair Use -- on the Internet -- this is open


for all to see if, for example, the sharing is on a "listserve" which


while a "private discussion" amongst colleagues, the listserve


postings and archives are available on the Internet.


And, with indexing sites such as AltaVista, and web-enabled


listserves, it becomes too easy for publishers to identify potential


infringers.


With "distance learning" the problem becomes even greater. Professors


are used to being able to introduce materials in their courses at the


"teachable moment." Later, when the material passes the teachable


moment, they must then pay copyright fees.


And, fortunately, some of these courses and materials are available to


others via the Internet. For example, Professor Fisher's course on


Intellectual Property taught at the Harvard Law School placed many


articles on the Internet that were current, crucial and at the


teachable moment.


But this was one brave step, which few others have followed.


***


Let me make one further illustration. To provide Melrose, MA


students with learning opportunities in Computers and Networks


I volunteer teach a course here called "Computer Lab/Shop."


It has been very successful, and already some of my students


are being offered college placement with scholarships.


One of the projects is to expand the functionality of a


program that was published by Ziff-Davis in 1988.


Ziff-Davis published "source code" as a way of teaching its


readership. Ziff-Davis made the "source code" freely


available on the Internet and it resides in numerous archives


on the net.


I take that same "source code" and teach my students skills


by having them add features to the program.


My students now wish to, in the spirit of open software, give


back to the net the features they have added.


Knowing that this is a derivative work, and knowing the Section


706 does not clearly address the extent of Fair Use for


derivative works, I contact both the copyright office of


Ziff-Davis and the editor of _PC Magazine_, and am refused


permission to release this derivative work -- even though I


am willing to assure the quality of the derivative work.


The publication of this derivative work, for an operating


system (DOS) that is no longer widely used, and which would


in no way reduce the income of Ziff-Davis is refused simply


because, I presume, the publisher wants no precedent in this area.


I spoke with Rep. Edward Markey's aids about the problem. I


noted the chilling effect of Section 506, and how the involvement


of the Melrose Public School System would be vulnerable.


However, they said that they could do nothing to intervene.


So many hours of valuable work by my students sit unused by others


who could learn and benefit from what they have done.


***


Unfortunately, in this era, the political concerns about publisher


rights under copyright are running the opposite direction. And it is


often said in study Centers such as ours that no political process


protects both sides of an issue at the same time.


Yet we fully recognize the public good value of the free flow of


information; as we also recognize the importance of copyright to


ensure the production of good, quality information.


In response to this need for balance, I suggest that the Council, as


an early matter of business, create two sub-councils -- one populated


with those who would wish to promote fair use and the flow of


information -- the other populated with those who wish to protect too


free a flow of information because of its affect on the production of


information.


Each side can work out guidelines appropriate for the digital age, and


one of the matters of the Council's business can be to reconcile


differences in suggested guidelines and provide a clear signal to


publishers and the public of the resulting balance.


Without the explicit treatment of this issue, I fear that the right


of Fair Use will be further abridged as the Council might focus its


efforts on further restricting the free flow of information.


Very truly yours,


(e-mail header certifies signature)


W. Curtiss Priest, Ph.D.


Center for Information, Technology & Society


466 Pleasant Street


Melrose, MA 02176-4522


BMSLIB@MIT.EDU


3. International AntiCounterfeiting Coalition

VIA COURIER & U.S. MAIL June 22, 2000


Q. Todd Dickinson


Under Secretary of Commerce, Intellectual Property


Director, U.S. Patent and Trademark Office


2121 Crystal Drive 


Crystal Park II Building 


Suite 901 


Washington, D.C. 20231


Re: Request for Comments on Issues Related to Policies and Agenda for the National Intellectual Property Law Enforcement Coordination Council ("Council")


Dear Mr. Dickinson:


The International AntiCounterfeiting Coalition, Inc. ("IACC") appreciates the opportunity to submit these comments in response to the Council's request for comments published in the June 5, 2000 Federal Register (65 Fed. Reg. 35611).


The IACC is the largest multi-national organization devoted solely to combating product counterfeiting and piracy. The IACC's membership consists of approximately 180 corporations, trade associations, intellectual property counsel, investigators, and product security companies located in over 30 countries. The IACC membership includes a cross-section of industries - autos, apparel, consumer products, luxury goods, software, motion pictures, sound recordings, and others. The members' combined sales exceed $500 billion.


INTRODUCTION

Intellectual property (IP) enforcement has not traditionally been viewed as "substantive" IP, but it should be clear to anyone remotely involved in IP that enforcement is the central issue because, without enforcement, these rights owners believe they have are meaningless. 


Due to the Council's make up, the IACC believes it is important to underscore one basic issue - the constituency. While the U.S. Patent and Trademark Office (PTO) and the Copyright Office are fully dedicated to IP responsibilities, these responsibilities differ significantly from the other Council members. We appreciate the fact that the other Council members have full-time staff dedicated to IP, but they differ because of: 


        the rotation of personnel at the operational level; 


        the level of training specifically in IP issues; or 


        the more limited scope of training and education in IP issues. 


The two primary constituencies that benefit from effective IP enforcement are the IP owners and consumers. The government's objective in promoting effective IP enforcement should be to facilitate (1) the IP owners' ability to benefit from the investment made to research, development, and marketing of new products; and (2) the marketing of goods to consumers without subjecting them to deceptive and fraudulent practices by pirates and counterfeiters offering substandard, defective, and misleading goods. 


The IACC recognizes, as we are sure the Council members recognize, that the authority and roles of the agencies differ depending upon whether activities are pursued domestically or abroad. This difference arises from the fact that law enforcement agencies and the IP policy agencies engage in different activities, though there may be some overlap in certain instances.


Despite different agency missions and legal authority, the IACC believes that efforts to promote effective IP enforcement must be a cooperative government-industry effort and should be done with minimal hurdles that hinder effective enforcement.


Finally, the IACC views "IP enforcement" in a broad sense. Enforcement of IP laws that result in effective protection must involve civil, administrative, and criminal aspects of protection and enforcement. Thus, it is not limited to law enforcement merely in terms of police-type organizations. IP enforcement involves both operational and policy level attention. While the IACC recognizes the operational responsibilities of Department of Justice ("DOJ"), FBI, and Customs on the domestic front, the other Council members have an important role regarding domestic legislation that affects the domestic IP regime. 


Internationally, "IP enforcement" involves training and education on international standards of IP enforcement - bilateral, multilateral, and regional initiatives (e.g., APEC, FTAA, UNECE). In view of the fact that the TRIPs enforcement provisions address civil and administrative enforcement (except for one article), it is clear that a great need exists to discuss civil and administrative enforcement regimes, as well as criminal enforcement. Thus, internationally, more responsibility falls on the substantive IP entities (PTO, Copyright Office) because of their ability to integrate substantive international standards into various training programs conducted worldwide.


THE COUNCIL'S AGENDA


The U.S. Government is, in the IACC's opinion, the most aggressive government advocating high levels of IP protection abroad to protect American IP owners doing business in foreign markets. As such, the Council must recognize that our domestic IP enforcement regime is subject to scrutiny by our trading partners who study our IP enforcement regime to counter U.S. efforts to obtain higher levels of protection abroad. Further, domestic IP enforcement policy cannot and should not be totally divorced from what the United States seeks to obtain in the international arena, whether in the bilateral or multilateral context. Therefore, it is important that the domestic IP enforcement regime be a superior system that can be defended as one of the best, if not the best, when the United States insists on higher levels of enforcement abroad.


What, if any, domestic policy-level law enforcement issues should the Council address?


a. Penalties


The IACC recommends that government agencies and the private sector work to statutorily establish the value of the infringed-upon item as the starting point for determining the value of pirate and counterfeit goods in all criminal IP cases. No reason exists to allow calculations to be made on the basis of the price of the infringing item. Adjusting the calculation of penalties based on the price of the infringed-upon item will improve domestic IP enforcement regime. 


In addition, changing the base calculation and requiring that the price of the infringed-upon item be used to make penalty calculations would make calculations consistent with an existing statutory provision that applies to civil remedies. A provision of the U.S. Customs law, 15 U.S.C. § 1526(f), instructs Customs to use the value of the genuine goods when a civil fine is being imposed, though Customs has the discretion in deciding when to impose this fine. Although the Customs provision applies to cases involving counterfeit trademarks, it does establish a statutory standard for calculating civil fines in an administrative case. However, it seems inconsistent in criminal cases, whether copyright or trademark, that the value of the infringing item would be used to calculate pecuniary harm. 


b. Criminal Cases


In domestic enforcement (FBI, Customs, and DOJ), copyright piracy and trademark counterfeiting must be deemed by law enforcement agencies as a serious crime. Despite last year's announcement by DOJ that it was initiating an increased effort against IP crimes, copyright and trademark owners remain disappointed by the number of federal criminal IP cases initiated. We recognize that cases initiated under this recently announced effort may not be reflected in DOJ's FY 1999 Accountability Report, because these cases are in their initial investigatory stages. Nevertheless, the number of cases filed by DOJ reflects that federal law enforcement authorities do not consider IP theft as a serious crime deserving greater enforcement and penalties.


c. Policies as a Barrier to Effective Enforcement


Initially, the IACC commends Customs for its long record of IP enforcement - administrative and criminal. During the past decade, seizures of thousands of infringing shipments valued in millions of dollars have been used to highlight the need for the type of border enforcement industry seeks to find abroad.


Unfortunately, the IACC views Customs' recent imposition of new procedures as counter to effective enforcement. Customs' decision to review all private sector training materials has caused delays and postponements in training field Customs officers in the detection and identification of pirate and counterfeit goods. The IACC and other IP owners and associations learned of this policy during a one-day Customs-industry meeting in March 2000. The manner in which Customs' policy was changed after years of practice denied IP owners any transparency, something that the U.S. Government and industry constantly seeks for conducting activities abroad. 


Regarding this policy, several questions should be asked and answered:


1. IP owners and associations have provided Customs officers with training and training materials for years. What prompted this policy change? Were there significant abuses by industry or isolated cases that prompted this change? If isolated cases existed, then one has to ask, why all IP owners must bear the burden.


2. Given the years that industry training has been conducted, why did Customs unilaterally change the policy without any public discussion of this change prior to implementation? (We note that when this policy was announced in March, industry was not being asked about the policy, rather, we were told that it would happen.)


3. Did Customs consider that its policy and procedure changes greatly impact IP owners' training budgets? (IP owners ask only that Customs and other law enforcement officials take time to attend the training sessions. IP owners pay for travel, preparation of materials and, on occasion, the rental of the training venue.)


4. If Customs is concerned about what IP owners/representatives might say or provide in their materials, why doesn't Customs prepare a brief instructional sheet to all Customs officers attending a training session that instructs Customs officers to follow internal regulations, directives and guidelines? Why is it easier for dozens of IP owners to rewrite, reprint, and transport new materials than for Customs to prepare one instructional document to be copied and distributed that states that despite the private sector's opinion of infringement, Customs will make its own determinations based on internal procedures? The burden of ensuring that Customs officers follow its regulations, directives, and guidelines is Customs' responsibility; this responsibility should not be borne by IP owners. 


5. In view of the fact that the materials are used for Customs, FBI, state and local authorities, why should Customs be editing the IP owners' training materials that are intended for a broad enforcement audience?


6. As part of the new policy, why are IP owners told that providing the IP owners' contact information in its training materials is inappropriate? In view of the fact that this information is to be submitted when IP owners record their copyrights and trademarks with Customs, it seems natural that industry contacts will be included in the materials. The objective of training is so that Customs can make timely decisions regarding suspect shipments. Having industry contact information helps to expedite the movement of goods. If Customs wants its own contact information distributed, shouldn't a Customs official attending the training ensure that internal agency contact information is provided?


The IACC could continue to list additional questions regarding these recent policy changes. Ultimately, however, the Council and Customs should recognize that when industry training is being conducted, the enforcement agencies have their own ability to distribute material and reinforce internal procedures. The IACC has received reports from members indicating that:


        reviews have, at times, taken nearly two months without resolution; 


        rewriting, reprinting, and distribution negatively impacts enforcement (because field officers have no information for periods of time); and 


        industry time is wasted on disputes over words in manuals rather than assisting enforcement. 


IACC members are committed to training and educating Customs and other law enforcement officials regarding the identification of suspect and infringing goods. Unfortunately, the new Customs policies unduly burden IP owners by imposing on owners the duty of ensuring that Customs officers follow internal policies rather than Customs ensuring that its officers follow directives and guidelines.


These procedures also overlook another major issue: resources. IP owners, like government agencies, must work within budget constraints. IP owners cannot spend thousands of dollars to reprint materials and pay to transport these materials all over the country merely because one Customs official dislikes a word or two in a manual. IP owners are combating counterfeiting and piracy worldwide, a very expensive endeavor. These Customs procedures have real-world consequences. 


Customs' IP enforcement role differs from other traditional Customs responsibilities. Most administrative violations involving Customs is a matter between Customs and an importer. In IP cases, there are three parties, Customs, the IP owner and an infringer. Customs should be cognizant that every new procedure that burdens an IP owner benefits the infringer, because the government agency, busy ensuring that new procedures are properly followed, is not likely to be placing the same amount of additional effort toward increasing enforcement against imports of pirate and counterfeit goods. 


What, if any, international policy-level law enforcement issues should the Council address?


a. Objective


The IACC believes that the international objective is to see that foreign governments create and implement an effective IP enforcement system, i.e., one that has effective civil, administrative, and criminal procedures and penalties. In view of the TRIPs enforcement provisions, these civil, criminal, administrative and border enforcement standards should be the starting point in advocating elements of an enforcement system. In addition, where the United States can obtain higher levels of IP enforcement, this goal should be pursued in view of many ambiguities in TRIPs. Furthermore, in view of the technological developments since TRIPs was concluded and the WIPO treaties negotiated in 1996, IP enforcement issues must include those related to the Internet. 


b. Coordination


Initially, the IACC recommends that the Council address coordination issues affecting the Council itself. The IACC believes that enforcement initiatives, especially training and education, regardless of what agency is involved, must occur in an IP enforcement context. The IACC is aware of past interagency efforts at international "IP Enforcement Training" that were based on training agendas that made no mention of IP. While IP enforcement training necessarily includes operational training, even in educating "police" organizations, it is necessary to discuss what constitutes a copyright or trademark violation so that law enforcement officers have some basic familiarity of the type of IP involved and the basic differences between the types of IP.


Several issues arise in coordinating international activities, including the development of a list of priority countries and ensuring that the training teams understand the international IP enforcement issues sufficiently to provide the necessary assistance. Regarding the latter point, the IACC, recognizing that the United States has a good IP enforcement regime, does not necessarily believe that most countries can adopt the elements and structure of the U.S. IP enforcement system easily. As a result, those who engage in IP enforcement training and education should understand the difference between "the right thing to do" (e.g., meeting international standards) and "the right way to do it" (e.g., foreign IP enforcement systems need not copy the U.S. systems as long as the implementation fulfills international obligations). Training teams should consist of those who have actual IP enforcement experience to be able to offer foreign officials suggestions, recommendations, and alternatives. Absent such personnel, private sector support of training programs must be considered.


Coordinating activities must include prioritizing in order to use limited resources in an effective and efficient manner. During the past few years, international IP enforcement issues have strained existing resources due to the increased requests and demands for training, education, and support of programs. As a result, we recommend the Council conduct a critical review of those countries listed for training and education programs. At present, it is not apparent that a critical assessment is conducted in deciding what countries to devote resources to for IP technical support and assistance. 


In view of the fact that there are few people within the agencies sufficiently knowledgeable to conduct IP enforcement training abroad, the IACC recommends that a small number of core countries be identified to receive IP enforcement training. Finally, in determining the countries that are to receive technical assistance for IP enforcement training, the decision should be based upon substantive IP review. The IACC views a difference between those countries needing general technical assistance for law enforcement and those needing assistance for IP enforcement. For the latter decision in the international arena, the substantive IP agencies should have the primary responsibility for such assessments.


c. Accountability


Internationally, the IACC finds that a major omission exists in current policy efforts - accountability. For several years, the agencies represented by the Council have engaged in programs in the United States and abroad to train and educate foreign judges, prosecutors, police officers, customs officials, and others regarding IP enforcement. Unfortunately, despite the millions of dollars spent on travel, training materials, and the time devoted to these efforts, nothing exits to assess the results. The IACC is reluctant to rely on statistics regarding seizures, prosecutions, and any penalties. The IACC recommends that when any U.S. Government resources are used to provide IP enforcement training for foreign government officials, the names, contact information and titles be publicly available to the IP community to give them a resource with which to obtain IP enforcement assistance. In this way, industry can assess if those being trained are providing assistance in obtaining IP enforcement.


d. Other


The IACC supports the implementation of laws abroad that require greater oversight of optical media production equipment and the imposition of penalties in order to combat the proliferation of pirate production. In addition, we support the Council's efforts to raise the issue of higher levels of protection for famous marks that takes on greater importance in a global economy.


COUNCIL-INDUSTRY COOPERATION


In what ways can the Council assist the intellectual property industries in creating domestic and international environments conducive to enforcement of intellectual property rights?


The IACC encourages the Council to continue to promote judicial reforms, rule-of-law, and transparency abroad. The IP industries, through our participation in IP enforcement programs, promote these themes. A joint effort in espousing these principles and providing advice about how changes might be made abroad is constructive.


The IACC recommends that each U.S. Government agency examine its procedures and policies to determine if such procedures and policies are conducive to effective and efficient enforcement. As discussed above, the Customs review of training manuals diverts resources from enforcement to unnecessary administrative obstacles. This is one example of an administrative exercise that the IACC would not want to confront abroad, though the fact that it is being done in the United States risks such a practice being adopted abroad. United States policies and procedures do not exist in a vacuum; foreign governments are interested in what U.S. agencies do and, in many cases, strive to mirror our policies and procedures.


Therefore, as U.S. agencies adopt procedures and assess procedures and policies abroad, one major question is whether a new policy/procedure or a change in an existing policy/procedure creates greater obstacles for the IP owners while doing nothing to deter pirates and counterfeiters. 


In what ways can the Council enhance the enforcement of intellectual property rights while facilitating legitimate trade?


Information is the key element. The Council, as well as IP industries, must promote greater communication between IP owners/representatives and the relevant enforcement authorities here and abroad. The more knowledge, training, and education enforcement authorities have the more efficient they will be in determining what goods to examine and what goods to flow freely. 


Are there gaps or impediments in existing law enforcement regimes that, if remedied, would enable rights-holders to better protect their intellectual property rights?


18 U.S.C. § 2320


The IACC recommends that agencies and industry undertake to strengthen this provision against counterfeiting. Our specific recommendations are as follows:


1. Currently, the statute limits prosecutions for counterfeiting to those circumstances in which the counterfeit mark is "identical with, or substantially indistinguishable from, a mark registered for those goods or services . . . ." 18 U.S.C. § 2320(e)(1)(A)(ii). While the requirement that a registration exist may be generally acceptable, the registration requirement is an absolute bar to prosecuting those involved in counterfeiting unregistered famous marks. Tying prosecutions strictly to registered marks fails to recognize that unregistered famous marks are counterfeited. Moreover, in today's fast-paced, high-tech economy, marks can become famous before the registration process is concluded. The Internet can turn unknown words, names, and logos into instant internationally recognized marks for one's goods and services. Thus, we recommend and support efforts to remove the requirement that registration is required to pursue cases of trademark counterfeiting.


2. The statute states that a counterfeit mark is one that is identical or substantially indistinguishable from a mark registered for "those goods or services." The IACC recommends that joint efforts by government and industry be made to remove this restriction when the counterfeiting involves a famous mark. Again, while this may be appropriate for cases involving marks that are not famous, it is detrimental to the protection of famous marks. 


For the owner of a famous mark, the IACC distinguishes the need for identifying goods or services in a trademark application, i.e., before one has been officially granted rights in a mark or is using the mark, from the trademark protection/enforcement phase when a mark is in broad use. As written, savvy counterfeiters would exploit § 2320 by using famous marks on only dissimilar goods or services so as to be out of the reach of the provision and avoid criminal prosecution. In the end, counterfeiters do not care about the class of goods or services on which they apply counterfeit marks; rather, their intent is to exploit the famous mark for financial gain. Presently, this provision fails to give owners of registered and unregistered famous marks adequate protection; and


3. In view of the recent 9th Circuit decision in United States v. Giles, § 2320 should be amended to cover situations involving counterfeit marks when not found on the "final" product to be marketed. Language similar to that found in 18 U.S.C. § 2318, referring to counterfeit labels affixed to or designed to be affixed, should be considered. Today's counterfeiters are educated and good businessmen competing in the market and often use tactics to avoid and evade legal liability. This is yet another loophole whereby counterfeit marks are beyond the scope of prosecution.


In what ways can the intellectual property industries contribute to or assist the Council in carrying out its mission of coordinating domestic and international intellectual property law enforcement-related activities? 


The IACC is committed to:


        continuing its program of training and education of law enforcement officers; 


        participating in international IP enforcement training/education programs; 


        identifying countries that have inadequate systems and specific issues that are problematic; and 


        providing potential solutions to IP enforcement problems. 


The IACC staff and members have participated in and are prepared to continue working with the U.S. Government and intergovernmental organizations to promote improved IP enforcement. The IACC has been involved in training for foreign officials, whether through U.S. Government funded programs or programs funded by intergovernmental organizations. Through these efforts, the IACC promotes existing international standards and identifies TRIPs-plus enforcement that should be considered. The IACC supplements the U.S. Government's efforts here and abroad and will strive to continue these efforts.


In what ways can the Council assist U.S. Government interaction with its foreign counterparts on intellectual property law enforcement-related activities?


Efforts to have a meaningful discussion with foreign governments on IP enforcement issues requires that the U.S. Government understand its counterparts' IP enforcement regime. The IACC recommends that greater use be made of an existing one-page questionnaire (with changes as necessary) whereby either the Council or U.S. Embassies abroad provide information regarding the IP enforcement system of a given country. This would allow improved planning for training and education programs. 


The one-page questionnaire was previously used prior to bilaterals with Paraguay and Malaysia, but has not been used worldwide. However, by understanding a foreign counterparts' enforcement system, training programs can be customized and targeted to the appropriate agencies of a given government and identify their weaknesses in the enforcement process. Gathering this information requires more inquiries by U.S. Embassies, FBI legal attaches, and Customs attaches. In addition, where questions remain, the private sector may be able to answer questions regarding the enforcement systems of foreign enforcement regimes. 


CONCLUSION

To be effective, the Council must be led by an agency with a broad vision that understands what constitutes IP law enforcement: an integrated civil, administrative and criminal system; possess experience in various areas of IP enforcement; apply that experience to different government structures; and ability to advise foreign government officials on implementing and meeting international obligations through alternative enforcement regimes, even those that differ from the U.S. enforcement structure. 


Both here and abroad, the IACC desires an effective civil, administrative and criminal IP enforcement system. The broad view is absolutely necessary to ensure an effective system is implemented. Civil, administrative, border, and criminal IP enforcement are critical components of an effective system. No one enforcement component necessarily outweighs the other when an integrated system of effective enforcement is needed. 


If you have any questions or comments regarding this submission, please do not hesitate to contact me directly at telephone 202-624-7283, or by email ttrainer@iacc.org <mailto:ttrainer@iacc.org>).


Respectfully submitted, 


Timothy P. Trainer


President 


cc: Raymond W. Kelly, U.S. Customs Service


Alan P. Larson, U.S. Department of State


Robert S. LaRussa, U.S. Department of Commerce


Marybeth Peters, U.S. Copyright Office


James K. Robinson, U.S. Department of Justice


Richard W. Fisher, Office of the U.S. Trade Representative


4. International Intellectual Property Alliance

Comments of the


International Intellectual Property Alliance

on Issues Related to the Policies and Agenda


for the National Intellectual Property Law Enforcement Coordination Council


July 7, 2000


The International Intellectual Property Alliance (IIPA) submits these comments in response to the June 5 request for public comments circulated by the Co-Chairing agencies of the National Intellectual Property Law Enforcement Coordination Council (NIPLECC). See 65 Fed. Reg. 35611 (June 5, 2000) and 65 Fed. Reg. 39601 (June 27, 2000). 


These comments represent the collective views of the seven associations which comprise the IIPA. Our comments outline the actions which NIPLECC could take in both the domestic and international law enforcement arena. 


ABOUT THE IIPA

The International Intellectual Property Alliance (the "IIPA" or "Alliance") is a coalition formed in 1984 consisting of seven trade associations, each of which represents a significant segment of the copyright industry in the United States. The IIPA consists of AFMA (formerly the American Film Marketing Association), the Association of American Publishers (AAP), the Business Software Alliance (BSA), the Interactive Digital Software Association (IDSA), the Motion Picture Association of America (MPAA), the National Music Publishers' Association (NMPA) and the Recording Industry Association of America (RIAA).


The IIPA represents more than 1,450 U.S. companies producing and distributing works protected by copyright laws throughout the world: all types of computer software, including business software and entertainment software (such as videogame CD-ROMs and cartridges, personal computer CD-ROMs, and multimedia products); motion pictures, television programs and home videocassettes, video CDs and DVDs; music; records, CDs and audiocassettes; and textbooks, tradebooks, reference and professional publications and journals (in electronic and print media).


The U.S. copyright-based companies are the leading edge of the world's high technology, entertainment, and publishing industries. According to Copyright Industries in the U.S. Economy: The 1999 Report, prepared for IIPA by Economists, Inc., the core copyright industries accounted for $348.4 billion in value added to the U.S. economy, or approximately 4.3% of the Gross Domestic Product (GDP) in 1997 (the last year for which complete data is available). In 1997, the total copyright industries accounted for $529.3 billion in value added, or approximately 6.53% of GDP. 


The U.S. copyright industries are also among the nation's most dynamic and fast-growing economic sectors. The core copyright industries' share of the GDP grew more than twice as fast as the remainder of the U.S. economy between 1977 and 1997 (6.3% vs. 2.7%). Employment in the core copyright industries grew three times the rate of national employment growth between 1977 and 1997 (4.8% vs. 1.6%). More than 6.9 million workers were employed by the total copyright industries, about 5.3% of the total U.S. work force, in 1997. The core copyright industries generated an estimated $66.85 billion in foreign sales and exports in 1997, an 11.1% gain over 1996 and larger than the foreign sales and exports of the food, tobacco, apparel, textile, and aircraft industries combined. Preliminary estimates for foreign sales and exports for 1998 are $71.0 billion. For more information on IIPA and its member associations, visit http://www.iipa.com.

IIPA'S VIEWS ON NIPLECC'S DOMESTIC LAW ENFORCEMENT MISSION AND AGENDA 


NIPLECC's statutory mission is broadly "to coordinate domestic and international intellectual property law enforcement among federal and foreign entities.'' 


Each of these associations has been involved, to varying degrees, in both criminal infringement actions and civil intellectual property litigation here in the United States, at both the federal and state level. They have been engaged for decades, at investigative and operational levels, in supporting criminal prosecutions and conducting civil actions to combat traditional forms of piracy (e.g. unauthorized reproduction, distribution and sale on physical carriers and public performance piracy of all kinds) of motion pictures, sound recordings, music, and business and entertainment software. More recently, these associations and their member companies have taken on the fight against on-line piracy by initiating investigations, supporting criminal prosecutions, and filing civil cases. They have worked closely with federal officials to support new efforts, including new legislation, to prevent the potentially massive threat to their business through uncontrolled, unauthorized upload, transmission, download and unauthorized use of their creative products in this new on-line environment. 


Enforcement of rights under copyright at the domestic federal level is the direct responsibility of only two members of NIPLECC. These agencies are the Justice Department (including the Federal Bureau of Investigation) and the U.S. Customs Service. While the Commerce Department, the Patent and Trademark Office and the Copyright Office have a role in domestic policy issues affecting the substantive copyright law and its enforcement provisions, none of these agencies is actually engaged in enforcement of rights under copyright. The remaining three agencies, the Office of the United States Trade Representative, the State Department and the International Trade Commission have almost no role to play in the area of domestic enforcement. Therefore it is important to be cognizant of the division between operational matters (e.g. hands-on anti-piracy investigations and criminal prosecutions) and non-operational matters.


Operational Matters:

        The urgent need for more effective prosecutions of copyright offenses at the federal level 


In the domestic arena, the primary and most urgent concern of our industries is the need to improve federal copyright enforcement by the DOJ, FBI and Customs. Because this is almost entirely an operational issue within the jurisdiction of DOJ, the FBI and Customs, we believe that it would unnecessarily complicate the mission of these agencies to create another level of bureaucracy on top of these agencies' primary mission and jurisdiction. Therefore, we believe that, at most, NIPLECC as a separate entity should limit itself to advisory and consultative mechanisms, some of which are discussed below. It would be counterproductive to involve other NIPLECC agencies in any operational domestic enforcement matters. 


Our associations, and in turn our member companies, will continue to contact and work with these two NIPLECC agencies (Justice and Customs, along with the FBI) to conduct their enforcement programs on a confidential, case-by-case basis, and where broader enforcement policy issues are involved, with senior level officials of these agencies and, as appropriate, with the Congress. We believe it would unnecessarily complicate the difficult job of establishing enforcement priorities and then implementing them to involve NIPLECC or any other federal agencies. Instead, we believe the relevant enforcement agencies should focus their attention on enforcing the U.S. Copyright Act. 


In the past year, intellectual property crimes have received increased attention from federal law enforcement agencies. One year ago the DOJ, FBI and Customs announced their "Intellectual Property Rights Initiative." This established, among other things, an infrastructure whereby seven districts would make intellectual property rights issues a priority issue. Our associations strongly supported the launching of this initiative, particularly in light of the growing complexity of IP crime and the recent explosion of online piracy of copyrighted works. The impact and significance of such piracy will only grow as technology continues to develop, making intellectual property crimes easier to commit and more difficult to detect and root out.


Congress recognized the importance of criminal deterrence of electronic piracy by enacting the No Electronic Theft (NET) Act in 1997. Here in the United States, copyright owners and federal authorities were stymied for a lengthy period of time until the U.S. Sentencing Commission recently adopted its amendments to the Sentencing Guidelines to implement the NET Act. Unfortunately, with the amended guidelines now in place, there remains a paucity of prosecutions in this area, although more are reported to be in the investigatory pipeline. 


When it comes to domestic criminal copyright law enforcement at the federal level, the very simple fact is that more federal cases need to be taken by federal prosecutors, including Internet cases. Our industries are presenting such cases to the authorities, and we are concerned that the federal response has been far less than we anticipated.


In addition to working with federal law enforcement agencies, several of our associations and member companies also work diligently with state and local law enforcement authorities to coordinate seizures of pirated products under applicable state laws. (State enforcement measures are properly beyond the scope of possible NIPLECC activities.)


We see a most urgent and critical need for the DOJ, the FBI and Customs to support an examination of the internal processes within their agencies in order to expedite the investigation and prosecution of federal criminal copyright cases. We believe that there are many more cases ripe for criminal prosecution than are currently being taken. 


We believe that NIPLECC can encourage its law enforcement member agencies to take concrete actions to fight copyright piracy within this country. NIPLECC's support for additional measures, such as more training, compiling statistics and promoting educational messages (outlined below) could also serve to enhance the copyright industries' anti-piracy efforts here in the U.S. 


        More enforcement training for federal officials 


There is always a need for more and better training of federal officials involved in on-the-ground law enforcement activities. NIPLECC (or a subcommittee of NIPLECC) might be effective in discussing and reaching consensus on a broad program of trainings. Training in anti-piracy investigation, seizure, identification and evidentiary techniques and prosecutorial issues could encompass many groups of individuals, including for example: FBI agents, Customs officers, postal investigators, Assistant U.S. Attorneys (AUSAs), U.S. Attorneys, and U.S. District Court Judges. 


Our associations (as well as our respective member companies) have been involved in many and various training activities with these agencies over the years. We stand ready to continue to provide domestic training on investigative techniques to federal offices, to their best ability. Our associations already have good working relationships with several of the investigative agencies and are able to work with them on training programs' agendas and schedules. 


We wish to continue to broaden and deepen our roles as experts and contacts to assist in various training endeavors. We request that, to the extent possible, the copyright private sector be able to contribute to programs' designs/agenda in order to ensure maximum impact of the training. We also ask that the lines of communication be open, and that the private sector be informed of upcoming events. Our goal will always be to have these training activities result in additional investigations, more prosecutions and better deterrence against all types of intellectual property theft.


Non-Operational Matters:

There are some areas in which NIPLECC, or a subcommittee within NIPLECC, could work together at the non-operational level to improve the climate for copyright enforcement generally. We briefly outline these areas below. 


        Compilation of enforcement statistics here in the U.S. 


While several agencies (e.g. Justice, FBI and Customs) do collect criminal copyright-related enforcement statistics arising out of actions taken within the U.S. or at its borders, this information often lacks a useful degree of specificity. For example, the Justice Department does not distinguish between the specific kinds of criminal copyright cases brought under Title 18 (are these actions involving records, music, motion pictures, videogames, business software or other). Information on restitution awards and criminal fines paid and collected in federal criminal copyright infringement cases is not compiled. We believe that NIPLECC or a subcommittee of NIPLECC could work together to provide all the relevant agencies with ideas, recommendations and tools to improve their statistical-gathering capabilities. 


One area where the domestic enforcement agenda and the international agenda overlap is in the area of compliance by the U.S. with its TRIPS Agreement enforcement obligations in the World Trade Organization (WTO). The collection of accurate enforcement statistics is a key element of this compliance agenda and any U.S. statistics system should be a model for similar activities by other WTO trading partners on a global basis, many of whom have enforcement records that do not meet TRIPS obligations and who would benefit from keeping accurate records of the performance of their enforcement systems.


        Coordination of educational messages on the domestic front 


Building awareness of the law among members of the general public is key to the success of any long-term enforcement efforts. This is one area where an interagency approach might prove feasible and effective. NIPLECC, or a subcommittee of NIPLECC, might serve as a coordinating point for preparing and distributing public materials regarding the importance of effective domestic copyright enforcement. Such materials could be distributed to both U.S. government officials (here and abroad) as well as made available for the public at large. Such documents would serve as a supplement, not a substitute, for existing informational materials which already are available through the individual federal agencies. 


Effective enforcement of the law does promote and facilitate legitimate trade by removing illegitimate, piratical trade from the marketplace. Again, to support effective enforcement, we encourage open channels of communication between copyright holders and federal law enforcement entities on investigatory and prosecutorial matters. NIPLECC could serve an educational role in disseminating straightforward messages to the public that "respect for the copyright law" and that "piracy is theft." We believe that NIPLECC could support each of its seven member agencies to devise a public relations plan to promote these kinds of educational messages within their own agencies' already existing infrastructure. For example, agencies' websites could be updated to relay this common message. 


IIPA'S VIEWS ON NIPLECC'S INTERNATIONAL LAW ENFORCEMENT MISSION AND AGENDA 


IIPA believes that there are several areas related to law enforcement at the international level where NIPLECC could perform a central coordinating role for the U.S. Government. These areas include: (a) working with industry to prioritize and assist in training and other technical assistance programs offered by U.S agencies abroad and in the U.S., (b) centralizing information on U.S. government agency activities, including training activities, in the intellectual property field, and (c) working directly with the U.S. private sector to shape effective enforcement programs. It is important to clarify that IIPA sees NIPLECC as a coordination and information clearinghouse, and that NIPLECC would not have any authority or mandate to approve or disapprove of any single agency's ongoing activities. IIPA believes that improved interagency communication and coordination should be the primary missions of NIPLECC in the international realm. Below is a non-exhaustive list of the kinds of activities NIPLECC could undertake and/or oversee with respect to international copyright-related matters. 


        Work with the private sector to prioritize U.S. intellectual property-related trainings, here and abroad 


NIPLECC's seven members should meet regularly with each other and with private sector representatives at the operational level to prioritize training activities. NIPLECC members also should share their agency's plans for intellectual property rights-related trainings with foreign officials. In general, these kinds of trainings take two forms. First, there are a wide variety of training activities and symposia planned abroad by U.S. agencies. Second, various agencies sponsor a large number of international visitors who come to the United States to receive IP-related training. Member agencies, acting through NIPLECC, should share information about their training programs and projects well in advance so as to prevent waste and unnecessary duplication of activities. At the same time, NIPLECC itself should not have any authority to preempt the specific plans of individual agencies. We would hope, however, that this increased information-sharing would result in the reduction of any duplication of resources. An additional by-product of these agencies sharing their training efforts to NIPLECC would be for NIPLECC to compile and maintain current lists of U.S. government-provided technical assistance programs and missions on intellectual property rights. 


Furthermore, NIPLECC should invite private industry participation and input with respect to identifying priority countries and/or foreign officials to receive and/or participate in IPR-related training events. We hope that NIPLECC can encourage more transparency in the development of these IPR technical assistance programs conducted here and abroad.


        Expand training opportunities and industry participation 


With respect to improving the international law enforcement environment, IIPA believes that NIPLECC, in its coordinating role, can continue to encourage its member agencies to conduct IPR training programs which support improved law enforcement and provide educational training on current IPR-related issues. Training programs by U.S. government agencies can cover both investigatory programs as well as programs aimed at foreign policy-makers. 


The TRIPS Agreement provides the foundation for enforcement elements across civil, criminal and border measures which each WTO member country needs to have in place and in operation. While many countries have made efforts in recent years to raise their substantive levels of copyright protection up to the minimum standards outlined in TRIPS, the biggest challenge our industries' continue to face is ineffective enforcement. A country fails to be in compliance with TRIPS if its law merely provides those measures on-the-books but its legal system fails to enforce those measures. These deficiencies in national laws and legal systems, if corrected, would enable copyright owners to better protect their rights. 


IIPA believes that more trainings for foreign officials on copyright enforcement matters is needed. For example, FBI officials lead copyright-related trainings at their International Law Enforcement Academies (ILEA) in Budapest and Thailand. These trainings have been extremely useful, both for training foreign officials and introducing these officials to the industries' investigators and experts in the region. We strongly encourage that more trainings with copyright emphasis be conducted. Issues like cyber-hacking, banking fraud and other white-collar crimes are now being placed on agendas at international governmental forums. It is not sufficient to cover the important issue of copyright matters as a sub-topic to other forms of cyber crimes; copyright deserves its own slot. Customs officials also travel to many countries to discuss customs operations and provide training on investigatory techniques. Again, our industries find these sessions very useful, and recommend that these sessions be expanded, both in terms of copyright-dedicated sessions per program as well as overall number of training programs offered. The U.S. Patent and Trademark Office (PTO) and the Commerce Department hosts educational and policy sessions on various high technology issues. The Copyright Office has its International Copyright Institute for foreign copyright officials. These separate programs should continue, and should be expanded. IIPA supports training programs which encourage adequate and effective copyright protection and enforcement throughout the world. 


IIPA and its members will continue to support and participate in international IP law enforcement trainings, to the best of our abilities. What industry needs is an open line of ongoing communication about upcoming events at the earliest stages possible. We have received requests to participate in international training programs aboard with as little as 7 days' notice. Clearly, this short notice can place a strain on our resources. Improved flow of information between the U.S. agencies and the private sector on these opportunities would be most welcome.


We also recommend that NIPLECC and its members follow-up on the effectiveness of the numerous trainings the U.S. government provides. Accountability and efforts to review the impact the training made on these officials should be built-in to this process. 


        Improve international coordination of investigations 


IIPA believes that the importance of intellectual property rights protection and enforcement should be elevated at all international levels. Especially in a global economy, it is imperative that the operational agencies like Customs and Justice coordinate closely with their foreign counterparts, especially on multinational cases. IIPA recommends that individual agencies like Justice and Customs continue to work hard to improve communication and coordination with their foreign colleagues on international copyright investigations and actions. We believe that those agencies charged with the actual investigation and prosecution should continue to have such authority, separate and apart from any NIPLECC coordination.


IIPA believes that NIPLECC could serve an organizational role in improving the infrastructure of interagency coordination regarding international investigations. For example, NIPLECC could encourage the creation of an "IPR-law enforcement team" within U.S. embassies and missions in countries with serious IP problems. We understand that such issue-specific enforcement teams already exist in some embassies for other issues, such as drug trafficking, anti-terrorism, alien smuggling, and the like. Such a IPR team could be chaired by a senior embassy official (like the Deputy Chief of Mission) and team members could include the Customs Attaché and the FBI Attaché. In addition, an IPR team could also include economic and commercial officers who often work to identify foreign officials for international visitor programs and to host various public IP functions and events in-country. 


        Coordinate a consistent U.S. copyright agenda in the international realm 


NIPLECC could provide a discussion forum to ensure that a unified, U.S. government message is being disseminated both to the public at large and to individual nations. NIPLECC, (or a subcommittee of NIPLECC members) could serve as a coordinating point for preparing and distributing public materials regarding the importance of effective domestic copyright enforcement. Such materials could be distributed to both U.S. government officials (here and abroad) as well as made available for the public at large. Such documents would serve as a supplement, not a substitute, for existing informational materials which already are available through the individual federal agencies. 


IIPA believes that NIPLECC should encourage its members to take all actions to communicate with their respective foreign counterparts to make clear that the U.S. government places a high degree of importance on the effective legal protection and enforcement of copyright and other intellectual property rights abroad. For example, the U.S. Trade Representative has outlined several key international policy goals in the IPR context, for example: implementing the WTO TRIPS Agreement, controlling optical media production, supporting other governments to modernize their software management systems, and encouraging countries to sign, ratify and implement the WIPO Copyright Treaty and the WIPO Performances and Phonograms Treaty. We support this agenda, and urge that it be used consistently by all U.S. government agencies in their representations with other nations. 


IIPA and its members believe that effective enforcement and educational messages are needed to foster respect for intellectual property rights, both here and abroad. Effective copyright protection and enforcement is imperative, and the stakes for the U.S. economy are high. The United States is the largest single country market for copyrighted products in the entire world. While our copyright industries do experience economic losses due to piracy within the U.S, the estimated piracy levels in the U.S. are actually among the lowest in the world. Below is a sampling of estimated losses and piracy levels in just a few countries around the world. The numbers cited below reflect conservative estimates, and do not include any estimates for losses due to online piracy, the biggest challenge we all now face. IIPA estimates that the annual estimated losses due to copyright piracy of U.S. creative products around the world amount to approximately US$20-22 billion.


Estimated Losses Due to Copyright Piracy

of U.S. Creative Products (in $US millions)

and Estimated Piracy Levels for 1999

		 

		Motion Pictures 

		 

		Sound Recordings And Music 

		 

		Business  Software 

		 



		In Country 

		Losses 

		Video Piracy Level 

		Losses 

		Piracy Level 

		Losses 

		Piracy Level 



		United States 

		$250.0 

		5-10% 

		$365.0 

		5-10% 

		$2,534.1 

		25% 



		Italy 

		$160.0 

		25% 

		$ 60.0 

		25% 

		$ 338.4 

		44% 



		Brazil 

		$120.0 

		35% 

		$300.0 

		95% 

		$ 319.4 

		58% 



		Thailand 

		$ 21.0 

		55% 

		$ 6.0 

		40% 

		$ 66.5 

		81% 



		Russia 

		$250.0 

		90% 

		$200.0 

		70% 

		$ 134.5 

		89% 



		

		

		

		

		

		

		

		





        Insert intellectual property components into judicial reform projects in other institutions 


NIPLECC could also serve as a coordination point for the U.S. government to commence consultations and discussions with the various regional and multi-lateral lending institutions to compile information on current judicial reform projects in-country and in-region. These judicial reform projects should have an intellectual property component to them. Inadequate judicial systems have served as a serious barrier to the copyright industries' and local authorities' abilities to pursue criminal and civil infringement actions abroad. Rule-of-law projects which include an IPR component would greatly support our goal to improve IPR enforcement around the world. 


CONCLUSION


IIPA appreciates this opportunity to share our views on NIPLECC's mission to coordinate intellectual property law enforcement issues among federal agencies and foreign entities. We look forward to continuing to work with each of the NIPLECC agencies and their representatives. 


Sincerely,


Maria Strong


Vice President & Associate General Counsel


International Intellectual Property Alliance


5. International Trademark Association

29 June 2000

The Honorable Q. Todd Dickinson

Under Secretary of Commerce for

Intellectual Property and Director of the

United States Patent and Trademark Office

Box 4

Washington, D.C. 20231

Attention: Elizabeth Shaw via e-mail

Dear Under Secretary Dickinson:

Re: National Intellectual Property Law Enforcement Coordination Council

The International Trademark Association (INTA) is pleased to respond to the request for comment on issues related to policies and agenda for the National Intellectual Property Law Enforcement Coordination Council (the Council) that was published in the 5 June 2000 Federal Register (65 Fed. Reg. 35611).

INTA is a 122 year-old worldwide membership organization, representing over 3,800 corporations, package design firms, law firms and professional associations in 120 countries. INTA=s membership crosses all industry lines, including manufacturers and retailers, and is united in the goal of supporting the essential role trademarks play in promoting effective commerce, protecting the interest of consumers, and encouraging free and fair competition. 

Over the years, INTA has worked closely with the various agencies of the United States government on issues regarding the enforcement of trademark rights. While the individual efforts of these agencies are indeed admirable, we believe that the formation of the Council in September 1999 is a major step to improve inter-agency coordination and thus make the efforts of the U.S. government even more effective.

The comments below follow the order of the questions in the request for comment.

The Council=s Agenda

What, if any, domestic policy-level law enforcement issues should the Council address?

1. Enforcement Effectiveness: The Council needs to identify and eliminate any bureaucratic complexities at the federal level. Probably the most pressing issue in this regard is the continuing efforts to designate one or more prosecutors with a knowledge of intellectual property and a willingness to prosecute such cases. To date, we continue to have difficulty on both the federal and state levels in convincing prosecutors to take counterfeiting cases and prosecute them with vigor. Better communication between federal and local law enforcement agencies should be a goal, as well as communication between federal agencies.

2. Harmonization of Enforcement Methods and Laws: The methods used in enforcement in the different jurisdictions should be harmonized. Such harmonization should be transparent to the public so that industry knows that there will be a standard plan with substantial investigative features, complete support without wavering to the problem, and uniform guidelines on accepting punishment. Punitive relief must be categorized, i.e.,by the amount of loss or the proclivities of the offenders. Second offenders, etc. should receive mandated prison time. Adjudged penalties should be widely disseminated in publications (newspapers, etc.) as a normal course including knowledge that: (1) RICO is available against counterfeiters; (2) it is expected that counterfeiters will go to jail; (3) that premises will be closed; (4) there will be a taking (forfeiture) of expensive counterfeiting equipment such a knitting machines without return; and (5) that counterfeiters and their colleagues will be disqualified from operating in particular industries for a set period of time. This last penalty should be particularly true with respect to those counterfeiters which affect the health and safety of the public.

3. Actions Should Not be Only Exemplary: It should be recognized and publicly made known that federal enforcement is not only by a few examples. There must be a continuing weight of successful (and even if unsuccessful) known-to-be-enforced actions against counterfeiting. It is by now well known that doing counterfeiting action by example in a few cases is not going to stop counterfeiting. The effectiveness of any program is a recognition that counterfeiting is one of the most aggressively illegal activities. It is not larceny or insider trading. It is aggressively taking a trademarked product away from the trademark owner for financial gain.

4. Continuing Public Statements as a Follow-Up: It is the cavalier attitude of counterfeiters that must be changed. The continuing public recognition and education as to their illegal work with simultaneous enforcement in an effective public way is necessary. This is true not only in the English speaking periodicals in the U.S., but where foreign entities are involved in underground activities in the United States, articles and notices should occur in native language daily journals as well. This is one way of attempting to eliminate the price gap between the industry branded sale of the product and the counterfeiter=s sale price so as to make it less attractive to counterfeit and eliminate opportunity and profit for the counterfeiter. Continuing public pronouncement also will help in eliminating the general feeling of the public that counterfeiting is not all that bad and that it just provides another avenue of cheaper products for consumers who would not generally be able to afford the branded merchandise or if they could afford it, it is not available in their neighborhood. This is a domestic and international problem which must be overcome. It is only overcome with diligence and constant public reminders of the deleterious effects of counterfeiting.

5. RICO Enforcement: There is no reason not to consider the use presently given by statute of RICO against counterfeiters as Apredicate@ offenders. However, the punitive remedies must be severe and acted upon by the federal courts. There must be acceptance in the way of guidelines for federal courts to work with appropriate penalties under RICO. It is a recognized fact that counterfeiting is a very profitable Aprofession@ with the penalties low enough that it is a clear and attractive alternative to drug trafficking. That is why deterrents applied to counterfeiting should be substantially the same as those set forth for drug trafficking.

6. The Internet and Counterfeiting: In short order e-commerce will be a major component of brand identification and selling, and with this, counterfeiting already is becoming evident. Counterfeiting over the Internet should be clearly a defined federal offense and the penalties should have the same guidelines for substantial punitive relief available in normal counterfeiting situations. Until statutes are implemented, there is sufficient judicial precedent to conclude that all available remedies for counterfeiting exist. Making a counterfeit product available over the Internet should be subject to the severest of penalties as the scope of availability nationwide/internationally is immediate. The effect on legitimate industry is immediate. Guidelines for enforcement over the Internet should include full availability by subpoena or otherwise of all Internet related data to allow for investigation and immediate shut down of Internet sites by federal action. The action taken should be available as both a criminal and civil offense. E-commerce counterfeiting should be considered as or more severe than SEC violations or any other major attack on the systems of commerce available. This should be publicized with recognizable enforcement personnel known to the public. There should be training and at least one conference a year on counterfeiting on the Internet so that industry representatives get to know the available enforcement officials and previous work done. This should also be made part of the work of defined bureau personnel in major cities so that Internet enforcement can be immediate in clear situations.

7. Public Reporting of Counterfeiting Activities: There should be an annual presentation of all criminal and civil actions brought against counterfeiters made available to the public which identifies the counterfeiters and sets forth the penalties that were imposed upon them. This should not just be buried in a report to Congress but made available to the public as an Internet advisory or some other display on a search engine so that full awareness becomes available.

8. Information Gathering Network: On an ongoing and continuing basis federal authorities should have a complete network of investigative counterfeiting activity including all Customs investigations and have that network available for coordination for future actions. This could be the responsibility of the personnel in the major cities through permanent linking so that patterns become available to manage collected information. This appears to be an absolute necessity for effectiveness. Industry should have complete access to this information where the companies involved have had their trademarks counterfeited. There should be a complete and aggressive sharing of such information. This would allow for an effective criminal/civil action program. Of course, such a network should have a substantial amount of discretion to prevent general access to the public so that proprietary business information is not released. This should be considered another form of public/private sector cooperation.

What, if any, international policy-level law enforcement issues should the Council address?

1. Coordination Mechanism: The U.S. should push to establish a coordination mechanism, similar to the Council, on an international level to improve enforcement. Although there are separate intergovernmental bodies such as the World Customs Organization that have been extremely useful in identifying issues for cooperation, this has been sporadic at best. 

2. TRIPS Compliance: While the TRIPS Council=s review of the seventy-odd countries that are to have their laws in compliance with TRIPS by 1 January 2000 has begun, there is an absolute need to ensure that the actual implementation of those laws occurs and will continue past the review period. INTA also recommends that the United States government continues to explore avenues for moving the enforcement standards bar higher through our proposed ATRIPS Plus@ standards that could be included in national legislation. 

3. WIPO Model Provisions: In trying to comply with TRIPS, many countries are relying on the outdated Model Provisions for National Laws on Measures Against Counterfeiting and Piracy that the World Intellectual Property Organization prepared in 1988. Unfortunately, the Model does not comply with TRIPS and INTA has recommended amendments to the Model. The Council should consider pressing WIPO to convene a meeting to update the Model. 

4. Customs Model Law: INTA has proposed amendments to strengthen the World Customs Organization=s Model For National Legislation to give Customs additional powers to implement TRIPS. These proposed amendments where circulated to members of the WCO, but no formal action has been taken. The Council should consider working with the WCO to get the Model Legislation updated so that it can be a valuable tool for countries to use in

complying with TRIPS.

Council-Industry Cooperation

In what ways can the Council assist the intellectual property industries in creating domestic and international environments conducive to enforcement of intellectual property rights?

In addition to the suggestions given above, the Council should consider establishing a mechanism for open hearings where industry would have a forum to air their issues. Similar hearings could be conducted in non-U.S. jurisdictions, asking for participation at all levels, including police, customs, legislators, judicial officials and prosecutors. 

Where the issue of counterfeiting falls on the borderline, there should be an available mechanism of a committee set up which includes industry executives and government officials to determine the appropriateness of such action. This can be done by a convened committee on a two week or one month basis or Aas available to meet the need.@ It would be expected that such a committee would probably only work in the more unusual situations. 

Obviously, the U.S. should continue to press governments that are either non-compliant or semi-compliant with TRIPS and other international enforcement standards. 

In what ways can the Council enhance the enforcement of intellectual property rights while facilitating legitimate trade?

The Council should consider establishing an integrated global basis of tracking systems on counterfeiting. Such information would be extremely valuable to breakup global counterfeiting rings. 

In addition, coordinated training programs for customs and other enforcement officials should be instituted. Unfortunately, tremendous effort and resources are expended by the U.S. and other governments to provide assistance to non-compliant countries to get their enforcement activities up to international standards. A more coordinated effort would reduce redundancy of training efforts and perhaps be more effective. Such training also should be ongoing and not just when a particular country becomes internationally infamous due to lack of enforcement of intellectual property rights.

Are there gaps or impediments in existing law enforcement regimes (civil, administrative or criminal) that, if remedied, would enable rights-holders to better protect their intellectual property rights?

A number of the gaps have been noted above, such as:

Many countries need enabling laws to grant various agencies the right to seize offending product. 


Many countries do not yet provide for ex parte proceedings, thus giving notice to the other side prior to seizure. 


Many countries need to allow for the destruction of goods and to impose substantial fines to discourage repeat offenders. 


In what ways can the intellectual property industries contribute to or assist the Council in carrying out its mission of coordinating domestic and international intellectual property law enforcement-related activities?

INTA would welcome the opportunity to provide industry representatives to whatever meetings, hearings and other mechanisms the Council decides to establish to fulfil its mission. Providing facts on real life battles against counterfeiters will ensure that the Council will not become to far removed from those who are on the front line. Also, industry can provide facts about counterfeiting rings that cross international boundaries and the lack of enforcement by certain countries. Finally, industry will continue to be a partner with government officials in participating in training and education programs, as well as suggesting alternatives for addressing enforcement problems and issues.


In what ways can the Council assist U.S. government interaction with its foreign counterparts on intellectual property law enforcement-related activities?

Many recommendations are cited above, including: establishing better coordination and communication mechanisms; tracking efforts by various intergovernmental organizations like APEC and WCO; and encouraging other countries to begin such coordination efforts on a national level, with a link to international coordination efforts.


If the Council has additional questions, please contact me either by telephone (212-768-9887 x120) or by e-mail (bmacpherson@inta.org).


Respectfully submitted via e-mail by


Bruce J. MacPherson


Director - External Relations


International Trademark Association


6. Software & Information Industry Association

July 7, 2000


Q. Todd Dickinson


Under Secretary of Commerce for Intellectual Property 


and Director of the U.S. Patent and Trademark Office


Box 4


U.S. Patent and Trademark Office


Washington, D.C. 20231


Re: Request for Comments on Issues Related to Policies and Agenda for the National Intellectual Property Law Enforcement Coordination Council


Dear Under Secretary Dickinson:


The Software & Information Industry Association ("SIIA") is the principal trade association of the software and information industry and represents over 1,000 high-tech companies that develop and market software and electronic content for business, education, consumers, the Internet, and entertainment. SIIA members represent a wide range of diverse business interests. While our members' interests may be wide-ranging and diverse there are at least two things most of them have in common: (1) they are owners of intellectual property, and (2) they have had their intellectual property infringed or stolen by someone at some time. It should therefore come as no surprise, that SIIA and its members have an interest -- albeit some more than others -- in ensuring that their intellectual property is protected against theft and that they have at their disposal tools to enforce their intellectual property rights that are effective, transparent and not unduly burdensome. It follows that, SIIA and our members are extremely interested in the policy issues and agenda items relating to the enforcement of intellectual property rights that will be addressed by the National Intellectual Property Law Enforcement Coordination Council ("the Council").


In response to the "Request for Comments on Issues Related to Policies and Agenda for the National Intellectual Property Law Enforcement Coordination Council" published in the Federal Register on June 5, 2000 by the U.S. Department of Justice ("DOJ") and the U.S. Patent and Trademark Office ("PTO"), SIIA hereby files the following comments on behalf of its members. Because many of the questions proffered by the Council tend to call for the same basic responses, to avoid redundancy we have outlined our general concerns and suggestions in lieu of replying to each of the questions individually. 


Through SIIA's anti-piracy efforts, we have worked a great deal with the Office of the U.S. Trade Representative ("USTR"), DOJ, PTO, Customs, and the U.S. Copyright Office. Over the years, these agencies have represented the interests and concerns of U.S. intellectual property rights owners -- and in particular those of SIIA and its members -- with extraordinary skill and effectiveness. The institutional intellectual property knowledge and expertise of these agencies -- and particularly those of USTR, PTO and the Copyright Office -- serves U.S. industry well. In light of this, SIIA hopes that the these three agencies will have significant say in the agenda items and policy matters considered by the Council. We also hope that each agency will bring its particular expertise to the Council and will work together within the Council's framework, while respecting each agency's distinct mission and statutory authority.


Despite the outstanding efforts by the aforementioned agencies and the other government agencies named above, their efforts have gone largely unrewarded, as global software piracy rates remain quite high and the number of domestic prosecutions remains extremely low. To effectively fight piracy in the United States and abroad it is evident that additional resources and coordination between the agencies is necessary. It is our hope that the Council can accomplish these objectives.


The Importance of Intellectual Property Enforcement. We cannot stress enough how important it is to SIIA and its members that all countries -- and most importantly, the United States -- have in place adequate and effective enforcement mechanisms for dealing with the theft of intellectual property. As you well know, without workable means for enforcing one's intellectual property rights, the rights themselves have essentially little or no value. It is, therefore, imperative that the Council not erect any new barriers to enforcement -- whether bureaucratic or substantive -- and that, where appropriate, it take appropriate steps to remove existing barriers to enforcement and improve enforcement abroad. It is SIIA's view that this ought to be the Council's primary directive and before the Council considers any issue or takes any action, the Council should first determine whether such consideration or activity is consistent with this directive.


In the international context, the standards and effectiveness of the U.S. intellectual property enforcement regime take on additional importance. The Council should understand that as the world's leading producers of intellectual property products and services, the intellectual property laws and enforcement practices of the United States are closely monitored by our trading partners. To the extent there exist barriers to enforcement in the United States that become known to and exploited by our trading partners, these barriers adversely affect our ability to achieve higher standards of intellectual property protection abroad. It is therefore, imperative that the U.S. intellectual property enforcement regime be irreproachable not only to ensure effective protection of intellectual property in the United States, but also to ensure that U.S. industry is able to achieve similar protections abroad.


Coordination & Transparency. Perhaps the most valuable benefit the Council could provide is to improve the coordination and interaction between the various U.S. Government agencies which have responsibility for domestic and international enforcement activities. This applies not only to prosecution of domestic piracy, but also, and more significantly, to activities aimed at improving intellectual property enforcement regimes abroad. It has been our experience that lack of communication between the various agencies responsible for intellectual enforcement and training efforts has been an unfortunate obstacle preventing the U.S. enforcement and training programs from reaching its true potential. We, therefore, believe that improved coordination and communication between the various U.S. Government agencies should be one of the goals -- if not the primary goal -- of the Council. Given the makeup of the Council, it would appear that the Council is extremely well-equipped to achieve this goal.


In addition to improved coordination and communication among the U.S. Government agencies that comprise the Council, improved transparency and communication with industry should also be a goal of the Council. Often times piracy cases are referred to agency officials and the officials do not keep the referring entity apprised of the status or disposition of the case. Having some informal mechanism in place that enables agency officials to provide periodic updates regarding the status of cases referred to them by industry would be extremely beneficial (provided it was conducted in a manner that did not unduly impede enforcement activities). By getting periodic updates on the status of cases, copyright owners will be able to ensure that their cases are moving forward. In addition, if agency officials were to the inform industry representatives who referred piracy cases to them as to why a particular case was declined, it might aide industry in referring better cases in the future.


Remove Barriers to Referring Piracy Cases. As noted above, the Council could also aide intellectual property owners by removing some of the roadblocks to domestic anti-piracy enforcement activities. For example, in the software area, before referring a case to an FBI agent, the reporting entity must download sufficient illegal material to reach the monetary threshold established by DOJ. This threshold, which appears to be beyond that required by any statute, places an undue burden on referral entities. While it is may be readily apparent that a particular pirate website contains an amount of pirate material that exceeds the statutorily-required monetary threshold, it is often difficult if not impossible to meet the DOJ's monetary threshold requirements without being detected and thrown off the site. As a result, known pirates are permitted to continue their infringing activities without the threat of criminal sanctions.


While we do not wish to single out any particular agency we do think it is necessary to provide additional examples of enforcement barriers in order for the Council to understand the various types of issues that SIIA and our members are concerned about. The Internet Fraud Complaint Center ("IFCC") website is one such example. The IFCC website was recently launched by DOJ to enable the public to easily report instances of fraud and piracy to the Government. Unfortunately, there are several problems with the complaint form contained on the IFCC website make reporting less than an easy task and will likely preclude many cases from being reported. These problems, include: (1) reporting an infringement case requires the completion of a 14 page complaint form that takes an extremely long time to download and complete because of the nature of the fields and the same detailed graphics that appear on every page; (2) a complainant must supply his or her social security number without any assurance that it will be held in confidence; (3) the form requires the complainant to provide information that he or she has no reason to know or have legal access to get (such as the pirate's social security number); and (4) the form cannot be submitted unless and until each field is completed, which, in combination with the aforementioned problems, reduces the effectiveness of the form exponentially. As a result, the complainant is more likely to be punished by submitting this form than the pirate. Our fear is that those who might otherwise report instances of piracy to the Government will not due so because of the problems noted above. We are also concerned that the website may deter people from reporting instances of piracy to industry representatives through industry's website and other contacts. 


Another barrier to criminal enforcement has been the exhaustion of civil remedies. Often times a case may not be pursued simply because the copyright owner has the ability to sue the pirate for civil remedies and the Government agencies requires the copyright owner to exhaust this avenue before proceeding with criminal investigation. This approach is hopelessly misguided. The availability of civil remedies are often inadequate because, for example, the defendant is judgment proof or is not profiting from the infringing acts. Wide spread use of the Internet to engage in piracy has heightened the industries' need for effective criminal enforcement. Thus, the availability of civil remedies should have no bearing on whether someone engaged in acts of criminal copyright infringement is pursued by the Government. SIIA would be pleased to work with the Council on removing barriers to intellectual property law enforcement. 


Improved Deterrence and Educational Activities. One of the main reasons for industry to use the criminal copyright enforcement system is for the purpose of deterrence. Without sufficient publicity of successful prosecutions, there is little if any deterrent effect because other individuals engaged in illicit activities do not know that their brethren are being punished for their crimes. Therefore, when the Government successfully prosecutes a pirate it is in the best interest of the Government and the industry to highly publicize the case. Industry, and SIIA in particular, would be pleased to coordinate these activities with the Council where appropriate.


In a similar vein, education and training activities also serve as an effective deterrent against piracy. Only by education can the public come to fully understand that value of intellectual property and the damage that is incurred from piracy. The public needs to understand that intangible assets protected by copyright and other intellectual property laws are indispensable to the culture and the economy of the United States and other countries. They must also recognize that acts of piracy discourage intellectual property owners from creating new content and making it available for public consumption. The economic impact of piracy stems well beyond those industries that rely on intellectual property protection -- it harms economies worldwide in the form of substantial numbers of jobs lost, greatly diminished tax revenues, and inhibiting electronic commerce. Thus, ultimately it is the public that loses out from piracy.


Training of legislators, judges, and other government officials tasked with enforcement responsibilities is also an extremely important aspect of and enforcement regime. Unfortunately, while many U.S. Government agencies conduct extensive training programs and spend significant amounts of money and resources training individuals here and abroad, from our perspective it appears that these initiatives lack the requisite focus and coordination that would make them significantly more effective. 


For example, many intellectual property enforcement training programs conducted in other countries often lack a true intellectual property component or the person performing the training lacks the expertise required of this often complex subject matter. We believe the training and education programs could be improved by identifying "target countries" which would be the beneficiaries of training and education programs. It is also important that the training programs be taught by those who understand international intellectual property enforcement issues. This is especially important, given the limited amount of qualified individuals to perform the training. By focusing the limited training resources on these specific target countries and developing an organized training plan administered and taught by experts in the field, we are more likely to see beneficial intellectual property enforcement regimes emerge from these target countries than the present unfocused approach that covers too many countries. 


We believe that there should also be a greater degree of accountability for foreign training programs. In this regard, it would be helpful if the names of those foreign nationals who attend the training programs are shared with industry representatives. This should help ensure that the appropriate personnel are being trained and that the industry is able to identify those government officials who should have sufficient understanding of intellectual property issues when confronted with a piracy problem in a particular country.


To accomplish these goals it is important for the various government agencies involved in training and education to coordinate their activities (as noted above). Because of the limited monetary and personnel resources the only way the training programs can be improved is through increased coordination and communication among the agencies.


Once again, I would like to thank you for the opportunity to provide our comments to the Council. If you have questions regarding our comments or would like any additional information please feel free to contact me.


Sincerely,


Ken Wasch


President


7. J.D. Sallen (individual)

From: jdsallen@ix.netcom.com [SMTP:jdsallen@ix.netcom.com]


Sent: Monday, June 19, 2000 11:50 PM


To: elizabeth.shaw@uspto.gov


Subject: satisfied?


this is the logical conclusion of your efforts; are you happy?


FOR IMMEDIATE RELEASE


Contact Information: J D Sallen, 7 Fiske Terrace, Brookline, Ma 02446


Telephone: 617 731 6939 Email: jdsallen@ix.netcom.com


Bible Equals "Bad Faith" on Internet? David Versus Goliath in Cyberspace

BROOKLINE, MASSACHUSETTS - June 20, 2000: "It's piracy and harassment plain and simple" says CORINTHIANS.COM domain owner, J D Sallen, of Brookline, Mass. In an attempt to seize the Internet address, "CORINTHIANS.COM," whose biblical name they share, the Brazilian soccer team Corinthians, an international powerhouse, is claiming that the web address's long-time owner is guilty of "bad faith" for placing, in the team's words, "just" scripture on his web site. The team is demanding the domain be handed over to the them.


In a complaint filed May 22, 2000 with WIPO, The World Intellectual Property Organization, Gottleib, Rackman & Reisman, the New York law firm representing the soccer club, claims that "the placement of just [sic] biblical quotation on the web site serves no useful purpose," harms the soccer club, and therefore amounts to "bad faith." 


"Even leaving aside the issues of freedom of religious expression, and separation of church and state, this is corporate hubris and greed at its ugliest" says Sallen. "They say I'm harming them with 'unfair business practices'! That's a hot one; how can scripture "harm" anyone? Have they no shame?" 


Mr. Sallen was not able to afford representation for his defense and has had to spend enormous amounts of time and effort responding to the complainant's lawyers' book-length submission to WIPO. "People have got the idea that if you aren't a huge corporate entity you have no place on the Internet," Sallen says "but that's wrong. Corporations created that image because they saw the power of the Internet to level the playing field a bit. Now, if you're an individual with a domain name, they label you a 'cybersquatter.' Business is exploiting that sentiment to run roughshod over the little guy. The Internet was created to promote personal expression and communication, not merely e-commerce or making money for soccer teams. It's got completely out of hand." Sallen goes on to say, "These lawyers have sunk so low as to compare my web site, with its simple line of scripture, to sites exhibiting pornography. It's sick, that quote has meaning for me." 


Because the case is now in the hands of WIPO, there's not much Mr. Sallen can do but await news of the fate of his web site. A decision is due in a few weeks. "I'm confident my response to WIPO clearly demonstrated my rights to own this domain, but who knows?" says Sallen." Indeed, there have been some inexplicable decisions in domain resolution cases. The outcome may all depend on who is chosen to arbitrate. Sallen tries to remain philosophical, "There must be thousands of businesses worldwide using the name "Corinthians," but first and foremost it is associated with The Bible. They know that. I'm sure it's why they chose the name. It's out of my hands anyway" he continues, "all I can do now is pray."


For more information contact JD Sallen @ 6177316939, or jdsallen@ix.netcom.com


#######################
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Federal Register Notice #2 - Public Meeting Transcript

IN A SEPARATE FILE ALSO AVAILABLE ON THE USPTO WEBSITE

 


APPENDIX - TAB E 

Interagency Database of IP Training 

		TABLE OF TRAINING PROGRAMS ON INTELLECTUAL PROPERTY (by country) (October 1998 - Present) Date Agency Country Synopsis Printed February 28, 2000

		 

		 

		 



		1999.10 

		USIA USDOJ U.S. Customs 

		Argentina 

		Customs provided training on Intellectual Property Rights to various members of the Judicial System of Argentina 



		2000.03 

		USPTO 

		Argentina 

		Meeting of USPTO staff with Economic and Commercial Affairs officials from Argentina 



		2000.06 

		USPTO 

		Armenia 

		Meeting with representatives 



		1998.11 

		BSA 

		Austria 

		Training for judges in conjunction with Ministry of Justice. 



		1999.04 

		BSA 

		Austria 

		Economic impact of software piracy, Austria's domestic + European Union copyright obligations, specific civil law issues concerning copyright protection of software + databases, and practical aspects of criminal raids + customs seizures 



		2000.01 

		U.S. Customs 

		Belarus 

		A Delegation from Belarus received fielding training in the Port of New York on Intellectual Property Rights: Marina Alexandrovna Denisenko, Associate Professor, International Relations Department, Belarusan State University;Yevgeny Fedorovich Filchenkov, Head of Patent Agency, Patent Research Group; Yulia Yulievna Kashinskaya, Head, International Relations Department, National Center for Legal Information; EmmaPetrovna Krukova, Head, Scientific, Organizational and Methodological issues of Information Protection Department, Research Institute of Information Protection Problems; Sergei Sergeevich Losev, Legal Advisor, Belarusian Union of Designers; Natalia Gennadievna Luzhina, Chairperson, Belarusian Information Center for Intellectual Property Rights; Yuri Alexandrovich Pavlovich, General Director, Belarusian Association of Motion Picture Producers and Distrubutors; Elena Alexandrovna Zayats, Judge, Minsk Economic Court Funded by AID 



		2000.01 

		USPTO 

		Belarus 

		Visit to the USPTO funded by AID. Provided technical assistance on patent and trademark issues. 



		2000.05 

		USPTO 

		Brazil 

		Consultations with head of Copyright Office



		1998.10 

		MPA 

		Bulgaria 

		Sponsoring groups: BullACT Title of event: the Fight against Film Piracy - video piracy, cable piracy, new formats (DVD, VCD) Location: Slantchev Briag Audience: 157 participants: officers of the national service for Fighting Organized Crime and of the Economic Police Department Purpose: To Acquaint the participants with Legal Copyright Regulations, new Law on Radio and Television, and new Law on Telecommunications. Training on the identification of pirate product



		1998.11 

		USDOJ Computer Crime 

		Bulgaria 

		International Law Institute, Washington, DC: Training Program for Bulgarian Law Enforcement Officials. Topic of discussion: "Prosecution of Intellectual Property Rights Infringement." 



		1999.02 

		MPA 

		Bulgaria 

		Sponsoring groups: PHARE  Title of event: Protection against Unauthorized Use of Audiovisual Works under the Penal Code Location: Sofia Audience: 205 cable operators Purpose: To acquaint participants with new Law on Radio and Television and protection against unauthorized use of audiovisual works under the Penal Code



		1999.03 

		MPA 

		Bulgaria 

		Sponsoring groups: PHARE, GESAC/AIDAA, FIAPF Title of event: Intellectual Property, Legislation and Fight against Infringement Location: Sofia Audience: 60 participants from the National Directorate of Customs, police, NSFOC, the Court of Cassation and the Court of Appeal Purpose: To acquaint participants with BullACT and its efforts in the Anti-Piracy Fight 



		1999.05 

		MPA 

		Bulgaria 

		Sponsoring groups: BullACT Title of event: Seminar on Copyright Theft Location: Sofia Audience: 34 participants from Economic Police - Sofia region Purpose: Training on the identification of pirate product



		1999.06 

		MPA 

		Bulgaria 

		Sponsoring groups: BullACT, IFPI-Bulgaria Title of event: Activities and Interaction of the Judicial Authorities with regards to the Protection of Intellectual Property Location: Slantchev Briag Audience: 41 officers of the Regional Department of NSFOC, 43 officers from the Economic Police Purpose: Training on identification of pirate product



		1999.06 

		MPA 

		Bulgaria 

		Sponsoring groups: BullACT, IFPI-Bulgaria Title of event: Activities and Interaction of the Judicial Authorities with regards to the Protection of Intellectual Property Location: Slantchev Briag Audience: 41 officers from the Border Control Police, 18 experts from different police departments, 43 customs officers Purpose: Training on identification of pirate product



		1998.10 

		U.S. Customs 

		Chile 

		This training program was sponsored by the APEC (Asia-Pacific Economic Cooperation) sub-committee Approximately 50 Customs officers from Chile including an officer on Chile's overall TRIPS implementation team attended the seminar. The technical assistance focused on structural and implementation issues relating to the border enforcement measures of the TRIPS Agreement. The WCO model legislation was discussed as a template for implementation of the border measures. Ad hoc application procedures were discussed in addition to procedures utilizing a recordation system. The importance of inter-agency cooperation was also highlighted. 



		1999.10 

		USPTO 

		Chile 

		USPTO met with officials in Chile to discuss US implementation of new WIPO treaties and provide assistance in this area - USIA sponsored 



		1998.11 

		DOJ 

		China 

		Judge and Chief, Criminal Division, in Guangdong Procuratorate, briefing on IPR for Rule of Law reforms 



		1998.12 

		MPA 

		China 

		Internal staff training - basic knowledge in optical product identification. for Shanghai officials. 



		1998.12 

		MPA 

		China 

		Internal staff training - basic knowledge in optical product identification. for Beijing officials. 



		1998.12 

		MPA 

		China 

		Internal staff training - basic knowledge in optical product identification. for Guangzhou officials. 56 participants from various government authorities. 



		1999.02 

		USIA 

		China 

		International Visitor Program brought an academic from the Harbin Institute of Technology to learn about intellectual property protection. 



		1999.04 

		USIA 

		China 

		The Director of the Lawyer Management Department of the Sichuan Judicial Bureau traveled to the U.S. for one month to study, among other things, legislation to protect intellectual property rights and the U.S. legal system. 



		1999.04 

		MPA 

		China 

		Methods to examine VCD DVD information Introduction on Title Verification & Legal issues. 60 officials, consisting of 22 enforcement. Sichuan Provincial Copyright Administration 



		1999.05 

		USIA 

		China 

		Official from SIPO traveled to U.S. under the IVP to participate in a program on the "Protection of Intellectual Property Rights." 



		1999.07 

		USIA 

		China 

		Proposals have been made requesting that information be exchanged and training be given to assist Chinese officials' efforts directed against counterfeiting of all types of consumer and industrial goods. 



		1999.08 

		USPTO 

		China 

		Consultations with Guangxi China Patent Office 



		1999.08 

		MPA 

		China 

		Training in combating Optical Disc Piracy provided to officials from Ministry of Culture, Police, Ministry of Information. Shanghai. 



		1999.08 

		MPA 

		China 

		Training in combating Optical Disc Piracy provided to officials from Ministry of Culture, Police, Ministry of Information. Hangzhou. 



		1999.09 

		USPTO 

		China 

		Consultations between SIPO and Commissioner of Patents and Trademarks in Washington. 



		1999.11 

		U.S. Customs 

		China 

		U.S. Customs in coordination with Revenue Canada conducted training for the People's Republic of China. The training was delivered to 45 China Customs officers. Presentations were made on the importance of TRIPS compliance, US approach to IPR border enforcement, a case study, product identification, disclosure issues, ad administrative issues. Private industry was represented by Underwriters Laboratories, the Business Software Alliance, International Federation of the Phonographic Industry, the Interactive Digital Software Association, and the Motion Picture Association. 



		1999.11 

		USPTO 

		China 

		Visit to USPTO to gain assistance in learning about TRIPs obligations and trademark application process 



		2000.01 

		USPTO 

		China 

		Bilateral consultations 



		2000.04 

		USPTO 

		China 

		US-China International Exchange Advancement Association - Patent Administration officials - USPTO provided briefings of U.S. systems 



		2000.05 

		USPTO 

		China 

		Consultations with SIPO Commissioner 



		2000.06 

		USPTO 

		China 

		Visitors to USPTO from Ministry of Science and Technology Visit to USPTO sponsored by Temple University Law Program 



		1999.01 

		USIA USDOJ U.S. Customs 

		Costa Rica 

		International Visitor Program: U.S. Customs provided informal training on enforcing rules and regulations pertaining to Intellectual Property Rights to the following representatives from Costa Rica: Marcella Angulo Rocia Cerdas, Alejandro Lopez, Jose Morales, Mariel Picado; Jorge Segura 



		1998.10 

		BSA 

		Croatia 

		Training for trade inspectors in Zagreb, focus on channel piracy. 



		1999.02 

		MPA 

		Croatia 

		Sponsoring groups: APAW Title of event: Training on anti-piracy activity Location: Rijeka Audience: Local Police detectives Purpose: Training on identification of pirate product



		1999.03 

		MPA 

		Croatia 

		Sponsoring groups: Police Academy Title of event: Police Tactics against Video Piracy Location:  Audience:  Purpose: Collecting of evidence, co-operation with APAW and investigators, Copyright Law and Copyright Protection



		1999.04 

		MPA 

		Croatia 

		Sponsoring groups: APAW Title of event: Training Course on Anti-Piracy Activities and Procedures + Public Prosecutors Location:  Audience: Local Police detectives Purpose: Legal problems in collecting hard evidence in cases of piracy, tactics of Police investigations



		1999.04 

		BSA 

		Croatia 

		Training for judges from Croatia's High Commercial Court. Special topic : possibility of conducting ex parte searches under present Croatian law. 



		1998.11 1998.12 

		MPA 

		Cyprus 

		Sponsoring groups: CYFACT Title of event: Training on identification of pirate video product, the Copyright Law and the Window Legislation Location: Nicosia, Police Academy Audience:  Purpose: Educational/AP Training 



		1999.02 1999.04 1999.05 

		MPA 

		Cyprus 

		Sponsoring groups: CYFACT Title of event: Training on identification of pirate video product, the Copyright Law and the Window Legislation Location: Nicosia, Police Academy Audience:  Purpose: Educational/AP Training 



		1999.11 

		Customs DOJ PTO Copyright FBI 

		Czech Republic 

		U.S. Customs participated in a U.S. intellectual property enforcement program conducted in the Czech Republic composed of officials from the U.S. Department of Justice, Patent and Trademark Office, Copyright Office and FBI. The Czech participants, approximately 40, consisted of individuals from the Ministries of Culture, Finance, Industry & Trade, Interior, and Justice and the Office of Industrial Property and members of the bench. The conference focused on the border enforcement measures under the TRIPS Agreement. U.S. Customs met with Czech Customs to discuss approaches to border enforcement of IPR. The conference included a one day meeting with industry representative, two and half days of lectures to the entire group, one afternoon of breakout sessions and on e day of meetings with the ministries involved in border enforcement. Briefings on U.S. Copyright Law, international copyright, and enforcement at Copyright Office. 



		1998.10 

		BSA 

		Denmark 

		Seminars were held for 7 local customs regions in the said period. The local customs regions have been happy about the seminars which dealt with legislative issues/ identification of pirated products customs believe that follow-up is needed. 



		1999.03 

		USPTO 

		Dominican Republic 

		USPTO reviewed draft patent legislation to determine compliance with TRIPS. 



		1999.07 

		USIA 

		Dominican Republic 

		A Patent Office official traveled to the U.S. for one moth under the International Visitors Program to study intellectual property protection in the U.S., especially policy formation and enforcement. 



		1998.11 

		U.S. Customs 

		Egypt 

		U.S. Customs provided informal training on border enforcement of intellectual property rights under the International Visitors Programs through the Office of International Affairs in Washington, D.C. to the following individuals from Egypt: General Ishak El-Ashmawy, Consultant to the Minister of Trade and Supply;Mohamed Youssef Omar, Chairman of the Commerical Register Administration, Ministry of Trade and Supply;Kamal Omar El-Ghor, General Director for Technical Inspection; Wagih Hassab El-Naby, Head of Customs Authority Technical Affairs Dept., Cairo Airport; General Salah Abdel Fattah Aly, Deputy Chief of Central Administration for Infringement Crimes for Technical and Printing Issues, Ministry of Interior; Colonel Hamed Awad Afifi Tag El-Din, Head of the Communications, Media and Printing Office, Ministry of Interior; Ahmed Abou El-Fotouh El-Shinawy, Head of Inspection and Licensing, Ministry of Culture 



		1999.04 

		CLDPDB 

		Egypt 

		One USPTO and two US Customs Service advisors traveled to Cairo for two weeks to work with GOEIC (General Organization for Export and Import Control) on customs procedures related to IPR and the implementation of the TRIPS Agreement with an emphasis on border enforcement. 



		1999.05 

		CLDP 

		Egypt 

		Visit to US by GOE IPR delegation of four to discuss and observe how an appropriate WTO enquiry point system is established and operated. CLDP organized the first week and an additional two weeks of US training were coordinated by SIPRE (Strengthening Intellectual Property Rights in Egypt).



		1999.05 

		U.S. Customs 

		Egypt 

		Customs provided field training in Los Angeles, CA on Intellectual Property Rights to 7 Egyptian government representatives 



		1999.06 

		CLDP PTO Copyright 

		Egypt 

		One advisor from WIPO, one from the FBI, one from the US Copyright Office, and one from the Business Software Alliance traveled to Cairo and Alexandria to implement an IPR seminar for GOE officials and representatives from the private sector on the protection of copyrights in Egypt, with a particular focus on computer software.



		2000.05 

		USPTO 

		Egypt 

		Consultations with head of office 



		2000.06 

		USPTO 

		Egypt 

		Met on Biotechnology policy issues Officials from Egyptian Office visited USPTO 



		1998.10 

		BSA 

		Estonia 

		Customs and Police training 



		1999.03 

		BSA 

		Estonia 

		Training for 40 police officers. Cooperation with police, recent changes in legislation and the practical aspects of conducting raids. 



		1999.04 

		BSA 

		Estonia 

		Identification of illegal software for Border Officers; Customs policy , negative effects of software piracy, recent and planed amendments to Estonian law for Senior Officers. 



		1999.04 

		BSA 

		Estonia 

		Training for prosecutors of IP crimes. 



		1999.05 

		BSA 

		Estonia 

		BSA conducted judicial training in conjunction with Judicial Training Center 



		1999.05 

		State USIA IIPA 

		Estonia 

		Training program for film distributors and the media. 



		1998.11 

		BSA 

		Finland 

		Full day training in Vantaa, Finland, w/press by on internet piracy. WIPO film on Intellectual Property Rights, Software Piracy, Product Identification, BSA in Finland , Investigation of Software Piracy and Internet Piracy. 



		1999.02 

		DOJ 

		Finland 

		International Visitor Program: Senior custom official, briefing to increase cooperation on IPR issues 



		1999.02 

		U.S. Customs 

		Finland 

		Customs provided informal field training in Intellectual Property Rights border enforcement at Washington, D.C. and the ports of El Paso, TX, San Diego, CA and Buffalo, NY to Anssi Kartila, Senior Investigation Officer, National Border of Customs. 



		1999.03 

		BSA 

		Finland 

		Training in Orivesi, Finland, for police officers on the legal protection of Software, Investigation of different forms of Software Piracy and Product Identification. 



		1999.05 

		BSA 

		Finland 

		Training for police. This event is first target to Police and also to the general public, Radio and TV. 



		1999.01 

		MPA 

		France 

		Sponsoring groups: ALPA Title of event: Training conference Location: Fontainebleau Audience: 30 gendarmerie officers Purpose: Educational/AP Training



		1999.01 

		MPA 

		France 

		Sponsoring groups: ALPA Title of event: Training conference on the protection of intellectual property Location: Paris Audience: lawyer students Purpose: Educational/AP Training



		1999.01 

		MPA 

		France 

		Sponsoring groups: ALPA, Phare/Tacis Program Title of event: Conference on IP protection Location: Bucharest Audience: magistrates, police representatives Purpose: Educational/AP training



		1999.04 

		BSA 

		France 

		Training of 30 officers from the gendarmerie on software piracy. 



		1999.04 

		MPA 

		France 

		Sponsoring groups: ALPA Title of event: Conference on intellectual property Location: Paris Audience: 200 students  Purpose: Educational/AP Training



		1999.06 

		MPA 

		France 

		Sponsoring groups: ALPA, Phare Program Title of event: Training on fight against audiovisual piracy Location: Lyon Audience: 30 Police Officers from Eastern European countries Purpose: Educational/AP Training



		1999.06 

		MPA 

		France 

		Sponsoring groups: ALPA, National Institute for Audiovisual Industry Title of event: Seminar on property and piracy problems Location:  Audience:  Purpose: Educational/AP Training



		1999.09 

		BSA 

		France 

		Judicial training for 30 people on software piracy 



		1998.10 

		MPA 

		Germany 

		Sponsoring groups: Police Academy Title of event: Training  Location: Bavaria Audience: 23 participants Purpose: Part of four-week further training course for police officers qualifying for the white collar crime squad



		1998.11 

		MPA 

		Germany 

		Sponsoring groups: Police Academy Title of event: Training  Location: Brandenburg Audience: 21 participants Purpose: Part of four-week further training course for police officers qualifying for the white collar crime squad



		1998.12 

		MPA 

		Germany 

		Sponsoring groups: Saxon Ministry of Justice Title of event: Training  Location: Dresden Audience: 32 participants Purpose: Training courses for judges and public prosecutors dealing with copyright infringements



		1998.12 

		MPA 

		Germany 

		Sponsoring groups: Police Academy Title of event: Training  Location: Neuss Audience: 23 participants Purpose: Part of four-week further training course for police officers qualifying for the white collar crime squad



		1998.12 

		MPA 

		Germany 

		Sponsoring groups: Police Academy Title of event: Training  Location: Lower Saxony Audience: 47 participants Purpose: Part of four-week further training course for police officers qualifying for the white collar crime squad



		1999.01 

		MPA 

		Germany 

		Sponsoring groups: Police Academy Title of event: Training  Location: Freiburg Audience: 24 participants Purpose: Part of four-week further training course for police officers qualifying for the white collar crime squad



		1999.01 

		MPA 

		Germany 

		Sponsoring groups: Police  Title of event: Training  Location: Magdeburg Audience: 23 participants Purpose: Part of four-week further training course for police officers qualifying for the white collar crime squad



		1999.01 

		MPA 

		Germany 

		Sponsoring groups: Police Academy Title of event: Training  Location: Hessen Audience: 25 participants Purpose: Part of four-week further training course for police officers qualifying for the white collar crime squad



		1999.01 

		MPA 

		Germany 

		Sponsoring groups: Police Academy Title of event: Training  Location: Neuss Audience: 25 participants Purpose: Part of four-week further training course for police officers qualifying for the white collar crime squad



		1999.02 

		MPA 

		Germany 

		Sponsoring groups: Police Academy Title of event: Training  Location: Lower Saxony Audience: 24 participants Purpose: Part of four-week further training course for police officers qualifying for the white collar crime squad



		1999.03 

		MPA 

		Germany 

		Sponsoring groups: Police Academy Title of event: Training  Location: Freiburg Audience: 21 participants Purpose: Part of four-week further training course for police officers qualifying for the white collar crime squad



		1999.06 

		MPA 

		Germany 

		Sponsoring groups: Police Academy Title of event: Training  Location: Lower Saxony Audience: 20 participants Purpose: Part of four-week further training course for police officers qualifying for the white collar crime squad



		1999.07 

		MPA 

		Germany 

		Sponsoring groups: Police Academy Title of event: Training  Location: Freiburg Audience: 25 participants Purpose: Part of four-week further training course for police officers qualifying for the white collar crime squad



		1999.07 

		DOJ 

		Germany 

		International Visitor Program: Head of Unit on Telecom, Internet and Media Law in MOJ, briefing on internet fraud & regulation 



		1999.09 

		MPA 

		Germany 

		Sponsoring groups: Police Academy Title of event: Training  Location: Lower Saxony Audience: 23 participants Purpose: Part of four-week further training course for police officers qualifying for the white collar crime squad



		1999.09 

		MPA 

		Germany 

		Sponsoring groups: Customs Title of event: Training  Location: Munich Audience: 35 participants Purpose: Training course for customs officers 



		1998.10 

		BSA 

		Greece 

		Training of 50-80 judges on software piracy. 



		1998.11 

		MPA 

		Greece 

		Sponsoring groups: EPOE Title of event: Training session on interactive piracy Location: Athens, 2 different police precincts Audience:  Purpose: Educational/AP Training



		1999.06 

		MPA 

		Greece 

		Sponsoring groups: EPOE Title of event: Presentation on copyright theft and the piracy profile of public performance, and its extend and frequency in Greece Location: Athens Audience:  Purpose: Educational/AP Training



		1999.02 

		MPA 

		Hong Kong 

		Topic of seminar - "Trend on International Pirates". 43 participants from the industry. 



		1999.05 

		MPA 

		Hong Kong 

		Copyright & Licensing in Foreign Movies. Intellectual Property Investigation Bureau & Prosecution Section of Hong Kong Customs. 47 officers of inspectorate. 



		2000.04 

		Customs 

		Hong Kong 

		Three officers from the Cybersmuggling unit traveled to Hong Kong to conduct a week-long training program on fighting Internet crime. 60 officers from Hong Kong Customs and Hong Kong Police attended. 



		1999.04 

		BSA 

		Hungary 

		Consultations with Hungarian Police on 2 undercover police operations involving cases of suspected software piracy. 



		1999.05 

		BSA 

		Hungary 

		Training on raid techniques and software piracy generally provided to Hungarian Police. 



		1999.09 

		USIA IIE 

		India 

		Hosted four visitors to discuss intellectual property rights. 



		2000.05 

		USPTO 

		India 

		Meeting with head of an Indian laboratory, CSIR, USPTO staff discussed India's traditional knowledge database and offered to provide comments 



		1998.12 

		MPA 

		Indonesia 

		Seminar on "The role of copyright in building a video market". 40 senior officials of the Department of Information representing all the departments district and provincial branches 



		1999.07 

		U.S. Customs 

		Indonesia 

		U.S. Customs conducted training on implementation of the TRIPS border measures in coordination with Revenue Canada. Training was provided to 32 Indonesian Customs officials. Also in attendance were officials from the Ministry of Justice. A representative of the Association of Southeast Asian Nations (ASEAN) was also present. Presentations were made by industry from the Motion Picture Association, the international Federation of the Phonographic Industry and Intel Semiconductor Ltd. 



		1999.08 

		MPA 

		Indonesia 

		Training in combating Optical Disc Piracy provided to officials from Ministry of Culture, Police, Ministry of Information. 



		1999.12 

		U.S. Customs 

		Israel 

		Customs Office of Regulations and Rulings provided training on its Intellectual Property Rights Database to David Shimoni, First Deputy Director General, and Ilan Ohad, Consul, Representative of Israeli Customs, New York 



		1998.10 

		MPA 

		Italy 

		Sponsoring groups: FAPAV Title of event:  Location: Venice Film Festival Audience: 4 members of the Italian Parliament Purpose: Seminar on the AP Bill



		1998.11 

		MPA 

		Italy 

		Sponsoring groups: FAPAV Title of event: Seminar Location: MIFED, Milan Audience:  Purpose: Seminar on IPR Protection



		1999.01 

		MPA 

		Italy 

		Sponsoring groups: I.H.A. Title of event: Audiovisual Piracy - Legal and legislative matters Location: Milan Audience: Representatives of the Judiciary, Carabinieri, Guardia di Finanza, State Police and Municipal Police Purpose: Co-operation with Industry



		1999.02 

		USIA DOJ 

		Italy 

		International Visitor Program: Three law enforcement officials, briefing on IPR 



		1999.03 

		MPA 

		Italy 

		Sponsoring groups: ANCI, FAPAV Title of event: Audiovisual piracy - Investigating ad co-coordinating matters Location: Palermo Audience: 800 representatives of the Judiciary, Guardia di Finanza, State Police, Municipal Police, National Association of Commanders and Officials of Municipal Police Purpose: Audiovisual piracy activity against fraud and forgery



		1999.04 

		MPA 

		Italy 

		Sponsoring groups:  Title of event: ISDL Meeting Location: LA Audience: Italian Magistrates, officers of the Member Companies Purpose: Presentation about piracy problems in Italy



		1999.04 

		MPA 

		Italy 

		Sponsoring groups: FAPAV, USIS, SIAE Title of event: Seminar on the protection of the Cinematographic works in US and Italy Location:  Audience: 4 participants Purpose: Role of the Copyright Office in Washington; Scope and function of the Public Cinematographic register in Italy



		1999.04 

		MPA 

		Italy 

		Sponsoring groups: A.N.C.U.P.M. Title of event: Study day for Commanders and Officials of the Municipal Police Location: Bardolino (VR) Audience: Municipal Police Purpose: Activity related to the assignment of Municipal Police - Development activity for FAPAV



		1999.04 

		BSA 

		Italy 

		Training of approximately 200 police officers and magistrates in Turin on the theoretical and the practical aspects of software piracy, including "hands-on" practice on PCs and the Internet. 



		1999.05 

		MPA 

		Italy 

		Sponsoring groups: Municipality of Bologna, Backstage Organization Title of event: Seminar on IPR protection Location: Bologna Audience:  Purpose: 



		1999.05 

		State MPA 

		Italy 

		Sponsoring groups: American Consulate Title of event: Informatics refresher course Location: Naples Audience: 200 representatives of the Judiciary and investigators of Guardia di Finanza, State Police, Municipal Police and Carabinieri Purpose: Identification of Internet crimes 



		1999.06 

		State BSA 

		Italy 

		Training for magistrates, and police officers from Anti-Mafia Pool. Organized by Consulate General Naples. 



		1999.07 

		USPTO State, USTR 

		Israel 

		Review of draft pharmaceutical import regulations conducted by various USG agencies. 



		1999.02 

		USIA IIPA 

		Italy 

		International Visitor Program on intellectual property rights and organized crime brought three Italian law enforcement officials to the U.S. 



		1999.06 

		State 

		Italy 

		Consulate General Naples organized a workshop on software piracy. Participants from judiciary, fiscal police, carbinieri, state and city police force officers. Purpose was to examine problems associated with anti-piracy interdiction and enforcement, and emphasize the importance of long-term cooperation and exchange of information among law enforcement agencies. 



		1999.06 

		MPA 

		Italy 

		Sponsoring groups: FAPAV Title of event: Didactic activity about frauds and forgeries - movie, home video and television sectors - Introduction to the new technologies, 1st part Location: Genoa Audience: 70 agents of Postal Police and Communication Police Purpose: Training



		1999.07 

		MPA 

		Italy 

		Sponsoring groups: FAPAV Title of event: Training activity about fraud and forgeries - movie, home video and television sector - Introduction to the new technologies, 2nd part Location: Genoa Audience: 70 agents of the Postal Police and Communication Police Purpose: Training



		1999.07 

		MPA 

		Italy 

		Sponsoring groups: FAPAV Title of event: Teaching activity on frauds and forgeries - Introduction  Location: Pavia Audience: 20 agents of Municipal Police Purpose: Training



		2000.03 

		State 

		Italy 

		The Public Affairs Office of the U.S. Embassy in Rome together with the CGs in Naples and Florence worked closely with other mission sections during the week of March 13 to support a series of meetings and to provide media exposure to publicize the work of the IACC (International Anti-Counterfeiting Coalition) for the protection of intellectual property. 



		1999.10 

		USIA 

		Italy 

		International Visitor Program for officer from the First Group Regional Fiscal Police, Guardia di Finanza. Program examines IP laws and practices, especially the relationship between organized crime and piracy. 



		1999.02 

		U.S. Customs 

		Japan 

		Customs provided training to a Delegation from the Customs Intellectual Property Information Center on Intellectual Property Rights border enforcement 



		1999 

		USAID 

		Jordan 

		USAID will provide a series of short-term technical assistance activities to help Jordan implement a series of TRIPS Compliant IPR laws, such as the Copyright, Patent, and Trademark Laws. USAID will also assist the Government of Jordan with the MIS required for keeping a complete record of patents, trademarks, etc. 



		1999 

		USAID 

		Jordan 

		USAID plans to conduct a series of seminars directed at the Jordanian public and private sectors explaining the benefit of strong IPR rules and regulations for the Jordanian economy. 



		1999.04 

		USAID 

		Jordan 

		On 4/20/99, USAID is giving a seminar to businesses affected by TRIPS and the participants will be businessmen. 



		1999.05 

		USAID 

		Jordan 

		On 5/18/99, USAID is giving training on Copyrights and patents and the participants will be GOJ Employees. 



		1999.06 

		USAID 

		Jordan 

		Training on Plant Variety Protection, trademarks, commercial secrets, integrated circuits, enforcement, and copyright law to GOJ Employees. 



		1999.09 

		USAID 

		Jordan 

		Training to judges on Administering Copyright Law, plant variety protection. 



		1999.12 

		USAID 

		Jordan 

		For three days starting on 12/1/99, USAID is giving training to business IP laws and the participants will be businessmen. 



		1999.12 

		USAID 

		Jordan 

		For five days starting on 12/12/99, USAID is giving training to lawyers and judges on IP laws. 



		2000.06 

		USPTO 

		Jordan 

		Consultations with director of Industrial Property Office IP experts meeting on Jordan FTA 



		2000.07 

		USPTO 

		Jordan 

		In Jordan - meeting on FTA 



		1999.07 

		USIA 

		Kazakhstan 

		A delegation of officials from the judiciary, patent, and copyright offices traveled to the U.S. under the international visitors program to study IP protection in the U.S. 



		1999.03 

		USIA 

		Korea 

		Under the International Visitors Program, USIA sponsored the visit of a Korean prosecutor to the U.S. to study intellectual property enforcement. 



		1999.10 

		USPTO 

		Korea 

		Visit to the USPTO to gain assistance on IT issues 



		2000.05 

		USPTO 

		Korea 

		Korean Patent Office visit to USPTO to gain assistance regarding human resource issues 



		1999.05 

		State USPTO USTR 

		Kuwait 

		U.S. government agencies completed an analysis of draft patent and trademark legislation 



		1999.05 

		USPTO

		Kuwait 

		Analysis of draft IP legislation 



		2000.03 

		USPTO 

		Kuwait 

		USPTO meeting with visiting Judges 



		2000.05 

		USPTO 

		Kuwait 

		USPTO staff met with Kuwait regarding patent operations 



		1999.12 

		U.S. Customs 

		Kyrgyz Republic 

		Customs Headquarters provided one-on-one training on the Customs Regulations regarding Intellectual Property Rights to Roman Omorov, Director of the State Agency of Intellectual Property under the Government of the Kyrgyz Republic 



		1999.12 

		PTO 

		Kyrgyz Rep. 

		Briefing from the USPTO on Trademark and TRIPs 



		1998.10 

		BSA 

		Latvia 

		Ministry of Interior, local copyright agency received training in software piracy. 



		1999.02 

		BSA 

		Latvia 

		In cooperation with Judicial Training Center, BSA provided training on IPR. 



		1999.05 

		State USIA IIPA 

		Latvia 

		Training program for film distributors and the media. 



		1999.05 

		BSA 

		Latvia 

		Software Piracy and Copyright Protection : legal analyses, current investigation and practices. Questions about practical copyright violation disclosure. Training provided to police officers and customs authorities. 



		1999.05 

		State USIA IIPA 

		Lithuania 

		Training program for film distributors and the media. 



		1999.05 

		MPA 

		Macau 

		Training in identification of pirated products provided to Macau Maritime Police School. 



		1998.11 

		MPA 

		Malaysia 

		Copyright Enforcement - Hong Kong & Mongolia's Experience. 70 participants from : MDTCA, Royal Malaysian Police Force, Attorney General Chambers, Anti-Corruption Agency, Board of Film Censors, academicians from local universities and practicing I.P. attorneys. 



		2000.02 

		USPTO 

		Malaysia 

		Meeting with D.G. of Enforcement Division 



		2000.04 

		USPTO 

		Mexico 

		Bilateral consultations 



		1999.04 

		U.S. Customs USDOJ 

		Moldova 

		Customs provided training in Washington, D.C. on Intellectual Property Rights to Eugen Stascov, General Director, State Agency on Industrial Property Protection 



		1999.06 

		CLDP 

		Moldova 

		Two US Federal judges and one USPTO Deputy Solicitor traveled to Chisinau to conduct a two-day conference on judicial enforcement of IPR laws.



		2000.03 

		PTO 

		Nepal 

		IPR Program: State Department 



		1999.01 

		BSA Microsoft 

		Netherlands 

		Training on software products and characteristics, internet piracy and related topics provided to Police. 



		1999.02 

		BSA Microsoft 

		Netherlands 

		Training on internet piracy to Economische Contrôle Dienst, The Hague 



		2000.03 

		State 

		Nicaragua 

		The Public Diplomacy Section in the U.S. Embassy in Managua conducted a Worldnet on Intellectual Property Rights. About 90 prosecutors and lawyers, students, industry leaders, journalists, political leaders and government officials discussed the importance of continued action to pass and enforce needed IPR legislation. One prominent member of the audience, National Assembly deputy and president of the Anticorruption Commission Victor Talavera, a former IV, interviewed with the media afterwards on the importance of increased training and capacity building so that Nicaragua would be better prepared to implement recently-passed IPR laws. 



		1999.04 

		CLDP, USAID 

		Nigeria 

		Commerce DAS for Africa and CLDP Director traveled to Lagos and Abuja to discuss development of CLDP program and intellectual property rights conference. 



		1999.07 

		CLDP 

		Nigeria 

		Three USG advisors, a PTO official, a federal Judge, a RIAA official traveled to Lagos for a seminar on the importance of IPR protection with an emphasis on copyrights.



		1999.10 

		PTO 

		Nigeria 

		Visit to USPTO by Nigerian parliamentarian officials 



		2000.01 

		State 

		Nigeria 

		U.S. copyright law expert met with IPR lawyers, representatives of government officials, private companies, manufacturers and publishers. He gave a clear and comprehensive overview of the complexity of copyright and patent law and persuasively argued the benefits to Nigerians of vigorous enforcement of international standards and agreements. 



		1999.03 

		MPA BSA RIAA 

		Oman 

		Seminar on "The Effective Enforcement of Copyright Laws" Training on identification of pirate product, common methods for duplicating and distributing illegitimate products, the impact of piracy on the market, the overall problem of counterfeits and an in-depth analysis of successful raids 



		1999.01 

		U.S. Customs 

		Panama 

		U.S. Customs provided informal one-on-one training on Customs' role in protecting and enforcing Intellectual Property Rights to Jiovanni Olmos, District Attorney for the Third District of Colon in Washington, D.C. 



		1999.11 

		IDSA 

		Paraguay 

		IPR training. 



		1999.06 

		U.S. Customs 

		Papua New Guinea 

		U.S. Customs conducted training under the APEC program for Papua New Guinea. Approximately 15 Papua New Guinea Customs officials participated in the training portion of the mission, representing enforcement, port managers, appraisers, lawyers and managers. The Australian Recording Industry participated in the industry portion of the training program. 



		1999.09 

		U.S. Customs 

		Peru 

		U.S. Customs in coordination with Japan Customs conducted training for Peru Customs on compliance with the border measure provisions in the TRIPS Agreement. The participants included 33 representative from Peru Customs from Enforcement Division, Technique Division, Seaport, Airport and Customs National School. Additionally, the Ministry of Industry and the National institute for the Defense of Competition and Protection of intellectual Property were present. Industry participating in the training included the Motion Picture Association, Recording Industry Association, Microsoft and the international Digital Software Association. The training stressed the importance of a head unit responsible for IPR matters and the importance of a database containing text and images in facilitating IPR border enforcement.



		1999.10 

		State 

		Peru 

		Professor from John Marshall Law School traveled to Lima to meet with INDECOPI, students at two universities, and the Institute of Higher Police Studies. 



		1999.10 

		USPTO 

		Peru 

		Visit to the USPTO to focus on IP issues 



		1999.01 

		U.S. Customs 

		Philippines 

		Training was provided to Philippines Customs by U.S. Customs and Japan Customs. Approximately 30 individuals representing the entry, inspection and investigative offices of Philippines Customs attended the seminar. The basic elements of the TRIPS Agreement relating to border measures and a comparison of U.S. Customs and Japanese Customs efforts relating to IPR enforcement were discussed. Intel, Levi-Strauss, Microsoft, Reebok and Novell represented private industry. 



		1999.04 

		MPA 

		Philippines 

		Training in Identification of a pirated product to VRB Staff & Investigators 



		1999.01 

		BSA 

		Poland 

		Training in the identification of counterfeit products, illegally copied software, video cassettes and music recordings. Provided to police, in conjunction with anti-piracy coalition. 



		1999.01 

		MPA 

		Poland 

		Sponsoring groups: FOTA, ZPAV Title of Event: Training Location: Koszalin Audience: 50 Border Guard Officers  Purpose: Training on identification of pirate product



		1999.02 

		MPA 

		Poland 

		Sponsoring groups: FOTA, ZPAV Title of event: Training Location: Marki Audience: 70 policemen Purpose: Training on identification of pirate product



		1999.02 

		MPA 

		Poland 

		Sponsoring groups: FOTA, ZPAV Title of event: Training Location: Wroclaw Audience: 50 Border Guard Officers Purpose: Training on identification of pirate product



		1999.04 

		MPA 

		Poland 

		Sponsoring groups: FOTA, ZPAV Title of event: Training  Location: Muszyna Audience: 50 custom officers Purpose: Training on identification of pirate product



		1999.06 

		BSA 

		Poland 

		In conjunction with the Ministry of Justice, BSA provided training to 62 prosecutors and 23 judges from all over Poland. The Chief Prosecutor noted the link between piracy and organized crime, and announced plans to form special copyright prosecution units. 



		1999.06 

		MPA 

		Poland 

		Sponsoring groups: FOTA, ZPAV Title of event: Training Location: Bialystok Audience: 30 policemen Purpose: Training on identification of pirate product



		1999.06 

		MPA 

		Poland 

		Sponsoring groups: FOTA, ZPAV Title of event: Seminar Location: Popowo Audience: 100 judges and prosecutors Purpose: Discussion on Copyright



		1999.06 

		MPA 

		Poland 

		Sponsoring groups: FOTA, ZPAV Title of event: Training Location: Poznan Audience: 40 policemen Purpose: Training on identification of pirate product



		1999.09 

		MPA 

		Poland 

		Sponsoring groups:  Title of event: Road Show seminar, 1st part Location: Swider Audience: WCO representatives, custom experts and observers from different countries, and Polish customs officers Purpose: Training on identification of pirate products



		1999.09 

		MPA 

		Poland 

		Sponsoring groups:  Title of event: Road Show seminar, 2nd part Location: 4 border posts in Poland Audience: Polish customs officers, experts and observers Purpose: Practical activities, using knowledge acquired at the seminar



		1999.03 

		MPA BSA RIAA 

		Qatar 

		Seminar on "The Effective Enforcement of Copyright Laws" Training on identification of pirate product, common methods for duplicating and distributing illegitimate products, the impact of piracy on the market, the overall problem of counterfeits and an in-depth analysis of successful raids 



		1999.06 

		BSA 

		Romania 

		BSA advised the Ministry of Justice on the application of Romania's Copyright Act to computer software and help coordinate efforts to combat software piracy in Romania. 



		1998.10 

		MPA 

		Russia 

		Sponsoring groups: TASIS Title of event: Seminar on Copyright Theft Location: N. Novgorod Audience: 7 prosecutors, 5 economic crime policemen, 12 tax police officers Purpose: Training on identification of pirate product



		1998.11 

		MPA 

		Russia 

		Sponsoring groups: TASIS Title of event: Seminar on Copyright Theft Location: Moscow Audience: 35 economic crime policemen, 10 tax police officers, 17 tax inspectors Purpose: Training on identification of pirate product



		1998.12 

		BSA 

		Russia 

		BSA and Microsoft provided training to Police officers from Units of Economic Crimes 



		1999.02 

		MPA 

		Russia 

		Sponsoring groups: TASIS Title of event: Copyright Protection Location: St-Petersburg Audience: 110 economic crime policemen, 95 prosecutors Purpose: Identification of pirate product



		1999.03 

		CLDP 

		Russia 

		Five GOR officials traveled to Washington, DC, for one week to discuss WTO IPR issues with USG officials.



		1999.03 

		MPA 

		Russia 

		Sponsoring groups: TASIS Title of event: Copyright Protection Location: Moscow Audience: 140 customs officers, 90 policemen Purpose: Identification of pirate product



		1999.06 

		MPA 

		Russia 

		Sponsoring groups: TASIS Title of event: Copyright Theft Location: N. Novgorod Audience: students Purpose: Identification of pirate product 



		1999.07 

		MPA 

		Russia 

		Sponsoring groups:  Title of event: Copyright Theft Location: Ufa Audience: 420 policemen Purpose: Identification of pirate product



		1999.07 

		MPA 

		Russia 

		Sponsoring groups: TASIS Title of event: Protection of IP Location: St-Petersburg Audience: 95 economic crime policemen Purpose: Russian Law and IP



		1999.07 

		State Federal Judicial Center 

		Russia 

		Russian judges and prosecutors traveled to Washington for a training session at the Federal Judicial Center. Seminar included IP and enforcement issues. 



		1999.07 

		MPA 

		Russia 

		Title of event: Copyright Theft Location: Moscow Audience: 100 criminal experts Purpose: Identification of pirate product



		1999.08 

		MPA 

		Russia 

		Sponsoring groups: TASIS Title of event: Protection of IP Location: Kiev Audience: 140 representatives of Ministry of Justice, of Home Affairs, and of Economy Purpose: Introduction of IP protection



		1999.08 

		MPA 

		Russia 

		Title of event: Protection of IP Location: Almaty  Audience: 75 crime police officers Purpose: Introduction of IP Protection



		2000.03 

		USPTO 

		Russia 

		Meeting with Russian officials on IP and copyrights 



		2000.07 

		USPTO 

		Russia 

		Consultations with head of Russian Office 



		1999.01 

		MPA 

		Singapore 

		Training in identification of pirated products. 10 officers from the Singapore Police Force. 



		1998.10 

		MPA 

		Slovak Republic 

		Sponsoring groups: SAPU Title of event: Audiovisual Piracy in Slovakia Location: Police District Headquarters, Ziar Audience: 3 policemen Purpose: Practical training on the identification of pirate product



		1998.11 

		MPA 

		Slovak Republic 

		Sponsoring groups: SAPU, IFPI Title of event: Audiovisual Piracy in Slovakia Location: Police District Headquarters, Zvolen Audience: 10 policemen Purpose: Practical training on the identification of pirate product



		1998.10 

		MPA 

		Slovak Republic 

		Sponsoring groups: SAPU, IFPI Title of event: Audiovisual Piracy in Slovakia Location: Police District Headquarters, Banska Bystrica Audience: 8 policemen Purpose: Practical training on the identification of pirate product



		1998.12 

		MPA 

		Slovak Republic 

		Sponsoring groups: PHARE Title of event: Seminar on Legislation and Fight Against Piracy  Location: Bratislava  Audience: 50 policemen, prosecutors and judges Purpose: Presentation on audiovisual piracy



		1999.02 

		MPA 

		Slovak Republic 

		Sponsoring groups: SAPU Title of event: Audiovisual Piracy in Slovakia Location: Police District Headquarters, Martin Audience: 3 policemen Purpose: Practical training on the identification of pirate product



		1999.03 

		MPA 

		Slovak Republic 

		Sponsoring groups: SAPU Title of event: Audiovisual Piracy in Slovakia Location: Police District Headquarters, Malacky Audience: 2 policemen Purpose: Practical training on the identification of pirate product



		1999.05 

		MPA 

		Slovak Republic 

		Sponsoring groups: SAPU Title of event: Audiovisual Piracy in Slovakia Location: Police District Headquarters, Humenne Audience: 3 policemen Purpose: Practical training on the identification of pirate product



		1999.06 

		MPA 

		Slovak Republic 

		Sponsoring groups: SAPU Title of event: Audiovisual Piracy in Slovakia Location: Police District Headquarters, Nove Zamky Audience: 2 policemen Purpose: Practical training on the identification of pirate product



		1999 

		BSA 

		Slovenia 

		BSA provided training on the economic impact of software piracy, Slovenia's domestic + international copyright obligations, product identification, and practical aspects of criminal raids + internet piracy. 



		1999.04 

		MPA 

		South Africa 

		Sponsoring groups: SAFACT Title of event: Seminar on Case finalization and evidentiary procedures Location: Magistrates Court, Phoenix, Durban Audience: 2 police members, 3 prosecutors Purpose: Public relations and evidentiary procedures in order to get cases finalized more speedily



		1999.05 

		MPA 

		South Africa 

		Sponsoring groups: SAFACT, Film and Publications Board  Title of event: Seminar on enforcing Film and Publications Act and evidentiary procedures Location: FPB, Cape Town Audience: 3 members of FPB, video distributors  Purpose: Public relations with FPB and laws relating to DVD importation. 



		1999.06 

		MPA 

		South Africa 

		Sponsoring groups: SAFACT, ASAMI Title of event: Seminar on Copyright Theft Location: Cash Converters Franchise (retail organisation) , Johannesburg Audience: 35 franchise store owners from across the Gauteng province Purpose: Training on identification of product



		1999.07 

		MPA 

		South Africa 

		Sponsoring groups: SAFACT Title of event: Seminar on Copyright Theft Location: Commercial Crime Branch, Durban Audience: 7 police members from Commercial Crime Unit and Border Police, 1 Customs official Purpose: Training on identification of product, laws and docket completion and preparation



		1999.08 

		MPA 

		South Africa 

		Sponsoring groups: SAFACT Title of event: Seminar on Copyright Theft Location: Commercial Crime Branch, Cape Town Audience: 23 police members from Commercial Crime Unit and Border Police Purpose: Training on identification of product, laws and evidentiary procedures prior to upcoming raid



		1999.09 

		MPA 

		South Africa 

		Sponsoring groups: SAFACT Title of event: Seminar on Copyright Theft Location: Johannesburg International Airport Audience: 1 Customs official, 13 Border Police members Purpose: Training on identification of product, laws and evidentiary procedures



		2000.03 

		USPTO 

		South Africa 

		Mini-TIFA video conference 



		1998.11 

		MPA 

		Spain 

		Sponsoring groups: FAP / EGEDA / SGAE / SEDISI / Ministry of Culture Title of event: Piracy Prosecution Location: Barcelona Audience: 140 judges and public prosecutors Purpose: Training on the Prosecution of Copyright Infringers



		1999.02 

		MPA 

		Spain 

		Sponsoring groups: FAP Title of event: Antipiracy investigation Location: Barcelona Audience: 12 national policemen Purpose: Training on the investigation and identification of pirate product



		1999.02 

		MPA 

		Spain 

		Sponsoring groups: FAP / EGEDA / SGAE / SEDISI / Ministry of Culture Title of event: Intellectual Property Protection Location: Madrid Audience: 60 Civil Guards Purpose: Training on the investigation and legal procedure for copyright protection



		1999.03 

		MPA 

		Spain 

		Sponsoring groups: FAP Title of event: Conference on Antipiracy Investigation Location: Logroño Audience: 16 Civil Guards Purpose: Training on the investigation and identification of audiovisual pirate product



		1999.03 

		MPA 

		Spain 

		Sponsoring groups: Ministry of Culture / FAP / EGEDA / SEDISI / SGAE / AFYVE Title of event: Intellectual Property Protection Location: Madrid Audience: 20 public prosecutors Purpose: Training on IP protection: legal action



		1999.05 

		MPA 

		Spain 

		Sponsoring groups: FAP / Seville's Lawyers Bar Title of event: Intellectual Property Protection Location: Seville Audience: 40 national policemen Purpose: Training on the investigation and identification of audiovisual piracy



		1999.06 

		MPA 

		Spain 

		Sponsoring groups: National Police General Direction / Ministry of Culture Title of event: Economic frauds Location: Madrid Audience: 60 national policemen Purpose: Training on the investigation and identification of different frauds including audiovisual piracy



		1999.10 

		USDOJ 

		Spain 

		International University Menendez Pelayo (UIMP) in coordination with the Universitate Oberta de Catalunya (UOC) - Barcelona. Devoted to the fundamental problems in Digital Crime and the juridical perspectives envisioned by both the European Union and the United States. 



		1999 

		BSA 

		Spain 

		Provide quarterly training for magistrates on software piracy. 



		2000.03 

		State 

		Spain 

		In its continuing efforts to promote U.S. intellectual property rights policy (and concurrently U.S. intellectual property trade interests) in Spain, PA Madrid, in collaboration with the Embassy's ECON Section, brought U.S. Speaker Stevan Mitchell (Senior Counsel in the Computer Crime and Intellectual Property Section of the U.S. Department of Justice) to Madrid for an intensive two-day program March 14-15. Mitchell explained U.S. Law and articulated U.S. IPR enforcement policies for audiences that included officials of the Spanish Judiciary, the Ministry of Justice, the Ministry of Defense, the National Police, the State Prosecutor's Office, the Interministerial Commission on Software Piracy, industry representatives, and private sector legal advisors. 



		1999.03 

		MPA 

		Switzerland 

		Sponsoring groups: SAFE, Federal Customs Office Title of event: Training Location: Bern Audience: 20 participants Purpose: 2 Trainings on identification of pirate product



		1998.10 

		IDSA 

		Taiwan 

		Training for 75 customs officers, prosecutors, and judicial authorities in Taiwan. 



		1998.11 

		DOJ 

		Taiwan 

		International Visitor Program: A public prosecutor focusing on IPR, received briefing on computer crime 



		1999.08 

		U.S. Customs 

		Taiwan 

		Customs provided informal one-day training to Miao-rong Kuo, Specialist, International Trade Commission, Ministry of Economic Affairs in Washington, D.C. 



		1999.08 

		USIA DOJ 

		Taiwan 

		International Visitor Program: Project Manager at Science & Technology Center, briefing on cybercrime 



		1999.08 

		IIE USIA 

		Taiwan 

		Hosted Chief Judge, Kaohsiung District Court for training in IPR. 



		1999.08 

		USPTO 

		Taiwan 

		Attorney from USPTO traveled to Taiwan to conduct training in trademark examination and enforcement. 



		1999.09 

		DOJ 

		Taiwan 

		International Visitor Program: Systems Analyst in the Office of the President, briefing on computer security policies 



		2000.01 

		U.S. Customs 

		Taiwan 

		U.S. Customs Service representatives (Office of Regulations & Rulings and LA Strategic Trade Center) provided technical assistance in the form of a two-day training course to approximately 100 attendees at a conference at National Taiwan University. The training included topics on: informed compliance, administrative procedures in enforcing IPR, rulings process, IPR seizures and petitioning process, infringement determinations, targeting, IPR civil and criminal statutes and regulations, USCS implementation of the TRIPS Agreement, targeting and IPR interventions. The conference was sponsored by the Taiwan Board of Foreign Trade, Ministry of Economic Affairs and the Intellectual Property Office, Ministry of Economic Affairs. The participants consisted of government officials from Customs, Intellectual Property Rights Office, Finance Ministry and private industry. Subsequent to the training, the Assistant Director General of Customs, Taiwan, met with the U.S Customs representative (OR&R) on Border Enforcement of Intellectual Property Rights and expressed concern over the recent U.S. IPR seizure statistics, in which Taiwan rose to the top country of origin of infringing importations. 



		2000.01 

		PTO 

		Taiwan 

		USPTO briefing of Taiwan's Public Prosecutor 



		2000.04 

		USPTO 

		Taiwan 

		Administrative Patent Judges visit USPTO 



		2000.05 

		USPTO 

		Taiwan 

		Visit by Taiwanese Judges Consultations with head of Patent Office 



		2000.07 

		USPTO 

		Taiwan 

		APLI program: Visitors from universities in Taiwan. Participants wanted to learn more about patent system in U.S. 



		1998.11 

		MPA 

		Thailand 

		The Regional Symposium on Intellectual Property, Economy and Social Justice. Central Intellectual Property & International Trade Court, in conjunction with Dept of Intellectual Property, Japan External Trade Organization (JETRO), European Patent Office (EPO) and WIPO. 



		1998.12 

		MPA 

		Thailand 

		APEC-TRIPs Training Mission. 40 customs inspectors and examiners and 2 representatives from Department of Intellectual Property. 



		1999.01 

		U.S. Customs 

		Thailand 

		Training was also provided to Thailand Customs and conducted by US Customs and Revenue Canada. Approximately 40 Thai Customs officials participated in the training, representing a variety of fields: inspectors, examiners, appraisers, statisticians and scientists. The Department of Intellectual Property was also represented during the training portions of the mission. Microsoft, Reebok, Novell, International Federation of Phonographic Industry, Interactive Digital Software Association and the Motion Picture Association conducted the industry portion of the training. 



		1999.07 

		MPA 

		Thailand 

		Training in technical identification of counterfeits. 60 Customs Inspectors and Examiners. 



		2000.03 

		USPTO 

		Thailand 

		USPTO discussion of draft response concerning enforcement 



		1999.09 

		USPTO 

		Turkey 

		Analysis of draft IP legislation 



		2000.03 

		USPTO 

		Turkey 

		Bilateral consultations 



		1999.03 

		BSA 

		Ukraine 

		Training of 35 officials from the Police and Ministry of the Interior. 



		1999.04 

		CLDP 

		Ukraine 

		Two USG officials traveled to Kiev to participate in a CLDP sponsored TRIPS symposium to increase awareness of IPR protection and enforcement in Ukraine. Over 100 people participated, including Rada deputies and key staff members. 



		1999.05 

		BSA 

		Ukraine 

		TACIS sponsored event : Seminar on Intellectual Property - Fight Against Infringement. Participants from Copyright Office and Ministry of Foreign Affairs. 



		1999.06 

		CLDP 

		Ukraine 

		U.S. Enforcement of IPR laws and regulations. Training for Ukrainian Customs, Patent and Copyright Officials, Washington, D.C. 



		1999.09-1999.10 

		CLDP U.S. Customs 

		Ukraine 

		U.S. Customs Service hosted a delegation from Ukraine as part of the U.S. Department of Commerce TRIPS Border Enforcement Training Program. The Ukrainian delegation consisted of representatives from the State Customs Service, State Committee on Science and IPR, State Patent Office, State Copyright Agency, Parliamentary Committee on Science and Education, Ministry of Interior, Ministry of Justice and Supreme Arbitration Court. The delegation was presented with an over view of the border enforcement measures of the TRIPS Agreement, WCO model legislation and U.S. Custom's implementation of the border measures in the TRIPS Agreement. Presentations were also made by a Customs inspector on identifying infringing goods, strategic planning and statistics gathering in the IPR arena and IPR investigations. The delegation toured the U.S. Customs laboratory focusing on the work of the lab in the area of intellectual property rights. The delegation also visited a local port and met with port officials regarding IPR violations. 



		1999.09-1999.10 

		U.S. Customs 

		Ukraine 

		Customs Office of Investigation provided law enforcement training at its Springfield ,VA research lab and at Dulles Airport to 13 individuals from the Ukraine government: Olexiy Savchenko, First Deputy Head of the State Committee on Science and IP;Vladimir Zharov, First Deputy Head of the State Patent Office; Tamara Sheveleva, Advisor to the First Deputy Head of the State Patent Office; Hennadii Myroniuk, Head of the State Agency of Ukraine on Copyright and Related Rights; Ivan Bondarenko, Head of the Division of Non-Tariff Operations, Department of the Organization of Customs Control; Ihor Ramus, Head of the Division on the Verification of the Certificates of Origin and Goods; Halyna Symonova, Deputy Head of the Department of Non-Tariff Regulation; Lyudmyla Syvolotska, Head of the Division of Customs Valuation; Gennady Androschuk, Chief Advisor; Serhiy Lebid, Head of the Economic Crime Combating Dept.; Olha Sevchenko, Deputy Head of the Dept. of Civil Litigation; Ihor Plyushko, Judge and Head of the International Relations Division; Dr. Yaroslav Voitko, Chief of Mission, Embassy of Ukraine, Trade and Economic Mission 



		1999.10 

		USPTO 

		Ukraine 

		Consultations with Ukranian Commissioner 



		1999.12 

		USPTO 

		Ukraine 

		Visit to the USPTO to obtain general assistance in IP matters 



		1999.03 

		BSA MPA RIAA 

		United Arab Emirates 

		Seminar on "The Effective Enforcement of Copyright Laws." Training on identification of pirate product, common methods for duplicating and distributing illegitimate products, the impact of piracy on the market, the overall problem of counterfeits and an in-depth analysis of successful raids 



		1999.01 

		U.S. Customs 

		Venezuela 

		Customs provided techniques of the Lab Services Office on Intellectual Property Rights dealing with copyrights and trademark issues to Alexis Pena 



		1999.01 

		DOJ 

		Venezuela 

		International Visitor Program: Deputy commander in Anti-Piracy Unit of Technical Judicial Police, briefing on IPR 



		1999.07 

		USIA 

		Vietnam 

		Georgetown University's Center for Intercultural Development and Development plans a two-week workshop on "International Protection and Enforcement of Intellectual Property Rights" in Hanoi. The second phase of the program will be a two-week study tour of the U.S. composed of the most promising students of the Hanoi workshop. 



		1999.10 

		U.S Customs 

		Vietnam 

		U.S. Customs and New Zealand Customs conducted the APEC training mission for Vietnam. The participants consisted of 25 Vietnam Customs officials from: Legal Department, Inspection Department, Scientific Research Institute, Supervision and Control Department, Investigation and Anti-smuggling Department, Regional Customs Departments, Customs college and Information and Statistics Center. The importance of IPR protection, TRIPS requirements and WCO model legislation were highlighted. An overview was provided of U.S. and New Zealand legal framework, U.S. Customs recordation system, and enforcement actions. The importance of cooperation with rights owners in protecting their interests was discussed. The last day of training included the presentation of a case study using the requirements of the border measures the TRIPS agreement as a guide, along with detection methods and operational issues. The training emphasized the importance of cooperation within Customs among the various disciplines, coordination with other government agencies and cooperation with rights owners. 



		1999.03 

		LOC 

		Zregional Africa 

		Policy Advisor from the U.S. Copyright Office traveled to Windhoek, Namibia, to participate in a WIPO seminar on intellectual property rights. 



		1999.07 

		PTO 

		Zregional Africa 

		Ipin the Digital Age, enforcement issues and e-commerce regional consultation for government officials and private practitioners from sub-Saharan Africa. Over 20 countries participated. 



		1999.12 

		USPTO 

		Zregional Africa 

		Roundtable with Southern African Development Community 



		2000.06 

		USPTO 

		Zregional Africa 

		USPTO sponsored Conference on Protecting and Developing IP: Meeting took place in Namibia 



		2000.07 

		USPTO 

		Zregional Africa 

		USPTO/WIPO Symposium on Protecting and Enforcing Intellectual Property Rights in the Digital Age Met in Senegal 



		1998 

		USCUST 

		Zregional  Asia 

		APEC-U.S. Customs will provide TRIPS training to the following APEC economies in late 1998 and early 1999: Chile, China, Indonesia, Papua New Guinea, Philippines and Thailand. (REG:98CUST3.3) 



		1999.08 

		LOC 

		Zregional Asia 

		U.S. Copyright Office Attorney lectured at the APEC Course on Intellectual Property, Bangkok 



		1999.01 

		Customs IDSA 

		Zregional Asia 

		APEC Customs training held in Bangkok, Thailand, for 30 customs officials. 



		1999.03 

		Customs Justice IDSA MPA 

		Zregional Asia 

		Customs training held at U.S. International Law Enforcement Academy in Bangkok, Thailand, for 30 customs officials and law enforcement officials. 



		1999.09 

		PTO Copyright 

		Zregional Asia 

		TRIPS IP border compliance program for high-level border officials from Asia. 



		1999.09 

		U.S. Customs and FBI 

		Zregional Asia 

		A specialized intellectual property training course was jointly presented by U.S. Customs and the Federal Bureau of Investigations at the International Law Enforcement Training Academy (ILEA) in Bangkok, Thailand. ILEA Bangkok is a joint US -Thai operation academy focussing on training law enforcement officials in Asia. The U.S. Customs portion of the training took place during the first week of the program, focusing on U.S. border enforcement regulations and policy, border measures/field measures, forensic science and standards, IPR investigations, investigative techniques and related issues and matters. Private industry presentations included guest speakers from the Business Software Alliance (BSA) and from Microsoft. Attendees consisted of representatives from: Brunei, Hong Kong, Indonesia, Laos, Malaysia, Singapore, Philippines, Thailand and Vietnam. The majority of the representatives were from Customs administrations investigative branches and IPR units (legal, investigative and inspection), as well as from tax and revenue offices. A number of prosecutors were also in attendance. 



		1999.10 

		USPTO 

		Zregional Asia and the Near East 

		IP Border program at USPTO. Program was an orientation and study effort for customs officials on IP enforcement. Participants included representatives from: Bangladesh, China, Fiji, India, Iran, Laos, Mongolia, Nepal, Pakistan, Sri Lanka and Thailand 



		1999.10 

		USPTO 

		Zregional Asia 

		USTR IP trip. Hong Kong, Macau, Thailand, Malaysia 



		2000.06 

		USPTO 

		Zregional Asia 

		USTPO's Border program. Program was an orientation and study effort for customs officials from Asian countries on the enforcement of intellectual property rights. Participants represented Cambodia, China, India, Indonesia, Laos, Malaysia, Nepal, Papau New Guinea, Philippines, Singapore, Thailand, Vietnam and Moldova 



		1998.12 

		U.S. Customs 

		Zregional Europe 

		Latvia, Lithuania, and Estonia: U.S. Customs provided informal field training on border enforcement of intellectual property rights under the International Visitors Programs through the Office of International Affairs in Los Angeles, CA and New York, NY. to the following individuals from the Baltic states: Didzis Smitas, Chief of Economic Police, State Police Department of the Latvian Republic; Raivo Krumins, Senior Customs Expert, State Revenue Services Customs Board; Iloma Rozeniene, Senior Inspector, Customs Department; Valdas Kveden's Senior Inspector, Unit Head, Sub-division for the protection of Intellectual Property Rights Tax Police, Department of the Ministry; Lauri Aasmann, Acting Manager, Inspection Service, National Customs Board; Veljo Aleksandrov, Superintendent, Estonia Central Criminal Police 



		1999.02 

		BSA 

		Zregional Europe 

		Finnish, Estonian and Russian customs officials received training in software piracy. 



		1999.02 

		USIA BSA 

		Zregional Europe`` 

		Training on software piracy to law enforcement and judiciary officials from Estonia, Latvia, and Lithuania 



		1999.03 

		U.S. Customs 

		Denmark, Estonia, Finland, Germany, Latvia; Lithuania; Norway, Poland, Russia and Sweden 

		Customs in the Port of Seattle, WA, provided one day training on Intellectual Property Rights border enforcement and trademark infringement to 11 representatives from the 10 listed countries. 



		1999.04 

		USPTO 

		Zregional Europe 

		OLIA policy advisor traveled to Belarus to participate in a WIPO roundtable in the rights of broadcasting organizations and the protection of databases. Participants included representatives from CIS countries. 



		1999.06 

		IIPA WIPO 

		Zregional Europe 

		WIPO Regional seminar for Central Asian countries on WCT and WPPT, and fighting piracy. 



		1999.02 

		USIA 

		ZRegional North Africa Near East 

		For three weeks, the Phelps Stokes Fund takes approximately 12 Arabic speaking visitors to four distinct regions of the United States to examine Intellectual Property Rights. 



		1998.11 

		RIAA 

		Zregional Near East 

		WIPO Sub-Regional Seminar for GCC Countries, "Agreement on Trade-Related Aspects of IPR (Trips Agreement)



		1999.02 

		BSA, MPA 

		Zregional Near East 

		U.S. representatives from the Business Software Alliance and the Motion Picture Association participated in a WIPO-organized conference in Oman. The conference addressed topics such as the relationship between IP protection and trade and investment; the cost of IPR violation; patents and pharmaceutical products; enforcement strategies; and electronic commerce. Participants included representatives from the UAE, Bahrain, Qatar, Saudi Arabia, Kuwait, Jordan, Sudan, Egypt, Algeria, Djibouti, Syria, Tunis, Lebanon, Morocco, Palestine, Yemen, and Libya.



		1999.02 

		USIA IIPA 

		Zregional Near East 

		Intellectual Property Rights Program in Washington, DC, for Arabic-speaking participants from North Africa and the Near East. 



		1999.09 

		IIPA WIPO 

		Zregional Near East 

		Workshop on the enforcement on IPR for customs officials, police officers, judges, and prosecutors held in Beirut, Lebanon. 



		2000.04 

		USPTO 

		Zregional Near East 

		USPTO assistance with Rule of law-enforcement - Bahrain, Egypt, Lebanon, West Bank Gaza, Qatar, UAE 



		1999.03 

		USPTO 

		Zwestern Hemisphere 

		USPTO Attorney participated in a WIPO symposium on IPR in Port of Spain. Objective was to encourage participants to accede to international treaties and agreements. Delegates from Antigua, Argentina, Barbados, Belize, Bolivia, Brazil, Chile, Colombia, Costa Rica, Dominican Republic, Ecuador, Guyana, Honduras, Jamaica, Mexico, Panama, Peru, St. Kitts, St. Lucia, Suriname, Venezuela, UK. 



		1999.05 

		USPTO 

		Zwestern Hemisphere 

		USPTO Attorney-Advisor traveled to Buenos Aires to participate in WIPO regional consultations on broadcaster's rights and database protection. 



		2000.02 

		U.S. Customs 

		Zwestern Hemisphere 

		U.S. Customs Service (Office of Regulations and Rulings together with the Office of Investigations) will be delivering a training program on intellectual property rights for CARICOM. The seminar attendees will be composed of Customs representatives from 14 English-speaking Caribbean nations. The curriculum will cover all aspects of intellectual property rights from a law enforcement perspective, e.g., legal, operational and investigatory. 



		2000.03 

		State 

		Zwestern Hemisphere 

		Three country (El Salvador, Guatemala, Panama) Worldnet program on the protection of intellectual property. 



		2000.05 

		USPTO 

		Zwestern Hemisphere 

		International Visitors Program - State Department sponsored visitors from Latin America. Visit to USPTO to gain insight into the U.S. approach to patent and trademark protection. Provided an overview of the USPTO and of international efforts. 



		1999.01 

		USDOJ 

		Zworldwide 

		ASIS & ICC - Washington, DC: International Computer Security Conference for Management level security practitioners-Private and Gov't-international attendees and presenters. Presentation on current legal issues, especially international. 



		1999.03 

		LOC 

		Zworldwide 

		The International Copyright Institute of the U.S. Copyright Office and WIPO co-sponsored a symposium on copyright and neighboring rights in Washington, DC. 



		1999.04 

		USDOJ 

		Zworldwide 

		National Intellectual Property Law Institute - Washington, DC: The International Cryptography Institute- 1999 Legal and Technological Developments in cryptography associated with meeting the information protection needs of users and law enforcement and national security needs of nations. 



		1999.06 

		USIA 

		Zworldwide 

		Under the International Visitors Program, USIA created a special program on intellectual property rights. Visitors traveled to the U.S. for one month for general and specialized sessions with government and the private sector. Officials from Argentina, Bulgaria, Estonia, Greece, India, Indonesia, Israel, Jordan, Latvia, Lithuania, Malaysia, Mauritius, Nepal, Pakistan, Palestinian Authority, Singapore, South Africa, Sri Lanka, Swaziland, Turkey 



		1999.06 

		USDOJ FTC 

		Zworldwide 

		International Consumer Protection Workshop for U.S. and Foreign Law Enforcement Officials on what government, industry and consumers should do now for protection in the Global E-Marketplace. 



		1999.09 

		USDOJ 

		Zworldwide 

		Defending Cyberspace Conference, "Intellectual Property - The Digital Millennium Copyright Act." Sponsor: Electronic Processes Initiatives Committee of the President's Management Council. Organizers CardTech/SecurTech, Crystal City, VA 



		1999.09 

		State USDOJ OAS 

		Zworldwide 

		Representatives of International Organizations, government agencies and industry participated in discussions about obstacles in Latin American law to electronic commercial activities. - Panel discussion - Intellectual Property issues in E-Commerce Piracy in the Internet Age. 



		1999.10 

		USPTO 

		Zworldwide 

		The U.S. Patent and Trademark Office organized the annual Visiting Scholars program, which brought 35 foreign officials from 20 economies to study the American and international intellectual property systems. 



		1999.10 

		USPTO 

		Zworldwide 

		USPTO staff spoke to officials at "Symposium on IP and Knowledge-based economies" - Met in China 



		1999.10 & 2000.05 

		USPTO 

		Zworldwide 

		Visiting Scholars Program at the USPTO provides participants with two-weeks of classroom and hands-on study of various aspects of the administration of intellectual property law, patent and trademark examination and copyright protection. It provides an opportunity for participants to gain an understanding of the important role of intellectual property protection as a tool for economic development. The Visiting Scholars Program was first conducted in 1985. 



		1999.11 

		USPTO 

		Zworldwide 

		WIPO sponsored Enforcement program - The program provides law enforcement and other government officials with an in-depth overview of the TRIPs substantive and enforcement provisions, and an understanding of how to create an effective IP enforcement system. 



		2000.01 

		U.S. Customs 

		ZWorldwide 

		Enforcement mechanisms of Intellectual Property Rights and counterfeiting training was provided in Washington, D.C. (1/10) by the Office of Regulations & Ruling and the Office of Investigations, and field training in the Port of Charleston, SC (1/18) to a Delegation of Intellectual Property Rights Experts from 20 countries: Argentina, Bosnia,  Bulgaria, Burma, Cameroon, Czech Republic, India, Indonesia, Ireland, Jamaica, Jordan, Malta, Mongolia, Pakistan, Panama, Taiwan, Tanzania, Thailand, Yemen and Zambia 



		2000.01 

		USPTO 

		Zworldwide 

		State Department's International Visitors Program Visit by developing countries to the USPTO to gain insight into the U.S. approach to patent and trademark protection. Provided an overview of the USPTO and of international efforts. Visitors toured facilities. 



		2000.05 

		USPTO 

		Zworldwide 

		USPTO - WIPO Enforcement co-sponsored TRIPs IP enforcement Program designed to assist high-level government officials create a TRIPs compliant IP enforcement system. Participants are from customs or judicial areas within governments. 



		2000.06 

		USPTO 

		ZWorldwide 

		USPTO spoke on patent and trademark issues at Coalition for Intellectual Property Rights conference in Moscow, Russia. In attendance were reps. from Kyrgystan, Russia, Ukraine, Latvia, Uzbekistan, Kazakhstan, Georgia, Moldova, Armenia, Tajikistan, Belarus, Lithuania, Brazil 



		2000.06 

		USPTO 

		Zworldwide 

		International Law Institute sponsored. USPTO provided briefings to participants of Intellectual Property and transfer of Technology Conference. Participants included reps. From Cameroon, Egypt, India, Saudi Arabia, Sri Lanka and Venezuela 



		2000.07 

		USPTO & WIPO 

		Zworldwide 

		IP enforcement Problem-solving exercise 



		

		

		

		

		





 


APPENDIX - TAB F

USTR Special 301 List

WHAT IS SPECIAL 301?

The Special 301 provisions of the Trade Act of 1974, as amended, require the USTR to identify foreign countries that deny adequate and effective protection of intellectual property rights or fair and equitable market access for U.S. persons that rely on intellectual property protection. Special 301 was amended in the Uruguay Round Agreements Act to clarify that a country can be found to deny adequate and effective intellectual property protection even if it is in compliance with its obligations under the Agreement on Trade-Related Aspects of Intellectual Property Rights (TRIPS). It was also amended to direct the USTR to take into account a country's prior status under Special 301, the history of U.S. efforts to achieve stronger intellectual property protection, and the country's response to such efforts. 


Countries pursuing the most onerous or egregious acts, policies or practices and whose acts, policies or practices have the greatest adverse impact on U.S. rights or products must be designated Priority Foreign Countries (PFC). PFC's are subject to accelerated investigation under Section 301. PFC status mandates trade negotiations and makes sanctions possible if sufficient progress is not made.


USTR has created two non-statutory categories: Priority Watch List (PWL) and Watch List (WL). Placement in these categories indicates that particular problems exist in a country with respect to the protection of enforcement of intellectual property rights or market access for persons relying on intellectual property. Countries placed on the Priority Watch List are the focus of increased bilateral attention concerning the problem area or practice.


Finally, Section 306 of the Trade Act requires the USTR to monitor the implementation of each measure or settlement agreement entered into by a foreign country under Section 301.


Special 301 Country Status as of November 8, 2000

Priority Foreign Country

None


Section 306 Monitoring

China


Paraguay


Priority Watch List

Argentina


Dominican Republic


Egypt


European Union


Greece


Guatemala


India


Israel


Korea


Malaysia


Peru


Russia


Turkey


Ukraine


Watch List

Armenia


Azerbaijan


Belarus


Bolivia


Brazil


Canada


Chile


Colombia


Costa Rica


Czech Republic


Denmark


Ecuador


Hungary


Indonesia


Italy


Jamaica


Kazakhstan


Kuwait


Latvia


Lebanon


Lithuania


Macau


Moldova


Oman


Pakistan


Philippines


Poland


Qatar


Romania


Saudi Arabia


Singapore


Spain


Taiwan


Tajikistan


Thailand


Turkmenistan


Uruguay


Uzbekistan


Venezuela


Vietnam


Note: Out-of-cycle reviews of Korea, Macau, and the West Bank/Gaza began in December 2000.
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Apparatus and method for providing campaign information, campaign-related information and/or election information 

Abstract

An apparatus and method for providing campaign information, including a memory device for storing at least one of campaign information and campaign-related information, a receiver for receiving a request for information regarding at least one of a candidate, a campaign and an election, a processor for processing the request for information in conjunction with the at least one of campaign information and campaign-related information, wherein the processor generates an information report in response to the request for information, and a transmitter for transmitting the information report to a communication device associated with an individual. 
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Claims






1. An apparatus for providing campaign information, comprising: a memory device for storing at least one of campaign information and campaign-related information; a receiver for receiving a request for information regarding at least one of a candidate, a campaign and an election; a processor for processing said request for information in conjunction with said at least one of campaign information and campaign-related information, wherein said processor generates an information report in response to said request for information; and a transmitter for transmitting said information report to a communication device associated with an individual. 

2. The apparatus of claim 1, wherein said information report contains information regarding at least one candidate, and further wherein said information report contains information regarding at least one of a candidate's name, profile, resume, credentials, platform, position on issues, campaign literature, campaign advertisements, campaign commercials, campaign polls, campaign surveys, and fundraising information. 

3. The apparatus of claim 1, wherein said information report contains information regarding candidates in an election district. 

4. The apparatus of claim 1, wherein said information report contains information regarding at least one of a campaign issue, a campaign commercial, a campaign advertisement, campaign literature, video information, text information, audio information, results of a poll, results of a survey, polling place information, polling time information, and a hyperlink to other information. 

5. The apparatus of claim 4, wherein said apparatus provides compensation for at least one of viewing an advertisement, viewing a commercial, and participation in at least one of a poll and a survey. 

6. The apparatus of claim 1, wherein said processor generates a notification message containing information regarding at least one of a new development, a campaign development, a scheduling of an event, and a scheduling of a fundraiser. 

7. A method for providing campaign information, comprising: storing at least one of campaign information and campaign-related information; receiving a request for information regarding at least one of a candidate, a campaign and an election; processing said request for information in conjunction with said at least one of campaign information and campaign-related information; generating an information report in response to said request for information; and transmitting said information report to a communication device associated with an individual. 

8. An apparatus for providing campaign information and/or campaign-related information, comprising: a memory device for storing campaign management information; a receiver for receiving a request for campaign management information; a processor for processing said request for campaign management information in conjunction with said campaign management information stored in said memory device, wherein said processor generates an information report containing at least one of campaign management information and an link to campaign management information; and a transmitter for transmitting said information report to a communication device associated with an individual. 

9. The apparatus of claim 8, wherein said information report contains a menu of campaign management information, and further wherein said menu contains information regarding at least one of a campaign, an election, election-related laws, rules, and/or regulations, filing requirements, filing forms, nomination petitions, financial disclosure forms, financial disclosure filing deadlines, voter registration forms, absentee ballot forms, absentee ballots, election ballots, voter registration lists, registered voter lists, preferred voter lists, event schedules, event information, polls, political polls, issue polls, surveys, issues pertinent to a campaign and/or an election, news, news regarding issues, developments regarding issues, fundraising, contributors, campaign contributors, fundraising filings of candidates, financial disclosure filings of candidates, fundraiser schedules, press releases, petition filings, financial disclosure filings, goods providers, products providers, services providers, and political party information. 

10. The apparatus of claim 1, wherein said apparatus can be at least one of programmable and self-activating. 

11. The apparatus of claim 1, wherein said apparatus can be utilized to provide at least one of the bidding for and the auctioning off of at least one of campaign goods, campaign products, and campaign services. 

12. The apparatus of claim 1, wherein said apparatus can be utilized to provide recruitment services. 

13. The apparatus of claim 1, wherein said apparatus can be utilized to provide at least one of administer and manage financial accounts. 

14. The apparatus of claim 1, wherein said apparatus can be utilized to provide on-line voting services. 

15. The apparatus of claim 1, wherein said apparatus can be utilized to receive at least one of campaign contributions and campaign donations for at least one of a candidate, a campaign, a political party and an organization. 

16. The apparatus of claim 1, wherein said apparatus can be utilized to monitor the activities of at least one of registered voters and eligible voters during an election. 

17. The apparatus of claim 1, wherein said apparatus can be utilized as a clearinghouse for at least one of buying and selling at least one of campaign goods, campaign products, and campaign services. 

18. The apparatus of claim 1, wherein said apparatus can be utilized in conjunction with at least one of intelligent agents, software agents, and mobile agents. 

19. The apparatus of claim 1, wherein said apparatus can be utilized at least one of on and over the Internet, the World Wide Web, a communication network, a telecommunication network, a satellite communication network, a telephone communication network, a radio communication network, a digital communication network, a digital satellite communication network, a personal communications services network, a cable television network, a broadband communication network, a bluetooth communication network, a low earth orbiting satellite (LEOs) network, an intranet, and a combination of same. 

20. The apparatus of claim 1, wherein at least one of a communication and a transmission occurring in conjunction with use of said apparatus is at least one of an e-mail transmission, an e-mail message, an electronic transmission, a telephone message, a letter mail delivery, a telephone transmission, a facsimile transmission, a beeper message, and a pager message. 





Description






RELATED APPLICATIONS 

[0001] This application claims the benefit of priority of U.S. Provisional Patent Application Serial No. 60/229,979, filed Sep. 2, 2000, and entitled "APPARATUS AND METHOD FOR PROVIDING CAMPAIGN INFORMATION, CAMPAIGN-RELATED INFORMATION AND/OR ELECTION INFORMATION", the subject matter of which is hereby incorporated by reference herein. 

FIELD OF THE INVENTION 

[0002] The present invention pertains to an apparatus and method for providing campaign information, campaign-related information, and/or election information and, in particular, to an apparatus and a method for providing campaign information, campaign-related information, and/or election information, which provides information and/or information processing for, or relating to, political campaigns, political elections, public election campaigns, public elections, private elections campaigns, private elections, and/or any other campaigns and/or elections. 

BACKGROUND OF THE INVENTION 

[0003] Campaigns and elections for various offices are a very important part of our lives and are important to organized societies or other organizations. Campaigns and elections can be very important in that we have the opportunity to select individuals or entities who or which may represent us and/or who or which can be charged with making decisions which can have an enormous impact on us and the way we live our lives. 

[0004] We experience campaigns and elections for public offices, public officials, public organizations, private organizations, quasi-public organizations, quasi-private organizations, unions, civic associations, student bodies, and the list can go on and on. In many campaigns or elections, the basic premise can be simple. The candidates for the respective offices or positions typically conduct campaigns so as to promote themselves before the voters or the voting electorate. These candidates can distribute materials, literature, purchase advertisements, or commercials, and get out and meet the voters or the voting electorate. 

[0005] Campaigns and elections, however, present candidates with many obstacles which they must overcome. Campaign laws, rules and regulations, must typically be followed and can be inconvenient and/or burdensome to abide by. Important formal documents, including nominating petitions, financial disclose statements, financial disclosure forms, and/or other documents, may also need to be filed. 

[0006] Campaigns can typically require the need for various campaign goods, products, and/or services, which may be needed by the candidates or by their respective campaigns in order to conduct an effective campaign. Candidates must also be aware of, and be knowledgeable about, the various issues relating to their respective office(s) or position(s) or the issues facing their prospective constituents. 

[0007] Access to polls and/or surveys regarding the feelings or sentiments about a candidates) or an issue(s) may also be very important to a candidate, but yet access to these polls or surveys can be very expensive and/or difficult to obtain. Candidates must also have access and/or must obtain a great deal of information regarding the issues related to a campaign or an election as well as a great deal of information in tackling the sometimes rigorous demands of running the campaign itself. Campaign management activities can include determining platforms, designing campaign literature and materials, disseminating campaign materials, conducting fundraising activities, organizing campaign workers, and many other tasks. 

[0008] There are may other obstacles inherent in running a campaign for elected office. Registered and/or eligible voters typically have to be identified and courted by the candidate, the candidate's campaign, and/or by the political parties and/or organizations who or which support the candidate or issues. Campaigns and elections can also be very expensive to run, thereby making campaign fundraising another important matter for candidates. 

[0009] Typically, candidates can overcome some of these obstacles with the help of certain contacts and/or connections. This can be easily seen in the cases of incumbents in offices or positions. Incumbents, through their networks and contacts, and by virtue of their office or position, can sometimes tackle the obstacles of campaign better than newcomers, but these efforts can still be met with unnecessary obstacles. 

[0010] It is submitted that the current state of the art in the running campaigns and/or elections is antiquated at best. There appears to be no system available or in use which can alleviate the obstacles which are faced by candidates for various offices, public and private. 

[0011] The obstacles which exist, and the shortfalls which are associated with, conducting a campaign or an election can also have a negative impact on the voters, the voting public, the electorate, and our society as a whole. The obstacles faced by candidates in attempting to conduct an informed and effective campaign can leave the voters, the voting public, the electorate, and our society as a whole, uninformed and represented by individuals or organizations who or which may not be the most capable for the office or position at hand. 

[0012] In short, many shortfalls exist in the current state of conducting campaigns and elections. 

SUMMARY OF THE INVENTION 

[0013] The present invention overcomes the shortcomings of the prior art and provides an apparatus and a method for providing campaign information, campaign-related information, and/or election information. The present invention pertains to an apparatus and method for providing campaign information, campaign-related information, and/or election information and, in particular, to an apparatus and a method for providing campaign information, campaign-related information, and/or election information, which provides information and/or information processing for, or relating to, political campaigns, political elections, public election campaigns, public elections, private elections campaigns, private elections, and/or any other campaigns and/or elections. 

[0014] The apparatus and method of the present invention can provide various information as well as provide various information processing routines for providing information and services for and/or related to campaigns, political campaigns, political elections, public election campaigns, public elections, private elections campaigns, private elections, and/or any other campaigns and/or elections. 

[0015] The apparatus can include a central processing computer or server computer. The central processing computer can provide control over the apparatus and can perform various processing operations for providing the various services described herein. The central processing computer can also provide various services described herein for the various computers associated with users, candidates, election administrators, consultants and/or advisors, polling individuals and/or entities, political parties, mailing products and services providers, advertising products and services providers, literature products and services providers, campaigning products and services providers, fundraisers, scheduling services, lobbyists, special interest groups, and/or financial institutions, who or which utilize the apparatus and method of the present invention. 

[0016] The central processing computer can be any suitable computer, network computer, or computer system, for providing service for the various individuals and entities who or which utilize the apparatus and method of the present invention and/or any of the respective computers and/or communication devices associated therewith. 

[0017] The apparatus can also include one or more user computers or user communication devices with each user computer being associated with an individual user or group of users. The user computer can be utilized by any user, individual, candidate, candidate for elective office, campaign manager, campaign aide, constituent, and/or any other third party desiring to utilize the present invention. 

[0018] The apparatus can also include one or more public election administrator computers or communication devices or public election administrator communication devices with each public election administrator computer being associated with a public election administrator or administrative entity, such as, for example, an elections board for a political subdivision or geographic area, an elections officer, an elections commissioner, and/or any other individual and/or entity who or which oversees and/or administers public elections. 

[0019] The apparatus can also include one or more private election administrator computers or communication devices or private election administrator communication devices with each private election administrator computer being associated with a private election administrator or administrative entity, such as, for example, a company, a business, a trade association, a professional association, a school, a union, a private organization, a quasi-private organization, civic association, subdivision or geographic area, an elections officer, an elections commissioner, and/or any other individual and/or entity who or which oversees and/or administers private elections. 

[0020] The apparatus can also include one or more campaign administrator computers or communication devices with each campaign administrator computer being associated with a candidate, campaign manager, staff member, coordinator, and/or other individual and/or entities who or which is involved in the managing of, coordinating, providing support services for, and/or otherwise working for or on, the campaign or campaigns of a candidate and/or a group of candidates for any of the campaigns and/or elective offices and/or positions in conjunction with which the present invention can be utilized. 

[0021] The apparatus can also include one or more provider computers or communication devices with each provider computer being associated with a provider of any goods, products, and/or services, which can be utilized in any campaigns, campaigning, electioneering, promotional, and/or in any other related activities. 

[0022] The apparatus can also include one or more media or press computers or communication devices with each media computer being associated with a media service, news service, a print news service, such as, but not limited to, the press, the press media, newspaper, magazine, flier, press service, a television news service, a radio news service, a broadcast service, and/or any other media service, journalistic service, news media service, news service, news bureau, and/or any other media service which can be utilized to provide news information of any kind, as well as receive and/or disseminate news, press releases, and/or any other information, from and/or to, respectively, any of the computers or communication devices described herein as well as any of the parties described herein. 

[0023] The media computer can provide news related information to the central processing computer 10 as well as any of the other computers or communication devices, described herein as well as any of the parties associated with any of the respective computers or communication devices. The media computer can also receive news information from any of the herein-described parties as well as from other external sources and/or other third parties and/or third party source, which news information can be processed by the media computer and/or by the central processing computer for later dissemination to any of the respective computers or communication devices and/or any of the individuals and/or parties associated therewith. 

[0024] The apparatus can also include one or more external information source computers or communication devices, with each external information source computer being associated with a external information source. Each external information source computer can also be associated with a number of external information sources, depending upon the desired application. The external information source can be any third party information source, information provider, news service, third party individual, organization, association, civic organization, civic association, union, trade union, event planner, scheduling entity, and/or any other individual and/or entity which may provide information to any of the herein-described individuals and/or entities who or which utilize the present invention. 

[0025] The apparatus can also include financial institution computers or communication devices with each financial institution computer being associated with a financial institution, a group of financial institutions, and/or any of the individuals and/or entities who or which utilize the present invention. Each financial institution computer can also be associated with a number of candidates, campaigns, individuals and/or entities described herein. The financial institution computer(s) can be utilized in order to manage and/or administer financial accounts for any of individuals and/or entities described herein. 

[0026] The financial institution computer(s) can also perform financial transactions for, or on behalf of, any of the individuals and/or entities who or which utilize the apparatus and method of the present invention. The financial institution computer(s) can make and/or receive financial payments from any individual or entity for, or on behalf of, any of the individuals and/or entities who or which utilize the present invention. 

[0027] The central processing computer(s), the user computer(s), the public election administrator computer(s), the private election administrator computer(s), the campaign administrator computer(s), the provider computer(s), the media computer(s), the external information source computer(s), and the financial institution computer(s), can communicate with each other via any suitable communication network or system. 

[0028] The apparatus can be utilized on, over, and/or in conjunction with, any communication network or system. The apparatus and method of the present invention can also be utilized on, over, and/or in conjunction with, a wireless communication network or system, a wired or line-connected communication network or system, or any combination of a wireless communication network or system and a wired or line-connected communication network or system. The present invention can also utilize wireless Internet and/or World Wide Web services, equipment and/or devices. 

[0029] The apparatus and method of the present invention can be utilized in a wide variety of manners and/or embodiments in order to provide various processing routines, functions, and/or services. 

[0030] The present invention can be utilized in order to provide campaign and/or campaigning information to any user of the present invention. The present invention can be utilized for providing information for any type of election and/or campaign, including elections for public office or public offices and/or elections for offices and/or positions in private organizations, quasi-public organizations, and/or quasi-private organizations. 

[0031] The present invention can also be utilized in order to provide compensation or other rewards for users or voters who view advertisements and/or commercials and/or who participate in surveys or polls. 

[0032] The apparatus and method of the present invention can also be utilized in order to provide a centralized election and/or campaign information center and/or clearinghouse for information and/or communications regarding and/or occurring between any of the herein-described users, individuals, and/or entities, described herein. 

[0033] The apparatus and method of the present invention can also be utilized in order to provide campaign management information and/or information for assisting in managing and/or conducting a campaign. 

[0034] The present invention can also be utilized in order to maintain event schedules and/or calendars for any of the individuals, candidates, campaigns, political parties, and/or organizations, described herein. 

[0035] The present invention can also be utilized in order to record and store financial transactions for, and/or campaign contributions, financial as well as non-financial and/or in-kind which are received by, an individual, a candidate, a campaign, a political party, and/or organization. The present invention can also be utilized in order to process financial transaction information and/or campaign contribution information in conjunction with financial disclosure requirements and generate financial disclosure report(s) for, or on behalf of, the individual, candidate, campaign, political party, and/or organization. 

[0036] The present invention can also be utilized in order to provide an information clearinghouse for any or the campaign information and/or election information, and/or any other related information, described herein, which can be utilized in managing and/or conducting campaign activities. 

[0037] The apparatus and method of the present invention can also be utilized in order to generate, design, and/or produce campaign materials and/or campaign-related materials and disseminate same to a user selected target audience. The present invention can also be utilized in order to provide campaign materials which can include video clips, audio clips, and/or audio/video clips. 

[0038] The apparatus and method of the present invention can also be utilized in order to perform polling and/or surveys and/or to make the results of the respective polls and/or surveys to any respective users of the present invention. 

[0039] The apparatus and method of the present invention can be utilized in order to perform targeted information dissemination such as campaign fundraising and targeted fundraising activities. 

[0040] The apparatus and method of the present invention can be utilized in order to provide notification to an individual, a candidate, a campaign, and/or an organization, of the existence of, and/or the availability of, a provider of campaign goods, campaign products, and/or campaign services, and/or any other campaign-related goods, products, and/or services. 

[0041] The apparatus and method of the present invention can also be utilized in order to provide notification to a provider(s) of campaign and/or campaign-related goods, products, and/or services, of the existence of a user, an individual, a candidate, a campaign, and/or an organization, who or which may be interested in and/or who or which may be in need of and/or desirous of obtaining and/or utilizing any of the respective goods, products, and/or services, which are provided by the respective provider(s). 

[0042] The apparatus and method of the present invention can be utilized to conduct a poll, polls, a survey, or surveys, for any of the users, individuals, candidates, campaigns, political parties, and/or organizations. The apparatus and method of the present invention can be programmed to analyze the results of the respective poll, polls, a survey, or surveys, identify areas of weakness or vulnerability, and disseminate campaign materials to targeted voters or areas in order to attempt to overcome the weakness or vulnerability. 

[0043] The apparatus of the present invention can also be programmed to perform campaign and/or campaigning functions or tasks for, or on behalf of, the respective users, individuals, candidates, campaigns, political party or political parties, and/or organizations, described herein. 

[0044] The apparatus and method of the present invention can be utilized in order to bid for, and/or to auction off, any of the campaign and/or campaign-related goods, products, and/or services, described herein, and/or any other goods, products, and/or services, which can be utilized in a campaign and/or in an election. The apparatus and method of the present invention can also be utilized in order to provide recruitment services and/or to facilitate recruitment activities for, or regarding, any campaign and/or campaign-related positions and/or jobs. 

[0045] The apparatus and method of the present invention can also be utilized in order to administer and/or manage financial accounts, and/or to transmit and/or receive payments and/or funds transfer, for, or on behalf of, any of the candidates, campaigns, providers, organizations, and/or any other users, of the present invention. 

[0046] The apparatus and method of the present invention can also be utilized in order to perform on-line voting in any of the herein-described elections and/or campaigns. 

[0047] The apparatus of the present invention can also be utilized in order to receive campaign contributions and/or campaign donations for, or on behalf of any of the candidates, campaigns, political parties, and/or organizations, described herein. 

[0048] The apparatus and method of the present invention can also be utilized in order to monitor the activities of registered voters and/or eligible voters during an election. The apparatus can also be utilized in order to monitor the individuals who have voted, determine and/or identity the individuals who have not yet voted, and transmit a message or other communication to these individuals. 

[0049] The apparatus and method of the present invention can also be utilized as a clearinghouse for buying and selling campaign goods, campaign products, campaign services, campaign-related goods, campaign-related products, and/or campaign-related services. 

[0050] The apparatus and method of the present invention can utilize intelligent agents, software agents, and/or mobile agents in order to perform any tasks, operations, and/or functions, for, or on behalf of, any of the individuals and/or entities who or which utilize the present invention. 

[0051] The present invention can be utilized in conjunction with various security and cryptography technologies and/or techniques so as to provide for security and confidentiality for or regarding any and/or all of the communications, as well as any of the data and/or information transmissions, which are described as occurring between any of the herein-described users, individuals, candidates, campaigns, administrators, providers, external information sources, and/or financial institutions, or the respective computers or communication devices associated therewith. 

[0052] Accordingly, it is an object of the present invention to provide an apparatus and method for providing campaign information, campaign-related information, and/or election information. 

[0053] It is another object of the present invention to provide an apparatus and method for providing campaign information, campaign-related information, and/or election information, in a network environment. 

[0054] It is still another object of the present invention to provide an apparatus and method for providing campaign information and/or campaign-related information which provides information and/or information processing for, or relating to, any campaign and/or election. 

[0055] It is yet another object of the present invention to provide an apparatus and method for providing campaign information and/or campaign-related information which provides information and/or information processing for, or relating to, political campaigns, political elections, public election campaigns, public elections, private elections campaigns, private elections, and/or any other campaigns and/or elections. 

[0056] It is another object of the present invention to provide an apparatus and method for providing campaign information and/or campaign-related information which provides for any type or kind of campaign and/or election. 

[0057] It is still another object of the present invention to provide an apparatus and method for providing campaign information and/or campaign-related information which can provide information regarding a candidate or candidates. 

[0058] It is yet another object of the present invention to provide an apparatus and method for providing campaign information and/or campaign-related information which can be utilized to provide information regarding and/or concerning elections, offices, positions, candidates, and/or campaigns. 

[0059] It is another object of the present invention to provide an apparatus and method for providing campaign information and/or campaign-related information which can be utilized in order to provide compensation and/or rewards to the viewer of advertisements and/or commercials. 

[0060] It is still another object of the present invention to provide an apparatus and method for providing campaign information and/or campaign-related information which can be utilized in order to provide compensation and/or rewards to an individual and/or entity who or which participates in a poll or survey. 

[0061] It is yet another object of the present invention to provide an apparatus and method for providing campaign information and/or campaign-related information which can be utilized in order to perform tasks for, or on behalf of, an individual or entity. 

[0062] It is another object of the present invention to provide an apparatus and method for providing campaign information and/or campaign-related information which can be utilized in order to provide notification to an individual or entity regarding the posting of information regarding a campaign, an election, an office or position, or a candidate or candidates. 

[0063] It is still another object of the present invention to provide an apparatus and method for providing campaign information and/or campaign-related information which can be utilized in order to provide a centralized election and/or campaign information center and/or clearinghouse for information and/or communications. 

[0064] It is yet another object of the present invention to provide an apparatus and method for providing campaign information and/or campaign-related information which can be utilized in order to provide campaign management information and/or information for assisting in managing and/or conducting a campaign. 

[0065] It is another object of the present invention to provide an apparatus and method for providing campaign information and/or campaign-related information which can be utilized in order to provide campaign management information and/or information for assisting in managing and/or conducting a campaign, which can provide menu-based information. 

[0066] It is still another object of the present invention to provide an apparatus and method for providing campaign information and/or campaign-related information which can be utilized in order to provide poll information and/or survey information. 

[0067] It is still another object of the present invention to provide an apparatus and method for providing campaign information and/or campaign-related information which can be utilized in order to provide information regarding a candidate's standing in a poll or survey. 

[0068] It is yet another object of the present invention to provide an apparatus and method for providing campaign information and/or campaign-related information which can be utilized in order to perform polls and/or surveys. 

[0069] It is another object of the present invention to provide an apparatus and method for providing campaign information and/or campaign-related information which can be programmed to perform polls, poll taking, and/or surveys. 

[0070] It is still another object of the present invention to provide an apparatus and method for providing campaign information and/or campaign-related information which can be programmed to perform polls, poll taking, and/or surveys, at any time, at a pre-determined time interval(s), and/or in any other appropriate and/or selected manner. 

[0071] It is yet another object of the present invention to provide an apparatus and method for providing campaign information and/or campaign-related information which can perform polls or surveys for a candidate and/or for any issues or areas of interest. 

[0072] It is another object of the present invention to provide an apparatus and method for providing campaign information and/or campaign-related information which can be utilized to process event scheduling information. 

[0073] It is still another object of the present invention to provide an apparatus and method for providing campaign information and/or campaign-related information which can be utilized in order to record and store financial transactions. 

[0074] It is yet another object of the present invention to provide an apparatus and method for providing campaign information and/or campaign-related information which can be utilized to process information regarding campaign contributions. 

[0075] It is still another object of the present invention to provide an apparatus and method for providing campaign information and/or campaign-related information which can generate a financial disclosure report(s) for, or on behalf of, an individual and/or entity. 

[0076] It is yet another object of the present invention to provide an apparatus and method for providing campaign information and/or campaign-related information which can file a financial disclosure report(s) for, or on behalf of, an individual and/or entity. 

[0077] It is another object of the present invention to provide an apparatus and method for providing campaign information and/or campaign-related information which can be utilized in order to design, generate, produce, or disseminate, campaign materials, campaign literature, and/or press releases. 

[0078] It is still another object of the present invention to provide an apparatus and method for providing campaign information and/or campaign-related information which can be utilized in order to design, generate, produce, or disseminate, campaign materials, campaign literature, and/or press releases which can include any one or more of text materials, audio materials, video materials, audio/video materials, and/or any combination thereof. 

[0079] It is yet another object of the present invention to provide an apparatus and method for providing campaign information and/or campaign-related information which can be utilized 

[0080] It is another object of the present invention to provide an apparatus and method for providing campaign information and/or campaign-related information which can be utilized to disseminate campaign information, materials, and/or literature to a target audience. 

[0081] It is still another object of the present invention to provide an apparatus and method for providing campaign information and/or campaign-related information which can be utilized in order to provide campaign materials which can include video clips, audio clips, and/or audio/video clips. 

[0082] It is still another object of the present invention to provide an apparatus and method for providing campaign information and/or campaign-related information which can be utilized in order to perform polling and/or surveys. 

[0083] It is yet another object of the present invention to provide an apparatus and method for providing campaign information and/or campaign-related information which can be utilized in order to perform polling and/or surveys, and to provide the results of polls or surveys to interested individuals or entities. 

[0084] It is another object of the present invention to provide an apparatus and method for providing campaign information and/or campaign-related information which can be utilized in order to generate a poll or survey. 

[0085] It is still another object of the present invention to provide an apparatus and method for providing campaign information and/or campaign-related information which can be utilized in order to perform targeted campaign fundraising efforts. 

[0086] It is yet another object of the present invention to provide an apparatus and method for providing campaign information and/or campaign-related information which can be utilized in order to provide notification to an individual, a candidate, a campaign, and/or an organization, of the existence of, and/or the availability of, a provider of campaign goods, campaign products, and/or campaign services. 

[0087] It is another object of the present invention to provide an apparatus and method for providing campaign information and/or campaign-related information which can be utilized in order to identify and/or to locate providers of campaign goods, campaign products, and/or campaign services. 

[0088] It is still another object of the present invention to provide an apparatus and method for providing campaign information and/or campaign-related information which can be utilized in order to provide notification to a provider(s) of campaign and/or campaign-related goods, products, and/or services, of the existence of a user, an individual, a candidate, a campaign, and/or an organization, who or which may be interested in and/or who or which may be in need of and/or desirous of obtaining and/or utilizing any of the respective goods, products, and/or services, which are provided by the respective provider(s). 

[0089] It is yet another object of the present invention to provide an apparatus and method for providing campaign information and/or campaign-related information which can be utilized in order to conduct a poll, polls, a survey, or surveys, for any of the users, individuals, candidates, campaigns, political parties, and/or organizations, described herein. 

[0090] It is another object of the present invention to provide an apparatus and method for providing campaign information and/or campaign-related information which can be programmed to analyze the results of the a poll, polls, a survey, or surveys. 

[0091] It is yet another object of the present invention to provide an apparatus and method for providing campaign information and/or campaign-related information which can be programmed to identify areas of weakness or vulnerability. 

[0092] It is another object of the present invention to provide an apparatus and method for providing campaign information and/or campaign-related information which can be programmed to disseminate campaign materials to targeted voters or areas. 

[0093] It is still another object of the present invention to provide an apparatus and method for providing campaign information and/or campaign-related information which can be programmed to perform campaign activities and/or campaigning-related activities. 

[0094] It is yet another object of the present invention to provide an apparatus and method for providing campaign information and/or campaign-related information which can be utilized in order to provide notification of the results of a poll, polls, survey, and/or surveys. 

[0095] It is another object of the present invention to provide an apparatus and method for providing campaign information and/or campaign-related information which can perform campaign, and/or programmed campaigning, functions or tasks for, or on behalf of, a respective user, individual, candidate, campaign, political party, and/or organization. 

[0096] It is still another object of the present invention to provide an apparatus and method for providing campaign information and/or campaign-related information which can be utilized in order to bid for, and/or to auction off, campaign and/or campaign-related goods, products, and/or services. 

[0097] It is yet another object of the present invention to provide an apparatus and method for providing campaign information and/or campaign-related information which can be utilized in order to provide recruitment services and/or recruitment activities. 

[0098] It is another object of the present invention to provide an apparatus and method for providing campaign information and/or campaign-related information which can be utilized in order to administer and/or manage financial accounts. 

[0099] It is still another object of the present invention to provide an apparatus and method for providing campaign information and/or campaign-related information which can be utilized in order to transmit and/or receive payments and/or funds transfer, for, or on behalf of, any respective party or parties. 

[0100] It is yet another object of the present invention to provide an apparatus and method for providing campaign information and/or campaign-related information which can be utilized in order to perform on-line voting and/or on-line elections. 

[0101] It is another object of the present invention to provide an apparatus and method for providing campaign information and/or campaign-related information which can be utilized in order to receive campaign contributions and/or campaign donations for, or on behalf of, a respective party or parties. 

[0102] It is still another object of the present invention to provide an apparatus and method for providing campaign information and/or campaign-related information which can be utilized in order to monitor the activities of registered voters and/or eligible voters during an election. 

[0103] It is yet another object of the present invention to provide an apparatus and method for providing campaign information and/or campaign-related information which can be programmed to promote voting in an election. 

[0104] It is another object of the present invention to provide an apparatus and method for providing campaign information and/or campaign-related information which can be programmed to promote voting for a candidate or an issue. 

[0105] It is still another object of the present invention to provide an apparatus and method for providing campaign information and/or campaign-related information which can be utilized as a clearinghouse for buying or selling campaign goods, campaign products, campaign services, campaign-related goods, campaign-related products, and/or campaign-related services. 

[0106] It is yet another object of the present invention to provide an apparatus and method for providing campaign information and/or campaign-related information which can utilize intelligent agents, software agents, and/or mobile agents. 

[0107] It is another object of the present invention to provide an apparatus and method for providing campaign information and/or campaign-related information which can be programmed to be self-activating and/or activated automatically. 

[0108] It is still another object of the present invention to provide an apparatus and method for providing campaign information and/or campaign-related information which can utilize electronic commerce technologies and security methods, techniques and technologies. 

[0109] It is yet another object of the present invention to provide an apparatus and method for providing campaign information and/or campaign-related information which can utilize security and cryptography technologies and/or techniques. 

[0110] Other objects and advantages of the present invention will be apparent to those skilled in the art upon a review of the Description of the Preferred Embodiments taken in conjunction with the Drawings which follow. 

BRIEF DESCRIPTION OF THE DRAWINGS 

[0111] In the Drawings: 

[0112] FIG. 1 illustrates the apparatus of the present invention, in block diagram form; 

[0113] FIG. 2 illustrates the central processing computer of FIG. 1, in block diagram form; 

[0114] FIG. 3 illustrates the user computer of FIG. 1, in block diagram form; 

[0115] FIG. 4 illustrates the public election administrator computer of FIG. 1, in block diagram form; 

[0116] FIG. 5 illustrates the private election administrator computer of FIG. 1, in block diagram form; 

[0117] FIG. 6 illustrates the campaign administrator computer of FIG. 1, in block diagram form; 

[0118] FIG. 7 illustrates provider computer of FIG. 1, in block diagram form; 

[0119] FIG. 8 illustrates media computer of FIG. 1, in block diagram form; 

[0120] FIG. 9 illustrates external information source computer of FIG. 1, in block diagram form; 

[0121] FIG. 10 illustrates financial institution computer of FIG. 1, in block diagram form; 

[0122] FIGS. 11A and 11B illustrate a preferred embodiment method for utilizing the present invention, in flow diagram form; 

[0123] FIGS. 12A and 12B illustrate another preferred embodiment method for utilizing the present invention, in flow diagram form; 

[0124] FIGS. 13A and 13B illustrates another preferred embodiment method for utilizing the present invention, in flow diagram form; 

[0125] FIG. 14 illustrates still another preferred embodiment method for utilizing the present invention, in flow diagram form; 

[0126] FIGS. 15A and 15B illustrate yet another preferred embodiment method for utilizing the present invention, in flow diagram form; 

[0127] FIG. 16 illustrates another preferred embodiment method for utilizing the present invention, in flow diagram form; 

[0128] FIG. 17 illustrates still another preferred embodiment method for utilizing the present invention, in flow diagram form; and 

[0129] FIGS. 18A and 18B illustrate still another preferred embodiment method for utilizing the present invention, in flow diagram form. 

DESCRIPTION OF THE PREFERRED EMBODIMENTS 

[0130] The present invention pertains to an apparatus and method for providing campaign information, campaign-related information, and/or election information and, in particular, to an apparatus and a method for providing campaign information, campaign-related information, and/or election information, which provides information and/or information processing for, or relating to, political campaigns, political elections, public election campaigns, public elections, private elections campaigns, private elections, and/or any other campaigns and/or elections. 

[0131] The apparatus and method of the present invention can provide various information as well as provide various information processing routines for providing information and services for and/or related to campaigns, political campaigns, political elections, public election campaigns, public elections, private elections campaigns, private elections, and/or any other campaigns and/or elections. 

[0132] Applicant hereby incorporates by reference herein the subject matter and teachings of U.S. Provisional Patent Application Serial No. 60/229,979 which teaches and discloses an apparatus and method for providing campaign information, campaign-related information and/or election information. 

[0133] FIG. 1 illustrates the apparatus of the present invention which is designated by the reference numeral 100, in block diagram form. With reference to FIG. 1, the apparatus 100 includes a central processing computer or server computer 10 (hereinafter referred to as "central processing computer 10"). 

[0134] The central processing computer 10 provides control over the apparatus 100 and performs various processing operations for providing the various services described herein. The central processing computer 10 also provides various services described herein for the various computers or communication devices associated with users, candidates, election administrators, consultants and/or advisors, polling individuals and/or entities, political parties, mailing products and services providers, advertising products and services providers, literature products and services providers, campaigning products and services providers, fundraisers, scheduling services, lobbyists, special interest groups, and/or financial institutions, who or which utilize the apparatus 100 and method of the present invention. 

[0135] The central processing computer 10, in the preferred embodiment, can be any suitable computer, network computer, or computer system, for providing service for the various individuals and entities who or which utilize the apparatus and method of the present invention and/or any of the respective computers and/or communication devices associated therewith. 

[0136] In the preferred embodiment, any number of central processing computers 10 can be utilized in order to provide the processing and/or servicing functions described herein. The central processing computers) 10 may be linked to other central processing computers or may be stand alone devices. 

[0137] Each central processing computer 10 may be a network computer, a personal computer, and/or any other communication device, suitable for allowing the central processing computer 10 to communicate with and/or to interact with any other central processing computer(s) 10 and/or with any of the other computers or communication devices described herein. 

[0138] A given central processing computer 10 may service a particular geographic area, a particular political area or sub-division, a private organization or group of organizations, and/or any other individuals, groups of individuals, entity or group of entities. A central processing computer 10 can also be utilized by a political party, a union or other organization, and/or any other entity and/or group of individuals. 

[0139] A central processing computer 10 may also be dedicated to service any one or group of the above described individuals and/or entities. 

[0140] The apparatus 100, in the preferred embodiment, also includes one or more user computers or user communication devices 20 (hereinafter referred to as "user computer 20" or "user computers 20") with each user computer 20 being associated with an user, individual, or group of users or individuals. Any user computer 20 may also be associated with a number of users and/or individuals, depending upon the application. The user computer 20 can be utilized by any individual, candidate, candidate for elective office, campaign manager, campaign aide, constituent, and/or any other third party desiring to utilize the apparatus 100. 

[0141] Each user computer 20 may be a personal computer, a hand-held computer, a palmtop computer, a laptop computer, a personal communication device, a personal digital assistant, a telephone, a digital telephone, a display telephone, a video telephone, a videophone, a 3G telephone, a cellular telephone, a wireless telephone, a television, an interactive television, a beeper, a pager, a watch, a network computer, a server computer, and/or any other communication device, suitable for allowing the user computer 20 to communicate with and/or to interact with the central processing computer(s) 10 and/or any of the other computers or communication devices described herein. Each user computer 20 can be utilized to transmit information to the central processing computer 10 and to receive information from the central processing computer 10 via the communication network. 

[0142] In the present invention, any number of user computers 20 may be utilized. In the present invention, each individual or entity utilizing the present invention may have one or more user computers 20 associated therewith. 

[0143] The apparatus 100, in the preferred embodiment, also includes one or more public election administrator computers 30 or public election administrator communication devices 30 (hereinafter referred to as "public election administrator computer 30" or "public election administrator computers 30") with each public election administrator computer 30 being associated with a public election administrator or administrative entity, such as, for example, an elections board for a political subdivision or geographic area, an elections officer, an elections commissioner, and/or any other individual and/or entity who or which oversees and/or administers public elections. 

[0144] A public election administrator computer 30 can be associated with and/or can be utilized by any elections administrator, elections commission, elections administrator, elections commissioner and/or the commissioner's aides, administrative board, board of elections, and/or and other individual and/or entity that oversees, administers, monitors, elections for public offices and/or any other public elections. 

[0145] Each public election administrator computer 30 can also be associated with a number of public elections boards, administrators, elections commissions, and/or any other elections administrators, depending upon the application. 

[0146] Each public election administrator computer 30 can be a personal computer, a hand-held computer, a palmtop computer, a laptop computer, a personal communication device, a personal digital assistant, a telephone, a digital telephone, a display telephone, a video telephone, a videophone, a 3G telephone, a cellular telephone, a wireless telephone, a television, an interactive television, a beeper, a pager, a watch, a network computer, a server computer, and/or any other communication device, suitable for allowing the public election administrator computer 30 to communicate with and/or to interact with the central processing computers) 10 and/or any of the other computers described herein. Each public election administrator computer 30 can be utilized to transmit information to the central processing computer 10 and to receive information from the central processing computer 10 via the communication network. 

[0147] In the preferred embodiment, any number of public election administrator computers 30 may be utilized. In the present invention, each elections administrator, elections commission, elections administrator, elections commissioner and/or the commissioner's aides, administrative board, board of elections, and/or and other individual and/or entity that oversees, administers, monitors, elections for public offices and/or any other public elections, utilizing the present invention may have one or more public election administrator computer 30 associated therewith. 

[0148] The apparatus 100, in the preferred embodiment, also includes one or more private election administrator computers or communication devices 40 (hereinafter referred to as "private election administrator computer 40" or "private election administrator computers 40") with each private election administrator computer 40 being associated with a private election administrator or administrative entity, such as, for example, a company, a business, a trade association, a professional association, a school, a union, a private organization, a quasi-private organization, civic association, subdivision or geographic area, an elections officer, an elections commissioner, and/or any other individual and/or entity who or which oversees and/or administers private elections. 

[0149] A private election administrator computer 40 can be associated with and/or can be utilized by any elections administrator, elections commission, elections commissioner and/or the commissioner's aides, administrative board, board of elections, and/or and other individual and/or entity that oversees, administers, monitors, elections for private offices and/or any other private elections. 

[0150] Each private election administrator computer 40 can also be associated with any number of a companies, businesses, trade associations, political action committees, professional associations, political action committees, schools, unions, private organizations, quasi-private organizations, civic associations, subdivisions or geographic areas, elections officers, elections commissioners, and/or any other individuals and/or entities who or which oversee and/or administer private elections and/or private or quasi-private organization elections. 

[0151] Each private election administrator computer 40 can be a personal computer, a personal computer, a hand-held computer, a palmtop computer, a laptop computer, a personal communication device, a personal digital assistant, a telephone, a digital telephone, a display telephone, a video telephone, a videophone, a 3G telephone, a cellular telephone, a wireless telephone, a television, an interactive television, a beeper, a pager, a watch, a network computer, a server computer, and/or any other communication device, a network computer, a server computer, and/or any other communication device, suitable for allowing the private election administrator computer 40 to communicate with and/or to interact with the central processing computer(s) 10 and/or any of the other computers or communication devices, described herein. Each private election administrator computer 40 can be utilized to transmit information to the central processing computer 10 and to receive information from the central processing computer 10 via the communication network. 

[0152] In the preferred embodiment, any number of private election administrator computers 40 can be utilized. In the present invention, each elections administrator, elections commission, elections administrator, elections commissioner and/or the commissioner's aides, administrative board, board of elections, and/or and other individual and/or entity that oversees, administers, monitors, elections for private offices and/or any other private or quasi-private elections, utilizing the present invention can have one or more private election administrator computers 40 associated therewith. 

[0153] The apparatus 100, in the preferred embodiment, also includes one or more campaign administrator computers or communication devices 50 (hereinafter referred to as "campaign administrator computer 50" or "campaign administrator computers 50") with each campaign administrator computer 50 being associated with a candidate, campaign manager, staff member, coordinator, and/or other individual and/or entities who or which is involved in the managing of, coordinating, providing support services for, and/or otherwise working for or on, the campaign or campaigns of a candidate and/or a group of candidates for any of the campaigns and/or elective offices and/or positions in conjunction with which the present invention can be utilized. 

[0154] A campaign administrator computer 50 can be associated with and/or can be utilized by any candidate, campaign manager, staff member, coordinator, and/or other individual and/or entities who or which is involved in the managing of, coordinating, providing support services for, and/or otherwise working for or on, the campaign or campaigns of a candidate and/or a group of candidates. 

[0155] Each campaign administrator computer 50 can also be associated with any number of candidates, campaign managers, staff members, coordinators, and/or other individuals and/or entities who or which is involved in the managing of, coordinating, providing support services for, and/or otherwise working for or on, the campaign or campaigns of a candidate and/or a group of candidates. 

[0156] Each campaign administrator computer 50 can be a personal computer, a hand-held computer, a palmtop computer, a laptop computer, a personal communication device, a personal digital assistant, a telephone, a digital telephone, a display telephone, a video telephone, a videophone, a 3G telephone, a cellular telephone, a wireless telephone, a television, an interactive television, a beeper, a pager, a watch, a network computer, a server computer, and/or any other communication device, a network computer, a server computer, and/or any other communication device, suitable for allowing candidate, campaign manager, staff member, coordinator, and/or other individual and/or entities who or which is involved in the managing of, coordinating, providing support services for, and/or otherwise working for or on, the campaign or campaigns of a candidate and/or a group of candidates, to communicate with and/or to interact with the central processing computer(s) 10 and/or any of the other computers, described herein. 

[0157] Each campaign administrator computer 50 can be utilized to transmit information to the central processing computer 10 and to receive information from the central processing computer 10 via the communication network. 

[0158] In the preferred embodiment, any number of campaign administrator computers 50 can be utilized. In the present invention, each a candidate, campaign manager, staff member, coordinator, and/or other individual and/or entities who or which is involved in the managing of, coordinating, providing support services for, and/or otherwise working for or on, the campaign or campaigns of a candidate and/or a group of candidates for any of the campaigns and/or elective offices and/or positions in conjunction with which the present invention can be utilized, utilizing the present invention can have one or more campaign administrator computer 50 associated therewith. 

[0159] The apparatus 100, in the preferred embodiment, also includes one or more provider computers or communication devices 60 (hereinafter referred to as "provider computer 60" or "provider computers 60") with each provider computer 60 being associated with a provider of any goods, products, and/or services, which can be utilized in any campaigns, campaigning, electioneering, promotional, and/or in any other related activities. 

[0160] The providers can be any goods providers, products providers, services providers, campaign consultants, political consultants, campaign advisors, political advisors, and/or any other individual, individuals, entity, and/or entities, who or which provide campaign-related and/or election-related goods and/or products, such as, but not limited to, buttons, bumper stickers, literature, palm cards, advertisements, business cars, balloons, posters, signs, pens, pencils, and any other campaign-related goods and/or products and/or election-related goods and/or products, and/or who or which provide campaign-related and/or election-related services, such as, but not limited to, campaign management services, campaign consulting services, campaign advisory services, campaigning services, petition gathering services, printing services, publicity services, promotional services, advertising services, fundraising services, accounting services, legal services, staffing services, and/or any other campaign-related services and/or election-related services. 

[0161] A provider computer 60 can be associated with and/or can be utilized by any provider of any of the herein-described campaign, campaign-related, election, and/or election-related, goods, products, and/or services. 

[0162] Each provider computer 60 can also be associated with any number of the herein-described providers. 

[0163] Each provider computer 60 can be a personal computer, a hand-held computer, a palmtop computer, a laptop computer, a personal communication device, a personal digital assistant, a telephone, a digital telephone, a display telephone, a video telephone, a videophone, a 3G telephone, a cellular telephone, a wireless telephone, a television, an interactive television, a beeper, a pager, a watch, a network computer, a server computer, and/or any other communication device, suitable for allowing a provider or group of providers to communicate with and/or to interact with the central processing computer(s) 10 and/or any of the other computers, described herein. 

[0164] Each provider computer 60 can be utilized to transmit information to the central processing computer 10 and to receive information from the central processing computer 10 via the communication network. 

[0165] In the preferred embodiment, any number of provider computers 60 can be utilized. In the present invention, each provider utilizing the present invention can have one or more provider computers 60 associated therewith. 

[0166] The apparatus 100, in the preferred embodiment, also includes one or more media or press computers or communication devices 70 (hereinafter referred to as "media computer 70" or "media computers 70") with each media computer 70 being associated with a media service, news service, a print news service, such as, but not limited to, the press, the press media, newspaper, magazine, flier, press service, a television news service, a radio news service, a broadcast service, and/or any other media service, journalistic service, news media service, news service, news bureau, and/or any other media service which can be utilized to provide news information of any kind, as well as receive and/or disseminate news, press releases, and/or any other information, from and/or to, respectively, any of the computers or communication devices described herein as well as any of the parties described herein. 

[0167] The media computer 70 can provide news related information to the central processing computer 10 as well as any of the other computers, described herein as well as any of the parties associated with any of the respective computers. The media computer can also receive news information from any of the herein-described parties as well as from other external sources and/or other third parties and/or third party source, which news information can be processed by the media computer 70 and/or by the central processing computer 10 for later dissemination to any of the respective computers and/or any of the individuals and/or parties associated therewith. 

[0168] A media computer 70 can be associated with any media service, news service, a print news service, such as, but not limited to, the press, the press media, newspaper, magazine, flier, press service, a television news service, a radio news service, a broadcast service, and/or any other media service, journalistic service, news media service, news service, news bureau, and/or any other media service, descried herein. 

[0169] Each media computer 70 can also be associated with any media service, news service, a print news service, such as, but not limited to, the press, the press media, newspaper, magazine, flier, press service, a television news service, a radio news service, a broadcast service, and/or any other media service, journalistic service, news media service, news service, news bureau, and/or any other media service. 

[0170] Each media computer 70 can be a personal computer, a hand-held computer, a palmtop computer, a laptop computer, a personal communication device, a personal digital assistant, a telephone, a digital telephone, a display telephone, a video telephone, a videophone, a 3G telephone, a cellular telephone, a wireless telephone, a television, an interactive television, a beeper, a pager, a watch, a network computer, a server computer, and/or any other communication device, suitable for allowing any of the news information services and/or media services, described herein, to communicate with and/or to interact with the central processing computer(s) 10 and/or any of the other computers described herein. 

[0171] Each media computer 70 can be utilized to transmit information to the central processing computer 10 and to receive information from the central processing computer 10 via the communication network. 

[0172] In the preferred embodiment, any number of media computers 70 can be utilized. In the present invention, each media service utilizing the present invention can have one or more media computers 70 associated therewith. 

[0173] The apparatus 100, in the preferred embodiment, also includes one or more external information source computers or communication devices 80 (hereinafter referred to as "external information source computer 80" or "external information source computers 80"), with each external information source computer 80 being associated with a external information source. Each external information source computer 80 can also be associated with a number of external information sources, depending upon the desired application. 

[0174] The external information source can be any third party information source, information provider, news service, third party individual, organization, association, civic organization, civic association, union, trade union, event planner, scheduling entity, and/or any other individual and/or entity which may provide information to any of the herein-described individuals and/or entities who or which utilize the present invention. 

[0175] Each external information source computer 80 may be a can be a personal computer, a hand-held computer, a palmtop computer, a laptop computer, a personal communication device, a personal digital assistant, a telephone, a digital telephone, a display telephone, a video telephone, a videophone, a 3G telephone, a cellular telephone, a wireless telephone, a television, an interactive television, a beeper, a pager, a watch, a network computer, a server computer, and/or any other communication device, suitable for allowing any of the external information sources, described herein, to communicate with and/or to interact with the central processing computer(s) 10 and/or any of the other computers described herein. 

[0176] Each external information source computer 80 can be utilized to transmit information to the central processing computer 10 and to receive information from the central processing computer 10 and/or any of the other computers described herein via the communication network. 

[0177] In the preferred embodiment, any number of external information source computers 80 may be utilized. In the present invention, each external information source utilizing, and/or providing information to, the present invention may have one or more external information source computers 80 associated therewith. 

[0178] The apparatus 100, in the preferred embodiment, also includes one or more financial institution computers or communication devices 90 (hereinafter referred to as "financial institution computer 90" or "financial institution computers 90"), with each financial institution computer 90 being associated with a financial institution, a group of financial institutions, and/or any of the individuals and/or entities who or which utilize the present invention. 

[0179] Each financial institution computer 90 can also be associated with a number of candidates, campaigns, individuals and/or entities described herein. The financial institution computer(s) 90 can be utilized in order to manage and/or administer financial accounts for any of individuals and/or entities described herein. The financial institution computer(s) 90 can also perform financial transactions for, or on behalf of, any of the individuals and/or entities who or which utilize the apparatus 100 and method of the present invention. The financial institution computer(s) 90 can make and/or receive financial payments from any individual or entity for, or on behalf of, any of the individuals and/or entities who or which utilize the present invention. 

[0180] The financial institution computer(s) 90 can be dedicated to any individual and/or entity, and/or any group of individuals and/or entities. The financial institution computer(s) 90 can also be associated with public banking institutions and/or private banking and/or financial institutions. 

[0181] Each financial institution computer 90 can be a personal computer, a hand-held computer, a palmtop computer, a laptop computer, a personal communication device, a personal digital assistant, a telephone, a digital telephone, a display telephone, a video telephone, a videophone, a 3G telephone, a cellular telephone, a wireless telephone, a television, an interactive television, a beeper, a pager, a watch, a network computer, a server computer, and/or any other communication device, suitable for allowing any of the external information sources, described herein, to communicate with and/or to interact with the central processing computer(s) 10 and/or any of the other computers described herein. Each financial institution computer 90 can be utilized to communicate with and/or to interact with the central processing computer 10 and/or any of the other computers described herein via the communication network. 

[0182] In the preferred embodiment, any number of financial institution computers 90 may be utilized. In the present invention, each financial institution, individual and/or entity may have one or more financial institution computer 90 associated therewith. 

[0183] The terms "operator", "user", or the plural versions of same, as defined herein, can refer to any individual and/or entity who or which utilizes and/or operates any of the central processing computers 10, the user computers 20, public election administrator computers 30, private election administrator computers 40, campaign administrator computers 50, provider computers 60, media computers 70, external information source computers 80, and/or financial institution computers 90, described herein, and/or who or which utilize the apparatus 100 or any of its component computers in order to perform any of the processing functions and/or routines described herein. 

[0184] Each of the central processing computer(s) 10, the user computer(s) 20, the public election administrator computer(s) 30, the private election administrator computer(s) 40, the campaign administrator computer(s) 50, the provider computer(s) 60, the media computer(s) 70, the external information source computer(s) 80, and the financial institution computer(s) 90, can communicate and/or interact with any central processing computer(s) 10 and/or any other user computer(s) 20, public election administrator computer(s) 30, private election administrator computer(s) 40, campaign administrator computer(s) 50, provider computer(s) 60, media computer(s) 70, external information source computer(s) 80, and/or financial institution computer(s) 90. 

[0185] The central processing computer(s) 10, the user computer(s) 20, the public election administrator computer(s) 30, the private election administrator computer(s) 40, the campaign administrator computer(s) 50, the provider computer(s) 60, the media computer(s) 70, the external information source computer(s) 80, and the financial institution computer(s) 90, can communicate with each other via any suitable communication network or system. 

[0186] In the preferred embodiment, the apparatus 100 can be utilized on, over, or in conjunction with, the Internet and/or the World Wide Web. The apparatus 100 can also be utilized on, over, or in conjunction with, any appropriate communication networks or systems including, but not limited to, network communication systems, telephone communication networks or systems, wired or line connected communication networks or systems, wireless communications networks or systems, cellular communication networks or systems, digital communication networks or systems, personal communication networks or systems, personal communication services (PCS) networks or systems, satellite communication networks or systems, broad band communication networks or systems, bluetooth communications networks or systems, low earth orbiting (LEO) satellite networks or systems, and/or public switched telephone networks or systems. 

[0187] The apparatus and method of the present invention can be utilized on, over, and/or in conjunction with, a wireless communication network or system, a wired or line-connected communication network or system, or any combination of a wireless communication network or system and a wired or line-connected communication network or system. 

[0188] The present invention, in the preferred embodiment, can also utilize wireless Internet and/or World Wide Web services, equipment and/or devices. The central processing computer(s) 10, in the preferred embodiment, has a web site or web sites associated therewith. Any of the user computers 20, public election administrator computers 30, private election administrator computers 40, campaign administrator computers 50, provider computers 60, media computers 70, external information source computers 80, and/or financial institution computers 90, can also have a web site(s) or web page(s) associated therewith. 

[0189] In the preferred embodiment, each of the central processing computer(s) 10, the user computer(s) 20, the public election administrator computer(s) 30, the private election administrator computer(s) 40, the campaign administrator computer(s) 50, the provider computer(s) 60, the media computer(s) 70, the external information source computer(s) 80, and/or the financial institution computer(s) 90, can be equipped with any and/or all hardware and/or software necessary and/or desirable for facilitating the operation of the apparatus 100 as described herein. 

[0190] In the preferred embodiment, each of the central processing computer(s) 10, the user computer(s) 20, the public election administrator computer(s) 30, the private election administrator computer(s) 40, the campaign administrator computer(s) 50, the provider computer(s) 60, the media computer(s) 70, the external information source computer(s) 80, and/or the financial institution computer(s) 90, can transmit and/or receive data and/or information using TCP/IP, as well as any other Internet and/or World Wide Web, protocols. 

[0191] The central processing computer(s) 10, the user computer(s) 20, the public election administrator computer(s) 30, the private election administrator computer(s) 40, the campaign administrator computer(s) 50, the provider computer(s) 60, the media computer(s) 70, the external information source computer(s) 80, and/or the financial institution computer(s) 90, in the preferred embodiment, can be linked directly or indirectly with any other central processing computer(s) 10, the user computer(s) 20, the public election administrator computer(s) 30, the private election administrator computer(s) 40, the campaign administrator computer(s) 50, the provider computer(s) 60, the media computer(s) 70, the external information source computer(s) 80, and/or the financial institution computer(s) 90. Any of the herein-described computers may communicate with any other computer in a bi-directional manner. 

[0192] In any and/or all of the embodiments described herein, any of the computer to computer communications, and/or any of the communications which can occur between any of the herein-described individuals and/or entities and/or their respective computers, can be made and/or can be effected by an e-mail transmission, an e-mail message, an electronic transmission, a telephone message, a letter mail delivery, a telephone transmission, a facsimile transmission, a beeper or a pager message, and/or via any other notification means or method. 

[0193] FIG. 2 illustrates the central processing computer 10, in block diagram form. The central processing computer 10, in the preferred embodiment, is a network computer or computer system which is utilized as a central processing computer such as an Internet server computer and/or a web site server computer. In the preferred embodiment, the central processing computer 10 includes a central processing unit or CPU 10A, which in the preferred embodiment, is a microprocessor. The CPU 10A may also be a microcomputer, a minicomputer, a macro-computer, and/or a mainframe computer, depending upon the application. 

[0194] The central processing computer 10 also includes a random access memory device(s) 10B (RAM) and a read only memory device(s) 10C (ROM), each of which is connected to the CPU 10A, a user input device 10D, for entering data and/or commands into the central processing computer 10, which includes any one or more of a keyboard, a scanner, a user pointing device, such as, for example, a mouse, a touch pad, and/or an audio input device and/or a video input device, etc., if desired, which input device(s) is also connected to the CPU 10A. The central processing computer 10 also includes a display device 10E for displaying data and/or information to a user or operator. 

[0195] The central processing computer 10 also includes a transmitter(s) 10F, for transmitting signals and/or data and/or information to any one or more of the central processing computers 10, the user computers 20, the public election administrator computers 30, the private election administrator computers 40, the campaign administrator computers 50, the provider computers 60, the media computers 70, the external information source computers 80, and/or the financial institution computer 90, which may be utilized in conjunction with the present invention. The central processing computer 10 also includes a receiver 10G, for receiving signals and/or data and/or information from any one or more of the central processing computer(s) 10, the user computers 20, the public election administrator computers 30, the private election administrator computers 40, the campaign administrator computers 50, the provider computers 60, the media computers 70, the external information source computers 80, and/or the financial institution computer 90, which may be utilized in conjunction with the present invention. 

[0196] The central processing computer 10 also includes a database 10H. The database 10H can include any data and/or information needed and/or desired for performing any of the processing routines and/or functionality described herein as being performed by the central processing computer(s) 10 and/or by the apparatus 100. 

[0197] The database 10H can also include any data and/or information needed and/or desired for performing any of the processing routines and/or functionality described herein as being performed by any of the user computers 20, the public election administrator computers 30, the private election administrator computers 40, the campaign administrator computers 50, the provider computers 60, the media computers 70, the external information source computers 80, and/or the financial institution computers 90, described herein. 

[0198] The database 10H can contain data and/or information regarding the name(s), address or addresses, telephone number(s), facsimile number(s), e-mail address or e-mail addresses, uniform resource locator (url) or urls, contact information, and/or contact name(s), for any of the individuals, entities, business entities, users, candidates, office holders, position holders, campaign managers, campaign administrators, campaign workers, registered voters, eligible voters, central processing computer administrators, public election administrators, public election boards or boards of elections, private election administrators, private election board of boards of election, providers of any goods, products and/or services, which can be utilized and/or employed in a campaign or election, media organizations, press organizations, news organizations, polling organizations, external information sources, and/or financial institutions, and/or any of the respective computers or communication devices associated therewith. 

[0199] The database 10H can also contain information, including contact information, regarding or for any of the users, individuals, central processing computer operators or administrators, candidates, campaign managers or coordinators, public election administrators or their staff, private election administrators or their staff, campaign administrators, providers, media entities, external information sources, and/or financial institutions, and/or by any other individual, entity, or third party, described herein. 

[0200] The contact information can include the names, addresses, telephone numbers, fax numbers, e-mail addresses, and/or any other contact information, web sites, and/or any other contact information for any of the users, individuals, central processing computer operators or administrators, candidates, campaign managers or coordinators, public election administrators or their staff, private election administrators or their staff, campaign administrators, providers, media entities, external information sources, and/or financial institutions, and/or by any other individual, entity, or third party, who or which utilize the apparatus 100 of the present invention. 

[0201] The database 10H can also contain information regarding any of the users, individuals, central processing computer operators or administrators, candidates, campaign managers or coordinators, public election administrators or their staff, private election administrators or their staff, campaign administrators, providers, media entities, external information sources, and/or financial institutions, and/or by any other individual, entity, or third party, described herein. 

[0202] The database 10H can also contain voter registration data and/or information concerning the names, addresses, party affiliation, voting history, general election voting turnout information, primary election voting turnout information, past nomination petition signing information (i.e. whether an individual has signed nominating petitions and for whom or for what issue or cause. The database 10H can also contain date and/or information concerning preferred voters and/or voters with a high likelihood of voting in an election. 

[0203] The database 10H can also contain data and/or information regarding each registered voter and/or eligible voter and the election district or political subdivision in which he or she resides, the elective offices or positions which represent and/or which pertain the each voter or voter's residence (i.e. president, governor, congressional representative, senator, elected federal, state and local officials, etc.). 

[0204] The database 10H can also contain data and/or information regarding each candidate for each elective office representing each registered voter. The database 10H can also contain any data and/or information for allowing any registered voter or other eligible voter to determine which election district or political subdivision he or she lives in as well as the identity and information regarding elective offices representing the voter's election district or political subdivision, candidates for any elective offices pertaining to the voter's election district or political subdivision, and/or information regarding incumbents. 

[0205] The database 10H can also contain data and/or information concerning eligible voter information, organization membership information, eligible voters in an organization, eligible voters in a union, civic association, public organization, private organization, quasi-public organization, quasi-private organization, school, college, organization, student body, worker group, and/or any other entity or organization which may hold elections or have elective offices in their organization. 

[0206] The database 10H can also contain any data and/or information regarding any voters and/or electorate, for any types of positions such as, but not limited to, union elections civic association elections, corporate elections, private or public organization elections, student body elections, and/or any other elections or campaigns which can be serviced by the apparatus 100 and methods of the present invention. 

[0207] The database 10H can also contain data and/or information regarding any individual who can vote in any election, any offices and/or positions which are elective in natures, any issues pertaining to the electorate of any elective office, and/or any other information needed or desired for providing information to a voter, voters, and electorate, and/or any other individual or entity. 

[0208] The database 10H can also contain information regarding any candidates for any of the elected offices described herein, including resumes, biographic information, credentials, positions on issues, voting records, etc. The database 10H can also contain data and/or information regarding demographics for or regarding any of the voters, voting groups, electorates, and/or geographic regions, described herein. 

[0209] The database 10H can also contain information regarding voting polling places and/or voting procedures, dates and times for any elections, absentee voting procedures, distance voting procedures, on-line voting procedures, and/or any other information regarding voting and/or voting procedures. 

[0210] The database 10H can also contain the voting records and/or issue positions for any of the elected officials and/or candidates for elected office(s) and/or political office(s). 

[0211] The database 10H can also contain data and/or information regarding various issues, campaign issues, election issues, social issues, political issues, etc, for or regarding any governmental territory, subdivision, geographic region, interest group, etc., which may be pertinent and/or related to any elected office, elected position, and/or electorate. 

[0212] The database 10H can also contain data and/or information regarding various polls or surveys for any issues which may be pertinent to any elected positions described herein and/or otherwise. The database 10H can also contain data and/or information, including, but not limited to, software or algorithms for conducting polling and/or surveys in order to obtain information form a voting electorate and/or other group of individuals and/or entities. 

[0213] The database 10H can also contain software or algorithms for analyzing polls, surveys, opinion surveys and for conducting surveys and/or polls automatically and/or manually. The database 10H can also contain data and/or information regarding polling information, voter sentiment information, changes in polls, changes in voter sentiment, information for notifying candidates and/or campaigns regarding the existence of, and/or occurrence, of any polls and/or surveys. 

[0214] The database 10H can also contain data and/or information regarding campaign literature and/or for designing, producing, generating, and/or disseminating, campaign literature and/or campaigning literature. The database 10H can also contain data and/or information regarding literature mailing lists, e-mailing lists, etc. The database 10H can also contain data and/or information for disseminating campaign information to respective voters and/or a voting electorate, and/or for disseminating campaign information to targeted voters and/or targeted segments of an electorate or voter groups. 

[0215] The database 10H can also contain data and/or information regarding campaign and/or election laws, rules, and/or regulations, for or regarding any public and/or private elections and/or election campaigns. The database 10H can also contain data and/or information for generating campaign nominating petitions, campaign disclosure forms, financial disclosure forms, information dissemination forms, press release forms, and/or campaign related forms of any kind for any of the campaigns, public or private, described herein and/or otherwise. 

[0216] The database 10H can also contain data and/or information regarding fundraising efforts, fundraising invitation information, fundraising planning information, fundraising efforts, fundraising issues, fundraising accounting, information for contacting individuals for fundraising donations, information for performing fundraising efforts, information for performing targeted and/or focused fundraising efforts, and/or any other information for and/or regarding, fundraising by any candidates and/or organizations who or which may utilize the present invention. 

[0217] The database 10H can also contain data and/or information regarding schedules, scheduling information, and/or any other calendar information, which can or may be pertinent to an election campaign. The database 10H can also contain data and/or information regarding the scheduling of any and/or all political events, official events, public events, private events, civic events, charitable events, ethnic events, and/or any other events or scheduled events or occurrences which may be of interest to any users, candidates, campaigns, and/or organizations, who or which may utilize the present invention. The database 10H can also contain data and/or information for providing notification to any interested individual, candidate, campaign, and/or organization, of any events and/or any information related thereto. 

[0218] The database 10H can also contain campaign advertisements, campaign literature, commercials, video commercials and/or video clips, audio commercials and/or audio clips, and/or audio and video commercials and/or segments for promoting a candidate, a slate of candidates, and/or an issue, a cause, a program, and/or any other campaign. 

[0219] The database 10H can also contain data and/or information regarding reviews and/or comments regarding events, including, but not limited to, the value of attending the event, the exposure one may receive form an event, and/or any other information regarding any other events described herein. 

[0220] The database can also contain any data, information, software programs, and/or algorithm, for automatically and/or electronically carrying out a campaigns of any kind including information and/or literature dissemination, mailing, electronic mailing, polling, fundraising, financial disclosure reporting, electioneering, and/or any other campaigning and/or campaign management functions and/or tasks. 

[0221] The database 10H can also contain data and/or information for or regarding news, news updates, issues, campaign issues, and/or any other information which can or may be pertinent to a campaign. 

[0222] The database 10H can also contain data and/or information for or regarding past elections, past campaigns, voter turnout, voter responsiveness to certain campaign efforts, campaigning activities, the use and/or effectiveness of campaign tactics, campaign strategy or strategies, campaign products, goods, services, and/or consultants. 

[0223] The database 10H can also contain statistical data and/or information for or regarding past elections, past campaigns, voter turnout, voter responsiveness to certain campaign efforts, campaigning activities, the use and/or effectiveness of campaign tactics, campaign strategy or strategies, campaign products, goods, services, and/or consultants. 

[0224] The database can also contain data and/or information for or regarding any of the various goods providers, campaign goods providers, products providers, campaign products providers, services providers, campaign services providers, campaign consultants, campaign workers, campaign managers, including, but not limited to, the their respective names, addresses, telephone and/or facsimile numbers, e-mail addresses, the respective goods, products, and/or services, they provide and/or perform, the prices and/or charges for the respective goods, products, and/or services, reviews by past customers or clients, effectiveness of the respective goods, products, and/or services, and/or any other information which may be pertinent to any of the providers and/or to any of the respective goods, products and/or services which they provide. 

[0225] The database can also contain data and/or information regarding lobbyists for any interests as well as the interests they represent. The database 10H can also contain data and/or information for or regarding any associations, civic groups, special interest groups, political action committees, unions, trade associations, and/or any other individuals, organizations, and/or entities, who or which may take an interest in, be a factor in, and/or issue endorsements for candidates in, any election or campaign. The information can also include membership information, demographic information, past endorsement information, past campaign contributions, endorsement effectiveness, and/or any other information regarding any of the herein-described associations, civic groups, special interest groups, unions, trade associations, political action committees, and/or any other individuals, organizations, and/or entities. 

[0226] The information stored in the database 10H can also include the name, address, telephone and facsimile numbers, e-mail address and individual contact(s) and/or contact information for any of the herein-described associations, civic groups, special interest groups, unions, trade associations, political action committees, and/or any other individuals, organizations, and/or entities. 

[0227] The database 10H can also contain data and/or information regarding press releases regarding candidates, elective offices, campaigns, and/or other related information. The database 10H can also contain data and/or information regarding when candidates, political parties, associations, civic groups, special interest groups, unions, trade associations, political action committees, and/or any other individuals, organizations, and/or entities, file documents and/or filings of any kind, such as, but not limited to nomination petitions, nomination documents, financial disclosure forms, financial disclosure filing forms, any/or any other official and/or unofficial filings along with any information contained in any of these filings. 

[0228] The database 10H can also contain data and/or information regarding current office holders, challengers, and/or candidates. The database 10H can also contain data and/or information regarding campaigns, elections, campaign management, election laws, elections regulations, election rules, and/or any other information, for any public and private elections for which the apparatus 100 can be utilized. 

[0229] The database 10H can also contain data and/or information regarding the financial accounts or campaign accounts for any of the candidates or organizations who or which utilize the present invention. The database 10H can also contain information for preparing and filing financial disclosure forms of documents for, or on behalf of, any of the candidates, political parties, political action committees, lobbyist groups, and/or any other individual and/or organization, who or which utilizes the present invention. 

[0230] The database 10H can also contain data, information, software programs, and/or software algorithms, for generating and producing electronic catalogs contain candidate and/or campaign information, for bidding for, and/or for auctioning off, certain campaign and/or campaign-related goods, products, and/or services, for performing recruitment for campaign managers, campaign staff workers, consultants and advisors, and/or any other service provider, and/or for providing incentive-based campaign advertisements and/or polling. 

[0231] In addition, the database 10H, as well as any of the respective databases associated with any of the via the central processing computer and/or via any of the user computers 20, the public election administrator computers 30, the private election administrator computers 40, the campaign administrator computers 50, the provider computers 60, the media computers 70, the external information source computers 80, and/or the financial institution computers 90, described herein, can contain any other data and/or information needed and/or desired for performing any and/or all of the processing routines and/or functions described herein as being performed and/or provider by the apparatus 100 and method of the present invention. 

[0232] Any of the data and/or information described as being stored in the database 10H, and/or any of the other respective databases of the via the central processing computer and/or via any of the user computers 20, the public election administrator computers 30, the private election administrator computers 40, the campaign administrator computers 50, the provider computers 60, the media computers 70, the external information source computers 80, and/or the financial institution computers 90, can be entered, updated, and/or changed via the central processing computer and/or via any of the user computers 20, the public election administrator computers 30, the private election administrator computers 40, the campaign administrator computers 50, the provider computers 60, the media computers 70, the external information source computers 80, and/or the financial institution computers 90, described herein. 

[0233] In this regard, for example, any individual or entity, can via a respective computer, enter information and/or data into the database 10H and/or any of the databases of any of the respective user computers 20, the public election administrator computers 30, the private election administrator computers 40, the campaign administrator computers 50, the provider computers 60, the media computers 70, the external information source computers 80, and/or the financial institution computers 90, described herein. 

[0234] Any of the data and/or information described herein can be provided from multiple information sources and/or from multiple individuals or entities by utilizing any of the respective central processing computers 10, the user computers 20, the public election administrator computers 30, the private election administrator computers 40, the campaign administrator computers 50, the provider computers 60, the media computers 70, the external information source computers 80, and/or the financial institution computers 90. 

[0235] The database 10H can also contain any other information which may be relevant, pertinent, useful, and/or desired, for facilitating the operation of the apparatus and method of the present invention as described herein and/or as related thereto. 

[0236] The database 10H, in the preferred embodiment, is a database which may include individual databases or collections of databases, with each database being designated to store any and all of the data and/or information described herein. Applicant hereby incorporates by reference herein the teachings of Basic Business Statistics Concepts and Applications, Mark L. Berenson and David M. Levine, 6th Edition, Prentice Hall 1996. 

[0237] The database 10H, or collection of databases, may be updated by each of the respective users, individuals, central processing computer operators or administrators, candidates, campaign managers or coordinators, public election administrators or their staff, private election administrators or their staff, campaign administrators, providers, media entities, external information sources, and/or financial institutions, and/or by any other individual, entity, or third party, in real-time and/or otherwise, and/or via dynamically linked database management techniques. 

[0238] The data and/or information stored in the database 10H can also be updated by external sources. The database 10H will contain any and all information deemed necessary and/or desirable for providing all of the processing and/or services and/or functions described herein. Applicant hereby incorporates by reference herein the subject matter of Fundamentals of Database Systems, by Ramez Elmasri and Shamkant B. Navathe, 2nd Ed., Addison-Wesley Publishing Company, 1994. 

[0239] The database 10H can also include any other data and/or information needed and/or desired for facilitating the functions and operation of the present invention as described herein. 

[0240] With reference once again to FIG. 2, the central processing computer 10 also includes an output device 10I such as a printer, a modem, a fax/modem, or other output device, for providing data and/or information to the operator or user of the central processing computer 10 or to a third party or third party entity. 

[0241] In the preferred embodiment, each of the central processing computer(s) 10, the user computers 20, the public election administrator computers 30, the private election administrator computers 40, the campaign administrator computers 50, the provider computers 60, the media computers 70, the external information source computers 80, and/or the financial institution computers 90, which may be utilized in conjunction with the present invention, can include the same, similar, or analogous, components and/or peripheral devices as described herein for the central processing computer 10. In this manner, any user computer 20, public election administrator computer 30, private election administrator computer 40, campaign administrator computer 50, provider computer 60, media computer 70, external information source computer 80, and/or financial institution computer 90 which may be utilized in conjunction with the present invention, may be the same as, or be similar to, the central processing computer 10. 

[0242] FIG. 3 illustrates the user computer 20, in block diagram form. In the preferred embodiment, the user computer 20 includes a central processing unit or CPU 20A, which in the preferred embodiment, is a microprocessor. The CPU 20A can also be a microcomputer, a minicomputer, a macro-computer, and/or a mainframe computer, depending upon the application. 

[0243] The user computer 20 also includes a random access memory device(s) 20B (RAM) and a read only memory device(s) 20C (ROM), each of which is connected to the CPU 20A, a user input device 20D, for entering data and/or commands into the user computer 20, which includes any one or more of a keyboard, a scanner, a user pointing device, such as, for example, a mouse, a touch pad, and/or an audio input device and/or a video input device, etc., if desired, which input device(s) is also connected to the CPU 20A. The user computer 20 also includes a display device 20E for displaying data and/or information to a user or operator. 

[0244] The user computer 20 also includes a transmitter(s) 20F, for transmitting signals and/or data and/or information to any one or more of the central processing computers 10, the user computers 20, the public election administrator computers 30, the private election administrator computers 40, the campaign administrator computers 50, the provider computers 60, the media computers 70, the external information source computers 80, and/or the financial institution computer 90, which may be utilized in conjunction with the present invention. 

[0245] The user computer 20 also includes a receiver 20G, for receiving signals and/or data and/or information from any one or more of the central processing computer(s) 10, the user computers 20, the public election administrator computers 30, the private election administrator computers 40, the campaign administrator computers 50, the provider computers 60, the media computers 70, the external information source computers 80, and/or the financial institution computers 90, which may be utilized in conjunction with the present invention. 

[0246] The user computer 20 also includes a database(s) 20H which can contain any and/or all of the data and/or information described herein with regards to the database 10H of the central processing computer 10 and/or any of the other information regarding or of interest to the user. The database 20H can also contain any other data and/or information which is or which may be needed in performing any of the respective processing routines described herein. 

[0247] With reference once again to FIG. 3, the user computer 20 also includes an output device 20I such as a printer, a modem, a fax/modem, or other output device, for providing data and/or information to the operator or user of the user computer 20 or to a third party or third party entity. 

[0248] FIG. 4 illustrates the public election administrator computer 30, in block diagram form. In the preferred embodiment, the public election administrator computer 30 includes a central processing unit or CPU 30A, which in the preferred embodiment, is a microprocessor. The CPU 30A can also be a microcomputer, a minicomputer, a macro-computer, and/or a mainframe computer, depending upon the application. 

[0249] The public election administrator computer 30 also includes a random access memory device(s) 30B (RAM) and a read only memory device(s) 30C (ROM), each of which is connected to the CPU 30A, a user input device 30D, for entering data and/or commands into the public election administrator computer 30, which includes any one or more of a keyboard, a scanner, a user pointing device, such as, for example, a mouse, a touch pad, and/or an audio input device and/or a video input device, etc., if desired, which input device(s) is also connected to the CPU 30A. The public election administrator computer 30 also includes a display device 30E for displaying data and/or information to a user or operator. 

[0250] The public election administrator computer 30 also includes a transmitter(s) 30F, for transmitting signals and/or data and/or information to any one or more of the central processing computers 10, the user computers 20, the public election administrator computers 30, the private election administrator computers 40, the campaign administrator computers 50, the provider computers 60, the media computers 70, the external information source computers 80, and/or the financial institution computer 90, which may be utilized in conjunction with the present invention. 

[0251] The public election administrator computer 30 also includes a receiver 30G, for receiving signals and/or data and/or information from any one or more of the central processing computer(s) 10, the user computers 20, the public election administrator computers 30, the private election administrator computers 40, the campaign administrator computers 50, the provider computers 60, the media computers 70, the external information source computers 80, and/or the financial institution computers 90, which may be utilized in conjunction with the present invention. 

[0252] The public election administrator computer 30 also includes a database(s) 30H which can contain any and/or all of the data and/or information described herein with regards to the database 10H of the central processing computer 10 and/or any of the other information regarding or of interest to the user. The database 30H can also contain any other data and/or information which is or which may be needed in performing any of the respective processing routines described herein. 

[0253] With reference once again to FIG. 4, the public election administrator computer 30 also includes an output device 30I such as a printer, a modem, a fax/modem, or other output device, for providing data and/or information to the operator or user of the public election administrator computer 30 or to a third party or third party entity. 

[0254] FIG. 5 illustrates the private election administrator computer 40, in block diagram form. In the preferred embodiment, private election administrator computer 40 includes a central processing unit or CPU 40A, which in the preferred embodiment, is a microprocessor. The CPU 40A can also be a microcomputer, a minicomputer, a macro-computer, and/or a mainframe computer, depending upon the application. 

[0255] The private election administrator computer 40 also includes a random access memory device(s) 40B (RAM) and a read only memory device(s) 40C (ROM), each of which is connected to the CPU 40A, a user input device 40D, for entering data and/or commands into the private election administrator computer 40, which includes any one or more of a keyboard, a scanner, a user pointing device, such as, for example, a mouse, a touch pad, and/or an audio input device and/or a video input device, etc., if desired, which input device(s) is also connected to the CPU 40A. The private election administrator computer 40 also includes a display device 40E for displaying data and/or information to a user or operator. 

[0256] The private election administrator computer 40 also includes a transmitter(s) 40F, for transmitting signals and/or data and/or information to any one or more of the central processing computers 10, the user computers 20, the public election administrator computers 30, the private election administrator computers 40, the campaign administrator computers 50, the provider computers 60, the media computers 70, the external information source computers 80, and/or the financial institution computer 90, which may be utilized in conjunction with the present invention. 

[0257] The private election administrator computer 40 also includes a receiver 40G, for receiving signals and/or data and/or information from any one or more of the central processing computer(s) 10, the user computers 20, the public election administrator computers 30, the private election administrator computers 40, the campaign administrator computers 50, the provider computers 60, the media computers 70, the external information source computers 80, and/or the financial institution computers 90, which may be utilized in conjunction with the present invention. 

[0258] The private election administrator computer 40 also includes a databases) 40H which can contain any and/or all of the data and/or information described herein with regards to the database 10H of the central processing computer 10 and/or any of the other information regarding or of interest to the user. The database 40H can also contain any other data and/or information which is or which may be needed in performing any of the respective processing routines described herein. 

[0259] With reference once again to FIG. 5, the private election administrator computer 40 also includes an output device 40I such as a printer, a modem, a fax/modem, or other output device, for providing data and/or information to the operator or user of the private election administrator computer 40 or to a third party or third party entity. 

[0260] FIG. 6 illustrates the campaign administrator computer 50, in block diagram form. In the preferred embodiment, the campaign administrator computer 50 includes a central processing unit or CPU 50A, which in the preferred embodiment, is a microprocessor. The CPU 50A can also be a microcomputer, a minicomputer, a macro-computer, and/or a mainframe computer, depending upon the application. 

[0261] The campaign administrator computer 50 also includes a random access memory device(s) 50B (RAM) and a read only memory device(s) 50C (ROM), each of which is connected to the CPU 50A, a user input device 50D, for entering data and/or commands into the campaign administrator computer 50, which includes any one or more of a keyboard, a scanner, a user pointing device, such as, for example, a mouse, a touch pad, and/or an audio input device and/or a video input device, etc., if desired, which input device(s) is also connected to the CPU 50A. The campaign administrator computer 50 also includes a display device 50E for displaying data and/or information to a user or operator. 

[0262] The campaign administrator computer 50 also includes a transmitter(s) 50F, for transmitting signals and/or data and/or information to any one or more of the central processing computers 10, the user computers 20, the public election administrator computers 30, the private election administrator computers 40, the campaign administrator computers 50, the provider computers 60, the media computers 70, the external information source computers 80, and/or the financial institution computer 90, which may be utilized in conjunction with the present invention. 

[0263] The campaign administrator computer 50 also includes a receiver 50G, for receiving signals and/or data and/or information from any one or more of the central processing computer(s) 10, the user computers 20, the public election administrator computers 30, the private election administrator computers 40, the campaign administrator computers 50, the provider computers 60, the media computers 70, the external information source computers 80, and/or the financial institution computers 90, which may be utilized in conjunction with the present invention. 

[0264] The campaign administrator computer 50 also includes a database(s) 50H which can contain any and/or all of the data and/or information described herein with regards to the database 10H of the central processing computer 10 and/or any of the other information regarding or of interest to the user. The database 50H can also contain any other data and/or information which is or which may be needed in performing any of the respective processing routines described herein. 

[0265] With reference once again to FIG. 6, the campaign administrator computer 50 also includes an output device 50I such as a printer, a modem, a fax/modem, or other output device, for providing data and/or information to the operator or user of the campaign administrator computer 50 or to a third party or third party entity. 

[0266] FIG. 7 illustrates the provider computer 60, in block diagram form. In the preferred embodiment, provider computer 60 includes a central processing unit or CPU 60A, which in the preferred embodiment, is a microprocessor. The CPU 60A can also be a microcomputer, a minicomputer, a macro-computer, and/or a mainframe computer, depending upon the application. 

[0267] The provider computer 60 also includes a random access memory device(s) 60B (RAM) and a read only memory device(s) 60C (ROM), each of which is connected to the CPU 60A, a user input device 60D, for entering data and/or commands into the provider computer 60, which includes any one or more of a keyboard, a scanner, a user pointing device, such as, for example, a mouse, a touch pad, and/or an audio input device and/or a video input device, etc., if desired, which input device(s) is also connected to the CPU 60A. The provider computer 60 also includes a display device 60E for displaying data and/or information to a user or operator. 

[0268] The provider computer 60 also includes a transmitter(s) 60F, for transmitting signals and/or data and/or information to any one or more of the central processing computers 10, the user computers 20, the public election administrator computers 30, the private election administrator computers 40, the campaign administrator computers 50, the provider computers 60, the media computers 70, the external information source computers 80, and/or the financial institution computer 90, which may be utilized in conjunction with the present invention. 

[0269] The provider computer 60 also includes a receiver 60G, for receiving signals and/or data and/or information from any one or more of the central processing computer(s) 10, the user computers 20, the public election administrator computers 30, the private election administrator computers 40, the campaign administrator computers 50, the provider computers 60, the media computers 70, the external information source computers 80, and/or the financial institution computers 90, which may be utilized in conjunction with the present invention. 

[0270] The provider computer 60 also includes a database(s) 60H which can contain any and/or all of the data and/or information described herein with regards to the database 10H of the central processing computer 10 and/or any of the other information regarding or of interest to the user. The database 60H can also contain any other data and/or information which is or which may be needed in performing any of the respective processing routines described herein. 

[0271] With reference once again to FIG. 7, the provider computer 60 also includes an output device 60I such as a printer, a modem, a fax/modem, or other output device, for providing data and/or information to the operator or user of the provider computer 60 or to a third party or third party entity. 

[0272] FIG. 8 illustrates the media computer 70, in block diagram form. In the preferred embodiment, the media computer 70 includes a central processing unit or CPU 70A, which in the preferred embodiment, is a microprocessor. The CPU 70A can also be a microcomputer, a minicomputer, a macro-computer, and/or a mainframe computer, depending upon the application. 

[0273] The media computer 70 also includes a random access memory device(s) 70B (RAM) and a read only memory device(s) 70C (ROM), each of which is connected to the CPU 70A, a user input device 70D, for entering data and/or commands into the media computer 70, which includes any one or more of a keyboard, a scanner, a user pointing device, such as, for example, a mouse, a touch pad, and/or an audio input device and/or a video input device, etc., if desired, which input device(s) is also connected to the CPU 70A. The media computer 70 also includes a display device 70E for displaying data and/or information to a user or operator. 

[0274] The media computer 70 also includes a transmitter(s) 70F, for transmitting signals and/or data and/or information to any one or more of the central processing computers 10, the user computers 20, the public election administrator computers 30, the private election administrator computers 40, the campaign administrator computers 50, the provider computers 60, the media computers 70, the external information source computers 80, and/or the financial institution computer 90, which may be utilized in conjunction with the present invention. 

[0275] The media computer 70 also includes a receiver 70G, for receiving signals and/or data and/or information from any one or more of the central processing computer(s) 10, the user computers 20, the public election administrator computers 30, the private election administrator computers 40, the campaign administrator computers 50, the provider computers 60, the media computers 70, the external information source computers 80, and/or the financial institution computers 90, which may be utilized in conjunction with the present invention. 

[0276] The media computer 70 also includes a database(s) 70H which can contain any and/or all of the data and/or information described herein with regards to the database 10H of the central processing computer 10 and/or any of the other information regarding or of interest to the user. The database 70H can also contain any other data and/or information which is or which may be needed in performing any of the respective processing routines described herein. 

[0277] With reference once again to FIG. 8, the media computer 70 also includes an output device 70I such as a printer, a modem, a fax/modem, or other output device, for providing data and/or information to the operator or user of the media computer 70 or to a third party or third party entity. 

[0278] FIG. 9 illustrates the external information source computer 80, in block diagram form. In the preferred embodiment, the external information source computer 80 includes a central processing unit or CPU 80A, which in the preferred embodiment, is a microprocessor. The CPU 80A can also be a microcomputer, a minicomputer, a macro-computer, and/or a mainframe computer, depending upon the application. 

[0279] The external information source computer 80 also includes a random access memory device(s) 80B (RAM) and a read only memory device(s) 80C (ROM), each of which is connected to the CPU 80A, a user input device 80D, for entering data and/or commands into the user computer 80, which includes any one or more of a keyboard, a scanner, a user pointing device, such as, for example, a mouse, a touch pad, and/or an audio input device and/or a video input device, etc., if desired, which input device(s) is also connected to the CPU 80A. The external information source computer 80 also includes a display device 80E for displaying data and/or information to a user or operator. 

[0280] The external information source computer 80 also includes a transmitter(s) 80F, for transmitting signals and/or data and/or information to any one or more of the central processing computers 10, the user computers 20, the public election administrator computers 30, the private election administrator computers 40, the campaign administrator computers 50, the provider computers 60, the media computers 70, the external information source computers 80, and/or the financial institution computer 90, which may be utilized in conjunction with the present invention. 

[0281] The external information source computer 80 also includes a receiver 80G, for receiving signals and/or data and/or information from any one or more of the central processing computer(s) 10, the user computers 20, the public election administrator computers 30, the private election administrator computers 40, the campaign administrator computers 50, the provider computers 60, the media computers 70, the external information source computers 80, and/or the financial institution computers 90, which may be utilized in conjunction with the present invention. 

[0282] The external information source computer 80 also includes a database(s) 80H which can contain any and/or all of the data and/or information described herein with regards to the database 10H of the central processing computer 10 and/or any of the other information regarding or of interest to the user. The database 80H can also contain any other data and/or information which is or which may be needed in performing any of the respective processing routines described herein. 

[0283] With reference once again to FIG. 9, the external information source computer 80 also includes an output device 80I such as a printer, a modem, a fax/modem, or other output device, for providing data and/or information to the operator or user of the external information source computer 80 or to a third party or third party entity. 

[0284] FIG. 10 illustrates the financial institution computer 90, in block diagram form. In the preferred embodiment, the financial institution computer 90 includes a central processing unit or CPU 90A, which in the preferred embodiment, is a microprocessor. The CPU 90A can also be a microcomputer, a minicomputer, a macro-computer, and/or a mainframe computer, depending upon the application. 

[0285] The financial institution computer 90 also includes a random access memory device(s) 90B (RAM) and a read only memory device(s) 90C (ROM), each of which is connected to the CPU 90A, a user input device 90D, for entering data and/or commands into the financial institution computer 90, which includes any one or more of a keyboard, a scanner, a user pointing device, such as, for example, a mouse, a touch pad, and/or an audio input device and/or a video input device, etc., if desired, which input device(s) is also connected to the CPU 90A. The financial institution computer 90 also includes a display device 90E for displaying data and/or information to a user or operator. 

[0286] The financial institution computer 90 also includes a transmitter(s) 90F, for transmitting signals and/or data and/or information to any one or more of the central processing computers 10, the user computers 20, the public election administrator computers 30, the private election administrator computers 40, the campaign administrator computers 50, the provider computers 60, the media computers 70, the external information source computers 80, and/or the financial institution computer 90, which may be utilized in conjunction with the present invention. 

[0287] The financial institution computer 90 also includes a receiver 90G, for receiving signals and/or data and/or information from any one or more of the central processing computer(s) 10, the user computers 20, the public election administrator computers 30, the private election administrator computers 40, the campaign administrator computers 50, the provider computers 60, the media computers 70, the external information source computers 80, and/or the financial institution computers 90, which may be utilized in conjunction with the present invention. 

[0288] The financial institution computer 90 also includes a databases) 90H which can contain any and/or all of the data and/or information described herein with regards to the database 10H of the central processing computer 10 and/or any of the other information regarding or of interest to the user. The database 290H can also contain any other data and/or information which is or which may be needed in performing any of the respective processing routines described herein. 

[0289] With reference once again to FIG. 10, the financial institution computer 90 also includes an output device 90I such as a printer, a modem, a fax/modem, or other output device, for providing data and/or information to the operator or user of the financial institution computer 90 or to a third party or third party entity. 

[0290] The databases 20H, 30H, 40H, 50H, 60H, 70H, 80H, and/or 90H, can contain any and/or all of the data and/or information which is stored and/or contained in the database 10H. In the same manner, any of the data and/or information which is stored in the databases 20H, 30H, 40H, 50H, 60H, 70H, 80H, and/or 90H, can be stored in the database 10H. 

[0291] The database 10H, or collection of databases which form the database 10H, as well as any database 20H, 30H, 40H, 50H, 60H, 70H, 80H, and/or 90H, described herein, can be implemented by utilizing database software and/or spreadsheet software, such as, for example database software by Oracle.RTM., Microsoft.RTM. Access.RTM. and/or Microsoft.RTM. Excel.RTM., or any other suitable database or spreadsheet software programs and/or systems. 

[0292] The data and/or information which is stored in the database 20H, 30H, 40H, 50H, 6OH, 70H, 80H, and/or 90H, can be linked via any suitable data linking techniques such as, for example, dynamically linked lists (DLLs), linked lists, and object links embedded (OLE's). 

[0293] The data and/or information which is stored in the database 10H can be entered and/or updates manually by an operator, automatically by a communication link from the respective information sources, and/or via links, communication links, and/or dynamically linked lists, to, and/or with, any of the other databases 20H, 30H, 40H, 50H, 60H, 70H, 80H, and/or 90H, and/or any other individual or entity. Any of the data and/or information stored in any of the databases 20H, 30H, 40H, 50H, 60H, 70H, 80H, and/or 90H, utilized in the present invention, can be updated at specified time intervals, at certain times, times of day, days, days of week, daily, weekly, bi-weekly, monthly, quarterly, semi-annually, annually, and/or at any of the time interval or period, upon the occurrence of certain events, and/or upon the occurrence of any pre-specified event or activity. 

[0294] Any of the databases 10H, 20H, 30H, 40H, 5OH, 60H, 70H, 80H, and/or 90H, described herein, can include multiple databases, databases on different computers, and/or databases on computers which are external from their respective resident computers. 

[0295] Any of the computers 10, 20, 30, 40, 50, 60, 70, 80, and/or 90, described herein, can include a multiple computers and/or computer systems. 

[0296] Any of the databases 10H, 20H, 30H, 40H, 50H, 60H, 70H, 80H, and/or 90H, described herein, in the preferred embodiment, will contain statistical data and/or information concerning any of the data and/or information stored in said databases. The statistical data and/or information can be utilized to perform historical analyses, present analyses, future predictions, and/or forecasting, as well as providing any data and/or information which can be utilized by the present invention in performing any of the operations described herein. 

[0297] The database 10H may contain any number of database, relational databases, and/or other databases. The database 10H, as well as any of the other databases 20H, 30H, 40H, 50H, 60H, 70H, 80H, and/or 90H, can also include and/or contain spreadsheets for storing any data and/or information described herein as well as for performing various calculations needed for utilizing the apparatus 100, any of the computers 20, 30, 40, 50, 60, 70, 80, and/or 90, and/or any of the components thereof. 

[0298] The present invention can be utilized in a number of preferred embodiments in order to perform a wide variety of processing routines. In a preferred embodiment, the apparatus 100 and method of the present invention can be utilized in order to provide campaign and/or campaigning information to any user of the present invention. In another preferred embodiment, the apparatus and method of the present invention can be utilized in order to provide campaign management information and/or information for assisting in managing a campaign. 

[0299] In another preferred embodiment, the apparatus and method of the present invention can be utilized in order to generate, produce, and/or disseminate, campaign materials, campaign literature, and/or press releases. In another embodiment, the apparatus and method of the present invention can be utilized in order to perform polling and/or surveys and/or to make the results of the respective polls and/or surveys to any respective users of the present invention. 

[0300] In still another preferred embodiment, the apparatus and method of the present invention can be utilized to perform targeted information dissemination such as campaign mailings as well as fundraising and targeted fundraising activities. In yet another preferred embodiment, the apparatus and method of the present invention can be utilized as a clearinghouse for buying and selling campaign goods, campaign products, campaign services, campaign-related goods, campaign-related products, and/or campaign-related services. 

[0301] In another preferred embodiment, the apparatus and method of the present invention can be utilized in order to provide notification to a provider of campaign goods, campaign products and/or campaign services, and/or any other campaign-related goods, products, and/or services, of the existence of an individual, candidate, and/or any other of the herein-described organizations, who or which may be in need of, and/or who or which may be interested in, the respective goods, products, and/or services, which are offered by the respective providers. 

[0302] In still another preferred embodiment, the apparatus and method of the present invention can be utilized in order to provide notification to an individual, a candidate, and/or any of the herein-described organizations, of the existence of a provider of campaign goods, campaign products and/or campaign services, and/or any other campaign-related goods, products, and/or services. 

[0303] In yet another preferred embodiment, the apparatus and method of the present invention can be utilized in order to perform fundraising activities and/or for performing financial accounting services for or regarding a campaign. In another preferred embodiment, the apparatus and method of the present invention can be utilized in order to provide notification and/or reminders to a candidate, a campaign manager and/or campaign staff, and/or any of the herein-described organizations, of required actions and/or filings which must be taken during a campaign. In still another preferred embodiment, the apparatus and method of the present invention can be utilized in order to maintain event schedules and/or calendars and/or to provide notification of event to any of the users, individuals, candidates, campaigns, and/or any of the organizations, described herein. 

[0304] In yet another preferred embodiment, the apparatus and method of the present invention can be utilized in order to provide notification of news, polls, polling results, surveys, and/or survey results, to any of the users, individuals, candidates, campaigns, and/or any of the organizations, described herein. 

[0305] In another preferred embodiment, the apparatus and method of the present invention can be utilized in order to administer and/or manage financial accounts, and/or to transmit and/or receive payments and/or funds transfer, for, or on behalf of, any of the candidates, campaigns, providers, organizations, and/or any other users, of the present invention. 

[0306] In another preferred embodiment, the apparatus and method of the present invention can be utilized to conducts a poll, polls, a survey, or surveys, for any of the users, individuals, candidates, campaigns, political parties, and/or organizations. The apparatus and method of the present invention can be programmed to analyze the results of the respective poll, polls, a survey, or surveys, identify areas of weakness or vulnerability, and disseminate campaign materials to targeted voters or areas in order to attempt to overcome the weakness or vulnerability. 

[0307] In any and/or all of the embodiments described herein, the apparatus 100 and method of the present invention can be utilized in conjunction with, and/or process information for and/or provide information for or regarding any kind of campaign and/or any kind of election. 

[0308] The apparatus and method of the present invention, in any of the embodiments described herein, can be utilized in conjunction with a campaigns) or elections) for public offices, private offices, private organization elections, corporate elections of any kind, union elections, school elections, student body elections, trade association elections, civic association elections, and/or any other public elections, private elections, quasi-public elections, and/or quasi-private elections, of any kind or type. 

[0309] In a preferred embodiment, the apparatus 100 and method of the present invention can be utilized in order to provide campaign and/or campaigning information to any user of the present invention. FIGS. 11A and 11B illustrate a preferred embodiment method for utilizing the present invention, in flow diagram form. 

[0310] The embodiment of FIGS. 11A and 11B can be utilized for providing information for any type of election and/or campaign, including elections for public office or public offices and/or elections for offices and/or positions in private organizations, quasi-public organizations, and/or quasi-private organizations. As an example, the embodiment of FIGS. 11A and 11B will be herein-described as being utilized in order to provide information to users, individuals, voters, and/or constituents (hereinafter referred to as "user" or "users"), regarding elections and/or campaigns for public office or public offices. 

[0311] In the embodiment of FIGS. 11A and 11B, it is envisioned that a user, a candidate, a campaign manager, a campaign staff, a political party, and/or any other individual(s) and/or entity, will register and/or post any relevant information with the apparatus 100 and/or the central processing computer 10. 

[0312] With reference to FIGS. 11A and 11B, the operation of the apparatus 100 commences at step 1100. At step 1101, the user accesses the central processing computer 10 via the respective user computer 20. At step 1102, the user an enter identification information, which can be his or her name, voter registration number, and/or address or residence, and transmit same to the central processing computer 10. 

[0313] At step 1103, the central processing computer 10 will receive the user information. At step 1104, the central processing computer 10 will process the user information and identify the user's election district or election area. At step 1105, the central processing computer 10 will identify and/or ascertain the offices or positions for which elections are to be held. For example, a certain election district or municipality may be voting in the next or upcoming election in order to elect a congressman or congresswomen, a mayor, a town council representative, and a judge. The present invention can also process any of the herein-described information for any election, general election, primary election, and/or special election. 

[0314] At step 1106, the central processing computer 10 will identify all of the candidates for all of the offices or positions which are identified at step 1105. At step 1107, the central processing computer 10 will process the information regarding the candidates identified at step 1106. 

[0315] The central processing computer 10 will process, collect and/or aggregate, any and/or all candidate information which can be stored in the database 10H and which can include, but which is not limited to, candidate name, profile, resume, credentials, platform, position on issues, campaign literature, campaign advertisements, campaign commercials, campaign polls, campaign surveys, campaign fundraiser or fundraising information, and/or any other candidate and/or campaign related information regarding and/or related to the candidate. 

[0316] At any time, any candidates), campaigns), campaign staff(s), political party or parties, group(s) or slate(s) of candidates, public elections administrators), private elections administrators, group(s), association(s), organization(s), and/or any other individual or entity, can access the central processing computer 10 and post information concerning any of the elections, offices, positions, candidates, campaigns, and/or any and/or all candidate information which can include, but which is not limited to, candidate name, profile, resume, credentials, platform, position on issues, campaign literature, campaign advertisements, campaign commercials, campaign polls, campaign surveys, campaign fundraiser or fundraising information, and/or any other candidate and/or campaign related information regarding and/or related to the candidate. Any of the herein-described information can be processed by the central processing computer 10, can be stored in the database 10H, and can be made available for any processing and/or generation of any of the election reports and/or information described herein. 

[0317] The election report can also contain information describing each office or position, its duties and responsibilities, and/or the voting records or platforms of the candidates regarding issues associated with and/or corresponding to the office or position. 

[0318] At step 1107, the central processing computer will also generate an election report which will contain any of the herein-described information, and/or links or hyperlinks to any of the herein-described and/or related information, for each of the candidates for office in the upcoming election. At step 1108, the central processing computer 10 will transmit the election report to the user computer 20 associated with the user. At step 1109, the user can review the information contained in the election report for any of the campaigns and/or candidates described herein. 

[0319] In another preferred embodiment, the user can, at step 1109, receive compensation and/or can be paid for viewing an advertisement and/or commercial for, and/or for participating in a survey or poll by, a candidate or group of candidates. Applicant hereby incorporates by reference herein the subject matter and teachings of U.S. Provisional Patent Application Serial No. 60/213,331 which teaches and discloses an apparatus and method for providing compensation for advertisement viewing and/or participation and/or for survey participation. 

[0320] At step 1110, the user can take any desired action such as transmit comments or questions, including e-mail messages, to any candidate or group of candidates, make and/or transmit fundraising contributions or pledges to any candidate or group of candidates, transmit messages volunteering to serve as a campaign worker and/or fundraiser for the candidate or group of candidates, volunteer to post a lawn sign or window sign for a candidate or group of candidates, and/or transit a message containing any other messages and/or information to any candidate or candidates. 

[0321] At step 1110, the user can also transmit a request to be notified regarding any new developments, information, polls, surveys, advertisements, scheduling of fundraisers, scheduling of events, and/or any other information, which may be posted at the central processing computer 10 regarding the upcoming election, any of the offices or positions which are to be filled by the election, and/or any information regarding and/or provided by any candidate or group of candidates. For example, a user may request to be notified by the central processing computer 10 if a candidate whom the user wants to support posts new campaign materials or the scheduling of a fundraiser. 

[0322] At step 1111, the central processing computer 10 can receive and process the user's message or messages and perform any of the tasks required and/or requested thereby. In the case of a user's request to be notified upon the posting of information regarding an election, an office or position, or a candidate or candidates, the central processing computer 10 can also process and store this information at step 1111. 

[0323] As noted above, at any time, any candidates), campaigns), campaign staff(s), political party or parties, group(s) or slate(s) of candidates, public elections administrators), private elections administrators, group(s), associations), organizations), and/or any other individual or entity, can access the central processing computer 10 and post information concerning any of the elections, offices, positions, candidates, and/or campaigns, etc. This information can be processed by the central processing computer 10 and can be stored in the database 10H and be made available for any processing and/or generation of any of the election reports and/or information described herein. Thereafter, the operation of the central processing computer 10 will proceed to step 1112. 

[0324] At any time and/or upon the posting of any new developments and/or information regarding an election(s), an office or offices, a candidate(s), a campaign(s), and/or any other organizations or entities involved in, and/or related to, an election, an office, a candidate(s), and/or a campaign(s), the central processing computer 10, will process the information and determine if a notification request has been made pertaining to same. 

[0325] If the central processing computer 10 determines that a notification request has been made, the central processing computer 10 will generate an appropriate message and/or election report, which can include a notification message and/or the information which the user has requested and/or which is the subject matter of the development and/or information, and transmit same to a user computer 20 or communication device associated with the requesting user. The election report and and/or information contained therein can be transmitted as an e-mail transmission, an e-mail message, an electronic transmission, a telephone message, a letter mail delivery, a telephone transmission, a facsimile transmission, a beeper or a pager message, and/or via any other notification means or method. 

[0326] Upon receipt to the election report, the operation of the apparatus 100 can commence at, and proceed from, step 1108 described above. 

[0327] The operation of the apparatus will thereafter cease at step 1112. 

[0328] In this manner, the apparatus and method of the present invention can be utilized to provide a centralized election and/or campaign information center and/or clearinghouse for information and/or communications regarding and/or occurring between any of the herein-described users, individuals, and/or entities, described herein. 

[0329] In another preferred embodiment, the apparatus and method of the present invention can be utilized in order to provide campaign management information and/or information for assisting in managing and/or conducting a campaign. FIGS. 12A and 12B illustrate another preferred embodiment method for utilizing the present invention, in flow diagram form. 

[0330] In the embodiment of FIGS. 12A and 12B, it is envisioned that a candidate, a campaign manager, a campaign staff, a political party, and/or any other individual(s) and/or entity, will register their respective activities and/or efforts with the apparatus 100 and/or the central processing computer 10. 

[0331] With reference to FIGS. 12A and 12B, the operation of the apparatus commences at step 1200. At step 1201, the user, individual, candidate, campaign manager, and/or campaign staff worker (hereinafter referred to as the "user"), can access the central processing 10 via the respective user computer 20 or campaign administrator computer 50. At step 1202, the user can enter identification information and/or campaign identification information and transmit same to the central processing computer 10. 

[0332] At step 1203, the central processing computer 10 will receive and process the identification information. At step 1204, the central processing computer 10 will process the user or campaign identification information, identify the user or campaign and access any information from the database 10H which can or may pertain to the candidate, the campaign, and/or the election. At step 1205, the central processing computer will present to the user a menu of information item listings. 

[0333] The menu items can contain any one or more of a number of subject areas, including, but not limited to, campaign, election, and/or election-related laws, rules, and/or regulations, filing requirements and/or filing forms regarding nomination petitions, financial disclosure forms, voter registration forms, absentee ballot forms, absentee ballots, election ballots, disclosure forms of any kind, and/or any other campaign and/or election forms and/or documents, voter registration lists, registered voter lists, preferred voter lists, political party information, and/or voter information of any kind. 

[0334] The menu items can also contain event schedules, event listings, important dates, information regarding events, information regarding event information, polls, political polls, issue polls, surveys, issues pertinent to a campaign and/or an election, news, news regarding issues, developments regarding issues, and/or any other pertinent information. 

[0335] The menu items can also contain information regarding fundraising, contributors, campaign contributors, fundraising filings of candidates, financial disclosure filings of candidates, fundraiser schedules, and/or any other pertinent information. 

[0336] The menu items can also contain information regarding the activities, press releases, petition filings, financial disclosure filings, and/or other filings and/or activities of candidates and/or any other organizations. 

[0337] The menu items can also contain information regarding any of the goods providers, products providers, and/or services providers, described herein regarding any of the campaign and/or related goods, products, and/or services. 

[0338] The menu items can also contain any other information regarding any of the campaigns, elections, candidates, and/or organizations, described herein. The menu items can also include links and/or hyperlinks to any of the herein-described and/or related information. 

[0339] At step 1206, the user can receive and/or review the menu items on his or her user computer 20. At step 1207, the user can request the information which he or she is interested in. The request can be for, or regarding, any of the information which is contained and/or related to the above-described menu items. For example, the user can request any one or more of a nominating petition, a voter list, information regarding polls, surveys, information regarding other candidates, information regarding events, event schedules, information regarding campaign related goods, products, and/or services, and/or any other information which may be useful to, and/or desired by, a candidate, a campaign, a campaign manager, and/or any other individual. 

[0340] At step 1208, the user's request is transmitted to the central processing computer 10. At step 1209, the central processing computer 10 can receive and process the user's request. At step 1210, the central processing computer 10 will generate an information report which can contain the requested information and/or a link or links to the requested information. At step 1211, the information report will be transmitted to user computer 20 associated with the user. At step 1212, the user computer 20 will receive the information report. At step 1213, the user will review the information in the information report and utilize same in any appropriate manner. Thereafter, the operation of the apparatus 100 will cease at step 1214. 

[0341] The information report, as well as any of the information transmitted to the user or the user computer 20, can also be transmitted as an e-mail transmission, an e-mail message, an electronic transmission, a telephone message, a letter mail delivery, a telephone transmission, a facsimile transmission, a beeper or a pager message, and/or via any other notification means or method. 

[0342] In another preferred embodiment, the user can also, at step 1207, request to be notified regarding any new developments, information, polls, surveys, advertisements, scheduling of fundraisers, scheduling of events, and/or any other information, which may be posted at the central processing computer 10 regarding the upcoming election, any of the offices or positions which are to be filled by the election, and/or any information regarding and/or provided by any candidate, group of candidates, and/or any other information sources. The central processing computer 10 can receive and process the user's notification request. 

[0343] As noted above, at any time, any candidate(s), campaign(s), campaign staff(s), political party or parties, group(s) or slate(s) of candidates, public elections administrator(s), private elections administrators, group(s), association(s), organization(s), and/or any other individual or entity, can access the central processing computer 10 and post any of the herein-described information. This information can be processed by the central processing computer 10 and can be stored in the database 10H and be made available for any processing and/or generation of any of the information reports and/or information described herein. 

[0344] At any time and/or upon the posting of any of the new developments, information, polls, surveys, advertisements, scheduling of fundraisers, scheduling of events, and/or any other information, the central processing computer 10 will process the information and determine if a notification request has been made pertaining to same. 

[0345] If the central processing computer 10 determines that a notification request has been made, the central processing computer 10 will generate an appropriate message and/or information report, which can include a notification message and/or the information which the user has requested and/or which is the subject matter of the development and/or information, and transmit same to a user computer 20 or communication device associated with the requesting user. 

[0346] The information report and and/or information contained therein can be transmitted as an e-mail transmission, an e-mail message, an electronic transmission, a telephone message, a letter mail delivery, a telephone transmission, a facsimile transmission, a beeper or a pager message, and/or via any other notification means or method. The information report can also contain information reminding an individual, candidate, campaign, political party, and/or organization, to perform a task, take an action, and/or effect a required filing. 

[0347] The present invention can also be utilized by a candidate, a campaign, and/or a political party, in order to ascertain a candidates standing in a poll or survey at any time. The candidate, campaign, or political party, can request that polls or surveys be performed by the apparatus 100 and/or by the central processing computer in any appropriate polling and/or surveying manner. The central processing computer 10 can be programmed to perform polls, poll taking, and/or surveys at any time, at a pre-determined time interval(s), and/or in any other appropriate and/or selected manner. In this regard, the central processing computer 10 can perform polls or surveys for a candidate and/or for any issues or areas of interest and make these polls or surveys available to a candidate, a campaign, and/or a political party. 

[0348] The central processing computer 10 can also provide the results of a poll(s) or survey(s) when the latest information becomes available and/or at any other time. The polling information or survey information can also be provided to the respective candidate, campaign, and/or political party, as an e-mail transmission, an e-mail message, an electronic transmission, a telephone message, a letter mail delivery, a telephone transmission, a facsimile transmission, a beeper or a pager message, and/or via any other notification means or method. 

[0349] In another preferred embodiment, the central processing computer 10 can maintain event schedules and/or calendars for any of the individuals, candidates, campaigns, political parties, and/or organizations, described herein. The central processing computer 10 can receive event scheduling information from any of the herein-described users, individuals, candidates, campaigns, political parties, and/or organizations, and/or any other third parties, who or which can utilize the apparatus 100. The central processing computer 10 can process any received event scheduling information, identify the individual(s), candidate(s), campaign(s), political party or parties, and/or organization(s), who or which may have an interest in the event, and update the schedule or calendar of the respective individual(s), candidate(s), campaign(s), political party, and/or organization(s), so as to include the event in their respective schedule(s) and/or calendar(s) of the respective individual(s), candidate(s), campaign(s), political party, and/or organization(s). 

[0350] In another preferred embodiment, the apparatus 100 can be utilized in order to record and store financial transactions for, and/or campaign contributions, financial as well as non-financial and/or in-kind which are received by, an individual, a candidate, a campaign, a political party, and/or organization. The central processing computer 10 can process the stored financial transaction information and/or campaign contribution information in conjunction with financial disclosure requirements and generate financial disclosure report(s) for, or on behalf of, the individual, candidate, campaign, political party, and/or organization. 

[0351] The central processing computer 10 can thereafter file the financial disclosure form with an appropriate public election administrator computer(s) 30 or the private election administrator computer(s) 40. The central processing computer 10 can also perform any other financial accounting processing routines in order to provide financial accounting services for, or on behalf of, the individual, candidate, campaign, political party, and/or organization. 

[0352] In the above-described manner, the apparatus 100 can be utilized in order to provide an information clearinghouse for any or the campaign information and/or election information, and/or any other related information, described herein, which can be utilized in managing and/or conducting campaign activities. 

[0353] In another preferred embodiment, the apparatus and method of the present invention can be utilized in order to generate, produce, and/or disseminate, campaign materials, campaign literature, and/or press releases. FIGS. 13A and 13B illustrate another preferred embodiment method for utilizing the present invention, in flow diagram form. 

[0354] With reference to FIGS. 13A and 13B, the operation of the apparatus 100 commences at step 1300. At step 1301, the user, individual, candidate, campaign manager, and/or campaign worker (hereinafter referred to as the "user"), can access the central processing computer 10. At step 1302, the user can request to obtain information needed for generating, designing, and/or producing campaign literature, campaign information, campaign materials, campaign mailings, and/or press releases (hereinafter referred to as the "materials"), and transmit the request to the central processing computer 10. 

[0355] At step 1303, the central processing computer 10 will receive and process the user's request. At step 1304, the central processing computer 10 can transmit information, templates, document templates, literature templates, mailing templates, press release templates, and/or any other information which can assist the user in generating, designing, and/or producing, any of the herein-described and/or requested materials. At step 1305, the user can thereafter generate, design, and/or produce the materials. The materials can be produced and/or generated at the central processing computer 10. The materials can be text materials, audio materials, video materials, audio/video materials, and/or any combination thereof. 

[0356] The materials can also be produced and/or generated at the user computer 20 and can be transmitted to the central processing computer 10. Thereafter, the materials can be stored at the central processing computer 10, at the user computer 20, or at both computers. 

[0357] At step 1306, the user can select the individuals, voters, voter groups, groups of individuals and/or entities, organizations, associations, and/or the media, press, newspapers, radio stations, television stations, etc., (hereinafter referred to as the "target audience"), to whom the materials will be disseminated. For example, the user can select to have campaign literature disseminated and/or sent to voters enrolled in a certain political party or parties, have literature disseminated and/or sent to certain unions, trade associations, and/or the press, etc. 

[0358] At step 1307, the user's audience selection information is transmitted to the central processing computer 10. At step 1308, the central processing computer 10 will process the user's audience selection and identify the members of the target audience and any correspondence information (i.e. mailing address, e-mail, telephone number, beeper or pager number) corresponding thereto. At step 1309, the central processing computer 10 will disseminate the materials to each of the members of the target audience. At step 1310, the central processing computer 10 can transmit a materials dissemination confirmation message to the user computer so as to confirm to the user that the materials have been disseminated. Thereafter, the operation of the apparatus 100 will cease at step 1311. 

[0359] In the above described manner, the apparatus and method of the present invention can be utilized to generate, design, and/or produce campaign materials and/or campaign-related materials and disseminate same to a user selected target audience. The present invention can also be utilized in order to provide campaign materials which can include video clips, audio clips, and/or audio/video clips. 

[0360] In another embodiment, the apparatus and method of the present invention can be utilized in order to perform polling and/or surveys and/or to make the results of the respective polls and/or surveys to any respective users of the present invention. FIG. 14 illustrates still another preferred embodiment method for utilizing the present invention, in flow diagram form. 

[0361] With reference to FIG. 14, the operation of the apparatus 100 commences at step 1400. At step 1401, the user, individual, candidate, campaign manager, and/or campaign worker (hereinafter referred to as the "user"), can access the central processing computer 10. At step 1402, the user can request to obtain information regarding polls, surveys, and/or public sentiment (hereinafter referred to as "polls"), for or regarding, any issues which may be of interest to candidates and/or campaigns and/or which may be pertinent to an election, and transmit the request to the central processing computer 10. 

[0362] At step 1403, the central processing computer 10 will receive and process the user's request. At step 1403, the central processing computer 10 will identify the poll, polls, survey, and/or surveys, which are of interest to the user. If the user requested that a poll or survey be performed, then the central processing computer will identify the poll or survey, perform the poll or survey and compile the results of same into a respective poll report or survey report. 

[0363] The polls or surveys can be stored in the database 10H can be stored in the database 10H and/or can be obtained by the central processing computer from an external information source or provider, such as a pollster and/or survey taking entity. The polls and/or surveys can also be obtained from the respective external information sources described herein. If the poll, polls, survey, or surveys, already exist, then the central processing computer 10 will generate a respective poll report or survey report. 

[0364] At step 1404, the central processing computer 10 can transmit information regarding the poll, polls, survey, or surveys, and/or the respective poll report or survey report, to the user computer 20. The poll report or survey report, as well as any of the information transmitted to the user or the user computer 20, can also be transmitted as an e-mail transmission, an e-mail message, an electronic transmission, a telephone message, a letter mail delivery, a telephone transmission, a facsimile transmission, a beeper or a pager message, and/or via any other notification means or method. 

[0365] At step 1405, the user can review the information regarding the poll, polls, survey, or surveys, and/or the respective poll report or survey report, of interest. Thereafter, the operation of the apparatus 100 can cease at step 1406. 

[0366] In another preferred embodiment, the apparatus and method of the present invention can be utilized to perform targeted information dissemination such as campaign fundraising and targeted fundraising activities. FIGS. 15A and 15B illustrate yet another preferred embodiment method for utilizing the present invention, in flow diagram form. 

[0367] With reference to FIGS. 15A and 15B, the operation of the apparatus 100 commences at step 1500. At step 1501, the user, individual, candidate, campaign manager, and/or campaign worker (hereinafter referred to as the "user"), can access the central processing computer 10. At step 1502, the user can request to obtain information needed for generating, designing, and/or producing campaign fundraising materials and transmit the request to the central processing computer 10. 

[0368] At step 1503, the central processing computer 10 will receive and process the user's request. At step 1504, the central processing computer 10 can transmit information, templates, and/or any other information which can assist the user in generating, designing, and/or producing, any of the herein-described and/or requested materials. At step 1505, the user can thereafter generate, design, and/or produce the fundraising materials. The materials can be produced and/or generated at the central processing computer 10. The materials can be text materials, audio materials, video materials, audio/video materials, and/or any combination thereof. 

[0369] The materials can also be produced and/or generated at the user computer 20 and transmitted to the central processing computer 10. Thereafter, the materials can be stored at the central processing computer 10, at the user computer 20, or at both computers. 

[0370] At step 1506, the user can select the individuals, voters, voter groups, groups of individuals and/or entities, organizations, and/or associations, and/or any other individuals and/or entities (hereinafter referred to as the "prospective contributors", to whom the materials will be disseminated. For example, the user can select to have fundraising materials disseminated to certain constituents, associations, trade unions, and/or any other individual and/or organization. 

[0371] At step 1507, the user's audience selection information is transmitted to the central processing computer 10. At step 1508, the central processing computer 10 will process the user's prospective contributor(s) selection and identify the these prospective contributors and any correspondence information (i.e. mailing address, e-mail, telephone number, beeper or pager number) associated therewith and/or corresponding thereto. 

[0372] At step 1509, the central processing computer 10 will disseminate the materials to each of the prospective contributors. The materials transmitted to the prospective contributors or the computers or communication devices associated therewith, can also be transmitted as an e-mail transmission, an e-mail message, an electronic transmission, a telephone message, a letter mail delivery, a telephone transmission, a facsimile transmission, a beeper or a pager message, and/or via any other notification means or method. 

[0373] At step 1510, the central processing computer 10 can transmit a materials dissemination confirmation message to the user computer so as to confirm to the user that the materials have been disseminated. The materials can contain information, links, and/or hyperlinks, to a candidate's or a campaign's correspondence location, web site, or web page, so that prospective contributor(s) can effect a financial contribution and/or a non-financial contribution(s) to the candidate or campaign via the materials. Thereafter, the operation of the apparatus 100 will cease at step 1511. 

[0374] In another preferred embodiment, the apparatus and method of the present invention can be utilized in order to provide notification to an individual, a candidate, a campaign, and/or an organization, of the existence of, and/or the availability of, a provider of campaign goods, campaign products, and/or campaign services, and/or any other campaign-related goods, products, and/or services. FIG. 16 illustrates yet another preferred embodiment method for utilizing the present invention, in flow diagram form. In this manner, the apparatus 100 and method of the present invention can be utilized to identify and/or to locate providers of campaign goods, campaign products, and/or campaign services. 

[0375] In the embodiment of FIG. 16, the various and/or respective providers of various campaign goods, products, and/or services can access the central processing computer 10 and post information regarding their respective campaign goods, products, and/or services. The campaign or campaign-related goods and/or products can include, but are not limited to, buttons, bumper stickers, literature, palm cards, advertisements, business cars, balloons, posters, signs, pens, pencils, and any other campaign-related goods and/or products and/or election-related goods and/or products. 

[0376] The campaign or campaign-related services can include, but are not limited to, campaign management services, campaign consulting services, campaign advisory services, campaigning services, petition gathering services, printing services, publicity services, promotional services, advertising services, fundraising services, accounting services, legal services, staffing services, and/or any other campaign-related services and/or election-related services. 

[0377] The information can include the types and/or kinds of campaign goods, products, and/or services, descriptions of the respective campaign goods, products, and/or services, cost and/or price information, conditions for sale of the respective goods and/or products and/or for performing the respective services, information regarding the suitability of, and/or the effectiveness of using the respective goods and/or products and/or the effectiveness of employing the respective services, and/or any other information for purchasing the respective goods and/or products, and/or for engaging the services of the respective providers. 

[0378] The information which is posted by the respective providers can be stored in the database 10H. The information which is posted by the respective providers can also include data and/or information regarding any of the campaign goods and/or products which are typically employed in a campaign or promotional activities, specialized and/or custom tailored goods and/or products, and/or campaign provider services which are typically employed in a campaign or promotional activities as well as campaign consulting services, campaign analyst services, campaign strategy specialists, campaign advisory services, and/or any other specialized services. 

[0379] The operation of the apparatus 100 will commence at step 1600. At step 1601, the central processing computer will await the occurrence of a searching event. The searching event can be any event which can result in the need for any individual, user, candidate, campaign, campaign staff member, political party, and/or organization, to obtain any of the respective goods, products, and/or services, which are offered by and/or which are provided by any of the respective providers described herein. 

[0380] The searching event(s) can also include the posting of a request for any campaign and/or campaign-related goods, products, and/or services, which can be offered by, and/or which can be provided by, any of the respective providers described herein. The searching event(s) can also include the generation of any of the reports or messages described herein as serving to provide campaign management information, and/or a reminder to perform a campaign activity, a campaign function, a campaign-related filing, and/or any other campaign-related and/or election-related activity, which may result in the respective individual, user, candidate, campaign, campaign staff member, political party, and/or organization, needing and/or desiring to obtain and/or to utilize any of the goods, products and/or services, which are provided by any of the providers described herein. 

[0381] The searching event can also include any other event or occurrence which can result in the need and/or the desirability for any of the goods, products, and/or services, which are offered by and/or provided by any of the providers described herein. 

[0382] At step 1602, the central processing computer 10 will process the requested and/or needed goods, products, and/or services, in conjunction with the postings from the various providers in order to ascertain the existence and identities of the respective providers who or which can fulfill the needs or desires of respective individual, user, candidate, campaign, campaign staff member, political party, and/or organization. 

[0383] At step 1603, the central processing computer 10 will generate a provider notification message and transmit same to each to each provider or to the providers who or which can fulfill the request, need, or desire, of the respective individual, user, candidate, campaign, campaign staff member, political party, and/or organization. The provider notification message can contain the identity and/or contact information regarding the respective individual, user, candidate, campaign, campaign staff member, political party, and/or organization. The provider notification message can also contain the price which the individual, user, candidate, campaign, campaign staff member, political party, and/or organization is willing to pay for the respective goods, products, and/or services. 

[0384] The provider notification message, as well as any of the information transmitted to the provider or the provider computer 60, can also be transmitted as an e-mail transmission, an e-mail message, an electronic transmission, a telephone message, a letter mail delivery, a telephone transmission, a facsimile transmission, a beeper or a pager message, and/or via any other notification means or method. 

[0385] At step 1603, the central processing computer 10 can also generate an individual, user, candidate, campaign, campaign staff member, political party, and/or organization, notification message and transmit same to the respective individual, user, candidate, campaign, campaign staff member, political party, and/or organization, or to the computer or communication device associated therewith. The individual, user, candidate, campaign, campaign staff member, political party, and/or organization, notification message can contain the identity and/or contact information for each of the providers included in the message. 

[0386] The notification message can also contain the cost or price for the respective goods, products, and/or services. The individual, user, candidate, campaign, campaign staff member, political party, and/or organization, notification message, as well as any of the information transmitted to the user or the user computer 20, can also be transmitted as an e-mail transmission, an e-mail message, an electronic transmission, a telephone message, a letter mail delivery, a telephone transmission, a facsimile transmission, a beeper or a pager message, and/or via any other notification means or method. 

[0387] Thereafter, at step 1604, the respective parties can contact each other and enter into any agreements and/or contracts related to the obtaining and/or the providing of the respective goods, products, and/or services. At step 1605, the central processing computer 10 can record any data and/or information regarding any transactions which may occur at step 1604 between the respective parties and store said data and/or information in the database 10H. Thereafter, the operation of the apparatus 100 will cease at step 1606. 

[0388] In another preferred embodiment, the apparatus and method of the present invention can be utilized in order to provide notification to a provider(s) of campaign and/or campaign-related goods, products, and/or services, of the existence of a user, an individual, a candidate, a campaign, and/or an organization, who or which may be interested in and/or who or which may be in need of and/or desirous of obtaining and/or utilizing any of the respective goods, products, and/or services, which are provided by the respective provider(s). 

[0389] FIG. 17 illustrates yet another preferred embodiment method for utilizing the present invention, in flow diagram form. In this manner, the apparatus 100 and method of the present invention can be utilized to identify and/or to locate users, individuals, candidates, campaigns, and/or organization, who or which may need and/or desire to obtain campaign goods, campaign products, and/or campaign services, which are provided by any of the respective providers. 

[0390] In the embodiment of FIG. 17, the various and/or respective individuals, users, candidates, campaigns, campaign staff members, political party or political parties, and/or organizations, can access the central processing computer 10 and post information regarding their requests, needs, and/or desires, for obtaining and/or for utilizing any respective campaign goods, products, and/or services. 

[0391] The campaign or campaign-related goods and/or products can include, but are not limited to, buttons, bumper stickers, literature, palm cards, advertisements, business cars, balloons, posters, signs, pens, pencils, and any other campaign-related goods and/or products and/or election-related goods and/or products. The campaign or campaign-related services can include, but are not limited to, campaign management services, campaign consulting services, campaign advisory services, campaigning services, petition gathering services, printing services, publicity services, promotional services, advertising services, fundraising services, accounting services, legal services, staffing services, and/or any other campaign-related services and/or election-related services. 

[0392] The information can include the types and/or kinds of campaign goods, products, and/or services, descriptions of the respective campaign goods, products, and/or services, the price or prices which the individuals, users, candidates, campaigns, campaign staff members, political party or political parties, and/or organizations, are willing to pay for the respective campaign goods, products, and/or services, conditions for purchasing the respective goods and/or products and/or for utilizing or employing the respective services, information regarding the expected suitability of, and/or the expected effectiveness of using the respective goods and/or products and/or the expected effectiveness of utilizing or employing the respective services, and/or any other information for purchasing the respective goods and/or products, and/or for engaging the services of the respective providers. 

[0393] The information which is posted by the respective individuals, users, candidates, campaigns, campaign staff members, political party or political parties, and/or organizations, can be stored in the database 10H. The information which is posted by the respective individuals, users, candidates, campaigns, campaign staff members, political party or political parties, and/or organizations, can also include data and/or information regarding specialized requirements and/or custom requirements for the goods, products, and/or services, which are requested, needed, or desired, by the individuals, users, candidates, campaigns, campaign staff members, political party or political parties, and/or organizations. 

[0394] The operation of the apparatus 100 will commence at step 1700. At step 1701, the central processing computer will await the occurrence of a searching event. The searching event can be any event which can result in the request, need, or desire, for any of the respective campaign goods, campaign products, and/or campaign services, by any of the respective individuals, users, candidates, campaigns, campaign staff members, political party or political parties, and/or organizations, described herein. 

[0395] The searching event(s) can also include the posting of the availability of any campaign and/or campaign-related goods, products, and/or services, which can be offered by, and/or which can be provided by, any of the respective providers described herein. The searching event(s) can also include the generation of any of the reports or messages described herein as serving to provide campaign management information, and/or a reminder to perform a campaign activity, a campaign function, a campaign-related filing, and/or any other campaign-related and/or election-related activity, which may result in the respective individual, user, candidate, campaign, campaign staff member, political party, and/or organization, needing and/or desiring to obtain and/or to utilize any of the campaign and/or campaign-related goods, products and/or services, which are provided by any of the providers described herein. 

[0396] The searching event can also include any other event or occurrence which can result in the need and/or the desirability for any of the goods, products, and/or services, which are offered by and/or provided by any of the providers described herein. 

[0397] At step 1702, the central processing computer 10 will process the information regarding the existence of and/or the availability of the respective campaign and/or campaign-related goods, products, and/or services, in conjunction with the postings from the various individuals, users, candidates, campaigns, campaign staff members, political party or political parties, and/or organizations, in order to ascertain the existence and identities of the respective individuals, users, candidates, campaigns, campaign staff members, political party or political parties, and/or organizations, who or which may desire to obtain the respective campaign and/or campaign-related goods, products, and/or services. 

[0398] At step 1703, the central processing computer 10 will generate an individual, user, candidate, campaign, campaign staff member, political party, and/or organization, notification message and transmit same to the respective individual, user, candidate, campaign, campaign staff member, political party, and/or organization, or to the computer or communication device associated therewith. 

[0399] The individual, user, candidate, campaign, campaign staff member, political party, and/or organization, notification message can contain the identity and/or contact information for each of the providers included in the message. The notification message can also contain the cost or price for the respective goods, products, and/or services. The individual, user, candidate, campaign, campaign staff member, political party, and/or organization, notification message, as well as any of the information transmitted to the user or the user computer 20, can also be transmitted as an e-mail transmission, an e-mail message, an electronic transmission, a telephone message, a letter mail delivery, a telephone transmission, a facsimile transmission, a beeper or a pager message, and/or via any other notification means or method. 

[0400] At step 1703, the central processing computer 10 can also generate a provider notification message and transmit same to each to each provider or to the providers who or which can fulfill the request, need, or desire, of the respective individual, user, candidate, campaign, campaign staff member, political party, and/or organization. 

[0401] The provider notification message can contain the identity and/or contact information regarding the respective individual, user, candidate, campaign, campaign staff member, political party, and/or organization. The provider notification message can also contain the price which the individual, user, candidate, campaign, campaign staff member, political party, and/or organization is willing to pay for the respective goods, products, and/or services. The provider notification message, as well as any of the information transmitted to the provider or the provider computer 60, can also be transmitted as an e-mail transmission, an e-mail message, an electronic transmission, a telephone message, a letter mail delivery, a telephone transmission, a facsimile transmission, a beeper or a pager message, and/or via any other notification means or method. 

[0402] Thereafter, at step 1704, the respective parties can contact each other and enter into any agreements and/or contracts related to the obtaining and/or the providing of the respective goods, products, and/or services. At step 1705, the central processing computer 10 can record any data and/or information regarding any transactions which may occur at step 1704 between the respective parties and store said data and/or information in the database 10H. Thereafter, the operation of the apparatus 100 will cease at step 1706. 

[0403] In another preferred embodiment, the apparatus and method of the present invention can be utilized to conduct a poll, polls, a survey, or surveys, for any of the users, individuals, candidates, campaigns, political parties, and/or organizations. 

[0404] The apparatus and method of the present invention can be programmed to analyze the results of the respective poll, polls, a survey, or surveys, identify areas of weakness or vulnerability, and disseminate campaign materials to targeted voters or areas in order to attempt to overcome the weakness or vulnerability. FIGS. 18A and 18B illustrate another preferred embodiment method for utilizing the apparatus 100 and method of the present invention. 

[0405] With reference to FIGS. 18A and 18B, the operation of the apparatus commences at step 1800. At step 1801, a respective user, individual, candidate, campaign, political party, and/or organization, accesses the central processing computer 10 via the user computer 20. At step 1801, the respective user, individual, candidate, campaign, political party, and/or organization, can enter the type of poll, polls, survey, or surveys (i.e. candidate approval, candidate popularity, issue sentiment, etc), which the respective user, individual, candidate, campaign, political party, and/or organization, would like to have polled or surveyed. 

[0406] At step 1802, the respective user, individual, candidate, campaign, political party, and/or organization, can enter or request that multiple polls or surveys be performed. At step 1802, the respective user, individual, candidate, campaign, political party, and/or organization, can enter the frequency and/or other criteria for conducting poll, polls, survey, and/or surveys (i.e. at specific time intervals, at specific times during a campaign, after debates, after certain events and/or activities, after the issuance of certain press releases and/or the dissemination of campaign literature, after the taking of other polls or surveys, etc.). 

[0407] At step 1802, the respective user, individual, candidate, campaign, political party, and/or organization, can also enter the action(s) which the respective user, individual, candidate, campaign, political party, and/or organization, desires that the central processing computer 10 take or perform on his, her, or its behalf. For example, the respective user, individual, candidate, campaign, political party, and/or organization, can program, or request that, the central processing computer 10 perform targeted campaign literature dissemination or transmissions to, certain voters, voter groups, election districts, election districts identified as being an area of concern or identified as being an are of weakness or vulnerability, order the shipping of campaign goods and/or products, order campaign services, campaign commercial programming, campaign advertisements, issue or disseminate press releases, and/or perform any other desired task or function for, or on behalf of, the respective user, individual, candidate, campaign, political party, and/or organization. 

[0408] Any of the polls, surveys, campaign literature, campaign goods, products, and/or services, and/or other information and/or materials specified by the respective user, individual, candidate, campaign, political party, and/or organization, can be pre-selected and entered into the central processing computer 10 at any time. 

[0409] At step 1803, all of the entered information and instructions can be transmitted to the central processing computer 10. At step 1804, the central processing computer 10 can receive and process the entered information and instructions. At step 1805, the central processing computer 10 will await the polling or surveying event. 

[0410] At step 1806, the central processing computer 10, will conduct the poll, polls, survey, and/or surveys and analyze and process the results of the poll, polls, survey, and/or surveys. At step 1807, the central processing computer 10 can notify the respective user, individual, candidate, campaign, political party, and/or organization, of the results of the poll, polls, survey, and/or surveys. 

[0411] At step 1808, the central processing computer 10 will determine if the results of the poll, polls, survey, and/or surveys, are such so as to require the central processing computer 10 to take any specified action and/or perform any specified task for, or on behalf of, the respective user, individual, candidate, campaign, political party, and/or organization. For example, the candidate could have instructed the central processing computer 10 to disseminate campaign literature via e-mail, automated telephone call messages, letter mail, and/or via any other method, to targeted voters or voting areas or election districts, in response to a low candidate popularity polling score. 

[0412] If, at step 1808, it is determined that the central processing computer 10 is to perform a task or function for, or on behalf of, the candidate, that the operation of the apparatus 100 will proceed to step 1809 and the central processing computer 10 will perform the task or the function. Thereafter, the operation of the apparatus 100 will cease at step 1810 and the apparatus 100 and/or the central processing computer 10 will await the next the polling or surveying event. If, however, at step 1808, it is determined that the central processing computer 10 is not required, and/or does not have to, perform a task or function for, or on behalf of, the candidate, then the operation of the apparatus 100 will proceed directly to step 1810. As described above, at step 1810, the operation of the apparatus 100 will cease and the apparatus 100 and/or the central processing computer 10 will await the next the polling or surveying event. 

[0413] In this manner, the apparatus 100 can perform programmed campaign and/or programmed campaigning functions or tasks for, or on behalf of, the respective users, individuals, candidates, campaigns, political party or political parties, and/or organizations, described herein. 

[0414] In any and/or all of the embodiments described herein, the apparatus and method of the present invention can be utilized in order to bid for, and/or to auction off, any of the campaign and/or campaign-related goods, products, and/or services, described herein, and/or any other goods, products, and/or services, which can be utilized in a campaign and/or in an election. Applicant hereby incorporates by reference herein the subject matter and teachings of U.S. patent application Ser. No. 09/498,143 which teaches and discloses an apparatus and method for effectuating commerce in a network environment. 

[0415] In any and/or all of the embodiments described herein, the apparatus and method of the present invention can also be utilized in order to provide recruitment services and/or to facilitate recruitment activities for, or regarding, any campaign and/or campaign-related positions and/or jobs. Applicant hereby incorporates by reference herein the subject matter and teachings of U.S. patent application Ser. No. 09/612,528 which teaches and discloses an apparatus and method for providing job searching services, recruitment services and/or recruitment-related services. 

[0416] In another preferred embodiment, the apparatus and method of the present invention can be utilized in order to administer and/or manage financial accounts, and/or to transmit and/or receive payments and/or funds transfer, for, or on behalf of, any of the candidates, campaigns, providers, organizations, and/or any other users, of the present invention. 

[0417] In another preferred embodiment, the apparatus and method of the present invention can also be utilized in order to perform on-line voting in any of the herein-described elections and/or campaigns. In this embodiment, any voter my vote in an election by casting his or her vote via the respective user computer 20. The vote can be transmitted to the central processing computer 10 and, thereafter, can be transmitted to the respective public election administrator computer 30 or private election administrator computer 40. 

[0418] In another preferred embodiment, the vote can be transmitted directly to the respective public election administrator computer 30 or private election administrator computer 40, from the user computer 20. 

[0419] In another preferred embodiment, the apparatus 100 and/or the central processing computer 10 can receive campaign contributions and/or campaign donations for, or on behalf of any of the candidates, campaigns, political parties, and/or organizations, described herein. 

[0420] In another preferred embodiment, the apparatus and method of the present invention can be utilized in order to monitor the activities of registered voters and/or eligible voters during an election. The central processing computer 10 can monitor the individuals who have voted, determine and/or identity the individuals who have not yet voted and transmit a message to the user computer 20 or communication device associated with the individuals. 

[0421] The message can be transmitted from any candidate, campaign, political party, or organization, and can include information reminding the individual or voter to vote and/or to information promoting, or requesting support and/or a vote(s), for a particular candidate, campaign, political party, or organization. In this manner, the apparatus 100 and method of the present invention can be programmed to promote voting in an election, promote or campaign for a candidate(s), campaign(s), political party or political parties, or organization(s), and/or to perform "get-out-the-vote" activities. 

[0422] In another preferred embodiment, the apparatus 100 and/or the central processing computer 10 can administer and/or manage financial accounts for any of the users, candidates, campaigns, groups of candidates, political parties, public elections administrators, private elections administrators, campaign administrators and/or campaign workers, goods providers, products providers, service providers, external information sources, media entities, financial institutions, individuals, organizations, associations, political action committees, and/or any other entities, who or which utilize the apparatus 100 of the present invention. In this manner, the apparatus 100 and/or the central processing computer 10 can effect financial and/or monetary transfers to, from, and/or between, any of the financial accounts for any of the parties described herein, thereby providing a billing and payment clearing platform for any of the financial transactions which can be facilitated by, and/or which can occur in conjunction with use of, the apparatus and method of the present invention. 

[0423] In any and/or all of the embodiments described herein, the apparatus and method of the present invention can be utilized as a clearinghouse for buying and selling campaign goods, campaign products, campaign services, campaign-related goods, campaign-related products, and/or campaign-related services. 

[0424] In another preferred embodiment, the apparatus 100 and/or the central processing computer 10 can administer and/or manage financial accounts for any of the providers and/or clients described herein. In this manner, the apparatus 100 and/or the central processing computer 10 can effect financial and/or monetary transfers to, from, and/or between, any of the financial accounts for any of the parties described herein, thereby providing a billing and payment clearing platform for any of the financial transactions which can be facilitated by the apparatus and method of the present invention. 

[0425] In any and/or all of the embodiments described herein, any of the operations, tasks and/or functions described herein can be implemented and/or executed by intelligent agents, software agents, and/or mobile agents. 

[0426] The respective intelligent agent (s), software agent(s), mobile agent(s), (hereinafter referred to collectively as "intelligent agent" or "intelligent agents") can be programmed and/or designed to act on behalf of any of the respective users, individuals, candidates, campaigns, political parties, organizations, elections administrators, providers, media entities, external information sources, financial institutions, and/or any other individuals and/or entities, described herein and/or otherwise, who or which utilize the apparatus 100 and methods of the present invention. 

[0427] The intelligent agent can act on behalf of the respective party in various related interactions and/or other activities which are described as being performed herein and/or which may be incidental and/or related thereto. Therefore, the present invention also provides an agent-based apparatus and method for providing campaign information and/or campaign-related information. 

[0428] Applicant hereby incorporates by reference herein the subject matter of the Agent Sourcebook A Complete Guide to Desktop Internet and Intranet Agents, by Alper Caglayan and Colin Harrison, Wiley Computer Publishing, 1997. Applicant also incorporates by reference herein the subject matter of Cool Intelligent Agents For The Net, by Leslie L. Lesnick with Ralph E. Moore, IDG Books Worldwide, Inc. 1997. 

[0429] The apparatus of the present invention, in any and/or all of the embodiments described herein, can also be programmed to be self-activating and/or activated automatically. 

[0430] The present invention, in any and/or all of the herein-described embodiments, can utilize electronic commerce technologies and security methods, techniques and technologies, as described and as set forth in Electronic Commerce Technical, Business, and Legal Issues, Nabil R. Adam, et al. Prentice Hall, 1999 and Web Security & Commerce, Simson Garfinkel with Gene Spafford, O'Reilly 1997, the subject matter of which are hereby incorporated by reference herein. 

[0431] Any and/or all of the communications, as well as any of the data and/or information transmissions, which are described as occurring between any of the herein-described users, individuals, candidates, campaigns, administrators, providers, external information sources, and/or financial institutions, or the respective computers or communication devices associated therewith, can be encrypted so as to provide for secured communications and/or transmissions. In this manner, the present invention can provide for secured and/or confidential communications and/or transmissions between any of the respective parties who or which utilize the apparatus 100 and methods of the present invention. Applicant hereby incorporates by reference herein the subject matter and teachings of Applied Cryptography, second edition, Bruce Schneier, Wiley & Sons, 1996. 

[0432] The communications networks and/or systems on, or over, which the present invention may be utilized, can include any one or combination of telecommunication networks or systems, satellite communication networks or systems, radio communication networks or systems, digital communication networks or systems, digital satellite communication networks or systems, personal communications services networks or systems, cable television networks or systems, broadband communication networks or systems, bluetooth communication networks or systems, low earth orbiting satellite (LEOs) networks or systems, as well as in, or on any internets and/or intranets, the Internet, the World Wide Web, and any other suitable communication network or system. 

[0433] The data and/or information, described as being stored in the database 10H and/or in any of the other databases described herein, can be continuously updated by any of the individuals and/or entities who or which utilize the apparatus 100 or methods of the present invention. 

[0434] While the present invention has been described and illustrated in various preferred and alternate embodiments, such descriptions are merely illustrative of the present invention and are not to be construed to be limitations thereof. In this regard, the present invention encompasses all modifications, variations and/or alternate embodiments, with the scope of the present invention being limited only by the claims which follow.
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